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Framework Schedule 6 (Order Form Template and 
Call-Off Schedules) 

Order Form 

CALL-OFF REFERENCE: Project_26531 

CALL-OFF TITLE: Identity and Trust Augmented 
Resources 

CALL-OFF CONTRACT DESCRIPTION:  A contract for the provision of Augmented 
Resources to multiple teams within the Identity and Trust Services (ID&T) team, including 
Dev Ops, Software Developers, Test Engineers, Technical Architects, and a Security 
Architect.     

THE BUYER: The Department for Work and Pensions 

BUYER ADDRESS Caxton House, Tothill Street, London, SW1H 9NA 

THE SUPPLIER: Methods Business and Digital Technology Limited 

SUPPLIER ADDRESS: Saffron House, 6-10 Kirby Street, 

London, EC1N 8TA 

 REGISTRATION NUMBER: 02485577 

DUNS NUMBER: 505275578 

SID4GOV ID: N/A 

APPLICABLE FRAMEWORK CONTRACT 

This Order Form is for the provision of the Call-Off Deliverables and dated 18th 
November 2024. 
It’s issued under the Framework Contract with the reference number RM6263 for the 
provision of Digital Specialists and Programmes Deliverables. 

The Parties intend that this Call-Off Contract will not, except for the first Statement of 
Work which shall be executed at the same time that the Call-Off Contract is executed, 
oblige the Buyer to buy or the Supplier to supply Deliverables. 

The Parties agree that when a Buyer seeks further Deliverables from the Supplier 
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under the Call-Off Contract, the Buyer and Supplier will agree and execute a further 
Statement of Work (in the form of the template set out in Appendix 1 to this Framework 
Schedule 6 (Order Form Template, SOW Template and Call-Off Schedules). 

Upon the execution of each Statement of Work it shall become incorporated into the 
Buyer and Supplier’s Call-Off Contract. 

CALL-OFF LOT(S): 
 Lot 2 is the relevant Lot from Framework Schedule 1 (Specification). 

CALL-OFF INCORPORATED TERMS 

The following documents are incorporated into this Call-Off Contract. Where numbers 
are missing, we are not using those schedules. If the documents conflict, the following 
order of precedence applies: 

1. This Order Form including the Call-Off Special Terms and Call-Off Special
Schedules.

2. Joint Schedule 1 (Definitions) RM6263
3. Framework Special Terms
4. The following Schedules in equal order of precedence:

● Joint Schedules for RM6263
o Joint Schedule 2 (Variation Form)
o Joint Schedule 3 (Insurance Requirements)
o Joint Schedule 4 (Commercially Sensitive Information)
o Joint Schedule 5 (Corporate Social Responsibility)
o Joint Schedule 6 (Key Subcontractors) Joint Schedule 10 (Rectification Plan)
o Joint Schedule 11 (Processing Data)
o Joint Schedule 12 (Supply Chain Visibility)
o Joint Schedule 13 (Cyber Essentials)

● Call-Off Schedules for RM6263
o Call-Off Schedule 1 (Transparency Reports)
o Call-Off Schedule 3 (Continuous Improvement)
o Call-Off Schedule 5 (Pricing Details and Expenses Policy)
o Call-Off Schedule 6 (Intellectual Property Rights and Additional

Terms on Digital Deliveries)
o Call-Off Schedule 7 (Key Supplier Staff)
o Call-Off Schedule 8 (Business Continuity and Disaster Recovery)
o Call-Off Schedule 9 (Security)
o Call-Off Schedule 15 (Call-Off Contract Management)
o Call-Off Schedule 20 (Call-Off Specification)

5. CCS Core Terms (version 3.0.11)
6. Joint Schedule 5 (Corporate Social Responsibility) RM6263
7. Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender

that offer a better commercial position for the Buyer (as decided by the Buyer)
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take precedence over the documents above. 

No other Supplier terms are part of the Call-Off Contract. That includes any terms 
written on the back of, added to this Order Form, or presented at the time of delivery. 

CALL-OFF SPECIAL TERMS 
The following Special Terms are incorporated into this Call-Off Contract: 

Special Term 1 – Order Form – Appendix 1 (Statements of Work): During the Call-
Off Contract Period, the Buyer and Supplier may agree and execute completed 
Statement of Works. Upon execution of a Statement of Work the provisions detailed 
therein shall be incorporated into the Call-Off Contract at Appendix 1 to this Order 
Form. 

Special Term 2 – Core Terms – Clause 10.3.2 (Ending the Contract without a 
reason) is amended as follows: “Each Buyer has the right to terminate their DPS 
Contract or any Statement of Work at any time without reason by giving the Supplier 
not less than: (a) 30 days for a Statement of Work; or (b) 30 days for the DPS 
Contract, written notice and if it’s terminated Clauses 10.5.2 to 10.5.7 shall apply. 
The Buyer shall have no liability in respect of any costs incurred by the Supplier 
arising from such termination.” 

Special Term 3 – Core Terms – Clause 10.2 (Ending the Contract) is amended as 
follows: “The Relevant Authority can extend the Call-Off Contract for the Extension 
Period by giving the Supplier no less than 30 Days’ written notice before the contract 
expires.” 

Special Term 4 - IR35 Status - The provision of Annex A to this Order Form shall 
apply in respect of any Statement of Work concluded under this Call-Off Contract. 

Special Term 5 – Call-Off Schedule 9 (Security) - In addition to section 18 
‘SECURITY AND CONFIDENTIALITY REQUIREMENTS’ of Attachment 3 
(Specification), Annex B to this Order Form containing the DWP enhanced security 
schedule will be included and form a part of the final Call-Off Contract within Call-Off 
Schedule 9: 

Special Term 6 – Core Terms – Agency Workers Regulations - Clause 7 of the Core 
Terms is amended to include a new Clause 7.6 as follows: 
The Parties do not intend for the Agency Workers Regulations 2010 to apply in 
respect of any Supplier Staff provided under this contract.  The Parties agree that in 
the event that the Agency Workers Regulations 2010 apply to any Supplier Staff the 
Supplier shall indemnify the Buyer both during and after the Term against all liabilities 
that may arise as a result of any claims brought under the Agency Workers 
Regulations 2010. 
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CALL-OFF START DATE: 1st February 2025 

CALL-OFF EXPIRY DATE: 31st January 2027 

CALL-OFF INITIAL PERIOD: 2 years (24 months) 

CALL-OFF OPTIONAL 
EXTENSION PERIOD: 6 months 

MINIMUM NOTICE PERIOD 
FOR EXTENSION(S): 1 month (30 days) 

CALL-OFF CONTRACT VALUE: Initial 2 Year Term:  
£6,320,000 (exc. VAT) 
£7,584,000 (inc. VAT) 

Optional 6 Month Extension: 
£1,580,000 (exc. VAT) 
£1,896,000 (inc. VAT) 

Maximum Potential Contract Value: 
£7,900,000 (exc. VAT) 
£9,480,000 (inc. VAT) 

KEY SUB-CONTRACT PRICE: N/A 

CALL-OFF DELIVERABLES 

The following resources will be provided under this Call-off Contract: 

DDAT Role Quantity SFIA 
Level 

Clearance 

Lead Test Engineer 5 6 BPSS or above 
Lead Dev Ops 7 5 BPSS or above 
Lead Software Developer 6 5 BPSS or above 
Senior Technical Architect 2 5 SC (Security Check) 
Principal Security Architect 1 6 SC (Security Check) 
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BUYER’s STANDARDS 
From the Start Date of this Call-Off Contract, the Supplier shall comply with the 
relevant (and current as of the Call-Off Start Date) Standards set out in Framework 
Schedule 1 (Specification). The Buyer requires the Supplier to comply with the 
following additional Standards for this Call-Off Contract: 

• ISO27001.

CYBER ESSENTIALS SCHEME 
The Buyer requires the Supplier, in accordance with Joint Schedule 13 (Cyber 
Essentials Scheme) to provide a Cyber Essentials Plus Certificate prior to 
commencing the provision of any Deliverables under this Call-Off Contract. 

MAXIMUM LIABILITY 
The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core 
Terms, as amended by the Framework Award Form Special Terms.The Estimated 
Year 1 Charges used to calculate liability in the first Contract Year is £3,160,000 
excluding Value Added Tax (VAT). 

CALL-OFF CHARGES 
The Supplier’s rate card will be used for the purpose of pricing each Statement of 
Work and is incorporated into Call-Off Schedule 5 (Pricing Details and Expenses 
Policy). 

REIMBURSABLE EXPENSES 
See Expenses Policy in Annex 1 to Call-Off Schedule 5 (Pricing Details and 
Expenses Policy) 

PAYMENT METHOD 
The payment method for this Order Contract is BACS (Capped Time and Materials) made 
monthly in arrears. 

BUYER’S INVOICE ADDRESS: 
Invoices will be sent to:  
DWP  
PO BOX 406  
SSCL, Phoenix House  
Celtic Springs Business Park  
Newport  
NP10 8FZ  
Email: apinvoices-dwp-u-@gov.sscl.com   
A copy should also be emailed to Idt.invoices@dwp.gov.uk 
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KEY STAFF 
N/A 

 
KEY SUBCONTRACTOR(S) 
N/A 
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services, and collaborating closely with other teams in a shared environment. 

Senior Technical Architects:  

• Architecture design and modelling techniques, patterns, tools and standards.  

• Event-based architecture design, patterns (including pub-sub and data streaming), 
modelling techniques, tools and standards. 

• Public cloud technologies, cloud hosting, container, and networking design patterns, 
tools and best practices (especially AWS).  

• Agile / DevOps delivery methodologies and best practices.  

• Identity and Access Management, and related technical standards e.g. OAuth, OIDC 
etc.  

• Presenting to technical governance forums. 

• Justifying and communicating design decisions to various stakeholders 

• Assuring other services and system quality, ensuring the technical work fits into the 
broader strategy for government. 

Principle Security Architects: 

• A working understanding of Identity Access Management (IAM) and associated 
security controls and implementation at scale in a government organisation   

• A working knowledge of GDPR in a government environment.  

• Provide security architecture advice to the product delivery squads in ID&T, blending 
security, technical (public cloud development and architecture) and behavioural 
(leadership and communication) skills. 

• Work with and advise lead security architect, the solution architects within ID&T and 
across the wider department, to ensure solutions are secure, consistent, strategically 
matched and interoperable. 

• Ensure solutions meet the Departmental Security Architecture standards, re-using 
patterns where possible, and support presentation of solutions to the Digital Design 
Authority (DDA) at various stages of the product development. 

• Identify and advise on the appropriate mitigations for risks within ID&T products and 
work with the department’s Digital Security Risk Management (DSRM) teams to 
ensure solutions within ID&T meet security and risk governance controls. 

• Provision Consultancy and advice to cover, Security Architecture, Risk assessment, 
and the creation, review, and management of security governance documentation  

• Demonstrate accountability for security aspects of product architectures, contributing 
to product roadmaps and represent product designs at governance forums, providing 
clear communication of security architecture design and decision making, to gain 
approval to proceed with designs. 

• Identify security issues in system architectures and provide advice and guidance on 
the risk impact of vulnerabilities in our existing and future designs and systems. 

• Identify new technologies and work with DWP Digital Design Authority and broader 
security community to look at opportunities to exploit them in business areas. 














