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Order Form 

 

 

CALL-OFF REFERENCE:  PRO 5593 

 

THE BUYER: Secretary of State for Health and Social Care 

acting as part of the Crown through the UK Health 

Security Agency 
  

BUYER ADDRESS   Nobel House, Smith Square, London, SW1P 3HX  

 

THE SUPPLIER:    Anexsys Limited  

SUPPLIER ADDRESS:   3rd Floor, 10 Aldersgate Street, London,  
     England, EC1A 4HJ    

REGISTRATION NUMBER:   

DUNS NUMBER:          

SID4GOV ID:                   N/A 

 

APPLICABLE FRAMEWORK CONTRACT 

 

This Order Form is for the provision of the Call-Off Deliverables and dated 19 April 

2023. 

It’s issued under the Framework Contract with the reference number RM6203 for the 

provision of eDisclosure and Review Services. 

 

CALL-OFF LOT(S): 

Lot 4:  

 

CALL-OFF INCORPORATED TERMS 

The following documents are incorporated into this Call-Off Contract. Where 

numbers are missing we are not using those schedules. If the documents conflict, 

the following order of precedence applies: 

1. This Order Form including the Call-Off Special Terms and Call-Off Special 

Schedules. 

2. Joint Schedule 1(Definitions and Interpretation) RM6203 

3. The following Schedules in equal order of precedence: 
 

● Joint Schedules for RM6203 

o Joint Schedule 2 (Variation Form) 
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o Joint Schedule 3 (Insurance Requirements) 

o Joint Schedule 4 (Commercially Sensitive Information) 

o Joint Schedule 10 (Rectification Plan)     

o Joint Schedule 11 (Processing Data)  
o   

● Call-Off Schedules for PRO 5593   

o Call-off Schedule 1 (Transparency Reports) 

o Call-off Schedule 3 (Continuous Improvement) 

o Call-off Schedule 5 (Pricing Details)     

o Call-off Schedule 6 (ICT Services)        

o Call-off Schedule 7 (Key Supplier Staff)       

o Call-off Schedule 8 (Business Continuity and Disaster Recovery) 

o Call-off Schedule 9 (Security)          

o Call-off Schedule 10 (Exit Management)      

o Call-off Schedule 13 (Implementation plan and testing                     

o Call-off Schedule 14 (Service Levels)      

o Call-off Schedule 15 (Call-Off Contract Management)    

o Call-off Schedule 16 (Benchmarking)      

o Call-off Schedule 18 (Background Checks)      

o Call-off Schedule 20 (Call-Off Specification)   

  

4. CCS Core Terms (version 3.0.8) 

5. Joint Schedule 5 (Corporate Social Responsibility) RM6203 

6. Call-off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off 

Tender that offer a better commercial position for the Buyer (as decided by 

the Buyer) take precedence over the documents above. 

7. Appendix A – Cyber Security Mandatory Requirements 

8. Appendix B – Statement of Work (SOW) template 

 

No other Supplier terms are part of the Call-Off Contract. That includes any terms 

written on the back of, added to this Order Form, or presented at the time of delivery. 

 

CALL-OFF SPECIAL TERMS 

The following Special Terms are incorporated into this Call-Off Contract:  
        

None 

 

CALL-OFF START DATE:   20 April 2023 

 

CALL-OFF EXPIRY DATE:   19 April 2025 

 

CALL-OFF INITIAL PERIOD:  2 years 

 

OPTIONAL EXTENSION PERIOD:         1 year 

 

BREAK CLAUSE 

N/A  

CALL-OFF DELIVERABLES 
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See details in Call-Off Schedule 20 (Call-Off Specification) 
 

MAXIMUM LIABILITY 

The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core 
Terms. 
 
The Estimated Year 1 Charges used to calculate liability in the first Contract Year is  

 in the first 12 months of the Contract. 
 

CALL-OFF CHARGES 

See details in Call-Off Schedule 5 (Pricing Details) 
 
The total charges under this Call-Off Order shall not exceed £1,257,100 ex VAT 
(one-million two-hundred-and-fifty seven thousand and one-hundred pounds 
sterling). 
 

REIMBURSABLE EXPENSES 

None  

 

PAYMENT METHOD 

Monthly in arrears by BACS or alternative payment method as agreed between the 

Buyer and the Supplier. Submitted invoices must be accompanied by supporting 

information including:  

• completed timesheets for amounts set out in the relevant invoice; and  

• such other information as the Buyer (acting reasonably) may require in order to 

verify the invoiced amounts. 

 

BUYER’S INVOICE ADDRESS: 

  

Accounts Payable;  

UK Health Security Agency, 

Manor Farm Road,  

Porton Down,  

Salisbury,  

SP4 0JG UKHSA  

 

VAT No:   

 

Contact number for all invoice related queries:  Please select Option 

5, and then Option 1 

 

BUYER’S AUTHORISED REPRESENTATIVE 

 

 

 

 

 

BUYER’S ENVIRONMENTAL POLICY 
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incidents at the Supplier or any sub-contrac-
tors; (e) any other reasonable changes re-
quested by the Authority. 

1.5b The Supplier shall provide 
the output from the annual 
Information Security Man-
agement System review 
to the Authority. 

The Supplier shall provide the Authority with 
the output of these reviews as soon as is practi-
cally possible and no later than twenty (20) 
working days after the review, detailing sug-
gested improvements for agreement with the 
Authority. 

1.6 Formal ownership of 
cyber security, within the 
supplier, and specifically 
for this service or delivery, 
shall be specified in the 
contract. 

There shall be a named person from the Sup-
plier who is accountable for the provision of 
technical, personnel, process and physical se-
curity aspects for the scope of the contract, in-
cluding but not limited to security clearances. 
This named accountable person shall be for-
mally communicated to the Authority within ten 
(10) days of contract signature. The nominated 
person shall of sufficient seniority within the 
Supplier to have direct access to Supplier exec-
utive management. 

1.7 The Supplier shall engage 
with the Authority's Cyber 
Security Assurance Pro-
cesses 

The Supplier agrees to engage and co-operate 
with the Authority's Cyber Security assurance 
processes as required. These will include but 
not be limited to: 
• Supplier Assurance 
• Product Assurance 
• Training Assurance, including materials and 
completions. 

1.8a The right of audit shall be 
provided. 

The Authority or its agents, or HMG appointed 
internal or external audit teams may undertake 
reviews and technical testing of the security 
controls in place around the Supplier's Systems 
and Services. This will include the right to audit 
and assess security controls at any of the sites 
and on any of the systems used for the purpose 
of meeting the contract. Where such sites or 
systems are provided by sub-contractors, the 
Supplier will ensure that this requirement is 
flowed down in to contracts between the Sup-
plier and such subcontractors. 
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1.8b The right of audit shall be 
provided. 

Where physical or access is unavailable due to 
provision by use of cloud service, or by other 
agreed exceptional circumstances or contrac-
tual issues, suitably trustworthy independent 
assessments of the security in question shall 
be made available. As part of this audit require-
ment, the Supplier shall consistently engage 
with the Authority’s preferred process for under-
taking supplier due diligence activities. 

1.8c The right to audit shall be 
provided. 

Reviews undertaken by the Authority on any 
one element of the Supplier's solution will usu-
ally be limited to pre-release and annual post-
release reviews, unless the site or service has 
been materially involved in a cyber or other se-
curity incident. In such cases, out of cycle re-
views can be undertaken in addition to any an-
nual review. 

1.8d The right to audit shall be 
provided. 

The Authority reserves the right to Audit Supply 
Chain security measures applied in context of 
the risks to the Sites, Facilities and services 
within the scope of the Agreement, including 
those security measures under the governance 
of the Supplier, or any of its Sub-contractors. 

1.9 The contract shall man-
date compliance with rele-
vant laws. 

The Supplier shall ensure that the systems or 
services are delivered (include design, imple-
mentation and operation as relevant) in compli-
ance with the requirements of UK and, if appli-
cable, local law. Any discrepancies are to be 
notified to the Authority within one working day 
of the Supplier becoming aware of such.  

1.10 Cyber security good 
standard practices as well 
as HMG standards and 
guidelines should be ref-
erenced for development 
and testing where rele-
vant. 

The System shall be developed in line with and 
reviewed against agreed good practices for 
cyber security. Assurance of this shall be un-
dertaken by the Supplier via regular review ac-
tivities including security and vulnerability test-
ing of the infrastructure and applications, and 
code reviews and CI/CD pipeline assurance 
(where relevant). 

1.11 A risk assessment shall 
be undertaken and main-
tained by the supplier, and 
its methodology shared 
with UKHSA. 

The Supplier shall undertake a risk assessment 
of the whole System and supporting processes 
in line with the Information Security Manage-
ment System and the Authority's Standards, 
and refresh those assessments when system 
changes are made. The Authority retains the 
rights to review and approve the repeatable 
methodology used for risk assessment. 

1.12 The supplier shall agree 
to share the outputs from 

The Supplier shall share with the Authority the 
outputs of the risk assessment for the product 
or services, including mitigation actions and 
any remaining remediation plans.  
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Appendix B – Statement of Work Template 

 
Statement of Work  
 

1. Statement of Works (SOW) Details 
 
Upon execution, this SOW forms part of the Call-Off Contract PRO 5593 Framework 
Schedule 6 Order Form - Anexsys Ltd. 
 
The Parties will execute a SOW for each set of Buyer Deliverables required. Any ad-
hoc Deliverables requirements are to be treated as individual requirements in their 
own right and the Parties should execute a separate SOW in respect of each, or 
alternatively agree a Variation to an existing SOW. 
 
All SOWs must fall within the Specification and provisions of the Call-Off Contact. 
 
The details set out within this SOW apply only in relation to the Deliverables detailed 
herein and will not apply to any other SOWs executed or to be executed under this 
Call-Off Contract, unless otherwise agreed by the Parties in writing. 
 

Date of SOW:  

SOW Title:  

SOW Reference:  

Call-Off Contract Reference:  

Buyer: The UK Health Security Agency (UKHSA) 

Supplier: Anexsys Limited 

SOW Start Date:  

SOW End Date:  

Duration of SOW: As per dates stated above. 

Key Personnel (Buyer):  

Key Personnel (Supplier):  

Subcontractors: N/A 

 
 

2. Call-Off Contract Specification – Deliverables Context SOW Deliverables 
Background 

 

Key Deliverables of this SOW: •  

•  

•  

•  

•  

Delivery phase(s): Procurement 

Overview of Requirement: Delivery - To plan, manage and deliver the end-
to-end delivery of a defined set of business 
outcomes 
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3. Buyer Requirements – SOW Deliverables Outcome Description: 

  

Milestone Ref Milestone Description Acceptance Criteria Due Date 

MS01    

MS02    

MS03    

 
Delivery Plan: 
 
 
Dependencies: 
Notable supplier deliverables which constitute dependencies to this SoW includes 
the supplier’s mobilisation plan. 
 
Supplier Resource Plan: 
 
 
Security Applicable to SOW: 
The Supplier confirms that all Supplier Staff working on Buyer Sites and on Buyer 
Systems and Deliverables, have completed Supplier Staff Vetting in accordance with 
section 3.1 of Appendix A – Cyber Security Mandatory Requirements of this Call-Off 
Order. 
 
Cyber Essentials Scheme: 
The Buyer requires the Supplier to have and maintain a Cyber Essentials 
Certificate for the work undertaken under this SOW, in accordance with RM6203 
Framework Schedule 9 (Cyber Essentials Scheme). 
 
SOW Standards: 

N/A 
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Performance Management: 

Material KPIs Target Measured by 

1. Performance Reports – summary 
for each Milestone, including: 

a. overall mgt headlines 
b. key achievements in this 

period 
c. key activities for next 

period 
d. Risks, Issues, escalations 
e. Deliverables / Milestones 
f. Rag Status 

2. Summary of Contract including 
variations: 

a. Workstream Ref No 
b. Contract Value 
c. Start / end date 

3. Contract financial forecast: 
a. SOW name 
b. Value 
c. Invoiced to date 
d. Forecast to end date 
e. Total spend forecast 

4. Contract Invoice Status 
5. Resource Profile 

a. Workstream 
b. Name 
c. Role 
d. Ratecard 
e. Start date 

  
Timeframe 

  
. 

End date     

Call-Off Contract Charges The supplier 
provides these 
monthly 

Submitted timely and 
contain accurate and 
complete information 

Balanced Score Card Template and 
measurements - to be agreed within 4 
weeks of Contract Start Date 

To be agreed 
within 4 weeks 
of SOW Start 
Date 

To be agreed within 
4 weeks of SOW 
Start Date 

 
 
Additional Requirements: 
Annex 1 of Joint Schedule 11 (Processing Data) in the Call-Off Contract applies. 
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Key Supplier Staff: 
  

Key Role Key Staff Contract Details Employment / Engagement 
Route (incl. inside/outside IR35) 

        

        

        

        

        

 
SOW Reporting Requirements: 
Further to the Supplier providing the management information detailed in Paragraph 
6 of Call-Off Schedule 15 (Call Off Contract Management), the Supplier shall also 
provide the following additional management information under and applicable to this 
SOW only: 
  

Ref
. 

Type of Information Which 
Services does 
this 
requirement 
apply to? 

Required 
regularity of 
Submission 

1. Delivery Phase 

1.1 1. Performance report – summary for 

each stream including 

a. overall mgt headlines 
b. key achievements in this 

period 
c. key activities for next period 
d. Risks, 

Issues, escalation s 

e. Deliverables / Milestone s 
f. Rag Status 

2. Summary of Contract including 
variations 

a. Workstream Ref No 
b. Contract Value 
c. Start / 

3. Contract financial forecast 
a. SOW name 
b. Value 
c. Invoiced to date 
d. Forecast to end date 
e. Total spend forecast 

4. Contract invoice Status 

Delivery Phase Weekly 
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