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Should you have any queries relating to this RFQ or require any further explanation, communications should be directed to the representative named below:

	Name
	Andrew Jarvis

	Position
	Senior Procurement Category Manager

	Mobile Telephone
	07548 096689

	E-mail
	Procurement@seetec.co.uk


[bookmark: _Toc23141573][bookmark: _Toc26758379]

Seetec Overview

Seetec Group are one of the UK and Ireland’s largest and most experienced providers of Government funded public and business services. Founded in 1984, Seetec has close to 40 years' experience of helping businesses to grow, communities to flourish and people from all walks of life to reach their full potential. People are at the heart of everything we do and we are wholly committed to empowering those we work with to better their lives, meaning that we can embed social value into our work and services. We are transforming over 100,000 lives every year through education, training, employment opportunities, rehabilitation, recovery, health and wellbeing services. On top of all this, Seetec Group are a 51% Employee-Owned organisation, making Seetec the 16th largest Employee-Owned Company in the UK.

Seetec Group has 5 business areas within its structure:-
· Seetec Business Technology Centre (SBTC) consists of the Corporate Services teams that deliver behind-the-scenes services, like payroll, bid writing and marketing, that support our operational business areas and keep everything working together. We provide support to the other Seetec business areas in terms of looking after their finance, HR, marketing, communications and IT requirements
· Seetec Employability and Skills – both in the UK and in Ireland. In the UK, we work predominantly in England, whilst in the Republic of Ireland, we work predominantly in the West, North West, Midlands, North East and Dublin areas. Our mission is to empower people in work, life and wellbeing. We support thousands of people each year to build confidence, skills and move towards and into work
· Interventions Alliance (IA) - we use our research base and experience, as well as collaborating with organisations, to confront some of the all-too-common social care and criminal justice challenges, designing and innovating new interventions that address areas of critical need
· Seetec Training - We deliver vocational training, including apprenticeships, across a range of industries and levels, including professional and public services, transport and logistics and aviation engineering. Working with large and small employers across the UK, we enable businesses to meet current and future skills needs, while helping individuals of all ages to build a rewarding career
· Pluss CIC - We create and source jobs and opportunities, and by focusing on people’s strengths we raise aspirations and help them overcome their barriers to work and develop the skills that employers are looking for.

Seetec Procurement

Our vision is to ensure we achieve the best possible services at the right price to ensure we can continue to work with and deliver against our wide-ranging employment and health services programmes, that support participants in overcoming barriers, enabling progression and helping them to progress through the programme.

Further information on Seetec, including who we are and what we do can be found by visiting: Seetec website
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Scope
· This RFQ document gives both current and potential suppliers the opportunity to submit proposals for the supply of services required by Seetec
· The RFQ is designed to help suppliers provide consistent and comparable proposals.
· The scope of this RFQ covers the Supply of referral management system software and support  services for our  Multiply Contract funded by the UK Government through the UK Shared Prosperity Fund

Submission
· Supplier proposals must be returned no later than 5pm GMT on 31 January 2023
· All supplier responses are to be made via e-mail in the stipulated format and application. Any deviation from this may inhibit our ability to assess your submission, any may result in disqualification from further review.
· No hard copy is to be submitted in response to this RFQ unless specifically requested by the originator of the RFQ named in the “Contact Details” section.
· By submitting a response to this RFQ suppliers/contractors accept all of the provisions of this document including service level expectations and the application of Seetec terms and conditions of purchase.

Evaluation
· The RFQ contains specific instructions detailing the type and format of information that is required. Failure by a supplier to either follow the requested format or respond to all questions may inhibit our ability to evaluate your proposal and result in proposal rejection. The RFQ is intended to permit Seetec to evaluate all sourcing options that are available and identify an option which meets our objectives of cost, quality and service optimisation. Completeness of response is vital to allow valid evaluation.
· Each proposal submitted will be evaluated impartially against the same set of criteria which may include, but not necessarily be limited to, the following:
· Purchase price competitiveness
· Service level capability
· Product quality
· Support infrastructure
· Provision of training / after-sales support
· Range / geographic coverage
· Any information relating to spend or volume is to be regarded as indicative only and is not to be interpreted or construed as any commitment or obligation regarding future business levels.
· Should the indicative values be exceeded significantly during the term of the agreement then the parties agreed that rebates may apply, therefore please provide examples of the structure of any possible rebate mechanisms that you are willing to adopt/apply
· Creativity and proactive approaches to reduce overall costs will be taken into consideration.
· Suppliers are encouraged to provide any additional information (in a concise format) that may support their proposals.
· Seetec may need to contact suppliers for clarification or additional information concerning their proposal and may request presentations both electronically and/or via site visits.  It is highly likely that any required presentations will be undertaken remotely.

Responsibility for proposal costs
· Any and all costs incurred by suppliers in the development of proposal responses and their subsequent submission are entirely the sole responsibility of the proposing party and shall not be charged in any form or manner to Seetec.  

Contract duration
· Any contracts/agreements will include a specific termination clause. Seetec reserves the right to reconsider at any time any contract / agreement that no longer matches its expectations in terms of service and / or cost profile.
· Contract duration: February 2023 – March 2025 

Payment terms
· Standard Seetec payment terms shall apply to any contract/agreement.
· Standard payment terms are 30 (thirty) days net monthly account.
· No other payment terms shall be acceptable unless agreed to in writing by a representative of Seetec. 
· Any invoice received that states unauthorised or unagreed payment terms shall automatically default to Seetec standard payment terms.
· Suppliers are encouraged to respond with invoice payment proposals that minimise the number of payment transactions or reduce administrative burden for invoice payment by any alternative mechanism.

Withdrawal of proposal
· Suppliers may withdraw their proposal from consideration at any time prior to reaching of an agreement by notifying the nominated Seetec representative in writing.

Right to reject
· Seetec reserves the right to reject any or all proposals or any portion thereof and is not required to disclose the reasons for rejection.
· Neither receipt of a proposal by Seetec nor failure to reject a proposal shall impose any legal obligation(s) upon Seetec.
· Seetec is under no obligation to procure or contract for the goods or services requested in this RFQ document.


RFQ documents
· Seetec reserves the right to retain all proposal submissions.
· No proposals in whole or part, or any accompanying information, will be returned unless such arrangements are made in advance of receipt of the proposal by Seetec. Any and all costs incurred would be the sole responsibility of the requesting party.

Proposal process completion
· Discussions and/or negotiations will be based upon the initial responses to this RFQ. However, if, at the sole discretion of Seetec, these discussions are deemed unsuccessful with any or all respondents, then Seetec reserves the right to discontinue the process.
· Notwithstanding any other statement in this RFQ, Seetec is under no obligation to enter into any agreement or contract with any respondent.
· The proposal process will conclude when Seetec executes an agreement or enters into a contract with a selected supplier, OR when Seetec terminates the proposal process for any reason.
· Seetec is under no obligation to disclose the reason(s) for termination of the proposal process. 

Proposal validity
· Each and every aspect of the supplier proposal must remain valid for a minimum period of 60 (sixty) days from the closing date for receipt of proposals.

Specification compliance
· Suppliers are expected to ensure absolute conformity and compliance with the specification contained within Schedule 1 (One) of this RFQ.
· Any deviation from the required specification must be highlighted and a supporting statement provided explaining why there is a deviation and how compliance with Seetec’s performance expectations would be achieved.   
· It will be mandatory that following the reaching of any contract/agreement, any proposed changes to the original specification as detailed within this document, encompassing aspects such as product/process/service must only be instigated with the express and written permission of a representative of Seetec, irrespective of whether there is any impact upon performance. 
· Any supplier selected by Seetec will have responsibility for ensuring that all relevant environmental, national and international legislation, directives, approvals, bye-laws, standards, regulations and accreditations are fully adhered to and complied with under all circumstances. It is the responsibility of the supplier to ensure that any changes, amendments or updates to such aspects are fully implemented in accordance with requirements no later than the designated date by which such changes, amendments or updates come into force.

Ordering method
· Seetec is continually striving to purge transactional activity from the supply chain, and therefore will adopt the most effective and beneficial approach to communicating requirements to suppliers.
· The method of order placement will depend upon the type of good/service being requested.
· Options for placement of orders could include, but not necessarily be limited to, the following:
· Individual purchase order generation
· Generation of a ‘blanket order’ covering a specific time period in conjunction with a consolidated list of approved services/goods.
· Ordering method will be determined by Seetec and will be discussed with selected shortlisted suppliers.
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Supplier performance management

Performance monitoring
· In order to support the levels of organisational performance demanded by Seetec, suppliers will be expected to consistently achieve specific service levels.
· Accordingly, a high level of technical competence is required of all suppliers such that effective performance-monitoring information reports can readily be provided. It should be noted that Seetec expects a professional approach from all its suppliers, and performance measurement plays a vital role in ongoing supplier evaluation.
· Performance management is a responsibility of both Seetec and its suppliers. It is expected that suppliers will participate in evaluation of appropriate performance metrics on a reciprocal basis with Seetec.
· Achievement of agreed service levels will be reviewed on a regular basis between Seetec and the Supplier. Any deviation from agreed parameters will be linked within any contract/agreement to a schedule of financial rebates payable to Seetec in the event of adverse performance.
· It is expected that if performance falls below an agreed standard, the selected supplier will make all necessary endeavours to address the issue(s) raised, in order to bring performance back to an acceptable level. Seetec will work with the supplier when and where appropriate to promote supplier development and performance improvement, however, consistent failure to achieve minimum acceptable standards, sustained deterioration in performance levels, or failure to address the causes of performance deficiencies will be considered as appropriate grounds for Seetec to consider termination of any/all contracts/agreements that may exist between Seetec and the supplier.
· Specific Service Level Agreements (SLA’s) and/or Key Performance Indicators (KPI’s) will be in accordance with the requirements of any contract/agreement.  
· Regular reviews will be held attended by Senior Management representation of both parties in order to evaluate supplier performance against expectations and obligations.
· In order to support the anticipated requirements of a programme of supplier performance management, it is expected that selected suppliers will ensure that a defined and empowered account management structure is installed at the outset of any contract/agreement. 

Audit
· Seetec reserve the right to conduct a comprehensive supplier audit as part of the supplier selection programme.
· Following the award of any contract/agreement, periodic audits of systems and procedures will form an integral element of the supplier performance management and development initiative.
· Specific improvement plans will be required to address any audit observations, and these will form part of the improvement targets to be assessed at the regular review meetings.

Competitive pricing
· Seetec expects suppliers to be highly competitive on the criterion of price at the outset of any business relationship, and just as importantly, on an ongoing basis. Quality and customer service levels must remain of paramount importance and must not be sacrificed or compromised in order to achieve competitive pricing. 
· Seetec reserve the right to ‘market-test’ pricing levels at any time during the term of any contract/agreement to ensure that costs are being managed appropriately. It is expected that suppliers will actively review the market on an ongoing basis to ensure that Seetec are always receiving the best possible pricing structure available. 
· It is intended that any supplier to Seetec will share the philosophy of year-on-year cost reductions and will proactively promote, and actively participate in, opportunities that will reduce the expenditure profile of Seetec.
· Seetec also expects that suppliers will continually identify and recommend activities that will contribute to further improvements to quality or service.
· Suppliers must be willing to provide comprehensive cost-breakdown information relating to the provision of goods/services if so requested by Seetec. Details that may be requested could include, but not necessarily be limited to, aspects such as material cost / scrap allowance/machine throughput rate / direct labour rate / indirect labour rate / overhead contribution / profit margin / packaging costs / transportation/etc.  

Continuous improvement philosophy
· Seetec has an expectation that all of its suppliers will continually work towards improving their own systems, processes and products with the intention of reducing cost and purging of non-value added activity out of the organisation.
· Suppliers will be expected to demonstrate their proactivity with regard to continuous improvement activity on an ongoing basis.
· Continuous improvement is a part of the supplier management and development programme that will be utilised by Seetec.
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· All proposals are to be returned to the nominated Representative named within this RFQ document.
· Submissions are to be returned via e-mail in the stipulated application & format; non-compliance with this requirement may be considered as suitable grounds for disqualification from further consideration.
· No hard copy documentation should be submitted unless explicitly requested by Seetec Purchasing.
· By submitting a response to this RFQ, respondents accept Seetec’ standard terms and conditions of purchase and understand the context of the requirement.
· Proposal details must only be submitted for those areas that the supplier is both confident and capable of being able to provide. If an item/product group/service is beyond the current scope/capabilities of the supplier, then this aspect should be omitted from inclusion on any proposal. 
· All files must be scanned for viruses using a market-recognised and up-to-date computer program prior to return to Seetec.
· Recipients of the RFQ are obliged to promptly notify Seetec of any ambiguity, inconsistency, or error that they discover upon examination of the RFQ documents that could impede their ability to submit a valid proposal within the indicated timescale.
· Any attempts to unduly influence any Seetec personnel with regard to the outcome of the evaluation and selection process, or any other attempt to distort, restrict, undermine or delay the process will be considered as sufficient grounds for immediate disqualification from the process with no right of appeal. This is at the sole discretion of Seetec.
· Activities that could be construed as being sufficient grounds could include, but not necessarily be limited to, the following circumstances:
(a)	Communicating to a person, other than the person calling for these submissions, the amount or approximate amount of the proposal, or any other commercially sensitive information.
(b)	Entering into any agreement or arrangement with any other person that they shall refrain from submitting a proposal or influence the amount of any proposal to be submitted.
(c)	Offering or paying or giving or agreeing to pay or give any sum of money or valuable consideration directly or indirectly to any person for doing or having done or causing or having caused to be done in relation to any other submission or proposed submission for the said work any act or thing of this sort described above.

· In this declaration, the word “person” includes any persons and any body or association, corporate or incorporate; and “any arrangement” includes any such transaction, formal or informal, and whether legally binding or not.


· All proposals must be received by Seetec NO LATER THAN 5pm on Tuesday 31st January 2023
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Service Level Expectations 

Purpose
· The purpose of this section is to unambiguously state service standards expected of the supplier and Seetec. It details the responsibilities placed on both parties in order to achieve the standards set out in this document. It is to be read in conjunction with the RFQ document.   

Amendments
· Any amendments to this document will only be by agreement of both parties and must be in writing.  The document will be re-issued and signed after any amendments are agreed.

Review
· Reviews of the Service Level Agreement will be attended by Senior Management Representation from both parties and will include a comprehensive review of all aspects of business performance including adherence to stipulated Service Level Agreements (SLA’s) – schedule (2).
   

Pricing
· The prices applicable to the Contract must relate to the services / goods being supplied and must be inclusive of delivery charges.  
· It must be noted that Seetec do not accept ‘standard’, ‘blanket’ or ‘annual’ price increases.
· Seetec are looking for ways in which to reduce expenditure year-on-year and expects its suppliers to do the same.
· In the event that extraordinary circumstances prevail, then any proposed adjustment to pricing must be submitted in writing to the Seetec authorised representative no less than 60 (sixty) days in advance of the suggested effective date. Any variations in pricing are subject to discussion. Any invoices submitted by a supplier at a price higher than that agreed and confirmed in writing by a Seetec’ authorised representative will be debited back to the prevailing value pending conclusion of any negotiations. No price is valid until agreed in writing by Seetec’ authorised representative.

Volumes 
· Any volumes indicated within any RFQ document or indicated at any other time and in any other medium, including verbally, are to be regarded as indicative only for the purposes of obtaining and evaluating competitive quotations. Any volume information referenced does not impose any obligation or commitment upon Seetec to take any or all of any items/services listed at the volumes given. 
· Any volumes called-off within a particular contract are not to be regarded as either a constant level of demand or as any indication of any trends within the demand profile – historical information should not be used as a baseline for assessment of future demand.   


Purchase order
· For each purchase made, Seetec will provide a purchase order number. The supplier must refuse to provide the goods/services should Seetec staff fail to provide this number. Failure to adhere to this requirement will be regarded as a fundamental breach of this Service Level Agreement.


Product specification
· All products provided under the terms of the agreement must be always compliant with all appropriate and relevant national and/or international standards.



Schedule (1): SPECIFICATION

1. Purpose

1.1 Seetec is seeking to establish an Agreement for customer referral management software to support the organisation in the delivery of its Multiply contract which is a project funded by the UK Government through the UK Shared Prosperity Fund. 

This is led and managed by Seetec.  This project offers support to people who need to improve their numeracy skills, including those with disabilities and with a focus on geographies underserved by existing provision. 75 volunteer champions will be recruited to engage others onto the project where they will receive a numeracy assessment and be referred to courses with further education providers.  (“The Agreement”)

1.2 The Agreement shall be for an initial period of 25 months (Initial Contract Period); Seetec may extend the duration of the Agreement for any agreed period from the expiry of the Initial Contract Period, subject to the satisfactory performance of the Supplier, the needs of the projects, and in agreement between the Parties, as well as the continuation of funding.

2. Background To Requirement

2.1 Seetec has secured funding to deliver ‘Cornwall Counts’, the Multiply project, as part of the Cornwall Good Growth agenda.

2.2 Seetec is seeking a supplier to provide customer referral management software and support for this project.

2.3 The software will enable Seetec and its partner organisations to record participants’ details and refer them to other numeracy providers.

2.4 The software will be able to record outputs in real time related to participant demographics (incl. but not limited to geography, disability status), referral number, referral source and distance travelled assessment


3. Scope Of Requirements

3.1 We intend to award a contract to the supplier that is able to meet all the needs for the project

3.2 Experience required

Suppliers should demonstrate that they have previous experience in the following:
· Implementation of software across multiple sites to multiple non-technical users
· Supply of software and support to local, multi-partner projects
· Technical and development work of software to enable better integration with local services and usability
· Supply and support to third sector organisations
· Software development in collaboration with operational, non-technical, staff
· Compliance with data security requirements, including, but not limited to, GDPR obligations



3.3 Services
· Collaboration - the supplier will need to work closely with our delivery staff and those of our partners to ensure that the software and support meet the needs of the project
· Training for operational staff – all software and data entry requirements will need to be trained out to Seetec and partner organisations’ staff initially and on an ongoing basis (for new staff and refreshers for existing staff)
· Scalability – we are looking for a flexible system that can be scaled up or down, according to the needs of the project
· Person-centred approach – project participants (i.e. those engaging with Multiply champions and accessing numeracy support) must be at the heart of the system
· Multiple referral entry points – the system must be capable of supporting referrals from Seetec and partner organisations’ staff and other providers who are given access
· Unlimited sign ups, unlimited referrals – we need a system that has no limits on the numbers of participants that can be supported
· Easy access to directory of services – this must be easy to maintain and access so that participants, Seetec and partner organisations’ staff and other referrers are able to view and assess appropriate providers  
· Incorporation of multiple measurement and evaluation tools – the system should support different tools so that Seetec staff can measure distance travelled for participants and report on that
· Accessible from multiple locations using a variety of hardware and software, including tablets and laptops.  It is anticipated that a cloud-based solution will be the most effective solution.
· Reporting – requirements will include (but not limited to): distance travelled, providers used, aggregated demographic data for participants.
· Support:
· The Supplier shall manage all user requests and incidents, classifying, prioritising, and assigning an incident based upon the classification,
· The Supplier shall provide the following activities as part of the Service / Help Desk to Seetec:
· Incident Management,
· Problem Management,
· Configuration Management,
· Release Management,
· Service-level Management,
· Availability Management,
· Capacity Management,
· IT Service Continuity Management; and
· Security Management

· The Supplier shall provide and meet the Prioritisation targets and SLA’s as defined in Schedule 2.
· The Supplier must meet 90% of all agreed time resolutions which are defined on the priority of the incident.
· The Supplier shall meet the priority ranges from P1 to P4, where P1 is of top priority and P4 is scheduled or confirm details of the process by which it follows and can demonstrate a clear route of escalation.
· The Supplier shall evaluate the priorities on a case-by-case basis including developing a comparison matrix based on impact and urgency of the incident or request.
· The supplier shall provide a quarterly report on incidents, response times and resolutions

· Data security requirements: the supplier will ensure that data entered into the system is stored securely and backed up regularly and data will not be stored outside UK.  The software must have robust user access controls.
· The supplier will ensure they have a full suite of policies and processes (to be provided by the successful supplier as part of due diligence) including those that cover management of data, security, access, back up and business continuity
· Meetings with Seetec staff:
Monthly – with the Seetec Multiply Regional Lead
Six monthly – with the Seetec Operations Manager



Schedule (2): SERVICE LEVEL AGREEMENT – to be developed and finalised in conjunction with the successful supplier  

Please include proposed SLA targets in your submission

Support / Help Desk

This is an example of the proposed target and response time, but other proposals will be accepted.

As such these priorities have a defined indicative agreed time of resolution:

	[bookmark: _Hlk83633370]Priority
	Description
	Response
	Target Response Time
	Target Resolution Time

	P1
	Critical
	Immediate response and sustained effort using all available resources until resolved.
	30 mins
	4 working hours*

	P2
	Severe
	Immediate response by IT engineer. May interrupt staff working on lower priority calls for assistance.
	30 mins
	1 working day*

	P3
	High
	Quick Response by IT engineer. May interrupt staff working on lower priority calls.
	no target
	2 working days*

	P4
	Medium
	Response by IT engineer as workload allows.
	no target
	5 working days*





Schedule (3): SUPPLIER INFORMATION SUBMISSION

Please complete and submit the attached Due Diligence Questionnaires with your competed RFQ submission. 
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Implementation

	Should your company be successful in their response to this RFQ, how would you manage implementation? Please include details of any timing plans (including key milestones), resource requirements, etc.

	

	Who would have responsibility for managing contract implementation? (Name and/or position)

	

	Who would manage the contract on an ongoing basis? (Name and/or position)

	

	Please provide details of your company’s proposed account management structure:

	

	What issues could you envisage arising during implementation, and how would you seek to mitigate the potential impact of those issues?

	



Management information

	Please provide a summary of the type of management information you are capable of providing, and in what format this information could be provided.

	 







Schedule (4): REFERENCES

References

Please advise contact details for three references whom Seetec may approach; ideally references should relate to an organisation of a similar level of complexity and diversity to Seetec.

The following details are required:
· Contact name
· Contact position
· Contact telephone number, and e-mail address
· Customer name
· Nature of customer business
· Length of trading relationship

As a matter of courtesy, please ensure that any reference contacts are made aware that they may be contacted by Seetec.


	Reference #1

	Reference #2

	Reference #3




Schedule (5): SUPPLIER PROPOSAL TEMPLATES

[bookmark: _Toc26758393]Appendix (1): Terms and conditions 





Appendix (2): Contractor Guidance completion notes







Confidentiality and non-disclosure
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· All responses to this RFQ will be treated as strictly confidential.
· All Seetec information provided within this document or disclosed during verbal discussions or provided at any other time and in any other medium is to be treated by your company as strictly confidential and proprietary. Any information provided by Seetec is to be used by your company solely for the purpose of responding to this RFQ document. Unauthorised disclosure of information may result in disqualification from the selection process.
· Seetec may request at any time that any information that has been provided be returned or destroyed at the sole discretion of Seetec.
· Notwithstanding the foregoing, neither your company nor Seetec shall be required to treat as confidential information that is:
1. In the public domain through no fault of yours or ours;
2. Already lawfully in the possession of the receiving party prior to disclosure by your company or Seetec;
3. Received from a third party, where the third party is not known to be obligated to a party hereto referred to keep such information confidential; and
4. Information requested by any governmental or regulatory body or an arbitrator having jurisdiction over the party directed to make such disclosures.
· Obligations relating to non-disclosure of confidential information shall remain in effect for a period of 7 (seven) years from the date of receipt of such information.
· The provisions, conditions and clauses of the Seetec mutual non-disclosure agreement (NDA) take priority and precedence over any aspect of this summary.

PLEASE NOTE: In the event that your company decides not to respond to this RFQ, please delete this document in its entirety and confirm to Seetec within seven working days without making or retaining any copies.
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Introduction



Please find below a minimum requirements questionnaire for Seetec’s Due Diligence (DD) process. This will assist us to commence implementation and delivery without undue delay, whilst also ensuring that the minimum requirements for DD have been met.  



Process



The prospective subcontractor is required to complete this form to the best of their ability. Once complete, please sign and return along with any required policies / documentation attached.



Should you not be successful in passing the DD, then Seetec will provide you with a written explanation of the reasons why and what steps must be taken to pass Seetec DD going forward.



		Partner name, registered address, company registration number, name of key contact, key contact email address, key contact phone number 

		Contract applied for



		Company Name:

Registered Address:

Registration Number:

Key contract (e-mail address and phone number):

		







		A. Health & Safety



		



		Requirement

		Yes

		No

		Comments

		(For Seetec use only)

Signed off by



		1. Do you have current Employer and Public liability insurance in place?

		

		

		Please provide policy numbers, insurers, level of cover and expiry dates

		Commercial



		2. Have you had, or are aware of any pending, health and safety reportable accidents, fines or enforcements in the last 3 years?

		

		

		Please give details (RIDDOR, HSE fee for intervention etc)

		Business Development 





		3. Has your organisation achieved, or are you working towards, OHSAS 18001 certification?



		

		

		<Insert comments>

		GRA



		B. Information Security



		



		Requirement

		Yes

		No

		Comments

		



		1. Do you have an Information Security/Data Protection policy that is regularly reviewed and has been updated in line with GDPR?

		

		

		please give details of last review date and next planned review date



		GRA



		2. Have you registered your organisation under Data Protection Legislation?

		

		

		Please give details i.e. ICO registration number and date of registration



		Business development.  If answer= no, then cannot be permitted to work with



		3. Do you have a nominated Data Protection Officer? 

		

		

		Please provide their name, role and contact details.

		GRA



		4. Have you had, or are aware of any pending, data protection reportable breaches, fines or enforcements in the last 3 years?

		

		

		please give details (ICO/DPA etc)

		Business Development 





		5. Do you hold Cyber Essentials Plus Certificate, if so please attach a copy

		

		

		<attach copy if held>

		GRA



		6. [bookmark: _Hlk523480321]Has your organisation achieved, or are you working towards, ISO 27001 certification?

		

		

		<Insert comments if working towards or copy of certification alongside submission>

		GRA



		C. Environmental Sustainability



		



		Requirement

		Yes

		No

		Comments

		



		1. Have you had, or are aware of any pending, environmental reportable breaches, fines or enforcements in the last 3 years?

		

		

		please give details (Environment Agency, local authority etc)

		Business Development 





		D. [bookmark: _Hlk523480569]Finance & Legal



		



		[bookmark: _Hlk518471213]Requirement

		Yes

		No

		Comments

		



		1. Has your organisation or any of its directors/partners, proprietors or senior managers ever been convicted of any offences related to fraud?

		

		

		If so, please provide details

		Business Development 





		2. Has your organisation or any of its directors/partners, proprietors or senior managers ever been found guilty of grave professional misconduct?

		

		

		If so, please provide details

		Business Development 





		3. Is your organisation the subject of insolvency or winding-up proceedings, where the organisation’s assets are being administered by a liquidator or by the court, where it is in an arrangement with creditors or where its business activities are suspended for any reason?

		

		

		This of course creates risk to delivery and therefore we would need strong assurances of continuity of provision if this were the case

		Business Development 





		4. Do you currently have any outstanding Country Court Judgement cases outstanding against your organisation or have you been subject to any such judgements in the last 3 years?

		

		

		If so, please provide details

		Business Development 





		5. Please identify any potential conflict of interest you or any of your Director’s may have in working with Seetec

		

		

		

		Commercial



		E. Assurance



		Requirement

		Yes

		No

		Comments

		(For Seetec use only)

Signed off by



		1. Please provide a copy of your organisation’s:



		a) Health and Safety Policy

		

		

		Note: (if you have fewer than 5 employees this does not need to be written down)

		GRA



Attached Yes / No



		b) Quality Policy / Strategy

		

		

		

		Excellence



Attached Yes / No



		c) Internal Quality Assurance (IQA) Policy

		

		

		

		Excellence



Attached Yes / No



		d) Data Protection/ Information Security Policy

		

		

		

		GRA



Attached Yes / No



		e) Equality and Diversity Policy

		

		

		

		HR



Attached Yes / No



		f)  Anti-Fraud Policy

		

		

		

		Commercial



Attached Yes / No





		g) Modern Slavery Policy

		

		

		

		HR



Attached Yes / No



		2.  Please confirm you have the following policies available upon request:



		a) [bookmark: _Hlk518467268]Complaints Policy and Procedure (including details of any outstanding complaints from stakeholders)

		

		

		

		



		b) Environmental / Sustainability Policy

		

		

		

		



		F. Operational Delivery



		Requirement

		Yes

		No

		Comments

		(For Seetec use only)

Signed off by



		1. Please identify any potential conflict of interests you or any of your Directors may have in working with our Organisation

		

		

		

		Commercial



		2. Please provide details of any contract breach occurrences in the last three years.

		

		

		

		Commercial



		3. Please provide historical performance data for similar service provisions including financial value, delivery volume and KPI/targets/success rate details and any instances of under-delivery of service.

		

		

		If possible, please provide detail of performance against contractual targets for 3 similar contract over the last 3 years

		Appropriate Supply Chain Lead















		G. Any other Information







		Please include any other information which may be relevant or beneficial to the Due Diligence Process in this box

E.g. do you hold any additional accreditations not referenced above e.g. Merlin, IIP etc.

Are you able to provide references from any other Prime Providers?











		







		H.  Declaration



		

I confirm on behalf of my organisation that I am authorised to agree to this declaration and to my knowledge all the answers detailed in each completed section of this application form along with the documents appended are true and accurate. 





Name:



Job Title:



Date:
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[bookmark: _Toc96960997]
1.0 Scope

[bookmark: _Toc511731264]This document applies to all suppliers who are assessed as Tier 1, as per the Supplier Impact Assessment. This questionnaire should be used prior to the onboarding of a supplier and as part of the ongoing review. Examples of Tier 1 Suppliers could be covered within the following:



· A Supplier responsible for handing, processing, storing or transmitting Seetec Personally Identifiable Information (PII)

· A Supplier responsible for the handling, processing, storing or transmitting of other sensitive information or providing critical services to Seetec business processes. 

· A Supplier responsible for the provision of software or web applications for Seetec.



Suppliers outside of the above criteria may still be assessed as Tier 1 if the risk or other known information qualifies it. This document ensures that Security risks and issues are included as part of the due diligence process and is supported by the Seetec Supplier Security Management Policy. 

[bookmark: _Toc96960998]2.0 Overview

[bookmark: _Toc450121246][bookmark: _Toc426465315][bookmark: _Toc270668354]Seetec has many information assets of varied sensitivity up to and including participant / service user data subject to GDPR protection and Seetec’s Confidential classification, as well as cloud services, hardware, server, systems, applications and staff with access to such information.

Seetec utilises a risk based due diligence approach to manage risk identification and associated mitigating control measures when working with suppliers and third parties to preserve the confidentiality, integrity and availability of Seetec’s information assets.

This document defines the Information Security due diligence question-set appropriate to the particular supplier service being provided, as determined by the Supplier Impact Assessment, and is to be submitted to Seetec as part of the procurement and due diligence process. 

The document outlines the Minimum-Security Standards for Suppliers and Third Parties who Seetec assess as being a Tier 1 Supplier. 



[bookmark: _Hlk93054238]Suppliers are to complete the questionnaire at Section 4. If a question is not applicable or not relevant, please mark as such. Any queries will be raised as part of our response. 

[bookmark: _Toc96960999]3.0 Minimum Information Security Standards (Guidance)

Tier 1 Suppliers (as per section 1.0) are expected to meet the following minimum-security standards:

[bookmark: _Toc96961000]3.1 Risk Management:

· Maintain an Information Security Policy.

· Maintain a Data Protection Policy/Framework.

· Maintain a Risk Assessment Procedure including the identification and analysis of threats and vulnerabilities to Seetec assets.

· Maintain a procedure to mitigate risks as identified and analyzed above.

· Maintain a Supplier Management or Supply Chain Risk Policy.

· Have a defined and measurable Information Security Training and Awareness Strategy.

· Maintain a hardware and software asset inventory.

· Maintain suitable Business Continuity and Disaster Recovery Plans for all systems and premises relating to the services likely to be provided to Seetec.



[bookmark: _Toc96961001]3.2 Compliance:

· Process to ensure compliance with partner Information Security Policies, Procedures and Standards.

· Maintain a documented process to ensure the compliance of legal and regulatory obligations relating to Seetec information, assets and systems.

· Maintain a UKAS accredited ISO27001 Certification.



[bookmark: _Toc96961002]3.3 Data Management:

· Databases relating to the services likely to be provided to Seetec undergo regular, documented configuration hardening.

· Information relating to the services likely to be provided to Seetec is backed up on a daily basis.

· A nominated Data Protection Officer.

· Maintain an Information Classification Policy.

· Maintain a secure information sharing process for sensitive information.

· Ensure mobile devices including laptops have hardware encryption enabled.

· Maintain a documented information deletion process for third-party and customer information when no longer required.

· Maintain a confidential waste disposal process.

· Maintain a secure disposal process for data, hard drives, physical systems and network components such as printers.



[bookmark: _Toc96961003]3.4 Network Security:

· Maintain best-practice firewall and intrusion detection and prevention systems within the company internal network.

· Maintain centrally managed and up to date antivirus software across the company network.

· Ensure all mobile devices including laptops have host-based firewalls and antivirus installed.

· All network components and endpoints are patched according to a documented patch management process.

· All connections between the internal company network and Datacenters, Cloud and Web Applications relating to the company infrastructure and services is via a secure connection such as HTTPS (TLS 1.1 or higher), SFTP, FTPS or IPSec.

· A File Integrity Monitor is applied to all switch and network device configurations.

· Maintain Cyber Essentials Plus Certification.



[bookmark: _Toc96961004]3.5 Administration and Access Management:

· All users with access to the company network and systems/information that will be used for the processing, storage and transmitting of Seetec information have unique assigned accounts.

· All user accounts with access to the company network and systems/information that will be used for the processing, storage and transmitting of Seetec information are given access based on the principle of least privilege.

· A password policy is maintained for all systems with minimum standards applied.

· Users’ identity is confirmed prior to password resets.

· New passwords are issued securely and not via the internet in clear text.

· New passwords are required to be changed at first use when reset or first issued.

· All user accounts relating to the services likely to be provided to Seetec are logged and audited in a documented process.

· System administrator accounts are used for administration purposes only with administrators possessing standard user accounts for day to day non-privileged working.

· System administrators remain separate from security administrators.

· Multifactor authentication is in place for the systems and information relating to the services likely to be provided to Seetec.





[bookmark: _Toc96961005]3.6 Physical Security:

· Additional physical security control measures are in place for secure internal areas including comms/server rooms.

· Visitors Process is in place and all visitors are logged in and out of all secure premises/areas.

· Strong and documented physical security controls are in place for the entire estate relating to the services likely to be provided to Seetec.



[bookmark: _Toc96961006]3.7 Employment Security:

· Background checks and screening are conducted on all new permanent and temporary staff, contractors, and sub-contractors prior to employment.

· An Acceptable Use Policy is in place.

· All security measures are extended to sub-contracting companies to ensure their compliance with company policies.

· How are the details of a Non-Disclosure agreement relayed to staff.

· A formal leavers process is in place involving the timely removal and disabling of all hardware, mobile devices and user accounts.



[bookmark: _Toc96961007]3.8 Security Principles:

· Separation of duties is employed in roles affecting the integrity of information in the systems relating to the services likely to be provided to Seetec.

· IT Development, Test and Live Operational environments are logically separated.

· Regular penetration tests and vulnerability scans are carried out on the entire network and company with documented remediation plans applied to shortfalls.

· All network and endpoint events are logged in an independent, central environment.

· Change control is applied to the network and all systems relating to the services likely to be provided to Seetec.

[bookmark: _Toc96961008]3.9 Application Security:



· Security by design is applied to all projects from the point of initiation.

· New software and web applications relating to the services likely to be provided to Seetec are risk assessed prior to deployment.

· Security and Service Level Agreements are maintained for all supplier relationships to ensure compliance with security policies and the agreed service levels.



[bookmark: _Toc96961009]3.10 Incident Management:

· A documented Incident Management Policy and Procedure are in place.

· Appropriate tooling is in place in order to provide visibility of the company network, endpoints and accounts and identify suspicious behaviour and activity anomalies.

· All staff are trained in the incident reporting process.

· Reviews of all incidents are carried out to identify areas of security improvement required and mitigation plans are initiated with relevant accountability applied.



   











[bookmark: _Toc96961010]4.0 Questionnaire

[bookmark: _Hlk88202759]Suppliers are to complete this section and provide supporting evidence where appropriate.



		QUESTION

		ANSWER

		COMPLIANT?
(Seetec Group use only)



		RISK MANAGEMENT

		

		



		Do you maintain an Information Security Governance Framework with a Senior Information Risk Owner in place?

		Provide details of SIRO

		



		Do you maintain an Information Security Policy?

		Please provide

		



		Do you maintain a Data Protection Policy/Framework?

		Please provide

		



		Do you maintain a risk assessment procedure including the identification and analysis of threats and vulnerabilities relating to the services likely to be provided to Seetec?

		

		



		Do you maintain a Risk Treatment Plan to mitigate risk?

		

		



		Do you maintain a Supply Chain Risk Management or Supplier Management Policy?

		

		



		Do you have a defined and measurable Information Security Training and Awareness Strategy?

		

		



		Do you maintain a hardware and software asset inventory?

		

		



		Do you maintain suitable Business Continuity and Disaster Recovery Plans for all systems and premises relating to the services likely to be provided to Seetec?

		

		



		COMPLIANCE

		

		



		Do you maintain a documented process to ensure the compliance of legal and regulatory obligations relating to assets and systems likely to be used by Seetec?

		

		



		Do you maintain a documented process to ensure compliance with partner Information Security Policies, Procedures and Standards?

		

		



		Are you ISO27001 Certified with an accredited UKAS company?

		Please provide certificate

		



		Are you Cyber Essentials Plus certified?

		Please provide certificate

		



		Are you SOC2 compliant and able to provide the Type 2 report upon request?

		

		



		DATA MANAGEMENT

		

		



		[bookmark: _Hlk535581052]Do the databases relating to the services likely to be provided to Seetec undergo regular, documented configuration hardening?

		

		



		Is all information relating to the services likely to be provided to Seetec backed up on a daily basis?

		

		



		Do you maintain an Information Classification Policy? 

		

		



		Do you maintain a secure information sharing process for sensitive information?

		

		



		Do all mobile devices including laptops have hardware encryption enabled?

		

		



		Do you maintain a documented information deletion process for third-party and customer information when no longer required?

		

		



		Do you maintain a confidential waste disposal process?

		

		



		Do you maintain a secure disposal process for data, hard drives, physical systems and network components such as printers?

		

		



		Do you have a nominated Data Protection Officer? Please provide their full contact details. 

		

		



		NETWORK SECURITY

		

		



		Do you maintain best-practice firewall and intrusion detection and prevention systems within the company internal network?

		

		



		Do you maintain centrally managed and up to date end point protection across the company network?

		

		



		Do you ensure all mobile devices including laptops have host-based firewalls and end point protection installed?

		

		



		Are all network components, servers and endpoints patched in line with NCSC Security Principles? (i.e., critical patches are applied within 14 days of release)

		

		



		Are all connections between the internal company network and Data Centres, Clouds and Web Applications relating to the company infrastructure and services via the most current TLS version? 

		

		



		Do you use a SIEM tool to monitor access control and file integrity? 

		

		



		ADMINISTRATION AND ACCESS MANAGEMENT

		

		



		Are all users with access to the company network and systems/information that will be used for the processing, storage and transmitting of Seetec information assigned unique accounts?

		

		



		Are all user accounts with access to the company network and systems/information that will be used for the processing, storage and transmitting of Seetec information given access based on the principle of least privilege only?

		

		



		Is a password policy maintained for all systems with minimum standards applied?

		

		



		Are users’ identities confirmed prior to password resets?

		

		



		Are new passwords issued securely and not in clear text?

		

		



		Are new passwords required to be changed at first use when reset or first issued?

		

		



		Are all user accounts relating to the services likely to be provided to Seetec logged and audited in a documented process?

		

		



		Are system administrator accounts used for administration purposes only with administrators possessing standard user accounts for day to day non privileged working?

		

		



		Do system administrators remain separate from security administrators?

		

		



		Is multifactor authentication in place for the systems and information relating to the services to be provided to Seetec?

		

		



		PHYSICAL SECURITY

		

		



		Have additional physical security control measures been put in place for secure internal areas including comms/server rooms?

		

		



		Is there a visitors process in place and are visitors logged in and out of all secure premises?

		

		



		Are strong and documented physical security controls in place for the entire estate relating to the services likely to be provided to Seetec?

		

		



		Has a review of Physical Security risk been carried out within the last 12 months of the premises from which the solution will be supplied or support (i.e. data centres, corporate offices)?

		

		



		EMPLOYMENT SECURITY

		

		



		Are background checks and screening processes conducted on all new permanent and temporary staff, contractors, and sub-contractors prior to employment?

		

		



		Is an Acceptable Use Policy in place?

		

		



		Are all security measures extended to sub-contracting companies to ensure their compliance with company policies?

		

		



		Do you have a formal leavers’ process in place involving the timely removal and disabling of all hardware, mobile devices and user accounts?

		

		



		How are staff made aware of any Non-Disclosure agreement in place?

		

		



		SECURITY PRINCIPLES

		

		



		Is separation of duties employed in roles affecting the integrity of information in the systems relating to the services likely to be provided to Seetec?

		

		



		Are IT Development, Test and Live Operational environments logically separated?

		

		



		Are regular penetration tests and vulnerability scans carried out on the entire network and company with documented remediation plans applied to shortfalls?

		

		



		Are all network and endpoint events logged in an independent, central environment?

		

		



		Is change control applied to the network and all systems relating to the services likely to be provided to Seetec?

		

		



		Do you have a policy/procedure in place in regards to removable media?

		

		



		APPLICATION SECURITY

		

		



		Is security by design applied to all projects from the point of initiation?

		

		



		Are new software and web applications relating to the services likely to be provided to Seetec risk assessed prior to deployment?

		

		



		Are Security and Service Level Agreements maintained for all supplier relationships to ensure compliance with security policies and the agreed service levels?

		

		



		Are your web applications aligned to OWASP Top 10 and are the underlying vulnerabilities addressed?

		

		



		INCIDENT MANAGEMENT

		

		



		Do you have a documented Incident Management/Response Policy and Procedure in place?

		

		



		Is appropriate tooling in place to provide visibility of the company network, endpoints and accounts and identify suspicious behaviour and activity anomalies?

		

		



		Are all staff trained in the incident/event reporting process?

		

		



		Are reviews of all incidents carried out to identify areas of security improvement?

		

		



		Named of Company Completing Form

		



		Name of Person Completing Form

		



		Declaration

		I declare that the information provided in this questionnaire is true to the best of my knowledge and beliefs.

		Signed:

______________________________



		Date

		

		

		













[bookmark: _Toc87948890][bookmark: _Toc88045670][bookmark: _Toc96959911][bookmark: _Toc96961011]5.0 Document Control 

[bookmark: _Hlk518375034]This is the change history and sign off information

[bookmark: _Toc87948891][bookmark: _Toc88045671][bookmark: _Toc96959912][bookmark: _Toc96961012]5.1 Version Control	

		Record of Amendment



		Version Number

		Date of Issue

		Detail of Change



		V1.0

		07/02/2022

		New document created







[bookmark: _Toc87948892][bookmark: _Toc88045672][bookmark: _Toc96959913][bookmark: _Toc96961013]5.2 Next Review Date

The next scheduled review of this document will be: February 2024  



[bookmark: _Toc87948893][bookmark: _Toc88045673][bookmark: _Toc96959914][bookmark: _Toc96961014]5.3 Document Authorised

		Document Owner & Document Author



		Document Owner and Author: 

		Steve Wiggett 

Head of Information Security

Authorised: 28th February 2022











2



image1.png

Seetec






image2.jpeg

f\? Seetec







image5.emf
Sample Ts&Cs.docx


Sample Ts&Cs.docx
[image: ]



[image: A picture containing text, clipart

Description automatically generated]

 SUPPLIER AGREEMENT













Seetec Business and Technology Centre





AND







(SUPPLIER)
















THIS AGREEMENT is made on xx/xx/2023

BETWEEN

“Seetec”: Seetec Business Technology Centre Ltd, a company incorporated in England and with the registered number 02291188 whose registered office is at 75/77 Main Road, Hockley, Essex, SS5 4RG

and

“Supplier”: 

 

(each “Party” and together the “Parties”).



Recitals:

1. SEETEC wishes to benefit from certain skills and abilities of the Supplier;

2. The Supplier is in the business of providing Evaluation Services and is willing and able to provide these services to SEETEC during the period contemplated by this Agreement;

3. SEETEC has offered and the Supplier has accepted engagement, on the terms set out in this Agreement, to provide the selected services to SEETEC on a non-guaranteed basis, as set out in Appendix 1 hereof.

IT IS THEREFORE AGREED as follows:

1. Commencement: 

1.1 This Agreement shall be deemed to commence on xx-xx 2023 (“the Commencement Date”) and shall continue in full force for a period of XX months, until XX XX 2025 or unless terminated in accordance with Paragraph 12 of this Agreement. 

2. Interpretation

2.1 In this Agreement the expressions set our below have the definitions following them: 

“Agreement” means the terms and conditions set out herein, and (unless the context otherwise requires) includes any special terms and conditions agreed in writing between the Parties.



“Data Protection Legislation” means any applicable Law relating to the processing, privacy, and use of Personal Data including the Data Protection Act 2018 and the Privacy and Electronic Communications (EC Directive) Regulations 2003; and/or the Regulation of the European Parliament and of the Council on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (“GDPR”), and/or any corresponding or equivalent national laws or regulations;

“Confidential Information” means all information or data (including oral and visual data and all information and data recorded in writing or in any other medium or by any other method) relating to a party including but not limited to any information relating to a party’s operations, processes, plans, intentions, product information, know how, design rights, trade secrets, software, market opportunities, customers, suppliers and business affairs;

“Force Majeure” means any cause or circumstance beyond a party’s control which cannot reasonably be prevented by the taking of steps which could reasonably be expected to be taken;



“Parties” means SEETEC and Supplier;



“Party” means SEETEC or Supplier;



“Price” means the price of the charge for the Services;



“Services” means all services (including any part of them) as described in the Appendix 1;



“Specification” includes any plans, drawings, data or other information relating to the Services.



“Supplier” means the entity responsible for providing the Services as stated in the Appendix 1;



“Works” means all records, reports, documents, papers, drawings, designs, transparencies, photos, graphics, logos, typographical arrangements, software, invention, idea, discovery, development, improvement or innovation and all other materials in whatever form, including but not limited to hard copy and electronic form, prepared by Supplier in the provision of the Services.



2.2 In this Agreement:

2.2.1	references to a party include references to its successors and assigns (legal and equitable) which will be deemed to be a party to this Agreement;

2.2.2 references to a party means any party to this Agreement and references to a third party means any person who is not a party to this Agreement;

2.2.3 references to a person means any individual, body corporate, unincorporated association or body (including joint venture or partnership), government, public, local or municipal authority or international organisation;

2.2.4 references to any statute or statutory provision include a reference to that statute or statutory provision as from time to time amended, extended or re-enacted and any subordinate legislation made from time to time under that statute or statutory provision;

2.2.5 references to any document being in an agreed form are to that document in the form signed by or on behalf of the parties for identification;

2.2.6 	references to recitals, clauses and schedules are to recitals, clauses and schedules of this Agreement unless otherwise specified;

2.2.7 the Schedule forms part of this Agreement;

2.2.8 if there is any conflict between any of the provisions of this Agreement and those contained in the Proposal for the provision of the Services to SEETEC and/or the Supplier Terms and Conditions the provisions of this Agreement shall prevail;

2.2.9 if there is any conflict between any of the provisions of this Agreement the conflict shall be resolved in the following order of priority:

(a)	the clauses of this Agreement;

(b)	any Appendix contained within this Agreement;

(c)	the recitals of this Agreement;

2.2.10 any undertaking by a Party not to do any act or thing shall be deemed to include an undertaking not to permit or suffer the doing of that act or thing;

2.2.11 “holding company”, “subsidiary” and “wholly-owned subsidiary” have the meanings given to them by section 736 of the Companies Act 1985;

2.2.12 a company is an “associated company” of another company if that other company holds 20% or more of the voting rights exercisable at general meetings of the first company, on all, or substantially all, matters;

2.2.13 “control” has the meaning given by section 840 of the Income and Corporation Taxes Act 1988;

2.2.14 the headings are used for ease of reference only and shall not affect the interpretation of this Agreement; 

2.2.15 words in the singular shall include the plural and vice versa and words in the masculine shall include the feminine and vice versa; and

2.2.16 where any general words are used in this Agreement, the interpretation of such words shall not be limited by reference to the subject matter in the context of which they are used.

2.3 A person who is not a party to this Agreement has no right under The Contracts (Rights of Third Parties) Act 1999 but this does not affect any right or remedy of a third party which exists or is available apart from that Act.



3. Basis of Purchase

3.1 This Agreement shall apply to the exclusion of any other terms and conditions which Supplier has sought to or subsequently seeks to impose on SEETEC. 

3.2 The Parties agree that no commitments nor volumes in relation to the Services required to be performed during the agreed term are included within this Agreement and hereby agree that any such Services detailed within Appendix A shall be subject to separate call off arrangements, as agreed between the Parties.

3.3 No variation to this Agreement shall be binding unless agreed in writing between the authorised representatives of each of the Parties.

4. Specification

4.1 Supplier shall comply with all applicable regulations and/or other legal requirements concerning the performance of the Services.

5. Price and Payment (not applicable if services are externally funded or free to SEETEC)

5.1 The Price of the Services shall be as stated in Appendix 1 and unless stated otherwise, shall be inclusive of all charges other than Value Added Tax.

5.2 No increase in the Price may be made (whether on account of increased material, labour or transport costs, fluctuation in rates of exchange or otherwise) without the prior consent of SEETEC in writing.

5.3 Following call off, the Supplier's official invoice should be sent promptly to SEETEC after delivery of the Services, as the case may be, to the address indicated in Appendix 1 and unless otherwise instructed and must show: 

· SEETEC’s purchase order number; 

· an Invoice number; 

· a full description of the Services; 

· full details of prices; and

· any discount allowed.



5.4 Unless otherwise stated in this Agreement or agreed in writing, the payment of the Price will be made within 30 days of receipt of a correct invoice, and upon the confirmation by SEETEC that the Services have been provided to SEETEC’s reasonable satisfaction.

5.5 Value Added Tax, where applicable, shall be shown separately on all invoices.

5.6 [bookmark: _DV_C98][bookmark: _DV_M58][bookmark: _DV_C100][bookmark: _DV_M59][bookmark: _DV_C101][bookmark: _DV_M60][bookmark: _DV_C102][bookmark: _DV_C103][bookmark: _DV_M61][bookmark: _DV_C105][bookmark: _DV_M62][bookmark: _DV_M63][bookmark: _DV_M64][bookmark: _DV_C108]The Supplier shall issue all invoices for the Price of the Services within six months of the charges becoming due.  If the Supplier fails to issue an invoice within six months of the charges becoming due, SEETEC may send a written final request for the invoice.  If the Supplier fails to issue the invoice within one month of the date of the letter making a final request for the invoice, the invoice shall become invalid and SEETEC shall not be under any obligation to pay the charges.  Furthermore, the Supplier shall indemnify SEETEC against any claims that may be raised to SEETEC for payment of any invoices that are not raised within six months of the charges becoming due.

6. Supplier Obligations

6.1 The Services shall be performed in accordance with the specification of services detailed in Appendix 1.

6.2 The Supplier shall carry out the provision of Services in an expert and diligent manner using all reasonable care and attention in accordance with good industry standard and to promptly and faithfully comply with and observe any and all reasonable, lawful and proper requests which may be made by SEETEC (or by such other person or persons as they may nominate from time to time under this Agreement) and: -

6.2.1 in case of illness, accident, absence on leave or any other reason preventing the performance of the Services by any of its staff, the Supplier shall upon becoming aware of such an event, notify SEETEC of such illness, accident, absence on leave or other reason;

6.2.2 without charge to SEETEC correct any defective work carried out as part of or comprising the Services; 

6.2.3 use its reasonable endeavours to ensure that the provision of the Services does not infringe any third party’s Intellectual Property Rights or copyright and hereby indemnifies and keeps SEETEC indemnified against any infringement of any third-party rights in such that may occur; 

6.2.4 will not perform any act likely to prejudice the operation of SEETEC’s systems or the efficiency of SEETEC’s business and in particular, not to install on SEETEC's computer equipment and/or systems any equipment, software or electronic files or anything else that are not authorised in advance by SEETEC; and



6.2.5 ensure that any employees and/or staff, and use reasonable endeavours to procure that consultants and/or sub-contractors where applicable, meet and continue to comply with all relevant legislative requirements necessary to enable each and every one of them to deliver the Services to the standard set out above. This will include, (but in no-way be limited to) ensuring that the relevant individuals are entitled to work within the United Kingdom and that they satisfy any and all relevant checks as to their suitability to deliver the Services such as appropriate security vetting and Safeguarding checks.

6.3 	If the Services are not performed on the due date then (unless the reason for such delay is for reasons outside Supplier’s reasonable control), without prejudice to any other remedy, SEETEC shall be entitled to deduct from the Price or, if SEETEC has already paid the Price, to claim from Supplier an amount equal to the reasonable additional costs directly incurred (and reasonably evidenced) by SEETEC as a result of the delay. SEETEC shall use reasonable endeavours to mitigate its losses.

6.4 	Since the Supplier is likely to obtain in the course of providing the Services Confidential Information of SEETEC and personal knowledge of and influence over SEETEC’s clients, the Supplier agrees that neither it nor any of its employees and/or staff,  shall during the period of this Agreement and for twelve months after its termination directly or indirectly:

6.4.1 interfere or seek to interfere in any contract between SEETEC and any third party; and/or

6.4.2 solicit or seek to solicit any person, firm or company to terminate or alter any contractual relationship between them and SEETEC; and/or

6.4.3 discourage any person, firm or company from entering into contractual relations with SEETEC; and/or

6.4.4 make any disparaging remarks about SEETEC and/or any of its directors or managers; and/or

6.4.5 approach, employ (other than by way of a genuine response to a recruitment advertisement) or solicit any person who has during the previous 12 months been an employee of or supplier to SEETEC without the prior written approval of SEETEC.

6.5	At SEETEC’s written request, the Supplier shall use reasonable endeavours to procure that any consultants and/or sub-contractors execute a confidentiality undertaking with SEETEC.

7. Assignment and Sub-Contracting

7.1 	Neither Party may assign or sub-contract any of its rights or obligations under this Agreement without the other’s prior written consent, which shall not be unreasonably withheld, except to a subsidiary or holding company of it. SEETEC shall be deemed to consent to the Supplier sub-contracting the Services to any consultant and/or subcontractor documented in the relevant call off arrangement.

7.2 	This clause 7 shall survive the expiry or termination of this Agreement and shall continue in force and effect.



8. Quality Assurance

8 

9 

8.1 Supplier shall operate a self-regulatory system of quality assurance and quality measures relating to the Agreement in addition to any quality requirements in Appendix 1 which ensures that the Services are provided in accordance with the requirements of the Agreement and the Supplier shall check that information, data or software supplied pursuant to the Agreement is fit for the purpose for which SEETEC intends to use it.

9. Document Retention

9.1 	All documentation produced for the Services shall be retained by Supplier for the duration of the Services and may only be disposed of with prior written approval by SEETEC. Supplier shall send copies of the documentation to SEETEC upon written request.

9.2 	Within 30 working days of date of termination or expiry, return or destroy any data or information, save that it may keep one copy of such data or information for a period as is necessary for such compliance



10. Warranties and Liability

10.1 Supplier will maintain professional indemnity and public liability insurance in each case with a reputable insurance company providing a minimum cover of £1million. (One million pounds) and shall provide evidence of such upon request by SEETEC.  



10.2 With exception to liability for death or personal injury, the liability of both Parties:

10.2.1under this Agreement shall be limited to the Price of the Services;

10.2.2 under each individual call off arrangement shall be limited to the Price of the Services provided thereunder; and

10.2.3 in all cases, shall exclude any loss of profits, indirect losses or consequential losses, except for claims for which liability cannot be limited by law.

11. Force Majeure 

11.1	Subject to clauses 11.2 and 11.3, if a Force Majeure Event occurs which prevents or delays the performance of either Party’s obligations under this Agreement:

11.1.1	the obligations of the Party whose performance is prevented or delayed shall be suspended during the period that the Force Majeure Event continues; and

11.1.2	that Party shall perform its obligations as soon as practicable following the termination of the Force Majeure Event.

11.2	Clause 11.1 does not apply unless the Party claiming to benefit from that clause: 

11.2.1	notifies the other of the Force Majeure Event and its consequences as soon as possible after it occurs;

11.2.2	promptly provides the other with any further information which the other requests about the Force Majeure Event or its consequences; 

11.2.3	promptly takes any steps (except steps involving significant additional costs) which the other reasonably requires in order to reduce the other’s losses or risk of losses including bringing the Force Majeure Event to a close or finding a solution by which this Agreement may be performed despite the continuation of the Force Majeure Event.

11.3	If the Force Majeure Event continues for more than 30 consecutive days either Party may terminate this Agreement immediately by written notice on the other. If this Agreement is terminated under this clause Supplier shall be entitled to be paid a reasonable sum for all work performed before the date of termination (after deduction of any sums already paid by SEETEC to Supplier).

12. Termination

12.1	Either Party shall be entitled to terminate this Agreement without liability to the other by giving notice to other Party at any time if:

· The other Party makes any voluntary arrangement with its creditors or becomes bankrupt or becomes subject to an administration order or goes into liquidation (otherwise than for the purpose of amalgamation or reconstruction); or 

· a receiver is appointed, of any of the property or assets of the other Party; or 

· the other Party ceases, or threatens to cease to carry on business; or 

· either Party reasonably believes that any of the events mentioned above is about to occur in relation to other Party and notifies that Party immediately.

12.2 Either Party may terminate this Agreement at will on giving three months’ notice in advance at any stage during the term of this Agreement. 

12.3 Upon such Termination by either Party, SEETEC shall pay to Supplier all of Supplier’s outstanding unpaid invoices and, in respect of Services supplied but for which no invoice has been submitted, Supplier may submit an invoice for delivered services, which shall be payable in accordance with the terms set out hereunder up to the date of effect of such notice.  For the avoidance of doubt Supplier will provide all those services paid for by SEETEC up until the date of effect of such Termination. 

13. Intellectual Property Rights

13.1 Where the performance of the Services directly results in the production of any new work(s) entitled to protection under the Copyright, Designs and Patents Act 1988, The Copyright (Computer Programs) Regulations 1992 or any amendment or addition thereto, Supplier shall grant to SEETEC a worldwide, irrevocable, fully paid up, royalty free licence to use such work(s) in any way to receive the full benefit of the SERVICES.  

13.2 All pre-existing Intellectual Property Rights in the Services shall vest solely in the Supplier and the Supplier hereunder provides SEETEC with a non-exclusive licence to use (and provide its consultants and / contractors such rights) the Services in the United Kingdom during the Term of this Agreement.  

14. Data protection/Confidentiality

14.1 [bookmark: _Ref88303408]The Parties shall each comply with their obligations with respect to Personal Data as set out in the Data Protection Legislation, and for the purposes of the Data Protection Legislation Supplier shall be a Data Processor and SEETEC the Data Controller.

14.2 SEETEC may provide Personal Data to Supplier together with such other information as may reasonably be required in order for Supplier to provide the Services.

14.3 Supplier undertakes and warrants that it shall:

(a)	process the Personal Data only in accordance with the Data Protection Legislation and the terms of this Agreement;

(b) 	process the Personal Data strictly in accordance with SEETEC’s lawful instructions as communicated to Supplier in writing from time to time;

(c)	ensure that only Supplier personnel who may be required to assist it in meeting its obligations under this Agreement shall have access to the Personal Data; and

[bookmark: _Ref70320358](d)	have in place and shall maintain appropriate operational and technological processes and procedures to safeguard against any unauthorised access, loss, destruction, theft, use or disclosure of the Personal Data.

14.4 Supplier shall not disclose the Personal Data to any third party, other than those engaged in provision of the Service or as required by operation of law.

14.5 Supplier will assist SEETEC with all information requests which may be received from Data Subjects and use reasonable endeavours to enable SEETEC to comply with such requests.

14.6 Neither Party will disclose or use or cause to be disclosed or used, at any time during or subsequent to this Agreement, any secret or confidential information of the other Party or any of its clients or companies or any other non-public information relating to the business, financial or other affairs of the other Party acquired by it or its employees and/or staff and/or consultants and/or sub-contractors except as required by law.

14.7 All notes, computer disks and tapes, memoranda, correspondence, records, documents and other tangible items made, used or held by the receiving Party in the course of providing Services under this Agreement will be and remain at all times the property of the disclosing Party.  At any time, whether prior to or upon the termination or expiration of this Agreement, the receiving party shall promptly upon written request deliver to the disclosing Party all such tangible items which are in its possession or under its control relating to the disclosing Party, its business affairs, companies and/or the Services and they may not make or retain copies. The Parties acknowledge, however, that material provided in electronic format may be copied by the receiving Party as part of its normal back-up procedures. Each Party agrees that it shall not access or utilise such copies following receipt of a request to return material received from the disclosing Party other than for restore purposes and shall delete the material following such restore.

15.	Security

15.1 	SEETEC is engaged in a number of different types of business with different Government and private business and is therefore required to adhere to stringent Security requirements.  SEETEC will advise Supplier from time to time of such security requirements and any changes to those requirements and Supplier shall abide by those requirements at all times during the provision of Services hereunder.

16. Safeguarding

16.1 The Supplier hereby undertakes and warrants that it will comply with all legislation relating to the protection of children and vulnerable adults and will at all times operate in accordance with SEETEC’s safeguarding policy, a copy of which is available to the Supplier upon request.  In addition, the Supplier may be notified in writing of SEETEC’s requirement for the Supplier to provide evidence of having completed a successful DBS check prior to beginning the provision of Services under this Agreement.

17.	General	

17.1	The Supplier hereby warrants and undertakes that they or its staff have not been convicted or investigated or prosecuted in an act of bribery or corruption, are not being investigated in such and agree to abide by all laws regarding the prevention of bribery and corruption (such as the UK Bribery Act 2010). 

17.2	Any notice required or permitted to be given by either Party to the other Party under this Agreement shall be in writing addressed to that other Party.

17.3	No waiver by either Party of any breach of the Agreement shall be considered as a waiver of any subsequent breach of the same or any other provision.

17.4	If any provision of this Agreement is held to be invalid or unenforceable in whole or in part, the validity of the other provisions of this Agreement and the remainder of the provision in question shall not be affected. 

17.5	Neither Party shall issue any press release or make any public statement concerning SEETEC, its employees, agents, or councillors, the Services without the prior written consent of the other. 

17.6	Signature of this Agreement will be deemed to bind both Parties to this Agreement and no Services shall be performed by Supplier, its employees, agents or representatives, except in accordance therewith. 

17.7	This Agreement and the Appendix 1 constitute the entire understanding between the Parties relating to the subject matter of the Agreement and, save as may be expressly referred to or referenced herein, supersede all prior representations, writings, negotiations or understandings with respect hereto, except in respect of any fraudulent misrepresentation made by either Party. 

17.8	Unless explicitly stated otherwise herein, this Agreement does not confer any right enforceable against the Parties under the Contracts (Rights of Third Parties) Act 1999.

17.9	The Agreement is to be governed according to the laws of England and the Parties agree to submit to the exclusive jurisdiction of the English courts.



[bookmark: _Hlk19708805][bookmark: _Hlk19708633]IN WITNESS thereof this Agreement has been executed on the date first before written by the undersigned persons who are duly authorised by the respective Party.



Name:	__________________	Name:______________________                                  

(Print)					(Print)



Signed:__________________	Signed:_____________________ 

   

Dated:___________________ 	Dated:______________________

					   

For and on behalf of SEETEC	For and on behalf of SUPPLIER






[bookmark: _Hlk5365762]Appendix 1 – The Services



{Insert Specification Here}









If a costed provision, please send all completed invoices, with the purchase order number to [insert relevant email address]
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Appendix (2): Contractor Guidance completion notes:



By completing and submitting this form, the Supplier agrees to supply the Goods and/or Services specified against the details contained within the RFQ issued on the 10th January 2023 with the reference number of SEETEC/RefMS – 01/23 and that any future award shall be subject to the terms and conditions of the Contract contained within. 



 

		Company Name:

		



		Company Address:

		



		Company Reg No:

		



		Contact Name:

		



		Telephone No:

		



		Email address:

		









1. SERVICE REQUIREMENTS



Please provide details in the highlighted sections below, how you intend to deliver the services in accordance with the requirements contained within the RFQ.  



This is a free text box, to enable you to clearly detail and demonstrate all aspects of any delivery methodology, systems being used (including external third-party systems, hosting sites or any other information you deem useful in supporting your submission): 



		

















		

		Please enter details of how you will satisfy the following requirements



		

		Risk / Business Continuity



		[insert details here]



		

		Helpdesk



		[insert details here]



		

		Quality



		[insert details here]



		

		Data protection / back up



		[insert details here]









2. CHARGES



Please detail here the charges proposed for the Services:



		















3. Other



Should you wish to advise of any other methods of delivery that you currently undertake for other clients that you think may be of interest to Pluss then please detail below:



		Insert Service Description 

		[insert details here]









For and on behalf of the Supplier: 

		Name and Title 

		 



		Date 
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