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THIS CONTRACT is made on the 8" day of December 2025
BETWEEN

1 MINISTRY OF DEFENCE, NATIONAL ARMAMENTS DIRECTOR GROUP, MISSION
INFORMATION EXPLOITATION of Medical Information Services, MOD Corsham, Mustang
Building, SN13 9NR (the Customer); and

(2) THE PHOENIX PARTNERSHIP (LEEDS) LTD, a company registered in England and Wales
under company number 04077829 and whose registered office is at 129 Low Lane, Horsforth,
Leeds, England, LS18 5PX (the Service Provider).

WHEREAS

a) The Customer invited the CDS Service Providers to participate in a ‘further-competition’ for the
supply of the Services on 21st January 2025.

b) As a result of the ‘further-competition’ the Customer awarded a call off agreement to the Service
Provider under the Framework Agreement (the Contract).

c) The Unique Reference Number (URN) for this Contract is [REDACTED] and this must be used on
all Purchase Orders and Invoices.
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IT IS AGREED AS FOLLOWS:

1.

Key Provisions

Standard Key Provisions

1.1

21

2.2

23

24

2.5

26

2.7

Application of the key provisions:

1.1.1  The standard key provisions detailed at Clauses Error! Reference source not found.
to Error! Reference source not found. shall apply to this Contract.

1.1.2 The optional provisions detailed at Clauses 39 to 53 shall only apply to this Contract
where they have been checked and information completed or relevant Schedules
incorporated as applicable.

1.1.3 Extra provisions shall only apply to this Contract where such provisions are set out in
Schedule 2-23.

INTERPRETATIONS
As used in this Contract:

211 the terms and expressions set out in Schedule 2-1(Interpretations) shall have the
meanings ascribed therein;

2.1.2 the masculine includes the feminine and the neuter;
2.1.3 the singular includes the plural and vice versa;

2.1.4 the recitals shall form part of and be incorporated into this Contract; and

2.1.5 the words “include”, “includes”, “including” “for example”, “in particular” and words of
similar effect are to be construed as if they were immediately followed by the words
“without limitation”.

A reference to any statute, enactment, order, regulation or other similar instrument shall be
construed as a reference to the statute, enactment, order, regulation or instrument as amended
by any subsequent statute, enactment, order, regulation or instrument or as contained in any
subsequent re-enactment thereof.

A reference to any document other than as specified in Clause 2.2 shall be construed as a
reference to the document as at the Effective Date.

Headings are included in this Contract for ease of reference only and shall not affect the
interpretation or construction of this Contract.

References to “Clauses” and “Schedules” are, unless otherwise provided, references to the
Clauses of and Schedules to this Contract. References to “paragraphs” are, unless otherwise
provided, references to paragraphs of the Schedule in which the references are made.

Terms or expressions contained in this Contract which are capitalised but which do not have an
interpretation in Schedule 2-1 (Interpretations) shall be interpreted in accordance with the
common interpretation within the relevant market sector/industry where appropriate. Otherwise
they shall be interpreted in accordance with the dictionary meaning.

Without prejudice to Clause 5.2, in the event and to the extent only of any conflict or
inconsistency in the provisions of the Clauses of this Contract and the provisions of the
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Schedules, the following order of precedence shall prevail:

2.7.1 SCHEDULE 2-23 Extra Call-off Terms and Conditions
2.7.2 the Clauses, including Annex A thereto;
2.7.3 Schedule 2-1 (Interpretations);

2.7.4 the remaining Schedules excluding Schedule [2-18] (Software and Software Licence
Terms); and

2.7.5 Schedule 2-18 (Software and Software Licence Terms).

3. THE SERVICES

3.1

3.2

3.3

3.4

3.5

3.6

3.7

This Contract governs the overall relationship of the Service Provider and the Customer with
respect to the provision of the Services.

Nothing in this Contract shall create an exclusive relationship between the Service Provider and
the Customer for the provision of the Services.

The Customer appoints the Service Provider and the Service Provider agrees to provide the
Services:

3.3.1 promptly and in any event within any time limits as may be set out in this Contract;
3.3.2 in accordance with all other provisions of this Contract;

3.3.3 with reasonable skill and care and in accordance with any quality assurance standards
as set out in this Contract;

3.3.4 in accordance with the Law and with Guidance;
3.3.5 in accordance with Good Industry Practice;
3.3.6 in accordance with the Policies; and

3.3.7 in a professional and courteous manner.

In complying with its obligations under this Contract, the Service Provider shall, and shall
procure that all Service Provider Personnel shall, act in accordance with the NHS values as set
out in the NHS Constitution from time to time.

The Service Provider shall provide the Services in accordance with the provisions of this
Contract including:

3.5.1 any agreed timetable and any Implementation Plan if incorporated; and

3.5.2 the relevant Service Levels at all times throughout the Term of this Contract.

Any failure to meet any agreed timetable and any of the Service Provider obligations under the
Implementation Plan shall entitle the Customer to Liquidated Damages calculated in accordance
with the provisions of Schedule 2-15 (Liquidated Damages). Any failure to meet any Service
Levels shall entitle the Customer to Service Credits calculated in accordance with the provisions
of Schedule 2-3 (Performance Management).

The Service Provider acknowledges the critical nature of the Services to the Customer’s primary
functions and therefore, without prejudice to any rights of the Customer or obligations to the
Service Provider, should the Service Provider become aware of any breach in its provision or
performance of the Services, the Service Provider shall, where such breach is capable of
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remedy, use all reasonable endeavours to remedy the same as soon as is reasonably
practicable and shall not delay such remedy pending determination of where liability for such
remedy lies.

Responsibility for Awards:

3.8

The Service Provider acknowledges that each Customer is independently responsible for the
conduct of its award of Contracts under the Framework Agreement and for this Contract and
any other Contracts it may enter into pursuant to the Framework Agreement and that the
Framework Authority is not responsible or accountable for and shall have no liability whatsoever
in relation to:

3.8.1 the conduct of any Customers in relation to the Framework Agreement or any Contract;
or

3.8.2 the performance or non-performance of any Contracts between the Service Provider
and any Customer entered into pursuant to the Framework Agreement.

4. DUE DILIGENCE

4.1

4.2

4.3

The Service Provider acknowledges that it has:

4.1.1 made and shall make its own enquiries to satisfy itself as to the accuracy and adequacy
of any information supplied to it by or on behalf of the Customer;

4.1.2 raised all relevant due diligence questions with the Customer before the Effective Date;
and

4.1.3 entered into this Contract in reliance on its own due diligence alone.

Where there is an Operating Environment:

4.2.1 the Service Provider shall provide the Warranted Environment Specification which sets
out the necessary requirements to run the Service Provider Solution. The Customer
acknowledges that it has responsibility for ensuring that the Operating Environment is
suitable for the provision of the Service Provider System.; and

4.2.2 Notused.

Any disputes relating to due diligence shall be resolved in accordance with Clause 20.

5. STANDARDS AND REGULATIONS

5.1 The Service Provider shall provide the Services and meet its responsibilities and obligations
hereunder in material accordance with the Standards and Regulations.

5.2 The Service Provider shall discuss with the Customer any conflict that the Service Provider
reasonably believes that there is or will be between any of the Standards and Regulations or
between any of the Standards and Regulations and any other obligation under this Contract,
and shall comply with the Customer’s decision on the resolution of that conflict.

6. CHARGES

6.1 The Service Provider and the Customer shall comply with their respective obligations set out in

Schedule 2-4 (Charges and Invoicing).

7. CONTRACT MANAGEMENT AND REPORTING

71

The Service Provider and the Customer shall comply with their respective contract management
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obligations set out in Schedule 2-7 (Contract, Service Management and Reporting).

8. AMENDMENTS

8.1

No amendment to the provisions of this Contract, other than a variation of any Sub-Contractors
in accordance with Clause 29.5, shall be effective unless made in accordance with the Contract
Change Procedure specified in Schedule 2-8 (Contract Change Procedure).

9. COMMUNICATIONS

9.1

9.2

9.3

Except as otherwise expressly provided, no communication from one party to the other shall
have any validity under this Contract unless it is signed and made in writing by or on behalf of
the party sending such communication.

Except as otherwise expressly provided, any notice or other communication whatsoever which
either the Customer or the Service Provider is required or authorised by this Contract to give or
make to the other shall be given or made by first class post in a prepaid letter or sent via email,
addressed to the other at the address or email address specified in Clause 9.3. If sent by first
class post, if the letter is not returned as being undelivered, that notice or communication shall
be deemed, for the purposes of this Contract, to have been given or made two (2) Working Days
after dispatch by the sender. If sent via email, if there is no notification to the sender that the
email has failed to send or to be received, that notice or communication shall be deemed, for
the purposes of this Contract, to have been given or made on the next Working Day.

For the purposes of Clause 9.2 the address of each party shall be:

For the Customer:
Name: [REDACTED]

Role: [REDACTED]

Address: Defence Digital,
Medical Information Services,
Mustang Building,
MOD Corsham,
Westwells Road,
Corsham,
Wiltshire,
SN13 9NR

Email: [REDACTED]

For the Service Provider:
Team: TPP Commercial
Address: TPP House

129 Low Lane

Leeds

LS18 5PX
Email: [REDACTED]

Telephone Number: [REDACTED]

10. TERM AND TERMINATION

10.1

This Contract shall take effect on the Effective Date and shall expire on 8" December 2033
unless terminated earlier pursuant to Clause 10.2
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10.2

The Customer may at any time by notice in writing terminate this Contract as from the date of
service of such notice, or a later date specified in such notice, in the following circumstances:

10.2.1

10.2.2

10.2.3

10.2.4

10.2.5

10.2.6

10.2.7

if the Service Provider is in breach of any material obligation under this Contract
provided that if the breach is capable of remedy, the Customer may only terminate this
Contract under this Clause 10.2.1 if the Service Provider has failed to remedy such
breach within thirty (30) Days of receipt of a notice from the Customer to do so;

a Persistent Breach has occurred;
if there is an Insolvency Event;

if there is a change of control of the Service Provider within the meaning of Section 1124
of the Corporation Tax Act 2010;

if the Service Provider purports to assign, Sub-contract, novate, create a trust in or
otherwise transfer or dispose of this Contract in breach of the requirements of this
Contract; or

the Service Provider commits a material breach of its obligation to notify the Customer
of any Occasion of Tax Non-Compliance a or the Service Provider fails to provide details
of proposed mitigating factors as required in the reasonable opinion of the Customer
are acceptable.

for breaches relating specifically to required clearances as detailed in the Security
Aspects Letter (SAL):

10.2.7.1All breaches of SAL requirements must be reported to the Customer
immediately upon discovery;

10.2.7.2Where:

(a) Service Provider employees are unable to obtain Security
Check (SC) Clearance, or where there is a loss or suspension
of SC Clearance status, and where the Service Provider
deems it appropriate for those employees to continue to
perform their role due to mitigating factors or because the
failure to obtain or loss or suspension of SC Clearance is
attributable to routine business; or

(b) Service Provider employees are required to travel to or via
restricted territories for business purposes and this is objected
to by the Customer or the Service Provider's Security
Controller;

the Customer and the Service Provider shall meet to discuss the
matter, review any perceived risks and agree how such risks will be
handled (an “SC Meeting”). Where necessary, the Service Provider
shall present a proposed action plan and supporting documentation to
the Customer within thirty (30) Days of the SC Meeting;

10.2.7.3 If SC Clearance is revoked due to the employee being convicted of a
Serious Criminal Offence, the affected individual must be immediately
prohibited from accessing any MOD data, systems, or facilities, and the
Customer must be notified without delay; and

10.2.7.4 Where any breach of this clause 10.2.7 is capable of remedy, the Service
Provider shall have ninety (90) Days from receipt of written notice from the
Customer to remedy the breach. If the breach is not remedied within this
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10.3

10.4

10.5

10.6

period, or is not capable of remedy, the Customer may terminate this
Contract. In such case, the Service Provider’s liability arising from or in
connection with such termination shall be limited to:

(a) £[REDACTED] if the breach occurs within 12 months of the
Effective Date; or

(b) £[REDACTED] if the breach occurs after 12 months following
the Effective Date.

If the Customer, acting reasonably, has good cause to believe that there has been a material
deterioration in the financial circumstances of the Service Provider and/or any third party
guaranteeing the obligations of the Service Provider under this Contract and/or any material
Sub-Contractor of the Service Provider when compared to any information provided to and/or
assessed by the Customer as part of any procurement process or other due diligence leading
to the award of this Contract to the Service Provider or the entering into a Sub-contract by the
Service Provider, the following process shall apply:

10.3.1 the Customer may (but shall not be obliged to) give notice to the Service Provider
requesting adequate financial or other security and/or assurances for due performance
of its material obligations under this Contract on such reasonable and proportionate
terms as the Customer may require within a reasonable time period as specified in such
notice; and

10.3.2 a failure or refusal by the Service Provider to provide the financial or other security
and/or assurances requested in accordance with Clause 10.3 and in accordance with
any reasonable timescales specified in any such notice issued by the Customer shall
be deemed a breach of this Contract by the Service Provider and shall be referred to
and resolved in accordance with the Dispute Resolution Procedure.

In order that the Customer may act reasonably in exercising its discretion in accordance with
Clause 10.3, the Service Provider shall provide the Customer with such reasonable and
proportionate up-to-date financial or other information relating to the Service Provider or any
relevant third party entity upon request.

The Customer may terminate this Contract by issuing a Notice to terminate to the Service
Provider where:

10.5.1 the Contract has been substantially amended to the extent that the Public Contracts
Regulations 2015 require a new procurement procedure;

10.5.2 the Customer has become aware that the Service Provider should have been excluded
under Regulation 57(1) or (2) of the Public Contracts Regulations 2015 from the
procurement procedure leading to the award of this Contract;

10.5.3 the Contract should not have been awarded to the Service Provider in view of a serious
infringement of obligations under European law declared by the Court of Justice of the
European Union under Article 258 of the Treaty on the Functioning of the EU; or

10.5.4 there has been a failure by the Service Provider and/or one its Sub-Contractors to
comply with legal obligations in the fields of environmental, social or labour Law. Where
the failure to comply with legal obligations in the fields of environmental, social or labour
Law is a failure by one of the Service Provider’'s Sub-Contractors, the Customer may
request the replacement of such Sub-Contractor and the Service Provider shall comply
with such request as an alternative to the Customer terminating this Contract under this
Clause 10.5.4.

If the Customer novates this Contract to any body that is not a Contracting Authority, from the
effective date of such novation, the rights of the Customer to terminate this Contract in
accordance with Clause 10.5.2 to Clause 10.5.4 shall be deemed mutual termination rights and
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10.7

10.8

10.9

10.10

10.11

the Service Provider may terminate this Contract by issuing a Termination Notice to the entity
assuming the position of the Customer if any of the circumstances referred to in such Clauses
apply to the entity assuming the position of the Customer.

Termination for convenience

The Customer may terminate this Contract forthwith in writing to the Service Provider at any
time on three (3) months’ written notice. Such notice shall not be served within one (1) year of
the Services Commencement Date.

Should the Customer terminate this Contract in accordance with Clause 10.7, then the Customer
shall pay to the Service Provider the termination sum calculated in accordance with Schedule
2-24.

The termination (howsoever arising) or expiry of this Contract pursuant to this Clause 10 shall
be without prejudice to any rights of the Customer or the Service Provider that may have accrued
before the date of such termination or expiry.

Save as aforesaid, the Service Provider shall not be entitled to any payment from the Customer
after the termination (howsoever arising) or expiry of this Contract.

The Service Provider shall not be entitled to suspend the supply of the Services where it is in
dispute with the Customer and shall instead follow the procedure set out in Clause 20.

11. CONSEQUENCES OF TERMINATION AND EXPIRY

11.1

11.4

Notwithstanding the service of a notice to terminate this Contract or any part thereof, the Service
Provider shall continue to provide the Services until the date of expiry or termination (howsoever
arising) of this Contract (or any part thereof) or such other date as required under this Clause 11
and the provisions of Schedule 2-12 (Exit and Service Transfer Arrangements).

The Customer shall require the Service Provider to destroy or return the following within ten (10)
Working Days of the earlier of the date of expiry or termination (howsoever arising) of this
Contract:

11.2.1 any data (including (if any) Customer Data) and Customer Confidential Information in
the Service Provider's possession, power or control, (and shall, at the request of the
Customer, certify that it does not retain any such Customer Confidential Information)
either in its then current format or in a format nominated by the Customer (in which
event the Customer will reimburse the Service Provider’s pre-agreed and reasonable
data conversion expenses), together with all training manuals and other related
documentation, and any other information and all copies thereof owned by the
Customer, save that the Service Provider may keep one copy of any such data or
information for a period of up to twelve (12) months to comply with its obligations under
this Contract or such period as is necessary for such compliance;

11.2.2 all Goods owned by the Customer and all Customer Furnished ltems in the Service
Provider’'s or any third party’s (including Sub-Contractors) possession and/or control;
and

11.2.3 any sums prepaid in respect of the Services not provided by the date of expiry or
termination (howsoever arising).

The Customer and the Service Provider shall comply with the Exit and Service Transfer
Arrangements set out in Schedule 2-12 (Exit and Service Transfer Arrangements).

The Customer shall for a period of twelve (12) months following expiry or termination
(howsoever arising) of this Contract (or until the date on which the Service Provider fulfils all its
duties and responsibilities pursuant to the Exit and Service Transfer Arrangements, if later) be
entitled to require access to data or information arising from the Services from the Service
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Provider.
11.5  The provisions of:

11.5.1 Clauses 6 (Charges), 17 (Confidentiality) and 52 (Intellectual Property Rights, Indemnity
and Escrow), and Schedules 2-1 (Interpretation), 2-4 (Charges and Invoicing), 2-10
(Dispute Resolution Procedure), 2-11 (Commercially Sensitive Information), 2-12 (Exit
and Service Transfer Arrangements) and schedule 2-22 (Processing, Personal Data
and Data Subijects); and

11.5.2 any other Clause or Schedule of this Contract which by its terms is to be performed or
observed notwithstanding termination (howsoever arising) or expiry or which is
expressed or by implication is to survive termination or expiry,

shall survive the termination (howsoever arising) or expiry of this Contract.
12. WARRANTIES
12.1  The Service Provider warrants that:
12.1.1 it has full capacity and authority to enter into and to perform each Contract;
12.1.2 this Contract is executed by its authorised representative;
12.1.3 itis a legally valid and existing organisation incorporated in the place it was formed;

12.1.4 there are no known legal or regulatory actions or investigations before any court,
administrative body or arbitration tribunal pending or threatened against it or its Affiliates
that might affect its ability to perform this Contract;

12.1.5 it maintains all necessary rights, authorisations, licences and consents to perform its
obligations under this Contract;

12.1.6 it doesn’t have any contractual obligations which are likely to have a material adverse
effect on its ability to perform this Contract;

12.1.7 itis not impacted by an Insolvency Event;

12.1.8 all statements made and documents submitted as part of the procurement of the
Services are and remain true and accurate;

12.1.9 it has and shall maintain a properly documented system of quality controls and
processes covering all aspects of its obligations under this Contract and/or under Law
and/or Guidance and shall at all times comply with such quality controls and processes;

12.1.10 it shall not make any significant changes to its system of quality processes in relation to
the Services without notifying the Customer in writing at least twenty one (21) days in
advance of such change (such notice to include the details of the consequences which
follow such change being implemented);

12.1.11 unless otherwise set out in the Specification and Tender and/or as otherwise agreed in
writing by the Parties, it has and/or shall procure all resources, equipment, consumables
and other items and facilities required to provide the Services;

12.1.12 it shall comply with all health and safety processes, requirements safeguards, controls,
and training obligations in accordance with its own operational procedures, Law,
Guidance, Policies, Good Industry Practice, the requirements of the Specification and
Tender and any notices or instructions given to the Service Provider by the Customer
and/or any competent body, as relevant to the provision of the Services and the Service
Provider’'s access to the Premises and Sites in accordance with this Contract;
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12.2

12.3

12.4

12.1.13 without prejudice to any specific notification requirements set out in this Contract, it will
promptly notify the Customer of any health and safety hazard which has arisen, or the
Service Provider is aware may arise, in connection with the performance of the Services
and take such steps as are reasonably necessary to ensure the health and safety of
persons likely to be affected by such hazards;

12.1.14 any equipment it uses in the provision of the Services shall comply with all relevant Law
and Guidance, be fit for its intended purpose and maintained fully in accordance with
the manufacturer's specification and shall remain the Service Provider’s risk and
responsibility at all times;

12.1.15 unless otherwise confirmed by the Customer in writing (to include, without limitation, as
part of the Specification and Tender), it will ensure that any products purchased by the
Service Provider partially or wholly for the purposes of providing the Services will comply
with requirements five (5) to eight (8), as set out at Annex 1 of the Cabinet Office
Procurement Policy Note - Implementing Article 6 of the Energy Efficiency Directive
(Action Note 07/14 3rd June 2014), to the extent such requirements apply to the relevant
products being purchased;

12.1.16 it shall use Good Industry Practice to ensure that any information and communications
technology systems and/or related hardware and/or software it uses are free from
corrupt data, viruses, worms and any other computer programs or code which might
cause harm or disruption to the Customer's information and communications technology
systems;

12.1.17 it shall: (i) comply with all relevant Law and Guidance and shall use Good Industry
Practice to ensure that there is no slavery or human trafficking in its supply chains; and
(i) notify the Customer immediately if it becomes aware of any actual or suspected
incidents of slavery or human trafficking in its supply chains;

12.1.18 it shall at all times conduct its business in a manner that is consistent with its anti-slavery
Policy and shall provide to the Customer any reports or other information that the
Customer may request as evidence of the Service Provider's compliance with this
Clause 12.1.18 and/or as may be requested or otherwise required by the Customer in
accordance with its anti-slavery Policy;

12.1.19 it will fully and promptly respond to all requests for information and/or requests for
answers to questions regarding this Contract, the provision of the Services, any
complaints and any Disputes at the frequency, in the timeframes and in the format as
requested by the Customer from time to time (acting reasonably);

12.1.20 all information included within the Service Provider's responses to any documents
issued by the Customer as part of the procurement relating to the award of this Contract
(to include, without limitation, as referred to in the Specification and Tender and/or
Request for Drawdown Services) and all accompanying materials is accurate;

12.1.21it has and will continue to have the capacity, funding and cash flow to meet all its
obligations under this Contract; and

12.1.22 it has satisfied itself as to the nature and extent of the risks assumed by it under this
Contract and has gathered all information necessary to perform its obligations under
this Contract and all other obligations assumed by it.

The warranties in Clause 12.1 are repeated each time the Service Provider provides
deliverables under the Contract.

The Service Provider indemnifies the Customer against non-payment by the Service Provider
of any tax or National Insurance.

All claims indemnified under this Contract must use Clause 13.
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12.5

12.6

12.7

12.8

12.9

13.

13.1

13.2

13.3

13.4

13.5

13.6

If the Service Provider becomes aware of a warranty that becomes untrue or misleading, it must
immediately notify the Customer.

Not used.

The Service Provider has reviewed any intended use of the service/solution specified in
Schedule 2-2 (Service Specification). The Service Provider represents and warrants that:

12.7.1 the service/solution is fit for the purposes described in Schedule 2-2 (Service
Specification) and will continue to be fit for such purposes following any updates to the
service/solution;

12.7.2 if the service/solution is a medical device, the Service Provider holds and shall continue
to hold all approvals and certificates necessary to enable the service/solution to be
placed on the market or put into service in the United Kingdom as a medical device;

12.7.3 the service/solution will at all times comply with all Medical Devices Laws; and

12.7.4 the service/solution incorporates encryption technology of commercially reasonable and
appropriate standards, consistent with such intended use and any other use which is
intended by the Service Provider.

For clarity, the Service Provider confirms that:

12.8.1 the service/solution will comply with Medical Devices Laws when used in accordance
with any intended use of the service/solution specified in Schedule 2-2 (Service
Specification); and

12.8.2 the intended use of the service/solution described in Schedule 2-2 (Service
Specification) is within the scope of the intended use for which the service/solution is

authorised as a medical device.

The Service Provider will provide the Customer with evidence of its compliance with Clauses
12.7 and 12.8 as and when requested by the Customer.

DEALING WITH CLAIMS
The provisions of this Clause 13 shall be subject to any provisions of applicable Law or guidance
or directions of any applicable Regulatory Body which are contrary to procedures identified

below.

If a Beneficiary is notified of a Claim then it must notify the Indemnifier as soon as reasonably
practical and no later than 10 Working Days.

At the Indemnifier’s cost the Beneficiary must both:

13.3.1 allow the Indemnifier to conduct all negotiations and proceedings to do with a Claim;
and

13.3.2 give the Indemnifier reasonable assistance with the claim if requested.

The Beneficiary must not make admissions about the Claim without the prior written consent of
the Indemnifier which cannot be unreasonably withheld or delayed.

The Indemnifier must consider and defend the Claim diligently using competent legal advisors
and in away that doesn’t damage the Beneficiary’s reputation.

The Indemnifier must not settle or compromise any Claim without the Beneficiary's prior written
consent which it must not unreasonably withhold or delay.
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13.7

13.8

Each Beneficiary must take all reasonable steps to minimise and mitigate any losses that it
suffers because of the Claim.

If the Indemnifier pays the Beneficiary money under an indemnity and the Beneficiary later
recovers money which is directly related to the Claim, the Beneficiary must immediately repay
the Indemnifier the lesser of either:

13.8.1 the sum recovered minus any legitimate amount spent by the Beneficiary when
recovering this money; or

13.8.2 the amount the Indemnifier paid the Beneficiary for the Claim.

14. LIMITATION OF LIABILITY

14.1

14.2

14.3

14.4

14.5

14.6

14.7

14.8

Each Party's total aggregate liability in each Contract Year under this Contract (whether in tort,
contract or otherwise) is no more than the greater of £{[REDACTED]of the Estimated Yearly
Charges unless specified in the Request for Drawdown Services.

No Party is liable to the other for:
14.2.1 any indirect, special or consequential Losses; or

14.2.2 loss of profits, turnover, revenue, savings, business, business opportunities or damage
to goodwill (in each case whether direct or indirect).

Notwithstanding Clause 14.1 and Clause 14.2 neither Party limits or excludes any of the
following:

14.3.1 its liability for death or personal injury caused by its negligence, or that of its employees,
agents or Sub-Contractors;

14.3.2 its liability for bribery or fraud or fraudulent misrepresentation by it or its employees; or
14.3.3 any liability that cannot be excluded or limited by Law.

Notwithstanding Clauses 14.1 and 14.2.1, the Service Provider does not limit or exclude its
liability for any indemnity given under Clauses Error! Reference source not found. (Intellectual
Property Rights) Error! Reference source not found. (Staffing and TUPE), and Schedules 2-
4 (Charges and Invoicing) 2-12 (Exit and Service Transfer), 2-20 (Staffing), 2-21 (Pensions),
(Processing, Personal Data and Data Subjects) of this Contract.

Each Party must use all reasonable endeavours to mitigate any Loss or damage which it suffers
under or in connection with each Contract, including any indemnities.

When calculating 14.1 or 14.2 the following items will not be taken into consideration:
14.6.1 any items specified in Clause 14.5.

If more than one Service Provider is party to a Contract, each Service Provider is fully
responsible for their own liabilities only.

The Customer and the Service Provider expressly agree that should any limitation or provision
contained in this Clause 14 be held to be invalid under any Law it shall to that extent be deemed
omitted but if either of them thereby becomes liable for loss or damage which would otherwise
have been excluded such liability shall be subject to the other limitations and provisions set out
herein.

15. CHARGES

15.1

The Service Provider and the Customer shall comply with their respective obligations set out in
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Schedule 2-4 (Charges and Invoicing).

16. CONTRACT MANAGEMENT AND COOPERATION

16.1

The Service Provider and the Customer shall comply with their respective contract management
obligations set out in Schedule 2-7 (Contract, Service Management and Reporting).

17. CONFIDENTIALITY

17.1

17.2

17.3

17.4

17.5

17.6

Except to the extent set out in this Clause 17 or where disclosure is expressly permitted
elsewhere in this Contract, each party shall:

17.1.1 treat the other party's Confidential Information as confidential and safeguard it
accordingly; and

17.1.2 not disclose the other party's Confidential Information to any other person without the
owner's prior written consent.

Clause 17.1 shall not apply to the extent that:

17.2.1 such disclosure is a requirement of Law placed upon the party making the disclosure,
including any requirements for disclosure under the FOIA or the Environmental
Information Regulations pursuant to Clause 18;

17.2.2 such information was in the possession of the party making the disclosure without
obligation of confidentiality prior to its disclosure by the information owner;

17.2.3 such information was obtained from a third party without obligation of confidentiality;

17.2.4 such information was already in the public domain at the time of disclosure otherwise
than by a breach of this Contract; or

17.2.5 it is independently developed without access to the other party's Confidential
Information.

The Service Provider may only disclose the Customer Confidential Information to the Service
Provider Personnel who are directly involved in the provision of the Services and who need to
know the information, and shall ensure that such Service Provider Personnel are aware of and
shall comply with these obligations as to confidentiality.

The Service Provider shall not, and shall procure that the Service Provider Personnel do not,
use any of the Customer Confidential Information received otherwise than for the purposes of
this Contract.

The Service Provider may only disclose the Customer Confidential Information to the Service
Provider Personnel who need to know the information, and shall ensure that such Service
Provider Personnel are aware of, acknowledge the importance of, and comply with these
obligations as to confidentiality. In the event that any Default, act or omission of any Service
Provider Personnel causes or contributes (or could cause or contribute) to the Service Provider
breaching its obligations as to confidentiality under or in connection with this Contract, the
Service Provider shall take such action as may be appropriate in the circumstances, including
the use of disciplinary procedures in serious cases.

To the fullest extent permitted by its own obligations of confidentiality to any Service Provider
Personnel, the Service Provider shall provide such evidence to the Customer as the Customer
may reasonably require (though not so as to risk compromising or prejudicing the case) to
demonstrate that the Service Provider is taking appropriate steps to comply with this Clause 17,
including copies of any written communications to and/or from Service Provider Personnel and
any minutes of meetings and any other records which provide an audit trail of any discussions
or exchanges with Service Provider Personnel in connection with obligations as to
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17.7

17.8

17.9

17.10

17.11

17.12

confidentiality.

At the written request of the Customer, the Service Provider shall procure that those members
of the Service Provider Personnel who have access to patient identifiable data sign a
confidentiality undertaking prior to commencing any work in accordance with this Contract.

Nothing in this Contract shall prevent the Customer from disclosing the Service Provider
Confidential Information in relation to the use or provision of the Services:

17.8.1 to any Crown Body or any other Contracting Authority. All Crown Bodies or Contracting
Authorities receiving such Confidential Information shall be entitled to further disclose
the Confidential Information to other Crown Bodies or other Contracting Authorities on
the basis that the information is confidential and is not to be disclosed to a third party
which is not part of any Crown Body or any Contracting Authority;

17.8.2 to any consultant, contractor or other person engaged by the Customer;

17.8.3 to any third party to the extent the Customer considers it reasonably necessary so as to
enable or assist such persons in providing services to the Customer (or bid for the
provision of such services) in relation to the Services (including any interoperability with
the Services) (provided that Confidential Information shall not to be disclosed pursuant
to this sub-clause to a contractor competitor without the prior written consent of the
Service Provider such consent not to be unreasonably withheld or delayed);

17.8.4 for the purpose of the examination and certification of the Customer's accounts; or

17.8.5 for any examination pursuant to Section 6(1) of the National Audit Act 1983 of the
economy, efficiency and effectiveness with which the Customer has used its resources.

The Customer shall use all reasonable endeavours to ensure that any government department,
Contracting Authority, employee, third party or Sub-Contractor to whom the Service Provider’s
Confidential Information is disclosed pursuant to Clause 17.8 is made aware of the Customer's
obligations of confidentiality.

Nothing in this Clause 17 shall prevent either party from using any techniques, ideas or know-
how gained during the performance of this Contract in the course of its normal business to the
extent that this use does not result in a disclosure of the other party's Confidential Information
or an infringement of Intellectual Property Rights.

Without prejudice to any Confidential Information, the Customer and the Service Provider
acknowledge that any Confidential Information originating from:

17.11.1 the Customer, its employees, servants or agents is the property of the Customer; and

17.11.2 the Service Provider, its servants, agents or the Service Provider Personnel is the
property of the Service Provider.

Not used.

18. FREEDOM OF INFORMATION

18.1

18.2

The Service Provider acknowledges that the Customer is subject to the requirements of the
FOIA and shall assist and cooperate with the Customer to enable the Customer to comply with
its Information disclosure obligations.

The Service Provider shall and shall procure that its Sub-Contractors shall:

18.2.1 transfer to the Customer all Requests for Information that it receives as soon as
reasonably possible and in any event within two (2) Working Days of receiving a
Request for Information;
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18.3

18.4

18.5

18.6

18.7

18.2.2 provide the Customer with a copy of all relevant Information in its possession or power
in the form that the Customer requires within three (3) Working Days (or such other
period as the Customer may specify) of the Customer’s request; and

18.2.3 provide all necessary assistance as reasonably requested by the Customer to enable
the Customer to respond to the Request for Information within the time for compliance
set out in Section 10 of the FOIA.

The Customer shall be responsible for determining in its absolute discretion and notwithstanding
any other provision in this Contract or any other agreement whether the Commercially Sensitive
Information and/or any other Information is exempt from disclosure in accordance with the
provisions of the FOIA. The parties however agree that the Contract as a whole is not
confidential in itself. The Service Provider therefore gives his consent for the Customer to
publish this Contract in its entirety, (but with any information which is exempt from disclosure in
accordance with the provisions of the FOIA redacted) including from time to time agreed
changes to the Contract, to the general public.

18.3.1 The Customer may consult with the Service Provider to inform its decisions regarding
any redactions but the Customer shall have the final decision in its absolute discretion.

18.3.2 The Service Provider shall assist and cooperate with the Customer to enable the
Customer to publish this Contract.

In no event shall the Service Provider respond directly to a Request for Information under this
Contract unless expressly authorised to do so by the Customer.

The Service Provider acknowledges that (notwithstanding the provisions of this Clause 18Error!
Reference source not found.) the Customer may be obliged under the FOIA to disclose
information concerning the Service Provider or the Services:

18.5.1 in certain circumstances without consulting the Service Provider; or

18.5.2 following consultation with the Service Provider and having taken their views into
account,

provided always that where Clause 18.5.1 applies the Customer shall, in accordance with
any recommendations of the Code, take reasonable steps, where appropriate, to give the
Service Provider advanced notice, or failing that, to draw the disclosure to the Service
Provider’s attention after any such disclosure.

The Service Provider shall ensure that all Information is retained for disclosure and shall permit
the Customer to inspect such records as requested from time to time.

The Service Provider acknowledges that the Commercially Sensitive Information listed in
Schedule 2-11 (Commercially Sensitive Information) is of indicative value only and that the
Customer may be obliged to disclose it in accordance with Clause 18.5.

19. PUBLICITY

19.1

19.2

The Service Provider shall not:

19.1.1 make any press announcements, discuss with any third parties or publicise this Contract
or its contents in any way; or

19.1.2 use the Customer’'s name or brand in any promotion or marketing, without the
Customer’s prior written consent. The Service Provider shall ensure the observance of
the provisions of this Clause 19 by all Service Provider Personnel.

If the Service Provider receives any requests from the media or otherwise regarding this
Contract (or its contents) or any related issues, it will refer all such requests to the Customer.
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19.3

194

The Customer shall be entitled to make any press announcements or publicise this Contract in
accordance with any legal obligation upon the Customer, including any examination of this
Contract by the National Audit Office pursuant to the National Audit Act 1983 or otherwise.

The Service Provider acknowledges to the Customer that nothing in this Contract either
expressly or by implication constitutes an endorsement of any goods and/or services of the
Service Provider (including the Services) and the Service Provider agrees not to conduct itself
in such a way as to imply or express any such approval or endorsement.

20. DISPUTE RESOLUTION

20.1

20.2

20.3

204

20.5

Subject to the provisions of Clause 20.2 and save for disputes arising:
20.1.1 under Clause 26 (which shall be dealt with in accordance with Clause 26); and

20.1.2 under Clause 26.2.3 (which shall be dealt with in accordance with Clause 26.2.3); any
dispute arising under, or in connection with this Contract shall be dealt with in
accordance with this Clause 20, and neither the Customer nor the Service Provider shall
be entitled to commence or pursue any legal proceedings under the jurisdiction of the
Courts in connection with any such dispute, until the procedures set out in this Clause 20
have been exhausted and unless agreed otherwise, the parties shall continue to comply
with their respective obligations under the Contract regardless of the nature of the
dispute.

Clause 20.1 shall be without prejudice to the rights of termination stated in Clause 10 and in
addition shall not prevent the Customer or the Service Provider from applying for injunctive relief
in the case of:

20.2.1 breach or threatened breach of confidentiality;
20.2.2 infringement or threatened infringement of its Intellectual Property Rights; or

20.2.3 infringement or threatened infringement of the Intellectual Property Rights of a third
party, where such infringement could expose the Customer or the Service Provider to
liability.

All disputes between the Customer and the Service Provider arising out of or relating to this
Contract shall first be referred by the Customer’s first point of contact or the Service Provider’s
Account Manager to the other for resolution.

If any dispute cannot be resolved by the representatives nominated under Clause 20.3 within a
maximum of ten (10) Working Days (or such other period as agreed by the parties) after it has
been referred under Clause 20.3, that dispute shall then be referred to the Service Provider’s
Senior Account Manager for resolution.

If any dispute cannot be resolved by the representatives nominated under Clause 20.4 within a
maximum of ten (10) Working Days (or such other period as agreed by the parties) after it has
been referred under Clause 20.4, that dispute shall:

20.5.1 first be further referred to mediation in accordance with the provisions of Schedule 2-10
(Dispute Resolution Procedure); and thereafter

20.5.2 if agreed by the parties, to arbitration in accordance with the provisions of Schedule 2-
10 (Dispute Resolution Procedure); or

20.5.3 if arbitration is not agreed to by either party, to litigation in accordance with the
provisions of Schedule 2-10 (Dispute Resolution Procedure).

21. INSURANCE
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21.1

21.2

213

During the Term and for a period of six (6) years following expiry or termination (howsoever
arising) of this Contract, the Service Provider shall take out and maintain or procure the
maintenance of the minimum insurances set out in Schedule 2-19 (Insurances).

The Service Provider shall produce to the Customer’s first point of contact, within five (5)
Working Days of request, brokers letters for all insurance policies referred to in Clause 21.1 or
such other evidence as agreed between the Customer and the Service Provider that will confirm
the extent of the cover given by those policies.

The terms of any insurance or the amount of cover shall not relieve the Service Provider of any
liabilities under this Contract. It shall be the responsibility of the Service Provider to ensure that
the amount of insurance cover is adequate to enable it to satisfy all its potential liabilities subject
to the limit of liability specified in Clause 14.

22. RECOVERY OF SUMS DUE

22.1

The Customer shall be permitted to deduct and withhold from any sum due to the Service
Provider under this Contract any sum of money due from the Service Provider under:

22.1.1 this Contract;

22.1.2 any other agreement between the Service Provider and the Customer; or

22.1.3 any other agreement between the Service Provider and the Customer;

provided that the terms of such other agreement provide for sums of money due from the Service
Provider under that agreement to be recovered by way of a deduction from sums of money due

to the Service Provider under this Contract (albeit that this Contract may not be referenced
specifically under that agreement).

23. STATUTORY REQUIREMENTS

23.1

232

233

The Service Provider shall notify the Customer of all statutory provisions and approved safety
standards applicable to the Services and their provision and shall be responsible for obtaining
all licences, consents or permits required for the performance of this Contract.

The Service Provider shall, and shall ensure that its Sub-Contractors and the Service Provider
Personnel, take all measures necessary to comply with the requirements of the Health and
Safety at Work etc. Act 1974 and any other Laws relating to health and safety, which may apply
to those involved in the performance of this Contract.

Where the Service Provider is required by Medical Devices Laws to undertake a regulatory
action, such as a recall, field safety notice or field safety corrective action, ("Regulatory
Requirement") in respect of the service/solution, the Service Provider shall:

23.3.1 promptly (taking into consideration the potential impact of the continued use of the
service/solution on patients and the Customer) notify the Customer in writing of the
Regulatory Requirement together with the circumstances giving rise to the Regulatory
Requirement;

23.3.2 where practicable consult with the Customer as to the most efficient method of
executing the Regulatory Requirement in respect of the service/solution and use its best
endeavours to minimise the impact on the Customer and patients of the Regulatory
Requirement; and

23.3.3 indemnify and keep the Customer indemnified against, any direct loss, damages, costs,

expenses (including without limitation legal costs and expenses), claims or proceedings
suffered or incurred by the Customer as a result of such Regulatory Requirement.
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24. STATUTORY INVALIDITY

241

24.2

The Customer and the Service Provider expressly agree that should any limitation or provision
contained in this Contract be held to be invalid under any particular Law, it shall to that extent
be deemed to be omitted and the remainder of the provisions hereof shall continue in full force
and effect as if this Contract had been executed with the invalid provision eliminated.

If either the Customer or the Service Provider becomes liable for loss or damage as a result of
the omission in Clause 24.1 (which would have otherwise been excluded) such liability shall be
subject to the other limitations and provisions set out herein.

25. DISCRIMINATION AND EQUALITY

25.1

252

The Service Provider shall not, and shall procure that the Service Provider Personnel and Sub-
Contractors do not, unlawfully discriminate within the meaning and scope of all applicable
equality Law and must follow all applicable equality Law when they perform their obligations
under the Contract, including:

25.1.1 protections against discrimination on the grounds of race, sex, gender reassignment,
religion or belief, disability, sexual orientation, pregnancy, maternity, age or otherwise;
and

25.1.2 any other requirements and instructions which the Customer reasonably imposes
related to equality Law.

The Service Provider must take all necessary steps, and inform the Customer of the steps taken,
to prevent anything that is considered to be unlawful discrimination by any court or tribunal, or
the Equality and Human Rights Commission (or any successor organisation) when working on
a Contract.

26. BRIBERY AND PROHIBITED ACTS

26.1

26.2

The Service Provider warrants and represents that:

26.1.1 it has not committed any offence under the Bribery Act 2010 or done any of the following
(Prohibited Acts):

26.1.1.1 offered, given or agreed to give any officer or employee of the Customer any
gift or consideration of any kind as an inducement or reward for doing or not
doing or for having done or not having done any act in relation to the
obtaining or performance of this or any other agreement with the Customer
or for showing or not showing favour or disfavour to any person in relation to
this or any other agreement with the Customer; or

26.1.1.2 in connection with this Contract paid or agreed to pay any commission other
than a payment, particulars of which (including the terms and conditions of
the agreement for its payment) have been disclosed in writing to the
Customer; and

26.1.1.3 it has in place adequate procedures to prevent bribery and corruption, as
contemplated by section 7 of the Bribery Act 2010.

If the Service Provider or the Service Provider Personnel (or anyone acting on its or their behalf)
has done or does any of the Prohibited Acts or has committed or commits any offence under
the Bribery Act 2010 with or without the knowledge of the Service Provider in relation to this or
any other agreement with the Customer:

26.2.1 the Customer shall be entitled:

26.2.1.1 to terminate this Contract and recover from the Service Provider the amount
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of any loss resulting from the termination;

26.2.1.2 to recover from the Service Provider the amount or value of any gift,
consideration or commission concerned; and

26.2.1.3 to recover from the Service Provider any other loss or expense sustained in
consequence of the carrying out of the Prohibited Act or the commission of
the offence under the Bribery Act 2010;

26.2.2 any termination under Clause 26.2.1 shall be without prejudice to any right or remedy
that has already accrued, or subsequently accrues, to the Customer; and

26.2.3 notwithstanding Clause 35 any Dispute relating to:
26.2.3.1 the interpretation of this Clause 26; or
26.2.3.2 the amount or value of any gift, consideration or commission,

shall be determined by the Customer, acting reasonably, and the decision shall be final
and conclusive.

27. CORPORATE SOCIAL RESPONSIBILITY

27.1

The Service Provider acknowledges that the Customer may have additional requirements in
relation to corporate social responsibility. The Customer expects that the Service Provider and
its Sub-Contractors will comply with such corporate social responsibility requirements as the
Customer may notify to the Service Provider from time to time.

28. MODERN SLAVERY, CHILD LABOUR AND INHUMANE TREATMENT

28.1

Modern Slavery Helpline means the mechanism for reporting suspicion, seeking help or advice
and information on the subject of modern slavery available online at
https://www.modernslaveryhelpline.org/report or by telephone on 08000 121 700.

The Service Provider:

28.1.1 shall not use, nor allow its Sub-Contractors to use forced, bonded or involuntary prison
labour;

28.1.2 shall not require any Service Provider Personnel to lodge deposits or identify papers
with the employer and shall be free to leave their employer after reasonable notice;

28.1.3 warrants and represents that it has not been convicted of any slavery or human tracking
offenses anywhere around the world.

28.1.4 warrants that to the best of its knowledge it is not currently under investigation, inquiry
or enforcement proceedings in relation to any allegation of slavery or human tracking
offenses anywhere around the world.

28.1.5 shall make reasonable enquires to ensure that its officers, employees and Sub-
Contractors have not been convicted of slavery or human tracking offenses anywhere
around the world.

28.1.6 shall have and maintain throughout the term of each Contract its own policies and
procedures to ensure its compliance with the Modern Slavery Act and include in its
contracts with its subcontractors anti-slavery and human trafficking provisions;

28.1.7 shall implement due diligence procedures to ensure that there is no slavery or human
trafficking in any part of its supply chain performing obligations under a Contract;
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28.1.8 shall, on request, provide information published by the Service Provider on the steps it
has taken to ensure that slavery and human trafficking is not taking place in any of its
supply chains or in any part of its business;

28.1.9 shall not use, nor allow its employees or Sub-Contractors to use physical abuse or
discipline, the threat of physical abuse, sexual or other harassment and verbal abuse
or other forms of intimidation of its employees or Sub-Contractors;

28.1.10 shall not use or allow child or slave labour to be used by its Sub-Contractors;

28.1.11 shall report the discovery or suspicion of any slavery or trafficking by it or its Sub-
Contractors to Customer and Modern Slavery Helpline.

29. TRANSFER AND SUB-CONTRACTING

29.1

29.2

293

294

295

29.6

207

298

This Contract is personal to the Service Provider. Subject to the provisions of Clause 29.2, the
Service Provider shall not assign, novate, sub-contract or otherwise dispose of this Contract or
any part thereof without the previous consent in writing of the Customer (such approval not to
be unreasonably delayed or withheld).

Notwithstanding the provisions of Clause 29.1, to the extent permitted by Schedule 2-9 (Sub-
Contractors) the Service Provider shall be entitled to Sub-Contract its obligations hereunder to
the Sub-Contractors listed in Schedule 2-9 (Sub-Contractors), however this shall not affect the
Service Provider’s obligations to the Customer and any liabilities under this Contract.

In selecting, appointing and managing Sub-Contractors, the Service Provider shall comply with
the procedures specified in Schedule 2-9 (Sub-Contractors).

In the event that the Service Provider, in accordance with the terms of this Contract, enters into
a Sub-Contract in connection with this Contract, the Service Provider shall ensure that a term is
included in the Sub-Contract which requires the Service Provider to pay all sums due thereunder
to the Sub-Contractor within a specified period, not to exceed thirty (30) Days, from the date of
receipt of a valid invoice as defined by the terms of the Sub-Contract.

In the event that the Service Provider wishes to add any new sub-contractors or remove any
Sub-Contractor, the Service Provider shall notify the Customer’s Contract Manager in writing,
which for the purposes of this notification may be via email, of such proposed additions to or
removals. In the case of additions to the list of Sub-Contractors, such notification will contain
confirmation that the selection and appointment of the Sub-Contractor is in accordance with the
provisions of paragraph 3 of Schedule 2-9 (Sub-Contractors). In the case of removals from the
list of Sub-Contractors, such notification will contain information on how the Service Provider
proposes to ensure continuity in the provision of the Services. The Service Provider may not
use any new sub-contractor or remove any Sub-Contractor until the Customer has confirmed in
writing its agreement to such addition or removal. The Contract Change Procedure shall not
apply to the addition of any new sub-contractors or removal of any Sub-Contractors unless
stated otherwise by the Customer.

The Customer reserves the right to veto or withdraw the approval of the use of any Sub-
Contractor or partner in the provision of the Services. Such right shall not be exercised
unreasonably, frivolously or vexatiously.

In the event that the Customer exercises its right pursuant to Clause 29.6 the Service Provider
shall use all reasonable endeavours to maintain the provision of the Services and the Customer
and the Service Provider shall enter into good faith negotiations to agree the impact of the
situation on the provisions of this Contract.

The use of Sub-Contractors and any subsequent approval of other sub-contractors by the

Customer under this Clause 29 shall not in any way constitute any form of recommendation by
the Customer of the Sub-Contractor, whether implied or otherwise.
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29.9

29.10

29.11

29.12

29.13

Subject to the provisions of Clause 29.11, the Customer shall be entitled to:

29.9.1 assign, novate or otherwise dispose of any or all of its rights and obligations under this
Contract and any associated third party licences to any other Contracting Authority; or

29.9.2 novate this Contract and any associated third party licences to any other body (including
any private sector body) which substantially performs any of the functions that
previously had been performed by the Customer. If this transfer increases the burden
of the Service Provider's obligations under this Contract the Service Provider shall be
entitled to any additional Charges that are reasonable by way of compensation and
which can be agreed through the Contract Change Procedure.

Subject to the provisions of Clause 29.11, any change in the legal status of the Customer such
that it ceases to be a Contracting Authority shall not affect the validity of this Contract. In such
circumstances, this Contract shall bind and inure to the benefit of any successor body to the
Customer.

If this Contract is novated to a body which is not a Contracting Authority pursuant to
Clause 29.9.2, or if a successor body which is not a Contracting Authority becomes the
Customer pursuant to Clause 29.10 (in the remainder of this Clause 27 both such bodies are
referred to as the Transferee):

29.11.1 the rights of termination of the Customer in Clause 10 shall be available, mutatis
mutandis, to the Service Provider in the event of the bankruptcy, insolvency, Default or
Persistent Breach of the Transferee;

29.11.2 the Transferee shall only be able to assign, novate or otherwise dispose of its rights and
obligations under this Contract or any part thereof with the previous consent in writing
of the Service Provider; and

29.11.3 the following Clauses shall be varied from the date of the novation or the date of the
change of status (as appropriate) as set out below as if this Contract had been amended
by the Customer and the Service Provider in accordance with Clause 8:

Clause 17.8.1 references to “Crown Body” shall be deleted and in Schedule 2-1, delete
the definition of “Crown Body”.

Unless otherwise stated to the contrary, any reference to the Service Provider in this Contract
shall include the Sub-Contractor. Notwithstanding any Sub-Contracting permitted hereunder,
the Service Provider shall remain primarily responsible for the acts and omissions of its Sub-
Contractors as though they were its own.

The Customer shall not be liable for any payment whatsoever to Sub-Contractors, the burden
of which shall be solely with the Service Provider.

30. RIGHTS OF THIRD PARTIES

30.1

30.2

30.3

To the extent that this Contract is expressed to confer rights or benefits on a party who is not a
party to this Contract, that party shall by virtue of the Contracts (Rights of Third Parties)
Act 1999, be entitled to enforce those rights as if it was a party to this Contract. The consent of
any person other than the Customer (or the Service Provider, as the case may be) is not required
to vary or terminate this Contract or alter or extinguish any rights created under this Clause 30.1.

Except as provided in Clause 30.1, a person who is not a party to this Contract shall have no
rights under the Contracts (Rights of Third Parties) Act 1999 to enforce any term of this Contract.
This Clause 30.2 does not affect any right or remedy of any person that exists or is available
otherwise than pursuant to that Act.

This Contract shall not create any rights under the Contracts (Rights of Third Parties) Act 1999
or otherwise for any Sub-Contractors.
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31. ACCESS TO CUSTOMER PREMISES

311

31.2

31.3

31.4

Any Customer Premises (including temporary buildings) made available to the Service Provider,
its Sub-Contractors and the Service Provider Personnel by the Customer in connection with this
Contract shall be made available free of charge solely for the purpose of performing this
Contract. The Service Provider shall have the use of the Customer Premises as licensee and
shall vacate the same upon the expiry or termination (howsoever arising) of this Contract.

The Customer shall be responsible for maintaining the internal and external structure of the
Customer Premises and the security of the Customer Premises in accordance with its security
procedures. The Service Provider shall comply with all health and safety and reasonable
security requirements of the Customer while on the Customer Premises and shall procure that
all of its Sub-Contractors and the Service Provider Personnel shall likewise comply with such
requirements. The Customer shall provide the Service Provider with copies of its security
procedures upon request and shall afford the Service Provider an opportunity to inspect its
physical security arrangements.

The Service Provider shall notify the Customer as soon as practicable of any health and safety
hazards at the Customer Premises of which it becomes aware. The Service Provider will draw
these hazards to the attention of the Service Provider Personnel and will instruct those persons
in connection with any necessary associated safety measures.

The Customer may refuse admission to any Customer Premises and/or direct the Service
Provider to end the involvement in the provision of the Services of any of the Service Provider
Personnel whom the Customer believes represents a security risk or does not have the required
levels of training and expertise or where the Customer has other grounds for doing so. The
decision of the Customer shall be final.

32. AUDIT

321

32.2

32.3

32.4

The Service Provider shall keep and maintain until seven years (7) after the Contract has been
completed, or as long a period as may be agreed between the parties, full and accurate records
of the Contract including:

32.1.1 all expenditure reimbursed by the Customer; and
32.1.2 all payments made by the Customer.

The Service Provider shall on request afford the Customer or the Customer’s representatives
such access to those records as may be required in connection with the Contract.

The Customer, acting by itself or through an agent, shall have the right during the Term and for
a period of eighteen (18) months thereafter, to assess compliance by the Service Provider
and/or its Sub-Contractors for the following purposes:

32.3.1 to verify the accuracy of the Charges and any other amounts payable by the Customer
under this Contract

32.3.2 to verify the Service Provider and Sub-Contractor’'s compliance with this Contract and
applicable Law; and

32.3.3 for any other lawful or required purpose.
Except where an audit is imposed on the Customer by a regulatory body, the Law or where the
Customer has reasonable grounds for believing that the Service Provider has not complied with

its obligations under this Contract, the Customer may not conduct an audit of the Service
Provider or of the same Sub-Contractor more than once in any Year.
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33. FORCE MAJEURE

33.1

Neither party shall be in breach of this Contract nor liable for delay in performing, or failure to
perform, any of its obligations under this Contract if such delay or failure result from a Force
Majeure Event. In such circumstances the time for performance shall be extended by a period
equivalent to the period during which performance of the obligation has been delayed or failed
to be performed. If the period of delay or non-performance continues for four (4) weeks, the
party not affected may terminate this Contract by giving 10 Days' written notice to the Affected
Party.

34. LEGISLATIVE CHANGE

34.1

34.2

The Service Provider shall bear the cost of ensuring that the Services comply with all Laws and
any amendments thereto, except where any such amendment could not reasonably have been
foreseen by a reasonably diligent service provider similar to the Service Provider as at the
Effective Date.

Where such reasonably unforeseeable amendments are necessary, the Customer and the
Service Provider shall use all reasonable endeavours to agree upon reasonable adjustments to
the Charges as may be necessary to compensate the Service Provider for such additional costs
as are both reasonably and necessarily incurred by the Service Provider in accommodating
such amendments.

35. WAIVER AND CUMULATIVE REMEDIES

35.1

35.2

35.3

35.4

The failure of the Service Provider or the Customer to insist upon strict performance of any
provision of this Contract or to exercise any right or remedy to which it is entitled hereunder,
shall not constitute a waiver thereof and shall not cause a diminution of the obligations
established by this Contract.

A waiver of any Default shall not constitute a waiver of any other Default. Any failure to exercise
or any delay in exercising a right or remedy by either party shall not constitute a waiver of that
right or remedy or of any other rights or remedies.

No waiver of any of the provisions of this Contract shall be effective unless it is expressed to be
a waiver communicated by notice, in accordance with the provisions of Clause 9.

The rights and remedies provided by this Contract are cumulative and, unless a right or remedy
of the Customer is expressed to be an exclusive right or remedy, the exercise of it by the
Customer is without prejudice to the Customer’s other rights and remedies provided at law or in
equity or otherwise under this Contract.

36. LAW AND JURISDICTION

36.1

36.2

36.3

Subject to the provisions of Clause 20, the Customer and the Service Provider accept the
exclusive jurisdiction of the English Courts and agree that this Contract is to be governed by
and construed according to English law.

Not used.

This Contract shall be binding upon the Customer and its successors and assignees and the
Service Provider and the Service Provider’s successors and permitted assignees.

37. ENTIRE AGREEMENT

371

This Contract, together with the documents referred to in it and attached to it, constitutes the
entire agreement and understanding between the Customer and the Service Provider relating
to the subject matter hereof and supersedes, cancels and nullifies any previous agreement
between the parties to such matters notwithstanding the terms of any previous agreement or
arrangement expressed to survive termination.
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37.2 The parties acknowledge that the Solution may have corresponding terms of use which may,
amongst other things, set out the purposes for which the Solution may be used (which may be
presented to End Users on downloading or otherwise accessing the App) (the “Solution TOU”).
To the extent of any conflict or inconsistency between this Contract and the Solution TOU, the
terms of this Contract shall prevail. The Solution TOU shall in no event create additional
liabilities, restrictions or obligations on the Customer or End Users. This Clause 37.2 shall apply
regardless of any statement to the contrary in the Solution TOU.

37.3  Each of the parties acknowledge and agree that in entering into this Contract and the documents
referred to in it and attached to it, it does not rely on, and shall have no remedy in respect of,
any statement, representation, warranty or undertaking (whether negligently or innocently
made) other than as expressly set out in this Contract. The only remedy available to either party
in respect of any such statements, representation, warranty or understanding shall be for breach
of contract under the terms of this Contract.

37.4  Nothing in this Clause 37 shall operate to exclude any liability for fraud or fraudulent
misrepresentation.

38. RELATIONSHIP OF THE PARTIES

38.1  Nothing in this Contract is intended to create a partnership, or legal relationship of any kind that
would impose liability upon one party for the act or failure to act of the other party, or to authorise
either party to act as agent for the other party. Neither party shall have authority to make
representations, act in the name of, or on behalf of, or to otherwise bind the other party.

39. FURTHER CUSTOMER OBLIGATIONS

39.1  The Customer’s Obligations are set out in Schedule 2-24.

40. GUARANTEE

40.1  Not used.

41. SERVICE TRANSFER PLAN (STP)

41.1  The Service Provider shall prepare and keep updated during the Term a STP for review by the
Customer no later than three (3) months prior to the Effective Date and at regular intervals
thereafter as specified in Schedule 2-12 (Exit and Service Transfer Arrangements).

42. GOODS
42.1.1 Not used.

43. INSTALLATION WORKS

43.1  Where the Customer has specified Installation Works in the Request for Drawdown Services (or
elsewhere in this Contract) and the Service Provider reasonably believes it has completed the
Installation Works it shall notify the Customer in writing. Following receipt of such notice, the
Customer shall inspect the Installation Works in accordance with the Acceptance Test Criteria
and the provisions of Schedule 2-6.

43.2  Throughout the Term, the Service Provider shall have at all times all licences, approvals and
consents necessary to enable the Service Provider and the Service Provider Personnel to carry
out the Installation Works.

44. PROVISION OF CONSUMABLES

44 1 Not used.
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45. ACCEPTANCE TESTS

451  The Service Provider shall comply with the Acceptance Procedures for the Service as set out in
Schedule 2-6 (Acceptance Procedure).

46. PACKAGING, IDENTIFICATION AND END OF USE
46.1 Not used.
47. SUSTAINABLE DEVELOPMENT

47.1  The Service Provider shall comply in all material respects with applicable environmental and
social Law requirements in force from time to time in relation to the Services. Where the
provisions of any such Law are implemented by the use of voluntary agreements, the Service
Provider shall comply with such agreements as if they were incorporated into English law subject
to those voluntary agreements being cited in the Specification. Without prejudice to the
generality of the foregoing, the Service Provider shall:

(a) comply with all Policies and/or procedures and requirements set out in the Specification
in relation to any stated environmental and social requirements, characteristics and
impacts of the Services and the Service Provider’s supply chain;

(b) maintain relevant policy statements documenting the Service Provider's significant
social and environmental aspects as relevant to the Services being provided and as
proportionate to the nature and scale of the Service Provider’s business operations; and

(c) maintain plans and procedures that support the commitments made as part of the
Service Provider’s significant social and environmental policies. The Service Provider
shall meet reasonable requests by the Customer for information evidencing the Service
Provider's compliance with the provisions of this Clause 47.

48. ELECTRONIC SERVICES INFORMATION
Not used.
49. CUSTOMER DATA AND DATA PROTECTION
49.1  The provisions of Schedule 2.22 shall apply in respect of Customer Data and Data Protection.

49.2  The Supplier shall not use any data, information, or materials provided by or originating from
the Ministry of Defence (“MOD Data”) for the purposes of training, testing, fine-tuning, or
otherwise developing any artificial intelligence (Al) systems, models, or capabilities, whether
proprietary or third-party.

50. SECURITY REQUIREMENTS AND SERVICE PROVIDER PERSONNEL VETTING

50.1  The Service Provider shall comply and shall procure the compliance of the Service Provider
Personnel, with the Security Policy and the Security Management Plan and the Service Provider
shall ensure that the Security Management Plan produced by the Service Provider fully complies
with the Security Policy.

50.2 The Customer shall notify the Service Provider of any changes or proposed changes to the
Security Policy.

50.3 If the Service Provider believes that a change or proposed change to the Security Policy will
have a material and unavoidable cost implication to the Services it may submit a Contract
Change Note. In doing so, the Service Provider must support its request by providing evidence
of the cause of any increased costs and the steps that it has taken to mitigate those costs. Any
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50.4

50.5

50.6

50.7

50.8

50.9

50.10

change to the Charges shall then be agreed in accordance with the Contract Change Procedure.

Until and/or unless a change to the Charges is agreed by the Customer pursuant to Clause 50.3
the Service Provider shall continue to provide the Services in accordance with its existing
obligations.

The Service Provider shall, as an enduring obligation throughout the Term, use the latest
versions of anti-virus definitions and software available from an industry accepted anti-virus
software vendor to check for, contain the spread of, and minimise the impact of Malicious
Software in the ICT Environment (or as otherwise agreed by the parties).

Notwithstanding Clause 50.5, if Malicious Software is found, the parties shall co-operate to
reduce the effect of the Malicious Software and, particularly if Malicious Software causes loss
of operational efficiency or loss or corruption of Customer Data, assist each other to mitigate
any losses and to restore the Services to its desired operating efficiency.

Any cost arising out of the actions of the parties taken in compliance with the provisions of
Clause 50.6 shall be borne by the parties as follows:

(d) by the Service Provider where the Malicious Software originates from the Service
Provider Software, the Third Party Software supplied by the Service Provider (except
where the Customer has waived the obligation set out in Clause 50.5) or the Customer
Data (whilst the Customer Data was under the control of the Service Provider) unless
the Service Provider can demonstrate that such Malicious Software was present and
not quarantined or otherwise identified by the Customer when provided to the Service
Provider; and

(e) by the Customer if the Malicious Software originates from the Customer Software (in
respect of which the Customer has waived its obligation set out in Clause 50.5) or the
Customer Data (whilst the Customer Data was under the control of the Customer).

The Service Provider shall comply with the Staff Vetting Procedures in respect of all Service
Provider Personnel employed or engaged in the provision of the Services.

The Service Provider confirms that all Service Provider Personnel employed or engaged by the
Service Provider at the Effective Date were vetted and recruited on a basis that is equivalent to
and no less strict than the Staff Vetting Procedures.

The Service Provider shall provide training on a continuing basis for all Service Provider
Personnel employed or engaged in the provision of the Services in compliance with the Security
Policy and Security Management Plan.

51. MAINTENANCE OF THE ICT ENVIRONMENT

51.1

51.2

51.3

51.4

51.5

If specified by the Customer in the Request for Drawdown Services (or elsewhere in this
Contact), the Service Provider shall create and maintain a rolling schedule of planned
maintenance to the ICT Environment (Maintenance Schedule).

The Service Provider shall create, maintain and provide to the Customer a Maintenance
Schedule.

The Service Provider shall only undertake such planned maintenance (which shall be known as
Permitted Maintenance) in accordance with the Maintenance Schedule or as otherwise agreed
with the Customer.

The Service Provider shall give as much notice as is reasonably practicable to the Customer
prior to carrying out any Emergency Maintenance.

The Service Provider shall carry out any necessary maintenance (whether Permitted
Maintenance or Emergency Maintenance) where it reasonably suspects that the ICT
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Environment and/or the Goods and Services or any part thereof has or may have developed a
fault. Any such maintenance shall be carried out in such a manner and at such times so as to
avoid (or where this is not possible so as to minimise) disruption to the ICT Environment and
the provision of the Goods and Services.

52. INTELLECTUAL PROPERTY RIGHTS, INDEMNITY AND ESCROW

Intellectual Property Rights

52.1

52.2

52.3

52.4

52.5

52.6

52.7

Save as granted under this Contract, neither the Customer nor the Service Provider shall
acquire any right, title or interest in or to the other’s Pre-Existing Intellectual Property Rights.
The Service Provider acknowledges that the Customer Data is the property of the Customer
and the Customer hereby reserves all Intellectual Property Rights which may subsist in the
Customer Data.

The Service Provider shall ensure that no unlicensed software or open source software (other
than the Open Source Ordered Software) is interfaced with or embedded within any software
which is proprietary to the Customer or which is developed by or on behalf of the Service
Provider under this Contract.

The Customer acknowledges that the Open Source Ordered Software is subject to the open
source licensing terms set out in Schedule 2-18 (Software and Software Licence Terms) and
that the Intellectual Property Rights in the Open Source Ordered Software are owned by a
variety of third parties. The Service Provider shall not do or allow to be done any act or omission
which would cause the licence terms relating to the Open Source Ordered Software to be
breached.

The Service Provider will convey to the Customer the Open Source Ordered Software and
associated documentation (including technical specifications, user manuals, operating manuals,
process definitions and procedures) on the applicable open source licence terms set out in
Annex B of Schedule 2-18 (Software and Software Licence Terms).

Subject to Clause 52.6 and 52.7, all Contract Generated Intellectual Property Rights shall be
proprietary to and owned by the Service Provider.

The Service Provider hereby grants, or shall procure the direct grant, to the Customer a
perpetual, royalty free, irrevocable, non-exclusive and global licence to use, the Contract
Generated Intellectual Property Rights solely to the extent and for the purposes of receiving and
using the Services under this Contract.

Where the applicable open sourcing licensing terms set out in Annex B of Schedule 2-18
(Software and Software Licence Terms) require that relevant Contract Generated Intellectual
Property Rights shall be subject to licensing on the same terms as set out in such open source
licensing terms the Service Provider or the Customer (as applicable) shall take all steps
necessary to comply with the licensing terms, including making available the source code of the
Contract Generated Intellectual Property Rights where required by the applicable open source
licensing terms.

52.8 Where the applicable open source licensing terms set out in Schedule 2-18 (Software and

Software Licence Terms) do not require that any relevant Contract Generated Intellectual
Property Rights shall be subject to licensing on the same terms as set out in such open source
licensing terms, the Customer shall be entitled at its discretion either:

(f) to take all steps necessary to place the Contract Generated Intellectual Property Rights
into open source, including complying with the applicable licensing terms and making
available the source code of the Contract Generated Intellectual Property Rights; or

(9) otherwise (in which case the Customer will licence the Service Provider to use and
modify the Contract Generated Intellectual Property Rights to the extent necessary to
perform its obligations under this Contract).
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52.9

52.10

The Service Provider:

(h) hereby grants to the Customer a licence to use the Service Provider Software on its
standard licence terms (set out in Annex A to Schedule 2-18 (Software and Software
Licence Terms));

(i) shall procure that the owners or the authorised licensors of any Third Party Software
hereby grant a licence to the Customer on the Third Party Software owner’s standard
licence terms (as set out in Annex B of Schedule 2-18 (Software and Software Licence
Terms)); and

() hereby grants to the Customer a non-exclusive licence to copy the descriptions of the
Services, including technical specifications, user manuals, operating manuals, process
definitions and procedures, for any purpose that is connected with or otherwise
incidental to the exercise of the rights granted to the Customer under this Clause 52.9.

To the extent that the Service Provider creates any materials (in whatever form or media),
outside the scope of the open source licensing terms, including training, marketing, promotional
or publicity materials, relating to the provision of the Services (“Materials”) it shall provide copies
of all Materials to the Customer promptly and the Service Provider hereby grants to the
Customer a royalty free, irrevocable, non-exclusive licence for such term as the Customer shall
require to use all and any Intellectual Property Rights in the Materials as it shall reasonably
require with the ability to sub-licence the same.

IPR Indemnity

52.11

52.12

52.13

52.14

52.15

The Service Provider shall ensure and procure that the availability, provision and supply of the
Services and the performance of the Service Provider’s responsibilities and obligations
hereunder shall not infringe any Intellectual Property Rights of any third party.

The Service Provider shall at all times, during and after the Term, indemnify the Customer and
keep the Customer indemnified against all claims, demands, actions, costs, expenses (including
legal costs and disbursements on a solicitor and client basis), losses and damages arising from
or incurred by reason of any infringement or alleged infringement (including the defence of such
alleged infringement) of any Intellectual Property Right by the:

(k) availability, provision or use of the Services (or any parts thereof); and
)] performance of the Service Provider’'s responsibilities and obligations hereunder.

The Service Provider shall promptly notify the Customer if any claim or demand is made or
action brought against the Service Provider for infringement or alleged infringement of any
Intellectual Property Right that may affect the availability, provision or use of the Services (or
any parts thereof) and/or the performance of the Service Provider’s responsibilities and
obligations hereunder.

The Customer shall promptly notify the Service Provider if any claim or demand is made or
action brought against the Customer to which Clause 52.12 may apply. The Service Provider
shall at its own expense conduct any litigation arising therefrom and all negotiations in
connection therewith diligently using competent counsel and in such a way as not to bring the
reputation of the Customer into disrepute and the Customer hereby agrees to grant to the
Service Provider exclusive control of any such litigation and such negotiations but is required to
keep the Customer fully informed with respect of any such Intellectual Property Rights claim.

The Customer shall at the request of the Service Provider afford to the Service Provider all
reasonable assistance for the purpose of contesting any claim or demand made or action
brought against the Customer to which Clause 52.12 may apply or any claim or demand made
or action brought against the Service Provider to which Clause 52.13 may apply. The Service
Provider shall reimburse the Customer for all costs and expenses (including legal costs and
disbursements on a solicitor and client basis) incurred in so doing.
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52.16

52.17

52.18

52.19

52.20

52.21

Except where required by Law, the Customer shall not make any admissions that may be
prejudicial to the defence or settlement of any claim, demand or action for infringement or
alleged infringement of any Intellectual Property Right to which Clause 52.12 may apply or any
claim or demand made or action brought against the Service Provider to which Clause 52.13

may apply.

If a claim or demand is made or action brought to which Clause 52.12, 52.13 and/or 52.14 may
apply, or in the reasonable opinion of the Service Provider is likely to be made or brought, the
Service Provider may at its own expense and within a reasonable time either:

(m) modify any or all of the affected Services without reducing the performance and
functionality of the same, or substitute alternative goods and/or services of equivalent
performance and functionality for any or all of the affected Services, so as to avoid the
infringement or the alleged infringement, provided that:

521711 the terms herein shall apply mutatis mutandis to such modified or
substituted goods and/or services;

52.17.1.2  such substitution shall not increase the burden or costs on the Customer;
and

52.17.1.3 such modified or substituted goods and/or services items shall be
acceptable to the Customer, such acceptance not to be unreasonably
withheld; or

(n) procure a licence to use the Services on terms that are reasonably acceptable to the
Customer; and

(0) in relation to the performance of the Service Provider’'s responsibilities and obligations
hereunder, promptly re-perform those responsibilities and obligations.

The provisions of Clauses 52.12 and 52.17 shall not apply insofar as any such claim or demand
or action is in respect of any:

(p) use by the Customer of the Services in combination with any item, good or service not
supplied or approved by the Service Provider (or its Sub-Contractors) where such use
of the Services directly gives rise to the claim, demand or action; or

(q) modification carried out by or on behalf of the Customer to the Services provided under
this Contract if such modification is not authorised by the Service Provider (or its Sub-
Contractors) in writing; or

(n use by the Customer of the Services in a manner not reasonably to be inferred from the
specification or requirements of the Customer.

If the Service Provider elects to modify the Services or to supply substitute goods and/or
services pursuant to Clause (m) or to procure a licence under Clause (n) and this has not
avoided any claim, demand or action for infringement or alleged infringement, then the
Customer may terminate this Contract by written notice with immediate effect and, without
prejudice to the indemnity in Clause 52.12, the Service Provider shall be liable for the value of
the additional costs incurred in implementing and maintaining replacement goods and/or
services and shall have no further liability in respect of the said claim, demand or action.

Clauses 52.12 and 52.17 set out the entire financial liability of the Service Provider with regard
to the infringement of any Intellectual Property Right by the availability, provision or use of the
Services (or any parts thereof) and/or the performance of the Service Provider’s responsibilities
and obligations hereunder. This shall not affect the Service Provider’s financial liability for other
Defaults or causes of action that may arise hereunder.

The Customer warrants that the Service Provider’s use of any third party item supplied directly
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by the Customer in accordance with any instructions given by the Customer in connection with
the use of such item shall not cause the Service Provider to infringe any third party’s Intellectual
Property Rights in such item.
Escrow
Not used.
53. STAFFING AND TUPE
Not used.
54. MANAGED SERVICES
Not used.
55. ASSUMED CONTRACTS AND CUSTOMER FURNISHED ITEMS
Not used.
56. SERVICE PROVISION
Not used.
57. BENCHMARKING
Not used.

58. CONTINOUS IMPROVEMENT

Not used.
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For and on behalf of the Customer For and on behalf of the Service Provider
Authorised signatory: [REDACTED] Authorised signatory: [REDACTED]
Name: [REDACTED] Name: [REDACTED]
Title: [REDACTED] Title: [REDACTED]
Date: 09 December 2025 Date: 09 December 2025
Page | 37

In Commercial Confidence

OFFICIAL



OFFICIAL

CALL OFF TERMS AND CONDITIONS

SCHEDULE 21

INTERPRETATIONS

Acceptance Date

has the meaning ascribed to it in paragraph 2.6 of Schedule 2-6 (Acceptance
Procedure).

Acceptance
Procedures

means the procedure of that name as specified in Schedule 2-6 (Acceptance
Procedures).

Acceptance Test

means a test to be conducted in accordance with the provisions of
Schedule 2-6 (Acceptance Procedure) and Acceptance Tests shall be
construed accordingly.

Acceptance Test
Criteria

means the test criteria specified in Schedule 2-6 (Acceptance Procedures).

Acceptance Test
Period

means the period during which the Acceptance Procedures shall be
performed, pursuant to the provisions of Schedule 2-6 (Acceptance
Procedures).

Acquired Rights
Directive

means the European Council Directive 77/187/EEC on the approximation of
laws of European member states relating to the safeguarding of employees’
rights in the event of transfers of undertakings, businesses or parts of
undertakings or businesses, as amended.

Affected Party

means the party seeking to claim relief in respect of a Force Majeure Event.

Affiliate

means any person, partnership, joint venture, corporation or other form of
enterprise, domestic or foreign, including subsidiaries that directly or
indirectly are controlled by, or are under common control with the Service
Provider or its Parent Company.

Assumed Contracts

means contracts that the Service Provider identifies as part of the Set-up
Services and that will be subject to the obligations of Clause 55.

Availability

means when the Service Provider System and the Services are accessible
and can be utilised by End Users and “Available” shall be construed
accordingly.

For the avoidance of doubt, a Service Provider System will not be deemed
Unavailable in circumstances where End Users are not able to access the
relevant solution (or part thereof) as a result of issues which are outside the
boundary of the relevant solution and/or which relate to services that are
outside the Service Provider's responsibility (e.g. networks, and other
systems to which the Service Provider System interfaces, including national
services e.g. Spine services).

“Unavailable” shall be construed as when the whole user base of the Service
Provider Solution receives no response from the central server, no matter
which function is being performed.

Availability Reports

means reports submitted by the Service Provider to the Customer as
specified in Schedule 2-7 (Contract, Service Management and Reporting).

BACS

means the Banks Automated Clearing System.

BCDR Plan

means the plan consisting of general business continuity and disaster
recovery principles, the Business Continuity Plan and Disaster Recovery
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Plan as further described in paragraph 1.2 of Schedule 2-16 (BCDR Plan).

Benchmarker

has the meaning given in Schedule 2-25.

Benchmarking
Report

means the report produced by the Benchmarker following a Benchmark
Review.

Benchmark Review

means any benchmarking of the Charges as conducted by the Benchmarker
under Schedule 2-25.

Beneficiary means a Party having (or claiming to have) the benefit of an indemnity under
this Contract.
Break Date Means the 3rd and 5th anniversary of the Service Commencement Date.

Breach of Security

means in accordance with the security requirements in Schedule 2-17
(Security Management Plan) and the Security Policy, the occurrence of (a)
any unauthorised access to or use of the Services, the Customer Premises,
the Sites, the Service Provider System and/or any ICT, information or data
(including the Confidential Information and the Customer Data) used by the
Customer and/or the Service Provider in connection with this Contract;
and/or (b) the loss and/or unauthorised disclosure of any information or data
(including the Confidential Information and the Customer Data), including
any copies of such information or data, used by the Customer and/or the
Service Provider in connection with this Contract.

Business As Usual
Date

has the meaning set out in paragraph 3.1.1 of Schedule 2-4 (Charges and
Invoicing).

Business Continuity
Plan

has the meaning set out in paragraph 1.2.2 of Schedule 2-16 (BDCR Plan).

Cabinet Office
Statement

means the Cabinet Office Statement of Practice on Staff Transfers in the
Public Sector 2000 (January 2000 as revised in November 2007 and
December 2013 and as may be further amended from time to time) and the
annex to the Cabinet Office Statement entitled “A Fair Deal for Pensions:
staff transfer from central government” (October 2013 and as may be further
amended from time to time) and, where applicable, any related guidance
notes issued by HM Treasury (as amended from time to time).

CCN Effective Date

has the meaning ascribed to it in paragraph 3.3.1 of Schedule 2-8 (Contract
Change Procedure).

CEDR means the Centre for Effective Dispute Resolution.

Charges means the Delivery Milestone Payments and the Monthly Service Charges
made by the Customer to the Service Provider both ascertained in
accordance with Schedule 2.4 (Charges and Invoicing).

Claim means any claim which it appears that a Beneficiary is, or may become
entitled to indemnification under this Contract.

Clock Stop means a period of time during which the Service Provider may pause the Fix

Time measurement in relation to the relevant Service Incident, and the
Service Provider may pause such measurement where the Service Provider
is awaiting an instruction, decision or information from the Customer and (in
the meantime) the Service Provider is unable to progress the Service
Incident or service request; and in this case the Service Provider shall
measure the period of time from the date and time of the Service Provider’s
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request for the relevant instruction, decision or information, until the date and
time when such is provided by, for or on behalf of the Customer, and such
period of time shall be deducted from the Fix Time

Code

has the meaning ascribed to it in Clause 18.5 of this Contract.

Commercially
Sensitive
Information

means (i) the information listed in Schedule 2-11 (Commercially Sensitive
Information); or (ii) the information notified to the Customer in writing (prior
to the commencement of this Contract) which has been clearly marked as
Commercially Sensitive Information comprised of information: a) which is
provided by the Service Provider to the Customer in confidence for the period
set out in that Schedule or natification; and/or b) which constitutes a trade
secret.

Confidential
Information

means the Customer Confidential Information and/or the Service Provider
Confidential Information.

Consumables

means any consumables supplied to the Customer by the Service Provider
under this Contract (to include, without limitation, any consumables referred
to in the Specification).

Contract means the Clauses of this contract together with the Schedules and annexes
to it and any documents referred to in it or attached to it.

Contract Change means the contract change note specified in Annex A to Schedule 2-8

Note (CCN) (Contract Change Procedure).

Contract Change means the contract change procedure specified in Schedule 2-8 (Contract

Procedure Change Procedure) for making changes to this Contract.

Contract Generated
Intellectual Property
Rights

means any Intellectual Property Rights created by the Service Provider as a
result of the performance by the Service Provider of its obligations under this
Contract including the Specially Written Software. There is and will be no
Contract Generated Intellectual Property Rights under this contract.

Contracted Hours

means 24 hours each day, seven days each week and 365 days each year
(or 366 days in each leap year) unless otherwise notified by the Customer to
the Service Provider.

Contracting
Authority

means a contracting authority as listed in the OJEU Notice.

Contract Year

a consecutive period of twelve (12) Months commencing on the Effective
Date or each anniversary thereof.

Controller,
Processor, Data
Subject, Personal
Data, Personal Data
Breach, Data
Protection Officer

take the meaning given in the GDPR.

Conviction or
Convictions

means other than in relation to minor road traffic offences, any previous or
pending prosecutions, convictions, cautions and binding-over orders
(including any spent convictions as contemplated by Section 1(1) of The
Rehabilitation of Offenders Act 1974 by virtue of the exemptions specified in
Part 1l of Schedule 1 of the Rehabilitation of Offenders Act 1974 (Exceptions)
Order 1975 (SI 1975/1023) and the Rehabilitation of Offenders Act 1974
(Exceptions) (Amendment) Order 2001 (S1 2001/1192) or any replacement
or amendment to those Orders) provided any such convictions are not
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“protected” convictions as defined by the Rehabilitation of Offenders Act
1974 (Exceptions) Order 1975 (as amended)).

Crown Body means any department, office or agency of the Crown and “Crown Bodies”
shall be construed accordingly.

Customer means all Personal Data, Customer Data and any information, however it is

Confidential conveyed, that relates to the business, affairs, developments, trade secrets,

Information know-how, personnel, and suppliers of the Customer, including all

Intellectual Property Rights, together with all information derived from any of
the above, and any other information clearly designated as being confidential
(whether or not it is marked “confidential”’) or which ought reasonably be
considered to be confidential.

Customer Data

means (a) the data, text, drawings, diagrams, images or sounds (together
with any database made up of any of these) which are embodied in any
electronic, magnetic, optical or tangible media, and which are: (i) supplied to
the Service Provider by or on behalf of the Customer; or (ii) which the Service
Provider is required to generate, process, store or transmit pursuant to this
Contract; or (b) any Personal Data for which the Customer is the Data
Controller.

Customer
Furnished Items

means any items issued or otherwise furnished in connection with this
Contract by or on behalf of the Customer.

Customer Premises

means premises owned, controlled or occupied by the Customer or any
Crown Body which are made available for use by the Service Provider or its
Sub-Contractors for provision of the Services on the terms set out in this
Contract or any separate agreement or licence.

Customer System

means the Customer’s computing environment (consisting of hardware,
software and/or telecommunications networks or equipment) used by the
Customer or the Service Provider in connection with this Contract which is
owned by or licensed to the Customer by a third party and which interfaces
with the Service Provider System or which is necessary for the Customer to
receive the Services.

Customer’s
Contract Manager

means the Customer commercial representative as may be notified by the
Customer to the Service Provider.

Data Loss Event

means any event that results, or may result, in unauthorised access to
Personal Data held by the Service Provider under this Contract, and/or
actual or potential loss and/or destruction of Personal Data in breach of this
Contract, including any Personal Data Breach.

Data Protection
Impact Assessment

an assessment by the Controller of the impact of the envisaged processing
on the protection of Personal Data.

Data Protection
Legislation

(i) the GDPR, the LED and any applicable national implementing Laws as
amended from time to time (ii) the DPA 2018 to the extent that it relates to
processing of personal data and privacy; (iii) all applicable Law about the
processing of personal data and privacy.

Data Subject
Access Request

a request made by, or on behalf of, a Data Subject in accordance with rights
granted pursuant to the Data Protection Legislation to access their Personal
Data.

Days

means calendar days.
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Deductions means all Service Credits or any other deductions relevant to the
performance of the Service Provider under the Contract
Default means any breach of the obligations of any party (including but not limited to

fundamental breach or breach of a fundamental term) or any default, act,
omission, negligence or statement of any party, its employees, agents or
Sub-Contractors in connection with or in relation to the subject matter of this
Contract and in respect of which such party is liable to the other.

Delivery Milestone
Payments

means the Charges set out in paragraph 3.1 of Schedule 2-4 (Charges and
Invoicing).

Disaster

means the occurrence of one or more events which, either separately or
cumulatively, mean that the Services, or a material part of the Services will
be unavailable for a period of five (5) calendar days or more or which is
reasonably anticipated will mean that the Services or a material part of the
Services will be unavailable for that period.

Disaster Recovery

means the process of restoration of the Services by the provision of the
Disaster Recovery Services.

Disaster Recovery
Plan

has the meaning set out in paragraph 1.2.3 of Schedule 2-16 (BCDR Plan).

Disaster Recovery
Services

means the disaster recovery and/or business continuity services (as the
context may require) to be provided by the Service Provider pursuant to
Schedule 2-16 (BDCR Plan).

Disaster Recovery
Systems

means the system identified by the Service Provider in the Service Provider
Solution which shall be used for the purpose of delivering the Disaster
Recovery Service.

DPA 2018

Data Protection Act 2018.

Effective Date

means the date on which this Contract is signed by both parties.

Employee Liabilities

means all claims and staffing related liabilities whatsoever, including without
limitation, claims for redundancy payments, unlawful deduction of wages,
unfair, wrongful or constructive dismissal compensation, compensation for
sex, race or disability discrimination or discrimination on any of the protected
grounds under the Equality Act 2010 or claims for equal pay, compensation
for less favourable treatment of part-time workers, and any claims whether
in tort, contract or statute or otherwise, demands, actions, proceedings and
any award, compensation, damages, tribunal awards, fine, loss, order,
penalty, disbursement, payment made by way of settlement and costs and
expenses reasonably incurred in connection with a claim or investigation
(including any investigation by the Equality and Human Rights Commission
or other enforcement, regulatory or supervisory body and of implementing
any requirements which may arise from such investigation), and any
expenses and legal costs on an indemnity basis.

End User

means any person authorised to use the Service Provider System.

Emergency
Maintenance

means ad hoc and unplanned maintenance provided by the Service Provider
where:

a) the Customer reasonably suspects that the ICT Environment or the
Goods and/or Services, or any part of the ICT Environment or the Goods
and/or Services, has or may have developed a fault, and notifies the Service
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Provider of the same; or

b) the Service Provider reasonably suspects that the ICT
Environment or the Goods and/or Services, or any part the ICT Environment
or the Goods and/or Services, has or may have developed a fault.

Environmental
Information
Regulations

means the Environmental Information Regulations 2004 together with any
guidance and/or codes of practice issued by the Information Commissioner
or relevant Government Department in relation to such regulations.

Environmental
Management
System

includes EMAS, ISO 14001 and other environment management standards
as notified to the Service Provider by the customer from time to time.

Estimated Yearly
Charges

means for the purposes of calculating each Party’s annual liability under
Clause 14:

i in the first Contract Year, the Estimated Year 1 Contract Charges; or

ii. in any subsequent Contract Years, the Charges paid or payable in
the previous Contract Year; or

iii. after the end of the Contract, the Charges paid or payable in the last
Contract Year during the Contract Period.

European Economic
Area

means the European Economic Area consists of the European Union and all
European Free Trade Association countries expect Switzerland.

Exit and Service
Transfer
Arrangements

means the arrangements set out in Schedule 2-12 (Exit and Service Transfer
Arrangements) which shall apply in the event of the expiry or termination
(howsoever arising) of this Contract.

Fair Deal for Staff

means the annex to the Cabinet Office Statement entitled “A Fair Deal for

Pensions Pensions: staff transfer from central government” (October 2013 and as may
be further amended from time to time) and, where applicable, any related
guidance notes issued by HM Treasury (as amended from time to time).

Firm Price means the pricing for years 1-3 will not be subject to variation in any respect.

Fixed Price means the pricing from year 4 onwards will be calculated using the formula

ascribed in paragraph 3.3 of Schedule 2-4 (Charges and Invoicing)

Fix Time of a
Service Incident

means the period from the time that the Service Incident has been reported
to the Service Provider to the point of it being Resolved, less any time where
a Clock Stop applies.

FOIA

means the Freedom of Information Act 2000 and any subordinate legislation
made under this Act from time to time together with any guidance and/or
codes of practice issued by the Information Commissioner's Office or
relevant Government Department in relation to such legislation.

Force Majeure
Event

means any circumstance not within a party’s reasonable control including,
without limitation: acts of God, flood, drought, earthquake or other natural
disaster; epidemic or pandemic; terrorist attack, civil war, civil commotion or
riots, war, threat of or preparation for war, armed conflict, imposition of
sanctions, embargo, or breaking off of diplomatic relations; nuclear, chemical
or biological contamination or sonic boom; any law or any action taken by a
government or public authority, collapse of buildings, fire, explosion or
accident; and any labour or trade dispute, strikes, industrial action or
lockouts. Excluding for the avoidance of doubt, the withdrawal of the United
Kingdom from the European Union and any related circumstances, events,
changes or requirements.
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Framework means the meaning ascribed to it in recital b) of this Contract.
Agreement
GDPR means the General Data Protection Regulation (Regulation (EU) 2016/679).

General Principles

has the meaning ascribed to it in paragraph 1.2.1 of Schedule 2-16 (BDCR
Plan).

Good Industry
Practice

means the exercise of that degree of skill, care, prudence, efficiency,
foresight and timeliness as would be expected from a leading company
within the relevant industry or business sector.

Goods

means any goods used in the provision of the Services including hardware
and software.

Guidance

means any applicable binding guidance, direction or determination and any
policies, advice or industry alerts which apply to the Services, to the extent
that the same are published and publicly available or the existence or
contents of them have been notified to the Service Provider by the Customer
and/or have been published and/or notified to the Service Provider by the
Department of Health, Monitor, NHS England, the Medicines and Healthcare
Products Regulatory Agency, the European Medicine Agency, the European
Commission, the Care Quality Commission and/or any other regulator or
competent body.

HQVC Index

means the Services Producer Price Index (SPPI) for the "Information and
communication services" (CPA 61-63) published by the Office for National
Statistics (ONS) of the United Kingdom, specifically the time series identified
by the unique code HQVC (Base Year 2015=100)

ICT Environment

means the Customer System and the Service Provider System.

Implementation
Plan

means the plan necessary to implement provision of the Services
incorporated in Schedule 2-5 (Implementation Plan).

Indemnifier means a Party from whom an indemnity is sought under this Contract.
Information has the meaning given under section 84 of FOIA.
Information means the independent body responsible for policing and enforcing the data

Commissioner’s
Office

protection and freedom of information regime in the UK.

Insolvency Event

means where:

a) the Service Provider is deemed unable to pay its debts within the
meaning of Section 123 of the Insolvency Act 1986;

b) the Service Provider commences negotiations with all or any class of
its creditors with a view to rescheduling any of its debts, or makes a
proposal for or enters into any compromise or arrangement with its
creditors;

c) a petition is filed, a notice is given, a resolution is passed, or an order
is made, for or in connection with the winding up of that other party
(being a company);

d) an application is made to court, or an order is made, for the
appointment of an administrator, or if a notice of intention to appoint an

Page | 44

In Commercial Confidence

OFFICIAL



OFFICIAL

CALL OFF TERMS AND CONDITIONS

administrator is given or if an administrator is appointed, over the
Service Provider (being a company);

e) the holder of a qualifying floating charge over the assets of the Service
Provider (being a company) has become entitled to appoint or has
appointed an administrative receiver; (i) a person becomes entitled to
appoint a receiver over the assets of the Service Provider or a receiver
is appointed over the assets of the Service Provider;

f) the Service Provider suspends or ceases, or threatens to suspend or
cease, carrying on all or a substantial part of its business; or

g) any event occurs, or proceedings is taken, with respect to the other
party in any jurisdiction to which it is subject that has an effect
equivalent or similar to any of the events mentioned in (a) — (f).

Intellectual Property
Rights

means patents, patent applications, trade marks, service marks, design
rights (whether registrable or otherwise), applications for any of the
foregoing, copyright, database rights, trade or business names and other
similar rights or obligations whether registrable or not in any country
(including the United Kingdom).

Installation Works

means the process of installing a software application in a Customer’s or a
Customer’s nominated hosting environment. Installation will include all
necessary works specified by the Customer from readying the application for
Customer testing to promotion to a live production environment.

Interested Party

means any organisation which has a legitimate interest in providing services
of the same or similar nature to the Services in immediate or proximate
succession to the Service Provider or any Sub-Contractor and who had
confirmed such interest in writing to the Customer.

Invoicing Procedure

means the procedure by which the Service Provider invoices the Customer,
as set out in Schedule 2-4 (Charges and Invoicing).

ISMS means the Information Security Management System. The scope of the
ISMS will be as agreed by the parties and will directly reflect the scope of
the Services.

Law means any applicable law, statute, bye-law, regulation, order, regulatory
policy, binding guidance or industry code, rule of Court or mandatory
directives or requirements of any Regulatory Body, delegated or subordinate
legislation or notice of any Regulatory Body including the Security Policy
Framework, the Code.

LED means the Law Enforcement Directive (Directive (EU) 2016/680).

Liquidated means the liquidated damages specified in Schedule 2-15 (Liquidated

Damages Damages).

Liquidated means the period specified in paragraph 4 of Schedule 2-15 (Liquidated

Damages Period

Damages) for each instance where Liquidated Damages apply.

Losses

means all claims, actions, proceedings, orders, demands, complaints,
investigations and any award, compensation, damages, awards, fine, loss,
order, penalty, disbursement, payment made by way of settlement and
costs, expenses and legal costs incurred.

Maintenance

has the meaning given to it in Clause 52 (Maintenance of the ICT
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Schedule Environment).

Malicious Software | means any software program or code intended to destroy, interfere with,
corrupt, or cause undesired effects on program files, data or other
information, executable code or application software macros, whether or not
its operation is immediate or delayed, and whether the malicious software is
introduced wilfully, negligently or without knowledge of its existence.

Materials has the meaning ascribed to it in Clause 52.10 of this Contract.

Material Breach As described in DEFCON 514 (Defence Condition (DEFCON) Series -
Commercial Toolkit - KiD - UK MOD)

Mediator has the meaning ascribed to it in Schedule 2-10 (Dispute Resolution
Procedure).

Medical Devices means:

Laws (a) in respect of service/solution placed on the market or put into service
prior to 26 May 2020, the Medical Devices Directive (as implemented into
UK law);
(b) in respect of service/solution placed on the market or put into service
after 26 May 2020, the Medical Devices Regulation (as implemented into UK
law);
(c) the requirements of a Quality Management System in respect of
medical devices as set out in ISO 13485;
(d) any other Laws relating to the promotion and sale of medical
devices; and

(e) any applicable guidance (including MEDDEVs), direction or
determination and any policies, advice or industry alerts which apply to the
service/solution, published by the MHRA, Notified Bodies (as defined in the
Medical Devices Regulation 2017/745), the Medicines and Healthcare
products Regulatory Agency, the European Commission and/or any other
regulator or competent body from time to time.

Monthly Service means the Charges set out in paragraph 3.2 of Schedule 2-4 (Charges and
Charge Invoicing).

NHS Employment means the legal and mandatory checks employers must carry out for the
Check Standards appointment and on-going employment of all individuals in the NHS and

include all pre-appointment checks that are required by law, those that are
mandated by Department of Health policy, and those that are required for
access to the NHS Care Record Service. The standards apply to permanent
staff, staff on fixed-term contracts, temporary staff, volunteers, students,
trainees, contractors as well as on the appointment of locums and agency
staff (in which case the standards must be met by providers of such staff).

Non-Core Hours Means 19:00-07:00 Monday to Sunday including Bank Holidays.

Notice of Arbitration | means the formal notice from the Service Provider or the Customer to the
other party referring a dispute to arbitration in accordance with the provisions
of Schedule 2-10 (Dispute Resolution Procedure).

OJEU Notice means the contract notice issued by the Customer in respect of the
Framework Agreement.

Open Source means the open software source listed in Schedule 2-18 (Software and
Ordered Software Software Licence Terms).
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Operating
Environment

means the Customer System and the Sites.

Outgoing Service
Provider

means the party providing services to the Customer similar or the same as
the Services and which is being replaced by the Service Provider.

Parent Company

means any company which is the ultimate Holding Company of the Service
Provider or any other company of which the ultimate Holding Company of
the Service Provider is also the ultimate Holding Company and which is
either responsible directly or indirectly for the business activities of the
Service Provider or which is engaged in the same or similar business to the
Service Provider. The term “Holding Company” shall have the meaning
ascribed by the Companies Act 2006 or any statutory re-enactment or
amendment thereto.

Performance
Improvement Plan

has the meaning ascribed to it in Schedule 2-3 (Performance

Management).

Permitted
Maintenance

has the meaning given to it in Clause 51.3 (Maintenance of the ICT
Environment).

Persistent Breach

has the meaning ascribed to it in Schedule 2-3 (Performance Management).

Policies means the policies, rules and procedures of the Customer as notified to the
Service Provider from time to time.
Pre-Existing means any Intellectual Property Rights vested in or licensed to (a) the

Intellectual Property
Rights

Service Provider prior to or independently of the performance by the Service
Provider of its obligations under this Contract; and (b) the Customer prior to
or independently of the performance by the Customer of its obligations under
this Contract.

Problem means an unknown underlying cause of one or more incidents.

Protective means appropriate technical and organisational measures which may

Measures include: pseudonymising and encrypting Personal Data, ensuring
confidentiality, integrity, availability and resilience of systems and services,
ensuring that availability of and access to Personal Data can be restored in
a timely manner after an incident, and regularly assessing and evaluating
the effectiveness of such measures adopted by it.

Quarter means a three (3) month period beginning on 13t January, 18t April, 15t July

or 1%t October. The term “Quarterly” shall be similarly construed.

Rectification Time

has the meaning ascribed to it in Schedule 2-3 (Performance Management).

Regulatory Bodies

means those government departments and regulatory, statutory and other
entities, committees and bodies which, whether under statute, rules,
regulations, codes of practice or otherwise, are entitled to regulate,
investigate, or influence the matters dealt with in this Contract or any other
affairs of the Customer and “Regulatory Body” shall be construed
accordingly.

Related Service
Provider

means any person who provides services to the Customer in relation to the
Customer’s project from time to time.

Relevant Transfer

means a transfer of employment to which TUPE applies or is treated as
applying.
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Requests for

means a request for information or an apparent request under the Code of

Information Practice on Access to Government Information, FOIA or the Environmental
Information Regulations.
Resolved has the meaning given to it in paragraphs 2.23 and 2.24 of Schedule 2-3

(Performance Management) and “Resolve” and “Resolution” shall be
construed accordingly.

Review Report

has the meaning ascribed to it in paragraph 6.2 of Schedule 2-16 (BDCR
Plan).

Scheduled has the meaning ascribed to it in Schedule 2-3 (Performance Management).
Downtime
Security means the Service Provider’s security plan prepared pursuant to paragraph

Management Plan

3 of Schedule 2-17 (Security Management Plan), an outline of which is set
out in Annex B of Schedule 2-17 (Security Management Plan).

Security Policy

means the Customer’s security policy annexed to Annex A of Schedule 2-
17 (Security Management Plan), as updated from time to time.

Security Policy
Framework

means the Cabinet Office Security Policy Framework (available from the
Cabinet Office Security Policy Division).

Security Tests

has the meaning ascribed to it in paragraph 4.1 of Schedule 2-17 (Security
Management Plan).

Serious Criminal
Offence

means any offence resulting in a custodial sentence of more than four years,
or any offence that is never treated as spent under the Rehabilitation of
Offenders Act (1974).

Services means the services referred to in Schedule 2-2 (Service Specification).
Service means the date of commencement of the provision of the Services by the
Commencement Service Provider.

Date

Service Credits

means the service credits specified in Schedule 2-3 (Performance
Management) which shall be payable to the Customer by the Service
Provider in the event that the Service Levels are not met.

Service Downtime

means the period during which the Services are not live, accessible and/or
fully functioning.

Service Failure

means a failure by the Service Provider to deliver any part of the Services.

Service Incident

means an unplanned interruption to the Services or reduction in the quality
of the Services.

Service Incident
Reports

means reports submitted by the Service Provider to the Customer as
specified in Schedule 2-7 (Contract, Service Management and Reporting).

Service Levels

means the levels of service defined in Schedule 2-3 (Performance
Management).

Service Provider
Confidential
Information

means any information, however it is conveyed, that relates to the business,
affairs, developments, trade secrets, know-how, personnel and suppliers of
the Service Provider, including Intellectual Property Rights, together with all
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information derived from the above, and any other information clearly
designated as being confidential (whether or not it is marked as
“confidential”) or which ought reasonably to be considered to be confidential,
including the Commercially Sensitive Information.

Service Provider
Contract Manager

means the Customer Account Manager as may be notified by the Service
Provider to the Customer.

Service Provider
Equipment

means the hardware, computer and communication devices and equipment
supplied by the Service Provider or its Sub-Contractors (but not hired, leased
or loaned from the Customer) for the provision of the Services.

Service Provider
Personnel

means all employees, agents, consultants and contractors of the Service
Provider and/or of any Sub-Contractor.

Service Provider
Proposals

has the meaning ascribed to it in paragraph 6.2.3 of Schedule 2-16 (BCDR
Plan).

Service Provider
Software

means the proprietary software of the Service Provider as set out in
Schedule 2-18 (Software and Software Licence Terms).

Service Provider
Solution

means the Service Provider’s solution to the Customer’s requirements as set
out in Schedule 2-3 (Performance Management).

Service Provider
System

means the information and communications technology system used by the
Service Provider in providing the Services including the Software, the
Service Provider Equipment and related cabling (but excluding the Customer
System).

Service Transfer

means any transfer of the Services (or any part of the Services), for whatever
reason, from the Service Provider or any Sub-Contractor to the Customer or
to a replacement service provider.

Service Transfer
Date

means the date of a Service Transfer.

Service Transfer
Plan (STP)

means (if applicable) the plan produced in accordance with paragraph 3 of
Schedule 2-12 (Exit and Service Transfer Arrangements) by the Service
Provider to be agreed by the Customer to facilitate any transfer of the
Services (or any part of the Services), for whatever reason, from the Service
Provider or any Sub-Contractor to the Customer or to a replacement service
provider.

Set-up Services

means the due diligence, configuration and related work referred to in Clause
54 and Schedule 2-24, to be performed by the Service Provider to set up the
Managed Services.

Severity Level

means the level of severity allocated to Service Incident by the Customer in
accordance with Schedule 2-3 (Performance Management).

Sites

means any premises from which the Services are provided or from which the
Service Provider manages, organises or otherwise directs the provision or
the use of the Services or where any part of the Service Provider System is
situated or where any physical interface with the Customer System takes
place.

Software

means any Specially Written Software, Service Provider Software and Third
Party Software.
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Specially Written

means any software created by the Service Provider (or by a third party on

Software behalf of the Service Provider, including by any Sub-Contractor) specifically
for the purposes of this Contract.

Staff Vetting means the Customer’s procedures and departmental policies for the vetting

Procedures of personnel whose role will involve the handling of information of a sensitive

or confidential nature or the handling of information which is subject to any
relevant security measures.

Staffing Information

means written information about each of the Service Provider’s or its Sub-
Contractor’s staff as may be requested by the Customer including, without
limitation, all details which demonstrate to the satisfaction of the Customer
that such staff are properly organised in respect of and assigned to the
Services for the purposes of TUPE; job title, remuneration (meaning salary
and benefits and any enhanced redundancy terms), age, length of service,
notice period, particulars of employment in accordance with Section 1 of the
Employment Rights Act 1996, the applicability of any collective agreement
to such staff, any disciplinary action taken against any of them in the
preceding two (2) years, details of any grievances raised by any of them in
the preceding two (2) years, any Court or employment tribunal proceedings
brought by any of them in the preceding two (2) years, any potential
proceedings which the Service Provider’s or its Sub-Contractor reasonably
considers may be raised by any of them, and information about any of them
who have been absent from work for one (1) month or more regardless of
the reason at the time the staffing information is requested and any other
information required by Regulation 11 of TUPE.

Standards and
Regulations

means the standards and regulations as set out in Schedule 2-13 (Standards
and Regulations) with which the Service Provider shall comply in the
provision of the Services and its responsibilities and obligations hereunder.

Sub-Contractor

means any supplier selected, appointed and managed by the Service
Provider in accordance with the provisions of Schedule 2-9 (Sub-
Contractors), including the Sub-Contractors specified in Schedule 2-9 (Sub-
Contractors). The terms “Sub-Contract” and “Sub-Contracting” shall be
similarly construed.

Sub-processor

means any third Party appointed to process Personal Data on behalf of the
Contractor related to this Contract.

Subsequent
Transfer Date

means the point in time, if any, at which services which are fundamentally
the same as the Services (either in whole or in part) are first provided by a
Successor or the Customer, as appropriate, giving rise to a relevant transfer
under TUPE.

Subsequent
Transferring
Employees

means any employee, agent, consultant and/or contractor who, immediately
prior to the Subsequent Transfer Date, is wholly or mainly engaged in the
performance of services fundamentally the same as the Services (either in
whole or in part) which are to be undertaken by the Successor or Customer,
as appropriate.

Successor

means any third party who provides services fundamentally the same as the
Services (either in whole or in part) in immediate or subsequent succession
to the Service Provider upon the expiry or earlier termination of the Contract.

Term

means the term of this Contract as set out in Clause 10 of this Contract,
subject to early termination (howsoever arising) pursuant to Clause 10.
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Third Party means any supplier of services fundamentally the same as the Services (in
whole or in part) immediately before the Transfer Date.

Third Party means software which is proprietary to any third party (other than an Affiliate

Software of the Service Provider) which is or will be used by the Service Provider for

the purposes of providing the Services, including the software specified as
such in Schedule 2-18 (Software and Software Licence Terms).

Transfer Date

means the Transferred Staff's first day of employment with the Service
Provider (or its Sub-Contractor)

Transferred Staff

means those employees whose employment compulsorily transfers to the
Service Provider or a Sub-Contractor by operation of TUPE, COSOP or for
any other reason, as a result of the award of this Contract, including the
Transferring Customer Employees or the Transferring Outgoing Service
Provider Employees.

TUPE

means the Transfer of Undertakings (Protection of Employment)
Regulations 2006 (S| 2006/246) as amended or replaced or any other
regulations or UK legislation implementing the Acquired Rights Directive.

Unscheduled
Downtime

has the meaning ascribed to it in Schedule 2-3 (Performance Management).

URN

Prior to raising a Purchase Order (PO) with the Service Provider the
customer/drawdown authority must first request a Unique Reference
Number (URN) from the Framework Authority (London Procurement
Partnership). This URN will be unique to each individual call off contract and
must be referenced on all PO’s and invoices relating to this corresponding
call off contract. This provides a clear audit trail linking the order back to both
this specific call off contract and the overarching framework agreement.

Value Added Tax

means value added tax as provided for in the Value Added Tax Act 1994 and
any other applicable sales tax.

Waterfall
Methodology

A linear and sequential approach where each project phase must be
completed before the next begins.

Wilful Default means a knowingly wrongful action or failure to act, or acting with reckless
carelessness, not caring what the results of the carelessness may be.
Workaround has the meaning ascribed to it in Schedule 2-3 (Performance Management).

Working Days

means Monday to Friday inclusive between 0700 and 1900, excluding
English public and bank holidays.

Year

means a period of twelve (12) months.
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SCHEDULE 2-2
SERVICE SPECIFICATION

1. Purpose

1.1 This Service Specification defines the functional and non-functional requirements (Annex A)
to be delivered and maintained by the Service Provider under this Call-Off Contract.
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SCHEDULE 2-3

PERFORMANCE MANAGEMENT

“Persistent Breach” shall mean:

the Service Provider being liable to pay £[REDACTED]to the Customer in Service Credits in respect
of three Severity Level 1 service incidents which breach the agreed rectification timescales
within a 3-month rolling period; and/or

the Service Provider repeatedly breaching any of the terms of this Contract in such a manner as to
reasonably justify the opinion that its conduct is inconsistent with it having the intention or ability
to give effect to the terms of this Contract.

“Rectification Time” means the period within which the Service Provider must rectify the Service
Incident.

“Service Credit’” means £[REDACTED]which is multiplied by the sum of attributable Service
Credits accrued for the occurrence of each Service Incident.

“Service Credit Cap” means 15% of the Service Providers monthly service charge, which is the
maximum value of Service Credits payable by the Service Provider to the Customer within a month.
For the avoidance of doubt, in the event of a Persistent Breach, this cap shall not apply for that
month.

“Service Downtime” means any period during which the Services are not Available within the
meaning of this Schedule 2-3.

“Scheduled Downtime” is the total period of Service Downtime which occurs with the prior written
agreement of the parties in accordance with paragraph 1.3 of this Schedule.

"Unscheduled Downtime" means a period of Service Downtime which has not been agreed
between the parties to this Contract.

1. AVAILABILITY

1.1.  The Service Provider shall monitor the Services and shall prepare an Availability Report on
its performance and deliver the same to the Customer in accordance with the reporting
requirements set out in Schedule 2-7 (Contract, Service Management and Reporting).

1.2. The Service Provider shall calculate Availability at the end of every month during the Term
using the following formula (which shall be rounded to the nearest one hundredth of a
percentage point):

Availability = (Operation Time — Unscheduled Downtime) / (Operation Time) x 100

Where Operation Time = Total number of minutes during the Contracted Hours
in the relevant month, excluding any used Scheduled Downtime; and

Unscheduled Downtime = Total number of minutes of Unscheduled Downtime
during the Contracted Hours in the relevant month.

1.3.  Not used.
1.4.  Unless agreed otherwise by the Customer, the Service Provider shall:

conduct Scheduled Downtime during Non-Core Hours; and
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to ensure that such Scheduled Downtime is carried out to minimise the disruption to the
services.

For purposes of tracking Service Downtime duration, the Unscheduled Downtime will begin at the

earlier of the time at which a problem with Availability is identified by the Service Provider or
notified to the Service Provider by the Customer. Unscheduled Downtime ends at the point
in time when the Customer agrees (acting reasonably) that Availability is restored.

If at any time, a Service Incident or slow system performance is causing the Customer or End User

1.5.

material difficulties in carrying out its activities, the Customer may at its sole discretion by
written notice to the Service Provider deem that Unscheduled Downtime has taken place
which shall continue until the Customer agrees (acting reasonably) that Availability is
restored.

If the monthly Availability for the Service falls below [REDACTED] the Service Provider will
credit the Customer’s next monthly Charge in accordance with the appropriate Service Credit
calculated in reference to the percentage bands set out in the below table.

Availability Service Credit
[REDACTED] [REDACTED] 0
[REDACTED] [REDACTED] 30
[REDACTED] [REDACTED] 60

2. SERVICE INCIDENT

2.1.

2.2.

2.3.

24,

2.5.

The Service Provider shall monitor the Service and shall comply with the Service Incident
reporting requirements set out in Schedule 2-7 (Contract, Service Management and
Reporting) of this Contract.

In the event of any Service Incident, the Service Provider shall be required to exercise all
efforts and apply all such resources as the Customer considers reasonably necessary to
Resolve the Service Incident.

The Service Provider shall be required to provide a Resolution within the required
Rectification Time in relation to Service Incidents which are categorised as Severity Level 3
or Severity Level 4 in which case if such a Resolution is provided then no further action shall
be taken by the Customer in relation to such breach.

The Customer shall categorise the appropriate Severity Levels in respect of Service
Incidents.

In the event that a Service Incident occurs which is categorised as: a Severity Level 3, or
Severity Level 4 and is not Resolved within the Rectification Time; or categorised as Severity
Level 1 or Severity Level 2 then the Customer will apply the Service Credits as set out in this
Schedule 2-3.

Severity Categories of Service Incidents Rectification Time
Level

Critical failure [REDACTED]
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A Severity Level 1 Service Incident is a critical failure
resulting in the entire Services being unavailable such that
the Customer and/or End User is not able to log on to the
Services or access any of the systems or data. The fault
may reside with the Services or the Service Provider
System. Examples:

e The EHR system is completely inaccessible to all
users, including clinicians and administrative staff.

e A critical component of the EHR system, such as
the patient database, is corrupted or unavailable.

e The EHR system experiences a total network
outage, preventing any access or functionality.

2. Loss of a critical component / application [REDACTED]

A Severity Level 2 Service Incident is a loss of a critical
component or application of the systems meaning the
Customer and/or End User is unable to access integral
parts of the Services such as:

e The prescribing module of the EHR system is
unavailable, preventing electronic prescriptions
from being generated.

e The clinical documentation module of the EHR
system is unavailable, preventing clinicians from
entering patient notes.

e The results reporting module of the EHR system is
unavailable, preventing clinicians from viewing lab
or imaging results.

e The Strategic Reporting Extract and supporting
APIs and interfaces are unavailable, preventing
force health protection and occupational health
data being made available to the MOD Chain of
Command. It is acknowledged that the SRE will
need to be rebuilt as a scheduled task, which
cannot be completed within the P2 SLA resolution
timeframe.

3. Moderate error [REDACTED]

A Severity Level 3 Service Incident is a moderate error and
includes loss of a single application or multiple applications
which has a moderate operational impact for the Customer
and/or End User. A moderate error may mean the
Customer and/or End User is still able to log on to the
Services and access the majority of functions, although
performance of the Services may be slow or hanging.
Example:

e The EHR system is experiencing slow response
times, impacting user experience and workflow.

e Certain non-critical features of the EHR system,
such as the patient portal or the reporting module,
are unavailable.

e Users experience intermittent connectivity issues
with the EHR system, disrupting workflows but not
causing a complete outage.

4. Minor error: [REDACTED]
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A Severity Level 4 Service Incident is a minor error and
includes loss of a single or multiple applications which has
a minor impact on the Services in that it:

a) does not significantly affect the Services
functionality;

b) disables only certain non-essential functions of the
Services; or
c) does not materially impact the Customer's and/or

End Users activities.

A Severity Level 4 Service Incident may include but not
limited to:

¢ A specific type of document, such as a particular
form or template, cannot be accessed or generated
within the EHR system.

e The EHR system's search functionality is not
working correctly, making it difficult but not
impossible to find patient records.

o Users experience minor display issues, such as
formatting errors or missing icons, that do not
significantly impact functionality.

Severity Level 1 — Critical Failure

Service Credits

2.6. Ifthe Service Incident is Resolved within the Rectification Time, no Service Credits will apply.

The Service Provider shall accrue 10 Service Credits per hour for every hour (or part thereof) that
the Service Incident is not Resolved.

Not used.

Other remedies

2.7. In addition to the above Service Credits, the Customer may notify members of the Service
Provider’'s senior management team including the Service Provider's Contract Manager and
the Service Provider's Chief Executive and require either or both individuals to attend the
Customer’s office on twenty four (24) hours’ notice to discuss the Service Incident.

2.8. If the event that the Service Incident is not Resolved before the meeting referred to in
paragraph 2.10, the Customer may require the Service Provider to attend the meeting with

a proposed Workaround for the Customer to review.

Not used.

Severity Level 2 — Critical Component

Service Credits

2.9. Ifthe Service Incident is Resolved within the Rectification Time, no Service Credits will apply.
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2.10. The Service Provider shall accrue 5 Service Credits per hour for every hour (or part thereof)
that the Service Incident is not Resolved.

Other remedies
2.11. In addition to the above Service Credits, and in the event that the Service Provider receives
notification from the Customer of five (5) or more Severity Level 2 Service Incidents in any
three (3) month rolling period, the Customer may notify members of the Service Provider’s
senior management team including the Service Provider’s Contract Manager and the Service
Provider's Chief Executive and require either or both individuals to attend the Customer’s
office on reasonable notice to discuss the Service Incident.
Not used
Severity Level 3 — Moderate Error
Service Credits

2.12. Ifthe Service Incident is Resolved within the Rectification Time, no Service Credits will apply.

2.13. The Service Provider shall accrue 0 Service Credits per hour for every hour (or part thereof)
that the Service Incident is not Resolved beyond the Rectification Time.

2.14. The maximum Service Credits payable in any one month for a Severity Level 3 Service
Incident shall not exceed in any event £[REDACTED]of the total of the monthly charge paid
or payable the month to which the Service Credits relate.

Other remedies

Not used.

Severity Level 4 — Minor Error
Service Credits

2.15. Ifthe Service Incident is Resolved within the Rectification Time, no Service Credits will apply.

2.16. The Service Provider shall accrue 0 Service Credits per hour for every hour (or part thereof)
that the Service Incident is not Resolved beyond the Rectification Time.

2.17. The maximum Service Credits payable in any one month for a Severity Level 4 Service
Incident shall not exceed in any event £[REDACTED] of the total of the monthly charge paid
or payable the month to which the Service Credits relate.

Persistent Breach

2.18. In the event of a Persistent Breach, the Customer may implement the Performance
Improvement Plan referred to in paragraph 4 of this Schedule.

Calculating Rectification Time

2.19. The Rectification Time for each Service Incident will be calculated as the difference between
the time a Service Incident is logged by the Customer and the time the Service Incident is
documented as Resolved by the Customer.

Resolving a Service Incident

2.20. A Service Incident shall be considered Resolved and closed when:
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the Service Provider provides a resolution that has been successfully implemented and the
Services are being provided to the standard required under the Contract. The Service Provider
shall inform the Customer of the resolution via Contact Tracking, telephone call or email, and
shall re-open the Service Incident if the Customer, acting reasonably, deems the Service
Incident to not be Resolved; or

the Service Provider provides a Workaround to a Service Incident that restores the Services to
at least the standard required under the Contract. In this case the following process applies:

the Service Provider will provide details of the proposed Workaround (whether
technical, through workflow adjustments or otherwise);

the Customer, acting reasonably, approves the Service Provider proposed
Workaround, or commences using a Workaround that restores the
Services, then;

the Service Provider and/or Customer shall forthwith apply the agreed
Workaround, and restore the Services to at least the standard required
under the Contract, on completion of which time the Service Incident shall
be deemed to be Resolved;

if a Service Incident is only partly attributable to the Service Provider, the Service Incident shall
remain with the Service Provider until such time as the Service Provider can show that it has
Resolved that part of the Service Incident that is attributable to the Service Provider.

3. Calculating Service Credits

3.1.

3.2.

3.3.

3.4.

The total amount of Service Credits that the Service Provider incurs will be credited to the
Customer Quarterly in arrears or as otherwise agreed by the Customer.

Service Credits shall not accrue to the extent that the underlying Service Incident is a direct
result of the acts or omissions of the Customer or due to other third-party software or
hardware that is not a component of the Services provided by the Service Provider.

Where the circumstances set out in paragraph 3.2 apply, within 5 Calendar Days of the failure
or fault occurring the Service Provider shall inform the Customer in writing providing such
supporting evidence as is required to substantiate the claim including without limitation
evidence to prove to the reasonable satisfaction of the Customer the following:

the relief event in paragraph 3.2 applies, and

but for the occurrence of the applicable event, the Service Provider would have provided the
Services in accordance with this Schedule. On satisfying the above, the Service
Provider shall be treated as though the Services had been performed free from
such adverse interference.

In the event of a Disaster, recovery of the Services shall be addressed in accordance with
the Business Continuity and Disaster Recovery Plan.

4. Performance Improvement Plan

41.

4.2.

In respect of any Persistent Breach by the Service Provider to deliver the Services, or where
the Service Provider has not Resolved the Service Incident to the Customer’s satisfaction,
the Customer shall be entitled to notify members of the Service Provider's senior
management.

Where the Customer considers, following notification in accordance with paragraph 4.1, that

adequate steps have not been taken to rectify the Service Incident, the Customer may notify
the Service Provider's head of service management and require the Service Provider to
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4.3.

4.4.

4.5.

4.6.

4.7.

provide the Customer with a draft Performance Improvement Plan for the on-going service
issue.

The draft Performance Improvement Plan must set out

the actions to be taken by the Service Provider to remedy the failure in question and the date
by which each action must be completed,;

the criteria that apply in measuring whether such Performance Improvement Plan has been
achieved to the Customer’s reasonable satisfaction.

The Customer is required to agree the contents of the draft Performance Improvement Plan
within five Working Days of receipt from the Service Provider.

In the event that the Performance Improvement Plan is not agreed by the Customer, acting
reasonably, the Customer may convene a meeting with the Service Provider and/or such
relevant third parties as the Customer may reasonably require to attend, to discuss the on-
going service issue and the steps that are being taken, or ought to be taken, by the Service
Provider to resolve it. Any such meeting shall be at a time and location agreed by the parties
acting reasonably.

For the avoidance of doubt all applicable Service Levels shall continue to apply in the
performance improvement period.

Where there are recurring escalations under paragraph 4 or where the parties fail to agree

the Performance Improvement Plan, the parties may escalate the matter in accordance with
Schedule 2-10 (Dispute Resolution Procedure).
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SCHEDULE 2-4

CHARGES AND INVOICING

1. INTRODUCTION

1.1.

This Schedule 2-4 details:
1.1.1. the Charges for the Services; and

1.1.2. the Invoicing Procedure that shall apply to the Services provided under this
Contract.

2. GENERAL

2.1.

2.2.

2.3.

24,

The Charges are exclusive of Value Added Tax. The Customer shall pay the Value Added
Tax on the Charges at the rate and in the manner prescribed by law from time to time.

The Service Provider shall continuously indemnify the Customer against any liability,
including any interest, penalties or costs incurred which is levied, demanded or assessed on
the Customer at any time on receipt of a written demand in respect of the Service Provider's
failure to account for or to pay any Value Added Tax relating to payments made to the Service
Provider under this Contract.

Any amounts due under paragraph 2.2 of this Schedule 2-4 shall be paid in cleared funds by
the Service Provider to the Customer within five (5) Working Days of receipt of a written
demand.

If at any point during the Term the Service Provider reduces its charges for the Services
offered under the Framework Agreement in accordance with the terms of the Framework
Agreement, the Service Provider shall immediately notify the Customer and reduce the
Charges for the Services under this Contract by the same amount.

3. CHARGES

3.1

3.2.

Migration Service Charges

3.1.1. The Customer shall pay the following Charges to the Service Provider on the
terms agreed between the parties on delivery of the agreed milestone as follows:

Charge Event

£[REDACTED] Milestone 8

£[REDACTED] Milestone 1

Yearly Licencing Service Charges

3.2.1. The Customer shall pay the following Charges to the Service Provider on the
terms agreed between the parties in advance on a yearly basis for the remainder
of the Term (the “Yearly Service Charges”) as follows:

Charge Event
£[REDACTED] Contract Year 1 — Firm Price
£[REDACTED] Contract Year 2 — Firm Price
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£[REDACTED] Contract Year 3 — Firm Price

£[REDACTED] Contract Year 4 — Fixed Price
£[REDACTED] Contract Year 5 — Fixed Price
£[REDACTED] Contract Year 6 — Fixed Price
£[REDACTED] Contract Year 7 — Fixed Price
£[REDACTED] Contract Year 8 — Fixed Price

3.3. The Yearly Service Charges shall be either Firm Prices or Fixed Prices, as appropriate.

3.4. Fixed Prices will use the HQVC (SPPI INDEX OUTPUT -J information and communication

Services) index output domestic.

3.5. Any such variation shall be subject to the following formula: V=P(Qi/O0)-P where;

3.6. V, represents the variation of price.

3.7. P, presents the fixed price at base date conditions

3.8. O, represents the HQVC index output domestic

3.9. Oi, represents the 12-month average Output price index before the payment date period

3.10. Oo, represents the 12-month average output Price Index Before the base date period.

3.11. Where the Yearly Service Charges are subject to indexation in accordance with clause
3.4, where the calculation results in an amount that is less than the preceding year’'s
Yearly Service Charge, the higher of the amounts shall be deemed to be the Yearly
Service Charge for that Contract Year.
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4,

INVOICES

4.1.

4.2.

4.3.

Prior to raising a Purchase Order (PO) with the Service Provider the Customer/drawdown
authority must first request a Unique Reference Number (URN) from the Framework Authority
(London Procurement Partnership). This URN will be unique to each individual Call Off Contract
and must be referenced on all PO’s relating to this corresponding call off contract. This provides
a clear audit trail linking the order back to both this specific call off contract and the overarching
Framework Agreement.

4.1.1.(Additional schedule added for the purposes of MOD requirements); Use of Exostar to
trade electronically with the MOD:

41.1.1. The Cabinet Office has issued the directive that all trade should be
electronically conducted by 2017 therefore, all suppliers should comply to continue
or to start doing business with the Ministry of Defence (MOD) via electronic means.

4.1.1.2. Suppliers will continue to use Exostar (or direct connections where agreed) to
trade electronically with the MOD.

4.1.1.3. The MOD will be communicating via its GOV.UK webpages. See below for
links. Our pages will be updated with any new information as the Contracting,
Purchasing and Finance (CP&F) programme is developed. We will work with
suppliers to ensure that any disruption to business operations is kept to an absolute
minimum.

4.1.1.4. Announcements and updates will continue to be made through such as
Defence Contracts Online and Sell to the MOD. Notices will also be placed on
remittance notes and as a banner message on Exostar.

4 1.2.Guidance can be found here: Contracting, Purchasing and Finance (CP&F) guidance for
suppliers - GOV.UK (www.gov.uk)

When the Service Provider receives a PO from a Customer/drawdown authority containing a
URN linking the order back to both this specific call off Contract and the overarching Framework
Agreement they must quote the URN on the corresponding invoice in order to maintain the
audit trail.

Under the terms of the overarching Framework Agreement London procurement Partnership
(LPP) have the right to request copies of all PO’s from the Customer/drawdown authority and/or
invoices from the Framework Service provider relating to a specific URN/s in order to ensure
that they are accurately invoicing a given Framework Service Provider for the correct amount
of ABI owed.

4.4. The Service Provider shall ensure that invoices in respect of the Charges include the following

information:

4.41. the event to which the invoice relates and a summary of the corresponding
Service;

4.4.2. any Service Credits due;

4.43. total value excluding Value Added Tax;

444, the Value Added Tax percentage;

4.45. the total value including Value Added Tax; and

4.4.6. the tax point date relating to the rate of Value Added Tax shown;
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44.7. The URN provided by LPP.

4.5. Without limitation, the Service Provider shall demonstrate that the Charges have been properly
and justifiably incurred, and will provide evidence of the Charges to the Customer prior to
issuing an invoice.

4.6. The Service Provider shall submit invoices directly to an authorised representative of the
Customer.

5. INVOICE PAYMENT

5.1. The Service Provider shall accept payment of the Charges via electronic bank transfer. The
Service Provider shall provide the Customer with bank details for BACS.

5.2. All invoices submitted by the Service Provider shall be payable by the Customer within twenty
(20) Working Days of the date of receipt of the invoice, unless otherwise specified in
accordance with the provisions of this Schedule 2-4.

5.3. In the event of an invoice being disputed by the Customer, the Customer shall make payment
in respect of any undisputed amount in accordance with this Schedule 2-4 and raise a dispute
with the Service Provider as soon as practicable with a covering statement providing
sufficient detail of the reason for any non-payment to enable the Service Provider to
understand the nature of the dispute.

5.4. The Service Provider shall respond to the Customer within ten (10) Working Days of receipt of
a disputed invoice stating whether or not the Service Provider accepts the Customer’s
dispute. If the Service Provider accepts the Customer’s dispute then the Service Provider
shall supply the Customer with a replacement valid invoice. If it does not accept the dispute
then the matter shall be dealt with in accordance with the provisions of Clause 20 (Dispute
Resolution) under the Contract.

5.5. Interest shall be payable on any late payments of the Charges under this Contract in
accordance with the Late Payment of Commercial Debts (Interest) Act 1998.
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ANNEX A TO SCHEDULE 2-4

FINANCIAL MODEL
[REDACTED]

All pricing included in the Financial Model are quoted in (£)GBP and exclude VAT.

[REDACTED]

Page | 77

In Commercial Confidence

OFFICIAL



OFFICIAL

CALL OFF TERMS AND CONDITIONS

SCHEDULE 2-5

IMPLEMENTATION

1. IMPLEMENTATION

1.1.

1.2

1.3.

1.4.

1.5.

If required by the Customer, both parties shall perform all their obligations under this Contract
in accordance with the Implementation Plan defined within this Schedule 2-5 Annex A.

Not used.

In the event that the Service Provider fails (or is likely to fail), due solely to its Default, to fulfil
an obligation by the date specified in the Implementation Plan for such fulfiiment, the Service
Provider shall notify the Customer in writing of such failure (including full details of the
reasons for and consequences of the delay) and, at the request of the Customer and without
prejudice to the Customer’s other rights and remedies:

1.3.1. arrange all such additional resources as are necessary to fulfil the said obligation
as early as practicable thereafter at no additional charge to the Customer; and

1.3.2. take all reasonable steps necessary to eliminate or mitigate the consequences of
the delay, including issuing a correction plan (covering those aspects for which
the Service Provider is responsible) for approval not later than ten (10) Working
Days after the initial notification under paragraph 1.2 of this Schedule, which once
approval has been secured from the Customer, shall be followed by the Service
Provider.

In the event that any obligation of the Service Provider specified in the Implementation Plan
is (or is likely to become) delayed as a result of a Default by the Customer then:

14.1. the Service Provider shall immediately notify the Customer of the fact of the delay
(including full details of the consequences of the delay);

14.2. the date associated with the relevant obligation(s) as specified in the
Implementation Plan (and the dates similarly associated with any subsequent
obligation(s) specified in the Implementation Plan) shall be amended by a period
of time as the parties agree;

1.4.3. both parties shall use all reasonable endeavours to mitigate the impact of such
delay and to recover any resultant delay to the performance of the Services; and

14.4. the Customer shall reimburse those reasonable costs of the Service Provider
which are both reasonably and necessarily incurred by the Service Provider as a
direct result of such delay.

Where a delay is attributable in part to the Service Provider's Default and in part to a
Customer Default, the parties shall negotiate in good faith with a view to agreeing a fair and
reasonable apportionment of responsibility for the delay. If necessary, the parties may
escalate the matter in accordance with Clause 20.
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ANNEX A TO SCHEDULE 2-25

2. Purpose

1.1. This implementation Plan sets out the approach, milestones, delivery dates, key deliverables,
dependencies, assumptions and responsibilities for the implementation of the Services under
this Call-Off Contract. This Implementation Plan and the applicable milestones are further
referenced within:

2.1.1.The Service Specification, which defines the requirements and the associated milestones.
Where a milestone is identified against a requirement within the Service Specification, this
is the milestones by the requirement must be achieved and accepted through acceptance
testing, demonstration, or as otherwise agreed, noting that the requirement must be
maintained after acceptance and may be subject to further review and acceptance as
reasonably required.

3. Milestones and Deliverables

Milestone Name Milestone End Date
Project Initiation Complete 27™ FEBRUARY 2026
System Training And Knowledge Transfer 27™ MARCH 2026
System Configuration 19™ JUNE 2026
Readiness For Testing 31ST JULY 2026
Assurance Complete 27™ NOVEMBER 2027
Technical Go-Live (Production Environment Ready) 15™ JANUARY 2027
Pilot Site Go-Live 12™ MARCH 2027
Phase 1 — Operational Go-Live (IOC) 4TH JUNE 2027

Phase 2 — Functionality Go-Live And Optimisation (FOC) 31ST MARCH 2028
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3.1 Milestone 1: Project Initiation Complete

Milestone Delivery Date: 27 FEB 2026

Milestone Description

The Service Provider shall complete Service Provider onboarding, provide key roles/named
contacts, and evidence Security Check (SC) in place for identified resources.

The Customer shall establish and document the Project Governance Framework, including
roles, responsibilities, decision-making forums, escalation paths, and meeting scheduling.
The Service Provider shall produce, review with the Customer, and baseline the draft
Implementation Plan including timelines, workstreams, resources, and dependencies.

Both parties shall properly resource and attend all initial kick-off meetings and workshops
(Planning; Technical & Architecture; Security; Clinical Safety; Implementation — Design &
Configuration, Business Change, Testing, Training) and share documented outputs.

The Service Provider shall onboard and mobilise project implementation resources and
provide access to the Demo/Development environment, APIs and client to allow connection to

the Customer network.

This Milestone evidences readiness to transition into active implementation.

Service Provider Deliverables

Key Deliverables

I/Acceptance Criteria

1.

Service Provider onboarding completed.

e SC in place for identified staff.

e Key roles and points of contact
provided.Customer personnel
onboarded to Service Provider
systems.

Onboarding checklist and access logs
provided; SC confirmations for named
individuals attached.

Contact list with roles and escalation
paths issued to the Customer.

Customer verifies successful access for
named users via access log extracts.

Initial kick-off meetings and workshops

delivered; outputs documented and shared.

Attendance at all agreed kick-off
meetings and workshops.

All agreed actions complete.

Technical initiation: access to

Demo/Development environment, APIs and

client provided to allow connection.

Connection tests evidenced
(screenshots/logs); APl endpoint list
and credentials issued; Customer
confirms successful authentication and
reachability.

Assumptions

1.

Stakeholders are available for workshops and governance.
2. Service Provider has necessary resources and readiness to start.
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Required documentation templates and governance frameworks are available.
Workshop outputs will inform the detailed Implementation Plan and change approach.
Project implementation resources can be identified and onboarded within the agreed
timeframe.

Alignment exists across parties on scope and objectives at initiation.

Access to demo units per module replicating live environments will be provided for
configuration/integration.

Dependencies (Customer)

1.

Customer resource availability and onboarding of project implementation resources (including
DMS/DD).

Issue of MODNET accounts and virtual desktop access, or other agreed share resources, to
the Service Provider as may be required.

Customer environments established and any required whitelisting performed.

Customer development of the Project Initiation Document (PID) including defined EHR scope,
and project artefacts/governance.

Customer definition of the change management approach.
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3.2 Milestone 2: System Training and Knowledge
Milestone Delivery Date: 27 MAR 2026

Milestone Description

e The Service Provider shall provide access to the e-Learning Management System (LMS)
and ensure the platform is operational and accessible to Customer personnel.

e The Service Provider shall supply APl and developer documentation to support technical
knowledge transfer.

e The Service Provider shall contribute to a Learning Needs Analysis (LNA) that informs
future training plans.

e The Milestone evidences Customer readiness to support and deliver end-user training and
system adoption.

Service Provider Deliverables

Key Deliverables Acceptance Criteria

e Credentials issued to named users;
successful login evidenced; Customer
confirms access from Customer network.

1. LMS access provided with
credentials; platform operational and
accessible (subject to Customer
whitelisting).

Document set index delivered; Customer
verifies access and module coverage
using a checklist.

2. API and developer documentation
provided; access to demo units for
each deployed module.

3. Learning Needs Analysis completed LNA report issued.

collaboratively; key terminology
aligned between parties.

Assumptions

1. Service Provider resources are sufficient to deliver training and documentation as scheduled.
2. The LMS system will be subject to Customer whitelisting, with any issues identified preventing
whitelisting remediated by the Service Provider.

Dependencies (Customer)

1. Customer nominates and releases appropriate personnel for training and completes the LNA
with Service Provider input.

2. Customer whitelists the LMS and ensures infrastructure readiness (network permissions,
device compatibility).

3. Auvailability of Customer personnel for training.
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3.3 Milestone 3: System Configuration
Milestone Delivery Date: 19 JUNE 2026

Milestone Description

The Service Provider shall provision a representative pre-production environment and enable
technical integration to permit configuration and testing access.

The Service Provider shall complete MOD-specific functional configuration aligned to the agreed
Service Specification and provide configuration documentation and environment setup records
where it is not possible for the Customer to complete this configuration

The Service Provider shall support validation and documentation of configuration and integration
points.

This Milestone evidences a fully configured environment ready for testing.

Service Provider Deliverables

Key Deliverables Acceptance Criteria

o

g

1. Pre-production environment . . .
provisioned and accessible: technical ¢ Environment endpoints and credentials
' i ’ ) provided; Customer confirms login and
integration enabled for configuration connectivity; integration verification
and testing. results shared.

2. MOD-specific functional configuration ' .
leted q ification: e Configuration summary and parameters
comp ete ' per agreed spec ication; delivered; Customer confirms validation
configuration validated. and alignment to specification.

3. Configuration documentation and

Document pack complete with index and
environment setup records provided. * b P

versions; Customer confirms “complete
and reviewable”.

Assumptions

Configuration requirements and scope of responsibility are clearly defined and agreed prior to
commencement.

Service Provider and Customer resources for configuration are available and onboarded.
Customer will complete whitelisting and infrastructure setup to support VDI access via MODNet.
No significant changes to system architecture or scope occur during configuration.

Dependencies (Customer)

Customer to build and configure Virtual Desktop Infrastructure (VDI), including access via
MODNet.

Authority to Test (ATT) secured by the Customer prior to configuration activities.
Customer to define configuration requirements and parameters.

Customer resources available and onboarded to support configuration activities.
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3.4 Milestone 4: Readiness for Testing

Milestone Delivery Date: 31 JULY 2026

Milestone Description

e Both parties shall complete and verify all required technical integrations, including onboarding of
CHASM and the Integration Engine.

e The Service Provider shall provide a complete, representative test environment (RTE) reflecting
live configuration.

e The Service Provider shall support definition of secure data provision mechanisms and the issue
resolution process/tooling, and shall provide advice for data transfer/migration. If requested, the
Service Provider can supply code mapping lists to assist the Customer with reporting queries.

e The Service Provider shall agree the data migration plan/approach with the Customer.

e The Milestone evidences readiness to commence structured testing with data, environment,
integrations, and resources in place.

Service Provider Deliverables

Key Deliverables Acceptance Criteria

1. Test environments provisioned and e  Environment access confirmed by the

accessible; integrations completed Customer; integration test results and API
and verified (including CHASM and accessibility evidenced.

Integration Engine).

2. Secure data provision mechanisms
) . : e Data transfer method and successful test
defined and tested; issue resolution transfer documented: RACI and tool
process/tooling jointly defined. configuration recorded; Customer sign-off
captured.

3. Data migration plan/approach
agreed;documentation complete and
stored.

Approved plan with version and approval
evidence.

Assumptions

1. All required integrations are completed and verified prior to testing.
2. Effective collaboration on issue resolution and data migration planning.
3. Customer internal preparations, including test scripts and resource onboarding, are complete.

Dependencies (Customer)

Completion of Milestone 3.

Customer to define internal testing requirements and develop/readiness of test scripts.
Customer to identify and ready users/resources to support testing.

Establishment of connectivity to Service Provider environments and API accessibility.
Access to relevant legacy systems and data sources for migration testing and assurance.

aprobd=
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3.5 Milestone 5: Assurance Complete

Milestone Delivery Date: 27 NOVEMBER 2026

Milestone Description

e The Service Provider shall support completion of formal acceptance testing, including joint
defect resolution and multiple rounds data migration loads for testing purposes.

e The Service Provider shall provide inputs to the Customer’s Interim Authority to Operate
(IATO) submission and support clinical safety assurance.

e The Milestone evidences that testing has concluded and the requirements for IATO are
met.

Service Provider Deliverables

Key Deliverables Acceptance Criteria

1 Acceptance Test .Perlod concluded; 100% of expected test scripts executed
Service Provider inputs fo Test and formally signed off; no unresolved
Completion Report provided. Priority 1-3 defects; all Priority 4-5 issues

have agreed workarounds; Customer
approves Test Completion Report.

2. Multiple rounds of data migration

i Migration logs and reconciliation results
loads completed; evidence of defect g g

) . provided for each round; defect fix
fixes provided. evidence (release notes, test results)
supplied; Customer verifies closure.

3. Inputs to IATO documentation e Service Provider inputs to Clinical Safety

provided,; clinical safety support Case, DPIA, Data Through-Life

delivered. Management Plan, and ITHC results (as
applicable) provided; Customer Accreditor
confirms “complete and reviewable”.

Assumptions

1. IATO requirements and dependencies are clearly defined and agreed with no changes during
implementation.

2. Effective collaboration on defect resolution and documentation.

3. Clinical safety and data governance documentation completed in parallel with testing.

Dependencies (Customer)

1. Customer develops and submits IATO documentation (Clinical Safety Case, DPIA, Data
Through-Life Plan, ITHC results).

2. Customer preparation for data

igration complete.

4. Customer engages service design and tooling testing.

w
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3.6 Milestone 6: Technical Go-Live

Milestone Delivery Date: 15 JANUARY 2027

Milestone Description

e The Service Provider shall establish live production environments, provide tooling and advice
for migrating core configuration from pre-production to production, load reference data, and
validate integrations in the live environment.The Service Provider shall ensure users can
securely access live services using valid credentials and tokens and confirm device and

peripheral connectivity with EHR services.

e The Service Provider shall ensure a LIVE service wrap is in place.This Milestone evidences

technical readiness for live deployment.

Service Provider Deliverables

Key Deliverables

Acceptance Criteria

1. Live production environments
established for all services; all
required integrations set up and
validated.

2. Tooling and advice provided
regarding configuration being
migrated from pre-production to
production; reference data loaded and
verified.

3. User access validated; device and
peripheral connectivity confirmed;
SAC Gate 2 complete with LIVE
service wrap in place.

Assumptions

Environment health checks passed;
integration verification results and logs
provided; Customer confirms expected
operation.

Migration runbook executed and post-
migration checks recorded; data
verification report issued; Customer
confirms completeness and accuracy.

User access tests evidenced; connectivity
checklist signed; SAC Gate 2 approval
record and operational support artefacts
stored; Customer acknowledgement
recorded.

1. Live environments mirror pre-production configurations following configuration migrated over
by the Customer using tooling and advice from the Service Provider
2. Customer infrastructure (e.g., MODNet, devices) is ready and compatible.

w

Service management processes are defined and agreed.

4. All integrations have been tested and validated prior to go-live.

Dependencies (Customer)

DN~

Completion of Milestone 5 including IATO issuance.

Successful data migration preparation and validation by the Customer.
Finalisation of integration testing and connectivity on the Customer side.
Completion of local configuration activities by the Customer.

Joint technical readiness criteria agreed.
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3.7 Milestone 7: Pilot Site Go-Live
Milestone Delivery Date: 12 MARCH 2027

Milestone Description

e The Service Provider shall support and execute data migration and transition of pilot
sites to live service, providing technical support which includes the standard business
as usual service wrap plus a rapid escalation route during go-live.

e The Service Provider shall ensure integrations and infrastructure are stable and
monitored and confirm service wrap for pilot operations.

e This Milestone evidences pilot site operational readiness and live service operation
with the agreed scope.

Service Provider Deliverables

Key Deliverables Acceptance Criteria

1. Data migration supported/executed e Migration logs and validation results

for pilot S|te§; vahdatuon che.cks provided: Customer confirms
performed; live services activated for reconciliation; pilot user access

pilot sites. evidenced.

2. Technical support during go-live;

integrations aninfrastructure stable e Service Desk availability and timely
and monitored; LIVE service wrap in resolution of incidents in line with SLAs.
place for pilot operations. e Rapid escalation route.

e Vendor specific configuration completed.

e Monitoring artefacts provided; incident
logs shared; service wrap documentation
issued and acknowledged by the
Customer.

Assumptions

1. Pilot sites are operationally ready for go-live.
2. Training and configuration activities are completed on schedule.
3. No major issues arise during pilot transition.

Dependencies (Customer)

Pilot sites are operationally and technically ready for Go Live.

Customer completion of end-user training.

Availability of pilot site resources and infrastructure.

Confirmation of user access/functionality, and finalisation of local configuration.
Post-migration data validation plans in place.

User access and functionality confirmed.

Stakeholder engagement coordinated

Implementation support resources available for floorwalking.

Technical dependencies, including transition plans for legacy system services turned off and
re-pointed to the new system (e.g., PCRM).

©OeNORwWN =
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10. Availability of implementation support resources for floorwalking and support during transition.
11. Customer clinical safety sign-off (DCB0160).

3.8 Milestone 8: Phase 1 - Operational Go-Live (I0C)
Milestone Delivery Date: 04 JUNE 2027

Milestone Description

e The Service Provider shall support and execute data migration and transition live services for
all remaining sites, maintaining stable and monitored integrations and infrastructure and
providing technical which includes the standard business as usual service wrap plus a rapid
escalation route support during go-liveThe Service Provider shall confirm the service wrap is
in place across all sites.The Milestone evidences full Phase 1 operational go-live across all
remaining sites per the agreed scope.

Service Provider Deliverables

Key Deliverables Acceptance Criteria

1. Data migration supported/executed for all , L I
ites- validati heck " 4 i e Per-site migration and validation
sites; validation checks performed; live guidance provided including checklist

services activated across all sites. criteria, reporting requirement checks
and e-learning video guides;
Customer confirms reconciliations;
access/smoke tests passed for each

site.
2. Technical support during go-live; integrations
and infrastructure stable and monitored; e Service Desk availability and timely
service wrap confirmed. resolution of incidents in line with
SLAs.

e Rapid escalation route.

¢ Vendor specific configuration
completed.

¢ Monitoring artefacts provided; incident
logs shared; service wrap
documentation issued and
acknowledged by the Customer.

3. NHS Integrations e In line with Serrvice Proiver Position

Statement as deatiled in Annex A to
Milestone 8.

Assumptions

1. All sites are operationally ready for go-live and transition.
2. Training and configuration activities are completed on schedule.
3. No major issues from the pilot impact transition.
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Dependencies (Customer)

Sites are operationally and technically ready for Go Live:
1. Customer completion of end-user training.

Availability of resources and infrastructure.

Confirmation of user access/functionality, and finalisation of local configuration.
Post-migration data validation plans in place.

User access and functionality confirmed.

Stakeholder engagement coordinated

Implementation support resources available for floorwalking.

Technical dependencies, including transition plans for legacy system services turned off and
re-pointed to the new system (e.g., PCRM).

9. Availability of implementation support resources for floorwalking and support during transition.

©®No Ok WN
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ANNEX A TO MILESTONE 8

TPP Interoperability Capabilities and MOD Integration Requirements

This annex outlines the position statement for interoperability capabilities provided by TPP to support
Integration.

The provisions contained within this Annex shall be binding and enforceable as contractual obligations.
The Service provider shall deliver, maintain, and support the capabilities in accordance with the
timelines, service levels, and specifications agreed under this Call Off Contract.

[REDACTED]
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3.9 Milestone 9: Phase 2 - Optimisation (FOC)
Milestone Delivery Date: 31 MAR 2028

Milestone Description

e The Service Provider shall deliver all remaining contracted functional and non-functional
requirements to achieve Full Operating Capability (FOC), with configuration updates and
training to support new features.

e The Service Provider shall support continuous engagement with Customer assurance
activities (JSP, ATT, IATO, ATO, etc.) in line with the agreed Service Specification.

e The Milestone evidences delivery and optimisation of Phase 2 functionality across all relevant
sites, with data validation and secure user access to new features

Service Provider Deliverables

Key Deliverables Acceptance Criteria

1. Remaining functional and non- . : .

) , , o Feature/function delivery evidenced and
functional requirements de!|vered mapped to contract; configuration change
and operational; configuration records and validation results stored;
updates completed to support Customer confirms expected behaviour.
Phase 2 functionality.

2. Training materials delivered for

. e Training attendance/completion evidence
roles impacted by new features

provided; data validation reports confirm

(where appropriate); data accuracy/completeness/integrity; access
validation checks performed post- and functional smoke-test results
deployment; users can securely supplied.

access and use all new features.

. e Service Provider evidence supporting
3. Maintanance and updates to key Customer DCB0160 completion provided;
acknowledged by the Customer.

e In line with Service Provider Position
Statement as detailed in Annex A to
Milestone 8

4. NHS Integrations

Assumptions

1. Sites are ready to adopt new functionality.
2. No major issues from earlier phases impact optimisation.

Dependencies (Customer)

1. Customer execution of local configuration updates required for new functionality.
2. Completion of data validation checks; confirmation of user access and operational readiness.
3. Customer clinical safety sign-off (DCB0160) for new functionality.
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1.2. GfX

1.3. The Customer will provide the following items, access to infrastrucure or equipment to enable

delivery:
Gfx Item Description Date Available Linked
Milestone

Gfx-01 MODNET ACCOUNT & POST obtaining 1,3,4&5
UAD SC

Gfx-02 Access to MOD POST obtaining 1,3,4&5
Development SC
environments if
required

Gfx -03 Access to MOD Pre- POST obtaining 3,4&5
Production and SC
Production
environments if
required

4.1 Implementation Plan Governance
4.2 Governance Structure

4.2.1 The Parties will establish a joint project governance structure to manage delivery of the
Implementation Plan, which shall inculde the following groups:Project Working Group:
Regular oversight and monitoring of progress, risks, issues and dependencies.
Providing governance and direction of activities within agreed parameters; will steer
project delivery and make local decisions within the agreed remit of the PID, exceptions
will be escalated to the 1* Executive Board.

4.2.2 Operational Working Groups(s): Regular monitoring of progress, risks, issues and
dependencies.

4.2.3 Meeting frequency, membership and reporting templates will be agreed during Project
Initiation (MS-01).

4.3 Risk and Issue Management
4.3.1  The Customer will maintain an implementation risk register identifying risks, issues,
owners, mitigations and status. These risks and issues will be reviewed jointly at

governance forums with escalation routes to be agreed during project initiation.

4.3.2 Both parties shall ensure that risks are managed proactively to minimise impact to
milestones.

4.4 Reporting

441 The Service Provider shall provide progress updates aligned to milestones and
deliverables, in a format to be jointly agreed during project initiation.

4.4.2 Reports will include, as a minimum: milestone status, deliverable status, risk/issue
updates, and upcoming dependencies.

4.5 Change control
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4.5.1 Any changes to the milestones, deliverables, or governance arrangements will be
managed through the Contract Change Procedure.
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SCHEDULE 2-6

ACCEPTANCE PROCEDURES

1. INTRODUCTION

1.2

This Schedule specifies the Acceptance Procedures and the Acceptance Test Criteria to be
used in the acceptance of the Services.

2. ACCEPTANCE PROCEDURES

2.1

22

23

24

25

2.6

2.7

2.8

29

2.10

The Service Provider shall, during the Acceptance Test Period, make available the Services
to the Customer (including any products supplied by the Service Provider necessary to
enable the provision of the Services) for the Acceptance Procedures to be performed.

The Customer will conduct Acceptance Tests on the Services to test whether it meets the
appropriate Service Levels.

The Customer will perform the Acceptance Procedures in respect of the Services (including
any applicable delivery milestones stated within the Implementation Plan of this Contract).

The Acceptance Procedures shall be recorded as successful and the Service Provider
notified accordingly when all the Acceptance Test Criteria are met.

The Acceptance Procedures shall be recorded as unsuccessful and the Service Provider
notified accordingly where any of the Acceptance Test Criteria are not met.

For the avoidance of doubt, the Acceptance Date shall be deemed to have occurred on the
expiry of five (5) Working Days after all Acceptance Tests are recorded as successful.

In the event that the Acceptance Procedures in respect of the Services or any part thereof,
have not been recorded as successful pursuant to paragraph 2.5 of this Schedule by the end
of the relevant Acceptance Test Period, the Customer will extend the Acceptance Test Period
by a period of ten (10) Working Days (or such other period as the parties may agree) during
which the Service Provider shall correct the faults which caused the Acceptance Procedures
to be recorded as unsuccessful and the Acceptance Procedures shall be re-performed.

In the event that after the Customer has extended the Acceptance Test Period pursuant to
paragraph 2.7 of this Schedule the relevant Acceptance Procedures have not been recorded
as successful by the end of that period, the Customer shall, without prejudice to its other
rights and remedies, be entitled to:

2.8.1 extend the Acceptance Test Period for a further period (or periods) specified by
the Customer during which the Service Provider shall correct the faults which
caused the Acceptance Procedures to be recorded as unsuccessful and the
Acceptance Procedures shall be re-performed; or

2.8.2 reject the Services, terminate this Contract and receive a pro rata refund of all
sums paid under this Contract. Proof and validity of work complete will be agreed
upon by Customer and Service Provider.

If the Customer fails to carry out the relevant Acceptance Tests within the Acceptance Test
Period and such failure is wholly and solely due to the actions or inactivity of the Customer,
the Acceptance Tests shall be deemed to have been completed successfully.

The Acceptance Procedures set out in paragraph 2 of this Schedule shall apply to each of
the phases of testing set out in paragraph 3 of this Schedule (unless stated otherwise in
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2.1

2.12

2.13

paragraph 3).

The right to reject and terminate in paragraph 2.8.2 of this Schedule shall apply to each
element of the Services so that the Customer can reject and terminate individual modules
rather than the entire Services if it so wishes. If the Customer only terminates the rejected
module the refund referred to in paragraph 2.8.2 of this Schedule shall be in respect of the
module so rejected.

The Service Provider shall provide such assistance as the Customer requires in relation to
the conducting of the Acceptance Tests.

During the implementation/rollout phase (as further described in paragraph 3 of this
Schedule), the Customer reserves the right to re-test any service element which failed the
Acceptance Tests conducted in the previous testing phase (as further described in paragraph
3 of this Schedule) even if such service element subsequently passed the Acceptance Test
and was signed off by the Customer. In the event of such re-test, the Customer shall have
all rights and remedies set out in the Contract.

3. ACCEPTANCE TEST CRITERIA

3.1

Acceptance Test Criteria is detailed in ITT document ref: “11. MedIS CORTISONE Test
Strategy’ and in line with the Acceptance Criteria detailed in the agreed Service Specification
Document.
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1.

SCHEDULE 2-7

CONTRACT, SERVICE MANAGEMENT & REPORTING

CONTRACT MANAGEMENT

1.1.

1.2

1.3.

1.4.

1.5.

If required by the Customer, the Service Provider shall provide to the Customer's other
suppliers (as are notified to the Service Provider periodically) such reasonable co-operation,
data, information (including any documentation), advice and assistance in connection with
the Services to enable any such person to create and maintain technical or organisational
interfaces with the Services (such connection to be governed by the Service Provider's
standard interface licencing provisions) and on the termination (howsoever arising) or expiry
of this Contract, to enable the timely transition of the Services (or any of them) to any
replacement service provider.

In respect of network, communications, computer or other equipment provided by a third
party contractor that do or are required to interface with the Service Provider System, the
Service Provider shall:

1.2.1. ensure that there is no interference with the provision of the Services in
accordance with this Contract; and

1.2.2. take all necessary steps within its power to ensure that the interface is
successfully achieved,

and the cost of such activity, pursuant to the party following the Service Provider’s standard
interface licencing provisions and procedures, shall be incorporated within the existing
Charges, provided that if it is subsequently agreed by the parties, or determined in
accordance with Clause 20, that the third party supplier (or the Customer where provided by
the Customer) should have been responsible, or partly responsible, for resolving the relevant
incident, the Service Provider may recover its reasonable additional expenses for resolving
the issue to the extent that the third party contractor is agreed, or is determined, to have
been responsible for resolving the incident, and to the extent that the Customer is able to
recover an equivalent amount from the relevant third party contractor.

Any change in the way in which the Service Provider provides the Services which would
affect the Customer's use of the Services, materially increase the Customer's risk or reduce
the effect of the governance provisions of the Contract shall require the Customer's prior
written approval.

The Service Provider undertakes to:

14.1. inform the Customer in writing reasonably in advance of any adverse effects of
carrying out its obligations under this paragraph 1.2 on the Services;

1.4.2. minimise any such adverse effects to the extent reasonably practicable in the
circumstances; and

1.4.3. liaise with the Customer regarding the most appropriate time to carry out these
obligations and comply with the Customer's requirements in this regard.

The Service Provider shall ensure that any new releases and upgrades of the Software:
1.5.1. comply with the interface requirements in this Contract; and

1.5.2. are communicated to the Customer in advance; and
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1.5.3. are co-ordinated with the Customer to ensure it minimises any disruption to the
Services, the ICT Environment or the Customer's operations.

2. PERFORMANCE MONITORING

2.1.

The Service Provider shall ensure that the Services and its performance is measured
consistently in order to:

2.1.1. provide data to monitor the Service Provider's performance against the Service
Levels;

2.1.2. enable the pro-active management of the Services;

2.1.3. the preparation of the Availability Reports and Service Incident Reports by the
Service Provider;

2.1.4. verify if the Service Provider is complying with the Service Levels; and

2.1.5. document any issues in the Service Provider’s performance and/or delivery of the
Services.

3. AVAILABILITY REPORTS

3.1.

3.2.

3.3.

The Service Provider shall be responsible for measuring the Availability of the Service
Provider System and the Services in accordance with paragraph 2 of this Schedule 2-7.

The Service Provider shall provide the Customer with monthly Availability Reports detailing
a record of the Availability of the Services for the previous month.

Availability Reports shall be provided by the Service Provider to the Customer by the 5"
Working Day of the following month.

4. SERVICE INCIDENT REPORTS

41.

The Service Provider shall be responsible for monitoring the Service Incidents in relation to
the Services and shall provide the Customer with a Service Incident Report on a monthly
basis summarising the following:

4.1.1. a record of any failures to provide the Services in accordance with this Contract
including a summary of all Service Incidents and those which remain in an “open”
status and those which have been excluded in accordance with paragraph 3.4 of
Schedule 2-3 (Performance Management);

4.1.2. the Service Credits to be applied, if applicable;

4.1.3. Not used; and

4.1.4. details of the number and nature of any complaints from the Customer.

5. LOGGING A SERVICE INCIDENT

5.1.

5.2.

The Customer shall contact the Service Provider directly either by telephone to log a Severity
Level 1, 2, 3 or 4 Service Incident or by email to log a Service Request.

The Service Provider shall determine the Severity Level which relates to each Service
Incident utilising the Severity Level guidance in Schedule 2-3 (Performance Management).
The Customer shall be entitled to challenge the Severity Level which is allocated by the
Service Provider. If the Service Provider and the Customer are not able to agree on the
Severity Level of a Service Incident, the matter shall be resolved in accordance with
Schedule 2-10 (Dispute Resolution Procedure).
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5.3.

5.4.

5.5.

5.6.

5.7.

The Customer is expected to log all Service Incidents via telephone.

Outside the Working Day the Service Provider shall provide an on-call point of contact in the
event that a Severity Level 1 or 2 Service Incident occurs.

The Service Provider shall log a Service Incident as soon as it becomes aware of such
Service Incident either through being notified by the Customer/ End User or otherwise.

Where the Service Provider receives more than one report of a Service Incident then the first
report shall be deemed to be the Service Incident.

The Service Provider, on receiving notification of each Service Incident, will:
5.7.1. triage the call and review the information provided by the Customer;

5.7.2. document the action intended to be taken or which has been taken to rectify the
Service Incident;

5.7.3. document the Service Provider's plans for remedying the Service Incident and/or
for preventing the Service Incident from re-occurring including details where
applicable of the estimated time within which such Service Incident will be
Resolved.

6. TRANSPARENCY REPORTS:

6.1.

6.2.

6.3.

6.4.

The Service Provider recognises that the Customer is subject to PPN 01/17 (Updates to
transparency principles v1.1 (PPN _01/17 - Update to Transparency Principles v1.1). The
Service Provider shall comply with the provisions of this Schedule in order to assist the
Customer with its compliance with its obligations under that PPN.

Without prejudice to the Service Provider's reporting requirements set out in this Contract,
within three (3) Months of the Effective Date the Service Provider shall submit to the
Customer for approval (such approval not to be unreasonably withheld or delayed) draft
reports detailing certain performance information relating to the Service Provider as the
Customer may reasonably request (Transparency Reports) consistent with the content
requirements and format set out blow in this Schedule.

If the Customer rejects any proposed Transparency Report submitted by the Service
Provider, the Service Provider shall submit a revised version of the relevant report for further
approval by the Customer within five (5) days of receipt of any notice of rejection, taking
account of any recommendations for revision and improvement to the report provided by the
Customer. If the Parties fail to agree on a draft Transparency Report the Customer shall
determine what should be included. Any other disagreement in connection with
Transparency Reports shall be treated as a Dispute.

The Service Provider shall provide accurate and up-to-date versions of each Transparency
Report to the Customer at the frequency referred to in the Annex of this Schedule.

List of Transparency Reports

KPI Rating Frequency of | Quarter Average Rating | Comments
Description Thresholds measurements and Period
Year reporting
Severity 1 Good: 100%
Incidents Approaching
resolved
within Target: 90-99% Month|y
Rectification Requires
Time Improvement:
<90%
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Severity 2 Good: 100%
Incidents Approaching
resolved Target:
within 90-99% Monthl
Rectification | Requires y
Time Improvement:
<90%
Availability Good: >99.90%
Management Reaqui
>99.9% quires .
Improvement: Monthly
98-99.90%
Inadequate:
<97.99%
Social Value | Good:
TBC Requires Annua”y
Improvement:
Inadequate:
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ANNEX A TO SCHEDULE 2-7

MANAGEMENT INFORMATION

1. MONTHLY SERVICE REPORTING

1.1 The Service Provider shall produce and deliver a comprehensive Monthly Service Report to the
Customer by the fifth Working Day of every month prior to each Monthly Service Review Meeting.

1.2 The Monthly Service Report shall demonstrate the performance of the Service and include, but not
be limited to, the following elements (subject to agreement between the Service Provider and the
Customer):

1.21 Performance against all defined SLAs and KPIs

1.2.2 Full details of Priority 1 and Priority 2 incidents and associated problem records
1.2.3 Availability Management (including unplanned downtime)

1.2.4 Problem Management updates

An example Monthly Service Report is embedded below for reference.

CDS_PMR xIsx

1.3 The Service Provider shall, where agreed, adapt and evolve the contents of the Monthly Service
Report upon request from the Customer, at no additional cost.
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1.

SCHEDULE 2-8

CONTRACT CHANGE PROCEDURE

INTRODUCTION

1.1.

1.2

This Schedule sets out the Contract Change Procedure to be used by the Customer and the
Service Provider to effect changes to this Contract.

In accordance with Clause 27 of the Contract, changes to the Sub-Contractors listed in
Schedule 2-9 (Sub-Contractors) shall not be subject to the Contract Change Procedure and
shall be subject to Clause 29.5 of the Contract.

PRINCIPLES

2.1.

2.2.

2.3.

2.4,

The Customer and the Service Provider shall conduct discussions relating to proposed
changes to this Contract in good faith. Neither party shall unreasonably withhold nor delay
consent to the other party’s proposed changes to this Contract.

Until such time as a Contract Change Note (CCN) has been signed by both parties, the
Service Provider shall continue to provide and make available to the Customer the Services
in accordance with this Contract.

Any work undertaken in connection with any changes to this Contract by the Service
Provider, its Sub-Contractors or agents (other than that which has previously been agreed in
accordance with the provisions of paragraph 2.2 of this Schedule) shall be undertaken
entirely at the expense and liability of the Service Provider unless otherwise agreed between
the Customer and the Service Provider in advance.

Any discussions, negotiations or other communications which may take place between the
parties in connection with any proposed changes to this Contract, including the submission
of any written communications, prior to the signing by both parties of the relevant CCN, shall
be without prejudice to the rights of either party.

PROCEDURE

3.1

3.2.

3.3.

3.4.

Should either party wish to propose a change to this Contract, that party shall submit a draft
CCN detailing the proposed change to the other party using the proforma at Annex A to this
Schedule in accordance with Clause 8.1 of this Contract.

Within ten (10) Working Days of the submission of a draft CCN (or such other period as may
be agreed between the parties) the receiving party shall respond to the draft CCN in
accordance with this Contract. If appropriate, the parties shall enter into discussions to
discuss the draft CCN.

Discussion between the parties following the submission of a draft CCN shall take place
within five (5) Working Days (or such other period as agreed by the parties) and result in
either:

3.3.1. agreement between the parties on the changes to this Contract to be made
(including agreement on the date upon which the changes to this Contract are to
take effect (the “CCN Effective Date”)) within five (5) Working Days (or such
other period as agreed by the parties), such agreement to be expressed in the
form of proposed revisions to the text of the relevant parts of this Contract; or

3.3.2. no further action being taken on that draft CCN.

Where agreement is reached in accordance with paragraph 3.3.1 of this Schedule, the party
submitting the draft CCN shall prepare a final CCN for execution by both parties within five
(5) Working Days (or such other period as agreed by the parties). The final CCN, the content
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of which has been agreed between the parties in accordance with paragraph 3.3.1 of this
Schedule, shall be uniquely identified by a sequential number allocated by the Customer.

3.5. The Service Provider shall sign two (2) copies of each CCN and submit these to the
Customer not less than ten (10) Working Days prior to the CCN Effective Date.

3.6.  Subject to the agreement reached in accordance with paragraph 3.3.1 of this Schedule
remaining valid, the Customer shall sign both copies of the approved CCN within five (5)
Working Days of receipt by the Customer. Following signature by the Customer, one (1)
copy of the signed CCN shall be returned to the Service Provider by the Customer.

3.7. A CCN signed by both parties shall constitute an amendment to this Contract pursuant to
Clause 8 of this Contract.

4. CHARGE VARIATIONS
4.1. The Charges, shall only be varied due to:

4.11. agreement between the parties at any time to either increase or decrease any of
the Charges (where applicable); and

4.1.2. reduction in the charges in accordance with paragraph 2.4 of Schedule 2-4
(Charges and Invoicing).
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ANNEX A TO SCHEDULE 2-8

Contract Change Note for the Contract Change Procedure

Sequential Number: [to be allocated by the Customer]
Tile: e e
Originator: e for the [Customer/Service Provider]

Date change first proposed: ...

Number of pages attached:

WHEREAS the Service Provider and the Customer entered into a Contract for the provision of the
Services dated [insert date] and now wish to amend that Contract as follows:

Reason for proposed change

[Party proposing change to complete]

Full details of proposed change

[Party proposing change to complete]

Target date for implementing proposed change

[Party proposing change to complete]

Details of likely impact, if any, of proposed change on other aspects of the Contract

[Party proposing change to complete]

IT IS AGREED as follows:

1. With effect from [date] the Contract shall be amended as set out below:
[Details of the amendments to the Contract to be inserted here — to include the explicit changes
required to the text in order to effect the change, i.e. Clause/Schedule/paragraph number,

required deletions and insertions etc]

2. Save as herein amended, all other terms and conditions of the Contract inclusive of any previous
CCNs shall remain in full force and effect.

Signed for and on behalf of the Service Provider
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Signed for and on behalf of the Customer
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SCHEDULE 2-9

SUB-CONTRACTORS

1. INTRODUCTION
1.1. This Schedule contains:

1.1.1. details of the Sub-Contractors to be engaged or employed by the Service
Provider in the provision of the Services; and

1.1.2. the procedure to select, appoint and manage Sub-Contractors.

1.2.  Clause 27 of this Contract sets out the conditions and restrictions placed on amending or
changing Sub-Contractors.

2. SUB-CONTRACTORS

Name and full contact details Obligation
[REDACTED] Managed Service Provider - Data Centre
[REDACTED] Infrastructure
[REDACTED] Data Centre Provider/Hosting

Support Desk Triaging Service

3. PROCEDURE TO SELECT, APPOINT AND MANAGE SUB-CONTRACTORS

The following procedure shall be followed by the Service Provider when selecting, appointing and
managing Sub-Contractors under this Contract:

Appointment of Sub-Contractors

3.1.  The Service Provider shall exercise due skill and care in the selection and appointment of
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any Sub-Contractors to ensure that the Service Provider is able to:
3.1.1. manage any Sub-Contractors in accordance with Good Industry Practice; and
3.1.2. comply with its obligations under this Contract in the delivery of the Services.

3.2.  Prior to sub-contracting any of its obligations under this Contract, the Service Provider shall
notify the Customer in writing of:

3.2.1. the proposed Sub-Contractor’'s name, registered office and company registration
number;

3.2.2. the scope of the Services to be provided by the proposed Sub-Contractor; and

3.2.3. where the proposed Sub-Contractor is an Affiliate of the Service Provider,

evidence that demonstrates to the reasonable satisfaction of the Customer that
the proposed Sub-Contract has been agreed on “arm’s-length” terms.

3.3.  The Customer consents to the appointment of the Sub-Contractors as set out in Schedule 2-
9 of this Contract at the date of this Contract.
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SCHEDULE 2-10

DISPUTE RESOLUTION PROCEDURE

1. INTRODUCTION

1.1.

1.2

1.3.

This Schedule sets out the mediation and arbitration dispute resolution procedure governing
disputes under this Contract.

In the event that a dispute cannot be resolved by the Customer and Service Provider
representatives nominated under Clause 20.3 of this Contract within a maximum of ten (10)
Working Days (or such other period as agreed by the parties) after referral, the dispute shall
be further referred to mediation in accordance with the provisions of Clause 20.4 of this
Contract.

Subject always to the provisions of Clause 20 of this Contract, nothing in this dispute
resolution procedure shall prevent the Customer or the Service Provider from seeking from
any Court of the competent jurisdiction an interim order restraining the other party from doing
any act or compelling the other to do any act.

2. MEDIATION

2.1.

2.2.

2.3.

24,

2.5.

2.6.

The procedure for mediation pursuant to Clause 20.5 of this Contract and consequential
provisions relating to mediation shall be as follows:

211. a neutral adviser or mediator (the “Mediator”) shall be chosen by agreement
between the Customer and the Service Provider or, if they are unable to agree
upon the identity of the Mediator within ten (10) Working Days after a request by
one party to the other, or if the Mediator agreed upon is unable or unwilling to act,
either party shall within ten (10) Working Days from the date of the proposal to
appoint a Mediator or within ten (10) Working Days of notice to either party that
he is unable or unwilling to act, apply to the Centre for Effective Dispute
Resolution (“CEDR”) to appoint a Mediator; and

2.1.2. the Customer and the Service Provider shall within ten (10) Working Days of the
appointment of the Mediator meet with him in order to agree a programme for the
exchange of all relevant information and the structure to be adopted for
negotiations to be held. The parties may at any stage seek assistance from the
CEDR to provide guidance on a suitable procedure.

Unless otherwise agreed by the Customer and the Service Provider, all negotiations
connected with the dispute and any settlement agreement relating to it shall be conducted in
confidence and without prejudice to the rights of the parties in any future proceedings.

In the event that the Customer and the Service Provider reach agreement on the resolution
of the dispute, the agreement shall be reduced to writing and shall be binding on both parties
once it is signed by a duly authorised representative of the Customer and a duly authorised
representative of the Service Provider.

Failing agreement, either the Customer or the Service Provider may invite the Mediator to
provide a non-binding but informative opinion in writing. Such an opinion shall be provided
on a without prejudice basis and shall not be used in evidence in any proceedings relating to
this Contract or otherwise without the prior written consent of both parties.

The Customer and the Service Provider shall each bear their own costs in relation to any
reference made to the Mediator and the fees and all other costs of the Mediator shall be
borne jointly in equal proportions by both parties unless otherwise directed by the Mediator.

Work and activity to be carried out under this Contract shall not cease or be delayed during
the mediation process.
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2.7.

In the event that the Customer and the Service Provider fail to reach agreement in the
structured negotiations within forty (40) Working Days of the Mediator being appointed, or
such longer period as may be agreed, then any dispute or difference between them may,
subject to the agreement of both parties, be referred to arbitration in accordance with the
provisions of Clause 20.5 of this Contract.

3. ARBITRATION

3.1.

3.2.

3.3.

3.4.

3.5.

3.6.

3.7.

3.8.

In the event that a dispute between the Customer and the Service Provider, or a claim by
one against the other, pursuant to the terms of this Contract is not resolved pursuant to
paragraph 2 of this Schedule, the parties may, in accordance with the provisions of
Clause 20.5 of this Contract and subject to paragraph 2.7 of this Schedule, refer the matter
to arbitration in accordance with this Schedule.

The party seeking to initiate the arbitration shall give a written Notice of Arbitration to the
other party. The Notice of Arbitration shall specifically state:

3.21. that the dispute is referred to arbitration;
3.2.2. the particulars of this Contract; and
3.2.3. a brief summary of the subject of the dispute.

Unless otherwise agreed in writing by the Customer and the Service Provider, the provisions
of the Arbitration Act 1996 shall govern the arbitration commenced pursuant to this Schedule.

Any dispute arising out of or in connection with this Contract, including any question
regarding its existence, validity or termination, if referred to arbitration in accordance with
this Schedule shall be resolved by arbitration under the procedural rules of the London Court
of International Arbitration (which are deemed to be incorporated into this Contract save that
in the event of any conflict between those rules and this Contract, this Contract shall prevail).

It is agreed between the Customer and the Service Provider that for the purposes of the
arbitration, the decision of the arbitrator shall be final and binding on the parties, except in
the case of fraud, bias, manifest error, material breach of instructions on the part of the
Arbitrator, or any material failure by the arbitrator to comply with the London Court of
International Arbitration procedural rules, in which case a party will be permitted to apply to
Court for an Order that:

3.5.1. the Arbitrator reconsider his decision (either all of it or part of it);
3.5.2. the Arbitrator’s decision be set aside (either all of it or part of it).

The arbitration process and anything said, done or produced in or in relation to the arbitration
process (including any awards) shall be confidential between the parties, except as may be
lawfully required in judicial proceedings relating to the arbitration or otherwise. No report
relating to anything said, done or produced in or in relation to the arbitration process may be
made to any body other than the tribunal, the Customer and the Service Provider, their legal
representatives and any person necessary to the conduct of the proceedings, without the
agreement of all parties to the arbitration.

The arbitration proceedings shall take place in London and in the English language and the
arbitration proceedings shall be governed by, and interpretations made in accordance with,
the laws of England. The arbitration tribunal shall consist of a sole arbitrator to be agreed by
the parties and in the event that the parties fail to agree the appointment of the arbitrator
within ten (10) Working Days or, if the person appointed is unable or unwilling to act, as
appointed by the Court.

The Customer and the Service Provider shall each bear their own costs in relation to any
reference made to the arbitrator and the fees and all other costs of the arbitrator shall be
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borne jointly in equal proportions by both parties unless otherwise directed by the arbitrator.
3.9. In the event that the Customer and the Service Provider do not agree to refer the matter to

arbitration, then any dispute or difference between them may be referred to the Courts in
accordance with the provisions of Clause 36 of this Contract.

Page | 109

In Commercial Confidence

OFFICIAL



OFFICIAL

CALL OFF TERMS AND CONDITIONS

SCHEDULE 2-11

COMMERCIALLY SENSITIVE INFORMATION

1. INTRODUCTION

1.1.  Without prejudice to the Customer’s general obligation of confidentiality, the parties
acknowledge that the Customer may have to disclose Information in or relating to this
Contract following a Request for Information pursuant to Clause 18 of this Contract.

1.2.  In this Schedule the parties have sought to identify the Service Provider's Confidential
Information that is genuinely commercially sensitive and the disclosure of which would be

contrary to the public interest.

1.3.  Where possible, the parties have sought to identify where any relevant Information will cease
to fall into the category of Information to which this Schedule applies.

1.4.  Without prejudice to the Customer’s obligation to disclose Information in accordance with
FOIA, the Customer will, acting reasonably but in its sole discretion, seek to apply the
commercial interests exemption set out in .43 of the FOIA to the following Information:

Item(s)

Duration of Confidentiality

1. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

2. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

[REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

4. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

5. | [REDACTED].

7 years from the date of
expiry or earlier termination
of this Contract

6. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

7. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

8. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract
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9. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

10. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

11. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

12. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

13. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract

14. | [REDACTED]

7 years from the date of
expiry or earlier termination
of this Contract
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SCHEDULE 2-12
EXIT AND SERVICE TRANSFER ARRANGEMENTS

[REDACTED]
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SCHEDULE 2-13

STANDARDS AND REGULATIONS

1. INTRODUCTION

1.1.

This Schedule 2-13 sets out the Standards and Regulations with which the Service Provider
shall comply in its provision of the Services.

GENERAL STANDARDS

1. COMPLYING WITH FUTURE GOVERNMENT REQUIREMENTS AND STANDARDS

The Service Provider shall comply with future Government requirements and Standards in
accordance with any Government Guidance issued during the Term of this Contract and as
developed and updated, from time to time insofar as any such requirements or guidance are not
determined through a mutual decision between the Customer and the Service Provider to have the
potential to cause significant alteration to the existing data architecture of its System or Solution.

2. CURRENT STANDARDS

2.1.

2.2.

2.3.

24,

2.5.

The Service Provider shall at all times comply with the Standards.

The Service Provider shall discharge its obligations hereunder (including the provision of the
Services) with all due skill, care and diligence including in accordance with Good Industry
Practice and its own established internal procedures.

The Service Provider warrants that all the Service Provider Personnel and Sub-Contractors
used to provide the Goods and the Services shall possess and exercise such qualifications,
skill and experience as are necessary for the proper performance of the Services.

The introduction of new methods or systems which impinge on the provision of the Service
shall be subject to prior Approval.

The Service Provider shall undertake its obligations arising under this Contract in accordance
with the 1ISO 13485 Quality Management System standard, and all other quality and
technical standards published by BSI British Standards, the National Standards Body of the
United Kingdom, the International Organisation for Standardisation or other reputable or
equivalent body (and their successor bodies), that a skilled and experienced operator in the
same type of industry or business sector as the Service Provider would reasonably and
ordinarily be expected to comply with and any other applicable quality Standards,
Government codes of practice and Guidance.

The Service Provider shall comply with the following standards at all times during the Term
where applicable to the goods and services provided:

a) The Service Provider acknowledges that the definitive source for NHS and social care
standards and amendments to them is the Information Standards Board for Health
and Social Care (www.isb.nhs.uk). The definitive source for British (BS), European
(CEN) or International (ISO) standards and amendments to them is the British
Standards Institution (www.bsigroup.co.uk).

b) The Service Provider must also adhere to the Information Governance requirements
as set out in Annex A.

c) The Service Provider shall observe and keep track of NHS and industry standards as
such standards evolve and emerge and are issued by the Customer. The Service
Provider will use these standards in the development of future releases of the
Services.
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d) Unless otherwise agreed by the Customer, the Service Provider shall comply with
latest approved versions of the standards as published by the Information Standards
Board for Health and Social Care and the British Standards Institution.

e) If the Customer requires the Service Provider to implement additional standards, then
this shall be requested using the Contract Change Procedure.

Release Management

f) Not used.

g) Not used.

h) Should the Service Provider reasonably believe that adoption of any standard conflicts
with any other obligation under this Contract, then the Service Provider shall request
direction from the Customer.

i) Any other variation from the standards must be agreed by the Customer as part of the

design and development of an update to the Services. The variation must be explicitly
stated and agreed by the Customer.

Audit

j) The Service Provider shall on reasonable request provide the Customer with
documents showing how standards have been implemented in the provision of
Services.

k) If the Customer finds that the Services do not comply with a standard where

compliance has been agreed as part of the release then this will be raised as a defect.
The Service Provider shall resolve the service issue in accordance with the
procedures set down in the terms and conditions.

Information Governance

3. General Standards
3.1. Quality Management System

3.1.1. The Service Provider shall undertake its obligations arising hereunder and in all
Contracts in accordance with the ISO 13485 Quality Management System
standard or equivalent.

3.1.2. The Service Provider shall ensure that its Sub-Contractors undertake their
obligations arising under Contracts in accordance with the ISO 13485 Quality
Management System standard or equivalent.

3.2. Environmental Management System

3.21. The Service Provider shall undertake its obligations arising hereunder and in all
Contracts in accordance with the ISO 14001 Environmental Management System
standard or equivalent.

3.2.2. The Service Provider shall ensure that its Sub-Contractors undertake their
obligations arising under Contracts in accordance with the 1SO 14001
Environmental Management System standard or equivalent.

4. Project management

4.1. For project management responsibilities, the Service Provider shall ensure that Waterfall
Methodology or an equivalent methodology is used.
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10.

Information Security

5.1. The Service Provider shall undertake its obligations arising hereunder and in all Contracts in
accordance with the listed Defence Standards (05-138 issue 3, 05-139 issue 1, 05-138 issue
4)

5.2. The Service Provider shall ensure that all Goods and the Services intended for the transmission
of protectively marked material or for the protection of systems accredited to store or process
protectively marked material shall be protected and delivered to the standards set out in the
Manual of Protective Security (MPS) or equivalent.

5.3. The Services shall comply with the Information Age Government Security Framework or
equivalent.

5.4. The Service Provider shall prepare a Risk Management Accreditation Document Set (RMADS)
(as defined in HMG Infosec Standard 2) covering the scope of the Services and shall
maintain said RMADS throughout the term of this Contract. The RMADS shall be subject to
the approval of the pan-Government Accreditor.

Health and Safety at Work

6.1. The Service Provider shall undertake its obligations arising hereunder and in all Contracts in
accordance with the OHSAS 18001 Occupational Health and Safety Management System
or equivalent.

6.2. Both parties shall take all necessary measures to ensure the health and safety of the other
party’s employees and agents visiting their premises.

6.3. The Service Provider shall notify the Customer of any use of substances listed under COSHH
regulations or the Montreal Protocol in the provision of the Goods and the Services.

Environmental Standards
7.1. The Service Provider shall undertake its obligations in accordance with Directive 2002/96/EC

on Waste Electrical and Electronic Equipment and Directive 2002/95/EC on the Restriction
of the Use of Certain Hazardous Substances in Electrical and Electronic Equipment.

Data protection

8.1. The Service Provider shall undertake its obligations arising hereunder and in all Contracts in
accordance with the Data Protection Act 2018, as described in Schedule 2-22 within this
Contract.

SUSTAINABILITY

9.1. The Service Provider undertakes to follow a sound environmental management policy so that
its activities comply with all applicable environmental legislation and regulations and that its
products or services (including the Services) are procured, produced, packaged, delivered
and are capable of being used and ultimately disposed of, in ways that are appropriate from
an environmental protection perspective.

9.2. The Service Provider shall comply with relevant obligations under the Waste Electrical and
Electronic Equipment Regulations 2002/96/EC.

SECURITY
10.1.The Service Provider shall ensure that security is maintained to the level required by Schedule

2-17, and subiject to the relevant audit rights at Clause 32 of this Contract.
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SCHEDULE 2-14

TITLE AND RISK

Not used.
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SCHEDULE 2-15

LIQUIDATED DAMAGES

1. INTRODUCTION

1.1.

This Schedule sets out the circumstances under this Contract where the Customer has a
right to claim Liquidated Damages rather than the other rights and remedies expressed in
the Contract. The Schedule sets out the period of such Liquidated Damages and their
amounts.

2. LIQUIDATED DAMAGES

2.1.

2.2.

2.3.

Without prejudice to any other remedies available to the Customer:
21.1. if:

2.1.1.1.  any milestone or deliverable has not been met by the date set out in
the Implementation Plan; and/or

2.1.1.2.  the Acceptance Procedures have not been recorded as successful in
accordance with paragraph 2.4 of Schedule 2-6 (Acceptance
Procedures) by the end of the Acceptance Test Period,

and this is as a sole and direct result of the Service Provider’s actions or inaction,
the Service Provider shall pay to the Customer as Liquidated Damages for each
Day of delay the relevant sum specified in paragraph 5 of this Schedule up to the
end of the relevant Liquidated Damages Period. Such payment shall be in full
and final settlement of the Service Provider’s financial liability for any loss or
damage incurred by the Customer during the Liquidated Damages Period; and

21.2. if:
2.1.21.  any milestone or deliverable has not been met; and/or

21.2.2. the Acceptance Procedures have not been recorded as successful,
by the end of the Liquidated Damages Period,

the Customer shall be entitled to claim any remedy available to it for loss or
damage incurred by it thereafter.

No payment or concession to the Service Provider by the Customer or other act or omission
of the Customer shall in any way affect the rights of the Customer to recover the Liquidated
Damages pursuant to the provisions of paragraph 2.1 of this Schedule or be deemed to be
a waiver of the right of the Customer to recover any such damages unless such waiver has
been signed by the Customer, expressly made in writing by the Customer and refers
specifically to a waiver of the Customer’s rights to claim Liquidated Damages.

At the Effective Date, the Service Provider and the Customer agree that the daily Liquidated
Damages sum specified in paragraph 5 of this Schedule represents a genuine pre-estimate
of the Customer’s loss, calculated in accordance with paragraph 6 of this Schedule.

3. CIRCUMSTANCES WHERE LIQUIDATED DAMAGES APPLY

3.1. Liquidated Damages shall apply in the following circumstances, subject always to the

provisions of this Schedule 2-15, where the Service Provider fails to achieve any Milestone or
Deliverable by the due date specified in the Implementation Plan (Schedule 2-2) or fails to
achieve System Acceptance by the end of the Acceptance Test Period (Schedule 2-6):
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3.2.

3.3.

3.4.

Failure to achieve Initial Operating Capability (IOC): Where the Service Provider fails to
deliver a functional electronic health records system, meeting the minimum requirements for
Initial Operating Capability as defined in Schedule 2-4 (Requirements Specification) and
capable of secure operation within the MOD's IT infrastructure, by the IOC Date specified in
the Implementation Plan.

Failure to achieve Full Operating Capability (FOC): Where the Service Provider fails to deliver
the fully functional electronic health records system, meeting all requirements as defined in
Schedule 2-4 (Requirements Specification), including but not limited to all interfaces with
other MOD systems (e.g., DMICP, JPA), all data migration requirements, and all necessary
user training, by the FOC Date specified in the Implementation Plan.

Failure to achieve Security Accreditation: Where the Service Provider fails to obtain and
maintain the necessary security accreditation for the system, as defined in Schedule 2-13
(Security), by the dates specified in the Implementation Plan. This includes but is not limited
to achieving accreditation to process data up to and including OFFICIAL-SENSITIVE under
current MOD information security standards.

4. PERIOD OF LIQUIDATED DAMAGES

41.

4.2.

Start date for Liquidated Damages will be from the specified contracted milestone date;

And the end point of milestone task is achieved to a satisfactory standard agreed by the
Customer.

5. AMOUNT OF LIQUIDATED DAMAGES

5.1.

Implementation delays relating to paragraphs 3.2 and 3.3 equate to [REDACTED]of the
yearly licence fee per week, capped at [REDACTED].
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SCHEDULE 2-16
BCDR PLAN

[REDACTED]
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SCHEDULE 2-17

SECURITY MANAGEMENT PLAN

1. INTRODUCTION

1.1.

This Schedule covers:

1.1.1. principles of protective security to be applied in delivering the Services;
1.1.2. wider aspects of security relating to the Services;
1.1.3. the development, implementation, operation, maintenance and continual

improvement of an ISMS;
1.1.4. the creation and maintenance of the Security Management Plan;

1.1.5. audit and testing of ISMS compliance with the security requirements (as set out
in Schedule 2-3 (Performance Management)).

1.1.6. conformance to relevant ISMS requirements and;

1.1.7. obligations in the event of actual, potential or attempted breaches of security.

2. PRINCIPLES OF SECURITY

2.1.

2.2.

2.3.

24,

The Service Provider acknowledges that the Customer places great emphasis on the
confidentiality, integrity and availability of information and consequently on the security
provided by the ISMS.

The Service Provider shall be responsible for the effective performance of the ISMS and shall
at all times provide a level of security which:

2.2.1. is in accordance with Good Industry Practice, Law and this Contract;
222, complies with the Security Policy;
2.23. complies with at least the minimum set of security measures and standards as

determined by the Security Policy Framework (Tiers 1-4) available from the
Cabinet Office Security Policy Division (COSPD) unless advised otherwise by the

Customer;
224, meets any specific security threats to the ISMS;
2.2.5. complies with the security requirements as set out in Schedule 2-3 (Performance

Management); and

2.2.6. complies with the Customer’s ICT standards save as to where these conflict with
the Security Management Plan where any such conflict is raised to the Customer.

Subject to Clause 50.3 of this Contract, the references to standards, guidance and policies
set out in paragraph 2.2 of this Schedule shall be deemed to be references to such items as
developed and updated and to any successor to or replacement for such standards,
guidance and policies, from time to time.

In the event of any inconsistency in the provisions of the above standards, guidance and
policies, the Service Provider should notify the Customer's Contract Manager of such
inconsistency immediately upon becoming aware of the same, and the Customer’s Contract
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Manager shall, as soon as practicable, advise the Service Provider which provision the
Service Provider shall be required to comply with.

3. ISMS AND SECURITY MANAGEMENT PLAN

3.1. Introduction

3.1.1.

The Service Provider shall operate, maintain and continuously improve and
maintain an ISMS in accordance with this Schedule, periodically updated and
audited in accordance with the Security Policy.

The Service Provider shall maintain a Security Management Plan in accordance
with this Schedule to apply during the Term.

The Service Provider shall comply with its obligations set out in the Security
Management Plan.

Both the ISMS and the Security Management Plan shall, unless otherwise
specified by the Customer, aim to protect all aspects of the Services and all
processes associated with the delivery of the Services, including the Customer
Premises, the Sites, the Service Provider System and any ICT, information and
data (including the Customer Confidential Information and the Customer Data) to
the extent used by the Customer or the Service Provider in connection with this
Contract.

3.2. Development of the Security Management Plan

3.2.1.

3.2.2.

The Service Provider will deliver to the Customer for approval a fully complete
and up to date Security Management Plan/Security Policy.

If the Security Management Plan/Security Policy, or any subsequent revision to
itin accordance with paragraph 3.4 of this Schedule, is approved by the Customer
it will be adopted immediately and will replace the previous version of the Security
Management Plan/Security Policy at Annex B. If the Security Management Plan
is not approved by the Customer the Service Provider shall amend it within ten
(10) Working Days of a notice of non-approval from the Customer and re-submit
to the Customer for approval. The parties will use all reasonable endeavours to
ensure that the approval process takes as little time as possible and in any event
no longer than fifteen (15) Working Days (or such other period as the parties may
agree in writing) from the date of its first submission to the Customer. If the
Customer does not approve the Security Management Plan following its
resubmission, the matter will be resolved in accordance with Schedule 2-10
(Dispute Resolution Procedure). No approval to be given by the Customer
pursuant to this paragraph of this Schedule may be unreasonably withheld or
delayed. However any failure to approve the Security Management Plan/Security
Policy on the grounds that it does not comply with the requirements set out in
paragraph 3.3.4 of this Schedule shall be deemed to be reasonable.

3.3. Content of the Security Management Plan

3.3.1.

3.3.2.

The Security Management Plan/Security Policy will set out the security measures
to be implemented and maintained by the Service Provider in relation to all
aspects of the Services and all processes associated with the delivery of the
Services and shall at all times comply with and specify security measures and
procedures which are sufficient to ensure that the Services comply with the
provisions of this Schedule (including the principles set out in paragraph 2.2 of
this Schedule).

The Security Management Plan/Security Policy (including the draft version)
should also set out the plans for transiting all security arrangements and
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3.3.3.

3.34.

responsibilities from those in place at the date of signature of this Contract to
those incorporated in the Service Provider's ISMS at the date set out in the
Implementation Plan for the Service Provider to meet the full obligations of the
security requirements at Schedule 2-3 (Performance Management).

The Security Management Plan/Security Policy will be structured in accordance
Defence Standards (05-138 issue 3, 05-139 issue 1, 05-138 issue 4), cross-
referencing if necessary to other Schedules of this Contract which cover specific
areas included within that standard.

The Security Management Plan/Security Policy shall be written in plain English
in language which is readily comprehensible to the staff of the Service Provider
and the Customer engaged in the Services and shall only reference documents
which are in the possession of the Customer or whose location is otherwise
specified in this Schedule.

3.4. Amendment and Revision of the ISMS and Security Management Plan

3.4.1.

3.4.2.

3.4.3.

3.4.4.

4. TESTING

The ISMS and Security Management Plan/Security Policy will be fully reviewed
and updated by the Service Provider annually, or from time to time to reflect:

3.4.1.1. emerging changes in Good Industry Practice;

3.4.1.2. any change or proposed change to the Service Provider System, the
Services and/or associated processes;

3.4.1.3. any new perceived or changed security threats; and/or
3.4.1.4. anyreasonable request by the Customer.

The Service Provider will provide the Customer with the results of such reviews
as soon as reasonably practicable after their completion and amend the ISMS
and Security Management Plan/Security Policy at no additional cost to the
Customer. The results of the review should include:

3.4.2.1. suggested improvements to the effectiveness of the ISMS;
3.4.2.2. updates to the risk assessments;

3.4.2.3. proposed modifications to the procedures and controls that effect
information security to respond to events that may impact on the
ISMS; and/or

3.4.2.4. suggested improvements in measuring the effectiveness of controls.

On receipt of the results of such reviews, the Customer will approve any
amendments or revisions to the ISMS or Security Management Plan in
accordance with the process set out at paragraph 3.2.2 of this Schedule.

Any change or amendment which the Service Provider proposes to make to the
ISMS or Security Management Plan/Security Policy (as a result of a Customer
request or change to the Schedule 2-3 (Performance Management) or otherwise)
shall be subject to the Contract Change Procedure and shall not be implemented
until approved in writing by the Customer.

4.1. The Service Provider shall conduct tests of the ISMS ("Security Tests") on an annual (or
such otherwise period as advised by the Service Provider) basis or as otherwise agreed by

the parties.
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4.2.

4.3.

4.4.

Not used.
Not used.

Where any Security Test carried out pursuant to paragraphs 4.2 or 4.3 of this Schedule
reveals any actual or potential Breach of Security, the Service Provider shall promptly notify
the Customer of any changes to the ISMS and to the Security Management Plan/Security
Policy (and the implementation thereof) which the Service Provider makes in order to correct
such failure or weakness, and the timescales for implementation. For the avoidance of doubt,
where the change to the ISMS or Security Management Plan is to address a non-compliance
with the Security Policy or security requirements (as set out in Schedule 2-3 (Performance
Management)), the change to the ISMS or Security Management Plan shall be at no cost to
the Customer.

5. COMPLIANCE WITH APPLICABLE STANDARDS

5.1. Defence Standards (05-138 issue 3, 05-139 issue 1, 05-138 issue 4)

6. BREACH OF SECURITY

6.1.

6.2.

Either party shall notify the other in accordance with the agreed security incident
management process as defined by the ISMS upon becoming aware of any Breach of
Security or any potential or attempted Breach of Security.

Without prejudice to the security incident management process, upon becoming aware of
any of the circumstances referred to in paragraph 6.1 of this Schedule, the Service Provider
shall:

6.2.1. immediately take all reasonable steps necessary to:

6.2.1.1.  remedy such breach or protect the integrity of the ISMS against any
such potential or attempted breach or threat; and

6.2.1.2.  prevent an equivalent breach in the future.

Such steps shall include any action or changes reasonably required by the
Customer. In the event that such action is taken in response to a breach that is
determined by the Customer acting reasonably not to be covered by the
obligations of the Service Provider under this Contract, then the Service Provider
shall be entitled to refer the matter to the Contract Change Procedure; and

6.2.2. as soon as reasonably practicable provide to the Customer full details (using such
reporting mechanism as defined by the ISMS) of the Breach of Security or the
potential or attempted Breach of Security. Where a security incident involves a
breach of personal data the Service Provider shall provide the Customer with
sufficient information to meet the Customer’s obligations on reporting to the
Information Commissioner’s’ Office (ICO). This Shall include the nature of the
breach (including number of records affected), likely consequences and
mitigation measures.
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ANNEX A TO SCHEDULE 2-17

SECURITY POLICY

1. Applicable Security Policies

The Service Provider must maintain compliance with the following policies, as updated from time

to time:

1.1. Its own Security Policy.

1.2. DEFSTAN 05-139.

1.3. DEFCON 658 (Edn: 07/2025) (Cyber Risk Level: “High”).

1.4. Annex C of the Security Aspect Letter, as may be updated by the Customer from time to time
(included in Annex C to this Schedule.)

1.5. Industry Security Notices published by the Ministry of Defence.
1.6. The NHS Digital Technology Assessment Criteria (DTAC).

1.7. The NHS Data Security and Protection Toolkit, achieving and maintaining as a minimum
“Standards Met” status. The Service Provider shall provide evidence of compliance upon

request by the Customer.
1.8. All applicable security related requirements as defined within the Service Specification.
2. Assurance

The Service Provider shall comply with all reasonable requests by the Customer for information in

support of security assurance activities related to the above referenced security policies.
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ANNEX B TO SCHEDULE 2-17

SECURITY MANAGEMENT PLAN

The Service Provider’s Security Management Plan is attached below.

[REDACTED]
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ANNEX C TO SCHEDULE 2-17

SECURITY ASPECTS LETTER

The security Aspect Letter is attached below.
[REDACTED]
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SCHEDULE 2-18
SOFTWARE AND SOFTWARE LICENCE TERMS
1. INTRODUCTION

1.1.  This Schedule details the various elements of the Software and categorises them into
Specially Written Software, Service Provider Software and Third-Party Software.

1.2. Annexes A and B of this Schedule sets out the licence terms for the Service Provider
Software and Third-Party Software (including Open Source Ordered Software), respectively.

1.3. The Service Provider shall update this Schedule periodically to record any Software
subsequently acquired from third parties or developed for the delivery of the Services.

2. SPECIALLY WRITTEN SOFTWARE — Not Used.
3. SERVICE PROVIDER SOFTWARE

3.1.  The Service Provider Software comprises the following items:

[REDACTED]
4. THIRD PARTY SOFTWARE

4.1. The Third Party Software shall consist of the following items, including any Open Source
Ordered Software:

[REDACTED]
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ANNEX A TO SCHEDULE 2-18

SERVICE PROVIDER SOFTWARE

1.1 These licence terms are in addition to any terms agreed between the Parties elsewhere within
this Contract.

1.2 The Service Provider hereby grants a non-exclusive, revocable (but only in accordance with
the other provisions of this Contract) and non-transferable (except as permitted by paragraph 1.2 of
this Annex A) licence for the Customer to use the Service Provider Software operating on the Service
Provider System.

1.3 Notwithstanding paragraph 1.2 of this Annex A, in the event of the Customer merging with, or
being taken over by, another NHS organisation, the Customer may transfer the licence granted by the
Service Provider to the (as applicable) merged entity or new owner but must provide the Service
Provider with written notice of the merger or take over.

1.4 If the Service Provider or Customer terminates the Contract, the licence granted in paragraph
1.1 of this Annex A shall automatically terminate.

1.5 The use of the Service Provider Software shall be restricted to object code form (which shall
not include allowing the use of the Service Provider Software by, or for the benefit of, any person other
than an employee of, or person otherwise legitimately engaged or permitted by, the Customer).

1.6 The Customer has no right (and shall not permit any third party) to copy, adapt, reverse
engineer, decompile, disassemble, modify, adapt or make error corrections to the Service Provider
Software in whole or in part.

1.7 Except in the circumstances described in paragraph 1.3 of this Annex A the Customer shall
not:

1.7.1  sub-license, assign or novate the benefit or burden of the licence granted in
paragraph 1.1 of this Annex A, in whole or in part; nor

1.7.2 allow the Service Provider Software to become the subject of any charge, lien or
encumbrance;

without the prior written consent of the Service Provider (such consent not to be unreasonably
withheld or delayed).

1.8 The Customer and not the Service Provider shall be responsible for paying any royalties or
licence fees charged by any third party in return for such third party allowing the Customer to integrate
such third party’s Third Party Software (including Software as a Service) with the Service Provider
Software.

1.9 The Customer shall ensure that any tools or configurations implemented and/or run by the
Customer in conjunction with the Service Provider Software are safe to use and will not impede the
performance of the Services in any way, The Customer will comply with any advice received from the
Service Provider in relation to this and the Service Provider has the right to prohibit use of any such
tools where there are reasonable concerns regarding the safety or the potential to impact detrimentally
on the performance of the system.
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ANNEX B TO SCHEDULE 2-18

THIRD PARTY SOFTWARE

Not used.
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1.

SCHEDULE 2-19

INSURANCES

INTRODUCTION

1.1.

1.2

1.3.

This Schedule contains the list of insurances to be maintained by the Service Provider.
The Service Provider shall:

1.2.1. maintain these insurances with a reputable insurance company on terms that are
as favourable to those generally available to a prudent service provider in respect
of risks insured in the international insurance market; and

1.2.2. not cancel these insurances or make any material change to them without the
express written consent of the Customer.

The Service Provider shall procure that nothing is done which would entitle the relevant
insurer to cancel, rescind or suspend any insurance or cover, or to treat any insurance, cover
or claim as avoided in whole or part. The Service Provider shall use reasonable endeavours
to notify the Customer (subject to third party confidentiality obligations) as soon as
practicable when it becomes aware of any relevant fact, circumstance or matter which has
caused, or is reasonably likely to provide grounds to, the relevant insurer to give notice to
cancel, rescind, suspend or avoid any insurance, or any cover or claim under any insurance
in whole or in part.

LIST OF INSURANCE PROVISIONS

2.1.

2.2

2.3.

24.

The Service Provider shall effect and maintain the following insurances in relation to the
performance of its obligations under this Contract:

2.1.1. public liability insurance adequate to cover all risks in the performance of this
Contract from time to time with a minimum limit of £[REDACTED]for each
individual claim or such higher limit as required by Contracting Bodies to be
specified where relevant in an invitation to further competition and as required by
Law from time to time;

21.2. employers' liability insurance with a minimum limit of indemnity as required by
Law from time to time; and

2.1.3. product liability insurance adequate to cover all risks in the performance of this
Contract from time to time with a minimum limit of L[REDACTED]in the aggregate
or such higher limit as required by Contracting Bodies to be specified where
relevant in an invitation to further competition and as required by Law from time
to time; and

2.1.4. professional indemnity insurance to cover all risks in the performance of this
Contract from time to time with a minimum limit of indemnity of £[REDACTED]in
the aggregate as required by Contracting Bodies to be specified where relevant
in an invitation to further competition and as required by Law from time to time.

Any excess or deductibles under the insurances referred to shall be the sole and exclusive
responsibility of the Service Provider.

The terms of any insurance or the amount of cover shall not relieve the Service Provider of
any liabilities arising under this Contract.

The Service Provider shall produce to the Customer, on request, copies of all insurance
policies referred to in this paragraph 2 or a broker’s verification of insurance to demonstrate
that the appropriate cover is in place.
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2.5. If, for whatever reason, the Service Provider fails to give effect to and maintain the insurances
required by this Contract then the Customer may make alternative arrangements to protect
its interests and may recover the premium and other costs of such arrangements as a debt
due from the Service Provider.

2.6. The Service Provider shall maintain the insurances referred to in full force and effect at all
times from the Commencement Date until that date which is six (6) Years following the
expiration or earlier termination of this Contract or such longer term as may be required by
the Customer.

2.7. The Service Provider shall use its reasonable endeavours to ensure that it shall not by its
acts or omissions cause any policy of insurance to be invalidated or voided.

Class Minimum Sum Insured
Public Liability £[REDACTED]
Employers Liability in accordance with any legal requirement for the

time being in force.

Professional Indemnity £[REDACTED]
Product Liability £[REDACTED]
Business Continuity [REDACTED]
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1.1.

1.2

1.3.

1.4.

1.5.

1.6.

1.7.

SCHEDULE 2-20
STAFFING

The Service Provider shall be entirely responsible for the employment and conditions of
service of the Service Provider Personnel employed in the performance of the Services under
the Contract.

The Service Provider will employ sufficient employees to ensure that the Service is provided
at all times and in all respects in complete conformity with Schedule 2-3 (Performance
Management). This will include, but not be limited to, the Service Provider providing a
sufficient reserve of trained and competent staff to provide the Services during staff holidays
or absence due to sickness or voluntary absence. In relation to the Services, the Service
Provider will employ only such persons as are careful, skilled and experienced in the duties
required of them, and will ensure that every such person is properly and sufficiently trained
and instructed (at the Service Provider's expense) and carries out the Services with regard
to:

1.2.1. the task or tasks that person has to perform;

1.2.2. all relevant provisions of the Contract including, without limitation, Schedule 2-3
(Performance Management).

1.2.3. all relevant policies, rules, procedures and standards of the Customer (including
any racial discrimination and equal opportunities policies);

1.24. the need for those working in a health service environment to observe the highest
standards of hygiene, customer care, courtesy and consideration;

1.2.5. the need to keep confidential all information howsoever acquired whether relating
to the Customer and its business, or relating to patients, including but not limited
to patient identity, clinical conditions and treatment.

The adherence of the Service Provider’s Personnel to required standards of performance
shall be routinely monitored and the Service Provider shall promptly take such remedial
action as may be required where such standards are not attained.

Before the Service Provider engages or employs any person in the provision of the Services,
or in any activity related to, or connected with the provision of the Services, the Service
Provider shall comply with the following guidance as amended from time to time:

1.4.1. NHS Employment Check Standards including without limitation the Criminal
Record and Barring Check Standard; and

1.4.2. such other checks as required by the Disclosure and Barring Service or which
are to be undertaken in accordance with current and future national guidelines
and policies.

The Service Provider will, when recruiting potential employees for the purpose of the
Contract, act in accordance with Schedule 2-3 (Performance Management).

The Service Provider shall ensure that employees of appropriate levels of experience and
expertise perform the Services to achieve cost efficiency.

The Service Provider shall at all times provide a sufficient number of staff of a supervisory
level to ensure that all Service Provider Personnel are at all times adequately supervised
and properly perform their duties. The Service Provider shall ensure that such supervisory
level staff are sufficiently skilled, trained and instructed with regard to all matters under the
Contract, including without limitation the performance of the Services.
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1.8.

1.9.

The Customer reserve the right to reject staff whom they consider to be unsuitable for the
duties proposed. Where staff are rejected the Service Provider shall supply alternative staff.
In addition, the Customer may (but not unreasonably or vexatiously) instruct the Service
Provider to remove from work in or about the provision of the Services any person employed
or engaged by the Service Provider and the Service Provider shall immediately comply with
such instruction, and in the case of a removal from work shall, as soon as it is reasonably
practicable thereafter provide a substitute and any such instruction shall not give rise to any
liability whatsoever on the part of the Customer to the Service Provider or any other Party
and shall not affect in any way the obligations of the Service Provider to carry out the Services
to Schedule 2-3 (Performance Management).

The Service Provider shall ensure that any employees to whom reference is made by name
in Schedule 2-3 (Performance Management) are actively involved in the provision of the
Services or are replaced with employees acceptable to the Customer. The Service Provider
acknowledges that if it is ever the wish of the Service Provider to change the partners and/or
employees committed to provide the Services as provided for in Schedule 2-3 (Performance
Management) it shall first give notice of such wish to the Customer explaining the reasons
for such wish together with full details of any proposed replacement partner and/or employee.
The Customer shall be under no obligation to approve or accept any such replacement. If
any of the partners or employees referred to in Schedule 2-3 (Performance Management)
cease, in the reasonable opinion of the Customer, to provide and be responsible for the
provision of the Services and the quality of the Services then the Customer may terminate
the Contract in accordance with this Contract paying only for the Services provided up to the
date of such termination.

The Service Provider shall procure that all potential staff or persons performing any of the
Services during the Term who may reasonably be expected in the course of their
employment or engagement to have access to children or other vulnerable persons and/or
access to persons receiving clinical services and/or medical services:

1.10.1. are questioned concerning their Convictions; and

1.10.2. in the case of all potential staff or persons performing any of the Service during
the Term, obtain standard and enhanced disclosures from the Disclosure and
Barring Service before the Service Provider engages the potential staff or
persons in the provision of the Services to the Customer. The Service Provider
shall take all necessary steps to procure that such potential staff or persons
obtain standard and enhanced disclosures from the Disclosure and Barring
Service including, without limitation, the Service Provider being registered with the
Disclosure and Barring Service and that all such disclosures are renewed every
three years while such potential staff are performing any of the Services during
the Term.

The Service Provider shall procure that no person who discloses any Convictions upon being
questioned about their Convictions in accordance with paragraph 1.10, or who is found to
have any Convictions following receipt of standard and enhanced disclosures from the
Disclosure and Barring Service in accordance with paragraph 1.10, or who fails to obtain
standard and enhanced disclosures from the Disclosure and Barring Service upon request
by the Service Provider in accordance with paragraph 1.10 is employed without the
Customer' prior written consent.

The Service Provider shall procure that the Customer is kept advised at all times of any
member of staff who, subsequent to his/her commencement of employment as a member of
staff receives a Conviction or whose previous Convictions become known to the Customer,
and if the Customer, acting reasonably, considers that the Conviction has a material bearing
upon the suitability of the individual concerned to be engaged in the provision of the Services,
such person shall only continue to have access to the persons receiving health services
and/or have substantial access to children with the Customer’s prior written consent. The
Service Provider shall indemnify and keep indemnified the Customer against any Losses
arising out of any claim by any person in respect of whom the Customer denies consent to
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1.15.

continue to provide the Services as a result of such person disclosing or receiving a
Conviction.

The Service Provider shall procure that the Customer is kept advised at all times of any:

1.13.1. disciplinary incident relating to the Service Provider Personnel involving visitors,
patients or the Customer’ staff or property; and

1.13.2. incidence of serious misconduct involving the Service Provider Personnel.
The Service Provider shall only employ staff for the purposes of the Contract who:

1.14.1. fulfil any minimum training and qualification requirements of the Customer as set
out in the Service Specification and also all training and qualification requirements
that may be deemed necessary by the Customer, legislation, or any special
bodies or associations including but not limited to any ‘break away training’ and
secondary security training that may be deemed necessary by the Customer;

1.14.2. are medically and physically fit in so far as the requirements of the work are
concerned (subject to the duties imposed by the Equality Act 2010 including,
without limitation, the duty to make reasonable adjustments where the relevant
employee has a ‘disability’ within the meaning of the Equality Act 2010).

The Service Provider shall not employ in or about the provision of the Services any person
who has suffered from, has signs of, is under treatment for, or who is suffering from any
medical condition which is known to, or does potentially place the health of the Customer’s
staff, residents, patients or visitors at risk. In all such cases, the Service Provider is required
to notify the Customer of each particular incident. The Service Provider may receive and will
accept such instruction as to the immediate and future working capability of the affected
employee, upon the Sites. Such instruction may necessitate the need for further
investigation, which shall be the duty and responsibility of the Service Provider at his own
expense.

The Service Provider will comply with the Customer’s policy and procedures on cross
infection and notifiable diseases and will co-operate with and act upon the advice of the
Customer’s infection control representative. Accordingly, the Service Provider shall be
required to fulfil certain responsibilities and carry out certain tasks including but not limited to
minimising the risk to service users from staff-borne illnesses and making available a
programme of appropriate vaccination and offers to update vaccinations for all of the Service
Provider Personnel. In the event that there are outbreaks of infections amongst the Service
Provider Personnel, the Service Provider shall liaise with the Customer on the appropriate
way of dealing with such occurrences.

The Service Provider will maintain detailed records of its staff employed or engaged in
providing the Services including details of names and usual place of duty and any other
information relating to the Service Provider’s obligations in this paragraph 1.21 as may be
reasonably required and these records will be available to the Customer on reasonable
request.

As a condition of employment in the contract, Service Provider Personnel:

1.18.1. shall not corruptly solicit or receive any bribe or other consideration from any
person, or fail to account for monies or property received in connection with duties
under the Contract;

1.18.2. shall not be uncivil to persons encountered in the course of work, or make
unnecessary use of authority in connection with the discharge of their functions
under the Contract;

1.18.3. shall not act in a manner reasonably likely to bring discredit upon the Customer;
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1.18.4. shall maintain proper standards of appearance and deportment whilst at work;
1.18.5. shall not at any time be on duty under the influence of alcohol or drugs;

1.18.6. shall on being charged with any criminal offence, notify the Service Provider
immediately;

1.18.7. shall not neglect, nor without due and sufficient cause omit, to discharge promptly
and diligently a required task within the terms of the Contract.

1.18.8. shall not misuse or abuse the Customer’s property;

1.18.9. shall not smoke while on the Site, except in those areas where smoking is
expressly permitted.

1.19. The Service Provider shall provide its employees with a form of identification that is
acceptable to the Customer and which employees shall display on their clothing at all times
while on the Site.

1.20. The Customer shall not be liable for loss of, or damage to, the personal property of Service
Provider Personnel, howsoever caused.

1.21. It is the joint responsibility of the Service Provider and his employees to ensure that the
employees supplied to carry out the Services have not worked excessive hours which could
prejudice the standards of service. In accordance with the Working Time Regulations 1998
it is the responsibility of the Service Provider to keep records of hours worked for each
employee.
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SCHEDULE 2-21

PENSIONS

Not used.
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SCHEDULE 2-22
Data — Customer Data, Data Protection, Processing, Personal Data and Data Subjects
1. Customer Data

1.1. The Service Provider shall not delete or remove any proprietary notices contained within or
relating to the Customer Data.

1.2. The Service Provider shall not store, copy, disclose, process or use the Customer Data except
as necessary for the performance by the Service Provider of its obligations under this Contract
or as otherwise expressly authorised in writing by the Customer.

1.3. To the extent that Customer Data is held and/or processed by the Service Provider, the Service
Provider shall supply that Customer Data to the Customer as requested by the Customer in the
format specified in Schedule 2-7 (Contract, Service Management and Reporting) or by the
Customer from time to time.

1.4. The Service Provider shall take responsibility for preserving the integrity of Customer Data and
preventing the corruption or loss of Customer Data in accordance with the Data Protection Act.

1.5. The Service Provider shall ensure that any system on which the Service Provider holds any
Customer Data, including back-up data, is a secure system that complies with the Security
Policy.

1.6. If the Customer Data is corrupted, lost or sufficiently degraded as a result of the Service
Provider's Default, the Customer may:

1.6.1. require the Service Provider (at the Service Provider's expense) to restore or procure
the restoration of Customer Data to the extent and in accordance with the
requirements specified in the BCDR Plan and the Service Provider shall do so as soon
as practicable but not later than the period specified in Schedule 2-16 (BDCR Plan);
and/or

1.6.2. itself restore or procure the restoration of Customer Data to a standard that enables
the Services to be provided under this Contract, and shall be repaid by the Service
Provider any reasonable expenses incurred in doing so to the extent and in
accordance with the requirements specified in the BCDR Plan.

1.7. If at any time the Service Provider suspects or has reason to believe that Customer Data has
or may become corrupted, lost or sufficiently degraded in any way for any reason, then the
Service Provider shall notify the Customer immediately and inform the Customer of the
remedial action the Service Provider proposes to take.

1.8. The Service Provider shall indemnify and keep the Customer indemnified at all times from and
against all losses, damages, compensation, costs, claims, demands, expenses, professional
costs and/or charges sustained by the Customer arising from enforcement action by the
Information Commissioner and/or assertion of rights by Data Subjects in the event of any loss,
destruction, corruption, degradation or inaccuracy of Customer Data arising by reason of any
act, omission or Default of the Service Provider in the provision of the Services under this
Contract.

1.9. The Service Provider’s liability to the Authority for losses incurred by the Authority as Data
Controller shall be capped at £[REDACTED] per Contract Year.
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1.10.

1.11.

Either party shall inform the other immediately, or as soon as practically possible, in writing of:
1.10.1. the nature of the relevant claim;

1.10.2. not make any admission of liability, agreement or compromise in relation to the
relevant claim without the prior written consent of the other party; and

1.10.3. give the other party and its professional advisors reasonable access to its records and
premises so that the claim can be properly investigated.

Each party shall ensure that they comply with, and not breach the provisions of the Data
Protection Act and FOIA.

2. DATA PROTECTION

2.1.

2.2.

2.3.

2.4.

The Parties acknowledge that for the purposes of the Data Protection Legislation, the
Customer is the Controller and the Service Provider is the Processor. The only processing that
the Service Provider is authorised to do is listed in Schedule 2-22 by the Customer and may
not be determined by the Service Provider.

The Service Provider shall notify the Customer immediately if it considers that any of the
Customer's instructions infringe the Data Protection Legislation.

The Service Provider shall provide all reasonable assistance to the Customer in the
preparation of any Data Protection Impact Assessment prior to commencing any processing.
Such assistance may, at the discretion of the Customer, include:

2.3.1.  a systematic description of the envisaged processing operations and the purpose of
the processing;

2.3.2. an assessment of the necessity and proportionality of the processing operations in
relation to the Services;

2.3.3. an assessment of the risks to the rights and freedoms of Data Subjects; and

2.3.4. the measures envisaged to address the risks, including safeguards, security measures
and mechanisms to ensure the protection of Personal Data.

The Service Provider shall, in relation to any Personal Data processed in connection with its
obligations under this Contract:

2.41. process that Personal Data only in accordance with Schedule 2-22, unless the
Contractor is required to do otherwise by Law. If it is so required the Service Provider
shall promptly notify the Customer before processing the Personal Data unless
prohibited by Law;

2.4.2. ensure that it has in place Protective Measures, which are appropriate to protect
against a Data Loss Event, which the Customer may reasonably reject (but the failure
to reject shall not amount to approval by the Customer of the adequacy of the
Protective Measures) having taken account of the:
2.4.2.1. nature of the data to be protected;
2.4.2.2. harm that might result from a Data Loss Event;
2.4.2.3. state of technological development; and

2.4.2.4. cost of implementing any measures;
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243.

244,

2.45.

ensure that :

2.4.3.1. the Service Provider personnel do not process Personal Data except in
accordance with this Contract (and in particular Schedule 2-22);

2.4.3.2. it takes all reasonable steps to ensure the reliability and integrity of any
Service Provider personnel who have access to the Personal Data and
ensure that they:

2.4.3.2.1. are aware of and comply with the Service Provider’'s duties
under this Clause;

2.4.3.2.2. are subject to appropriate confidentiality undertakings with the
Service Provider or any Sub-processor;

2.4.3.2.3. areinformed of the confidential nature of the Personal Data and
do not publish, disclose or divulge any of the Personal Data to
any third Party unless directed in writing to do so by the
Customer or as otherwise permitted by this Contract; and

2.4.3.2.4. have undergone adequate training in the use, care, protection
and handling of Personal Data; and

not transfer Personal Data outside of the UK unless the prior written consent of the
Customer has been obtained and the following conditions are fulfilled:

2.4.4.1. the Customer or the Service Provider has provided appropriate safeguards
in relation to the transfer (whether in accordance with GDPR Article 46 or
LED Article 37) as determined by the Customer;

2.4.4.2. the Data Subject has enforceable rights and effective legal remedies;

2.4.4.3. the Service Provider complies with its obligations under the Data Protection
Legislation by providing an adequate level of protection to any Personal Data
that is transferred (or, if it is not so bound, uses its best endeavours to assist
the Customer in meeting its obligations); and

2.4.4.4. the Service Provider complies with any reasonable instructions notified to it
in advance by the Customer with respect to the processing of the Personal
Data; and

at the written direction of the Customer, delete or return Personal Data (and any copies
of it) to the Customer on termination of the Contract unless the Service Provider is
required by Law to retain the Personal Data.

2.5. Subject to paragraph 2.6, the Service Provider shall notify the Customer immediately if it:

2.51.

252.

2.53.

254.

2.5.5.

receives a Data Subject Access Request (or purported Data Subject Access Request);
receives a request to rectify, block or erase any Personal Data;

receives any other request, complaint or communication relating to either Party's
obligations under the Data Protection Legislation;

receives any communication from the Information Commissioner or any other
regulatory authority in connection with Personal Data processed under this Contract;

receives a request from any third Party for disclosure of Personal Data where
compliance with such request is required or purported to be required by Law; or
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2.6.

2.7.

2.8.

2.9.

2.10.

2.11.

2.12.

2.5.6. becomes aware of a Data Loss Event.

The Service Provider’s obligation to notify under paragraph 2.5 shall include the provision of
further information to the Customer in phases, as details become available.

Taking into account the nature of the processing, the Service Provider shall provide the
Customer with full assistance in relation to either Party's obligations under Data Protection
Legislation and any complaint, communication or request made under paragraph 2.5 (and
insofar as possible within the timescales reasonably required by the Customer) including by
promptly providing:
2.7.1.  the Customer with full details and copies of the complaint, communication or request;
2.7.2.  such assistance as is reasonably requested by the Customer to enable the Customer
to comply with a Data Subject Access Request within the relevant timescales set out
in the Data Protection Legislation;

2.7.3. the Customer, at its request, with any Personal Data it holds in relation to a Data
Subject;

2.7.4.  assistance as requested by the Customer following any Data Loss Event; and

2.7.5. assistance as requested by the Customer with respect to any request from the
Information Commissioner’s Office, or any consultation by the Customer with the
Information Commissioner's Office.

The Service Provider shall maintain complete and accurate records and information to

demonstrate its compliance with this Clause. This requirement does not apply where the

Service Provider employs fewer than 250 staff, unless:

2.8.1.  the Customer determines that the processing is not occasional;

2.8.2. the Customer determines the processing includes special categories of data as
referred to in Article 9(1) of the GDPR or Personal Data relating to criminal convictions
and offences referred to in Article 10 of the GDPR; and

2.8.3.  the Customer determines that the processing is likely to result in a risk to the rights
and freedoms of Data Subjects.

The Service Provider shall allow for audits of its Data Processing activity by the Customer or
the Customer’s designated auditor.

Each Party shall designate its own data protection officer if required by the Data Protection
Legislation.

Before allowing any Sub-processor to process any Personal Data related to this Contract, the
Service Provider must:

2.11.1. notify the Customer in writing of the intended Sub-processor and processing;
2.11.2. obtain the written consent of the Customer;

2.11.3. enter into a written agreement with the Sub-processor which give effect to the terms
set out in this paragraph 2 such that they apply to the Sub-processor; and

2.11.4. provide the Customer with such information regarding the Sub-processor as the
Customer may reasonably require.

The Service Provider shall remain fully liable for all acts or omissions of any Sub-processor.
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2.13. The Customer may, following the Contract Change Procedure, request to revise this clause by
replacing it with any applicable controller to processor standard clauses or similar terms
forming part of an applicable certification scheme (which shall apply when incorporated by
attachment to this Contract).

2.14. The Parties agree to take account of any binding guidance issued by the Information
Commissioner’s Office. The Customer may, following the Contract Change Procedure, request
to amend this Contract to ensure that it complies with any binding guidance issued by the
Information Commissioner’s Office.

Description ‘ Details
Subject matter of the Management of electronic health records for UK-MOD
processing personnel and patients
Duration of the processing From 8% December 2025 to 8 December 2033

Collection, recording, organisation, structuring, storage,
adaptation or alteration, retrieval, consultation, use, disclosure
by transmission, dissemination or otherwise making available,
alignment or combination, restriction, erasure or destruction of
data. The purpose includes employment processing, statutory

obligation, recruitment assessment, medical treatment,

medicine management and health monitoring.

Nature and purpose of the
processing

Name, address, date of birth, NI number, telephone number, ,
Type of Personal Data images, , medical history, treatment records, and prescription
details

Military Personnel, Civilian Staff (including contractors /
Categories of Data Subject agents, and temporary workers), Entitled Civilians, Patients,
Suppliers.

Data Transfer: Personal data may be transferred within the
MOD or to other government departments as necessary for the
purposes of processing. Transfers outside the UK or EU are
subject to legal safeguards to ensure data protection and
require the explicit permission of the Data Controller1.

Data Return: If data needs to be returned to the data controller,
data subject or another entity, it will be done securely, and in
agreement with the Data Controller, ensuring that all data
protection principles are upheld?.

Plan for return or destruction
of the data one the processing
is complete UNLESS
requirement under union or
member state law to preserve

that type of data Data Destruction: Once the retention period has elapsed, all

data will be securely destroyed in line with MOD data
destruction policies. This ensures that no unauthorized access
or data breaches occur. The Data Controller will advise when
data should be destroyed or in the absence of such instruction,
data will be retained for 10 years after the end of processing.
After this period, data will be securely destroyed unless there
is a legal requirement to preserve it.
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Lawful Basis for Data
Collection and Ownership (By
Customer)

Public Task and Legal Duty as described in:
Access to Health Records Act 1990
Health and Social Care Act 2015
Caldicott Principles
Information — To Share or Not To Share Review
MOD Joint Service Publications
NHS Codes of Confidentiality
Common Law duty of Confidentiality
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1.

SCHEDULE 2-23
Extra Call-off Terms and Conditions
Term

1.1. This Agreement shall commence on the Commencement, Date as per Clause 10. ‘Term and
Termination’ and continue for 8 years unless terminated earlier in accordance with clauses
Schedule 2-23, Clause 2.

Break Clause

2.1. Without affecting any other rights or remedies available to it, the Customer may terminate this
Agreement by giving the Service Provider no less than six (6) months’ (the Notice Period)
written notice of its intention to terminate on the Break Date.

2.2. During the Notice Period:

2.2.1.Both Parties shall continue to perform their obligations under this Agreement save that
the Customer shall be entitled to direct the Contractor to not start work on any element
of the Contractor Deliverables not yet started.

2.2.2.The Exit Plan provisions will apply from the date notice is served.
2.3. On the Break Date:

2.3.1.this Agreement shall terminate and both Parties shall be released from further
obligations under this Agreement, except those expressly stated to survive termination;

2.3.2.each party shall promptly return any property, documents or confidential information
belonging to the other party.

2.3.3.Not used.

2.4. The Customer shall within 30 days after the Break Date pay to the Contractor in accordance
with the terms of this Contract any amounts payable for Contract Deliverables provided up to
the Break Date. For the avoidance of doubt, the Contractor shall not be entitled to claim any
amount which falls due to be paid after the Break Date and which relates to Contract
Deliverables to be provided after the Break Date.

2.5. Termination of this Agreement in accordance with this clause shall not:

2.5.1.extinguish or affect any rights, obligations or liability accrued or due prior to the Break
Date; or

2.5.2.waive or prejudice any claim or remedy that either Party may have under this
Agreement.
Foreign Export Controls and Security Restrictions

3.1. the Customer requires DEFFORM 528 — ‘Foreign Export Controls and Security Restrictions’
for the Service Provider to complete (obtained at Defence Form (DEFFORM) Series by number
- Commercial Toolkit - KiD - UK MOD as part of MOD requirements).

Clause 9 (COMMUNICATIONS)

4.1. Whereas clause 9 (COMMUNICATIONS) has been specified in the contract, the Customer
requires DEFFORM 111 ‘Appendix - Addresses And Other Information’ for the Service
Provider to complete in conjunction with the Customer (obtained at Defence Form
(DEFFORM) Series by number - Commercial Toolkit - KiD - UK MOD as part of MOD
requirements).
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9.

Clause 17 (CONFIDENTIALITY)

5.1. Whereas clause 17 (CONFIDENTIALITY) has been specified in the contract, the Customer
requires DEFFORM 702 ‘Employee's Acknowledgement to Employer of Obligations Relating
to Confidentiality’ for the Service Provider to complete (obtained at Defence Form
(DEFFORM) Series by number - Commercial Toolkit - KiD - UK MOD as part of MOD
requirements).

Clause 49 (CUSTOMER DATA AND DATA PROTECTION) Replacement

6.1. Clause 49 — This does not reference extant legislation and are inadequate for MOD
purposes; specifically that relating to Data Protection and the UK GDPR - this being inclusive
of ‘General Data Protection Regulation (Regulation (EU) 2016/679) as retained in UK law by
the EU (Withdrawal) Act 2018 and the Data Protection, Privacy and Electronic
Communications (Amendments etc) (EU Exit) Regulations 2019,

6.1.1.This specific schedule will be wholly replaced by DEFCON 532B & the associated
DEFFORM 532B. (obtained at Defence Condition (DEFCON) Series - Commercial
Toolkit - KiD - UK MOD as part of MOD requirements).

Clause 50 (SECURITY REQUIREMENTS AND SERVICE PROVIDER PERSONNEL VETTING)
Replacement

7.1. Clause 50 - Sub-clauses 50.1, 50.2, 50.8, 50.9 & 50.10 are inadequate for Mod purposes in
covering the aspects contained within the Security Aspects Letter (SAL) (and associated
annexes). The conditions within DEFCON 76 are specific to Defence and where 3rd party
staff are engaged in activity on Defence premises, as such not addressed by Clause 50.

7.2. This specific schedule will be wholly replaced by DEFCON 76. (obtained at Defence
Condition (DEFCON) Series - Commercial Toolkit - KiD - UK MOD as part of MOD
requirements).

Schedule 2-17 sub-clause 6 (Breach of Security Replacement)

8.1. this shall be amended to cross reference Annex A of the SAL or the Industry Security
Notifications (ISN) ISN_2023-11 (see 2-23; 4.2).

8.2. Schedule 2-17 Annex A

8.2.1.So0 far as the supplier is concerned this shall be derived from: DEFSTAN 05-139,
DefCon 658 along with Annex C of the Security Aspect Letter (SAL). This includes a
number of pertinent ISNs:

8.2.2.1SN_2023-10, ‘Arrangements for the registration and assurance of supplier systems
processing MOD information’. The asset category is being #2.

8.2.3.1SN_2023-11, ‘REQUIREMENT FOR DEFENCE CONTRACTORS TO REPORT ALL
SECURITY INCIDENTS AFFECTING DEFENCE RELATED CLASSIFIED MATERIAL
TO THE UK MOD.

Issued Property DEFCON 611

9.1. DEFCON 76. (obtained at Defence Condition (DEFCON) Series - Commercial Toolkit - KiD -
UK MOD as part of MOD requirements).
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SCHEDULE 2-24
FURTHER CUSTOMER OBLIGATIONS

1. INTRODUCTION

1.1. The responsibilities of the Customer set out in this Schedule and within any agreed
Implementation Plan shall constitute the Customer Responsibilities under this Contract. Any
obligations of the Customer in Schedule 2-2 (Service Specification) and the Service Provider
Solution shall not be Customer Responsibilities and the Customer shall have no obligation to
perform any such obligations unless they are specifically stated to be “Customer
Responsibilities” in this Schedule 2-24 or are referenced in the table in paragraph 3 below.

1.2. The responsibilities specified within this Schedule shall be provided to the Service Provider
free of charge, unless otherwise agreed between the parties.

2. GENERAL CUSTOMER RESPONSIBILITIES

2.1. The Customer’s general Customer Responsibilities shall be:

a.

b.

performing those obligations of the Customer which are set out in the Clauses of
this Contract and the paragraphs of the Schedules;

using its reasonable endeavours to provide the Service Provider with access to
appropriate members of the Customer’s staff, as such access is reasonably
requested by the Service Provider in order for the Service Provider to discharge its
obligations throughout the Term;

providing sufficient and suitably qualified staff to fulfil the Customer’s roles and
duties under this Contract;

using its reasonable endeavours to provide such documentation, data and/or other
information that the Service Provider reasonably requests that is necessary to
perform its obligations under the terms of this Contract provided that such
documentation, data and/or information is available to the Customer and is
authorised for release by the Customer;

procuring for the Service Provider such agreed access and use of the Customer
Premises (as a licensee only) and facilities (including relevant IT systems) in
accordance with Clause 29 and as is reasonably required for the Service Provider
to comply with its obligations under this Contract, such access to be provided during
the Customer's normal working hours on each Working Day or as otherwise agreed
by the Customer; and

ensuring that any tools or configurations implemented and/or run in conjunction with
the Software are safe to use and will not impede the performance of the Services
in any way. The Customer will comply with any advice received from the Service
Provider in relation to this and the Service Provider has the right to prohibit use of
any such tools.

3. SPECIFIC OBLIGATIONS

[REDACTED]
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SCHEDULE 2-25
MANAGED SERVICES - SET UP SERVICES

Not used.
SCHEDULE 2-26

MANAGED SERVICES - BENCHMARKING

Not used.
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