	Official

	UK MCC – Purchase of a replacement MCC system and MEOLUT
	Statement of Requirement | 10



[image: image6.jpg]



Project DOCUMENTATION

Statement of Requirement
Purchase of a replacement MEOSAR capable MCC
                                                     MCA PPM
Author: Steve Pickering
Owner: Richard Parkes
Client: Maritime and Coastguard Agency

Release: V9.1
Date:  07.10.2016
Revision History

· Date of this revision:
07.10.2016
	Revision Date
	Summary of Changes

	25.04.2016
	V1 - Document creation

	18.05.2016
	V2 - Amendment following peer review

	20.06.2016
	V3 - Amendments to structure to better follow ICTs ITT template

	08.07.2016
	V4 – Amendment following further peer review

	29.07.2016
	V5 – Amended to further include ICT ITT template parameters

	16.08.2016
	V6 – Amended to rebalance weighting and include latest requirement feedback

	05.09.2016
	V7- Amended following detail analysis of requirements

	13.09.2016
	V8 – Amended to reflect outcomes of MEOSAR Management Board

	04.10.2016
	V9 – Final edit to reflect further review with RAF/ICT


Approvals
	Name
	Title
	Signature

	Richard Parkes
	Director – Maritime Operations
	

	Jim Tidball
	Assistant Director – ICT
	

	Gareth Jones
	Assistant Director - Procurement
	

	Julie Anne-Wood
	Head of Maritime Operations
	

	Richard Shakespeare
	Head of ICT Projects
	

	Mark Lawson
	Staff Officer – Communications
	

	Robert Townsend
	Head of Radio, Navigation and Telephony Services
	

	Kevin Carrig
	ICT Project Manager
	


Contents

The Full Business Case covers the following topics:

2Revision History


2Approvals


3Contents


5Introduction


51.1.
Background


71.2.
Requirement Summary


71.3.
The Coastguard National Network


71.4.
Scope


82.
How to Respond


82.1.
Evaluation Criteria


92.2.
Target Dates and Key Milestones


92.3.
Inventory


102.4. 
Procurement Timeline


113.
Solution Requirements


113.1.1 
Functional Requirements


143.1.2 
Functional Requirements – Options


153.2
Non Functional Requirements


153.2.1
Commercial


163.2.2 
Solution Overview


193.2.3
Foundation Features


203.2.4
Delivery Approach


213.2.5
Integration


233.2.6
Software Development


233.2.7
Software Hosting


243.2.8
Quality and Governance


243.2.9
Personnel


284.
Managed Service


284.1
Requirements


304.2 
Key Performance Indicators


304.2.1
Incident Management


314.2.2
Problem Management


324.2.3
Service Level Management


334.2.4
Capacity Management


344.2.5
Availability Management


354.2.6
IT Service Continuity Management


354.2.7
Information Security Management


364.2.8
Vulnerability Management


374.2.9
Supplier Management


384.2.10
Change Management


394.2.11
Release and Deployment Management


394.2.12
Service Validation and Testing


404.2.13
Service Asset and Configuration Management


414.2.14
Service Reviews


414.2.15
Process Evaluation


424.2.16
Business Relationship Management


444.3 
Response Templates


444.3.1
Options and Innovation


454.3.2 
Price Schedule


464.3.3
Compliance Statement


474.3.4
Key Performance Indicators


484.3.5
Solution Dependencies


494.3.6
Hardware Products


504.3.7
Software Products


514.3.8
Services


524.3.9
Personnel


535
Quality Control Templates


535.1 
Document Control


545.2
Acceptance Testing


555.3
Configuration Control


566. 
Abbreviations and Acronyms



Introduction

The Maritime and Coastguard Agency (MCA) is an Executive Agency of the Department for Transport. The MCA is responsible throughout the UK for implementing and developing the UK Government’s maritime safety and environmental protection policy, which includes co-ordinating Search and Rescue (SAR) at sea through Her Majesty’s Coastguard 24 hours a day, and checking that ships meet UK and international safety rules.

The MCA works to prevent the loss of lives on the coast and at sea, to ensure that ships are safe, and to prevent coastal pollution:

Safer Lives, Safer Ships, Cleaner Seas

The MCA provide a full range of search and rescue, counter pollution, survey, inspection and enforcement activities provided through 12 major business activities:

· Survey

· Inspection 

· Enforcement

· Ship Registration

· Navigation Services

· Strategic Prevention

· Seafarers Services

· Search & Rescue

· Pollution Response & Salvage

· Stakeholder Communication

· Ministerial Services

· Regulatory Process

These activities are supported by services responsible for providing a range of administrative functions including; infrastructure, MCA people, financial management & administration and corporate management.
1.1. Background
The United Kingdom is a signatory to the International Cospas-Sarsat Programme and contributes both a ground segment and a Mission Control Centre (MCC).

The UK ground segment is located in Combe Martin (North Devon) and consists of a pair of Local User Terminals (LUTs); one receives signals from the Low Earth Orbit Search and Rescue (LEOSAR) satellite constellation and the other from the Geostationary Search and Rescue (GEOSAR) constellation.

The MCA is responsible for the supply and operation of the LUTs, and from the 16th December 2016 the MCA will also be responsible for the operation of the UK MCC.

The UK MCC is currently operated by the MOD and is located in Kinloss (Morayshire) with the MOD operators accessing the capabilities from the National Maritime Operations Centre (NMOC) in Fareham (Hampshire).  The MCA will relocate this service to the NMOC where it will become part of the Coastguard National network and thus provide greater levels of resilience, as well as synergy with existing Coastguard operational activity.
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Cospas Sarsat has recently entered the Early Operational Capability phase of its new Medium Earth Orbit Search and Rescue (MEOSAR) satellite system. MEOSAR offers a substantial improvement to a nation’s capability to detect and locate distress beacon alerts and the UK is keen to adopt this service as soon as possible.  In order to make use of this service a MEOSAR capable LUT (MEOLUT) is required, as well as an MCC System which is capable of processing MEOSAR alert data.

The UK’s current MCC System is an end of life product which is not MEOSAR compatable.  The MCA has decided that relocating this equipment to the NMOC does not serve the UK’s interest and that a replacement for this equipment is required.

This invitation to tender asks bidders to supply an end-to-end service which provides a commissioned MCC LEOSAR, GEOSAR and MEOSAR capability, including the required MEOLUT ground segment, for the UK.

The UK seeks to establish and commission the system into service by the end of the 2017 calendar year.

Note: From this point onwards, any reference to MCC capability, implies GEOSAR, LEOSAR and MEOSAR capability
1.2. Requirement Summary

1.
Replacement of the Primary and Alternate MCC Systems with replacement MCC systems with full 
LEO/GEO/MEO capability. These are to be installed in two locations specified by the MCA (one 
being Fareham, the other being Aberdeen)

2. 
Provision of a MEOLUT, comprising sufficient satellite antennae and provision of sufficient service capability so as to ensure resilient service coverage of the UK’s area of responsibility for Search and Rescue.

3. 
Full compliance with all Cospas-Sarsat published guidance and performance specifications for MCC 
systems, LUTs and the MEOSAR service.

4. 
Full training on both the MCC operating system for the MCAs MCC Operators, MCC manager 
and training staff.  Training on the LUTs and any ancillary systems required for routine 
maintenance and trouble-shooting should also be supplied.
5. 
A three year service and support contract for all supplied equipment and services as specified 
further in this document.

6. 
Upgrades, patching, configuration and support of any supplied equipment or services as 
required 
to ensure the UK achieves fully commissioned status for the new equipment by Cospas-Sarsat.

7. 
Integration of LEOLUT and GEOLUT without compromising the existing MCC capability.
1.3. The Coastguard National Network
HM Coastguard operates within a single National Network environment.  The service consists of the National Maritime Operations Centre (NMOC), in Fareham, Hampshire, supported by nine smaller Coastguard Operations Centres (CGOC), distributed around the UK coastline.  These locations are able to share workload freely between stations, allowing for workload to be flexed to meet Operational demand, ensuring a resilient and flexible service able to meet the challenges of a Modern Coastguard service.
The Coastguard operates in a secure ‘Blue Light’ wide area network, hosted by paired data centres in the NMOC and at CGOC Aberdeen. All core operational functions undertaken by the Coastguard are hosted in this environment and can be run from any of the CGOCs or the NMOC itself.
The NMOC forms the hub of the Coastguards network, hosting an Operations room, the Maritime training capability, one of the Coastguards two data centres and, as of April 2016, the Aeronautical Rescue Coordination Centre (ARCC).  It is from this location that the MCA intend to operate the UKMCC.

In addition to the CGOCs and NMOC, the MCA owns a number of radio sites around the UK coastline, together with a training centre at HMS Daedalus airfield in Lee-on-Solent, Hampshire. Daedalus is the MCA’s preferred site for MEOLUTs due to convenience of access, however other sites are available for consideration should Daedalus not prove to be appropriate.
1.4. Scope
The scope of activities is the supply of a replacement MCC capability to the UK by meeting the requirements specified in detail throughout this document, the scope includes possible re-use, improvements to, or relocation of the UK’s LEO and GEO LUTs within the MCA’s current estate, if this can be demonstrated to be of benefit, but does not include the termination or removal of these services. 

2. How to Respond
You should provide a well-presented, easy to understand proposal, providing relevant and appropriate information demonstrating your understanding of the requirement.

Your tender response should follow the order of the specification document and address all the requirements to provide a clear, logical and well organised presentation of the proposal content.

Where appropriate provide evidence and relevant examples to back up your statements and commitments that you make in the tender.

A number of tables are referred to within the document, these are presented to assist us with evaluation and scoring your proposal. These tables, or an equivalent, should be used within your proposal to summarise your solution and provide an easy reference for us to compare your solution with other tenders. 
2.1. Evaluation Criteria
Each response listed within “Table 4.3.3 – Compliance Statement Template” will be evaluated against our list of requirements and overall value for money, the weight between Requirements fulfilled and Cost will be split as follows:

60% Requirements

40% Cost
The Requirements section is further subdivided into three sub-sections ‘Functional Requirements’ (section 3.1), ‘Non-Functional Requirements’ (section 3.2) and ‘Managed Service’ (section 4).  The scores for each of these sub-sections are weighed as follows:

40% Functional Requirements

20% Non-Functional Requirements

40% Managed Service

Requirements will be scored using the following criteria:

0
Meets none of the requirements
1
Fails to meet majority of requirements
2
Meets majority of requirements
3
Fulfills all requirements
4
Fulfills, and occasionally exceeds, all requirements 

5
Fulfills, and frequently exceeds, all requirements 

Each score will then by multiplied by a factor representing the importance of the requirement
X 4 (Ma)
 Mandatory – a must have requirement that must be fulfilled for the response to be considered.
X 3 (Hi)
 High – A highly desirable, should have, requirement which the response should make best   endeavours to fulfill
X 2 (Me)   Medium – A desirable, could have, requirement sought by the Agency which could be traded                                   for a High priority requirement if the two prove mutually exclusive.
X 1 (Lo) 
 Low – A ‘nice-to-have’ requirement which should be the first choice for trading if necessary.
Cost will be split between the supply and installation of the MCC and MEOLUT, and the managed service, with each cost weighted at 50% of the available score.  Both criteria will be scored using the following calculation.   
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x Weighting

The contract will be awarded to the supplier with the highest overall score.
2.2. Target Dates and Key Milestones

The supplier should propose key milestone activities for the delivery of the work outlined within this Statement of Requirements, as well as suggested target dates for their completion. It is anticipated that there will be three phases for this delivery:

1. Provision of a replacement MCC System, including integration with existing LEO and GEO LUT’s without impact on current MCC operations, and training of operators, at the NMOC.

2. Provision and installation of a MEOLUT capability and integration into the new MCC systems.
3. Commissioning to Cospas Sarsat standards of a fully capable MCC including LEO, GEO and MEO capability.
2.3. Inventory

The UK owns the following equipment as part of its current MCC set up.
The following can be used to supply data to the replacement MCC as long as it does not compromise current operational capability:

1x HGT LEOLUT + Server (located in Combe-Martin)
1x HGT GEOLUT + Server (located in Combe-Martin)
The following items will not be available as there is an ongoing service requirement for them:
2x HGT MEOLUT 600 LP v1.7 / SP v1.5 / FP v1.5 (located in Kinloss)
2x HGT OCC 200 + terminals (located in Kinloss)
2.4. 
Procurement Timeline
The tender bid will be launched on Friday 7th October.  There will be a six week period where the tender is open.  Completed tender proposals should be received no later than 12:00 P.M. (GMT) on Friday 18th November.
Questions about the Statement of Requirement can be asked at any stage in the tender up until 18:00 (GMT) on Wednesday 9th November, questions asked will be responded too within two working days. Question and answers will be shared with all prospective suppliers.
A supplier day will be available in October to allow the opportunity to visit the NMOC and the Daedalus airfield, as well introduce the MCA to your company and product. The supplier day does not perform part of the tender evaluation.
3. Solution Requirements

Section 3 relates to the individual requirements identified by the MCA in relation to this replacement MCC capability. These outline specific areas in which the MCA are looking for suitably detailed information – covering technical requirements for the MCC System and MEOLUT, general contractual requirements and working arrangements. The supply of equipment should take into account relevant Cospas-Sarsat build and operational standards as well as the requirement for commissioning the service once it is installed.

3.1.1 
Functional Requirements

The following table is a list of functional requirements that describe the intended outcome of the solution.

	ID
	Description
	Rationale
	Importance

	3.1.1.1 
	Supply of MCC System

Please describe how you solution will provide sufficient MCC Systems with terminals, to ensure provision of LEO, GEO and MEOSAR service to the UKMCC at Fareham. 
	Provides a resilient MCC capability to the UK, ensuring continuity of service in the event of a server outage or planned maintenance
	Ma

	3.1.1.2 
	Supply of MEOLUT

Please describe how your solution will provide a Stand-Alone MEOLUT site(s), consisting of sufficient antenna to comply with Cospas-Sarsat commissioning standards whilst covering the entirety of the UK Search and Rescue area of responsibility (see Annex A).
	Stand-Alone MEOLUTs are recommended in C/S R.012 MEOSAR Implementation Plan. The supplier should indicate the quantity required to provide adequate coverage for the UKs extensive area of responsibility.
	Ma

	3.1.1.3
	MEOLUT Location

Please describe how your solution will identify the most appropriate site for the MEOLUT.  If the MCA’s preferred site is not suitable please indicate appropriate alternate locations
	The MCA would wish to install the MEOLUTs on an MCA owned site with sufficient room, services and resilience.
	Ma

	3.1.1.4 
	Compliance with Functional Requirement
Please describe how your solution will fulfil all Functional and Performance requirements described in C/S A.005 (Cospas-Sarsat MCC Performance Specifications and Design Guidelines).
	In order to operate as a recognised MCC within the Cospas-Sarsat structure, and in order to be commissioned the ground segment components provided by the MCA must fulfil these requirements.
	Ma

	3.1.1.5 
	Compliance with MEOSAR standards
Please describe how your solution will comply with the performance standards described in C/S T.019 (MEOLUT Performance Specification and Design Guidelines).
	In order to operate as a recognised MCC within the Cospas-Sarsat structure, and in order to be successfully commissioned the ground segment components provided by the MCA must fulfil these requirements.
	Ma

	3.1.1.6 
	Return link Capability
Please describe your solutions capability for a Return link service. If fulfilling this requirement involves extra equipment/cost this should be itemised separately.
	Return-link services are a benefit of the MEOSAR system. The MCA seeks to ensure that any new system is future-proofed and capable of making use of this service.
	Me

	3.1.1.7
	Satellite Constellation Capability

Please describe how your solution will be capable of receiving and processing data from all three MEOSAR constellations (GLONASS, DASS and Galileo). As required in C/S T 0.19.
	As required in C/S T.019, tracking all three systems provides improved MEOSAR redundancy, improved accuracy and coverage.
	Ma

	3.1.1.8
	Ongoing Commissioning Compliance

Please describe how your solution will ensure compliance with C/S T.000 series – Technical documentation both at the point of installation and at the point of commissioning.
	The system will need to pass commissioning, as MEOSAR is a new service the standards and requirements are constantly evolving and the MCA must ensure that supplied equipment is capable of meeting future, as well as current commissioning standards.
	Ma

	3.1.1.9
	Training Simulation
Please describe how your solution will include the capability to simulate, in a separate environment, all alerts and functions, to allow for ongoing training to be provided to staff. The system should allow for the simultaneous operation of both the live MCC and a training environment.
	The capability to simulate alerts allows for refresher training and new operators to be taught in a convenient and controlled manner
	Hi

	3.1.1.10 
	Monitoring Standards
Please describe how your solution will comply with the monitoring standards described in C/S A.003 (Cospas-Sarsat System Monitoring and Reporting).
	In order to operate as a recognised MCC within the Cospas-Sarsat structure, and in order to be successfully commissioned the ground segment components provided by the MCA must fulfil these requirements.
	Ma

	3.1.1.11
	Networking Analysis
Please describe how you will undertake to provide a report indicating how system performance could be improved by networking with other sites as described in C/S R.018 (Demonstration and Evaluation Plan for 406MHz MEOSAR) together with any impact on the cost and system supplied.
	Cospas-Sarsat have indicated that User states should implement standalone sites by default, however the benefit of a network site should still be explored for future consideration by the UK as MEOSAR capability continues to develop
	Lo

	3.1.1.12
	Tracking of ELT’s in flight

Please describe how your solution will be capable of tracking ELTs on aircraft in flight in compliance with forthcoming GADSS requirements. (when specified)
	This requirement is being specified by the new Global Aeronautical Distress and Safety System (GADSS) legislation currently in development.
	Ma

	3.1.1.13
	Delivery timescales

Please describe the timescales for your solution, describing how the replacement MCC System will be delivered as soon as possible after the contract is let and before end of March 2017; and how the full MCC System and MEOLUT will be delivered, installed and accepted in sufficient time to allow for commissioning by the end of 2017.
	The MCA seeks to mitigate the risks of not having access to MEOSAR data as quickly as possible, swift implementation on MEOSAR also reduces dependency on existing end-of-life systems.

Full system delivery is desired by the end of the year to ensure the MCA has time to gather sufficient data/system experience for the commissioning of a full system in the following financial year
	Hi

	3.1.1.14
	L and S band detection

Please describe how your solution will be capable of detecting both L and S band Satellite frequencies
	L-band is not expected to take precedence as the preferred transmission signal until 2020, until this point the UK requires the capability to detect both the existing S-band MEOSAR satellites as well as the future L-band launches.
	Ma

	3.1.1.15
	Compatability with 2nd gen. beacons
Please describe how your solution will ensure compatability with both current generation and second generation beacons, any required upgrade for compatability should be included in the service provision.
	Second Generation beacons are still in development by Cospas-Sarsat, the MCA seeks to ensure any systems installed will be capable of both a) receiving these beacons and b) capitalising on any other benefits that can be gained from the use of second generation beacons
	Ma

	3.1.1.16
	Systems training

Please describe how your solution will provide full training for MCA operators of the system; and how training and training materials will be further provided to the MCA training team to enable training to be delivered on an ongoing basis by the MCA.
	Staff will need to be trained on the use of the system and in the first instance this training should be provided by the supplier. To ensure ongoing resiliency the supplier should also provide the MCA the tools to provide future training.
	Ma


3.1.2 
Functional Requirements – Options

The following table list is a list of optional extras the MCA wishes to consider; none of the items below will be considered for the purposes of contract award but may be included in the final contract.

	ID
	Description
	Rationale
	Importance

	3.1.2.1
	MCC Integration

An option should be included for the integration of the MCC System into the current MCA desktop footprint and network environment
	The MCA’s concept of operation for Coastguard functions is reliant on the ability to move work around a network of stations.
	Unscored


3.2
Non Functional Requirements
This section describes the non-functional requirements for delivery approach, technical architecture and operational criteria
3.2.1
Commercial

The following table is a list of requirements that will help us evaluate the commercial aspects of your solution.
	ID
	Description
	Rationale
	Importance

	3.2.1.1
	Solution Options
Please provide a list of innovative options using “Table 4.3.1 – Options and Innovation Template” clearly explaining key differences between each option.
	To evaluate solution options, approach, supplier differentiation and innovation.
	Ma

	3.2.1.2
	Response Format
Please provide a response to each requirement using “Table 4.3.3 – Compliance Statement Template”. Use a separate copy of the template for each option listed. 
	To evaluate each solution, option and supplier using a standard format.
	Ma

	3.2.1.3
	Solution Assumptions
Please eliminate all assumptions by presenting relevant questions to the MCA for answers in good time before the response end date.
	To ensure that ambiguity is resolved, to reduce delivery risks and obtain clarity of effort and cost.
	Ma

	3.2.1.4
	Solution Dependencies
Please provide a list of solution dependencies that you will require the MCA to resolve using “Table 4.3.5 – Solution Dependency Template”.  Do not include assumptions.
	To ensure that the effort to resolve potential dependencies is understood.
	Ma

	3.2.1.5
	Customer Reference
Please provide a contact name, address, email and telephone number of a customer who is willing to provide a written reference and evaluation visit if required.
	To evaluate past performance, current business relationships, potential products and solutions
	Hi

	3.2.1.6
	Professional Services
Please provide details of your professional service offerings including a breakdown of costs using “Table 4.3.8 – Services Template”.
	To evaluate the cost of professional services.
	Ma

	3.2.1.7
	Timescale
Please provide your indicative solution delivery plan clearly showing any key milestones such as sprints, prototypes, activities, durations, parallel work streams, inter-dependencies and personnel deployment.
	To evaluate the solution delivery timescale, indicative effort and inter-dependencies.
	Hi

	3.2.1.8
	Costs
Please complete “Table 4.3.2 – Costs” to provide a cost for the indicated elements, including a total full price for your proposed solution in pounds sterling.
	To evaluate the solution delivery cost.
	Ma


3.2.2 
Solution Overview

The following table is a list of requirements that will help us to evaluate your general solution approach.

	ID
	Description
	Rationale
	Importance

	3.2.2.1
	High Level Design
Please provide a high level design for your solution clearly showing relevant: 
   (i) logical components
   (ii) physical equipment and connections
   (iii) data flows and processing
   (iv) database entities and relationships.
	To evaluate the overall design of the solution, to evaluate the effort required for the solution to integrate within the MCA environment.
	Ma

	3.2.2.2
	Installation Manual
Please provide an electronic copy of the manufacturer published installation manual for each logical and physical component referenced within the high level design.
	To evaluate the installation process, validate technical integration aspects, configuration items and dependencies.
	Lo

	3.2.2.3
	Technical Specification
Please provide an electronic copy of the manufacturer’s published technical specification for each logical and physical component referenced within your high level design, including any space requirements.
	To evaluate solution design, technology stack elements, validate capacity and performance aspects.
	Lo

	3.2.2.4
	User Manual
Please provide an electronic copy of the manufacturer published user manual for each logical and physical component referenced within the high level design.
	To evaluate the end user training requirement.
	Lo

	3.2.2.5
	3rd Party Products
Please provide a list of 3rd party hardware and/or software products that are used to underpin your solution including ownership and licensing aspects.
	To evaluate the solution technology stack.
	Ma

	3.2.2.6
	Solution Roadmap
Please provide a roadmap clearly showing planned updates and obsolescence over the next 10 years for:
    (i) your own products,
   (ii) all underpinning 3rd party products,

  (iii) all development tools.
	To evaluate the solution lifecycle, investment and potential upgrade options.
	Ma

	3.2.2.7
	Scalability
Please explain how the solution will handle a growing amount of work in a capable manner and its ability to be enlarged to accommodate that growth.
	To evaluate the ability to support increased demand for the service maximising existing investment.
	Me

	3.2.2.8
	High Availability
Please explain how your solution will provide a resilient, highly available service using multiple network connections across multiple hosting providers.
	To evaluate how the service will operate in a manner that is not interrupted by unforeseen local, physical or wide area network issues
	Ma

	3.2.2.9
	Load Testing
Please explain how you will automate frequent benchmarking of end to end solution performance in a representative production environment from a user’s perspective taking into account common browsers, devices, etc.
	To evaluate how performance is to be benchmarked before live operation and to analyse the impact of upgrades to the solution once in operation.
	Ma

	3.2.2.10
	Security Model Overview
Please explain how your solution is
  (i)     designed and/or,
  (ii)    deployed and/or;
  (iii)   managed
in a secure manner in compliance with the UK Government Security Policy Framework.
	To evaluate the security aspects including but not limited to data confidentiality, integrity, authentication, access, vulnerability management, etc.
	Ma

	3.2.2.11
	Latest Software Versions
Please explain how your solution will use and support the latest versions of 3rd party software available when they change on a regular basis.
	To ensure that network security accreditation status is upheld and support with the UK Government Security Policy Framework.
	Ma

	3.2.2.12
	Software Updates
Please explain how your solution will use and support the application of regular server security updates each month and critical patches on request.
	To ensure that network security accreditation status is upheld, integrate with the MCA technical environment and support with the UK Government Security Policy Framework.
	Ma

	3.2.2.13
	AV Signature Updates
Please explain how your solution will use and support the application of anti-virus signature updates every day.
	To ensure that network security accreditation status is upheld, integrate with the MCA technical environment and support with the UK Government Security Policy Framework.
	Ma

	3.2.2.14
	AV Engine Updates
Please explain how your solution will use and support the application of anti-virus engine updates with 5 working days of the release date.
	To ensure that network security accreditation status is upheld, integrate with the MCA technical environment and support with the UK Government Security Policy Framework.
	Ma

	3.2.2.15
	Testing Environment
Please explain how you intend to isolate functionality updates, patches, fixes and configuration changes for pre-production validation.
	To evaluate test environment capabilities, representation of the production environment and service risks.
	Ma

	3.2.2.16
	Planned Maintenance
Please provide an overview of how your solution will continue to operate during planned maintenance and upgrades within the production environment.
	To ensure the service is not interrupted by routine planned maintenance activities.
	Ma

	3.2.2.17
	Hardware Products
Please provide a breakdown of all hardware products within the solution together with unit costs using “Table 4.3.6 – Hardware Products Template”.
	To evaluate hardware technology, integration analysis and value for money.
	Hi

	3.2.2.18
	Software Products
Please provide a breakdown of all software products within the solution together with unit costs and licensing terms using “4.3.7 – Software Products Template”.
	To evaluate software technology, licensing terms and value for money.
	Hi


3.2.3
Foundation Features

The following table is a list of requirements that will help us to evaluate the foundation design features of your solution.

	ID
	Description
	Rationale
	Importance

	3.2.3.1
	APIs
Please provide a list of tools and Application Programming Interfaces (APIs) for your solution and explain how other technology providers can use these to integrate with your solution.
	To evaluate how other providers can integrate with the solution.
	Me

	3.2.3.2
	Open Standards
Please explain how your solution supports open standards and common government platforms.
	To encourage software and system interoperability. UK Government Open Standards policy can be found here.
	Me

	3.2.3.3
	Role Based Security
Please explain how your solution will control access and object privileges based on roles.
	To evaluate how the solution will group users into roles.
	Ma

	3.2.3.4
	Access Control Rules
Please explain how your solution will use rules to control access to individual data items.
	To evaluate how the solution will control actions such as read, modify, delete, version, purge recycle bin and recover for records and individual data fields through role based privileges.
	Me

	3.2.3.5
	External User Authentication
Please explain how your solution will authenticate user identity information for accounts not contained within MCA Microsoft Active Directory services.
	To evaluate the authentication technology, integration and experience of single sign-on style access across organizational boundaries for non MCA staff.
	Ma

	3.2.3.6
	Validation Rules
Please explain how your solution will use configurable data validation rules.
	To evaluate how to modify user interface validation rules for data fields if required. 
	Lo

	3.2.3.7
	Validation Lookups
Please explain how your solution will perform real-time data validation and/or lookups using either publically available or closed network APIs
	To evaluate how the solution will validate in real-time widely used data fields such as beacon database, IMO number, etc.
	Lo

	3.2.3.8
	Data Extraction
Please explain how your solution will facilitate frequent secure bulk data extract to a centralised data store.
	To evaluate how the solution will support enterprise management reporting and performance dashboards.   
	Ma

	3.2.3.9
	Custom Data
Please explain how your solution will capture custom data items.
	To evaluate the design of data object extension techniques.
	Lo

	3.2.3.10
	Search Performance
Please explain how your solution will optimise information searching without decreasing performance.
	To evaluate the design of data searching, select queries and optimisation techniques.
	Me

	3.2.3.11
	Ad-Hoc Reporting
Please explain how your solution will allow authorised end users to easily construct and run ad-hoc information reports and output the data.
	To evaluate the design and technology components which abstract, simplify and manipulate (i.e.: select, filter, sort, group, compute functions, stylise, etc.) data objects, attributes and relationships.
	Me

	3.2.3.12
	Workflow Automation
Please explain how your solution will use workflow, approvals and escalation to automate frequent processes.
	To evaluate how workflow technology will be constructed, modified and used.
	Lo

	3.2.3.13
	Internationalisation
Please explain how your solution will adapt to various languages and regions without engineering changes.
	To evaluate how the solution will adapt for a specific region or language by adding locale-specific components, translating text and formatting fields such as dates, numbers and currency.
	Lo


3.2.4
Delivery Approach

The following table is a list of requirements to help us evaluate your solution delivery approach.

	ID
	Description
	Rationale
	Importance

	3.2.4.1
	Analysis Process
Please explain your requirements analysis and stakeholder engagement process.
	To evaluate the business engagement and technical requirements analysis methodology.
	Ma

	3.2.4.2
	Design Process
Please explain your solution architectural design process.
	To evaluate the high level design methodology and validation process.
	Ma

	3.2.4.3
	Build Process
Please explain your solution build process.
	To evaluate the factory development, coding, testing and solution build methodology.
	Ma

	3.2.4.4
	Deployment Process
Please explain your solution deployment process.
	To evaluate the solution implementation methodology including site, integration and user validation processes.
	Ma

	3.2.4.5
	Preliminary Design Review
Please explain your preliminary design review process including any timing assumptions.
	To evaluate the process and dependencies for draft design review.
	Me

	3.2.4.6
	Critical Design Review
Please explain your preliminary design review process including any timing assumptions.
	To evaluate the process and dependencies for final design review.
	Me

	3.2.4.7
	User Centred Design
Please explain your approach to designing a solution that is simple and intuitive enough that users succeed first time.
	To evaluate how the solution design activities will provide tangible value delivering a useful, engaging and usable solution. 
	Ma

	3.2.4.8
	Performance Data Collection
Please explain what tools you will use for collecting performance data and how you will use this data to analyse the success of the solution.
	To evaluate how the solution will capture user experience and performance information.
	Hi

	3.2.4.9
	Performance Improvement
Please explain how you will translate performance data into features and tasks for the next phase of development, upgrades and/or continuous service improvement.
	To evaluate how performance data will be used.
	Hi


3.2.5
Integration

The following table is a list of requirements for integration with our technology environment. These are applicable if you are developing software for us (whether hosted by us or others) and/or your solution will integrate with our infrastructure and equipment.

	ID
	Description
	Rationale
	Importance

	3.2.5.1
	Architectural Review

You must present the solution High Level and Low Level design documents to the MCA Architectural Review Board (ARB) and obtain approval. 
	To ensure that the solution can integrate within the MCA environment.
	Ma

	3.2.5.2
	Low Level Design
You must provide a low level design document clearly showing how each high level product has been integrated into the MCA environment.
	To ensure knowledge and information is shared, to ensure that others can rebuild the solution if required and to support with the UK Government Security Policy Framework.
	Ma

	3.2.5.3
	Design Configuration
You must provide a list of configuration items for each product within the low level design document.
	To ensure that specific details such as IP addresses, service accounts, group policy objects, databases installation, configuration options etc. for each product are documented and controlled.
	Ma

	3.2.5.4
	Requests For Change
You must request changes to MCA environments using the “Request For Change” process. (See attached document “MCA ICT Request for Change Workflow”)
	To ensure that the impact of changes to the solution can be assessed.
	Ma

	3.2.5.5
	Change Approval Board

You must present any Requests For Change documents to the MCA Change Advisory Board (CAB) and obtain approval.
	To ensure that the impact of changes to the solution can be assessed.
	Ma

	3.2.5.6
	Minimum Spec
Please provide minimum operating requirements for any MCA-supplied on premise hardware and software components that are required to enable the solution.
	To evaluate any hardware and software integration dependencies such as servers, databases, client PCs, etc.
	Hi

	3.2.5.7
	Virtual LAN
You must design any MCA on premise components of the solution to operate within the MCA’s VLAN environment.
	To ensure network segmentation using a collection of isolated networks and broadcast domains to hinder system attack surfaces.
	Hi

	3.2.5.8
	Virtualisation
You must design any MCA on premise components of the solution to operate within the MCA’s virtual server environment.
	To ensure integration with the existing VMWare and/or Hyper-V technology architecture.
	Me

	3.2.5.9
	SQL Database
You must design any MCA on premise components of the solution to operate within a Microsoft SQL server environment.
	To ensure integration with the existing VMWare and/or Hyper-V technology architecture.
	Me

	3.2.5.10
	Service Accounts
The solution should use a least privilege service account principle and integrate with MCA Microsoft Active Directory and Group Policy Objects in compliance with MCA IA guidelines.
	To ensure that network security accreditation status is upheld, integrate with the MCA technical environment and support with the UK Government Security Policy Framework.
	Hi

	3.2.5.11
	Internal User Authentication
The solution should authenticate user identity information for MCA staff contained within Microsoft Active Directory services.
	To evaluate the authentication technology, integration and experience of single sign-on style access across organizational boundaries for internal staff.
	Hi

	3.2.5.12
	Security Configuration
You must design the solution to operate within a security hardened environment using CIS Benchmarking standards and detail any exceptions within low level design documents for approval.
	To ensure that network security accreditation status is upheld by adopting standards published by the Centre for Internet Security (CIS) see benchmarks.cisecurity.org
	Ma

	3.2.5.13
	Security Clearance
You must ensure that all personnel that require system administrator access to the MCA production environment are first cleared to Security Checked (SC) level. The MCA is not responsible for resolving this activity as a dependency or for the time taken for your personnel to complete the security check process. 
	Technician administrator access to systems and networks require security checked clearance.
	Ma


3.2.6
Software Development

The following table is a list of requirements that will help us to evaluate your software development approach.

	ID
	Description
	Rationale
	Importance

	3.2.6.1
	Development Tools
For both the MCC System and MEOLUTs, please provide a list of tools and systems which will be used to build the solution together with a detailed explanation of their function, purpose, ownership and licensing model. 
	To evaluate the technology components including integration aspects, simplicity of the solution, ownership and licensing model.
	Ma

	3.2.6.2
	Source Code
Please explain how your solution could make all new source code open and reusable.
	To encourage software code transparency and reuse.
	Lo


3.2.7
Software Hosting
The following table is a list of requirements that will help us to evaluate your software hosting approach.

	ID
	Description
	Rationale
	Importance

	3.2.7.1
	Hosted Operating System Support
Please provide a list of all operating systems and version numbers that are supported within the virtual hosted solution. 
	To evaluate the suitability of the hosting provider operating systems support, to access compatibility with migration plans.
	Me


3.2.8
Quality and Governance
The following table is a list of requirements stating the minimum quality and governance controls that we expect you to comply with.

	ID
	Description
	Rationale
	Importance

	3.2.8.1
	Acceptance Criteria
You must provide solution acceptance activities using “Table 5.2 – Acceptance Testing Template” or similar.
	To ensure that new or changed solutions are fit for purpose.
	Ma

	3.2.8.2
	Document Control
You must control documentation using “Table 5.1 – Document Control Template” or similar.
	To ensure technical and project documentation is of an agreed standard, peer reviewed, version controlled, updated and current.
	Me

	3.2.8.3
	Configuration Items
You must provide and maintain a list of configuration items that enable the build, deployment and/or operation of the solution within 1 working day of our request using “Table 5.3 – Configuration Item Template” or similar.
	To ensure configuration control information is of an agreed standard, peer reviewed, and version controlled, updated and current.
	Ma


3.2.9
Personnel
The following table is a list of requirements stating the minimum quality and governance controls that we expect you to comply with.

	ID
	Description
	Rationale
	Importance

	3.2.9.1
	Delivery Manager
Please provide the name of a single point of contact responsible for all aspects of solution delivery. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that delivery is managed in an effective and efficient manner.
	Ma

	3.2.9.2
	Quality Management
Please provide the name of a single point of contact responsible for all aspects of quality management. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure high quality of deliverables, provide a point of issue escalation and resolution.
	Ma

	3.2.9.3
	Project Management
Please provide the name of a single point of contact responsible for all aspects of project management. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that delivery activities are planned, coordinated and tracked, to document and coordinate the resolution of dependencies, assumptions, issues and risk mitigation plans, to report progress and exceptions.
	Ma

	3.2.9.4
	Requirements Analysis
Please provide the name of a single point of contact responsible for all business and technical requirements analysis activities. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that key stakeholder and end user requirements are documented, understood and agreed.
	Ma

	3.2.9.5
	Technical Architect
Please provide the name of a single point of contact responsible for all aspects of solution architecture. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that the technical design is owned and managed informing technical analysis, development, deployment and transition activities.
	Ma

	3.2.9.6
	Transition Management
Please provide the name of a single point of contact responsible for all service transition and migration aspects. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that service transition and deployment activities are planned and coordinated. To provide an escalation point for issue resolution and risk mitigation.
	Hi

	3.2.9.7
	Service Acceptance
Please provide the name of a single point of contact responsible for all aspects of service validation and acceptance. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To design and lead factory, site, integration and user acceptance testing obtaining approval to proceed at agreed stages.
	Ma

	3.2.9.8
	Release Management
Please provide the name of a single point of contact responsible for all aspects of release management including implementation control, maintenance and forward planning. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that changes are collated into logical release packages in order to minimise disruption.
	Hi

	3.2.9.9
	Change Management
Please provide the name of a single point of contact responsible for all aspects of change management including forward planning, impact assessment and implementation. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that changes to the solution are sponsored at the Change Advisory Board (CAB).
	Hi

	3.2.9.10
	Configuration Management
Please provide the name of a single point of contact responsible for all aspects of configuration management including definition and approval of CIS in partnership with the MCA. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that configuration items are controlled and to inform impact assessments.
	Hi

	3.2.9.11
	Technical Author
Please provide the name of a single point of contact responsible for all aspects of technical documentation. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure technical documentation is of an agreed standard, peer reviewed, version controlled, updated and current.
	Ma

	3.2.9.12
	Security Management
Please provide the name of a single point of contact responsible for all aspects of security management. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that network security accreditation status is upheld, provide product design assurance and support with the UK Government Security Policy Framework.
	Hi

	3.2.9.13
	Contract Manager
Please provide the name of a single point of contact responsible for all aspects of contract management. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To ensure that contract issue can be resolved quickly and efficiently.
	Ma

	3.2.9.14
	Software Developers
Please provide the names of all software developers who will be involved. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To evaluate software development capabilities.
	Me

	3.2.9.15
	On Site Staff

Please provide the names of all personnel who will be required to attend a MCA site. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To evaluate the suitability of personnel.
	Me

	3.2.9.16
	Other Personnel
Please provide a list of all potential personnel and contacts who will be involved in solution design, delivery and/or maintenance. Please use “Table 4.3.9 – Personnel Template” together with a curriculum vitae or similar.
	To evaluate the suitability of personnel who are involved in the delivery and support of the solution and support the UK Government Security Policy Framework.
	Me


4.
Managed Service

This section describes the managed service requirements for the solution including Key Performance Indicators (KPIs).
4.1
Requirements

The following table is a list of managed service requirements that will be used to judge the day to day solution management and operation criteria

	ID
	Description
	Rationale
	Importance

	4.1.1
	Managed Services
Please provide details of your managed service offerings including a breakdown of costs and support locations using “Table 4.3.7 – Services Template”. Pricing should be based on a 3 year schedule, with a separate option presented for a 2 year extension to this service.
	To evaluate the cost of managed services.
	Ma

	4.1.2
	On-Boarding
Please explain your solution on-boarding process including any dependencies on the MCA. Include dependencies within “Table 4.3.4 – Solutions Dependency Table”
	To evaluate the up-front effort to engage the solution.
	Hi

	4.1.3
	Off-Boarding
Please explain your solution off-boarding process including any dependencies on the MCA. Include dependencies within “Table 4.3.4 – Solutions Dependency Table”
	To evaluate the effort to end the solution.
	Hi

	4.1.4
	Service Manager
Please provide the name of a single point of contact to lead all operational service management aspects. Please use “Table 4.3.8 – Personnel Template” together with a curriculum vitae or similar.
	To provide an escalation point for issue resolution and risk mitigation.
	Hi

	4.1.5
	Service Reviews
Please explain your service review process including a proposed meeting frequency.
	To evaluate how service reviews and performance reporting will be provided for the solution.
	Me

	4.1.6
	Service Credits
Please explain your mechanism for providing a financially backed service level guarantee.
	To evaluate the mechanism by which amounts are deducted from the amounts to be paid if performance fails to meet agreed standards set in the service levels.
	Me

	4.1.7
	Planned Maintenance
Please provide a planned maintenance regime and proposed schedule for the MCC System and MEOLUTs, including any mitigation activities required to minimise or remove service downtime. 
	To ensure adequate preventative maintenance is planned, and that the service is not interrupted by routine planned maintenance activities.
	Ma

	4.1.8
	Managed Service Handbook
Please provide a copy of your managed service handbook or similar.
	To evaluate the process for dealing with changes that are classified as "normal".
	Me

	4.1.9
	Standard Changes
Please provide a list of standard changes together with a description of the services provided.
	To evaluate the scope of standard changes included within the solution.
	Me

	4.1.10
	Normal Changes
Please explain your process for handling normal changes to your solution during operation.
	To evaluate how the solution will deal with changes that are classified as "normal".
	Me

	4.1.11
	Emergency Changes
Please explain your process for handling emergency changes to your solution during operation.
	To evaluate how the solution will deal with changes that are classified as "urgent".
	Me

	4.1.12
	Problem Management Record

Please explain your process for maintaining a problem management record, reportable at service reviews identifying repeat problems with the service and steps taken to resolve these.
	To create visibility of repeat problems, ensure that these are being made visible and are effectively managed
	Me

	4.1.13
	Managed Service KPIs
Please provide your proposed Managed Service KPI targets together with an explanation of the difference between your targets and the MCA ideal target. Respond by completing  the “Table 4.3.3 – KPI Response Table” listing each of the indicators shown in section “4.2 – Key Performance Indicators”

	To evaluate how solution performance will be measured.
	Ma


4.2 
Key Performance Indicators
This section contains a list of IT Infrastructure Library (ITIL) based key performance indicators that will be used to measure how well the managed service is performing compared to our strategic goals and objectives.  Each KPI entry explains how to measure the indicator together with an ideal target and rationale. Please respond by completing “Table 4.3.3 Key Performance Indicators” and list each of the indicators shown below
Our intention is to include the final agreed performance targets within a service contract should you be our successful provider.

4.2.1
Incident Management

The following table is a list of Incident Management key performance indicators. The primary intent is to return the IT service to users as quickly as possible.

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.1.1
	Number of repeated Incidents
	Number of repeated Incidents/month, with known resolution methods
	2
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce repeat incidents.

	4.2.1.2
	Incidents resolved Remotely
	Percentage of Incidents resolved remotely by the Service Desk/month
	95%
	To ensure that the solution is ideally designed and managed in order to resolve incidents remotely without incurring the time and cost of additional visits to affected users. 

	4.2.1.3
	Number of Escalations
	Number of escalations for Incidents not resolved in the agreed resolution time/year
	1
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce the number of incidents that breach resolution time. 

	4.2.1.4
	Number of Incidents
	Number of incidents registered by the Service Desk/month grouped into categories
	5
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce the number of incident. 

	4.2.1.5
	Average Initial Response Time
	Average time taken between the time a user reports an Incident and the time that the Service Desk responds to that Incident
	1 hour
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce incident response time.

	4.2.1.6
	Incident Resolution Time
	Average time for resolving an incident grouped into categories
	Priority 1 = 4 hours.
Priority 2 =24 hours
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce incidents resolution time.

	4.2.1.7
	First Time Resolution Rate
	Percentage of Incidents resolved at the Service Desk during the first call/month grouped into categories
	85%
	To ensure that the solution is ideally designed and managed in order to resolve incidents during the first call.

	4.2.1.8
	Resolution within SLA
	Percentage of incidents resolved during resolution times/month agreed within SLA grouped into categories
	95%
	To ensure that the solution is ideally designed and managed in order to resolve incidents within the agreed service level targets.


4.2.2
Problem Management
The following table is a list of the ITIL based Problem Management key performance indicators.  The primary objectives are to prevent problems and resulting incidents from happening, to eliminate recurring incident, and to minimise the impact of incidents that cannot be prevented.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.2.1
	Number of Problems
	Number of Problems registered by Problem Management
	10 concurrent
	To ensure that the solution is ideally designed and managed in order to reduce the number of problems.

	4.2.2.2
	Problem Resolution Time
	Average time for resolving Problems
	Priority 1 = 5 days, Priority 2 = 30 days
	To ensure that the solution is ideally designed and managed in order to reduce problems and subsequent resolution.

	4.2.2.3
	Number of unresolved Problem
	Number of Problems where the underlying root cause is not known at a particular time
	2 concurrent
	To ensure that the solution is ideally designed and managed in order to reduce the number of problems.

	4.2.2.4
	Number of Incidents per Known Problem
	Number of reported Incidents linked to the same Problem after problem identification
	0
	To ensure that the solution is ideally designed and managed in order to reduce the number of repeat incidents with the same known error.

	4.2.2.5
	Time until Problem Identification
	Average time between first occurrence of an Incident and identification of the underlying root cause
	Priority 1 = 2 days, Priority 2 = 7 days
	To ensure that the solution is ideally designed and managed in order to reduce incidents subsequent time taken to identify the root cause.


4.2.3
Service Level Management
The following table is a list of ITIL based Service Level Management key performance indicators. The primary objectives are to ensure that all services have agreed performance levels in order to monitor and report. This includes behind the scenes internal Operational Level Agreements (OLAs) and Underpinning Contracts (UCs).

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.3.1
	Services covered by SLAs
	Percentage of services covered by SLAs
	100%
	To ensure that the solution is ideally designed and managed in order to cover 100% of service offerings by service level agreements.

	4.2.3.2
	Services covered by OLAs/ UCs
	Percentage of service targets backed up by corresponding OLAs/UCs
	100%
	To ensure that the solution is ideally designed and managed in order to support 100% of service level targets with operational level targets and/or underpinning contracts.

	4.2.3.3
	Monitored SLAs
	Number of monitored service targets where weak-spots and counter-measures are reported
	2
	To ensure that the solution is ideally designed and managed in order to reduce the ambiguity of service targets together with the underlying service issues they highlight.

	4.2.3.4
	SLAs under Review
	Percentage of service level targets which are regularly reviewed
	100%
	To ensure that the solution is ideally designed and managed in order to perform regular service level target reviews.

	4.2.3.5
	Fulfilment of Service Levels
	Percentage of Services/SLAs where the agreed service levels are fulfilled
	100%
	To ensure that the solution is ideally designed and managed in order to fulfil the agreed service level targets.

	4.2.3.6
	Number of Service Issues
	Number of issues in the service provision/year, which are identified and addressed in an improvement plan
	2
	To ensure that the solution is ideally designed and managed in order to reduce issues and eliminate subsequent service improvement plans.


4.2.4
Capacity Management
The following table is a list of ITIL based Capacity Management key performance indicators.  The primary objective is to ensure that the capacity of IT services and the IT infrastructures is able to deliver the agreed service level targets in a cost effective and timely manner.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.4.1
	Incidents due to Capacity Shortages
	Number of incidents occurring because of insufficient service or component capacity/month
	1
	To ensure that the solution is ideally designed and managed in order to reduce incidents by automated capacity management.

	4.2.4.2
	Capacity Adjustments
	Number of manual adjustments to service and component capacities due to changing demand/year
	1
	To ensure that the solution is ideally designed and managed in order to reduce manual capacity adjustments.

	4.2.4.3
	Unplanned Capacity Adjustments
	Number of unplanned increases to service or component capacity as result of capacity bottlenecks
	0
	To ensure that the solution is ideally designed and managed in order to reduce unplanned capacity increases due to bottlenecks.

	4.2.4.4
	Resolution Time of Capacity Shortage
	Resolution time for identified capacity bottlenecks
	 5 days
	To ensure that the solution is ideally designed and managed in order to reduce unplanned capacity increases and subsequent time to resolve.

	4.2.4.5
	Capacity Reserves
	Percentage of capacity reserves at times of normal and maximum demand
	0%
	To ensure that the solution is ideally designed and managed in order to reduce unused capacity by automated capacity management.

	4.2.4.6
	Percentage of Capacity Monitoring
	Percentage of services and infrastructure components under capacity monitoring
	100%
	To ensure that the solution is ideally designed and managed in order to certify components are capacity monitored.


4.2.5
Availability Management

The following table is a list of ITIL based Availability Management key performance indicators.  The primary objective is to define, analyse, plan, measure and improve all aspects of the availability of IT services. Availability Management is responsible for ensuring that all IT infrastructure, processes, tools, roles etc. are appropriate for the agreed availability targets.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.5.1
	Service Availability
	Availability of IT Services relative to the availability agreed in SLAs and OLAs measured over a year
	99.5%
	To ensure that the solution is ideally designed and managed in order to meet the agreed availability target.

	4.2.5.2
	Number of Service Interruptions
	Number of effective service interruptions/month
	1
	To ensure that the solution is ideally designed and managed in order to reduce service availability interruptions including effective unavailability due to reduced performance.

	4.2.5.3
	Duration of Service Interruptions
	Average duration of service interruptions
	3.5 hours
	To ensure that the solution is ideally designed and managed in order to reduce service interruption time.

	4.2.5.4
	Availability Monitoring
	Percentage of services and infrastructure components under availability monitoring
	100%
	To ensure that the solution is ideally designed and managed in order to certify components are availability and performance monitored.

	4.2.5.5
	Availability Measures
	Number of implemented measures with the objective of increasing availability
	0
	To ensure that the solution is ideally designed and managed in order to reduce availability issues and subsequent improvement measures.


4.2.6
IT Service Continuity Management

The following table is a list of ITIL based Service Continuity Management key performance indicators.  The primary objective is to manage risks that could seriously impact the MCA and to support MCA Business Continuity Management.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.6.1
	Business Processes with Continuity Agreements
	Percentage of business processes which are covered by explicit service continuity targets
	100%
	To ensure that the solution is ideally designed and managed in order to support business processes with IT service continuity targets.

	4.2.6.2
	Gaps in Disaster Preparation
	Number of identified gaps in the preparation for disaster events (major threats without any defined counter measures)
	0
	To ensure that the solution is ideally designed and managed in order to reduce gaps in disaster preparation plans.

	4.2.6.3
	Implementation Duration
	Duration from the identification of  a disaster-related risk to the implementation of a suitable continuity mechanism
	4 hours
	To ensure that the solution is ideally designed and managed in order to reduce the number of new identified risks and subsequent mitigation plan implementation duration.

	4.2.6.4
	Number of Disaster Practices
	Number of disaster practices actually carried out
	1 per scenario  annually
	To ensure that the solution is ideally designed and managed in order to carry out at least 1 disaster practice per scenario no less that every 12 months.

	4.2.6.5
	Number of identified Shortcomings during Disaster Practices
	Number of identified shortcomings in the preparation for disaster events which are identified during practices
	1
	To ensure that the solution is ideally designed and managed in order to reduce the number of scenario preparation shortcomings.


4.2.7
Information Security Management

The following table is a list of ITIL based Service Information Security Management key performance indicators.  The primary objective is to ensure the confidentiality, integrity and availability of MCA information, data and ICT services.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.7.1
	Number of implemented Preventive Measures
	Percentage of preventive security measures which were implemented in response to identified security threats
	100%
	To ensure that the solution is ideally designed and managed in order to protect against known vulnerabilities.

	4.2.7.2
	Implementation Duration
	Duration from the identification of a security threat to the implementation of a suitable counter measure
	2 days
	To ensure that the solution is ideally designed and managed in order to reduce the time to automatically update against known vulnerabilities.

	4.2.7.3
	Number of major Security Incidents
	Number of identified security incidents, classified by severity category
	1
	To ensure that the solution is ideally designed and managed in order to reduce security incidents.

	4.2.7.4
	Number of Security-related Service Downtimes
	Number of security incidents causing service interruption or reduced availability
	0
	To ensure that the solution is ideally designed and managed in order to reduce security incidents and any subsequent service availability interruption.

	4.2.7.5
	Number of Security Tests
	Number of security tests and trainings carried out
	1 per security incident/ year/ new service
	To ensure that the solution is ideally designed and managed in order to perform security testing and awareness training at least once per security breach / per year / per new service component to be added (i.e. a network penetration test)  

	4.2.7.6
	Number of identified Shortcomings during Security Tests
	Number of identified shortcomings in security mechanisms which were identified during tests
	1
	To ensure that the solution is ideally designed and managed in order to reduce security shortcomings.


4.2.8
Vulnerability Management
The following table is a list of Vulnerability Management key performance indicators. The primary objective is to ensure that technical weakness and threats are managed.  

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.8.1
	Windows Critical Updates
	Average time to update all Microsoft Windows products with critical fixes after manufacturer release date.
	<1 month
	To ensure that critical updates are tested and applied within 1 month.

	4.2.8.2
	Security Information Requests
	Average time to acknowledge a service request for information.
	<24 hours
	To ensure that requests for security information are acknowledged within 24 hours of receipt.

	4.2.8.3
	Security Impact Assessments
	Average time to provide a list of technology stack components vulnerable to a given security alert following acknowledgement of a request for this information.
	<24 hours
	To ensure that requests for security vulnerability impact assessments are provided within 24 hours of request acknowledgement.

	4.2.8.4
	Latest Software Versions
	Average time to update 3rd party software to latest available after manufacturer release date.
	<3 months
	To ensure that 3rd party software updates are tested and applied within 3 months.

	4.2.8.5
	AV Signature Updates
	Average time to apply anti-virus signature updates after manufacturer release date.
	<24 hours
	To ensure that anti-virus signature updates are tested and applied within 24 hours.

	4.2.8.6
	AV Engine Updates
	Average time to update the anti-virus engine after manufacturer release date.
	<5 days
	To ensure that anti-virus signature updates are tested and applied within 5 working days.


4.2.9
Supplier Management
The following table is a list of ITIL based Supplier Management indicators.  The primary objective is to ensure that all contracts with suppliers of the solution support the needs of the MCA, and that all suppliers meet their contractual commitments.

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.9.1
	Number of agreed UCs
	Percentage of suppliers with agreed UCs
	100%
	To ensure that the solution is ideally designed and managed in order to certify supporting suppliers having agreed underpinning contracts (UCs).

	4.2.9.2
	Number of Contract Reviews
	Number of conducted contract and supplier reviews
	4 per year per contract
	To ensure that the solution is ideally designed and managed in order to achieve quarterly contract performance reviews with each supplier.  

	4.2.9.3
	Number of identified Contract Breaches
	Number of contractual obligations which were not fulfilled by suppliers (identified during contract reviews)/year
	1
	To ensure that the solution is ideally designed and managed in order to reduce contractual failure.


4.2.10
Change Management
The following table is a list of ITIL based Supplier Management key performance indicators.  The primary objective is to ensure that standardised methods and procedures are used for efficient and prompt handling of all changes to control IT infrastructure, in order to minimise the number and impact of any related incidents upon service.

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.10.1
	Number of Major Changes
	Number of major changes assessed by the CAB (Change Advisory Board)/month
	1 per incident/ security change
	To ensure that the solution is ideally designed and managed in order to reduce rate of major changes.

	4.2.10.2
	Number of CAB Meetings
	Number of CAB (Change Advisory Board) meetings
	1 per RFC
	To ensure that the solution is ideally designed and managed in order to review all requests for change.

	4.2.10.3
	Time for Change Decision
	Average time from registering an RFC with Change Management until a decision on the RFC is reached (i.e. until it is either approved or rejected)
	7 days
	To ensure that the solution is ideally designed and managed in order to reduce rate of major changes and subsequent decision time.

	4.2.10.4
	Change Rejection Rate
	Number of rejected RFCs/year
	2
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce the number of rejected requests for change.

	4.2.10.5
	Number of Emergency Changes
	Number of Emergency Changes assessed by the ECAB (Emergency Change Advisory Board)/year
	1
	To ensure that the solution is ideally designed and managed in order to reduce rate of emergency changes.


4.2.11
Release and Deployment Management
The following table is a list of ITIL based Release and Deployment Management key performance indicators.  The primary objective is to ensure that the integrity of the live environment is protected and that the correct components are released.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.11.1
	Number of Releases
	Number of releases rolled out into the production environment, grouped into Major and Minor Releases/month
	1
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce the number of production environment releases.

	4.2.11.2
	Duration of Major Deployments
	Average duration of major deployments from clearance until completion
	30 days
	To ensure that the solution is ideally designed and managed in order to reduce production environment release implementation time.

	4.2.11.3
	Number of Release Back outs
	Number of releases which had to be reversed
	0
	To ensure that the solution is ideally designed and managed in order to reduce the number of failed production environment releases.

	4.2.11.4
	Proportion of automatic Release Distribution
	Proportion of new releases distributed automatically
	75%
	To ensure that the solution is ideally designed and managed in order to achieve production environment release automation.


4.2.12
Service Validation and Testing

The following table is a list of ITIL based Service Validation and Testing key performance indicators.  The primary objective is to ensure that deployed Releases and the resulting service meet MCA expectations, and to verify that all parties are able to support the service.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.12.1
	Percentage of failed Release Component Acceptance Tests
	Percentage of release components which fail to pass acceptance tests
	20%
	To ensure that the solution is ideally designed and managed in order to increase quality and eliminate component acceptance test failures.

	4.2.12.2
	Number of identified Errors
	Number of identified errors during release testing per release
	1
	To ensure that the solution is ideally designed and managed in order to eliminate the introduction of previous known errors into new releases.

	4.2.12.3
	Time for Error Fixing
	Time until re-submission of fixed release components
	5 days
	To ensure that the solution is ideally designed and managed in order to reduce the fix time to rectify test failures.

	4.2.12.4
	Incidents caused by New Releases
	Number of Incidents attributable to new releases
	1
	To ensure that the solution is ideally designed and managed in order to increase quality and reduce the number of new incidents caused by a release.

	4.2.12.5
	Percentage of failed Service Acceptance Tests
	Percentage of Service Acceptance Tests which fail to obtain the customer’s sign-off
	10%
	To ensure that the solution is ideally designed and managed in order to increase quality and eliminate user acceptance test failures.


4.2.13
Service Asset and Configuration Management

The following table is a list of ITIL based Service Asset and Configuration Management key performance indicators.  The primary objective is to maintain information about Configuration items and relationships required to operate the solution within service levels.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.13.1
	Verification Frequency
	Frequency of physical verifications of CMS contents/year
	1
	To ensure that the solution is ideally designed and managed in order to increase the quality of configuration data and therefore eliminate the need for physical checking and audits.

	4.2.13.2
	Number of Incidents owing to inaccurate CMS Information
	Number of Incidents reported where the underlying cause of the Incident is the result of inaccurate configuration management information/month
	0
	To ensure that the solution is ideally designed and managed in order to increase the quality of configuration data and therefore eliminate incidents caused by inaccurate baseline information.

	4.2.13.3
	CMS Coverage
	Percentage of configuration components for which data is kept in the CMS
	100%
	To ensure that the solution is ideally designed and managed in order to certify that 100% of components have accurate and relevant configuration data.

	4.2.13.4
	Number of CMS Errors
	Number of errors found in the CMS as a result of an audit/year
	5
	To ensure that the solution is ideally designed and managed in order to reduce the number of errors found during audits.


4.2.14
Service Reviews

The following table is a list of ITIL based Service Review key performance indicators.  The primary objective is to improve service quality where necessary, and to identify more economical ways of providing a service where possible

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.14.1
	Number of Service Reviews
	Number of formal Service Reviews carried out during the reporting period
	2
	To ensure that the solution is ideally designed and managed in order to conduct service performance review meetings.

	4.2.14.2
	Number of identified Weaknesses
	Percentage of weaknesses which were identified during Service Review, to be addressed by improvement initiatives
	100%
	To ensure that the solution is ideally designed and managed in order to 


4.2.15
Process Evaluation

The following table is a list of ITIL based Process Evaluation key performance indicators.  The primary objective is to evaluate processes on a regular basis.  This includes identifying areas where the targeted process metrics are not reached, and holding regular bench markings, audits, maturity assessments and reviews.
	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.15.1
	Number of Process Benchmarking, Maturity Assessments, and Audits
	Number of formal Process Benchmarking, Maturity Assessments, and Audits carried out during the reporting period
	1
	To ensure that the solution is ideally designed and managed in order to evaluate at least one process during every service reporting period.

	4.2.15.2
	Number of Process Evaluations
	Number of formal Process Evaluations carried out during the reporting period
	>0
	To ensure that the solution is ideally designed and managed in order to evaluate the service at least once during every service reporting period.

	4.2.15.3
	Number of identified Weaknesses
	Number of weaknesses which were identified during Service Evaluation, to be addressed by improvement initiatives
	2/ evaluation
	To ensure that the solution is ideally designed and managed in order to improve quality and therefore reduce the number of weakness.

	4.2.15.4
	Number of CSI Initiatives
	Number of CSI initiatives, resulting from identified weaknesses during Service Reviews and Process Evaluations
	0
	To ensure that the solution is ideally designed and managed in order to improve quality and therefore reduce the number of service improvements.

	4.2.15.5
	Number of incomplete CSI Initiatives
	Number of CSI initiatives which were not completed during the reporting period
	0
	To ensure that the solution is ideally designed and managed in order to improve quality and therefore reduce the number of incomplete service improvements.


4.2.16
Business Relationship Management

The following table is a list of ITIL based Business Relationship Management key performance indicators.  The primary objectives are to maintain positive customer relationships, identify the needs of existing and potential customers and ensures that appropriate services are developed to meet those needs.

	ID
	KPI Name
	Measurement
	Ideal Target
	Ideal Target Rationale

	4.2.15.1
	Number of Customer Complaints
	Number of received customer complaints/year
	0
	To ensure that the solution is ideally designed and managed in order to improve quality and therefore reduce the number of customer complaints.

	4.2.15.2
	Number of Customer Satisfaction Surveys
	Number of formal Customer Satisfaction Surveys carried out during the reporting period
	>0
	To ensure that the solution is ideally designed and managed in order to conduct at least one customer survey during every service reporting period.

	4.2.15.3
	Percentage of returned Questionnaires
	Percentage of questionnaires returned, in relation to all questionnaires being sent out
	100%
	To ensure that the solution is ideally designed and managed in order to encourage 100% of all customer questionnaires to be returned.

	4.2.15.4
	Customer Satisfaction per Service
	Average measured customer satisfaction for each Service (including standard deviation), determined by means of Customer Satisfaction Surveys.
	100%
	To ensure that the solution is ideally designed and managed in order to achieve 100% customer satisfaction.


4.3 
Response Templates

This section contains the templates that you are required to use when responding.  Responses not in the correct format may be scored as non-compliant.


4.3.1
Options and Innovation

Please complete the following table describing each option and/or innovative solution you wish to present.

	Your Option Number
	Description of Your Option / Innovation
	Total Cost of this Option

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Add more rows as required

4.3.2 
Price Schedule

Please complete the following table to provide a topline summary of the total cost of your solution
	Costed Element
	Total Price (£)

	Supply and Installation of a LEO/GEO/MEO MCC System
	

	Supply and Installation of MEOLUT
	

	Managed Service (3 years)
	

	Return Link Service
	

	(OPTION) Further 2 years Managed Service
	

	(OPTION) Integration into Coastguard Network
	

	Other additional costs not included in any above category (please itemise)
	

	Total
	


4.3.3
Compliance Statement


Please complete the following table by listing each requirement within this document. A new table is required for each option you wish to present. Explain 
clearly the rationale for compliance against each requirement. If a requirement is not applicable to your solution then you must clearly state the reason 
why it does not apply. Do not use references to another part of your response documentation (such as “see section 1.2.3”) as these may be scored as non-
compliant.
	Your Option Number:
	

	Our Requirement ID
	Your Percentage Compliance
	Description of your Goods and Services to be supplied which justify your stated compliance level

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Add more rows as required

4.3.4
Key Performance Indicators


Please complete the following table by listing each Key Performance Indicator (KPI) within this document. A new table is required for each option you wish 
to present. Explain clearly your proposed KPI target and describe any differences between our ideal and your proposed target. Do not use references to 
another part of your response documentation (such as “see section 1.2.3”) as these may be scored as non-compliant.
	Your Option Number:
	

	Our KPI ID
	Your Proposed Target
	Description of your Goods and Services to be supplied with any explanation of any difference between our ideal and your proposed target

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Add more rows as required

4.3.5
Solution Dependencies

Please provide a list of the dependencies to be resolved by the MCA using the following template in order to ensure that the effort to resolve depend is understood. Do not include assumptions. A new table is required for each option you wish to present.

	Your Option Number:
	

	Your Dependency ID
	Your Dependency Description
	Your Resolution Suggestion

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Add more rows as required

4.3.6
Hardware Products

Please provide a breakdown of all hardware products within your solution together with unit costs using the following in order to evaluate technology equipment, integration and value for money. A new table is required for each option you wish to present.

	Your Option Number:
	

	Manufacturer
	Make
	Model
	Product Code
	Description
	Unit Cost
	Quantity
	Line Cost
	Specification details where relevant to the product

	
	
	
	
	
	
	
	
	Memory
	Disk
	CPU
	Network

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	



Add more rows as required

4.3.7
Software Products

Please provide a breakdown of all software products within your solution together with unit costs and licensing terms using the following format in order to evaluate software technology, licensing terms and value for money. A new table is required for each option you wish to present.

	Your Option Number:
	

	Manufacturer
	Software Name
	Version
	Description
	License Terms
	Unit Cost
	Quantity
	Line Cost

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	



Add more rows as required

4.3.8
Services

Please provide a breakdown of all services you are capable of providing together with costs using the following format in order to evaluate value for 
money.
	Your Option Number:
	

	Service Name
	Service Description
	Unit Cost
	Quantity
	Service Cost

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



Add more rows as required

4.3.9
Personnel

Please provide a list of all personnel you will be providing together with a copy of their Curriculum Vitae (CV) or similar in order to evaluate the suitability of personnel who are involved in the delivery and support of the solution and support the UK Government Security Policy Framework.

	Your Option Number:
	

	First Name
	Family Name
	Middle Names
	Role
	C.V. Attached?
	Gender
	Nationality
	Security Clearance

	
	
	
	
	
	
	
	Issuing Authority
	Level
	Date Obtained
	Expiry Date
	Reference Number

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	


Add more rows as required
5
Quality Control Templates

This section contains a set of templates that are designed to help you understand the minimum standards required for quality control.

5.1 
Document Control
You must control documentation using the following template or similar in order to ensure technical and project documentation is of an agreed standard, peer reviewed, version controlled, updated and current.
	Doc ID
	Document Name
	Document Author
	Document Version
	Status

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Add more rows as required
5.2
Acceptance Testing
You must lead solution acceptance activities using the following template or similar in order to ensure that new or changed solutions are fit for purpose.
	Product Name
	


	
	Name
	Signature
	Dated

	Created By
	
	
	

	Approved By
	
	
	

	Performed By
	
	
	

	Witnessed By
	
	
	

	Accepted By
	
	
	


	Test ID
	Test steps to be performed
	Expected Test Outcome
	Actual Test Outcome
	Pass or Fail
	Observations

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


        Add more rows as required
5.3
Configuration Control

You must control documentation using the following template or similar in order to ensure technical and project documentation is of an agreed standard, peer reviewed, version controlled and updated and current.

	Item Type
	Create a new sheet for each agreed item type (e.g. Server, Switch, Firewall, Router, Patch Panel, Rack, Distribution Board, Service Account, User Account, Software Database etc.

	Item ID
	Item Name
	Technical Owner
	Record Version
	Attribute 1
	Attribute 2
	Attribute 3
	Attribute 4
	Attribute 5
	Attribute …

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	


Agree the item attributes with MCA and rename the columns then add more rows as required

6. 
Abbreviations and Acronyms

API – 

 Application Programming Interfaces

CAB – 

 Change Advisory Board

CIS – 

 Centre for Internet Security

COTS – 

 Commercial Off-The-Shelf
COSPAS – 
 Cosmicheskaya Sistyema Poiska Avariynich Sudov (translation: Space 



 System for the Search of Vessels in Distress)
GEOSAR – 
 Geostationary Earth Orbit Search and Rescue (Satellite)
HGT – 

 Honeywell Global Tracking

IA – 

 Information Assurance 

ICT – 

 Information and Communication Technology

ITIL – 

 Information Technology Infrastructure Library

IMO – 

 International Maritime Organisation

ITT – 

 Invitation to Tender

KPI – 

 Key Performance Indicator

LEOSAR – 
 Low Earth Orbit Search and Rescue (Satellite)
LUT – 

 Local User Terminal

MCA – 
 
 Maritime and Coastguard Agency

MCC – 

 Mission Control Centre

MCC Capability- Full MCC system integrated with LEO, GEO and MEOLUTs

MEOSAR - 
 Medium Earth Orbit Search and Rescue (Satellite)
MOD – 

 Ministry of Defence

NMOC – 
 National Maritime Operations Centre

OCC – 

 Operator Control Console

SARSAT – 
 Search and Rescue Satellite-Aided Tracking

SC – 

 Security Checked

SQL – 

 Structured Query Language

SLA – 

 Service Level Agreement

UN – 

 United Nations

VLAN – 

 Virtual Local Area Network

Annex A - UK Search and Rescue Region (Map)
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Annex B – ICT Request for Change Workflow
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