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Dear Sir/Madam 
Invitation To Tender (ITT) Reference No. 711984451
1. You are invited to tender for Pan Defence Skills Framework in competition in accordance with the attached documentation.

2. The requirement is for Pan Defence Skills Framework 
3. The anticipated date for the Contract award decision is Thursday 25th July, please note that this is an indicative date and may change.

4. You must submit your Tender to the Defence Sourcing Portal by Friday 5th July 23:59.   
Yours faithfully
XXX

Commercial Officer

Invitation To Tender
for
Pan Defence Skills Framework
Contents

This Invitation to Tender sets out the requirements that Tenderers must meet to submit a valid Tender. It also contains the draft Contract, further related documents and forms and sets out the Authority’s position with respect to the competition. 

This invitation consists of the following documentation: 
· DEFFORM 47 – Invitation to Tender.  The DEFFORM 47 sets out the key requirements that Tenderers must meet to submit a valid Tender.  It also sets out the conditions relating to this competition.  For ease it is broken into: 
· Section A – Introduction 
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· Section B – Key Tendering Activities
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· Section C – Instructions on Preparing Tenders
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· Section D – Tender Evaluation
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· Section E – Instructions on Submitting Tenders
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· Section F – Conditions of Tendering
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· DEFFORM 47 Annex A – Tender Submission Document (Offer)
   
Page A1 
· Appendix 1 to DEFFORM 47 Annex A (Offer) – Information on Mandatory Declarations   



 
· Contract Documents (As per the contents table in the Terms and Conditions)

· Terms & Conditions which includes the Schedule of Requirements and any additional Schedules, Annexes and/or Appendices
· DEFFORM 111 – Appendix to Contract - Addresses and Other Information
· DEFFORM 539A – Tenderer’s Sensitive Information (or SC1B Schedule 4 or SC2 Schedule 5) 
· Supplier Assurance Questionnaire 
Section A – Introduction
DEFFORM 47 Definitions 

In this ITT the following words and expressions shall have the meanings given to them below:

A1. “The Authority” means the Secretary of State for Defence of the United Kingdom of Great Britain and Northern Ireland, acting as part of the Crown.  
A2. “Compliance Regime” is a legally enforceable set of rules, procedures, physical barriers and controls that, together, act to prevent the flow of sensitive or protected information to parties to whom it may give an unfair advantage.
A3. “Conditions of Tendering” means the conditions set out in this DEFFORM 47 that govern the competition.
A4. A “Consortium Arrangement” means two or more economic operators who have come together specifically for the purpose of bidding for this Contract and who establish a consortium agreement or special purpose vehicle to contract with the Authority.
A5. “Contract” means a Contract entered into between the successful Tenderer or consortium members and the Authority, should the Authority award a Contract as a result of this competition. 

A6. “Contract Terms & Conditions” means the attached conditions including any schedules, annexes and appendices that will govern the Contract entered into between the successful Tenderer and the Authority, should the Authority award a Contract as a result of this competition. 

A7. “Contractor Deliverables” means the works, goods and/or the services, including packaging (and Certificate(s) of Conformity and supplied in accordance with any Quality Assurance (QA) requirements if specified) which the Contractor is required to provide under the Contract.
A8. “Cyber Security Model” means the model defined in DEFCON 658.
A9.  “Defence Sourcing Portal” means the electronic platform in which Tenders are submitted to the Authority. 
A10. “Government Furnished Information” means information or data issued or made available to the Tenderer in connection with the Contract by or on behalf of the Authority.
A11.  “ITT Documentation” means this ITT and any information in any medium or form (for example drawings, handbooks, manuals, instructions, specifications and notes of pre-tender clarification meetings), issued to you, or to which you have been granted access by the Authority, for the purposes of responding to this ITT.   
A12. “ITT Material” means any other material (including patterns and samples), equipment or software, in any medium or form issued to you, or to which you have been granted access, by the Authority for the purposes of responding to this ITT.  

A13. “Schedule of Requirements” (Section 1 in Terms and Conditions, Schedule 2 in Standardised Contracting Template 1B (SC1B) or Schedule 2 in Standardised Contracting Template 2 (SC2)) means that part of the Contract which identifies, either directly or by reference, the Contractor Deliverables to be supplied or carried out, the quantities involved and the price or pricing terms in relation to each Contractor Deliverable.    

A14. The “Statement of Requirement” means that part of the Contract which details the technical requirements and acceptance criteria of the Contractor Deliverables.  
A15. A ‘Sub-Contractor’ means any party engaged or intended to be engaged by the Contractor at any level of sub-contracting to provide Contractor Deliverables for the purpose of performing this Contract.
A16. A “Sub-Contracting Arrangement” means a group of economic operators who have come together specifically for the purpose of bidding for this Contract, where one of their number will be the party to the Contract with the Authority, the remaining members of that group being Sub-Contractors to the lead economic operator.
A17. A “Tender” is the offer that you are making to the Authority.

A18.  “Tenderer” means the economic operator submitting a response to this Invitation to Tender.  Where “you” is used this means an action on you the Tenderer.

A19.  A “Third Party” is any person (including a natural person, corporate or unincorporated body (whether or not having separate legal personality)), other than the Authority, the Tenderer or their respective employees.
Purpose

A20. The purpose of this ITT is to invite you to submit a Tender, in accordance with the instructions set out in this ITT, to propose a solution and best price to meet the Authority’s requirement.  This documentation explains and sets out the: 
a. timetable for the next stages of the procurement; 

b. instructions, conditions and processes that governs this competition; 

c. information you must include in your Tender and the required format; 
d. arrangements for the receipt and evaluation of Tenders; 
e. criteria and methodology for the evaluation of Tenders; and
f. Contract Terms & Conditions; 
A21. The sections in this ITT and associated documents are structured in line with a generic tendering process and do not indicate importance and/or precedence.

A22. This requirement is exempt from advertising but please note the ITT and the any resulting contract document will be published under ‘Contract Finder’.
A23. 
This ITT is subject to the Public Contract Regulations and is being procured under Regulation 33 (Frameworks). 
A24. 
This ITT is being issued to all UK Suppliers (only) listed under CCS Framework RM6187 Lot 3 who expressed an interest by email.
A25. 
A Contract Bidders Notice has not been advertised because this requirement is exempt from advertising.
A26. Funding has been approved for this requirement.

ITT Documentation and ITT Material
A27. ITT Documentation, ITT Material and any Intellectual Property Rights (IPR) in them shall remain the property of the Authority or other Third-Party owners and is released solely for the purposes of enabling you to submit a Tender.  You must:

a. take responsibility for the safe custody of the ITT Documentation and ITT Material and for all loss and damage sustained to it while in your care;

b. not copy or disclose the ITT Documentation or ITT Material to anyone other than the bid team involved in preparing your Tender, and not use it except for the purpose of responding to this ITT;

c. seek written approval from the Authority if you need to provide access to any ITT Documentation or ITT Material to any Third Party; 

d. abide by any reasonable conditions imposed by the Authority in giving its approval under sub-paragraph A27.c, which as a minimum will require you to ensure any disclosure to a Third Party is made by you in confidence.  Alternatively, due to IPR issues for example, the disclosure may be made, in confidence, directly by the Authority;  

e. accept that any further disclosure of ITT Documentation or ITT Material (or use beyond the original purpose), or further use of ITT Documentation or ITT Material, without the Authority’s written approval may make you liable for a claim for breach of confidence and/or infringement of IPR, a remedy which may involve a claim for compensation; 
f. inform the named Commercial Officer if you decide not to submit a Tender;

g. immediately confirm destruction of (or in the case of software, that it is beyond use) all ITT Documentation, ITT Material and derived information of an unmarked nature, should you decide not to respond to this ITT, or you are notified by the Authority that your Tender has been unsuccessful; and 
h. consult the named Commercial Officer to agree the appropriate destruction process if you are in receipt of ITT Documentation and ITT Material marked ‘OFFICIAL-SENSITIVE’ or ‘SECRET’.
A28. Some or all the ITT Documentation and ITT Material may be subject to one or more confidentiality agreements made between you and either the Authority or a Third Party, for example a confidentiality agreement established in the form of DEFFORM 94.  The obligations contained in any such agreement are in addition to, and do not derogate from, your obligations under paragraph A27 above.
Tender Expenses
A29. You will bear all costs associated with preparing and submitting your Tender. The Authority will not be liable for the costs of any Tender, work or effort incurred by you participating in this tender process, including where the tender process is terminated or amended by the Authority, where the Authority decides not to award a Contract or where you withdraw from the tender process either directly or indirectly as costs under any other Contract with the Authority. 
Consortia and Sub-Contracting Arrangements

A30. The Authority requires all Tenderers to identify whether any and/or which Consortium Arrangements or Sub-Contracting Arrangements will apply in the case of their Tender, and in particular specify the Consortium Arrangement or Sub-Contracting Arrangement entity or both and their workshare. In the case of a Sub-Contracting Arrangement, the Authority requires all Tenderers to identify the entity that will be the party to the Contract with the Authority.

Material Change of Control 
A31. You must inform the Authority in writing as soon as you become aware of:
a. any material changes to any of the information, representations or other matters of fact communicated to the Authority as part of your PQQ response or in connection with the submission of your PQQ response;
b. any material adverse change in your circumstances which may affect the truth, completeness or accuracy of any information provided as part of your PQQ response or in connection with the submission of your PQQ response or in your financial health or that of any Consortium Arrangement member or Sub-Contracting Arrangement member; or
c. any material changes to your financial health or that of a party to the Consortium Arrangement or Sub-Contracting Arrangement; and
d. any material changes to the makeup of the Consortium Arrangement or Sub-Contracting Arrangement, including:
i. the form of legal arrangement by which the Consortium Arrangement or Sub-Contracting Arrangement will be structured;

ii. the identity of Consortium Arrangement or Sub-Contracting Arrangement;

iii. the intended division or allocation of work or responsibilities within or between the Consortium Arrangement or Sub-Contracting Arrangement; and

iv. any change of control of any Consortium Arrangement or Sub-Contracting Arrangement.
A32. If a change described in paragraph A31 occurs, the Authority may reassess you against the PQQ selection criteria. The Authority reserves the right to require you to submit an updated/amended PQQ response (or parts thereof) to reflect the revised circumstances so that the Authority can make a further assessment by applying the published selection criteria to the new information provided. The outcome of this further assessment may affect your suitability to proceed with the procurement. 

A33. In relation to a change described in paragraph A31, as far as is reasonably practicable, you must discuss any such proposed changes with the Authority before they occur and you must additionally highlight any changes from your PQQ response relating to any change in the Consortium Arrangement or Sub-Contracting Arrangement or any change relating to conflicts of interest following a change, directly or indirectly in your ownership or control or of any Consortium Arrangement or Sub-Contracting Arrangement 
A34. The Authority reserves the right, at its sole discretion to disqualify any Tenderer who makes any material change to any aspects of their responses to the PQQ if:
a. they fail to re-submit to the Authority the updated relevant section of their PQQ response providing details of such change in accordance with paragraph A33 as soon as is reasonably practicable and in any event no later than 30 business days following request from the Authority; or
b. having notified the Authority of such change, the Authority considers that the effect of the change is such that on the basis of the evaluation undertaken by the Authority for the purpose of selecting potential providers to participate in the procurement, the Tenderer would not have pre-qualified.
Contract Terms & Conditions 
A35. The Contract Terms & Conditions include all attachments listed in the contents of the Terms & Conditions, such as the Schedule of Requirements, any additional Schedules, Annexes and/or Appendices. The full text of Defence Conditions (DEFCONs) and Defence Forms (DEFFORMS) are available electronically via the Knowledge in Defence (KiD) website. 
A36. The Contract Terms & Conditions are attached as per draft Schedule 2 (which is an extrapolation from the CCS Framework (i.e. RM6187) and will be appropriately updated on award of contract).  
Other Information 
A37. The Armed Forces Covenant

a. The Armed Forces Covenant is a promise from the nation to those who serve, or who have served, and their families, to ensure that they are treated fairly and are not disadvantaged in their day to day lives, as a result of their service.  
b. The Covenant is based on two principles:
i. That the Armed Forces community would not face disadvantages when compared to other citizens in the provision of public and commercial services; and
ii. That special consideration is appropriate in some cases, especially for those who have given most, such as the injured and the bereaved.
The Authority encourages all Tenderers, and their suppliers, to sign the Armed Forces Covenant, declaring their support for the Armed Forces community by displaying the values and behaviours set out therein.
c. The Armed Forces Covenant provides guidance on the various ways you can demonstrate your support through your Covenant pledges and how by engaging with the Covenant and Armed Forces, such as employing Reservists, a company or organisation can also see real benefits in their business. 
d. If you wish to register your support you can provide a point of contact for your company on this issue to the Armed Forces Covenant Team at the address below, so that the Authority can alert you to any events or initiatives in which you may wish to participate.  The Covenant Team can also provide any information you require in addition to that included on the website.

Email address:  employerrelations@rfca.mod.uk

Address:  
Defence Relationship Management



Ministry of Defence



Holderness House


51-61 Clifton Street


London


EC2A 4EY
e. Paragraph A37 a to d above are not a condition of working with the Authority now or in the future, nor will this issue form any part of the Tender evaluation, Contract award procedure or any resulting Contract.  However, the Authority very much hopes you will want to provide your support.
A38.  Not Applicable
Section B – Key Tendering Activities 
The key dates for this procurement are currently anticipated to be as follows: 
	Stage 
	Date and Time 
	Responsibility 
	Submit to: 

	Issue Of ITT 
	14th June 2024
	The Authority  
	Defence Sourcing Portal 

	Final date for Clarification Questions/Requests for additional information & Bidders Conference
	27th June 2024
	Tenderers 
	Defence Sourcing Portal 

	The Authority issues Final Clarification Answers 
	1st July 2024
	The Authority 
	All Tenderers 

	Tender Return 
 
	5th July 2024
	Tenderers 
	Defence Sourcing Portal 

	Tender Evaluation complete 
	24th July 2024
	The Authority 
	N/A 

	Letter of intent to award and standstill period commences 
	26th July 2024
	The Authority 
	All Tenderers 

	Standstill period completed 
	5th August 2024
	The Authority 
	N/A 

	Contract Awarded 
	6th August 2024
	The Authority 
	N/A 

	Contract Commencement 
	7th August 2024
	Both Parties Required to Sign  
	N/A 


Notes
Tenderers Conference
B1. A Tenderers Conference is being held as indicated in the table above, it enables the Authority to present the requirement to all Tenderers at the same time. It also provides Tenderers the opportunity to ask questions about the requirement. The Tenderer must provide the name(s) of those who wish to attend the Tenderers Conference to the abovenamed contact, by the date shown, so that access to the site can be arranged. A copy of the presentation along with any questions raised and answers provided will be issued to all Tenderers regardless of attendance to the Tenderers Conference.  
Clarification Questions
B2. The Authority will automatically copy clarification questions and answers to all Tenderers, removing the names of those who have raised the clarification questions. If you wish the Authority to treat the clarification as confidential and not issue the response to all Tenderers, you must state this when submitting the clarification question and provide justification. If in the opinion of the Authority, the clarification is not confidential, the Authority will inform the Tenderer, who will have an opportunity to withdraw the question. If the clarification question is not withdrawn, the response will be issued to all Tenderers. 
Tender Return
B3. The Authority may, in its own absolute discretion extend the deadline for receipt of tenders and in such circumstances the Authority will notify all Tenderers of any change. 
Negotiations
B4.
Negotiations do not apply to this tender process. 
Section C - Instructions on Preparing Tenders

Construction of Tenders

C1. 
Your Tender must be written in English, using Arial font size 11.  Prices must be in £GBP ex VAT.  Prices must be Firm Price. A total cost price must be included in the Tender. 
C2. To assist the Authority’s evaluation, you must set out your Tender response in accordance with Section D (Tender Evaluation).  
Validity

C3. Your Tender must be valid and open for acceptance for 90 days from the Tender return date. In addition, the winning Tender must be open for acceptance for a further thirty (30) calendar days once the Authority announces its decision to award the Contract. In the event that legal proceedings challenging the award of the Contract are instituted, before entry into Contract, you must hold your Tender open for acceptance during this period, and for up to fourteen (14) calendar days after any legal proceedings have concluded. 
Section D – Tender Evaluation
D1.
Section D details how your Tender will be evaluated, the methodology used to evaluate the Tender and the evaluation criteria.
D2.
Negotiations do not apply to this tender process.
Evaluation of Tenders

D3.   On receipt of Tenders, the Authority shall evaluate each individual Tender as follows: 

· The commercial evaluation is undertaken first by representatives of DEF Comrcl – HO BP3-1. This is processed by checking all Tenders are submitted as per the instructions in this ITT. Only Tenders passing this stage proceed to the technical evaluation stage. 

· The Technical Evaluation will be undertaken by representatives from MOD in isolation. Only Tenders that are commercially and technically compliant will qualify for the financial evaluation.  The Authority reserves the right to disqualify any Tenderer that has submitted a non-compliant bid.

· The Financial Evaluation will also be undertaken by representatives of DEF Comrcl – HO BP3-1. The evaluation is taken by dividing the technical score by the Tender price in accordance with the weightings and formula below.

· D4. The evaluation will weight the non-cost criteria and cost criteria at 80/20 respectively. The formula is shown at the bottom of this page
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· Where: wQ = weighting of non-cost criteria (in this case 80%)

·              wC = weighting applied to cost (in this case 20%)
Evaluation Criteria

	 
	Technical Questions 
	% Weightings

	1
	How will you deliver support to the Pan Defence Skills Framework “PDSF” team by assisting with communications to relevant stakeholders and tracking of progress using existing tools. 

(750 Words) 

(Support Skill & Role Authoring)
	10%

	2
	This will require detail orientated personnel who are able to apply common-sense problem-solving techniques to help align data sets following guidance from the PDSF team, with escalation pathways to the PDSF team were needed. How will you provide this? 

(1500 Words) 
(Conduct Skill & Role Quality Assurance)
	20%

	3
	Outline the resources you will deploy to manage and deliver this requirement. Describe organisational and team structure including key roles and responsibilities which are best suited to deliver the each of the service requirements as described in Statement of Requirement (SOR). Explain what input can be expected and at what level of expertise you will bring.  

This should be seen as including but not limited to 

Administrative Support: This involves the organizational tasks that keep the project running smoothly, such as scheduling meetings, preparing documentation for stakeholder briefings, managing project files, and handling correspondence. 

Communication Facilitation: Ensuring that there is effective communication among all stakeholders. This includes setting up communication channels, maintaining regular updates, and ensuring that all parties are informed of project progress and changes. 

Quality Control: Implementing and monitoring processes to maintain the quality standards of the project. This includes compliance with regulations and standards, as well as internal quality metrics. 

Risk Management: Identifying potential risks to the project, assessing their impact, and developing strategies to mitigate these risks. 

Reporting: Developing regular reports on the status of the project, including progress updates, budget status, and risk assessments, which are crucial for decision-making by higher management. 

Included in this response. 

Provide 2 brief CVs/summary of up to two senior members of the senior management team who would be available to provide support and guidance to the PDSF programme team. 

(3000 Words) 

(Project Support to the PDSF Central Team)
	25%

	4
	Purpose:  To facilitate the syncing of PDSF skills data with the HR systems of the Arm’s length bodies including. Defence Science & Technology Library “DSTL” Atomic Weapons Establishment “AWE”, United Kingdom Hydrographic Office “UKHO”, and Defence, Equipment & Support “DE&S” 

Content: Design documents and data models for each of the ALBs to simplify their design load and assist in their configuration of their HR system to accept Pan Defence Skills. 

The systems are  

DSTL: Fusion but on a separate instance 

DE&S: also use MyHR 

AWE: Workday based solution 

There may be other organisations within defence who may be needed to coordinate with.

How will you provide this? 

(500 words)

(Co-ordination with Arm’s Length Bodies “ALB” tech teams) 
	5%

	5
	Purpose: Maintain the skills repository on the Oracle Army People Experience “APEX” environment  

Content: Maintain the repository and make changes needed to ensure data structures align with MyHR Defence Human Resources Service “DEFHRS”
The development of this is being carried out under a separate call off contact with the navy but upon delivery in August/ September 2024 the PDSF team will be regularly interacting with SCIO/APEX 
How will you provide this?
(500 Words)

(Develop and assist in Data repository maintenance and evolution APEX)
	7.5%

	6
	Purpose: Optimise PDSF team time, skills and roles data by using AI where possible 

Content: provide Chat GPT knowledge to draft documents for skill authors based on pre-existing seed documentation also use Chat GPT to support skill to role matching and use AI Neuro-Linguistic Programming “NLP” abilities to assist in linking training courses to skills. We would expect where bulk tasks are being performed workflow guidance to be documented to upskill the internal team. The PDSF team will be able to provide hardware should it be needed to ensure AI data is handled in line with MOD guidance.  
How will you provide this?
 (1000 words) 

(AI Workflow Support)

	20%

	Social Value Questions

	7
	MAC 2.3 
How will you support educational attainment relevant to the contract, including implementing training schemes that address skills gaps and result in recognized qualifications? 
The reporting metrics for this contract are
· Number of training opportunities (Level 2, 3, and 4+) created or retained under the contract, other than apprentices, by UK region. 
· Number of people-hours of learning interventions delivered under the contract, by UK region. 
(500 Words)

(Tackling Economic Equality)
	12.5%


The Tenderer must return:
1.
Completed Annex A to this ITT (one copy). Please upload to the DSP in the commercial envelope. 
2. Please submit a firm price for the total requirement.
	Criterion Scores: 

	Each individual criterion will be evaluated against the following scoring mechanism. 

	100
	Excellent
	The Tenderer has provided a response:

· that is highly comprehensive and unambiguous;

· that demonstrates an effective method of meeting all elements of the requirement and demonstrably exceeds it by offering additional value to the stated requirement; and,

· where the role of the requirement in the wider contract is clearly expressed and is integrated with other requirements and there is a clear and easy to use process for measuring and addressing good and poor performance effectively.

	70
	Good
	The Tenderer has provided a response:

· that is comprehensive and unambiguous; 

· that demonstrates an effective method of meeting all elements of the requirement; and/or where the role of the requirement in the wider contract is clearly expressed and integrated with other requirements and there is a process for measuring and addressing good and poor performance.

	30
	Adequate
	The Tenderer has provided a response:

· with evidence that it can meet the majority of criteria; and,

· the proposed solution gives a good idea of how the Tenderer will meet the requirement; and,

· the examples demonstrate how the Tenderer would manage the requirement; and,

· Overall the proposed solution gives confidence that it can be delivered with little support from the Authority.

	10
	Concerns
	The Tenderer has provided a response where:  solution

· the proposed solution is unlikely to meet the requirement; and/or,

· the examples and solution proposed have some significant gaps; and/or,

· it is clear that the solution is dependent on some significant support from the Authority.

	0
	Fail
	The Tenderer:

· has provided a limited or no response; and/or,

· the proposed solution includes very limited detail and is unclear with significant gaps; and/or,

· the solution is dependent on substantial support from the Authority.


The maximum Technical Score is 100.  Following completion of the evaluation, each Tenderer’s Technical Score is calculated by  applying each question weighting to the question score.  For example:


Question Weighting:
20%

Question Score:
70

Calculation:

((20%/100)  X  70)     =           (0.2  X  70)   =      14

Section E – Instructions on Submitting Tenders
Submission of your Tender
E1. Your Tender and any ITT Documentation must be submitted electronically via the Defence Sourcing Portal (DSP) by 5th July 2024 BST. The Authority reserves the right to reject any Tender received after the stated date and time.  Hard copy, paper or delivered digital Tenders (e.g. email, DVD) at OFFICIAL SENSITIVE classification are no longer required and will not be accepted by the Authority. Tenderers are required to submit an electronic online Tender response to ITT 711984451.

E2. Your priced Tender and priced ITT Documentation must only be submitted to the commercial envelope of the DSP ITT. You must ensure that there are no prices present in the technical or qualification (if applicable) envelopes of the DSP ITT. The Authority has the right to request, at its discretion, that any pricing information found in the technical or qualification (if applicable) envelopes is redacted in accordance with paragraph E3.
E3. The Authority may, in its own absolute discretion allow the Tenderer to rectify any irregularities identified in the Tender by the Authority or provide clarification after the Tender return date. For example, this may include, but is not limited to, redacting pricing information in the technical or qualification (if applicable) envelopes, rectifying, or providing clarification in relation to a corrupt or blank document. Tenderers will be provided with instructions via the DSP on how they can correct such irregularities which must be completed by the deadline set. The Authority will cross reference the amended Tender with the original Tender submitted to the DSP before the Tender return date to ensure that no other amendments, other than in relation to the specific irregularity/clarification communicated by the Authority, have been made. Should Tenderers make additional amendments to the Tender other than those relating to the specific irregularity/clarification communicated to the Tenderer by the Authority, this will result in a non-compliant bid. 
E4. The DSP is accredited to OFFICIAL SENSITIVE. Material that is protectively marked above this classification must not be uploaded to the DSP. Please contact XXX if you have a requirement to submit documents above OFFICIAL SENSITIVE
E5. You must not upload any ITAR or Export Controlled information as part of your Tender or ITT documentation into the DSP. You must contact XXX to discuss any exchange of ITAR or Export Controlled information. You must ensure that you have the relevant permissions to transfer information to the Authority.
E6. You must ensure that your DEFFORM 47 Annex A is signed, scanned and uploaded to DSP with your Tender as a PDF (it must be a scanned original). The remainder of your Tender must be compatible with MS Word and other MS Office applications. 

Lots 
E7. This requirement has not been split into lots. 
Variant Bids 

E8. The Authority will not accept variant bids. 
Samples



E9. Samples are not required.

E10. You should send any samples to the named Commercial Officer before the Tender return date. The Authority will not open or evaluate samples until after the Tender return date.

E11. The Authority may retain all samples for twelve (12) months from the Tender return date.  After this period, the Authority will destroy the samples unless you specifically state you require their return.  The Authority may keep samples associated with a successful Tender indefinitely.
E12. Samples that are consumed will not be returned.  

Section F – Conditions of Tendering

F1. The issue of ITT Documentation or ITT Material is not a commitment by the Authority to place a Contract as a result of this competition or at a later stage.  Neither does the issue of this ITT or subsequent Tender submission create any implied Contract between the Authority and any Tenderer and any such implied Contract is expressly excluded. 

F2. The Authority reserves the right, but is not obliged to:

a. vary the terms of this ITT in accordance with applicable law; 

b. seek clarification or additional documents in respect of a Tenderer’s submission during the Tender evaluation where necessary for the purpose of carrying out a fair evaluation. Tenderers are asked to respond to such requests promptly;

c. visit your site;

d. disqualify any Tenderer that submits a non-compliant Tender in accordance with the instructions or conditions of this ITT;

e. disqualify any Tenderer that is guilty of misrepresentation in relation to their Tender, expression of interest, the dynamic PQQ or the tender process;

f. re-assess your suitability to remain in the competition, for example where there is a material change in the information submitted in and relating to the PQQ response, see paragraphs A31 to A34;

g. withdraw this ITT at any time, or choose not to award any Contract as a result of this tender process, or re-invite Tenders on the same or any alternative basis;

h. re-issue this ITT on a single source basis, in the event that this procurement does not result in a ‘competitive process’ as defined in the Single Source Contract Regulations 2014, making such adjustments as would be required by the application of the Defence Reform Act 2014 and/or the Single Source Contract Regulations 2014; 
i. choose not to award any Contract as a result of the current tender process;  

j. where it is considered appropriate, ask for an explanation of the costs or price proposed in the Tender where the Tender appears to be abnormally low;

F3. The Contract will be effective when both parties sign the Contract.  The Contract will be issued by the Authority via a DEFFORM 8, to the address you provide, on or before the end of the validity period specified in paragraph C3.
Conforming to the Law

F4. You must comply with all applicable UK legislation and any equivalent legislation in a third state.

F5. Your attention is drawn to legislation relating to the canvassing of a public official, collusive behaviour and bribery.  If you act in breach of this legislation your Tender will be disqualified from this procurement.  Disqualification will be without prejudice to any civil remedy available to the Authority or any criminal liability that your conduct may attract.
Bid Rigging and Other Illegal Practices
 

F6. You must report any suspected or actual bid rigging, fraud, bribery, corruption, or any other dishonest irregularity in connection to this tendering exercise to: 

Defence Regulatory Reporting Cell Hotline

0800 161 3665 (UK) or

+44 1371 85 4881 (Overseas)

Conflicts of Interest
F7. Any attempt by Tenderers or their advisors to influence the contract award process in any way may result in the Tenderer being disqualified. Specifically, Tenderers shall not directly or indirectly at any time:

· devise or amend the content of their Tender in accordance with any agreement or arrangement with any other person, other than in good faith with a person who is a proposed partner, supplier, consortium member or provider of finance;
· enter into any agreement or arrangement with any other person as to the form or content of any other Tender, or offer to pay any sum of money or valuable consideration to any person to effect changes to the form or content of any other Tender;
· enter into any agreement or arrangement with any other person that has the effect of prohibiting or excluding that person from submitting a Tender;
· canvass the Authority or any employees or agents of the Authority in relation to this procurement; or
· attempt to obtain information from any of the employees or agents of the Authority or their advisors concerning another Tenderer or Tender.
F8. Where you have provided advice to the Authority in relation to this procurement procedure or otherwise have been or are involved in any way in the preparation or conduct of this procurement procedure or where any other actual or potential Conflict of Interest (COI) exists, arises or may arise or any situation arises that might give the perception of a COI at any point before the Contract award decision, you must notify the Authority immediately. 

F9. Where an actual or potential COI exists or arises or any situation arises that might give the perception of a COI at any point before the Contract award decision, you must provide a proposed Compliance Regime within seven (7) calendar days of notifying the Authority of the actual, potential or perceived COI. The proposal must be of a standard which, in the Authority’s sole opinion, appropriately manages the conflict, provides sufficient separation to prevent distortion of competition and provides full details listed at F9 a to g below. Where the Contract is awarded and the COI is still relevant post-Contract award decision, your proposed Compliance Regime will become part of the Contract Terms and Conditions. As a minimum, the Compliance Regime must include:

a. the manner of operation and management;

b. roles and responsibilities;

c. standards for integrity and fair dealing;

d. levels of access to and protection of competitors’ sensitive information and Government Furnished Information;

e. confidentiality and/or non-disclosure agreements (e.g. DEFFORM 702);

f. the Authority’s rights of audit; and

g. physical and managerial separation.

F10. Tenderers are ultimately responsible for ensuring that no Conflicts of Interest exist between the Tenderer and their advisers, and the Authority and its advisers. Any Tenderer who fails to comply with the requirements described at paragraphs F7 to F10 (including where the Authority does not deem the proposed Compliance Regime to be of a standard which appropriately manages the conflict) may be disqualified from the procurement at the discretion of the Authority.

Government Furnished Assets

F11. Where the Authority provides Government Furnished Assets (GFA) in support of this competition, you must include details of the GFA in your Public Store Account and treat it in accordance with Def Stan 05-099.  If unsuccessful in this competition, you must seek instructions for the GFA from the named Commercial Officer.  

Standstill Period

F12. The Authority is allowing a space of ten (10) calendar days between the date of dispatch of the electronic notice of its decision to award a Contract to the successful Tenderer before entering into a Contract, known as the standstill period.  The standstill period ends at 23:59 on the 10th day after the date the DEFFORM 158s are sent. If the 10th day is not a business day, the standstill period ends at 23:59 of the next business day. 
Publicity Announcement 
F13. If you wish to make an announcement regarding this procurement, you must seek approval from the named Commercial Officer and Press Office and such permission will only be given at the sole discretion of the Authority. Requests must be made in writing to the named Commercial Officer and a copy of the draft announcement provided. This shall then be forwarded to the Press Office and their contact details will be provided for further follow up.   
F14. Under no circumstances should you confirm to any Third Party the Authority’s Contract award decision before the Authority’s announcement of the award of Contract. 

Sensitive Information    

F15. All Central Government Departments and their Executive Agencies and Non-Departmental Public Bodies are subject to control and reporting within Government.  In particular, they report to the Cabinet Office and HM Treasury for all expenditure.  Further, the Cabinet Office has a cross-governmental role delivering overall Government policy on public procurement, including ensuring value for money, related aspects of good procurement practice and answering Freedom of Information requests.
F16.  For these purposes, the Authority may share within Government any of the Tenderer’s documentation/information (including any that the Tenderer considers to be confidential and/or commercially sensitive such as specific bid information) submitted by the Tenderer to the Authority during this procurement.  Tenderers taking part in this competition must identify any Sensitive Information in the DEFFORM 539A (or SC1B Schedule 4 or SC2 Schedule 5) and consent to these terms as part of the competition process.  This allows the Authority to share information with other Government Departments while complying with our obligations to maintain confidentiality.
F17. Where required, the Authority will disclose on a confidential basis any information it receives from Tenderers during the tender process (including information identified by the Tenderer as Sensitive Information in accordance with the provisions of this ITT) to any Third Party engaged by the Authority for the specific purpose of evaluating or assisting the Authority in the evaluation of the Tenderer’s Tender.   In providing such information the Tenderer consents to such disclosure. 
Reportable Requirements
F18. Listed in the DEFFORM 47 Annex A (Offer) are the Mandatory Declarations.  It is a Condition of Tendering that you complete and attach the returns listed in the Annex and, where you select yes, you must attach the relevant information with the tender submission.
F19. Your Tender will be deemed non-compliant and excluded from the tender process if you fail to complete the Annex in full and attach relevant information where required. 
Russian and Belarusian Suppliers, Products and Services Except as set out in PPN 01/22, the Authority will not be accepting Tenders that: 

a. contain any Russian / Belarusian products and/or services; and/or 

b. are linked to entities who are constituted or organised under the law of Russia or Belarus, or under the control (full or partial) of a Russian / Belarusian person or entity. Please note that this does not include companies: 

1. registered in the UK or in a country with which the UK has a relevant international agreement with reciprocal rights of access in the relevant field of public procurement; and/or 

2. which have significant business operations in the UK or in a country the UK has a relevant international agreement with reciprocal rights of access in the relevant field of public procurement. 

F20. Tenderers must confirm in writing that their Tender, including any element that may be provided by any part of the Contractor’s supply chain, does not contain any Russian / Belarusian products and/or services. 

F21. Tenderers must include provisions equivalent to those set out in this clause in all relevant Sub-Contracting Arrangements.
DEFFORM 47 Annex A

Edn 03/24 
Ministry of Defence

Tender Submission Document (Offer) – Ref Number [ITT - …….]
To the Secretary of State for Defence of the United Kingdom of Great Britain and Northern Ireland (hereafter called “the Authority”)
The undersigned Tenderer, having read the ITT Documentation and ITT Material, offers to supply the Contractor Deliverables at the stated price(s), in accordance with any referenced drawings and/or specifications, subject to the Conditions of Tendering.  It is agreed that only the Contract Terms & Conditions or any amendments issued by the Authority shall apply.

	Applicable Law 

	I agree that any Contract resulting from this competition shall be subject to English Law


	Yes / No

	Total Value of Tender (excluding VAT)

	£  ……………………………………………………………………………………………………………………… 

WORDS    ................................................................................................................................................................................

	UK Value Added Tax

	If registered for Value Added Tax purposes, insert:
a.
Registration No ..........................................

b.
Total amount of Value Added Tax payable on this Tender (at current rate(s)) £...........................

	Location of work (town / city) where Contract will be performed by Prime:  

	Where items which are subject of your Tender are not supplied or provided by you, state location in town / city to be performed column (continue on another page if required)

	Tier 1 Sub-Contractor Company Name
	Town / city to be

Performed
	Contractor Deliverables
	Estimated Value
	SME
Yes / No

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	Mandatory Declarations (further details are contained in Appendix 1 to DEFFORM 47 Annex A (Offer)):  
	Tenderer’s Declaration

	Are the Contractor Deliverables subject to Foreign Export Control and Security Restrictions?  If the answer is Yes, complete and attach DEFFORM 528.
	Yes* / No  

	Have you completed and attached a DEFFORM 711 – Notification of Intellectual Property Rights (IPR) Restrictions?
	Yes*/No

	Have you obtained the foreign export approval necessary to secure IP user rights in the Contractor Deliverables for the Authority, including technical data, as determined in the Contract Terms & Conditions?
	Yes* / No  

	Have you provided details of how you will comply with all regulations relating to the operation of the collection of custom import duties, including the proposed Customs procedure to be used and an estimate of duties to be incurred or suspended? 
	Yes / No

	Have you completed and attached a Supplier Assurance Questionnaire on the Supplier Cyber Protection Service, together with a Cyber Implementation Plan as appropriate?
	Yes* / No / N/A

	Have you completed Form 1686 for Sub-Contracts?
	Yes* / No

	Have you completed the compliance matrix / matrices?
	Yes / No / N/A

	Are you a Small Medium Sized Enterprise (SME)?
	Yes / No

	Have you and your Sub-Contractors registered with the Prompt Payment Code with regards to SMEs? 
	Yes / No

	Have you completed and attached Tenderer’s Sensitive Information form?
	Yes* / No

	If you have not previously submitted a Statement Relating to Good Standing within the last 12 months, or circumstances have changed have you attached a revised version?
	Yes* / No / N/A 

	Do the Contractor Deliverables, or any item provided in accordance with the Terms and Conditions of the Contract contain Asbestos, as defined by the control of Asbestos Regulations 2012?
	Yes* / No  

	Have you completed and attached a DEFFORM 68 - Hazardous Articles, Deliverables materials or substances statement?  
	Yes* / No  

	Do the Contractor Deliverables or any item provided in accordance with the Terms and Conditions of the Contract (including Packaging) use Substances that deplete the Ozone Layer, as defined in Regulation (EC) 1005/2009, as it applies in Great Britain as retained EU law, and as it applies in Northern Ireland directly
	Yes* / No  

	Where you have been informed that a Bank or Parent Company Guarantee is required, will you provide one during the standstill period, before Contract award, if you are identified as the winning Tenderer? 
	Yes / No / Not Required

	Have you complied with the requirements of the Defence Safety Authority Regulatory Articles?  
	Yes / No / Not Required

	Have you completed all Mandatory Requirements (as per paragraph F18) stated in this ITT? 
	Yes / No 

	*If selecting Yes to any of the above questions, attach the information detailed in Appendix 1 to DEFFORM 47 Annex A (Offer).

	Tenderer’s Declaration of Compliance with Competition Law

	We certify that the offer made is intended to be genuinely competitive.  No aspect of the price has been fixed or adjusted by any arrangement with any Third Party.  Arrangement in this context includes any transaction, or agreement, private or open, or collusion, formal or informal, and whether or not legally binding.  In particular:
a.  the offered price has not been divulged to any Third Party;
b.  no arrangement has been made with any Third Party that they should refrain from tendering;
c.  no arrangement with any Third Party has been made to the effect that we will refrain from bidding on a future occasion;
d.  no discussion with any Third Party has taken place concerning the details of either’s proposed price; and
e.  no arrangement has been made with any Third Party otherwise to limit genuine competition.
We understand that any instances of illegal cartels or market sharing arrangements, or other anti-competitive practices, suspected by the Authority will be referred to the Competition and Markets Authority for investigation and may be subject to action under the Competition Act 1998 and the Enterprise Act 2002.

We understand that any misrepresentations may also be the subject of criminal investigation or used as the basis for civil action.
We agree that the Authority may share the Contractor’s information/documentation (submitted to the Authority during this Procurement) more widely within Government for the purpose of ensuring effective cross-Government tender processes, including value for money and related purposes.  We certify that we have identified any Sensitive Information in the Tenderer’s Sensitive Information form (DEFFORM 539A).

	Dated this.................. day of ................................................................... Year ........................

	Signature:



In the capacity of 
(Must be scanned original)



(State official position e.g. Director, Manager, Secretary etc.)

	Name: (in BLOCK CAPITALS)

duly authorised to sign this Tender for and on behalf of:

(Tenderer's Name)
	Postal Address:
Telephone No:

Registered Company Number:

Dunn And Bradstreet number:


Appendix 1 to DEFFORM 47 Annex A (Offer)

Edn 03/24 

Information on Mandatory Declarations 
IPR Restrictions
1. You must complete and attach DEFFORM 711 (Notification of Intellectual Property Rights (IPR) Restrictions) as part of your Tender.  You must provide details of any information / technical data that is deliverable or delivered under the Contract where it is, or may be, subject to any IPR restrictions (or any other type of restriction which may include export restrictions) affecting the Authority’s ability to use or disclose the Information / technical data in accordance with the conditions of any resulting Contract.  You must also identify any Contractor Deliverables subject to IPR which have been funded exclusively or in part by private venture, foreign investment or otherwise than by the Authority. 
2. In particular, you must identify: 
a. any restriction on the provision of information to the Authority; any restriction on disclosure or the use of information by, or on behalf of, the Authority; any obligations to make payments in respect of IPR, and any Patent or Registered Design (or application for either) or other IPR (including unregistered Design Right) owned or controlled by you or a Third Party;   

b. any allegation made against you, whether by claim or otherwise, of an infringement of Intellectual Property Rights (whether a Patent, Registered Design, unregistered Design Right, Copyright or otherwise) or of a breach of confidence, which relates to the performance of any resultant Contract or subsequent use by or for the Authority of any Contractor Deliverables;  

c. the nature of any allegation referred to under sub-paragraph 2.b., including any obligation to make payments in respect of the Intellectual Property Right of any confidential information; and / or

d. any action you need to take, or the Authority is required to take to deal with the consequences of any allegation referred to under sub-paragraph 2.b. 

3. You must provide the Authority with details of every restriction and obligation referred to in paragraphs 1 and 2.  The Authority will not acknowledge any such restriction unless so notified using DEFFORM 711 or as otherwise agreed under any resultant Contract.  You must also provide, on request, any information required for authorisation to be given under Section 2 of the Defence Contracts Act 1958.
4. You should refer to the DEFFORM 711 Explanatory Notes for further information on how to complete the form.
Notification of Foreign Export Control Restrictions
5. If, in the performance of the Contract, you need to import into the UK or export out of the UK anything not supplied by or on behalf of the Authority and for which a UK import or export licence is required, you will be responsible for applying for the licence.  The Authority will provide you with all reasonable assistance in obtaining any necessary UK import or export licence.

6. In respect of any Contractor Deliverables, likely to be required for the performance of any resultant Contract, you must provide the following information in your Tender:
Whether all or part of any Contractor Deliverables are or will be subject to: 

a. a non-UK export licence, authorisation or exemption; or

b. any other related transfer control that restricts or will restrict end use, end user, re-transfer or disclosure.  
You must complete DEFFORM 528 (or other mutually agreed alternative format) in respect of any Contractor Deliverables identified at paragraph 6 and return it as part of your Tender. If you have previously provided this information you can provide details of the previous notification and confirm the validity.

7. You must use reasonable endeavours to obtain sufficient information from your potential supply chain to enable a full response to paragraph 6.  If you are unable to obtain adequate information, you must state this in your Tender. If you become aware at any time during the competition that all or part of any proposed Contractor Deliverable is likely to become subject to a non-UK Government Control through a Government-to-Government sale only, you must inform the Authority immediately by updating your previously submitted DEFFORM 528 or completing a new DEFFORM 528.
8. This does not include any Intellectual Property specific restrictions mentioned in paragraph 2.  
9. You must notify the named Commercial Officer immediately if you are unable for whatever reason to abide by any restriction of the type referred to in paragraph 6.
10. Should you propose the supply of Contractor Deliverables of US origin the export of which from the USA is subject to control under the US International Traffic in Arms Regulations (ITAR), you must include details on the DEFFORM 528.  This will allow the Authority to make a decision whether the export can or cannot be made under the US-UK Defense Trade Co-operation Treaty.  The Authority shall then convey its decision to the Tenderer.  If the Authority decides that use of the Treaty for the export is permissible, it is your responsibility to make a final decision whether you want to use that route for the export concerned if you are awarded the Contract.   

Import Duty
11. United Kingdom (UK) legislation permits the use of various procedures to suspend customs duties.   

12. For the purpose of this competition, for any deliverables not yet imported into the UK, you are required to provide details of your plans to address customs compliance, including the Customs procedures to be applied (together with the procedure code) and the estimated Import Duty to be incurred and/or suspended.
13. You should note that it is your responsibility to ensure compliance with all regulations relating to the operation of the accounting for import duties. This includes but is not limited to obtaining the appropriate His Majesty’s Revenue & Customs (HMRC) authorisations. 
Cyber Risk

14. Cyber risk has been considered and in accordance with the Cyber Security Model resulted in a Cyber Risk Profile of ‘Low’. The Risk Assessment Reference is 240520A15. Tenderers are required to complete the Supplier Assurance Questionnaire on the Supplier Cyber Protection Service and submit this as part of their Tender response, together with a Cyber Implementation Plan as appropriate.
Sub-Contracts Form 1686 

15. Form 1686 (also known as Appendix 5) is to be used in all circumstances where contractors wish to place a Sub-Contract at OFFICIAL-SENSITIVE with a contractor outside of the UK, or where the release of SECRET or above information is involved within the UK or overseas.  The process will require submission of the single page document either directly to the MOD Project Team or, where specified, to the DE&S Security Advice Centre.  Form 1686 and further guidance can be found in the Cabinet Office’s Contractual Process.
Small and Medium Enterprises


16. The Authority is committed to supporting the Government’s Small and Medium-sized Enterprise (SME) policy, and we want to encourage wider SME participation throughout our supply chain.  Our goal is that 25% of the Authority’s spending should be spent with SMEs by 2022; this applies to the money which the Authority spends directly with SMEs and through the supply chain. The Authority uses the European Commission definition of SME.
17. A key aspect of the Government’s SME Policy is ensuring that its suppliers throughout the supply chain are paid promptly.  All suppliers to the Authority and their Sub-Contractors are encouraged to make their own commitment and register with the https://www.smallbusinesscommissioner.gov.uk/ppc/.  
18. Suppliers are also encouraged to work with the Authority to support the Authority’s SME initiative, however this is not a condition of working with the Authority now or in the future, nor will this issue form any part of the Tender evaluation. Information on the Authority’s purchasing arrangements, our commercial policies and our SME Action Plan can be found at Gov.UK and the DSP.
19. The opportunity also exists for Tenderers to advertise any Sub-Contract valued at over £10,000 on the Defence Sourcing Portal and further details can be obtained directly from: https://www.gov.uk/guidance/subcontract-advertising. This process is managed by the Strategic Supplier Management team who can be contacted at: DefComrclSSM-Suppliers@mod.gov.uk. 
Transparency, Freedom Information and Environmental Information Regulations 

20. The Authority shall publish notification of the Contract and publish Contract documents where required following a request under the FOI Act except where publishing such information would hinder law enforcement; would otherwise be contrary to the public interest; would prejudice the legitimate commercial interest of any person or might prejudice fair competition between suppliers.  
21. The Authority may publish the contents of any resultant Contract in line with government policy set out in the Government’s Transparency Principles and in accordance with the provisions of either DEFCON 539, SC1B Conditions of Contract Clause 5 or SC2 Conditions of Contract Clause 12. 
22. Before publishing the Contract, the Authority will redact any information which is exempt from disclosure under the Freedom of Information Act 2000 (“the FOIA”) or the Environmental Information Regulations 2004 (“the EIR”).  

23. You must complete the attached Tenderer’s Sensitive Information form (DEFFORM 539A, SC1B Schedule 4 or SC2 Schedule 5) explaining which parts of your Tender you consider to be Sensitive Information (as defined in DEFCON 539).  This includes providing a named individual who can be contacted with regard to FOIA and EIR.  
24. You should note that while your views will be taken into consideration, the ultimate decision whether to publish or disclose information lies with the Authority.  You are advised to provide as much detail as possible on the form.  It is highly unlikely that a Tender will be exempt from disclosure in its entirety.  Should the Authority decide to publish or disclose information against your wishes, you will be given prior notification.
Electronic Purchasing 
25. Tenderers must note that use of the Contracting, Purchasing and Finance (CP&F) electronic procurement tool is a mandatory requirement for any resultant Contract awarded following this Tender.  By submitting this Tender, you agree to electronic payment. You may consult the service provider on connectivity options.  Failure to accept electronic payment will result in your Tender being non-compliant and excluded from the tender process.

Change of Circumstances

26. In accordance with paragraph A31, if your circumstances have changed, please select ‘Yes’ to the appropriate question on DEFFORM 47 Annex A and submit a Statement Relating to Good Standing with your Tender.  

Asbestos, Hazardous Items and Depletion of the Ozone Layer

27. The Authority is required to report any items that use asbestos, that are hazardous or where there is an impact on the Ozone.  Where any Contractor Deliverables fall into one of these categories select ‘Yes’ to the appropriate question on DEFFORM 47 Annex A and provide further details in your Tender.  

Defence Safety Authority (DSA) Requirements
28. There are no DSA Requirements.
Bank or Parent Company Guarantee

29. A Bank or Parent Company Guarantee is not required.
Schedule 1 to ITT – Statement of Requirement
PURPOSE
1.1 Following delivery of the Pan-Defence Skills Framework (PDSF) Initial Operating Capability (IOC) in March 2022, the purpose of the activity described in this document is to take the PDSF to Full Operating Capability (FOC).  This will secure the delivery roadmap for the PDSF as a Pan-Defence solution, with the objective to continue to compliment parallel people programmes and the identified development of Defence ‘Master data source(s)’.

1.2 The PDSF, if collaboratively implemented across Defence, will provide the means to increase workforce agility and tackle skills shortages in support of Defence operational outputs.  Fully matured, the PDSF has the potential to provide greater leverage and swifter access to enterprise solutions to skills needs, underpin a Strategic Workforce Planning capability and aid retention with individuals better able to manage their own careers and develop their skills.

1.3 The PDSF is a critical enabler for transforming our people and career system.  The purpose of this work is to finalise and integrate a common people skills architecture pan-Defence, including:
· Common Capability Architecture (CCA) – a structured framework for all military and civilian roles in Defence.

· Skills Bank – a cohered structured data set for recording qualifications, knowledge, skills, experience, and competencies.  To be used Pan-Defence to build roles and to inform skill availability.

· Skills Profile – a structured data set for documenting qualifications, knowledge, skills, and experience.  Held by each individual, this will allow recording and validation of skills and provide equivalence to industry standards.

1.4 Further detail on the PDSF and progress to date will be provided to those seeking to tender response to the requirements.

2. BACKGROUND TO THE AUTHORITY

2.1 The PDSF Mandate has been signed and issued by VCDS/COO, giving authority to ACDS Pers Cap / DSSec as the SRO for the project.

2.2 This work has previously received endorsement from Chief of Defence Staff and is led by the Chief of Defence People (CDP) on behalf of the Top-Level Budget (TLB) holders, within the MOD.  As the Defence Authority for People, CDP is responsible for setting and assuring policies and processes, including training and education, to allow the TLBs to deliver a coherent and effective whole-force capability.

3. BACKGROUND TO REQUIREMENT/OVERVIEW OF REQUIREMENT

3.1 In 2018, the National Audit Office and Public Accounts Committee undertook enquiries in respect of skills levels. They commented on Defence’s approach to managing skills gaps, their main criticism being a lack of a ‘credible recovery plan’ and offered a number of recommendations, which the Government accepted. 

3.2 In response, a programme of work called ‘Securing Skills in Defence’ (SSiD) was constructed around three areas of focus. The first; how Defence can work with industry partners to co-create and co-own interventions to shared skills problems. The second; augmenting existing recovery activity being undertaken by the Armed Forces by introducing transformative MOD led interventions. The third; improving workforce agility, including the development of a unified capability management approach. Underpinning all this activity, is the PDSF as part of The People System (Career Structure).

3.3 A Pan-Defence Skills Framework will provide Defence with the architecture and mechanisms to understand the skills and skills levels required for each role within Defence and improve Defence’s overall approach to strategic workforce planning. The implementation phase of the project is underway and on track to reach IOC, with full roll out pan defence thereafter.   

3.4 Delivery of the PDSF is essential for a number of People Transformation outcomes. The PDSF benefits have been agreed with VCDS and COO and are considered by them through the Transformation Programme Performance Review process.  Benefits include improvements to areas such the identification of People Capability gaps and strategic workforce planning. Further, the potential rationalisation of training requirements will be dependent on the successful implementation of the PDSF as will future People activity on Lateral Entry, Segmentation and Unified Career Management.

3.5 Specifically, once FOC is achieved the PDSF will help to underpin other people transformation initiatives by: 

· Providing a single view of skills across Defence to inform strategic workforce decisions.

· Allowing Defence to understand and meet future people capabilities requirements.

· Enabling flexibility to match skills with operational demands across Defence

· Providing information to drive effective and efficient training processes.

· Improving retention through enabling flexible ‘zig zag’ careers.

· Empowering individuals to own their careers and personal development

· Clarifying performance expectations and recognise and value specialist knowledge and expertise

· Assisting to place lateral entrants and re-joiners in the right roles, as well as helping to ease the transition to civilian life.

3.6 Delivering a single, coherent Skills Framework across Defence will enhance the agility of our workforce and provide the underpinning infrastructure that will help create the fighting force we need for the future. 

4. DEFINITIONS AND ACRONYMS

	Acronym
	Meaning 

	VCDS
	Vice Chief of Defence Staff

	COO
	Chief Operating Officer

	TLB
	Top Level Budget e.g. Army, Royal Navy, Royal Air Force, Head Office and Corporate Services

	SRO
	Senior Responsible Officer

	sS
	Single Services, the Army, Royal Navy and Royal Air Force

	TSLD
	People Concepts and Development

	SSID
	Securing Skills in Defence

	MPLT
	Military People Leadership Team

	DPLT
	Defence People Leadership Team 

	CDP 
	Chief Defence People

	PDSF
	Pan-Defence Skills Framework

	IOC
	Initial Operating Capability

	FOC
	Final Operating Capability

	ADW
	Army Datawarehouse

	DLMC
	Defence Learning & Management Capability


5. THE REQUIREMENT 

5.1 The scope of the requirement is to provide appropriate subject matter expertise to the current TSLD team.  The TSLD team currently operate in an Agile project delivery structure, where the existing TSLD team members are co-leads for the workstreams within it.  It is vital that the external supplier works in conjunction with the TSLD leads to maintain transparency of activities and communications.

5.1.1 FOC roadmap drafted and agreed for pan-defence integration plan;  Using the output from previous milestone PM-2 (coherence of Pan-Defence people programmes) and the result/impact of IOC, a 'big picture' roadmap can be put together to indicate a detailed route to the FOC forecast (at the time).  This plan would be agreed by sS and CS, which would allow confident upward reporting and enable the SRO to hold sS and CS to account.  It will require the negotiation with sS and CS in terms prioritisation, interdependencies and resource utilisation. Cohere skill standard content, map skills to roles and map roles to individuals for the IOC group and other early adopters; ensuring lessons are learnt to refine governance arrangement to maintain the integrity and design coherence of the PDSF through updated policy.

5.1.2 Content development dashboard created for ongoing monitoring; Using the already defined milestone measures and continuation of content development of Framework Content Guidance, are the measures meeting our needs and is the content development meeting the needs of the skill authors to facilitate those measures.  Required changes or improvements will be reported against current status. 

5.1.3 Content and skills data utilisation dashboard finalised; Using the defined milestone measures, are the measures meeting our needs and are the sS/CS own skills frameworks’ meeting the needs of the different end users.  Required changes or improvements will be reported against current status. 

5.1.4 Independent evaluation of PDSF effectiveness; External validation of the PDSF implementation and if it is fit for purpose to deliver the benefits identified at the outset, including proposed mitigating actions. 

5.1.5 JSP final version issued (business and tech); The output from previous governance milestones will form the final JSP for the PDSF and will be ready for issue.  This will include business and technical governance as well as the required PDSF guidance. 

5.1.6 Governance success assessed for compliance and longevity (business and tech); This will be a report on the compliance, implementation of any recommendation and use of the governance structure within PDSF and how that translates to sS and CS people programme structures.  Evaluating its effectiveness and longevity. 

5.1.7 Design of PDSF structure and processes for transition to BAU; In conjunction with the relevant parties, we will design the business-as-usual roles and associated processes. To enable PDSF to transition from TSLD to BAU and remove the requirement for further external support. 

5.1.8 Ensure all sS and CS data is transferred to the master PDSF skills bank(s) within JPA/MyHR; All available data will be in the PDSF skills bank(s).  The system and associated processes will be available, and accessible  

5.1.9 Integration of adjacent systems and programmes; The PDSF FOC solution will depend upon functional development and coherent methods of data exchange between JPA, MyHR and DLMC as master systems of record (DLMC not yet in place). 

5.1.10 Integrate master PDSF Skills data into a common data warehouse; Integrate Skill, position, Skill Profile data into a single data warehouse for analysis and workforce management activities.   

5.1.11 Successfully integrate RN user application data with the data services and management so that it can be fully integrated with the system of record; Users of the 'MyNavy' or alternative individual user solution will have access to their skills data if/as authored.  Ensure coherence with the data reference design is maintained. 

5.1.12 Successfully integrate RAF user application data with the data services and management so that it can be fully integrated with the system of record; Users of the 'MyRAF' or alternative individual user solution will have access to their skills data if/as authored. Ensure coherence with the data reference design is maintained.

5.1.13 Successfully integrate “JPA User Portal” user application data with the data services and management so that it can be fully integrated with the system of record; Decisions on development as part of the programme plan for JPA will be the trigger to initiate success criteria for this milestone

5.1.14 Successfully implement MyHR user application data with functionality for Skill Profile and Job Specification; Users of the 'MyHR' or alternative individual user solution will have access to their skills data if/as authored. 

5.1.15 Anomaly areas for authoring identified with resolution; As sS and CS plans become clearer against the implementation 'bigger picture' difficult, or abnormality areas need to be identified.  Special cases need to be resolved or have agreement against the process.  A report for decision should be formed and put forward to highlight these areas and senior board advice should be sought and applied in the form of a plan to complete or record as unable to complete because. 

5.1.16 SME support to enable skills development and refine content development guidance; To support sS and CS and TSLD as skills content is developed Pan-Defence in line with the implementation programme.  This will include refinement of guidance and QA process and any handover to BAU management.

5.1.17 C&C strategy and plan for post IOC; A robust and agreed Change & Comms strategy will be in place. This will reflect the FOC integrated roadmap defined in PM-3 and support sS/CS own change strategies. All stakeholders will have aligned comms to complement each other to supplement a Pan-Defence integration. Initial comms will have been issued to Defence following endorsement by senior boards within the PDSF governance and Defence people comms team as required.

5.2 Potential Providers are invited to tender their proposal to conduct all of the requirement under the direction of the MOD’s SRO (ACDS Pers Cap), TSLD 1* as Project Director) and TSLD Project lead (B2) as Project Manager. 

5.3 Supporting activity, such as workshop planning, administrative support, etc is not included in the scope and such activities will be managed from within the MOD team. 

5.4 Prior to the conclusion of the phase towards FOC, an assessment of the project position and continued requirement will be undertaken.  This will inform the decision that TSLD may require an extension of services on the basis of the existing contract.  This will be sought through commercial services as an amendment in the form of an extension to the existing contract arrangement with the current external assistance supplier.  If the Authority decides there is further requirement and justification to extend the existing contract; the pricing will be on a Tasking Order Form basis using the same Man Day Rates and Travel & Subsistence rates under the existing contract, although the Authority reserves the right to compete this if it so decides.

5.5 Success of this phase will determine the requirement for planning and designing the project closure and transition to a BAU status.  This will be determined by the percentage adoption of the PDSF Pan-Defence.

6. MILESTONES

6.1 The Potential Provider should note the following project milestones that the Authority will measure the quality of delivery against (also depicted in Annex A).  We have summarised the proposed milestones based on the previous phases of work and view of where we require external support. 

	Milestone
	Description
	Details
	Timeframe / Status

	Workstream: Performance improvement
	

	PI-8
	Maintain Skill Authoring Dashboard 
	Purpose: Using the already defined milestone measures and continuation of content development of Framework Content Guidance, are the measures meeting our needs and is the content development meeting the needs of the skill authors to facilitate those measures.  Required changes or improvements will be reported against current status.

Audience: TSLD leadership and sS/CS representatives

Content: Powered BI PDSF Dashboard
	30 June 2025

	Workstream: Governance & policy
	

	G-7
	JSP Update (business and tech)
	Purpose: Maintain the JSP currently JSP755 Chapter 4 and update as appropriate throughout the course of the project.

Audience: Potential audience of everyone in defence

Content: JSP word document
	31 July 2025

	G-8 
	Design of PDSF processes for post April 2025 as an internal MOD team.
	Purpose: In conjunction with the relevant parties, we will design the business-as-usual roles and associated processes. To enable PDSF steady state activities. 

Audience: TSLD leadership 

Content: PPT organisation structure and processes + workflows and guidance where appropriate.
	30 August 2025

	Workstream: Data Integration and User Interface

	UI-11
	Successfully implement MyHR user application data with functionality for Skill Profile and Job Specification
	Purpose: Users of the 'MyHR' will have access to their skills data as authored.

Audience: MyHR CS users

Content: Data Reference Model and associated guidance
	30 March 2024

	DI-14
	Ensure all sS and CS data is transferred to the master PDSF skills bank(s) within MyHR from the data verse repository
	Purpose: All available data will be in the PDSF skills bank(s).  The system and associated processes will be available, and accessible

Audience: End users being able to access skills data on the system of record via sS/CS platform

Content: Establish method of data transfer to system of record via data upload including data structure and code for any reformatting
	31 May 2024

	DI-15
	Integrate master PDSF Skills data into a common data warehouse (Dataverse) and ensure that data can be passed via and APi too oracle fusion based systems including those used by mod main MyHR and the systems used by DE&S SDA and DSTL, MilHRS
	Purpose: 

Audience:  Programme teams and Enterprise Architects.
Content: Create the guidance documents for the implementation of an API from the PDSF dataverse to the appropriate oracle fusion system. 5 guidance documents are expected one for each system to data flows mapped 
	31 January 2025

	DI-16
	Data verse maintenance
	Purpose: Maintain the skills repository on the azure data verse environment
Audience: Programme teams and Enterprise Architects.
Content: Maintain the repository and make changes needed to ensure data structures align with MyHR MilHRS
	26 August 2025

	Workstream: Framework Content
	

	FC-8
	SME support to enable skills development and refine content development guidance
	Purpose: To support sS and CS and TSLD as skills content is developed Pan-Defence in line with the implementation programme.  This will include refinement of guidance and QA process and any handover to BAU management. It will also include working with skill authors who are struggling to author to schedule. 

Audience: TSLD leadership and sS/CS representatives

Content: Ongoing/varied
	31 July 2024

	FC-9
	Assurance Support
	Purpose: The assurance of PDSF skills when submitted by skill authors to ensure they meet the standard as set out by the PDSF expectation is approximately 1000 skills would have to go through this process in the contact period
	30 September 2024


7. AUTHORITY’S RESPONSIBILITIES

7.1 The Authority is responsible for providing the Potential Provider with the relevant data and policy direction in order to provide guidance and advice on delivering against milestones.  The Authority will also provide wider stakeholder guidance across the Department to understand interdependencies and systems access.

8. reporting

8.1 The Potential Provider shall deliver the products identified in the table at para 6.1 within the required timeframe. 

8.2 The Potential Provider shall attend and contribute to weekly Project Management (PM) Agile briefings and stand-ups, the rhythm for which shall be agreed in week one of Contract Award and contribute when necessary to Steering Board meetings and workshops as needed to deliver progress reports against deliverables.  Content should be finalised between the supplier and the TSLD leads within each workstream prior to delivery or presentation when representing the programme.

8.3 The Potential Provider will provide a weekly work stream project dashboard update. 

8.4 All corporate memory captured during workshop activity and stored on a MOD share point site through MODNET access procedures.

9. CONTINUOUS IMPROVEMENT

9.1 The Potential Provider will be expected to continually improve the way in which the required Services are to be delivered throughout the Contract duration.  This should form part of the Agile structure with regular reviews of ways of working and lessons learned.

9.2 The Potential Provider should also recommend new ways of working to the Authority during monthly Contract review meetings and delivery knowledge exchange and support capability building.

9.3 Changes to the way in which the services are to be delivered must be brought to the Authority’s attention and agreed prior to any changes being implemented.

9.4 New risks, issues, or potential delay to delivery of key milestones must be brought to the Authority’s attention at the earliest opportunity and mitigation or change of action agreed prior to any changes being implemented.

9.5 The Potential Provider will contribute towards knowledge transfer and support capability building in the joint project team.  This should include but is not restricted to the below: 

· Appropriate subject matter should be agreed between the Authority and the provider for knowledge transfer sessions.

· Proactive knowledge/skills transfer sessions should be diarised.

· ‘Side by side’ working/co-leading should be adopted where appropriate.

10. SUSTAINABILITY

10.1 There are no sustainability considerations for this requirement.

11. STAFF AND CUSTOMER SERVICE

11.1 Potential Provider’s staff assigned to the Contract shall have the relevant subject matter expertise and/or qualification(s) to deliver the Contract.

11.2 The Potential Provider shall ensure that staff understand the Authority’s vision and objectives and will provide excellent customer service to the Authority throughout the duration of the Contract.   

11.3 In accordance with the United Kingdom’s tax avoidance legislation an IR35 assessment has been conducted. It is confirmed that the intermediaries’ legislation applies to this engagement.  The means that anyone that is engaged on this arrangement must be placed on the Potential Provider’s payroll so that Income Tax and National Insurance contributions can be deducted at source.

12. SERVICE LEVELS AND PERFORMANCE

12.1 The Authority will measure the quality of the Supplier’s delivery by:

	KPI/SLA
	Service Area
	KPI/SLA description
	Target

	1
	Project status and management
	Weekly:

All-team meetings (in person or by media device)

Leadership meetings (project managers/leaders from both sides)

Highlight report (risks/issues/key decisions/progress).  

As required:

Representation and support in stakeholder meetings.
	100%

	2
	Integration planning.
	All workstream milestones will meet SoR purpose and acceptance criteria agreed between the Authority and the provider.

Full roadmap through an appropriate software application to allow tracking, reporting and presentation.  No later than 31 May 22
	100%

	3
	Performance improvement
	All workstream milestones will meet SoR purpose and acceptance criteria agreed between the Authority and the provider.

Prototype of an ‘Interactive dashboard’ such as Powered BI.  No later than 31 May 22

Beta version delivery of an ‘Interactive dashboard’ such as Powered BI.  No later than 31 Jan 23

Delivery of an ‘Independent report’ and ‘recommended actions’ with a ‘plan for implementation’ No later than 28 Feb 23
	100%

	4
	Governance & policy
	All workstream milestones will meet SoR purpose and acceptance criteria agreed between the Authority and the provider.

JSP document in the required format, suitable to issue for review and as guidance.  No later than 31 May 22

Word format report as detailed in the ‘purpose’ milestone statement.  No later than 30 Nov 22

Appropriate PowerPoint (or similar) representation of the structure with associated process documentation to ensure effective knowledge transfer to the TSLD team. No later than 31 March 23
	100%

	5
	Data Integration & User Interface 
	All workstream milestones will meet SoR purpose and acceptance criteria agreed between the Authority and the provider.

Established method of data transfer to system of record via data upload including data structure and code for any reformatting. No later than 31 May 22

Defined and agreed boundary conditions with adjacent solutions, including functional development of user stories and standards for information exchange.  Completion of requirement to Monitor, govern and accept product development by those teams. No later than 26 Aug 22

Completed / agreed design of a data exchange for Skill, position and Skill Profile data.  No later than 31 Jan 23

Completed Data Reference Model and associated guidance for milestones:

UI-5, No later than 31 Dec 22

UI-6, No later than 31 Dec 22

UI-7, No later than 31 Mar 23

UI-8, No later than 30 Sep 22
	100%

	6
	Framework Content
	All workstream milestones will meet SoR purpose and acceptance criteria agreed between the Authority and the provider.

PPT Report outlining issues arising and solution proposals for anomalies.  No later than 30 Nov 22

Milestone FC-7 will be assessed as a continual delivery up to 31 Mar 23.  
	100%


13. Security requirements

13.1 The Ministry of Defence requires that its Potential Providers are Cyber Essentials plus Certified; accordingly, Potential Providers are to confirm in your response whether you already hold Cyber Essentials Certification. 

13.2 In the event that a successful Potential Provider does not hold a Cyber Essentials plus Certification, confirmation will be sought from the Potential Provider that they will obtain the Cyber Essentials Certification prior to starting work. A cyber risk assessment shall be conducted in accordance with DEFCON 658.

13.3 The Potential Provider will comply with security requirements which includes contractors holding SC and protect information in accordance with the Defence Information Management Passport (DIN2017 DIN07-131). 

14. intellectual property rights (ipr)

14.1 The Potential Provider will have access to third party data and shall be responsible for complying with all IPR rights agreed between the MOD and any third party.

15. payment

15.1 Payment will only be made following satisfactory delivery of pre-agreed certified products and deliverables. 

15.2 Before payment can be considered, each invoice must include a detailed elemental breakdown of work completed and the associated costs.  All payment will be made through the Authorities electronic payment system, CP&F.

16. BASE Location 

16.1 The base location for the services shall be MOD, Whitehall, London SW1A 2HB. However due to Covid-19 restrictions, Government advice will be followed until such time as face to face attendance at the base location is safe and possible.

16.2  The Authority will pay reasonable out of pocket travel (using the most economical mode of transport) and subsistence expenses, properly and necessarily incurred in the performance of the Services, calculated at the rates and in accordance with the MOD expenses policy. 

16.3 Sites include MOD, Whitehall, London SW1A 2HB, The Potential Provider’s premises, the TLBs, and external partners offices.  London shall be the main location or locations served by the industry team members providing they are within normal daily travel limits. Travel expenses shall be in line with MOD policy.  As per (18.1) due to Covid-19 restrictions, Government advice will be followed until such time as face to face attendance at the base location is safe and possible.

16.4 Remote access to internet and business services under the supplier’s arrangements must be in place and facilitate collaborative working with the authority

Schedule 1 – Annex A Proposed Plan
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Schedule 2 -  RM6187 Framework Schedule 6

​  RM6187 Framework Schedule 6 (Order Form and Call-Off Schedules)
​ Order Form
​ This Schedule is in draft form at the moment. It will form Schedule 2 of the Contract as the applicable Terms & Conditions and will be completed on Contract Award.

CALL-OFF REFERENCE:
711984451

THE BUYER:


Ministry of Defence Head Office BP3
BUYER ADDRESS


Room 2102 Kentigern House, 65 Brown St, Glasgow 






G2 8EX   
THE SUPPLIER: 


N/A
SUPPLIER ADDRESS: 

N/A
REGISTRATION NUMBER: 
N/A 
DUNS NUMBER:       

N/A
SID4GOV ID:                 

N/A
This Order Form, when completed and executed by both Parties, forms a Call-Off Contract. A Call-Off Contract can be completed and executed using an equivalent document or electronic purchase order system.
If an electronic purchasing system is used instead of signing as a hard-copy, text below must be copied into the electronic order form starting from ‘APPLICABLE FRAMEWORK CONTRACT’ and up to, but not including, the Signature block
It is essential that if you, as the Buyer, add to or amend any aspect of any Call-Off Schedule, then you must send the updated Schedule with the Order Form to the Supplier].
Applicable framework contract

This Order Form is for the provision of the Call-Off Deliverables and dated 14/6/24
It’s issued under the Framework Contract with the reference number RM6187 for the provision of Pan Defence Skills Framework
CALL-OFF LOT(S):

[Lot 3]
Call-off incorporated terms

The following documents are incorporated into this Call-Off Contract.
Where schedules are missing, those schedules are not part of the agreement and can not be used. If the documents conflict, the following order of precedence applies:
1. This Order Form includes the Call-Off Special Terms and Call-Off Special Schedules.
2. Joint Schedule 1(Definitions and Interpretation) RM6187
3. The following Schedules in equal order of precedence:
Joint Schedules for RM6187 Management Consultancy Framework Three
· Joint Schedule 1 (Definitions) - Mandatory
· Joint Schedule 2 (Variation Form) - Mandatory
· Joint Schedule 3 (Insurance Requirements) - Mandatory
· Joint Schedule 4 (Commercially Sensitive Information) - Mandatory
· Joint Schedule 6 (Key Subcontractors) - Optional



· Joint Schedule 7 (Financial Difficulties)- Optional
 


· Joint Schedule 8 (Guarantee) - Optional


· Joint Schedule 9 (Minimum Standards of Reliability) - Optional

· Joint Schedule 10 (Rectification Plan) - Mandatory



· Joint Schedule 11 (Processing Data)
- Mandatory

Call-Off Schedules


· Call-Off Schedule 1 (Transparency Reports) - Optional

· Call-Off Schedule 3 (Continuous Improvement) - Optional

· Call-Off Schedule 5 (Pricing Details) - Optional


· Call-Off Schedule 6 (ICT Services) - Optional



· Call-Off Schedule 7 (Key Supplier Staff) - Optional

· Call-Off Schedule 8 (Business Continuity and Disaster Recovery) - Optional

· Call-Off Schedule 9 (Security) - Optional


   

· Call-Off Schedule 10 (Exit Management) - Optional

· Call-Off Schedule 12 (Clustering) - Optional

· Call-Off Schedule 13 (Implementation Plan and Testing) - Optional
· Call-Off Schedule 14 (Service Levels) - Optional

· Call-Off Schedule 15 (Call-Off Contract Management) - Optional

· Call-Off Schedule 16 (Benchmarking) - Optional
 


· Call-Off Schedule 17 (MOD Terms) - Optional
 


· Call-Off Schedule 18 (Background Checks) - Optional


· Call-Off Schedule 19 (Scottish Law) - Optional



· Call-Off Schedule 20 (Call-Off Specification)
 - Optional


· Call-Off Schedule 21 (Northern Ireland Law) - Optional
 

· Call-Off Schedule 23 (HMRC Terms) - Optional


4. CCS Core Terms
5. Joint Schedule 5 (Corporate Social Responsibility) - Mandatory
6. Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that offer a better commercial position for the Buyer (as decided by the Buyer) take precedence over the documents above.
Supplier terms are not part of the Call-Off Contract. That includes any terms written on the back of, added to this Order Form, or presented at the time of delivery.
Call-off special terms
The following Special Terms are incorporated into this Call-Off Contract:
DEFCON 503

DEFCON 531

DEFCON 532A

DEFCON 534

DEFCON 537

DEFCON 538

DEFCON 566

DEFCON 630

DEFCON 658 – Cyber Risk Profile Low
Call-off start date:


7/8/2024
Call-off expiry date: 

6/11/2025
Call-off initial period:

15 Months
Call-off deliverables:
As per Schedule 1 - SOR
Security

Short form security requirements apply
Maximum liability
The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core Terms.
The Estimated Year 1 Charges used to calculate liability in the first contract year are:
Do Note Exceed Figure of £900,000 (Ex VAT) over 15th Months
Call-off charges
As per Pricing Schedule – Schedule 3
All changes to the Charges must use procedures that are equivalent to those in Paragraphs 4, 5 and 6 (if used) in Framework Schedule 3 (Framework Prices)
The Charges will not be impacted by any change to the Framework Prices. The Charges can only be changed by agreement in writing between the Buyer and the Supplier because of:
· Specific Change in Law
· Benchmarking using Call-Off Schedule 16 (Benchmarking)
Reimbursable expenses
Recoverable as stated in Framework Schedule 3 (Framework Prices) paragraph 4.
Payment method

CP&F
Buyer’s invoice address
Via CP&F
FINANCIAL TRANSPARENCY OBJECTIVES

The Financial Transparency Objectives apply to this Call-Off Contract.
Buyer’s authorised representative
XXX
Buyer’s security policy
Supplier’s authorised representative
Supplier’s contract manager
Progress report frequency
Negotiated Post Tender
Progress meeting frequency
Negotiated Post Tender
Key staff
TBC
Key subcontractor(s)
TBC
Commercially sensitive information
TBC
Service credits
Not applicable
Additional insurances
Not applicable
Guarantee
Not applicable
Buyer’s environmental and social value policy
TBC
Social value commitment
The Supplier agrees, in providing the Deliverables and performing its obligations under the Call-Off Contract, that it will comply with the social value commitments in Call-Off Schedule 4 (Call-Off Tender)]
Formation of call off contract
By signing and returning this Call-Off Order Form the Supplier agrees to enter a Call-Off Contract with the Buyer to provide the Services in accordance with the Call-Off Order Form and the Call-Off Terms.
The Parties hereby acknowledge and agree that they have read the Call-Off Order Form and the Call-Off Terms and by signing below agree to be bound by this Call-Off Contract.
For and on behalf of the Supplier:
Signature: XXX
Name: XXX
Role: Commercial Officer
Date: 12/6/24
For and on behalf of the Buyer:
Signature:
Name:
Role:
Date:
[Buyer guidance: execution by seal / deed where required by the Buyer].
Schedule 3 – Pricing
	Serial 
	Description 
	Duration
	Firm Price 

(£) 

 

 

	 1. 
	Pan Defence Skills Framework
	15 Months 7/8/24 – 6/11/24

	 




There is a do not exceed figure of £900,000 (Ex Vat) for the requirement

Schedule 4 – Defform 111

DEFFORM 111
Appendix - Addresses and Other Information
1. Commercial Officer
Name: XXX
Address: 65 Brown St

Email:  XXX ((     N/A

2. Project Manager, Equipment Support Manager or PT Leader (from whom technical information is available)

Name:  XXX
Address XXX
Email: XXX
3. Packaging Design Authority Organisation & point of contact:

N/A

(Where no address is shown please contact the Project Team in Box 2) 

((     n/a

4. (a) Supply / Support Management Branch or Order Manager:
Branch/Name: n/a

((n/a

(b) U.I.N.   n/a

5. Drawings/Specifications are available from N/A

6.
Intentionally Blank
7.
Quality Assurance Representative:  n/a

Commercial staff are reminded that all Quality Assurance requirements should be listed under the General Contract Conditions. 

8.
AQAPS and DEF STANs are available from UK Defence Standardization, for access to the documents and details of the helpdesk visit http://dstan.uwh.diif.r.mil.uk/  [intranet] or https://www.dstan.mod.uk/ [extranet, registration needed].

9.  Consignment Instructions The items are to be consigned as follows: N/A

10.  Transport. The appropriate Ministry of Defence Transport Offices are:

A. DSCOM, DE&S, DSCOM, MoD Abbey Wood, Cedar 3c, Mail Point 3351, BRISTOL BS34 8JH                      

Air Freight Centre
IMPORTS (( 030 679 81113 / 81114   Fax 0117 913 8943

EXPORTS (( 030 679 81113 / 81114   Fax 0117 913 8943

Surface Freight Centre
IMPORTS (( 030 679 81129 / 81133 / 81138   Fax 0117 913 8946

EXPORTS (( 030 679 81129 / 81133 / 81138   Fax 0117 913 8946

B.JSCS
JSCS Helpdesk No. 01869 256052 (select option 2, then option 3)

JSCS Fax No. 01869 256837

www.freightcollection.com
11. The Invoice Paying Authority
Ministry of Defence, DBS Finance, Walker House, Exchange Flags Liverpool, L2 3YL                    

(( 0151-242-2000 Fax:  0151-242-2809

Website is: https://www.gov.uk/government/organisations/ministry-of-defence/about/procurement#invoice-processing
12.  Forms and Documentation are available through *:
Ministry of Defence, Forms and Pubs Commodity Management PO Box 2, Building C16, C Site, Lower Arncott, Bicester, OX25 1LP  (Tel. 01869 256197  Fax: 01869 256824)

Applications via fax or email: Leidos-FormsPublications@teamleidos.mod.uk
* NOTE
1. Many DEFCONs and DEFFORMs can be obtained from the MOD Internet Site: 

https://www.kid.mod.uk/maincontent/business/commercial/index.htm

2. If the required forms or documentation are not available on the MOD Internet site requests should be submitted through the Commercial Officer named in Section 1.

Schedule 5 - Defform 539

DEFFORM 539

Contractor's Commercial Sensitive Information Form (i.a.w. condition 12)
Contract No: 711984451
	Contract  No: 708374450       

	Description of Contractor’s Sensitive Information:

      

	Cross Reference(s) to location of Sensitive Information:

      

	Explanation of Sensitivity:

       

	Details of potential harm resulting from disclosure:

      

	Period of Confidence (if applicable):      

	Contact Details for Transparency / Freedom of Information matters:

Name:      
Position:      
Address:      
Telephone Number:      
Email Address:      
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ANNEX A — PDSF PROJECT SCHEDULE - EXTENDED PLAN




