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ANNEX.F
PLANNED PREVENTIVE MAINTENANCE OF IDS SYSTEMS.
1.0 Contract Start. 
1.1 Produce a site log book. The log book must list all equipment installed on site and contain detailed sheets for completing during a visit. The log book is to be presented to the authority for approval prior to any preventive work being undertaken. 
1.2  Undertake risk assessment on the equipment to be maintained and ensure that appropriate procedures are put in place to ensure any engineer attending site complies with current health and safety regulations.
1.3  Liaise with the authority and arrange for permit to work instructions to be issued 
2.0 General (Every Visit).
2.1 Obtain details from the authority of any outstanding faults reported from previous maintenance visits or identified following any service calls.
2.2 [bookmark: _Hlk14684461]Obtain permission from the authority before commencing work or before removing the system from service.
2.3 Ensure the current Health and Safety risk assessment is valid and check site for any changes that may affect the safety of persons undertaking work on site or persons located within the area where work is to be undertaken.
3.0 DETECTION DEVICES (6 Monthly) 
3.1 Ensure all the devices are in full working order with no signs of wear/damage/tampering to the unit, check for secure fitting to the wall/structure.
3.2 All detection devices to be measured/walk tested through to their controlling point in accordance with the manufacturer recommendations, and tested within the National Security Inspectorate (NSI) guidelines at the point of final connection, the terminations will be examined for wear and tear.
3.3 Any volumetric devices will be checked for obscuration and field of coverage, range of pick up, voltage at the device, cleanliness and possible causes of false alarms within the field of view.
3.4 Individual circuits are tested in accordance with the specification, to check correct zone indication and tamper detection. Any substandard readings will be investigated and rectified forthwith.
3.5 Check Zone list is up to date and amend when required.

4.0 CONTROL PANEL AND EXPANDERS. 
4.1 Ensure all the devices are in full working order with no signs of wear/damage/tampering to the unit, check for secure fitting to the wall/structure.
4.2 All devices will be tested in accordance with the manufacturer recommendations and within the National Security Inspectorate (NSI) guidelines at the point of final connection, the terminations will be examined for wear and tear.
4.3 Individual power circuits are tested in accordance with the specification. Any substandard readings will be investigated and rectified forthwith.  
4.4 Standby batteries will be inspected for the installation date & tested for supply and power loss, replace all batteries every 4 years.
4.5 Check the necessary user access levels and codes are programmed and any grouping or part set is clearly identified.

5.0 Power Supply’s. 
5.1 Ensure the Power Supply is in full working order with no signs of wear/damage/tampering to the unit, check for secure fitting to the wall/structure, measure the standby status of the battery units, check for charging current and mains fail operation.
5.2 Cable entries are to be tight and damage free, connections are not loose, labels to cables and clear and cables are loomed within the enclosure.
5.3 Check the main extra low voltage output reading.
5.4 Check Battery charging outputs.
5.5 Check the current load on the power supply doesn’t exceed the recommend limit for the power supply you are working on. 
5.6 Check Battery load via a battery load test meter.
5.7 Replace all batteries every 4 years. 
5.8 Record all readings.
5.9 Clean unit.

6.0 REMOTE SIGNALING EQUIPMENT (Red Care).
6.1 Ensure the site is put on test before any work is carried out on the system.
6.2 Central station signaling devices will be tested to the alarm receiving Centre after first logging a request to test the system to that Centre.
6.3 All appropriate channels will be signaled to and verified by the alarm receiving staff, any defective/irregular signals will be retested until both parties are satisfied.
6.4 All set and unset status indication to be checked, (if possible, via a premise shut down), and engineer reset status verified.
6.5 Check the correct signal is sent from the correct outputs. I.e. Intruder signal sends an intruder signal.

7.0 SITES CONNECTED TO THE CROYDON CONTROL ROOM VIA THE SECURITY MANAGEMENT SYSTEM. 
7.1 Undertake testing of all detection deices to ensure correct reporting to the ISM Security Management System 
7.2 Disconnect communication cable and check that communication fail is reported after agreed disconnection times 	








8.0 EXTERNAL WARNING DEVICES. 
8.1 Ensure all the devices are in full working order with no signs of wear/damage/tampering to the unit, check for secure fitting to the wall/structure.
8.2 These will be examined for dirt and water egress, power hold of, self-actuating status, audibility, secure fitting to the building structure and tamper
resistance. Further testing via alarm activation and appropriate cut off timers will also be verified.


9.0 SYSTEM ASSESSMENT REPORT AND PAPERWORK.
9.1 General assessment of the performance of the system performance, summarising the maintenance tasks undertaken.
9.2 Provide a comparison between the present specification and the previously recorded specification.
9.3 Record all findings on the maintenance clearly on the paperwork.
9.4 All blocks on the PPM paperwork must be clearly filled in.
9.5 Advise the Authority on the service documentation detailing the actions required.
9.6 Arrange for the report to be signed and dated while on site
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