

SCHEDULE 1: VISUAL TRANSCRIPTION SERVICE SPECIFICATION
1.
INTRODUCTION

1.1
The CPS is the principle prosecuting authority for England and Wales, acting independently in criminal cases investigated by the Police and other investigators including Her Majesty’s Revenue & Customs and the Department of Work and Pensions. The CPS is headed by the Director of Public Prosecutions (DPP) and is one of the law officers’ departments. The Director is superintended by the Attorney General who is accountable to Parliament for the Service. The Chief Executive of the CPS is responsible for the day to day running of CPS business. 

1.2
The CPS was set up in accordance with the Prosecution of Offences Act 1985 to prosecute criminal cases investigated by the Police in England and Wales. In undertaking this role, the CPS:

· Advises  the police during the early stages of investigations

· Determines the appropriate charges in all but minor cases

· Keeps all cases under continuous review and decides which cases should be prosecuted

· Prepares cases for prosecution in court and prosecutes cases using in-house or self-employed advocates to present cases

· Provides information and assistance to victims and prosecution witnesses

1.3
Although the CPS is a national organisation, it has a strong focus on local delivery. The CPS comprises thirteen (13) geographical Areas across England and Wales, and CPS Direct, which provides a twenty four (24) hour service of advice on prosecution charges to the police and other investigators. The largest of those Areas, CPS London, covers both the Metropolitan and City of London Police forces. Each Area is headed by a Chief Crown Prosecutor, the most senior lawyer in the Area who is responsible for the delivery of a high quality prosecution service to his or her local community. Each Chief Crown Prosecutor is supported by an Area Business Manager, who has responsibility for the administration of the area.  There are also three (3) central casework divisions that handle the most serious, complex or sensitive prosecutions covering specialist fraud, special crime and counter terrorism and organised crime.

1.4
The CPS employs approximately six thousand, two hundred people (6,200), including two thousand, two hundred (2,200) Crown prosecutors and three thousand, six hundred (3,600) paralegals/administrators, and prosecutes approximately six hundred thousand (600,000) people each year in magistrates’ courts and about one hundred thousand (100,000) people in the Crown Court.

1.5
This Specification, which will form part of the Framework Contract, sets out the requirement for transcription of visually recorded interviews of victims and witnesses, who may be children, vulnerable adults or other adults, interviewed by the police as part of a criminal investigation. Where police have visually recorded witness interviews there can be circumstances when the interview will need to be transcribed for purpose of preparing for and undertaking a court hearing.

1.6
The Conditions of Contract for Supplies and Services shall apply. In the event of any conflict between the Conditions of Contract for Supplies and Services and this specification, the Specification shall prevail.

1.7
No commitment is given, or implied that any specific number transcripts will be 
required or requested.
2.
THE FRAMEWORK

2.1 No work and no level of work is guaranteed to any of the Service Providers. The framework Contract shall commence on the date of the letter of acceptance and shall continue without prejudice to any rights for earlier termination, until 3 years from that date or until satisfactory completion of any outstanding services at the end of the three year period.
2.2 The final agreement will also be open for use by the following UK Public Sector bodies and any future successors to these organisations. Central Government Departments, Executive Agencies and NDPB’s listed at:

https://www.gov.uk/government/organisations
3.
REQUIREMENT
3.1
Some of the evidence the CPS receives is in the form of visually recorded evidence which may consist of interviews with witnesses who are vulnerable by reason of age or disability or who are intimidated by reason of fear or distress in connection with testifying in the proceedings.
3.2
In cases where such evidence can be used during the course of the trial, a transcript of the contents of the visually recorded evidence is helpful during the preparatory stages and will assist the parties, the judge and possibly the jury during the trial itself.

3.3
The CPS requires a service provider to provide the following:


3.3.1

A transcription service from visually recorded media which could be on VHS Video, DVD+/-R, or via electronic access to a cloud based system delivered to the Service Provider by the CPS.

3.3.2

Production of a transcription to be delivered to the original CPS office via secure email using MS Microsoft Word 2010 or later or any other compatible word processor. For the purposes of delivering the transcript, service providers to obtain a Criminal Justice Secure Mail (CJSM) email account.

3.3.3

Maintenance of auditable records for the receipt, secure storage, return and deletion of recordings, and for recording the movements and viewing of the tapes, discs, electronic formats and transcribed material whenever it is in the possession of, or is created by the Service Provider (the format of such records to be approved by the CPS); all such records shall remain the property of the CPS and be made available on demand to the CPS and shall be given to the CPS at the termination of the Contract. All material, Data is covered by Crown Copyright

3.3.4

A contact point to allow CPS areas to chase progress on transcripts.
3.4 It is essential that the contents of the transcript must be of consistently high quality and accuracy and be produced strictly in accordance with the agreed deadlines in view of the priority given to cases where there are vulnerable and intimidated witnesses.
3.5 The annual volumes for the last 5 years have been:
	Year
	Number of Minutes 

	2013/14
	1,034,173

	2014/15
	1,045,420

	2015/16
	1,091,342

	2016/17
	948,671


3.6 Future volumes are unknown. The CPS cannot anticipate if future volumes will be lower or higher than those currently processed. During the course of the Contract, the number of tapes to be transcribed annually is anticipated to be in the order of 15,000 to 19,000 per annum.
3.7 The contract price will be based on the equivalent of a set number of 60 minute recordings being transcribed per annum. CPS plans to award a maximum of 3 contracts based on the number of recordings being transcribed per Service Provider per annum.  The average length of interview is currently 56.2 minutes.
3.8 Service Providers should note that it is envisaged that the minimum size of contract will be 3,000 transcriptions per annum but no guarantees can be given.
3.9 Service Providers need to be aware volumes fluctuate from time to time, there maybe a requirement to pass work onto another provider to ensure deadlines are met and overtime is not incurred. On such occasions excess work will be passed on following a mini tender process at a pre-determined discounted rate (subject to agreement at the start of the contract).
3.10 If any Service Provider experiences a period where work is under-capacity The Authority will use best endeavours to provide additional work from another provider who can identify a surplus to their current capacity. This work will be offered at a pre determined discounted rate.

3.11
Service Providers should note that a small percentage of transcriptions received could be of poor quality reproduction when working out the number of staff to be used on the contract.  Any changes in the proportion of recordings categorised as poor quality should be notified to the CPS.

3.12
The CPS is unable to give any guarantee about the number or length of recordings that may be received in the future as these will be determined by the number of crimes that are detected and/or charged.
3.13
The nature of the allegations being investigated may involve sexual abuse and other depravations of the worst kind against children and/or other vulnerable adults. The contents of some of the taped interviews may be distressing to those that transcribe them. The provision of an Employee Assistance Support Programme must be considered as part of recruitment and ongoing employment.
3.14
The Service Provider is authorised to count as double in output statistics, any recordings (length exceeding 60 minutes) where the quality causes the transcription time to be 50% greater than for normal recordings. All recordings thus recorded may be viewed by the CPS and should be noted on weekly monitoring reports.  Where the instances of these tapes exceed 5% of the Service Provider’s output in any three month period, the CPS should be informed. 
3.15
The provision of these services is reviewed from time to time and this may lead to a variation in the manner in which the services are provided and/or contract volumes.  The Service Provider will be required to participate in any review with staff time and statistics.  It may also be that responsibility for transcriptions may be transferred from CPS to another member of the Criminal Justice System at some point during the Contract.

3.16
The CPS also brings to the Service Provider’s attention that transcription services are 
carried out by some CPS offices using their own resources.  The CPS reserves the right to continue with or increase use of such arrangements as it sees necessary.

4.
 DURATION OF THE CONTRACT

The work shall commence on 1st August 2018 and will last for a period of three years. The CPS may extend the Contract for a further period of two years, granting one year at a time subject to performance by issuing a Variation to Contract no later than three months before the Contract would otherwise expire.  
5.
SERVICES TO BE PROVIDED
5.1 The service is to provide a complete managed visually recorded interview transcription (verbatim) service; interviews will only be in English.  The delivery of the service will require a managed, staffed and equipped facility to undertake transcriptions of the visually recorded statements of vulnerable and intimidated witnesses.  This to include the supply and maintenance of all specialist equipment. Historically recordings have been on VHS tape and DVD but most recordings are now uploaded onto a cloud based system which is accessed electronically. The contract price should, however, be on the basis of the majority of recordings being issued via a cloud based system with some DVD+/-R or VHS recordings.
5.2 Any equipment used to view or listen to recordings must comply with the latest set of Government Buying Standards (GBS) detailed in the - Sustainable Development in. Government website at http://sd.defra.gov.uk/advice/public/buying”
5.3
Transcriptions will be required from electronic access to recordings on a cloud based system and other electronic media (e.g. CD/DVD) and for the purposes of this Contract will include the downloading of information from a cloud based system.  From this download, transcripts must be provided in the format requested. If transcriptions are required on paper that they must be produced on 100% recycled paper to meet the Governments Greening Commitments.
5.4
The service will be provided from UK premises supplied by the Service Provider and approved by the CPS.  The service may only be carried out at other locations with the written authority of the CPS.  The Service Provider must comply with all directions given by the CPS with regard to maintaining security and confidentiality. 
5.5
If the recording is provided on DVD or VHS, the Service Provider will return the recording to the CPS office from which it was received (the originating office), in an approved container such as a ‘Jiffy bag’ within a tamper proof plastic envelope (that has been approved and will be re-approved from time to time by the CPS in accordance with the following requirements as set out below, or as otherwise directed by the CPS.
5.6
If the recording is provided on DVD or VHS the Service Provider shall return all tapes/disks/hard copies packed as above by SECURE DX or Royal Mail Special delivery where Secure DX is not available. Under no circumstances are passwords to be sent back with encrypted disks/USB sticks.  The Service Provider shall ensure that the tape/disk/hard copy is returned in good condition. The envelope or package used to return the tape/disk/hard copy must bear the name and address of the sender.
5.7
Under no circumstances must the Service Provider release transcripts or copies of transcripts to any unauthorised persons. Also, unless for the purposes of downloading recordings, the service provider must not make additional copies of the recording unless authorised by the email for the CPS. All CPS emails will be in the following format (name.surname@cps.gov.uk)
5.8
Whilst in the possession of the Service Provider all data relating to this contract must be stored safely and securely. The CPS will check and approve all security before the Service Provider is permitted to accept any work under this framework.

5.8.1
10 Day Returns

Transcripts to be returned to the originating office within 10 (ten) working days of receipt by the Contractor in accordance with Schedule 4.

5.8.2
5 Day Returns
Transcripts to be returned to the originating office within 5 (five) working days of receipt by the Contractor in accordance with Schedule 4.
5.8.3
3 Day Returns

Transcripts to be returned to the originating office within 3 (three) working days of receipt by the Contractor in accordance with Schedule 4.
5.8.2       Urgent Returns
Transcripts to be returned to the originating office within 24 (twenty four) hours of receipt by the Contractor in accordance with Schedule 4.
5.9
In cases of extreme urgency where DVD or VHS is being used, the CPS will arrange for tapes to be delivered or transcripts to be collected by either a CPS member of staff or an approved courier.
5.10
Transcripts must not be sent by insecure internet email. Currently Service Providers who have signed up to and are using the Criminal Justice secure e-mail system (CJSM) which provides them with a secure route through to the government secure intranet. This then enables them to contact other government departments securely and to send and receive mail which contains sensitive personal data and any material and defined as restricted. If there is no CJSM link in place, then no material must be sent electronically as it will mean that it will be sent over the open internet which breaches all CPS and Cabinet Office Security Policy. All transcripts must be marked with protective markings in accordance with the Government Security Classifications.
5.11
User requirements for each recording will be notified to the Service Provider by means of a transcript request form.
5.12
The Service Manager is required to prioritise and schedule work and resources to meet the performance requirements. Instances of when resources are underutilised (due to lack of demand) and over utilised (due to high demand) necessitating the incursion of overtime payments or the possible recruitment of additional transcribers must be recorded.
5.13
The Service Provider will provide a telephone contact point so that originators of requests for work may query with the contractor the progress of the work, or for other operational reasons which will arise from time to time.

5.14
The Service Provider will be responsible for seeking clarification on requirements in order to determine the relative degree of urgency in instances of competing priorities.  In the event of any dispute or difficulty, the service provider will contact the CPS nominated representative whose decision shall be final, as regards to both the Service Provider and CPS.
5.15
Originators of work must be informed immediately if instructions, particularly response times, cannot be complied with.

5.16
The Service Provider must ensure that transcripts accurately reflect the contents of the visually recorded interviews and will include non-verbal communications, and shall exercise the required level of supervision and quality control necessary to maintain the high standards required.  Where it is not possible to transcribe sections of a recording, the transcriber may enter “inaudible” for that section of the tape.

5.17
The following service levels will apply:
· 10 day returns – to be transcribed and despatched back within 10 (ten) working days of receipt

· 5 day returns – to be transcribed and despatched back within 5 (five) working days of receipt

· 3 day returns – to be transcribed and despatched back within 3 (three) working days of receipt

· Urgent returns – to be transcribed and despatched back within 24 (twenty four) hours of receipt

· Progress reports to be provided within – half an hour of request 
5.18
    Any errors found to be caused by the Service Provider must be rectified immediately                   at no cost to the CPS
5.19
     Any incidents or breaches by the service provider relating to CPS material must be          reported to the CPS immediately. A security incident is defined as:

· Loss, unauthorised disclosure or theft of CPS information including that held in electronic form

· Deliberate, accidental or attempted breaches of confidentiality; integrity, or availability of CPS information

· Any other suspected, attempted or actual incident (including theft & hacking), hardware or software security weakness, malicious software attack or information security related incident

· Video formats are likely to change during the life of the Contract. DVD will continue to decrease and cloud based systems will rise. Other media may come along that will need to be accommodated). Remote file stores (repository) and cloud based systems will need to be viewed over secure internet connections using MS Media Player or other proprietary applications. After recordings are downloaded Service Providers must not use internet connections when transcribing the recording. Service Providers must demonstrate an understanding of multimedia trends and an ability to adapt to new products.

· Service Providers must clearly set out their storage, retention and disposal policy for digital assets, including hard drives and servers which might contain CPS information.  
· Service Providers must describe the physical security measures protecting access to their premises in general and for maintenance of their ICT equipment and media storage areas in particular
· When a transcription has been completed and delivered via CJSM, the Service Provider must ensure that the recording, transcription and any copies of material are destroyed within 30 days. 
5.20
In the event that no standard is identified in which case the service provider shall perform the services to the highest standards generally recognised by companies who perform services similar to those under the Contract.
5.21
The Service Provider shall send the CPS invoices at the end of each month showing the number of recordings transcribed in the month, details of each recording,     including, CPS Area, and CPS reference number – Names of interviewee must not be included. The invoice shall show any recordings that were of poor quality and for which a surcharge is being claimed.  The invoice shall be accompanied by the Service Provider’s log showing the recordings in question and will provide further information
(including the CPS transcript request form) on request. 
5.22 
Where the use of an interpreter is required, transcripts to be completed in accordance with interpreter guidelines.
5.23
Transcripts  are to be produced on Microsoft Word in Times New Roman font 12.  Non-verbal communication and inaudibles must be italicised.  

5.24
Front cover sheet to establish name of interviewee and whether the recording is from VHS, DVD or cloud based system.

5.25
At least two time stamps to be shown per page, including the start and finish times of interviews, and whenever anyone enters or leaves the interview room.  If time stamps cannot be clearly seen, the transcriber must type what they can read, as this will save the CPS having to watch the whole interview to edit the transcript.  
6.
PURCHASE TO PAY

6.1
The Service Provider shall be required to integrate with the CPS procurement to pay system. This includes but is not limited to the ability to:

· Receive electronic purchase orders from the CPS procure to pay system

· Provide electronic invoices and credits via the CPS procure to pay system ensuring that the invoice or credit note reflects the purchase order number

· Conform to the required technical standards for the CPS procure to pay services

· Comply with the CPS policy for the payment of invoices.

· Maintain and upload a catalogue of services in the procure to pay system including product descriptors or provide an e-commerce web portal which will allow punch out via cXML protocol and integrate with the CPS procure to pay

· Provision of management information including but not limited to service catalogue, service charge or change control charges applicable to each CPS operational unit

7.
CONTRACT MANAGEMENT

7.1
Contract Management is vested in the Procurement and Commercial Services Unit, 6th Floor North, Rose Court, 2 Southwark Bridge,  London, SE1 9HS. The CPS will nominate a CPS Category Manager who will be the single point of contact in relation to any management issues. The service provider shall also nominate a person to act as their first point of contact.

7.2
The Procurement personnel will be responsible for managing the day to day operation of the Contract.
7.3
In the event of a complaint being received by the Category Manager relating to the performance of the service provider, the service provider must provide all the information and records requested by the Category Manager within 5 working days of the request being made. The Category Manager’s decision with regard to complaints relating to a service provider will be final.
8.
RECORDS AND MONITORING
8.1
The Service Provider will be required to keep appropriate records as directed by the CPS which will be subject to regular inspection by CPS representatives, the National Audit Office or equivalent organisations.

8.2
Monthly reports from the service provider will be required in a form to be specified by the CPS.  These reports will be used by the CPS to assist in performance monitoring and invoice clearance processes.  They will include but will not be limited to volumes, timeliness, backlogs and poor quality recordings. 

8.3
The Service Provider will be required to design and, following approval by the CPS, produce and operate control documentation associated with the services.

9.
STAFFING 
9.1
Work persons shall operate under the direction and control of the Service Provider, 
who shall be responsible for their conduct and welfare at all times.
9.2
The Service Provider is to provide sufficient competent and fully trained staff so as to carry out the Contract.  This is to include a Service Manager (who should not be the Contractor’s Contract Manager) who in addition to being a working supervisor will have overall responsibility of the day to day operation of the Contract.  This will include day to day liaison with CPS staff.

9.3
The Service Provider is to ensure that all Service Personnel are security cleared to a minimum of SC Level before undertaking any work on this Contract or having any sight of recordings or transcripts.  The Service Provider is to ensure that adequate numbers of staff have been trained and security cleared to cover staff absence and periods of peak demand. The CPS reserves the right to check the Contractors staff security vetting.
9.4
Where the Service Provider has been asked by the CPS to provide calculations in regard to staffing levels and number of transcriptions, the service provider can process annually, the CPS relies totally on the service provider that these figures are a true assessment of the service provider’s capability at that time.  A breakdown of the Service Provider’s capacity is to be completed as part of the Commercial Questionnaire.
9.5
Through commitment, action and review, the CPS Policy is to ensure that we have the opportunity to benefit from employment, training and development appropriate to our abilities and regardless of our gender, colour, race, religion, ethnic or national origin, disability, age, marital status, working pattern, political persuasion, sexual orientation or gender re-assignment. The CPS’ approach to contracting with suppliers for the provision of goods and services we will look to build business relationships with those suppliers who support and apply similar principles within their own businesses.

10.
SECURITY
10.1 
The Service Provider shall comply with the CPS Security Policy at Schedule 9 of this Contract.

10.2
The greatest possible degree of security and confidentiality must be present in the handling of the recordings and transcripts so as not to compromise the confidence of the vulnerable and/or intimidated witnesses who have provided the evidence, and to prevent misuse of the recordings or transcripts of criminal or other unauthorised purposes.

10.3
Unauthorised use or retention may jeopardise the trial and, in any event, constitute a criminal offence which could lead to a fine or a period of imprisonment, or both.

10.4
The Service Provider must not permit any disclosure of the recording or its contents, or any transcribed or digital copy on which the interview is recorded except to a security cleared employee for the purposes only of performing this Contract.

10.5
The Service Provider must ensure that at the end of each day's operation, all work whether complete or not, is held in a secure fire proof (minimum 5 hours fire proof) cabinet at the premises which must be secured to the solid fabric of the building. 
10.6
During the day DVD’s and transcribed material must be placed into the secure tape containers and locked whenever the work area is temporarily unattended or closed, or whenever no work is currently being undertaken on the material.  When the transcription is completed and sent to the CPS offices no material in relation to the transcription in question shall be retained on the premises. Secure, lockable fireproof containers should be used by the service provider and supplied by them.
10.7
The service provider will ensure that no computer equipment provided by the service provider in the preparation of any taped transcript is connected, at anytime, to any computer not solely used for the provision of this service or any electronic link whatsoever including any modem, telephone line or local area network. Access controls to supplier data storage must identify how physical and remote access is controlled and managed. The Service Provider must outline how files will be securely transferred from the transcribers to the CJSM Secure email site.
10.8
The Service Provider will ensure that the identity and right to work within the UK of the individual members of staff have been checked as well as ensuring there are no previous cautions or convictions which would make them unsuitable to work on CPS material. 

10.9     
The Service Provider will ensure that only personnel who have been positively security cleared have access to the recordings, transcripts or equipment.  Where the services are not being provided from a separate office, the service provider must provide a secure work area which only cleared personnel shall have access to.  

10.10
CPS reserves the right to inspect the Service Provider’s premises without prior notice and to examine any element of the arrangements for delivering this service, including overall building security as CPS may deem necessary.

10.11
The Service Provider will ensure that all confidential waste is disposed of securely by cross-cut shredding to a minimum of DIN 3 In line with CPS instructions, either by themselves or by an approved on site shedding contractor.
10.12
The Service Provider shall ensure that any IT equipment is disposed of securely at the end of its life, such that any data retained by the computer cannot be accessed.  In particular, equipment shall not be sold on to third parties. Hard drives used on this contract must be removed and destroyed after thorough degaussing using an approved disposal service.
10.13 
The IT equipment will only be serviced by approved contractors, 3rd party access to the data is a risk. They should explicitly state how ICT equipment is maintained and   whether faulty equipment is removed from the premises and under the Contractor’s supervision. 
10.14
The Service Provider will report any security breaches immediately to the CPS.
10.15
Recordings must be transcribed on standalone PCs on contractors’ premises only.  Portable computers or laptops must not be used.

10.16
Transcripts to remain on encrypted memory stick for a maximum of 30 days
.  Transcripts must be erased from hard drives and encrypted memory sticks after this time. The Service Provider must return all paperwork and recordings and to retain no information in relation to the recording.

10.17
The Service Provider must hold Cyber Essentials Accreditation. 

10.18
SECURITY MANAGEMENT PLAN

10.18.1
Within twenty (20) Working Days after the Commencement Date, the Service Provider shall prepare and submit to the CPS for Approval a fully developed, complete and up-to-date Security Management Plan which shall comply with the requirements of this Contract.
10.18.2
The Security Management Plan shall:


10.18.2.1
identify the necessary delegated organisational roles defined for those responsible for ensuring  the Service Provider complies with the Security aspects of this Contract;


10.18.2.2
detail the process for managing any security risks from Sub‑Contractors and third parties authorised by the CPS with access to the Services, processes associated with the delivery of the Services, the CPS Premises, the Sites and any ICT, Information and data (including the CPS’s Confidential Information and the CPS Data) and any system that could directly or indirectly have an impact on that information, data and/or the Services;


10.18.2.3
unless otherwise specified by the CPS in writing, be developed to protect all aspects of the Services and all processes associated with the delivery of the Services, including the CPS Premises, the Sites and any ICT, Information and data (including the CPS’s Confidential Information and the CPS Data) to the extent used by the CPS or the Service Provider in connection with this Contract or in connection with any system that could directly or indirectly have an impact on that Information, data and/or Services;


10.18.2.4
set out the security measures to be implemented and maintained by the Supplier in relation to all aspects of the Services and all processes associated with the delivery of the Services and at all times comply with and specify security measures and procedures which are sufficient to ensure that the Services comply with the provisions of this Contract;

10.18.2.5
be structured in accordance with ISO/IEC27001 and ISO/IEC27002, cross-referencing if necessary to other Schedules which cover specific areas included within those standards; and


10.18.2.6
be written in plain English in language which is readily comprehensible to the staff of the Service Provider and the CPS engaged in the Services and shall reference only documents which are in the possession of the Parties or whose location is otherwise specified in this Contract.


10.18.2.7
If the Security Management Plan CPS is approved by the CPS, it shall be adopted by the Supplier immediately and thereafter operated and maintained in accordance Schedule. If the Security Management Plan is not approved by the CPS, the Service Provider shall amend it within ten (10) Working Days of a notice of non-approval from the CPS and re-submit it to the CPS for approval. The Parties shall use all reasonable endeavours to ensure that the Approval process takes as little time as possible and in any event no longer than fifteen (15) Working Days (or such other period as the Parties may agree in writing) from the date of the first submission to the CPS of the Security Management Plan. If the Customer does not approve the Security Management Plan following its resubmission, the matter shall be resolved in accordance with the Dispute Resolution Procedure. No Approval to be given by the CPS pursuant to this paragraph may be unreasonably withheld or delayed. However any failure to approve the Security Management Plan on the grounds that it does not comply with the requirements set out in this Contract shall be deemed to be reasonable.

10.18.2.8
Approval by the CPS of the Security Management Plan of any change or amendment to the Security Management Plan shall not relieve the Service Provider of its obligations under this Contract.

10.18.2.9
The Security Management Plan shall be fully reviewed and updated by the Supplier and at least annually to reflect:

· emerging changes in Good Industry Practice;

· any change or proposed change to Services and/or associated processes; 

· any changes to clause 10 of this Schedule;

· any new perceived or changed security threats; and

· any reasonable change in requirement requested by the Customer.


10.18.2.10
The Supplier shall provide the CPS with the results of such reviews as soon as reasonably practicable after their completion and amend the Security Management Plan at no additional cost to the Customer.  The results of the review shall include, without limitation: 

· suggested improvements;
· updates to the risk assessments; and
· suggested improvements in measuring the effectiveness of controls.


10.18.2.11
Any change which the Service Provider proposes to make shall be subject to the Variation Procedure and shall not be implemented until approved in writing by the CPS.


10.18.2.12
The CPS may, where it is reasonable to do so, approve and require changes or amendments to the Security Management Plan to be implemented on timescales faster than set out in the Variation Procedure but, without prejudice to their effectiveness, all such changes and amendments shall thereafter be subject to the Variation Procedure for the purposes of formalising and documenting the relevant change or amendment for the purposes of this Contract.
11.
EQUIPMENT
11.1
The Service Provider is to provide all the necessary visually recorded media playing and listening equipment, and computer hardware and software necessary to provide the Service.
11.2
The Service Provider is to arrange all servicing and repairs for the equipment provided by them, such servicing to take place under the Service Provider’s supervision.

12.
THE PREMISES
12.1
The Service Provider will perform the services from the premises shown in the specification.  The Service Provider must obtain the CPS’s permission if they wish to provide the services from alternate premises. The premises must be in the United Kingdom.  

12.2
If the Service Provider is required to provide the services on CPS premises, it will abide by any instructions in place at the premises or reasonably directed by the CPS.

13.
CONSUMABLES AND POSTAL SERVICES
13.1
Where recordings are sent in DVD or VHS format, the Service Provider shall be responsible for all costs of postage as well as providing all consumables necessary for the provision of this service. This will include but not be limited to paper, secure packaging for the return of media, envelopes, toner and CD-r/DVD-R.
14.
QUALITY ASSURANCE & PERFORMANCE
14.1
The Service Provider shall allow access to authorised representatives of the CPS to inspect and examine the work being performed. If any part of the work, working practices or controls are found by the CPS to be defective, or in any way differing from the from the contract requirement, other than as a result of a default or negligence by the CPS or its authorised representative, the service provider shall at their own expenses, re-schedule and perform the work correctly within such time as may be specified by the CPS.

15.
SUSTAINABILITY

15.1
The CPS is committed to promoting the conservation and improvement of the environment.  The policy on sustainable procurement is:

· To comply with environmental legislation and regulatory requirements
· To promote environmental awareness amongst suppliers and contractors
· To buy less environmentally damaging products and services
· To consider environmental factors when making procurement decisions

· To develop awareness of environmental issues within the CPS organisation
15.2
The Service Provider must support this objective and apply similar procedures within their own businesses. Service Provider to outline their green policies – use of recycled paper, green energy, low power consumption ICT equipment etc.
15.3
The Service Provider must be able to demonstrate they comply with the latest set of Government Buying Standards (GBS) as detailed in the Sustainable Development in Government website at:

http://sd.defra.gov.uk/advice/public/buying 
15.4
Any post-shredded material will be recycled in an environmentally friendly manner (and not sent to landfill) by a supplier working in accordance with the principles of ISO14001.

16.         HEALTH AND SAFETY

16.1
The Service Provider must demonstrate a satisfactory approach to health and safety in the workplace, but also must have a system in place to identify risks to personnel’s welfare from transcribing distressing material.


