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Order Form

This Order Form is issued in accordance with the provisions of the Technology Services 3 Framework Agreement RM6100 dated 16/06/2021 between the Supplier (as defined below) and the Minister for the Cabinet Office (the "Framework Agreement") and should be used by Buyers after making a direct award or conducting a further competition under the Framework Agreement.
[bookmark: _heading=h.dqp28dw89onk]The Contract, referred to throughout this Order Form, means the contract between the Supplier and the Buyer (as defined below) (entered into pursuant to the terms of the Framework Agreement) consisting of this Order Form and the Call Off Terms. The Call-Off Terms are substantially the terms set out in Annex 2 to Schedule 4 to the Framework Agreement and copies of which are available from the Crown Commercial Service website RM6100 Technology Services 3.  The agreed Call-Off Terms for the Contract being set out as the Annex 1 to this Order Form.

The Supplier shall provide the Services and/or Goods specified in this Order Form (including any attachments to this Order Form) to the Buyer on and subject to the terms of the Contract for the duration of the Contract Period.

In this Order Form, capitalised expressions shall have the meanings set out in Schedule 1 (Definitions) of the Call-Off Terms 

This Order Form shall comprise:

1. This document headed “Order Form”; 
2. Attachment 1 – Statement of Requirements Services Specification;
3. Attachment 2 – Charges and Invoicing;
4. Attachment 3 – Implementation Plan; 
5. Attachment 4 – Service Levels and Service Credits; 
6. Attachment 5 – Key Supplier Personnel and Key Sub-Contractors; 
7. Attachment 6 – Software; 
8. Attachment 7 – Financial Distress;
9. Attachment 8 - Governance 
10. Attachment 9 – Schedule of Processing, Personal Data and Data Subjects;
11. Attachment 10 – Transparency Reports; and 
12. Annex 1 – Call Off Terms and Additional/Alternative Schedules and Clauses. 
13. Annex 2 – HM Treasury ICT Policy Overview
14. Annex 3 – Supplier Solution
15. Annex 4 – Pricing Schedule 

The Order of Precedence shall be as set out in Clause 2.2 of the Call-Off Terms being:

1.1.1 the Framework, except Framework Schedule 18 (Tender);
1.1.2 the Order Form;
1.1.3 the Call Off Terms; and 
1.1.4 Framework Schedule 18 (Tender).
Section A
General information

	Contract Details

	Contract Reference:
	CCTS25B39



	Contract Title:
	HMT Information Management System Upgrade



	Contract Description:
	Upgrade of existing Information Store system by integrating new technologies that automate the 20-year through-life management process. 



	Contract Anticipated Potential Value: this should set out the total potential value of the Contract, including extensions. 
	£1,118,311.00 (exc VAT)





	Estimated Year 1 Charges:
	£700,000.00 (exc VAT)





	Commencement Date: 
	8th December 2025




	Buyer details

	Buyer organisation name
His Majesty’s Treasury



	Billing address
Accounts Payable, HM Treasury, Rosebery Court, St Andrew’s Business Park, Norwich, NR7 0HS



	Buyer representative name
REDACTED TEXT under FOIA Section 40, Personal Information.



	Buyer representative contact details
REDACTED TEXT under FOIA Section 40, Personal Information.



	Buyer Project Reference
N/A






	Supplier details

	Supplier name
SVGC Limited



	Supplier address
6 Drakes Mews, Crownhill, Milton Keynes, MK8 0ER



	Supplier representative name
REDACTED TEXT under FOIA Section 40, Personal Information. 



	Supplier representative contact details
REDACTED TEXT under FOIA Section 40, Personal Information.



	Order reference number or the Supplier’s Catalogue Service Offer Reference Number
TBC



	Guarantor details

	Guarantor Company Name

Not Applicable



	Guarantor Company Number

Not Applicable



	Guarantor Registered Address

Not Applicable




Section B
Part A – Framework Lot 

	Framework Lot under which this Order is being placed                                                                                                                                                                                                                                                                                                                                                                                              


	1. TECHNOLOGY STRATEGY & SERVICES DESIGN
	☐

	2. TRANSITION & TRANSFORMATION
	☐

	3. OPERATIONAL SERVICES
	

	a: End User Services
	☐

	b: Operational Management
	☐

	c: Technical Management
	☐

	d: Application and Data Management
	X

	5. SERVICE INTEGRATION AND MANAGEMENT
	☐











Part B – The Services Requirement

	Commencement  Date
See above in Section A



	Contract Period


	Lot
	Maximum Term (including Initial Term and Extension Period) – Months (Years)

	2
	36 (3)

	3
	60 (5)

	5
	60 (5)




	Initial Term Months
18 months
	Extension Period (Optional) 
Two periods of 6 months (6+6)

	Minimum Notice Period for exercise of Termination Without Cause

	30 days



	Sites for the provision of the Services

The Supplier shall provide the Services from the following Sites: 
Buyer Premises: 
Remotely and 1 Horse Guards Road, London SW1A 2HQ

Supplier Premises:

Not Applicable
Third Party Premises: 

Not Applicable


[bookmark: _heading=h.1zolco9itd8m]
	Buyer Assets 

The Buyer’s infrastructure, data, software, materials, assets, equipment or other property owned by and/or licensed or leased to the Buyer and which is or may be used in connection with the provision of the Services details.

Buyers' assets include, but not limited to:

Electronic Document Records Management System (EDRMS) - Info Store
Digital Sensitivity Review (DSR) system
Microsoft Azure environment 
Sharegate Admin tool for SharePoint 




	Additional Standards 

ISO/IEC 27001
Cyber Essentials Plus  
ITIL standards (ISO/IEC 20000)




	Buyer Security Policy 

Please refer to Statement of Requirements, section 15 – Security & Confidentiality Requirements and Annex 1 – Call Off Terms and Additional/Alternative Schedules and Clauses, which includes Mid-Tier – Security Requirements for Development  



	Buyer ICT Policy 

Please see Annex 2 - HM Treasury ICT Policy Overview




	Insurance 

Third Party Public Liability Insurance (£1,000,000)

Professional Indemnity Insurance (£1,000,000)




	Buyer Responsibilities  

Please refer to Services Specification – Part A Services Specification. The Buyer will provide required permissions and access to its infrastructure to enable the delivery of requirements under this Contract. 



	Goods

Not Applicable




	Governance – Option Part A or Part B


	Governance Schedule
	Tick as applicable

	Part A – Short Form Governance Schedule
	☐

	Part B – Long Form Governance Schedule 
	X



The Part selected above shall apply this Contract. 




	Change Control Procedure – Option Part A or Part B

	Change Control Schedule
	Tick as applicable

	Part A – Short Form Change Control Schedule
	☐

	Part B – Long Form Change Control Schedule 
	X



The Part selected above shall apply to this Contract. Where Part B is selected, the following information shall be incorporated into Part B of Schedule 5 (Change Control Procedure):

· for the purpose of Paragraph 3.1.2 (a), the figure shall be £20,000.00; and 
· for the purpose of Paragraph 8.2.2, the figure shall be £0.00.


























Section C

Part A - Additional and Alternative Buyer Terms



	[bookmark: _heading=h.wttindjw7qr6]Additional Schedules and Clauses 

Part A – Additional Schedules
Guidance Note: Tick any applicable boxes below

	Additional Schedules
	Tick as applicable

	S1: Implementation Plan
	✓

	S2: Testing Procedures 
	✓

	S3: Security Requirements (either Part A or Part B) 
Includes Security Development Schedule   
	Part B ✓ 

	S4: Staff Transfer 
	N/A

	S5: Benchmarking 
	N/A

	S6: Business Continuity and Disaster Recovery
	✓

	S7: Continuous Improvement 
	✓ 

	S8: Guarantee
	N/A

	S9: MOD Terms
	N/A



Part B – Additional Clauses 


	Additional Clauses
	Tick as applicable

	C1: Relevant Convictions
	N/A

	C2: Security Measures
	✓

	C3: Collaboration Agreement
	✓



Where selected above the Additional Schedules and/or Clauses set out in document RM6100 Additional and Alternative Terms and Conditions Lots 2, 3 and 5 shall be incorporated into this Contract. 

Part C - Alternative Clauses

The following Alternative Clauses will apply:

	Alternative Clauses
	Tick as applicable

	Scots Law
	N/A

	Northern Ireland Law
	N/A

	Joint Controller Clauses
	N/A



Where selected above the Alternative Clauses set out in document RM6100 Additional and Alternative Terms and Conditions Lots 2, 3 and 5 shall be incorporated into this Contract. 






Part B - Additional Information Required for Additional Schedules/Clauses Selected in Part A

	Additional Schedule S3 (Security Requirements)

Please also refer to Statement of Requirements, section 16 Security and Confidentially Requirements



	Additional Schedule S4 (Staff Transfer)

Not Applicable




	Additional Clause C1 (Relevant Convictions)

N/A



	Additional Clause C3 (Collaboration Agreement)
 

An executed Collaboration Agreement shall be delivered from the Supplier to the Buyer within the stated number of Working Days from the Commencement Date:

20 working days







Section D
Supplier Response

REDACTED TEXT under FOIA Section 43 Commercial Interests. 

















Section E
Contract Award

This Call Off Contract is awarded in accordance with the provisions of the Technology Services 3 Framework Agreement RM6100.


For and on behalf of the Supplier 
 
REDACTED TEXT under FOIA Section 40, Personal Information. 

 
For and on behalf of the Buyer 
 
REDACTED TEXT under FOIA Section 40, Personal Information. 






Attachment 1 – Services Specification 

1. [bookmark: _Toc204815697]PURPOSE AND OVERVIEW OF THE REQUIREMENT

1.1 [bookmark: _heading=h.tyjcwt]HM Treasury has legal obligations under Freedom of Information Act (FOIA) the Environmental Information Regulations (EIR), the UK General Data Protection Regulation (UK GDPR) and the Public Records Act 1958 (PRA) in relation to the information/records and needs to process them for up to 20 years within legal frameworks/standards. To manage its operational digital holdings the department uses an Azure/SharePoint based Electronic Document Records Management System (EDRMS), called Info Store, which is now ~10 years old.  Having successfully developed and launched a Digital Sensitivity Review (DSR) system to process its legacy digital record transfers (the old digital archive, not in scope of this requirement), the department is now seeking to upgrade (not replace) its EDRM solution (Info Store) by adding AI technology to automate through life management of its information/records holding and create efficiencies and cost savings.

2. [bookmark: _Toc204815698]BACKGROUND TO THE BUYER

2.1 HM Treasury is the government’s economic and finance ministry, maintaining control over public spending, setting the direction of the UK’s economic policy and working to achieve strong and sustainable economic growth and is responsible for public spending, financial services policy, strategic oversight of the UK tax system, the delivery of infrastructure projects across the public sector and facilitating private sector investment into UK infrastructure and ensuring the economy is growing sustainably 
2.2 For Further information see About us - HM Treasury - GOV.UK (www.gov.uk). 

3. [bookmark: _Toc204815699]BACKGROUND TO THE REQUIREMENT

3.1 In a fast-paced, information-rich environment like Treasury, knowledge workers rely on timely access to accurate, secure, and well-organised information to develop advice on critical decisions. An efficient and leading-edge EDRMS is essential to support this, enabling staff to collaborate seamlessly, meet compliance obligations, and safeguard institutional knowledge. Upgrading our EDRMS will ensure we have the digital infrastructure needed to underpin modern, agile working and deliver on our strategic priorities with confidence.
3.2 HM Treasury has legal obligations in relation to the information/records it holds under the Freedom of Information Act (FOIA) the Environmental Information Regulations (EIR), the UK General Data Protection Regulation (UK GDPR) and the Public Records Act 1958 (PRA). Therefore, it needs to process its information/records for up to 20 years after which time historic records are transferred to The National Archives (TNA) for preservation and others require destruction.
3.3 To meet departmental operational needs within the legal frameworks and the Authority uses a SharePoint based Electronic Document Records Management (EDRM) System, called Info Store, hosted in the Microsoft cloud which holds all corporate records. While the Azure platform is evergreen and has added functionality, the system information management processes (including those for  archive, retention, and disposition) are about 10 years old, and the Authority is seeking to upgrade (not replace) this system by adding new technologies to automate the 20-year through life management process and create efficiencies and cost savings, which will ensure Info Store capabilities continue to meet departmental needs.
3.4 Info Store is a SharePoint based permission managed system designed to mirror the organisational structure of the Authority, where each group has its own persistent Info Store site containing its team's document libraries. These libraries are permission accessed and organised into folders, where the first three levels are used to automatically add metadata to any item when it is filed by users (drag/drop). 
3.5 The Authority uses “archive sites” to manage old information/records as opposed to using “archive in place” and the Authority has recently established a new archive site called the Knowledge Store which it is in the process of populating by moving old content from Info Store. This approach to archiving information/records is used to support the departmental approach to the management of FOI requests as it allows all users access to search and surface content without the need for additional permissions/roles or requiring a centralised administrator level search function.
3.6 In addition to Info Store and the archive site the Authority uses, Team Sites (internal collaboration), Policy Partnership sites (external collaboration) and other sites for a range of other operational requirements. For these other tools, information is not automatically saved into the corporate record store (Info Store) and departmental policy requires users to identify where is information from these tools is needed for the corporate record and manually move it into Info Store at the appropriate time. 
3.7 The Authority has recently completed a related project where, in response to HMTs legacy digital records being in scope of the PRA, it collaborated with the Foreign and Commonwealth Development Office (FCDO) to develop the HMT Digital Sensitivity Review (DSR)[footnoteRef:1] system. This system is now in BaU and has ingested the old legacy archive records (~5M items) for processing to deliver HMTs digital transfer obligations under PRA.  [1:  This system is run outside of HMTs IT network by FDCO Services on behalf of the Authority. The HMT DSR and the records contained in it are not in scope of this requirement.] 

3.8 The delivery of the HMT DSR system involved the development of new AI technologies and methods that are required to manage the complexity and volume found in the Authorities / government digital records. As part of this upgrade the Authority requires the onboarding and reuse of relevant DSR technologies, and the selected supplier will be expected to work with this external team to deliver this outcome.
3.9 The diagram below (Figure 1) shows a “to be” schematic[footnoteRef:2] overview of the Authorities Information management system on the TrIS platform and the planned automations (shown as cogs) to be delivered as part of this work. [2:  NB: The retention times are only illustrative and will need to be defined as part of the work and the greyed-out items in this schematic are out of scope and do not form part of this requirement.] 

[image: A diagram of a diagram of a company

AI-generated content may be incorrect.]
Figure 1. “to be” System Schematic

3.10 In undertaking this work the chosen supplier will need to work with the Authorities other suppliers including our IT suppliers (Wipro, CI, NTT and Littlefish) who manage the authorities IT system which is known as TrIS, and the external team that run HMTs DSR system that is led by FDCO Services. 

3.11 The Authority can provide introductions to its suppliers and further technical information relating to Info Store the HMT DSR and other relevant systems once a contract is in place. 
3.12 The Supplier will be work in TrIS multi-supplier environment and included in TrIS Strategy meetings hosted by the Authorities Chief Information Officer. 

4. DEFINITIONS
	Expression or Acronym
	Definition

	HMT or HM Treasury
	means His Majesty's Treasury, also referred to as the Authority 

	DSR 
	means Digital Sensitivity Review system

	BaU
	means Business as Usual in relation to the standard operation of services

	TNA 
	means The National Archives 

	OGD
	means Other Government Department/bodies

	FOIA
	means the Freedom of Information Act 

	EIR
	means the Environmental Information Regulations

	UK GDRP
	means the UK General Data Protection Regulation

	PRA
	means the Public Records Act 1958

	FCDO
	means the Foreign and Commonwealth Development Office 

	FCDO Services
	means the Foreign and Commonwealth Development Office Services (an executive agency of FCDO)

	ALB
	means Arms Length Body (see Public bodies - GOV.UK)

	EDRM
	electronic document and records management 

	SFIA
	Skills Framework for the Information Age

	TrIS
	means the Authorities Enterprise IT system Treasury IT System



5. [bookmark: _Toc204815700]SCOPE OF THE REQUIREMENT
5.1 This requirement is formed of 1 lot which is comprised of 2 parts, work to upgrade the system and an extension option to provide early life support (ELS) of the upgraded system and these 2 parts should be priced separately. The system upgrade includes a discovery exercise to understand the status of the Authority’s ~18M digital records, work to assure these records, work to design, develop and implement upgrades to the Authorities information management system to automate through life management of the records collection within its Azure tenancy and handover of the upgraded system and transition it into BaU service. The ELS work includes maintenance and as necessary updates to the system within standards and contracted KPIs and will take the form of 2 x 6-month extension options.
5.2 The following areas are in scope: The information/records sources in scope of this requirement includes: Info Store (HMT’s SharePoint based EDRM System), closed ministerial and permanent Secretary Exchange (Outlook) accounts, MS Team sites, Policy Partnership sites (HMT’s collaboration SharePoint Sites), closed ministerial and permanent Secretary One Drives, Other internal SharePoint sites within HMT’s Tenancy: Project sites, review sites. Work to assure the Authorities information/records in scope, delivery of upgrades to automate information through life management over 20 years, delivery of a method to enable the Authority to monitor and assure its information/records, transition of the upgrade into a BaU Service and an integrated approach to BaU handover and BaU service management of the upgraded system
5.3 The following areas are not in scope and the buyer does not intend to pay for these goods / services: Re-drafting by the supplier of the Authorities internal KIM policies, communications across the department relating to this project, the exploitation/re-use of the solution in any form by Other Government Departments (OGDs) or bodies. Information/records sources that are out of scope of this requirement include: the old HMT Archive sites, live Exchange accounts, live One Drives, Office of Financial Sanctions Implementation (OFSI) Case Management system, eCase (HMTs correspondence system), Departmental Social media accounts, any Non-Corporate Communications Channel (NCCC) holdings, any holdings on corporate devices/removable media (e.g. tablets or mobiles), Marvel (HMT IT helpdesk ticket system), Oracle (HMTs HR system), Redbox (HMT intranet), Rosa (Secret network), Skynet (data science platform), GitHub (development platform), DevOps (development platform)  Rubrik (disaster recovery/back system), other non-digital format information sources (paper records), Sites/systems related to other entities hosted on the Authorities Azure tenancy, the HMT DSR system. 

6. [bookmark: _Toc204815701]MANDATORY DELIVERABLES (SUPPLIER RESPONSIBILITIES)

6.1 System Upgrade: Discovery, Record Assurance & Process Automation and Handover to BaU Service 
6.2 The work shall be delivered in phases, and the authority will sign-off delivery of each phase prior to commencement of any next phases of work. 
6.2	The design and implementation of the IMS Upgrade is intended to deliver two key outcomes:
6.2.1 Automation of HMT’s through-life management of information and records over the 20-year holding period prior to appraisal and selection for permanent preservation.
6.2.2 Creation of high-assurance content for the archive site.

6.3 The design and implementation of the solution for this requirement must take a modular approach to enable the Authority to select options and prioritise [and if necessary, exclude] tasks. This approach will also support wider exploitation/reuse of the solution by Other Government Departments (OGDs) and bodies who, outside of this procurement, may choose to onboard the solution to meet their needs either as a whole system or as discrete capabilities. 
6.4 For each process the supplier must assess any relevant DSR methods/technologies for reuse and ensure their successful functioning on the TrIS platform. Where there are no relevant or DSR technology is not the most suitable approach the supplier should explain the benefits/advantages of alternatives and how system capabilities will be harmonised and compatibly will be managed (e.g. with the HMT DSR system policy standards). 
6.5 For each proposed technology upgrade the supplier must provide a description of its functional operation and any limitations/implications/planned enhancements. This should be provided in the form of a generic system policy statement for that specific technology/tool/process.
6.6 The Authority’s operational information/records environment is SharePoint based and hosted in the Microsoft cloud. All solutions / technology provided by the suppler to meet this requirement must be able to operate in this environment. The supplier must propose technical approaches of how they will access and work in this secure environment. 
6.7 The Authority’s operational information/records environment will remain live throughout the project and work must not negatively impact the Authorities operational delivery and this must be factored into the work. The supplier must actively manage any related risks that might impact departmental operational delivery including access to its systems or information/records and share with the Authority the plan of how these will be categorise and the fixes prioritised.
6.8 If any element of this requirement is for any reason undeliverable or of the Authority has written elements to the requirement that would create contradictions in the system, the supplier must explain the problem and agree with the Authority what is the required concession along with any budget variation.
6.9 Discovery Exercise: For all information/records sources in scope the supplier must complete a discovery exercise to understand the Authorities digital holdings, assess the status of the collection from every source in scope of the requirement and then they will be required to design, develop and implement a range of corrective assurance methods needed to create and maintain a high assurance record collection in the Knowledge Store. 
6.10 The approach/method that the supplier uses to complete the discovery exercise must allow the Authority to re-run the exercise, reconfigure (add/remove) information sources and update the outputs throughout the life of the project and after the project has completed and the work has moved into an ongoing BaU service (see section below - System Compliance Reporting). For awareness the Authority currently uses ShareGate to manually run reports on each group site and power BI present dynamic graphical/tabulated views. If this is the optimal approach the supplier must inform the Authority that no improvement can be made to this element.
6.11 If during the discovery exercise the supplier identifies other relevant sources that need to be included in the work, they must be first be agreed as in scope with the Authority and any budgetary variations must be defined and agreed with the Authority.
6.12 The discovery exercise must collect relevant raw data and then produce tabulated and graphical profiles for each of the Authorities information sources collating these into total/group/team record profiles as well as generating an overall “total holdings” profile of all sources [see illustrative example in section 7, Figure 2]. It must be possible to dynamically represent/visualise the data enabling the Authority to assess its records/information holdings with the following dimensions:
6.12.1 Year of record (last modified date).	
6.12.2 Total and in-year record counts. 
6.12.3 Total and in-year storage size. 
6.12.4 Total and in- year counts of all record formats/types and their different versions and if any are invalid PRONOM[footnoteRef:3] formats. [3:  All file-formats must be identified with the TNA PRONOM national database to ensure they meet digital record transfer standards.] 

6.12.5 Total and in- year counts of all record that are corrupted (for example, missing date, missing core metadata – see TNA transfer standards).
6.12.6 Total and in- year counts of all records that are unreadable and cannot be accessed (for example has password protection or encryption or is corrupted and unsalvageable).
6.12.7 Total counts of records that are closed (read only) and how long they have been closed.
6.12.8 Total counts of records that are open but unmodified for +1yr, +3yrs, +5yrs.
6.12.9 Total counts of records that are closed and unmodified for +1yr, +3yrs, +5yrs.
6.12.10 Attribution of record ownership by the Authorities Group and Team or of the record set is orphaned.
6.12.11 Identification and count of record security classifications.
6.12.12 Total and in-year counts of compliance with the Authorities record naming convention (YYYYMMDD-Name).
6.12.13 Total and in-year counts of empty folders.
6.13 Through life Process Automations
6.14 Archive automation: The Supplier must design and implement an automated process to scan for and identify old records/information in operational sites (based on last modified dates) and then move it into the Knowledge Store. The process must ensure the original record metadata is preserved. This needs to be an ongoing process with flexibility for the Authority to add and remove information sources and that it can be run both on automated timings (as default frequency to be agreed with the Authority) and manually/ad hoc. It is anticipated this process will require a workflow option to be built into it to enable team leaders to sign-off information any moves before they are implemented.
6.15 Record Assurance: To enable the Authority to create and maintain a high assurance record collection in the Knowledge Store the supplier must design, develop and implement a range of automated corrective assurance methods to address any non-compliance issues to: 
6.15.1 Clean records- removal of ephemera, removal of duplicates, and removal of drafts. (This must align with the capability of DSR approach and will need to be able to address multiple forms of duplicate and ephemera)
6.15.2 Correct records- identify and address any integrity issues/corruptions/non-compliance with HMT policy/standards and TNA transfer standards (this must align the capability of DSR approach)
6.15.3 Curate records - ensure the digital preservation/continuity of each record over the 20-year timeframe in compliance with TNA record preservation standards. (This must align with the capability of DSR approach)
6.15.4 Classify records– ensure records are appropriately organised in original folders and classified using HMTs functional tags developed for onward processing in the HMT DSR system and classified for the implementation of automated retention, disposition. 
6.15.5 The supplier should note that it is the Authorities experience that these processes are non-trivial and in responding to this requirement they are reminded to ensure they address section 5.5 (above) and 5.22 (below).
6.16 Record Status Assessment To ensure that all records in the Knowledge Store comply with internal departmental KIM policy and TNA digital record transfer standards the supplier must design and implement a process to assess each item/record individually that is in scope of inclusion in the Knowledge Store. This process needs to provide the Authority with a records status assessment report of the findings of this task. The supplier will need to address any identified non-compliances by implementing remedies and advise the Authority on the best course of action if there are any unresolvable issues. The supplier can select where in the sequence of tasks this activity is best delivered which might either be as a part of Archive automation process task or part of the Assurance task or as a separate activity. Whichever approach is selected the supplier must individually assess each item/record in scope of inclusion in the Knowledge Store, for a range of attributes and as appropriate develop remedies for any compliance deficits identified including but not limited to, is the record: 
6.16.1.1 Open or closed (read only)
(a) And if closed what is the last modified date.
(i) And are all the other records folder open/closed/ or is it mixed.
6.16.1.2 Compliant with HMT record naming convention (YYYYMMDD-Name)
6.16.1.3 A duplicate (Evidence from analysis of the legacy digital collection found HMT records contain multiple forms of duplicates and the supplier will need address each type these which include but are not limited to: exact duplicates, near duplicates and process duplicates.
6.16.1.4 A draft
6.16.1.5 Ephemeral (Evidence from analysis of the legacy digital collection found that HMT records contain multiple forms of ephemera. Once the contract is places the Authority can share these definitions with the supplier who will need to re-validate them against the records in the Knowledge Store)
6.16.1.6 Compliant with TNA transfer record format/type standards[footnoteRef:4] [4:  All file-formats must be identified with the TNA PRONOM national database to ensure they meet digital record transfer standards.] 

(a) And if not, how can the deficit be remedied
6.16.1.7 Corrupted (for example unopenable/unknown format, missing date, missing core metadata – see TNA transfer standards).
(a) and if so, what is the deficit and how can it be remedied.
6.16.1.8 Unreadable and cannot be access (for example has password protection or encryption or is corrupted and unsalvageable).
6.16.1.9 Contains unattributable elements (for example it is and invalid format with reference to PRONOM or missing date).
(a) and if so, what is the deficit and how can it be remedied.
6.16.1.10 A personal data document (e.g., CVs, Passport, driving licences, bank/savings/pension account).
6.16.1.11 Security classified/marked.
(a) And if so, what is the classification.
6.16.1.12 Metadata in compliance with TNA transfer standards.
(a) And if not, what is the deficit and how can it be remedied.
6.16.1.13 A scanned document and if so, does it have Optical Character Recognition (OCR).
(a) and if not how can this be remedied.
6.17 Retention Automation: The supplier must design develop and implement an automated process to manage record retention in the Knowledge Store. The solution should support automatic classification of records into retention groups and allow flexible configuration of retentions to ensure compliance with internal departmental policy and relevant legislation This will enable the Authority to define, configure and update the number of retention categories (e.g., 7 years, 10 years, permanent) and the type of retention (e.g., time-based, event-based, legal hold). The process should enable Automatic application of the configured retention schedules, invoke the automated disposition process as a trigged for action upon retention expiry. The process should include appropriate levels of audit and reporting including reports on records by retention category aligned to government records management standards.
6.18 Disposition Automation: The supplier must design, develop and implement an automated process to deliver the disposition actions on records held in the Knowledge Store at the end of any defined retention periods. The process must be automatically initiated when a record reaches the end of its defined retention period. The system must support configurable disposition actions, that include: Destroy (secure deletion), Retain (extend or freeze retention), Transfer (e.g., to The National Archives), and Review (manual assessment before final action). It must allow the Authority to define and update the number and type of disposition actions available. The processes should include optional review workflows (for example where records are flagged for manual review or transfer – this should be agreed with the Authority and should support role-based access for reviewers and approvers. The process must maintain a complete audit trail of all disposition actions aligned to government records management standards.
6.19 Export & DSR Packaging: The supplier must design, develop and implement an automated process to scan for and identify records held in the Knowledge Store that are ready for export based on pre-configured rules (to be agreed with the Authority). As 1 of the export options, the identified records must be packaged in a format compatible with ingestion into the HMT DSR and in all packaging options they must ensure preservation of record/metadata integrity in compliance with TNA digital record transfer standards. The process must enable the Authority to configure the export rules and actions and include workflow options to approve, reject, delay and review export actions. An audit trail must be maintained for all actions taken in alignment with government records management standards.
6.20 System Compliance Reporting: The supplier must design and deliver system reports to enable the Authority to have ongoing monitoring of its holdings the supplier should reuse and automate the discover exercise process and record analysis to generate automated updates of the profiles and record assurance within the tenancy. The process must enable the Authority to define, configure and update the reports to include different predefined attributes based on the discovery and record assurance tasks (See Section 8, figure 2 for example Power BI profile).
6.21 Automated Process Technical considerations: All solutions used to meet this requirement must be able to operate (deliver the desired outcomes) within the Microsoft 365 environment and be scalable to accommodate future growth in record volume and retention complexity. Consideration should be made to factor in support for M365 compliance tools and should be developed to incorporate secure role-based access controls for configuration and oversight.
6.22 Automated Process Compliance and Standards Alignment: the design, delivery and implementation of the processes need to align with the Authority’s internal IT governance and security frameworks and other relevant standards including UK Government Cyber Security Principles ISO/IEC 27001 for information security management and where appropriate ITIL standards. Furthermore, all processes must comply with the department internal KIM polices and The National Archives (TNA) standards for digital records management and transfer, including: TNA’s Digital Transfer Guidance, Metadata standards for public records and Requirements for long-term preservation.
6.23 Project Handover and BAU Service Transition: The Authority requires the supplier to implement a project handover process that is embedded as a continuous and collaborative way of working throughout the entire lifecycle of the project. In this approach the supplier will be expected to work in close partnership with the Authorities staff to incrementally build their knowledge, skills, and confidence. Knowledge transfer will be progressive and structured where the supplier will maintain clear, accessible documentation and ensure that all artefacts technical, operational, and procedural are developed with the Authorities staff and any other suppliers who might be involved in ongoing BaU maintenance and support in mind. This could include involving Authority staff in design workshops, technical walkthroughs, sprint reviews, and decision-making forums. This approach ensures that The Authority is not only prepared for the transition to business-as-usual but is actively involved shaping and owning the solution throughout its development which will support its long-term sustainability.
6.24 At the end of the upgrade part of the project  to ensure ongoing sustainability and operational continuity of the delivered solution the Supplier must transition the upgraded system into the BaU service status (to be signed off by the Authority) and ensure a structured transition pack is compiled from the project outputs including any operational guides, configuration documentation, and support runbooks for all automated processes implemented under this contract. The handover pack must include the ongoing system running costs (e.g. for software licences). Once transition is signed off by the authority the project will move into the Early Life Support (ELS) part of the project (Detailed below). 
6.25 To enable reuse of the solution either as a whole capability or as discrete capabilities by OGDs the supplier should design, develop and document a deployment method. This plan should include a scalable cost model for creating other instances of the solution either as a whole or as discrete capabilities to another government body. The cost model should include benefits (such as % service cost discounts) for current users as the userbase increases. The supplier should be prepared to support these implementations however these are outside the scope of this requirement and the OGD will need to full cover all these costs.
6.26 At the end of the work, either at the end of the upgrade or the ELS, the supplier will be expected to support and hold hand over meetings, potentially with other suppliers, during a transition period. All of these will be required to enable knowledge transfer to the Authority and any other supplier. Completion of this work will be subject to sign-off from the Authority.
6.27 The Supplier will provide a list of all software licences required to deliver its proposed solution as part of the Pricing Schedule. The Authority reserves the right to purchase the software licecnes via its preferred software reseller and will not be bound by the proposed prices. 
6.28 Early Life Support (ELS) of upgraded system (2 x 6-month Extension options)
6.29 To ensure the sustainability and operational continuity of the delivered solution at the end of the upgrade, 2 x 6-month extension options form part of this requirement where the supplier will be expected to provide Early Life Support of the upgrades system that includes the following:
6.30 Support Model and Service Hours
6.30.1 The Supplier must provide a support service aligned with HMT’s operational hours (Monday to Friday, 08:00–18:00 UK time), with a minimum threshold of Monday to Friday, 09:00-17:00 excluding bank holidays.
6.30.2 A clear escalation path must be defined, including named contacts and response/resolution SLAs.
6.31 Incident and Problem Management
6.31.1 The Supplier must provide first-line and second-line support for all delivered automations and integrations, including:
6.31.1.1 Monitoring and resolving failures in all automated processes implemented in the solution.
6.31.1.2 Root cause analysis must be conducted for all major incidents, with corrective actions documented and implemented.
6.31.2 The below table identify the Priority Level to be allocated for the delivery of this service.
	Priority 
	Description
	Response Time (working hours)
	Resolution Time (working hours)

	P1
(Critical)
	A service failure with severe impact to the Customer, across one or more Critical Services that are not functioning or experiencing a complete outage where no workaround is available. 
	4 hours 
	2 days

	P2 
(High)
	A service failure with moderate impact to the Customer, across one or more Critical Services that are either slow or experiencing degraded performance.  
	8 hours
	3 days

	P3
(Medium)
	A service failure with mild impact to the Customer, where an Individual or small workgroup is impacted by a loss of functionality or a reduction in performance of a service, device or application which has no direct impact on their ability to perform their duties, or where a workaround is available 
	1 day
	At earliest opportunity / within next release cycle / max 1 week

	P4 
(Low)
	Any other Incident that is none of the above but requires management 
	2 days
	Added to development backlog and reviewed for prioritisation



6.32 Support Principles
6.32.1 The Supplier must Complete and maintain a comprehensive risk assessment and log for risks to include (but not limited to) those which could result in operational information/records becoming inaccessible or being inappropriately deleted.
6.32.2 The Supplier shall propose mitigations for each identified risk and put mitigations in place where it is appropriate and cost effective to do so.
6.33 To facilitate support, and to minimise the risk of unintended interactions, all Supplier applications shall be containerised and run in dedicated Virtual Machines (VMs). For the avoidance of doubt, such VMs to be established by the Buyer.  This approach enables applications to be powered down or disconnected from the Buyer’s network should an incident be identified through performance monitoring processes.
6.33.1 In the event of an incident:
6.33.2 The Supplier will take immediate action to contain the issue and provide HMT with a full description of the problem within 8 hours of identification.
6.33.3 The Supplier shall work collaboratively with The Buyer and relevant suppliers (facilitated by the Buyer) to recover and resolve the issue at the earliest opportunity.
6.34 Change and Configuration Management
6.34.1 The Supplier must manage changes to the solution in line with ITIL principles, including:
6.34.1.1 Version control of scripts, workflows, and configurations.
6.34.1.2 All changes governed by a formal change control process aligned with ITIL v4.
6.34.1.3 Risk and impact assessments, stakeholder approvals, and post-change reviews.
6.34.1.4  A means to record configuration management changes for Info Store and Knowledge Store components.
6.34.1.5 Version control, dependency mapping, and rollback procedures.
6.35 Impact assessments for proposed changes.
6.35.1 Approval workflows involving HMT stakeholders.
6.36 Performance Monitoring and Reporting
6.36.1 The Supplier must implement monitoring tools or dashboards to track the performance of automated processes (e.g. volume of records processed, error rates, retention triggers, metadata preservation) and where appropriate measurement against the relevant standards.
6.36.2 Monthly performance reports must be submitted to HMT, including KPIs, incident summaries, and improvement recommendations.
6.37 Continuous Improvement and Optimisation
6.37.1 See the terms listed in section 15 below.
6.38 Exit and Continuity Planning
6.38.1 The Supplier must maintain up-to-date documentation to support continuity in the event of contract termination or supplier change.
6.38.2 An exit plan must be developed and maintained, including knowledge transfer provisions and data handover protocols.

7. [bookmark: _Toc204815702]NON-MANDATORY AND OPTIONAL DELIVERABLES (SUPPLIER RESPONSIBILITIES)

7.1 Discovery: The supplier should analyse the file structures and folder names to ensure they are useful and adequately describe the records they contain and how they align to the Authorities Functional tags.
7.2 Wider Exploitation: In the design of the upgrades/automations the supplier should consider how the solution might be reused in OGDs who have adopted the approach of archive in place as the default for storing old records/information.
7.3 Compliance KM Reporting: To enable the Authority to understand user KM/Records behaviours and be able to drive organisational culture, promoting good KM/Records management practice, the supplier should design, develop and implement a series of KM dashboards, based on user information collected from the Authorities tenancy from Info Store, Policy Partnership sites, Team Sites and OneDrive[footnoteRef:5]. Reporting will need to be broken down to mirror the Authorities organisational structure over 4 organisational levels (department/group/team/individual) and/or at individual SharePoint folder level. The reporting should include the following dimensions, filing activity (total & average count of new item uploaded), Editing activity (average number of edits), Sharing behaviour (count of items shared from OneDrive and using ad-hoc sharing permissions), Folder naming (Identification & count of folders following/not following HMT folder naming convention), Folder depth (count of layers of hierarchy of folders). The Authority can provide further specifics once the contract is in place. [5:  NB In the requirement for through life management processes OneDrive will remain out of scope. The assessment of OneDrive for KM reporting of user [of record/information filing & sharing] behaviour the exception.] 

7.4 Pre Appraisal Selection: The supplier should design, develop and implement a method for the Authority to conduct a pre-appraisal selection of records prior to export to the HMT DSR. This process will enable to Authority to review each item and as appropriate mark them for destruction with the appropriate destroy justification code as shown in the table below:

	ID 
	Ref. 
	Destroy Justification 

	T.6.1 
	E.11 
	Further copies of Blue Notes or drafts or discussions. Ref: OSP 15 5.9 

	T.6.2 
	E.6 
	Short term reference 

	T.6.3 
	E.6 
	Administrative 

	T.6.4 
	E.1 
	<other department>. Insufficient HMT content for preservation 

	T.6.5 
	E.3 
	Public Domain Material Only 

	T.6.6 
	E.2, E.10 
	Routine Case File 

	T.6.7 
	E.7 
	Relate to the internal administration 

	T.6.8 
	E.1 
	Contents of created by 

	T.6.9 
	E.8 
	Records relating to HMT work on the appropriation and consolidation funds acts. Ref: OSP 15.5.2 

	T.6.10 
	E.4 
	Minimal content / not suitable for preservation / ephemeral 

	T.6.11 
	E.5 
	Non-policy letters 

	T.6.12 
	E.3 
	Material available on existing Government Archive 

	T.6.13 
	 
	Material duplicated and primary is 

	T.6.14 
	E.9 
	Revised estimate (original already published) 

	T.6.15 
	 
	Unreadable Files 




8. [bookmark: _Toc204815703]POTENTIAL, ACTUAL OR EXPECTED DELIVERY VOLUMES 

8.1 There are approximate a total of 18M records in the Authorities O365 tenancy. Not all of these are in scope of the work as the Authority hosts some of its ALBs in this environment however it is not known precisely how many are in/out of scope and this is why part of the work is a discovery exercise to understand the Authorities holdings and create a method to maintain this understanding via reporting. 
8.2 To help understand the scale involved in this work a recent analysis of Info Store found that this contains ~ 5.25 M records with a date range of 2005-2025, there are 1457 different file types and the total size of this element of the collection is 4.74 Tb.	
[image: A screenshot of a computer

AI-generated content may be incorrect.]
Figure 2. Example Profile Report

9. [bookmark: _Toc204815704]LOCATION 

9.1 The location of the Services will be carried out either remotely at the supplier’s site or at HMTs offices located in 1 Horse Guards Road, London SW1A 2HQ and a flexible approach will be required and may depend of a number of factors that may include security arrangements needed for any part of the work. 
10. [bookmark: _Toc204815705]BUYER RESPONSIBILITIES

10.1 The Authority has responsibility to enable the suppliers access to HMT systems (e.g. TrIS) and as necessary provide introductions to its other suppliers who are required for delivery of the work. 
10.2 At the end of each work phase the authority will be responsible for approvals of the work required to proceed to any next phases of work during the contract.

11. [bookmark: _Toc204815706]KEY MILESTONES AND DELIVERABLES

	Milestone /
Deliverable
	Description
	Timeframe or Delivery Date

	1
	Award Contract
	8th  December 2025

	2
	Supplier onboarding and access to Customer Systems, including details of SC cleared personnel to deliver the service
	W/C 8th December 2025

	3
	Supplier to provide overview of all proposed work phases and timings -   Attachment 3 – Outline Implementation Plan as detailed in the Order Form
	4 weeks after Contract Award (w/c 5th January 2025)

	4
	Supplier to provide a detailed plan for the first work phase including
	4 weeks after Contract Award (w/c 5th January 2025)

	5
	Supplier to provide required security certification and sustainability commitments 
	5 weeks after Contract Award (w/c 12th January 2025)




12. [bookmark: _heading=h.lnxbz9][bookmark: _Toc204815707]SUSTAINABILITY AND CARBON NET ZERO

12.1 The supplier will be required to submit a signed and dated letter demonstrating their alignment with government sustainability priorities. This letter should include:
· Commitment to Net Zero
· Baseline emissions footprint 
· Current Emissions reporting 
· Emissions reduction targets 
· Carbon Reduction projects 
· Declaration and sign-off

12.2 The supplier will be required to provide the above after the contract has been awarded.  

13. [bookmark: _Toc204815708]SOCIAL VALUE

13.1 The supplier should demonstrate how they will support Theme 2, “Tackling economic inequality” specifically focusing on increasing supply chain resilience and capacity and creating new businesses, jobs and skills.

14. [bookmark: _Toc204815709]STAFF AND CUSTOMER SERVICE

14.1 The Supplier shall provide a sufficient level of resource throughout the duration of the Contract in order to consistently deliver a quality service.
14.2 The Supplier’s staff assigned to the Contract shall have the relevant qualifications, security clearance and experience (as detailed in the Mandatory Requirements Section) to deliver the Contract to the required standard. 
14.3 The Supplier shall ensure that staff understand the Buyer’s vision and objectives and will provide excellent customer service to the Buyer throughout the duration of the Contract.  

15. [bookmark: _Toc204815710]CONTINUOUS IMPROVEMENT

15.1 In the upgrade elements of the work the Supplier should present new ways of working to the Authority during monthly contract progress meetings and any changes to the way in which the Services are to be delivered must be brought to the Authority’s attention and agreed prior to any changes being implemented. 
15.2 In the ELS element of the work the Supplier will be expected to continually improve the way in which the required services are to be delivered throughout the Contract duration and should present new ways of working to the Buyer during monthly Contract review meetings. Changes to the way in which the Services are to be delivered must be brought to the Buyer’s attention and agreed prior to any changes being implemented.

16. [bookmark: _Toc204815711]SECURITY AND CONFIDENTIALITY REQUIREMENTS

16.1 Due to the level of access across HMTs Azure tenancy and record holdings the supplier must ensure that all their staff who conduct this work hold a minimum of SC level security clearance. 
16.2 The supplier must have ISO/IEC 27001 (service security) and Cyber Essentials Plus.
16.3 All solutions implemented to deliver the outcomes of this requirement must apply the principles of Secure by Design and to align with the Authority’s internal IT governance and security frameworks 
16.4 Furthermore, all processes must comply with the department internal KIM polices and The National Archives (TNA) standards for digital records management and transfer, including: TNA’s Digital Transfer Guidance, Metadata standards for public records and Requirements for long-term preservation.
16.5 Where the supplier uses AI in any part of a solution to meet the requirement it must confirm to the government Data Ethics Framework
16.6 To assure the BaU operation and maintenance of the delivered solution, the supplier must align to ITIL standards.
16.7 The Supplier and Sub-contractors may access or handle Government Data in the United Kingdom only.

16.8 The Supplier and Sub-contractors may undertake development activity in the United Kingdom only.

17. PRICING MECHANISM

17.1 The prices for the 2 elements of this requirement detailed above should be presented separately. 
17.1.1 The Upgrade element of the work should be priced on a Time and Material basis so the work can be organised and delivered in a phased approach.  
17.1.2 The ELS elements of work should also be priced on a Time and Material basis, taking into consideration elements of a Support Service. 
17.2 Time and Materials costs must be based on SFIA roles and submitted using the provided Pricing Schedule. 
17.3 All prices are excluding VAT
17.4 All prices are inclusive of expenses, such as travel and subsistence.
18. [bookmark: _Toc204815712]PAYMENT AND INVOICING 

18.1 Payment can only be made following satisfactory delivery of pre-agreed certified deliverables, and phases.  
18.2 Before payment can be considered, each invoice must include a detailed elemental breakdown of work completed and the associated costs.  
18.3 Invoices should be submitted to: Invoicequeries@hmtreasury.gov.uk  or Accounts Payable, HM Treasury, Rosebery Court, St Andrew’s Business Park, Norwich, NR7 0HS 
18.4 No invoice will be authorised without an associated purchase order number   

19. [bookmark: _Toc204815713]CONTRACT MANAGEMENT AND KEY PERFORMANCE INDICATORS

19.1 The Buyer will measure the quality of the Supplier’s delivery by:
19.2 Monthly reporting (face to face/Hybrid & written) used to assess progress and agree any necessary changes and sign-off delivery of work elements 
19.3 Appropriate technical demonstration and/or written reports to be used as assurance evidence of output delivery 
19.4 Timely delivery of reports reference in Scope of Requirements above and attendance to agreed progress/contract review meetings will be expected by the Supplier at the Authorities site in 1 Horse Guards Road.
19.5 Attendance at progress/contract review meetings shall be at the Supplier’s own expense.
19.6 The work delivered by the supplier to meet the requirements should conform to ISO/IEC 27001  
19.7 The Authority uses the Risk Ledger platform to support its access and understanding of Supplier supply chain risks. The Supplier awarded this contract will be required to: 
19.7.1 set up and maintain a Risk Ledger profile within two (2) months of   Contract award,  
19.7.2 grant access to Risk Ledger profile to the Authority,  
19.7.3 engage and reply to queries raised by the Authority, insofar as such queries relate to the delivery of the requirements set out herein and/or detailed in the Contract terms.  
19.8 The Contract will be managed by a dedicated Customer and Supplier commercial managers, in collaboration with delivery/operational teams.  
19.9 The Customer will provide the Supplier with necessary access to systems and support collaborative working with inhouse TrIS Suppliers.  
19.10 Other Customer and Supplier responsibilities will be detailed in the Contract Order Form. 
19.11 This Contract will be managed in line with central government departments commercial processes and contract management standards.
19.12 Below are the required service levels that the supplier will be expected to achieve and against which the supplier’s performance will be assessed. You must ensure that service levels are measurable, relevant, attainable, and drive contractual performance. 

	KPI/SLA
	Service Area
	KPI/SLA description
	Target

	1
	Delivery timescales – (system upgrade) 
	Agreed milestones are delivered on or before agreed date. Request for exceptions should be received by the Customer a minimum of 10 working days in advance, if delivery deadline will not be met.  
	99%

	2
	Reporting – (system upgrade)
	Reports to be provided as agreed in delivery plans 
	99%

	3
	Support Availability – (ELS)
	Percentage availability of the support service, during normal business operations – 8am to 6pm 
	99%

	4
	Change Implementation – (ELS)
	Percentage of change implemented successfully, in accordance with agreed deliverables
	95%

	5
	Incident Management – (ELS)
	Percentage of incidents resolved on time based on Priority Level
	98%

	6
	Request Management – (ELS)
	Percentage of requests responded to on time, based on agreed timescales
	98%



The Customer will apply deductions for missed or late delivery of agreed milestones, notwithstanding exceptions agreed to by the Customer. 
19.13 Service Credits will apply for the ELS element of the work as detailed in the Contract Order Form – Attachment 4 – Service Levels and Service Credits.   
19.14 During the delivery phase of the system upgrade, handover from the Supplier to the Customer will occur at the end of each phase and a handover pack delivered to the Customer for signoff and progress into the ELS phase of the work. 
19.15 The exit strategy and Exit Plan must be delivered 3 months into the delivery of Phase 1 and agreed with the Customer. Details of Exit Plan requirements will be included in the Contract Order Form.
19.16 Where poor performance has been identified, the Customer reserve the right to trigger early termination of the Contract and the Exit Plan will be followed to ensure smooth transition to another Supplier. 



Attachment 2 – Charges and Invoicing 

Part A – Rate Card

REDACTED TEXT under FOIA Section 43 Commercial Interests.
 


Part B – Pricing Responses

REDACTED TEXT under FOIA Section 43 Commercial Interests.



Part C – Licencing

REDACTED TEXT under FOIA Section 43 Commercial Interests.



Cost Summary/Spend Profile

REDACTED TEXT under FOIA Section 43 Commercial Interests.
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· Part D – Risk Register    To be completed within 10 days of commencement and maintained monthly thereafter.


	Column 1

	Column 2
	Column 3
	Column 4
	Column 5
	Column 6
	Column 7
	Column 8
	Column 9
	Column 10

	Column 12

	Risk Number
	Risk Name

	Description of risk

	Timing

	Likelihood

	Impact (£)

	Impact (description)

	Mitigation (description)

	Cost of mitigation

	Post-mitigation impact (£)
	Owner

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	





Part E – Early Termination Fee(s)

[image: ]


See Call-Off Terms Clause 36.2.1.
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Attachment 3 – Outline Implementation Plan

Please refer to Statement of Requirements Section 11 – Key Milestones and Deliverables. Milestones can be edited to fit this requirement. 
	#
	Milestone
	Deliverables
	Duration (Working Days)
	Milestone Date

	
	
	(bulleted list showing all Deliverables (and associated tasks) required for each Milestone)
	
	

	M1
	[Discovery and Initiation]
	Statement of Requirements
	27
	31/01/2026

	
	
	Detailed Implementation Plan
	
	

	
	
	Test Strategy
	
	

	
	
	Initial Discovery
	
	

	M2
	[Concept Design]
	High Level Design
	57
	31/03/2026

	
	
	Initial Site Evaluation
	
	

	M3
	[1st Site Analysis and Audit]
	1st Site Analysis
	98
	31/05/2026

	
	
	1st Site Audit
	
	

	M4
	[Stage 2 Analysis and Application]
	Application of toolset to Site 1 and 2
	196
	30/09/2026

	
	
	Analysis and Audit of Sites 3 and 4
	
	

	
	
	High Level Design of Automation Tool
	
	

	
	
	Knowledge Transfer and lessons learnt
	
	

	M5
	[Stage 3 Analysis, Application and Automation Prototype]
	Application of toolset to Site 3 and 4
	169
	31/01/2027

	
	
	Analysis and Audit of Sites 5 and 6
	
	

	
	
	Initial Prototype of Automation Tool
	
	

	
	
	Knowledge Transfer and lessons learnt
	
	

	M6
	[Stage 4 Analysis, Application and Automation Testing]
	Application of toolset to Site 5 and 6
	42
	31/03/2027

	
	
	Analysis and Audit of Site 7
	
	

	
	
	Testing and Refinement of Automation Tool 
	
	

	M7
	[Transition to BAU]
	Application of toolset to Site 7
	54
	30/04/2027

	
	
	Transition to BAU
	
	

	
	
	Deployment and Training for Automation Tool
	
	

	M8
	[ELS Period 1]
	ELS Period 1.1
	58
	30/09/2027

	M9
	
	ELS Period 1.2
	29
	30/11/2027

	M10
	[ELS Period 2]
	ELS Period 2.1
	58
	31/03/2028

	M11
	
	ELS Period 2.2
	29
	31/05/2028






Attachment 4 – Service Levels and Service Credits

Service Levels and Service Credits 

Milestone Delivery

1. The Supplier shall deliver each agreed Milestone by the date specified in the Project Plan. Failure to meet a Milestone delivery date without prior written approval from the Authority shall constitute a delay.

2. For each full Working Day beyond the agreed Milestone delivery date, the Supplier shall incur Service Credits calculated as follows:

2.1 Service Credit Amount: 1% of the Milestone value per day of delay.
2.2 Service Credits shall be applied as a deduction against the next invoice or, if no further invoices remain, refunded to the Authority within 30 days.

3. The total Service Credits for any single Milestone shall not exceed 10% of the Milestone value, and the aggregate Service Credits across the Contract Term shall not exceed 15% of the Total Contract Value.

4. If delay exceeds 10 Working Days], the Authority reserves the right to:

4.1 require a formal remediation plan within 5 Working Days;
4.2 escalate to senior governance;
4.3 exercise termination rights for material breach if delays materially impact project delivery.

5. Service Credits shall not apply where delay is caused by:

5.1 Force Majeure events;
5.2 Authority-requested changes impacting delivery timelines;
5.3 Any other agreed exceptions documented in writing.

Early Life Support 

	

	Service Credit for each Service Period 

Service credits are applied monthly and are capped at 10% of the service fee.


	Service Level Performance Criterion
	Key Indicator
	Service Level Performance Measure
	Service Level Threshold
	

	System Availability 
	Uptime

	Percentage of time system is available and operational 
	At least 99% measured per calendar month
	1% of service fee for each 0.5% below threshold. 

	Support Availability 
	Availability


	Percentage of time support is available during service hours – 8am to 6pm
	At least 99% measured per calendar month
	1% of service fee for each 0.5% below threshold.

	Change Management 

	Change success rate
	Percentage of changes implemented within agreed timeframe, without causing incident
	At least 95% measured per calendar month
	0.5% of service fee for each 1% below threshold.  

	Incident Response Time 
	Time to acknowledge Incident
	Time taken to acknowledge receipt of P1 and P2 incident report 
	Less than 15mins for P1 and 30mins for P2 per month
	0.5% of service fee for each incident exceeding threshold.

	Incident Resolution Time 
	Time to resolve Incident 
	Time taken to fully resolve Priority 1 and 2 incidents 
	Less than 2 hours for P1 and 4 hours for P2 per month
	0.5% of service fee for each incident exceeding threshold. 

	Service Request Fulfilment 
	Request completion rate
	Percentage of service requests completed within agreed SLA
	At least 98% measured per calendar month
	0.5% of service fee for each 1% below threshold.



The Service Credits shall be calculated as per the formulas detailed above.

Service Credit Cap 

Service Credit cap shall not exceed 10% of the service fee.

Critical Service Level Failure - N/A


Attachment 5 – Key Supplier Personnel and Key Sub-Contractors

1.1.5 The Parties agree that they will update this Attachment 5 periodically to record any changes to Key Supplier Personnel and/or any Key Sub-Contractors appointed by the Supplier after the Commencement Date for the purposes of the delivery of the Services.
Part A – Key Supplier Personnel 

REDACTED TEXT under FOIA Section 40, Personal Information.  

Part B – Key Sub-Contractors 

[image: ]


Iron Mountain (UK) Plc
"Ground Floor, 4 More London Riverside, London, United Kingdom, SE1 2AU
https://www.ironmountain.com/en-gb
+441782 654710
Software products and resources relating to digital records management
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Attachment 6 – Software

1.1.1 The Software below is licensed to the Buyer in accordance with Clauses 20 (Intellectual Property Rights) and 21 (Licences Granted by the Supplier).
1.1.2 The Parties agree that they will update this Attachment 6 periodically to record any Supplier Software or Third-Party Software subsequently licensed by the Supplier or third parties for the purposes of the delivery of the Services.
· Part A – Supplier Software - To be completed within 10 days of Commencement Date

The Supplier Software includes the following items:

	Software
	Supplier (if an Affiliate of the Supplier)
	Purpose
	Number of Licences
	Restrictions
	Number of Copies
	Type (COTS or Non-COTS)
	Term/
Expiry

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	






· Part B – Third Party Software - To be completed within 10 days of Commencement Date


The Third-Party Software shall include the following items:

	Third Party Software
	Supplier
	Purpose
	Number of Licences
	Restrictions
	Number of Copies
	Type (COTS or Non-COTS)
	Term/
Expiry 
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Attachment 7 – Financial Distress

For the purpose of Schedule 7 (Financial Distress) of the Call-Off Terms, the following shall apply:

PART A – CREDIT RATING THRESHOLD 

	Entity
	Credit Rating (long term)
(insert credit rating issued for the entity at the Commencement Date)
	Credit Rating Threshold
(insert the actual rating (e.g. AA-) or the Credit Rating Level (e.g. Credit Rating Level 3)

	Supplier
	[Rating Agency 1] – [insert rating for Rating Agency 1]

	[Rating Agency 1] – [insert threshold for Rating Agency 1]


	
	[Rating Agency 2] – [insert rating for Rating Agency 2]

	[Rating Agency 2] – [insert threshold for Rating Agency 2]


	
	[etc.]
	[etc.]

	[Guarantor]
	[Rating Agency 1] – [insert rating for Rating Agency 1]

	[Rating Agency 1] – [insert threshold for Rating Agency 1]


	
	[Rating Agency 2] – [insert rating for Rating Agency 2]

	[Rating Agency 2] – [insert threshold for Rating Agency 2]


	
	[etc.]
	[etc.]

	[Key Sub-contractor 1]
	[etc.]
	[etc.]

	[Key Sub-contractor 2]
	[etc.]
	[etc.]




PART B – RATING AGENCIES
 
· [Rating Agency 1 (e.g Standard and Poors)]
· Credit Rating Level 1 = [AAA]
· Credit Rating Level 2 = [AA+]
· Credit Rating Level 3 = [AA]
· Credit Rating Level 4 = [AA-]
· Credit Rating Level 5 = [A+]
· Credit Rating Level 6 = [A]
· Credit Rating Level 7 = [A-]
· Credit Rating Level 8 = [BBB+]
· Credit Rating Level 9 = [BBB]
· Credit Rating Level 10 = [BBB-]
· Etc.
· [Rating Agency 2 (e.g Moodys) ]
· Credit Rating Level 1 = [Aaa]
· Credit Rating Level 2 = [Aa1]
· Credit Rating Level 3 = [Aa2]
· Credit Rating Level 4 = [Aa3]
· Credit Rating Level 5 = [A1]
· Credit Rating Level 6 = [A2]
· Credit Rating Level 7 = [A3]
· Credit Rating Level 8 = [Baa1]
· Credit Rating Level 9 = [Baa2]
· Credit Rating Level 10 = [Baa3]
· Etc.
· [Rating Agency 3 (etc.) ]
· Credit Rating Level 1 = [XXX]
· Etc. 











Attachment 8 – Governance

PART A – SHORT FORM GOVERNANCE – NOT USED

For the purpose of Part A of Schedule 7 (Short Form Governance) of the Call-Off Terms, the following board shall apply:

	Operational Board

	Buyer Members for the Operational Board
	[insert details or Not Applicable if Part B applies below]

	Supplier Members for the Operational Board
	[insert details or Not Applicable if Part B applies below]

	Frequency of the Operational Board
	[insert details or Not Applicable if Part B applies below]

	Location of the Operational Board
	[insert details or Not Applicable if Part B applies below]




PART B – LONG FORM GOVERNANCE - 	To be completed within 10 days of Commencement Date

For the purpose of Part B of Schedule 7 (Long Form Governance) of the Call-Off Terms, the following boards shall apply:

	
Service Management Board 

	Buyer Members of Service Management Board (include details of chairperson)
	[insert details or Not Applicable if Part A applies above] 

	Supplier Members of Service Management Board
	[insert details or Not Applicable if Part A applies above]

	Start Date for Service Management Board meetings
	[insert details or Not Applicable if Part A applies above]

	Frequency of Service Management Board meetings
	[insert details or Not Applicable if Part A applies above]

	Location of Service Management Board meetings
	[insert details or Not Applicable if Part A applies above]




	Programme Board 

	Buyer members of Programme Board (include details of chairperson)
	[insert details or Not Applicable if Part A applies above]

	Supplier members of Programme Board
	[insert details or Not Applicable if Part A applies above]

	Start date for Programme Board meetings
	[insert details or Not Applicable if Part A applies above]

	Frequency of Programme Board meetings
	[insert details or Not Applicable if Part A applies above]

	Location of Programme Board meetings
	[insert details or Not Applicable if Part A applies above]




	Change Management Board 

	Buyer Members of Change Management Board (include details of chairperson)
	[insert details or Not Applicable if Part A applies above]

	Supplier Members of Change Management Board
	[insert details or Not Applicable if Part A applies above]

	Start Date for Change Management Board meetings
	[insert details or Not Applicable if Part A applies above]

	Frequency of Change Management Board meetings
	[insert details or Not Applicable if Part A applies above]

	Location of Change Management Board meetings
	[insert details or Not Applicable if Part A applies above]



	Technical Board

	Buyer Members of Technical Board (include details of chairperson)
	[insert details or Not Applicable if Part A applies above]

	Supplier Members of Technical Board
	[insert details or Not Applicable if Part A applies above]

	Start Date for Technical Board meetings
	[insert details or Not Applicable if Part A applies above]

	Frequency of Technical Board meetings
	[insert details or Not Applicable if Part A applies above]

	Location of Technical Board meetings
	[insert details or Not Applicable if Part A applies above]



	Risk Management Board 

	Buyer Members for Risk Management Board (include details of chairperson)
	[insert details or Not Applicable if Part A applies above]

	Supplier Members for Risk Management Board
	[insert details or Not Applicable if Part A applies above]

	Start Date for Risk Management Board meetings
	[insert details or Not Applicable if Part A applies above]

	Frequency of Risk Management Board meetings
	[insert details or Not Applicable if Part A applies above]

	Location of Risk Management Board meetings
	[insert details or Not Applicable if Part A applies above]
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Attachment 9 – Schedule of Processing, Personal Data and Data Subjects

This Attachment 9 shall be completed by the Controller, who may take account of the view of the Processors, however the final decision as to the content of this Schedule shall be with the Buyer at its absolute discretion.  

1.1.1.1 The contact details of the Buyer’s Data Protection Officer are: REDACTED TEXT under FOIA Section 40, Personal Information.  
1.1.1.2 The contact details of the Supplier’s Data Protection Officer are: REDACTED TEXT under FOIA Section 40, Personal Information.   
1.1.1.3 The Processor shall comply with any further written instructions with respect to processing by the Controller.
1.1.1.4 Any such further instructions shall be incorporated into this Attachment 9.

	Description
	Details

	Identity of Controller for each Category of Personal Data
	[The Authority is Controller, and the Supplier is Processor

The Parties acknowledge that in accordance with Clause 34.2 to 34.15 and for the purposes of the Data Protection Legislation, the Buyer is the Controller, and the Supplier is the Processor of the following Personal Data:

· Names, email addresses and work telephone numbers only, as all other data processing occurs in the Buyers own data tenant.


	Duration of the processing
	Data will be processed for the legitimate interest of delivering the service 
and not longer than is necessary. All processing activities shall cease on 
expiry or termination of the services.

	Nature and purposes of the processing
	
The nature of the processing means any operation such as organisation, structuring, storage, adaptation or alteration, retrieval, use, restriction, erasure or destruction of data (whether or not by automated means) etc.

The purpose might include: to meet legislative requirements under the Public Records Act and Freedom of Information Act s46.


	Type of Personal Data
	Includes name, departmental email address, telephone number filenames and domains. 


	Categories of Data Subject
	Include: Ministers, staff (including volunteers, agents, and temporary workers), customers/ clients, suppliers, members of the public, users of a particular website etc.

	Plan for return and destruction of the data once the processing is complete
UNLESS requirement under union or member state law to preserve that type of data
	The data will be returned to the Buyer and destroyed by the Supplier upon completion of the deliverables under this Contract.






Attachment 10 – Transparency Reports

	
Title

	
Content
	
Format
	
Frequency

	Performance
	Performance against agreed milestones and detailed SLAs
	To be agreed by both Parties
	Bi-weekly

	[Charges]
	Open Book Reporting 
	TBC
	Bi-annually 

	[Key Sub-Contractors]
	Supply Chain visibility 
	TBC
	Annually or when changes are made.

	Technical
	High Level & Low-level design/blueprint
	Written format, may include diagrams 
	High Level – quarterly review. Low-level –monthly review

	Performance management
	
	TBC
	Quarterly 




Annex 1 – Call Off Terms and Additional/Alternative Schedules and Clauses

S1 Implementation Plan
· Clause 1.1 and 2.1 shall apply
· Clause 2.2 shall not apply 
· Clause 3.1 and 3.2 shall apply
· Clause 3.3 shall not apply
· Clause 3.4, 3.5 and 3.6 shall apply
· Replacement for Clause 4.1as follows: 
· The Supplier shall maintain the Detailed Implementation Plan on a regular basis and provide a baseline update every six (6) months throughout the term of the Contract.
· Clause 4.2 shall not apply
· Clause 4.3 shall apply 

S2 Testing Procedures
· Clause 1, 2.1, 2.2 shall apply
· Clause 3 and Clause 4 shall not apply
· Clause 5 and 6 shall apply
· Clause 7 shall not apply
· Clause 8, 9, 10 and 11 shall apply

S3 Security Requirements
· The Supplier shall complete the Secure by Design matrix and apply best-efforts to improve compliance with the Secure by Design contents as part of the Continuous Improvement activities identified under S7 below

S6 Business Continuity and Disaster Recovery
· It is agreed that a BCDR Plan will be issued within 90 days of the Commencement Date (variation to Additional Schedule S6 clause 2.1). The Supplier will update the BCDR Plan annually thereafter. The Supplier shall utilise the general guidance within Schedule S6

S7 Continuous Improvement
· It is agreed that compliance with Clause 15.1 and 15.2 of the Statement of Requirement is sufficient to achieve the requirements for continuous improvement in Schedule S7. This corresponds to S7 clause 1.1 and 1.2. Therefore clauses 1.3 to 1.12 will not apply.

Additional Clauses

Additional Clause C2 – Security Measures
· Applies in it’s entirety. 

Additional Clause C3 – Collaboration
· Applies as per completed and agreed Additional Clauses C3.  
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