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Direct Award Order Form

CALL-OFF REFERENCE: RM3808-1021

THE BUYER: Secretary of State for Environment, Food and
Rural Affairs

BUYER ADDRESS: Seacole Building, 2 Marsham Street, London,
SW1P 4DF

SUPPLIER REFERENCE: RM3808-1021

THE SUPPLIER: Vodafone Limited

SUPPLIER ADDRESS: Vodafone House, The Connection, Newbury,

Berkshire RG14 2FN

REGISTRATION NUMBER: 01471587

DUNS NUMBER: 226488435

SID4GOV ID: Not Applicable.

APPLICABLE FRAMEWORK CONTRACT
This Call-Off Order Form is for the provision of the Call-Off Deliverables and dated the
date of the Buyer’s signature.

It is issued under the Framework Contract with the reference number RM3808 for the
provision of Network Services.

CALL-OFF LOT(S):
Lot 6 Mobile Voice & Data Services.

CALL-OFF INCORPORATED TERMS
The following documents are incorporated into this Call-Off Contract. Where numbers
are missing we are not using those schedules. If the documents conflict, the following
order of precedence applies:
1. This Call-Off Order Form including the Call-Off Special Terms and Call-Off
special Schedules.
2. Joint Schedule 1(Definitions and Interpretation) RM3808

Framework Ref: RM3808
Project Version: v1.1 1
Model Version: v3.2 Vodafone Direct Award Version
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3. The following Schedules in equal order of precedence:
Joint Schedules for framework reference number RM3808

Joint Schedule 2 (Variation Form)

Joint Schedule 3 (Insurance Requirements)

Joint Schedule 4 (Commercially Sensitive Information)
Joint Schedule 6 (Key Subcontractors)

Joint Schedule 10 (Rectification Plan)

Joint Schedule 11 (Processing Data)

O O O O O O

e Call-Off Schedules for RM3808-1021

Call-Off Schedule 1 (Transparency Reports)
Call-Off Schedule 2 (Staff Transfer)

Call-Off Schedule 5 (Pricing Details)
Call-Off Schedule 6 (ICT Services)

Call-Off Schedule 7 (Key Supplier Staff)
Call-Off Schedule 8 (Business Continuity and Disaster Recovery)
Call-Off Schedule 9 (Security)

Call-Off Schedule 11 (Installation Works)
Call-Off Schedule 12 (Clustering)

Call-Off Schedule 14 (Service Levels)
Call-Off Schedule 20 (Call-Off Specification)

O

O O 0O O O O O O O O

4. CCS Core Terms (version 3.0.5)
5. Joint Schedule 5 (Corporate Social Responsibility)

No other Supplier terms are part of the Call-Off Contract. That includes any terms
written on the back of, added to this Call-Off Order Form, or presented at the time of
delivery.

CALL-OFF SPECIAL TERMS
Not Applicable.

CALL-OFF START DATE: the date of Buyer signature

CALL-OFF EXPIRY DATE: 36 months after the date of
the Buyer’s signature

CALL-OFF INITIAL PERIOD: 36 Months

CALL-OFF OPTIONAL EXTENSION PERIOD: Not Applicable.

MINIMUM PERIOD OF NOTICE FOR WITHOUT REASON TERMINATION
At least 30 Working Days.

Framework Ref: RM3808
Project Version: v1.1
Model Version: v3.2 Vodafone Direct Award Version
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CATALOGUE SERVICE OFFER REFERENCE: RM3808-Lot 6-Vodafone Ltd-
#068; RM3808-Lot 6- Vodafone Ltd #067; RM3808-Lot 6-Vodafone Ltd #046.

CALL-OFF DELIVERABLES

1.1

1.2

1.3

1.4

1.5

1.6

Both Parties acknowledge and agree the following Supplier's Service Offers as
set out in Annex 1 of Call-Off Schedule 20 (Call-Off Specification) shall apply:

(a) Service Offer Vodafone Inclusive Value Price Plans. RM3808-Lot6-
Vodafone Ltd-#068;

(b) Service Offer Vodafone Onsite-Offsite Advisor Price Plan RM3808-Lot 6-
Vodafone Ltd- #067;

(c) Service Offer Vodafone Inclusive Value Price Plans RM3808-Lot6-
Vodafone Ltd-#046, and shall only apply to the Public Sector Standby
Value 30-Day 0GB connections.

Notwithstanding the abovementioned Service Offers in paragraphs 1.1 (a) and
(b), the following Call-Off Deliverables shall apply:

(i) [lx Public Sector Inclusive Value 36 Month 0GB;

(i) |l x Public Sector Inclusive Value 36 Month with sharer 2GB;
(iii) il x Mobile Broadband Value 36 Month with Sharer (1GB);
(
(

iv) |} x Mobile Broadband Value 36 Month with Sharer (60GB);
v) Off-Site Advisor.

For the avoidance of doubt, subject to paragraphs 1.2 (ii), (iii) and (iv) above,
the Buyer shall be permitted to access 50,682 GB of total monthly mobile data
allowance.

Pursuant to the Supplier's Service Offer in paragraph 1.1 (c) above, 2526 x
Public Sector Standby Value 30-Day 0GB connections shall continue to be
provided, these may be disconnected by the Buyer during the Call-Off Contract
Period subject to a 30-day rolling term per connection commitment. For
additional clarity:

i) the 2526 connections shall be provided on a Standby tariff and are not
subject to Monthly Access Fees; and
ii) the connections may be terminated individually upon 30 days’ notice.

For the avoidance of doubt, the connection numbers and total monthly mobile
data allowance as set out in paragraphs 1.2 to 1.4 above may vary during the
Call-Off Contract Period in the event connections are added or removed.

Subject to paragraph 1.1 (b), unless agreed otherwise by the Parties, the
following provisions of the Supplier's Service Offer Vodafone Onsite-Offsite
Advisor Price Plan RM3808-Lot 6- Vodafone Ltd- #067 shall not apply to this
Call-Off Contract:

Framework Ref: RM3808
Project Version: v1.1 3
Model Version: v3.2 Vodafone Direct Award Version
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(i) Specialist Advisor Conditions on Buyer - paragraph 2.4 (a) to (d)
inclusive;

(i) On boarding of Specialist Advisor - paragraph 3.2 (a) to (c) inclusive;

(iii) Specialist Advisor - paragraph 5.1(b) (i) to (iv) inclusive; and

(iv) Specialist Advisor - paragraph 8.2.

For the avoidance of doubt, the Buyer retains the option to purchase additional
services concerning Service Offer Vodafone Onsite-Offsite Advisor Price Plan
RM3808-Lot 6- Vodafone Ltd- #067 during the Call-Off Initial Period, which shall be
agreed by the Parties in accordance with the Variation Procedure (Joint Schedule 2
Variation).

MAXIMUM LIABILITY

The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core
Terms.

The Estimated Year 1 Charges used to calculate liability in the first Contract Year is

CALL-OFF CHARGES

As set out in in Call-Off Schedule 5 (Pricing Details).

For the avoidance of doubt the Minimum Spend during the Call-Off Initial Period is
excluding VAT and is subject to the Services Offers as detailed in Call-

Off Deliverables section 1.1 (a) — (c) above.

All changes to the Charges must use procedures that are equivalent to those in
Paragraphs 4 and 5 in Framework Schedule 3 (Framework Prices).
The Charges will not be impacted by any change to the Framework Prices.

REIMBURSABLE EXPENSES
Not recoverable.

PAYMENT METHOD
BACS.

BUYER’S INVOICE ADDRESS
SSCL, Detra Accounts Payable, PO Box 790, Newport, Gwent, NP10 8FZ

BUYER’S AUTHORISED REPRESENTATIVE

Connectivity Category Lead — Service Infrastructure

Suite D Unex House
Bourges Boulevard
Peterborough

PE1 1ING

Framework Ref: RM3808
Project Version: v1.1 4
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BUYER’S ENVIRONMENTAL POLICY
Not Applicable.

ADDITIONAL INSURANCES
Not applicable when the Call-Off Contract is awarded through a Direct Award
procedure.

GUARANTEE
Not applicable when the Call-Off Contract is awarded through a Direct Award
procedure.

SOCIAL VALUE COMMITMENT
Not applicable.

STAFF TRANSFER

The following parts of Call-Off Schedule 2 (Staff Transfer) shall apply:
Part C (No Staff Transfer On Start Date)

Part E (Staff Transfer on Exit) will apply to every Contract.

QUALITY PLAN
Not applicable when the Call-Off Contract is awarded through a Direct Award
procedure.

MAINTENANCE OF ICT ENVIRONMENT
Not applicable when the Call-Off Contract is awarded through a Direct Award
procedure.

BUSINESS CONTINUITY AND DISASTER RECOVERY
In accordance with Call-Off Schedule 8 (Business Continuity and Disaster Recovery)
Part A, the Supplier's BCDR Plan at Annex 1 will apply.

SECURITY REQUIREMENTS

In accordance with Call-Off Schedule 9, Part A (Short Form Security Requirements)
applies.

The following shall be incorporated into the Call-Off Contract and apply to the
Deliverables, supplementing the provisions of Call-Off Schedule 9 (Security):

(i) the Supplier’s Security Management Plan attached at Part A of Annex A of
this Call-Off Order Form; and

(i) the Supplier’s current Core Security Statement attached at Part B of Annex
A of this Call-Off Order Form.

BUYER’S SECURITY POLICY
Not applicable when the Call-Off Contract is awarded through a Direct Award
procedure.

Framework Ref: RM3808
Project Version: v1.1 5
Model Version: v3.2 Vodafone Direct Award Version
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INFORMATION SECURITY MANAGEMENT SYSTEM (ISMS)
Not Applicable.

CLUSTERING
The Deliverables shall be provided to the Buyer and Cluster Members. The Cluster
Members are as set out in Annex A to Call-Off Schedule 12 (Clustering) and comprise:

(i) The Rural Payments Agency (RPA);
(i) The Environment Agency (EA);

(iii) The Animal and Plant Health Agency;
(iv) The Marine Management Organisation;
(v) Natural England; and

(vi)Committee on Climate Change.

Notwithstanding anything to the contrary in Call-Off Schedule 12 (Clustering), the
Parties have agreed:

(a) the Buyer will act on behalf of the Cluster Members in relation to the governance
and exercising of rights and obligations of the Buyer and Cluster Members
under this Call-Off Contract;

(b) Invoices will be addressed to each Cluster Member and sent to the Buyer;

(c) Service related reports generated pursuant to Call-Off Schedule 14 (Service
Levels) shall be compiled on an aggregated basis, broken down by Cluster
Member, and sent to the Buyer.

SERVICE LEVELS AND SERVICE CREDITS

Service Credits will accrue in accordance with Call-Off Schedule 14 Part B (Long Form
Service Levels and Service Credits).

The required Service Maintenance Level is Level 1.

The Service Credit Cap is in accordance with Call-Off Schedule 14 (Service Levels)
The Service Period is one (1) Month.

SUPPLIER’S AUTHORISED REPRESENTATIVE

Client Sales Manager

Vodafone Limited
Vodafone House, The Connection, Newbury, Berkshire, RG14 2FN

SUPPLIER’S CONTRACT MANAGER

Client Sales Manager

Vodafone Limited
Vodafone House, The Connection, Newbury, Berkshire, RG14 2FN

Framework Ref: RM3808
Project Version: v1.1 6
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PROGRESS REPORT FREQUENCY
Not applicable.

PROGRESS MEETING FREQUENCY
Not applicable.

OPERATIONAL BOARD

Not applicable when the Call-Off Contract is awarded through a Direct Award

procedure.

KEY STAFF
Not Applicable.

KEY SUBCONTRACTOR(S)
Not applicable.

COMMERCIALLY SENSITIVE INFORMATION
Supplier's Commercially Sensitive Information as detailed in Joint Schedule 4
(Commercially Sensitive Information), including Pricing as detailed in the Supplier's

Service Offers.

For and on behalf of the Supplier: For and on behalf of the Buyer:
Signature: Signature:

Name: Name:

Role: Senior Legal Counsel Role: Senior Category Manager
Date: 19 october 2021 | 14:12 BST Date: 18 october 2021 | 17:02 BST
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Vodafone Network Service Framework 2 (RM3808)
Security Management Plan

Introduction:

We have come a long way since making the first ever mobile call in the UK on 1 January 1985. Today, Vodafone
has more than 500 million customers around the world. In 30 years, a small mobile operator in Newbury has
grown into a global business operating in 26 countries and partner with networks in over 45 more.

In an increasingly connected world, it is no longer just about a domestic customer being able to talk and text.
Our global network allows Customers to share images and videos securely around the World as soon as they're
captured. And because we now do more than just mobile, more customers look to Vodafone for great value in
their fixed and converged solutions. Some of our larger Enterprise Customers operate in multiple countries so
we need to ensure these services are delivered securely.

Detailed below is information of how Vodafone's meets the requirements of Call-Off Schedule 9 (Security),
detailing specifically the relevant clauses of Call-Off Schedule 9 and how Vodafone meets the requirements.

Security Posture:

Vodafone are committed to providing world-class security. We deliver some of the most secure
telecommunications services in the world and have a proven record for delivering trusted mission-critical
services to a wide range of customers, including government, utility, finance, and retail sectors. Our dedicated
Security teams in both Group and UK work tirelessly together to ensure our customers are protected from
security threats and can continue to operate in an event of a disaster.

Vodafone operates an Information Security Management System (ISMS) based on and, certified complaint with
IS027001:2013, including risk management, business continuity, incident management, physical security,
security awareness training and much more. This document supports Network Service Framework 2 (RM3808)
setting out how Vodafone manages security against Call of Schedule 9 Security clauses, this should be
referenced alongside our ISO27001:2013 certificate and accompanying Statement of Applicability (SoA).

How we Manage Security in accordance with Schedule 9:

2, Complying with security requirements and updates to them

2.2 The Supplier shall comply with the Security Policy and the requirements in
this Schedule including the Security Management Plan and shall ensure
that the Security Management Plan produced by the Supplier fully complies
with the Security Policy.

Vodafone offer secure services that are independently audited by external
accreditation bodies against 1ISO27001:2013

2.3 The Buyer shall notify the Supplier of any changes or proposed changes to
the Security Policy.

Vodafone welcome every opportunity to work with our customers and
ensure the security and quality of our service exceed customer
expectations.
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2.4

2.5

If the Supplier believes that a change or proposed change to the Security
Policy will have a material and unavoidable cost implication to the provision
of the Deliverables it may propose a Variation to the Buyer. In doing so, the
Supplier must support its request by providing evidence of the cause of any
increased costs and the steps that it has taken to mitigate those costs. Any
change to the Charges shall be subject to the Variation Procedure.

Vodafone welcome every opportunity to work with our customers and
ensure the security and quality of our service exceed customer
expectations.

Until and/or unless a change to the Charges is agreed by the Buyer
pursuant to the Variation Procedure the Supplier shall continue to provide
the Deliverables in accordance with its existing obligations.

Vodafone welcome every opportunity to work with our customers and
ensure the security and quality of our service exceed customer
expectations.

3. Security Standards

3.1

3.2

The Supplier acknowledges that the Buyer places great emphasis on the
reliability of the performance of the Deliverables, confidentiality, integrity
and availability of information and consequently on security.

Vodafone is committed to providing world class services. We go to great
lengths to ensure our products and services meet the highest levels of
confidentiality, integrity and availability and demonstrate this through
successfully gaining and maintain 1ISO27001:2013 certification.

Further more we have successfully gained CESG Assured Services —
Telecoms (CAS(T)) certification for our core fixed connectivity services.

The Supplier shall be responsible for the effective performance of its
security obligations and shall at all times provide a level of security which:

3.2.1 is in accordance with the Law and this Contract;

Vodafone fully complies with all legislation and regulations for all local
markets in which we operate.

3.2.2 as a minimum demonstrates Good Industry Practice;

Vodafone successfully gained and maintains certification against
ISO9001, 1SO20000, 1ISO22301, 1ISO27001

3.2.3 meets any specific security threats of immediate relevance to the
Deliverables and/or the Government Data; and

Vodafone successfully gained and maintains certification against
CESG Assured Service — Telecoms (CAS(T))

3.24 complies with the Security Policy and the ICT Policy.

O
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3.3

3.4

Vodafone are confident we met the requirements of the Security Policy

and ICT Policy as evidenced by our commitment to maintaining
1ISO27001:2013 and CAS(T) certification

The references to standards, guidance and policies contained or set out in
Paragraph 3.2 shall be deemed to be references to such items as
developed and updated and to any successor to or replacement for such
standards, guidance and policies, as notified to the Supplier from time to
time.

Vodafone is committed to maintaining legislative and regulatory
compliance, and continuing to maintain our certifications and adherence
to good practice

In the event of any inconsistency in the provisions of the above standards,
guidance and policies, the Supplier should notify the Buyer's Representative
of such inconsistency immediately upon becoming aware of the same, and
the Buyer's Representative shall, as soon as practicable, advise the
Supplier which provision the Supplier shall be required to comply with.

Vodafone continually monitor our network and services and will take
immediate action to address any incidents that may impact those services.
In the event an incident has an impact upon a customer(s), our Incident
Management processes will trigger notification of affected customers.

4. Security ManagementPlan

4.1

4.2

Introduction

4.1.1 The Supplier shall develop and maintain a Security Management
Plan in accordance with this Schedule. The Supplier shall thereafter
comply with its obligations set out in the Security Management Plan.

Vodafone management of our ISMS and security policies is
overseen by the Security Governance Board, which meets bi-
monthly, and includes senior representatives from across the
company.

Content of the Security Management Plan
421 The Security Management Plan shall:

(@) comply with the principles of security set out in Paragraph 3. and
any other provisions of this Contract relevant to security;

Vodafone are committed to maintaining our 1ISO27001:2013 and
CAS(T) certificates.

(b) identify the necessary delegated organisational roles for those
responsible for ensuring it is complied with by the Supplier;

Vodafone are committed to providing world-class security. We
deliver some of the most secure telecommunications services
in the world and have a proven record for delivering trusted

O
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mission-critical services to a wide range of customers,
including government, utility, finance, and retail sectors. Our
dedicated Security teams in both Group and UK work
tirelessly together to ensure our customers are protected from
security threats and can continue to operate in an event of a
disaster.

Vodafone Group Corporate Security set over arching
information security policy and directly support Vodafone
Group Business Customers.

Vodafone Global Cyber Security implement and monitor
technical security controls and respond to security incidents at
a Global / Group level.

Vodafone Corporate Security UK set information security
policy for the UK, manage information security and business
continuity, external certifications, fraud, disclosures and
security investigations.

Vodafone Cyber Security UK implement and monitor technical
security controls and respond to security incidents for the UK

detail the process for managing any security risks from
Subcontractors and third parties authorised by the Buyer with
access to the Deliverables, processes associated with the
provision of the Deliverables, the Buyer Premises, the Sites and
any ICT, Information and data (including the Buyer's
Confidential Information and the Government Data) and any
system that could directly or indirectly have an impact on that
Information, data and/or the Deliverables;

Vodafone requires our suppliers to sign up to comply with
Vodafone policies including Information Security, Business
Continuity, and Code of Ethics.

be developed to protect all aspects of the Deliverables and all
processes associated with the provision of the Deliverables,
including the Buyer Premises, the Sites, and any ICT,
Information and data (including the Buyer’s Confidential
Information and the Government Data) to the extent used by the
Buyer or the Supplier in connection with this Contract or in
connection with any system that could directly or indirectly have
an impact on that Information, data and/or the Deliverables;

Vodafone is a Global company and has a Global Information
Security policy owned jointly by the Global Cyber Security Director &
Group Corporate Security Director, approved by the Group Chief
Technology Officer. This sets out the minimum requirements for
Vodafone Group and Local Markets to comply with.
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The UK Information Security policy builds upon the Vodafone Group
policy and overlays UK Legislation and Regulation obligations is
owned by the Head of Cyber Security UK and is approved by Chief
Technology Officer.

(e) set out the security measures to be implemented and
maintained by the Supplier in relation to all aspects of the
Deliverables and all processes associated with the provision of
the Goods and/or Services and shall at all times comply with
and specify security measures and procedures which are
sufficient to ensure that the Deliverables comply with the
provisions of this Contract;

Vodafone management of our ISMS and security policies is
overseen by the Security Governance Board, which meets bi-
monthly, and includes senior representatives from across the
company.

Compliance and performance against our ISMS is monitored and
tested by our security teams:

Corporate Security, manage security and business continuity
certificates across the company.

Cyber Security, manage technology security risks and
implementation of security controls across the company.

()  set out the plans for transitioning all security arrangements and
responsibilities for the Supplier to meet the full obligations of the
security requirements set out in this Contract and the Security
Policy; and

Vodafone management of our ISMS and security policies is
overseen by the Security Governance Board, which meets bi-
monthly, and includes senior representatives from across the
company.

Changes to policy and security plans will be governed under
Change Control via the Security Governance Board.

(@) be written in plain English in language which is readily
comprehensible to the staff of the Supplier and the Buyer
engaged in the provision of the Deliverables and shall only



DocuSign Envelope ID: 5ACODEF5-2EDB-4926-AEEF-D5656C54B61C

C2 General

Vodafone Security Plan

reference documents which are in the possession of the
Parties or whose location is otherwise specified in this
Schedule.

4.3 Development of the Security Management Plan

431 Within twenty (20) Working Days after the Start Date and in
accordance with Paragraph 4.4, the Supplier shall prepare and
deliver to the Buyer for Approval a fully complete and up to date
Security Management Plan which will be based on the draft
Security Management Plan.

Vodafone has held ISO27001 certification since 2005 and our
Information Security Management System has been assessed by
independent accreditation bodies annually.

4.4 Amendment of the Security Management Plan

4.41 The Security Management Plan shall be fully reviewed and
updated by the Supplier at least annually to reflect:

(a) emerging changes in Good Industry Practice;

(b) any change or proposed change to the Deliverables
and/or associated processes;

(c) any change to the Security Policy;
(d) any new perceived or changed security threats; and

(e) any reasonable change in requirements requested by the
Buyer.

Vodafone policies are reviewed at least annually or on significant change within
Vodafone or the landscape we operate in to ensure they are accurate, up to date
and effective.

442 The Supplier shall provide the Buyer with the results of such
reviews as soon as reasonably practicable after their completion
and amendment of the Security Management Plan at no additional
cost to the Buyer. The results of the review shall include, without
limitation:

(a) suggested improvements to the effectiveness of the
Security Management Plan;
(b) updates to the risk assessments; and

(c) suggested improvements in measuring the effectiveness
of controls.

Vodafone are committed to maintaining our ISO27001:2013 and
CAS(T) certificates. Our independent accreditation partners audit
our compliance annually and we publish our certificates on our
website.

443 Subject to Paragraph 4.4.4, any change or amendment which the
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Supplier proposes to make to the Security Management Plan (as a result
of a review carried out in accordance with Paragraph 4.4.1, a request by
the Buyer or otherwise) shall be subject to the Variation Procedure.
Vodafone management of our ISMS and security policies is overseen by
the Security Governance Board, which meets bi-monthly, and includes
senior representatives from across the company.

Changes to policy and security plans will be governed under
Change Control via the Security Governance Board.

444 The Buyer may, acting reasonably, Approve and require changes

or amendments to the Security Management Plan to be
implemented on timescales faster than set out in the Variation
Procedure but, without prejudice to their effectiveness, all such
changes and amendments shall thereafter be subject to the
Variation Procedure for the purposes of formalising and
documenting the relevant change or amendment.

5. Security breach

5.1

5.2

Either Party shall notify the other in accordance with the agreed
security incident management process (as detailed in the Security
Management Plan) upon becoming aware of any Breach of Security or
any potential or attempted Breach of Security.

Vodafone will agree lines of communications for incidents and security
incidents. Vodafone Network Management and Incident Management
teams are available and can be contacted 24x7

Without prejudice to the security incident management process, upon
becoming aware of any of the circumstances referred to in Paragraph
5.1, the Supplier shall:

521 immediately take all reasonable steps (which shall include any
action or changes reasonably required by the Buyer) necessary to:

(a) minimise the extent of actual or potential harm
caused by any Breach of Security;

Defined processes exist to prioritise incidents based on the impact
to Vodafone customers and business. Security teams have visibility
of incidents and may declare an incident a security incident and
escalate the priority accordingly.

(b) remedy such Breach of Security to the extent possible
and protect the integrity of the Buyer and the provision
of the Goods and/or Services to the extent within its
control against any such Breach of Security or
attempted Breach of Security;

Defined processes exist to prioritise incidents based on the impact
to Vodafone customers and business. Security teams have visibility
of incidents and may declare an incident a security incident and
escalate the priority accordingly.

O



DocuSign Envelope ID: 5ACODEF5-2EDB-4926-AEEF-D5656C54B61C

Vodafone Security Plan

(c) prevent an equivalent breach in the future exploiting
the same cause failure; and

Vodafone perform post incident reviews on all incidents prioritised as medium or
above to learn lessons and implement mitigations to prevent further occurrence of
the incident.

(d) as soon as reasonably practicable provide to the
Buyer, where the Buyer so requests, full details (using
the reporting mechanism defined by the Security
Management Plan) of the Breach of Security or attempted
Breach of Security, including a cause analysis where
required by the Buyer.

Vodafone will agree lines of communications for incidents and
security incidents. Vodafone Network Management and Incident
Management teams are available and can be contacted 24x7

5.3 Inthe event that any action is taken in response to a Breach of Security
or potential or attempted Breach of Security that demonstrates non-
compliance of the Security Management Plan with the Security policy or
the requirements of this Schedule, then any required change to the
Security Management Plan shall be at no cost to the Buyer.

C2 General
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Core Securit
4 &)
Statement

Sept 2021 (

Vodafone are committed to providing world-class security. We deliver some of the most
secure telecommunications services in the world and have a proven record for
delivering trusted mission-critical services to a wide range of customers, including
government, utility, finance, and retail sectors.
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How we manage security

Vodafone operates an Information Security Management System (ISMS) based on the
recommendations of ISO27001:2013, including risk management, business continuity,
incident management, physical security, security awareness training and much more.
The Vodafone ISMS ensures that Security Governance is in place at the core of the organisation. Information
Security Senior Management Reviews and Security Steering Committees meet on a bi-monthly basis to monitor
performance; these meetings include senior stakeholders from across Cyber Security, Corporate Security,

Enterprise Operations, Service Operations and relevant business owners and help to ensure that a wide security
strategy is sustained so that business exposure to threats and risks is reduced.

Vodafone have designed the external certifications that we maintain so that customer services are covered from
end to end, either with a dedicated assessment or as part of a wider management system; full coverage is
generally achieved using a combination of Group, Local Market and Partner certification scopes.

Data protection and privacy

Vodafone has in place a set of detailed rules and processes to protect Vodafone's and
our customers’ privacy; these are designed to ensure full compliance with all relevant
laws. We approach privacy at a global level and all Vodafone companies are required to
adhere to Vodafone’s privacy policy.

Information about Vodafone’s comprehensive privacy programme can be found online at:

https://www.vodafone.com/about/privacy-centre

Protecting our customers’ privacy has always been critical to us, so ensuring we are compliant with the GDPR
has been an evolution of what we already did.

The obligation to retain the confidentiality and security of personal information is fundamental to the Vodafone
Code of Conduct that is binding on all employees worldwide. All Vodafone employees are required to complete
online training covering the requirements of the Code of Conduct, as well as separate online training materials
covering information security and data protection awareness to reinforce this obligation.

Vodafone’s code of conduct is publicly available here:

https://www.vodafone.com/about-vodafone/who-we-are/people-and-culture/code-of-conduct
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Information classification

All information is classified and protected to keep it safe. Our classification scheme uses
“C1”to “C4” identification and rules of how to handle and manage information at each
level is enforced through our Information Security Classification and Protection Global
Policy and the implementation of a data loss prevention tool. Additional Vodafone
Security Polices detail what controls we implement to manage both Vodafone and
Customer data, including data retention and disposal.

Risk management

Our robust enterprise risk management process is subject to regular reviews and
continuous improvement. This ensures that risks, including Customer specific
operational risks, are identified, recorded, managed and mitigated as appropriate
throughout our business. Major risks are reported and escalated to the board.
Our risk management process methodically addresses risks that may pose a threat to Vodafone, its
infrastructure and services (both internal and external), its customers, staff, brand and assets. The risk

management strategy provides a framework for the proactive management of risks to eliminate or minimize any
impact.

Vodafone Group and local markets operate security risk governance programs and processes that ensure that
security risks are captured, assessed and addressed by appropriate risk owners. Each program escalates its top
significant risks into Vodafone Group, where "Top Tier" risks are reported and managed using Riskonnect.

Physical security

Vodafone ensures that we provide a secure environment for all our colleagues and
customers. We use live site monitoring and electronic protection systems to safeguard
the integrity and security of Vodafone’s assets and our customer’s infrastructure,
applications and data.

A 24x7 physical security control centre provide this live monitoring as well as
management of all site access, management of third-party access, travel security briefs
and much more.
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Screening/vetting

All Vodafone colleagues and contractors are subject to a process of pre-employment
screening which meets good commercial practice.

Employee checks and vetting vary across the different countries in which we operate.
The following table details some examples of country specific vetting | security

clearance:
Country Vetting | Clearance Body Type of Clearance | Vetting
United Kingdom Security Watch Dog Basic Personnel Security Standard (BPSS)
Home Office | FCO | MoD Security Check (SC)
Metropolitan Police Non-Police Personnel Vetting (NPPV)
Ministry of Defence (MoD) Developed Vetting (DV)
Germany Security Watch Dog Standard (includes Criminal check)
Security authorities Pre - Security Clearance (SC) checks
National Safety Authorities (G10-Act) Security Clearance (SC)
[taly Background profiles D
Address
Criminal Records
Sanction Lists
Work Experience
Education
Qualifications
Conflict of Interest
Media
USA Background profiles Standard US Background Check

As standard, these checks will look to verify some or all the following:
e |dentity Checks.
e Where applicable: Right to Work in the Country.

e Satisfactory business references from the previous three years of employment. Any gaps in
employment history fully explained within the applicant’'s CV or Resume, and Confirmation checks on
claimed academic and professional qualifications.

e Criminal history.
e Where applicable: Credit check

e Where applicable: Social Security trace for the US
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Suppliers and third parties

We effectively manage cyber security risks associated with Vodafone suppliers by
assessing and improving their security controls to safequard Vodafone’s customer data,
systems and other assets.

We continually evaluate our suppliers using a series of assessments throughout the supplier lifecycle, starting
from the initial stages of supplier on boarding through to in-life and service termination. We embed appropriate
security requirements in supplier contracts in line with our internal policies and global regulations. Additionally,
we require our suppliers to complete our detailed security risk and control assessment process to evaluate the
effectiveness of their security controls and confirm that they meet Vodafone security policies and requirements.
To further validate the security controls of our suppliers, we require independent assurance certifications and
reports (e.g. 1S027001, SOC2), and we also use an independent security rating service to scan our critical
suppliers’ internet facing systems, address identified issues and obtain a real-time insight into the supplier risk
posture.

Through our supplier risk and control assessments, we identify and scrutinise critical and high-risk suppliers who
are then scheduled for more detailed reviews. We re-assess suppliers regularly to identify whether their services,
security control effectiveness and any associated risks have changed.

Building on all assessments, we continually work with all our suppliers to improve their security controls,
safeguard our customer data and reduce the cyber security risk.

Vodafone cloud and security

Building on more than two decades of collaboration between the two companies, IBM
and Vodafone entered into a strategic commercial agreement in early 2019. The
venture provides clients with the open, flexible technologies they need to integrate
multiple clouds and prepare for the next wave of digital transformation enabled by Al,
5G, edge and Software Defined Networking (SDN).

With more than 70 percent of organisations today using up to 15 cloud environments as they strive to access
powerful new digital solutions and services', the interconnectivity of clouds and the vulnerability of data have
become global issues. Together, IBM and Vodafone Business will help companies remove the complexity and
barriers from their technology choices and ensure that data and applications flow freely and securely across
their organizations.

Under the venture, Vodafone Business customers have access to the full portfolio of IBM’s cloud offerings,
underpinned by IBM's deep industry expertise and open technologies.

As part of the agreement, IBM provide managed services to Vodafone Business’ cloud and hosting unit.
Customers can benefit from IBM’s optimisation, automation and cognitive capabilities that help them to run their
business effectively in a cloud environment.

The venture includes the co-development of new digital solutions, combining the strengths of Vodafone’s
leadership in 10T, 5G and edge computing with IBM’s multi-cloud, industry expertise and professional services
capabilities.

' IBM Institute of Business Value: Assembling Your Cloud Orchestra: https://www-
935.ibm.com/services/us/gbs/thoughtleadership/cloudlibrary.html
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Our certifications

The following security relevant standards and certifications are in place to help protect

Vodafone and our customers. Copies of certificates are included#& for Vodafone Group,
Vodafone Germany and Vodafone UK where appropriate. Certificates for other markets

are available on demand by [

Vodafone Group/Vodafone Business

ISO/IEC 27001:2013 - GROUP SERVICES

Certification Body: LR

Accreditation Body: UKAS

Certificate Number: 10320654 Lioyd's
Certificate Valid Until: 31 December 2023 Redgster
Version: ISO/IEC 27001:2013

Scope: The Provision, Maintenance and Operations for Cyber Defence, Data d;,

Centres, Network, Infrastructure and Application services for Local Markets
and Vodafone Business; Office IT services, Shared Service Centres and

relevant Business Processes. Vodafone Business services includes I'IE";:':'
International Network Connectivity, Unified Communications, Internet of Ll
Things, Cloud & Hosting and Customer Service Desks.

Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years

Market Applicability: International IT, network services and shared service centres

PCI(DSS) — MULTIPLE SERVICES — VODAFONE GROUP

Certification Body: NCC Services

Accreditation Body: PCl Security Standards Council

Certificate Number: Various

Certificate Valid Until: Various

Version: 3.2 -
Scope: Vodafone Group is compliant for multiple agreed PCl scopes and holds a

number of Merchant Attestations of Compliance and Service Provider
Attestations of Compliance. These attestations may be viewed during on-site
assessments under controlled conditions where they are directly relevant to
the services provided.

Frequency of audits: Annual Assessment
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Vodafone UK

ISO/IEC 27001:2013 - UK FIXED, MOBILE, UNIFIED COMMUNICATIONS (UC)

Certification Body: KPMG

Accreditation Body: UKAS

Certificate Number: 749-1

Certificate Valid Until: 03 September 2023

Version: ISO/IEC 270012013

Scope: The Information Security Management System covers Vodafone UK Mobile &

fixed network infrastructure, architectural design, management systems,
processes & resources that support I
Unified Communications (Avaya Technologies) KFMG
Mobile Voice Services & WifiCalling
Data and Connected Services
SMS and Voicemail Services
Radio Access Network Operations
Roaming and International Support Services
Billing and Intelligent Network Services
Fixed network IPVPN (including SD-WAN underlay)
Ethernet VPN
Ethernet Wireline
Dedicated Ethernet -Optical and
Dedicated Ethernet E-Line
Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years

137

CYBER ESSENTIALS PLUS — UK

Certification Body: NCC Group
Accreditation Body: IASME

Certificate Number: IASME-CEP-001979
Certificate Valid Until: 17 December 2021
Version: N/A

Scope: Vodafone UK Limited.

(Vodafone UK was the first large company and the first telecommunications
company to achieve the government certification called Cyber Essentials Plus
in July 2014. The controls are based on ISO27001 and have a strong focus on
cyber security
Cyber Essentials certification is mandatory for central government contracts
which involve handling personal information and providing certain ICT
products and services.)

Frequency of audits: Annual recertification

PCI(DSS) — MULTIPLE SERVICES — VODAFONE UK

Certification Body: NCC Services

Accreditation Body: PCl Security Standards Council

Certificate Number: Various

Certificate Valid Until: Various

Version: 32 -
Scope: Vodafone UK is compliant for multiple agreed PCl scopes and holds a number

of Merchant Attestations of Compliance and Service Provider Attestations of
Compliance. These attestations may be viewed during on-site assessments
under controlled conditions where they are directly relevant to the services

provided.
Frequency of audits: Annual Assessment
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PSN COMPLIANCE (MULTIPLE SERVICES) - UK

Certification Body: Government Digital Services (GDS)

Accreditation Body: Cabinet Office

Certificate Number: Various — please see scope below

Certificate Valid Until: Various

Version: N/A

Scope: Vodafone provide numerous PSN Compliant services including overarching

DNSP and GCNSP connectivity and DNS. The full list of services can be found
at https://www.gov.uk/government/publications/public-services-network-
psn-service-compliance .

Frequency of audits: Annual recertification

CERTIFIED CYBER SECURITY CONSULTANCY — SECURITY ARCHITECTURE - UK

Certification Body: NCSC

Accreditation Body: NCSC

Certificate Number: 63147746 CCSC Security Architecture

Certificate Valid Until; N/A — please see https.//www.ncsc.qgov.uk/professional-service/cyber-
security-consultancy-vodafone

Version: 1.1

Scope: Vodafone Business Security Group has been awarded NCSC Cyber Security

Professional Consultancy Status in the category of Security Architecture. This m

was achieved through demonstration to NCSC that the team has a proven
track record of delivering defined cyber security consultancy services, a level
of cyber security expertise supported by professional requirements defined
by NCSC and the relevant NCSC Certified Cyber Professional (CCP)
qualifications. The team was also able to demonstrate that they manage
consultancy engagements in accordance with industry good practice and
meet the stringent NCSC requirements for certified professional cyber
services companies.

Frequency of audits: Annual Recertification

ISO/IEC 22301:2012 - UK

Certification Body: LR

Accreditation Body: UKAS

Certificate Number: 10293754

Certificate Valid Until: 30 April 2023

Version: ISO/IEC 22301:2012

Scope: Voice data services provided by Vodafone UK for its global
telecommunications services.

Frequency of audits: Annual Surveillance audits and Recertification audit every 3 years
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Other local markets

ISO/IEC 27001:2013 - ALBANIA

Certification Body: LR

Accreditation Body: UKAS

Certificate Number: 10331045

Certificate Valid Until: 03 February 2024

Version: ISO/IEC 27001:2013

Scope: Provision and Delivery of Telecommunication and IT services (voice and
data), Commercial trade of mobile/fixed communications and internet
equipment.

Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years

ISO/IEC 27001:2013 - CROATIA

Certification Body: SGS oy,
Accreditation Body: UKAS [ 1
Certificate Number: HR19/2376

Certificate Valid Until: 23 July 2022 568
Version: ISO/IEC 27001:2013

Scope: Process of defining and providing support, operations and maintenance, to

external or internal companies, for hosting and colocation services, systems
and equipment
Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years
Market Applicability: Croatia

ISO/IEC 27001:2013 - DENMARK

Certification Body: DNV-GL

Accreditation Body: UKAS

Certificate Number: 250130-2017-AIS-DEN-UKAS
Certificate Valid Until: 11 December 2023

Version: ISO/IEC 27001:2013

Scope: Operation and support of customers IT infrastructure, comprehensive
procedures for operation, support, monitoring and maintenance of IT
services at customers and IT support environment.

Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years

Market Applicability: Denmark

DONYV-GL

ISO/IEC 27001:2013 - FRANCE

Certification Body: AFNOR Certification

Accreditation Body: COFRAC

Certificate Number: 2017/74269.4

Certificate Valid Until: 19 February 2023 —

Version: ISO/IEC 27001:2013 o

Scope: Managed services of the Service Operations Center (CES), Security “
Operational Center (COS), Cloud Computing (Cloud v3), and colocation UKAS
services in the datacenters =3

Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years -

Last Saved: 08/09/2021 12:14

SharePoint ID: GECSA-420917861-51 Page 9 of 19

C1 Public



DocuSign Envelope ID: 5ACODEF5-2EDB-4926-AEEF-D5656C54B61C

Vodafone | Core Security Statement | C1 Public

ISO27001:2013 — GERMANY MOBILE NETWORK SERVICES

Certification Body: TUV Rheinland
Accreditation Body: DAKKS
Certificate Number: 01153 1501451
Certificate Valid Until: 23 March 2023
Version: ISO 27001:2013
Scope: Operation of mobile network services including voice, data and SMS and
operation of fixed network services including telephony, Internet and TV.
Frequency of audits: 6 Monthly Surveillance audits and Recertification audit every 3 years A SR——
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ISO/IEC 27001:2013 - GROUP SERVICES

Cuert esie cake 1 Jamary X1 Criginal appeowai 55
Expiry date: 3 December 2023 BOFEC ZMmi - 13 Manch 200
Cartficale idenfty number; Inoness

I q Lloyd's

Reqister

Certificate of Approval

This iz to certify that the Management System of:

Vodafone Group Services Limited

Vodafone House, The Connection, Newbury, RG14 2FM, United Kingdom

has been approved by Lioyd's Register to the following standards:
ISONEC 27001:2013

Approval number{s): ISONEC 27001 — 0044028

This certficate is valid only in associabon with the certificate schedule bearing the same number on which the Jocations applicable
to this approval are isted.

The scope of this approval is applicable to:

Information Secunty Management System of Viodafone Group funclions covenng: The Provision, Maintenance and Operabions for
Cyber Defence, Data Centres, Mebwork, Infrastnucture and Application services for Local Markets and Vodafone Busness; Offce [T
sanvices, Shared Service Centres and relevant Business Processes Vodafone Business services incdudes Intemational Metwork
Connecihwty, Unified Commumnications, Inbtemet of Things, Cloud & Hosting and Customer Service Desks. This is in accondance with
Siatement of Applcability version 18.n

0
|ssued by: Lioyd's Register Cuaity Assurance Limited M !

mmmmummm uding Limed's Register Qi Assaance Limitsd [LRGA), 3nd el repecie 0Fioes, smplopess or agent
e, individially and cobecively, retemed In in this Ciouse &5 Loyd's Regisier. Ligyd's REgishr amsumes no rsporsln ity and 5ol not e ke 0 any Derson Ao any oss,
daTnge O Expenss CoEse by relanos o the: inlomraton or advics In s docwment o Fowsoever providel, uniess Tl person has sigred @ contract Wi the reevant Loyd's
Fisgisies antiy for the provision of His Informalion o acvics ond in et aese any nesporsinlEy or Eabi By 5 svCusively 0 e ieme and condifions: 2% out in ol oot
Ersied by Limyef's Register Qualty Assurance Linfted, 1 Trinty Park, Eickenhl Lane, Birminghars B37 TE8, Linked Kingdom
Fage 1 7S
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ISO/IEC 27001:2013 - UK MOBILE & FIXED NETWORK INFRASTRUCTURE, ARCHITECTURAL DESIGN, MANAGEMENT
SYSTEMS, PROCESSES & RESOURCES

137

SO/EC 270012013
Information Securty Manadgement

Certificate of Compliance
Certificate Number: /43-1

Awarded to Vodafone UK Limited

The scope of approval The Information Saecurity Manaegement System covers Vodsfons UK Mobile
& fixed network infrastructurs, erchitectural design, menagement aystames,
procezses & rescurces thet support

Unified Communicstions (Avaya Technologiss)

hobile Voice Servicas & Witi Calling

Diats end Connected Services

SMS and Voicemail Services

Redio Access Metwork Operations
Roaming and Intermational Support Services
Biling and Intaligent Network Sarvicea

Fixed network IPYPH {including SDAWAN underiay)
Ethemet VPN

Ethernet Wireline

Dedicsted Ethemet - Optical and

Dwedicated Ethernst E-Line

In sccordance with Vodafons's Design, Build and Run model following So&
version 6.2

Statement of applicability ‘\erzion 6.2

LrTe & 1020 FPMIG Aundi plo, @ UE public Eribed company ad 8 maimder Tiem of ihes
. .kpmg.m.uk EPIAG network of Indesendent mesnbar Thens afilatad with EPMGE

" Istarnaticesl Conparadive |"KFMGE Intermationsl™), & Sedss andty. AR rights
H.B. This cortificats relstes to B Informstion Seoarity ressrved The EFMG marrs and logo ars registersd tmdemerka ol KRG
Missagaenant Syt and not o the produsts or servces of Internaticeal.

e peetified ongarisation.
This certificate provides confirneton of complanos with IEOREC IT000:2013
This carifiabs nemsis tha proparty of KPS Sudit Plo e o focrl EONTUILD 6 S s ofinoe Gelvensd (1 Boooidsnos with LAASE

Validity of This certifcste can b vailfled by comisoting — .

kpmgesnilicationasrdons@prmg co uk with your quary. Aagistecsd cffize: 15 Canads Square. London, E14 5GL.
AT dited effice: Ona Snowehil, Sreve Hill O v. Biringham, B4 8GH
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ISO/IEC 22301:2012 — UK

Cuent issue dale 15 Ocinber 220 Crrigiral appemai{s
Expry gaie: 3 Aprd 223 150 2230 - 24 Febnary 204
‘Corificate idently namber: Lve=r e

I ; Llowyd’s

Reqgister

Certificate of Approval

Thiz is to certify that the Management System of:

Vodafone Ltd

Vodafone Howse, The Connection, Newbury, RG14 2FMN, United Kingdom

has been approved by Lioyd's Register o the following standards:
IS0 22301:2012

Approval number{s}: 150 22301 — DD0BT35

The scope of this approval is applicable to:

Vioice data services provided by Viodafone UK fior its global telecommunications services.

Issiad by: Lioyd's Register Quaiity Assurance Limited

QA e
WAL D

LIKAS

o

i= afiaies and subsidiaries, induding Lioyds Regisher Cusity Assumnce Limited (LROA), and el

oragents

Lioye's Fegisier Group Limites, respectve OFicers, ETpioyees

e, Indhicually and colecfvely, nsfemed io in this cause: as Uoyd's Regisier. Liopd's Riegisier assumes no resporsihiBty amd sihod mot be- ahis fo amy person for amy loms,
damage or expense Al by reiance on the: idbrerafion or advio= n Sis donsment or howsoever provided, unkess Bat person has signed & contract wilf the reevant Lioyd's
Risgisher antity for the provision of this informoafon oradvice and in Fal mee any resporsinlBy or Esbi By ks evciushesly on the tems and condiBons: s=f out in Bat oontract.

lmmued oy LloyeP's Ragister Quasity Assursnee Limted, 1 Trinty Park. Bickenhill Lsne. Birmingham 537 TEE, Uinied Kngaom
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ISO/IEC 27001:2013 — ALBANIA

[ Cartificarta ke oy 1033045
| |G},.’I!'i S ] ¥ P

Register

Curr e s dk 4 Fabnaary 2021 el appros s
Expiry dale 3 Fabnary 2004 FBOMES FT001 - 4 Fabruary 2013

Certificate of Approval

This iz to certify that the Management System of:

Vodafone Albania Sh.A

Kashar, Autostrata Teane-Durmes Rr. Nr. 81, Pavaresia, 1001 Tirana, Albania

has been approved by Uoyd's Register o the following standards:
ISOJIEC 27001:2013

Approval number(s): ISONEC 27001 — 0084420

The scope of this approval is applicable to:
Prowision and Dedivery of Telecommunication and [T senvices (Voice and Data). Commercial trade of mobiefxed communication and

: -
Stterment of applicabiity [SoA) (May, 2017}

I KaS
A
i

Tor and on bahalf of: Lioyis Reglsier Quallty Assurance Limited

Lhoyifs Foagie ey Growp Limied, Is afiiales and subsidisries, indudng Lioyds Regster Jusily Assurano Limilss [LROA), and D raspe e ofloss, empipssd o7 agels
are, indkidualy an collecively, miemod fo i this dause o LspTs Regitter. Lopeds Register seaurmss mo resote bty and shal ool e Gabis b sy person o oy (o,
ERTIE OF SO st By e on T Iformabion of asvios in this Socument OF Rowsoewer provided, Uitese Bl pemsan his sigred o coniras wi Th relevant Loy
Risgstsr anify for the provision of s infarmafion of advics Bnd i1 el cass ey responadty of labilty & sclabely on the larms and condBions ket sul in thal contrect

meusd By Heleek Lise®s BA, S48 Syggreu Avanis, Ha Bhes 17574 At Cresds for and of behall of: Lisals Fagister Cually Sssurancs Livsied, 1 Triaky Park, Blckenhal
L, Eliringnanm B37 TES, Linilsd Kirgeiom
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DNWV-GL

MANAGEMENT SYSTEM
CERTIFICATE

Cortificals No: Initial certsfication date: Walid -
2801 30-200 7-AIS-DEN-UKAS 11 Dwscosmbser 2017 11 Dwosmber 2020 - 11 Deosmber 2023

This is to certify that the management system of

Nuuday A/S - TDC Erhverv — NetDesign -

Professional Service

Teglholmsgade 1, 0900 Kpbenhavn C, Denmark
and the sites as mentioned in the appendix accompanying this certificate

has been found to conform to the Information Securnity Management Systam
standard:
ISO/IEC 27001:2013

This certificate is valid for the following scope:

Operation and support of customers IT infrastructure, comprehensive
procedures for operation, support, monitoring and maintenance of IT
services at customers and IT support environment in accordance with the
statement of applicability version 1.3.1
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ISO/IEC 27001:2013 — FRANCE
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AFNOR Certification certifie que le systéme de management mis en place par

SFR

sous la marque commercialefunder the tradename
SFR BUSINESS

pour kes activités suivantes -
PRESTATIONE DE 3ERVICES BANADES DU CENTRE IV EXPLOITATION 3ERVICES [CES),
DU CENTRE OPERATIONNEL DE LA SECURITE (COS), DU CLOUD COMPUTING {CLOUD V3,

ET PRESTATIONS D'HEBERGEMENT DE COLOCATION AL SEIN DES DATACENTERS.
DECLARATION D"APPLICABILITE du 10/01/2020

MANAGED SERVICES OF THE SERVICE OPERATIONS CENTER (CES),
SECURITY OPERATIONAL CENTER {COS5), CLOUD COMPUTING (CLOUD Vv3),
AND COLOCATION SERVICES IN THE DATACENTERS.
STATEMENT OF APPLICABILITY: January 1!1‘"', 2020
a et evalue ef juge conforme aux exigences requises par
has been assessed and found fo meef the requirements of:

ISO/IEC 27001 : 2013

et est déploye sur les sites suivanis
and i5 developed on the following locations:

ALTICE CAMPUS : 16 RUE DU GENERAL ALAIN DE BOISSIEU FR-T5015 PARIS
Liste des sites cerfifies an annaxe | List of cerfified locstions on appendi
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1. Definitions used in the contract
1.1 Interpret this Contract using Joint Schedule 1 (Definitions).

2. How the contract works
2.1 The Supplier is eligible for the award of Call-Off Contracts during the Framework Contract Period.

2.2 CCS doesn’t guarantee the Supplier any exclusivity, quantity or value of work under the Framework
Contract.

2.3 CCS has paid one penny to the Supplier legally to form the Framework Contract. The
Supplier acknowledges this payment.

2.4 If the Buyer decides to buy Deliverables under the Framework Contract it must use Framework
Schedule 7 (Call-Off Award Procedure) and must state its requirements using Framework Schedule 6 (Order
Form Template and Call-Off Schedules). If allowed by the Regulations, the Buyer can:

make changes to Framework Schedule 6 (Order Form Template and Call-Off Schedules)
create new Call-Off Schedules

exclude optional template Call-Off Schedules

use Special Terms in the Order Form to add or change terms

2.5 Each Call-Off Contract:

is a separate Contract from the Framework Contract

is between a Supplier and a Buyer

includes Core Terms, Schedules and any other changes or items in the completed Order Form
survives the termination of the Framework Contract

2.6 Where the Supplier is approached by an eligible buyer requesting Deliverables or substantially similar
goods or services, the Supplier must tell them about this Framework Contract before accepting their order.
The Supplier will promptly notify CCS if the eligible buyer won’t use this Framework Contract.

Special Term 1: Core Terms Clause 2.6 — Deletes the last sentence: “The Supplier will promptly notify CCS if
the eligible buyer won’t use this Framework Contract.”

2.7 The Supplier acknowledges it has all the information required to perform its obligations under each
Contract before entering into a Contract. When information is provided by a Relevant Authority no warranty of

its accuracy is given to the Supplier.

2.8 The Supplier won’t be excused from any obligation, or be entitled to additional Costs or Charges
because it failed to either:

e verify the accuracy of the Due Diligence Information
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e properly perform its own adequate checks
2.9 CCS and the Buyer won't be liable for errors, omissions or misrepresentation of any information.

2.10 The Supplier warrants and represents that all statements made and documents submitted as part
of the procurement of Deliverables are and remain true and accurate.

2.11 Special Term 2: Adds new clause: The Supplier shall operate the Catalogue in accordance with
Framework Schedule 1 (Specification).

3. What needs to be delivered

3.1 Alldeliverables
3.1.1 The Supplier must provide Deliverables:

e that comply with the Specification, the Framework Tender Response and, in relation to a Call-
Off Contract, the Call-Off Tender (if there is one)

to a professional standard
using reasonable skill and care
using Good Industry Practice

using its own policies, processes and internal quality control measures as long as they
don’t conflict with the Contract

on the dates agreed
that comply with Law

3.1.2 The Supplier must provide Deliverables with a warranty of at least 90 days from Delivery against
all obvious defects.

3.2 Goods clauses
3.2.1 All Goods delivered must be new, or as new if recycled, unused and of recent origin.

3.2.2 All manufacturer warranties covering the Goods must be assignable to the Buyer on request and
for free.

Special Term 3: Core Terms Clause 3.2.2 — deletes the Clause.

3.2.3 The Supplier transfers ownership of the Goods on Delivery or payment for those Goods, whichever is
earlier.

3.2.4 Riskin the Goods transfers to the Buyer on Delivery of the Goods, but remains with the Supplier if
the Buyer notices damage following Delivery and lets the Supplier know within 3 Working Days of Delivery.

3.2.5 The Supplier warrants that it has full and unrestricted ownership of the Goods at the time of transfer
of ownership.
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3.2.6 The Supplier must deliver the Goods on the date and to the specified location during the
Buyer’s working hours.

3.2.7 The Supplier must provide sufficient packaging for the Goods to reach the point of Delivery safely
and undamaged.

3.2.8 All deliveries must have a delivery note attached that specifies the order number, type and quantity of
Goods.

3.2.9 The Supplier must provide all tools, information and instructions the Buyer needs to make use of
the Goods.

3.2.10 The Supplier must indemnify the Buyer against the costs of any Recall of the Goods and give notice
of actual or anticipated action about the Recall of the Goods.

3.2.11 The Buyer can cancel any order or part order of Goods which has not been Delivered. If the Buyer gives
less than 14 days notice then it will pay the Supplier’s reasonable and proven costs already incurred on the
cancelled order as long as the Supplier takes all reasonable steps to minimise these costs.

Special Term 4: Core Terms Clause 3.2.11 - Deletes the Clause.

3.2.12 The Supplier must at its own cost repair, replace, refund or substitute (at the Buyer’s option and
request) any Goods that the Buyer rejects because they don’t conform with Clause 3. If the Supplier doesn’t
do this it will pay the Buyer’s costs including repair or re-supply by a third party.

3.3 Services clauses
3.3.1 Late Delivery of the Services will be a Default of a Call-Off Contract.

3.3.2 The Supplier must co-operate with the Buyer and third party suppliers on all aspects connected
with the Delivery of the Services and ensure that Supplier Staff comply with any reasonable instructions.

3.3.3 The Supplier must at its own risk and expense provide all Supplier Equipment required to Deliver
the Services.

3.3.4 The Supplier must allocate sufficient resources and appropriate expertise to each Contract.

3.3.5 The Supplier must take all reasonable care to ensure performance does not disrupt the
Buyer’s operations, employees or other contractors.

3.3.6 The Supplier must ensure all Services, and anything used to Deliver the Services, are of good quality
and free from defects.

3.3.7 The Buyer is entitled to withhold payment for partially or undelivered Services, but doing so does not
stop it from using its other rights under the Contract.

4  Pricing and payments

C2 General



DocuSign Envelope ID: 5ACODEF5-2EDB-4926-AEEF-D5656C54B61C

4.1 In exchange for the Deliverables, the Supplier must invoice the Buyer for the Charges in the
Order Form.

4.2 CCS must invoice the Supplier for the Management Charge and the Supplier must pay it using the
process in Framework Schedule 5 (Management Charges and Information).

4.3 All Charges and the Management Charge:

e exclude VAT, which is payable on provision of a valid VAT invoice

e include all costs connected with the Supply of Deliverables

4.4 The Buyer must pay the Supplier the Charges within 30 days of receipt by the Buyer of a valid,
undisputed invoice, in cleared funds using the payment method and details stated in the Order Form.

4.5 A Supplier invoice is only valid if it:

® includesall appropriate references including the Contract reference number and other details
reasonably requested by the Buyer
includes a detailed breakdown of Delivered Deliverables and Milestone(s) (if any)

e doesn’tinclude any Management Charge (the Supplier must not charge the Buyer in any way
for the Management Charge)

4.6 The Buyer may retain or set-off payment of any amount owed to it by the Supplier if notice and reasons
are provided.

4.7 The Supplier must ensure that all Subcontractors are paid, in full, within 30 days of receipt of a valid,
undisputed invoice. If this doesn’t happen, CCS or the Buyer can publish the details of the late payment or
non-payment.

4.8 If CCS or the Buyer can get more favourable commercial terms for the supply at cost of any materials,
goods or services used by the Supplier to provide the Deliverables and that cost is reimbursable by the Buyer,
then CCS or the Buyer may either:

e require the Supplier to replace its existing commercial terms with the more favourable
terms offered for the relevant items
e enterinto a direct agreement with the Subcontractor or third party for the relevant item

49 If CCS or the Buyer uses Clause 4.8 then the Framework Prices (and where applicable, the Charges)
must be reduced by an agreed amount by using the Variation Procedure.

4.10 CCSand the Buyer's right to enter into a direct agreement for the supply of the relevant items is
subject to both:

e therelevant item being made available to the Supplier if required to provide the Deliverables
e anyreduction in the Framework Prices (and where applicable, the Charges) excludes any
unavoidable costs that must be paid by the Supplier for the substituted item, including
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any licence fees or early termination charges

4.11 The Supplier has no right of set-off, counterclaim, discount or abatement unless they’re ordered to
do so by a court.

5. The buyer’s obligations to the supplier

5.1 If Supplier Non-Performance arises from an Authority Cause:

neither CCS or the Buyer can terminate a Contract under Clause 10.4.1

the Supplier is entitled to reasonable and proven additional expenses and to relief from Delay
Payments, liability and Deduction under this Contract

the Supplier is entitled to additional time needed to make the Delivery

the Supplier cannot suspend the ongoing supply of Deliverables

5.2 Clause 5.1 only applies if the Supplier:

e gives notice to the Party responsible for the Authority Cause within 10 Working Days of
becoming aware

e demonstrates that the Supplier Non-Performance only happened because of the Authority
Cause

e mitigated the impact of the Authority Cause

6. Record keeping and reporting

6.1 The Supplier must attend Progress Meetings with the Buyer and provide Progress Reports when
specified in the Order Form.

6.2 The Supplier must keep and maintain full and accurate records and accounts on everything to do
with the Contract for 7 years after the End Date.

6.3 The Supplier must allow any Auditor access to their premises to verify all contract accounts and
records of everything to do with the Contract and provide copies for an Audit.

6.4 The Supplier must provide information to the Auditor and reasonable co-operation at their request.

6.5 If the Supplier is not providing any of the Deliverables, or is unable to provide them, it must
immediately:

e tellthe Relevant Authority and give reasons
® propose corrective action
e provide a deadline for completing the corrective action

6.6 The Supplier must provide CCS with a Self Audit Certificate supported by an audit report at the end
of each Contract Year. The report must contain:

e the methodology of the review
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e thesampling techniques applied
e details of anyissues
e anyremedial action taken

6.7 The Self Audit Certificate must be completed and signed by an auditor or senior member of
the Supplier’s management team that is qualified in either a relevant audit or financial discipline.

7. Supplier staff

7.1 The Supplier Staff involved in the performance of each Contract must:

® be appropriately trained and qualified
e be vetted using Good Industry Practice and the Security Policy
e comply with all conduct requirements when on the Buyer’s Premises

7.2 Where a Buyer decides one of the Supplier’s Staff isn’t suitable to work on a contract, the Supplier
must replace them with a suitably qualified alternative.

7.3 If requested, the Supplier must replace any person whose acts or omissions have caused the Supplier
to breach Clause 27.

7.4 The Supplier must provide a list of Supplier Staff needing to access the Buyer’s Premises and say
why access is required.

7.5 The Supplier indemnifies CCS and the Buyer against all claims brought by any person employed by
the Supplier caused by an act or omission of the Supplier or any Supplier Staff.

8. Rights and protection

8.1 The Supplier warrants and represents that:

e it has full capacity and authority to enter into and to perform each Contract

e each Contract is executed by its authorised representative

e itisalegally valid and existing organisation incorporated in the place it was formed

e there are no known legal or regulatory actions or investigations before any court, administrative
body or arbitration tribunal pending or threatened against it or its Affiliates that might affect its
ability to perform each Contract

e it maintains all necessary rights, authorisations, licences and consents to perform its
obligations under each Contract

e it doesn’t have any contractual obligations which are likely to have a material adverse effect
on its ability to perform each Contract
it is not impacted by an Insolvency Event
it will comply with each Call-Off Contract

8.2 The warranties and representations in Clauses 2.10 and 8.1 are repeated each time the Supplier
provides Deliverables under the Contract.
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8.3 The Supplier indemnifies both CCS and every Buyer against each of the following:

e wilful misconduct of the Supplier, Subcontractor and Supplier Staff that impacts the Contract
e non-payment by the Supplier of any tax or National Insurance

8.4 All claims indemnified under this Contract must use Clause 26.

8.5 CCS or a Buyer can terminate the Contract for breach of any warranty or indemnity where they
are entitled to do so.

8.6 If the Supplier becomes aware of a representation or warranty that becomes untrue or misleading, it
must immediately notify CCS and every Buyer.

8.7 All third party warranties and indemnities covering the Deliverables must be assigned for the Buyer’s
benefit by the Supplier.
Special Term 5: Core Terms Clause 8.7 — Deletes current text and replace with:

“The Supplier shall assign to the Buyer, or if it is unable to do so, shall (to the extent it is legally able to do so)
hold on trust for the sole benefit of the Buyer, all warranties and indemnities provided by third parties in
respect of the Deliverables. Where any such warranties are held on trust, the Supplier shall enforce such
warranties in accordance with any reasonable directions that the Buyer may notify from time to time to the
Supplier.”

9. Intellectual Property Rights (IPRs)

9.1 Each Party keeps ownership of its own Existing IPRs. The Supplier gives the Buyer a non-exclusive,
perpetual, royalty-free, irrevocable, transferable worldwide licence to use, change and sub-license the
Supplier’s Existing IPR to enable it to both:

e receive and use the Deliverables
e make use of the deliverables provided by a Replacement Supplier

9.2 Any New IPR created under a Contract is owned by the Buyer. The Buyer gives the Supplier a licence to
use any Existing IPRs and New IPRs for the purpose of fulfilling its obligations during the Contract Period.

9.3 Where a Party acquires ownership of IPRs incorrectly under this Contract it must do everything
reasonably necessary to complete a transfer assigning them in writing to the other Party on request and at its
own cost.

9.4 Neither Party has the right to use the other Party’s IPRs, including any use of the other Party’s
names, logos or trademarks, except as provided in Clause 9 or otherwise agreed in writing.

9.5 If there is an IPR Claim, the Supplier indemnifies CCS and each Buyer against all losses, damages, costs
or expenses (including professional fees and fines) incurred as a result.

9.6 If an IPR Claim is made or anticipated the Supplier must at its own expense and the Buyer’s sole
option, either:
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e obtain for CCS and the Buyer the rights in Clause 9.1 and 9.2 without infringing any third
party IPR

e replace or modify the relevant item with substitutes that don’t infringe IPR without adversely
affecting the functionality or performance of the Deliverables

10. Endingthe contract

10.1  The Contract takes effect on the Start Date and ends on the End Date or earlier if required by Law.

10.2 The Relevant Authority can extend the Contract for the Extension Period by giving the Supplier no less
than 3 Months' written notice before the Contract expires.

10.3 Ending the contract without a reason
10.3.1 CCS has the right to terminate the Framework Contract at any time without reason or liability by
giving the Supplier at least 30 days' notice and if it’s terminated Clause 10.5.2 to 10.5.7 applies.

10.3.2 Each Buyer has the right to terminate their Call-Off Contract at any time without reason or liability
by giving the Supplier not less than 90 days' written notice and if it’s terminated Clause 10.5.2 t0 10.5.7
applies.

Special Term 6: Core Terms Clause 10.3.2 - Deletes current text and replaces with the following:

“Each Buyer has the right to terminate their Call-Off Contract at any time by giving the Supplier not less than
the minimum period of notice specified in the Order Form. Under such circumstances the Buyer agrees to pay
the Supplier’s reasonable and proven unavoidable Losses resulting from termination of the Call- Off Contract,
provided that the Supplier takes all reasonable steps to minimise such Losses. The Supplier will give the
Customer a fully itemised list of such Losses, with supporting evidence, to support their claim for payment.
After the Call-Off Contract ends Clauses 10.5.2 to 10.5.7 will apply.”

10.4 When CCS or the buyer can end a contract

10.4.1 If any of the following events happen, the Relevant Authority has the right to immediately terminate its
Contract by issuing a Termination Notice to the Supplier:

e there’saSupplier Insolvency Event
there’s a Contract Default that is not corrected in line with an accepted Rectification Plan

the Relevant Authority rejects a Rectification Plan or the Supplier does not provide it within
10 days of the request

e there’s any material default of the Contract
there’s a Default of Clauses 2.10, 9, 14, 15, 27, 32 or Framework Schedule 9 (Cyber Essentials)
(where applicable) relating to any Contract

e there’s a consistent repeated failure to meet the Performance Indicators in Framework
Schedule 4 (Framework Management)

e there’s a Change of Control of the Supplier which isn’t pre-approved by the Relevant
Authority in writing

e there’s a Variation to a Contract which cannot be agreed using Clause 24 (Changing

C2 General



DocuSign Envelope ID: 5ACODEF5-2EDB-4926-AEEF-D5656C54B61C

the contract) or resolved using Clause 34 (Resolving disputes)

e if the Relevant Authority discovers that the Supplier was in one of the situations in 57 (1)
or 57(2) of the Regulations at the time the Contract was awarded

e the Court of Justice of the European Union uses Article 258 of the Treaty on the Functioning of
the European Union (TFEU) to declare that the Contract should not have been awarded to the
Supplier because of a serious breach of the TFEU or the Regulations

e the Supplier or its Affiliates embarrass or bring CCS or the Buyer into disrepute or diminish
the public trust in them

10.4.2 CCS may terminate the Framework Contract if a Buyer terminates a Call-Off Contract for any of the
reasons listed in Clause 10.4.1.

10.4.3 If there is a Default, the Relevant Authority can, without limiting its other rights, request that
the Supplier provide a Rectification Plan.

10.4.4 When the Relevant Authority receives a requested Rectification Plan it can either:

e reject the Rectification Plan or revised Rectification Plan, giving reasons

® accept the Rectification Plan or revised Rectification Plan (without limiting its rights) and the
Supplier must immediately start work on the actions in the Rectification Plan at its own cost,

unless agreed otherwise by the Parties
10.4.5 Where the Rectification Plan or revised Rectification Plan is rejected, the Relevant Authority:

e must give reasonable grounds for its decision
e may request that the Supplier provides a revised Rectification Plan within 5 Working Days

10.4.6 If any of the eventsin 73 (1) (a) to (c) of the Regulations happen, the Relevant Authority has the right
to immediately terminate the Contract and Clause 10.5.2 to 10.5.7 applies.

10.5 What happens if the contract ends
Where the Relevant Authority terminates a Contract under Clause 10.4.1 all of the following apply:

10.5.1 The Supplier is responsible for the Relevant Authority’s reasonable costs of procuring
Replacement Deliverables for the rest of the Contract Period.

10.5.2 The Buyer’s payment obligations under the terminated Contract stop immediately.
10.5.3 Accumulated rights of the Parties are not affected.

10.5.4 The Supplier must promptly delete or return the Government Data except where required
to retain copies by law.

10.5.5 The Supplier must promptly return any of CCS or the Buyer’s property provided under the
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terminated Contract.

10.5.6 The Supplier must, at no cost to CCS or the Buyer, co-operate fully in the handover and
re-procurement (including to a Replacement Supplier).

10.5.7 The following Clauses survive the termination of each Contract: 3.2.10, 6, 7.2, 9, 11, 14, 15, 16,
17, 18, 34, 35 and any Clauses and Schedules which are expressly or by implication intended to
continue.

Special Term 12: Core Terms — replace the existing Clause 10.5.7 as below:

10.5.7: The following Clauses survive the termination of each Contract: 3.2.10, 6, 7.5, 9, 11, 14, 15, 16,
17, 18, 34, 35 and any Clauses and Schedules which are expressly or by implication intended to
continue.

10.6 When the supplier can end the contract

10.6.1 The Supplier can issue a Reminder Notice if the Buyer does not pay an undisputed invoice on time.
The Supplier can terminate a Call-Off Contract if the Buyer fails to pay an undisputed invoiced sum due and
worth over 10% of the annual Contract Value within 30 days of the date of the Reminder Notice.

10.6.2 If a Supplier terminates a Call-Off Contract under Clause 10.6.1:

the Buyer must promptly pay all outstanding Charges incurred to the Supplier

the Buyer must pay the Supplier reasonable committed and unavoidable Losses as long as the
Supplier provides a fully itemised and costed schedule with evidence - the maximum value of
this payment is limited to the total sum payable to the Supplier if the Contract had not been
terminated

e Clauses10.5.4t010.5.7 apply

Special Term 13: Core Terms — replace the existing Clause 10.6.2 as below:

10.6.2: If a Supplier terminates a Call-Off Contract under Clause 10.6.1:

the Buyer must promptly pay all outstanding Charges incurred to the Supplier
the Buyer must pay the Supplier reasonable committed and unavoidable Losses as long as the
Supplier provides a fully itemised and costed schedule with evidence - the maximum value of this

payment is limited to the total sum payable to the Supplier if the Contract had not been terminated.
Clauses 10.5.3 to 10.5.7 apply.

10.7 When subcontracts can be ended
At the Buyer’s request, the Supplier must terminate any Subcontracts in any of the following events:
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® aSubcontractor or its Affiliates embarrasses or brings into disrepute or diminishes the
public trustin the Relevant Authority

10.8 Partially ending and suspending the contract

10.8.1 Where CCS has the right to terminate the Framework Contract it can suspend the Supplier's ability to
accept Orders (for any period) and the Supplier cannot enter into any new Call-Off Contracts during this
period. If this happens, the Supplier must still meet its obligations under any existing Call-Off Contracts that
have already been signed.

10.8.2 Where CCS has the right to terminate a Framework Contract it is entitled to terminate all or part of it.

10.8.3 Where the Buyer has the right to terminate a Call-Off Contract it can terminate or suspend (for any
period), all or part of it. If the Buyer suspends a Contract it can provide the Deliverables itself or buy them
from a third party.

10.8.4 The Relevant Authority can only partially terminate or suspend a Contract if the remaining parts of
that Contract can still be used to effectively deliver the intended purpose.

10.8.5 The Parties must agree any necessary Variation required by Clause 10.8 using the Variation
Procedure, but the Supplier may not either:

® reject the Variation
® increase the Charges, except where the right to partial termination is under Clause 10.3

10.8.6 The Buyer can still use other rights available, or subsequently available to it if it acts on its rights
under Clause 10.8.

11. How much you can be held responsible for

11.1 Each Party's total aggregate liability in each Contract Year under this Framework Contract (whether
in tort, contract or otherwise) is no more than £100,000.

11.2  Each Party's total aggregate liability in each Contract Year under each Call-Off Contract (whether in
tort, contract or otherwise) is no more than the greater of £5 million or 150% of the Estimated Yearly Charges
unless specified in the Call-Off Order Form

Special Term 7: Core Terms Clause 11.2 —amends “£5 million” to “£1 million

11.3  No Party s liable to the other for:

e anyindirect Losses
e Loss of profits, turnover, savings, business opportunities or damage to goodwill (in each case

whether direct or indirect)

11.4 Inspite of Clause 11.1 and 11.2, neither Party limits or excludes any of the following:
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e tsliability for death or personal injury caused by its negligence, or that of its employees, agents
or Subcontractors

its liability for bribery or fraud or fraudulent misrepresentation by it or its employees
any liability that cannot be excluded or limited by Law
e itsobligation to pay the required Management Charge or Default Management Charge

11.5 Inspite of Clauses 11.1 and 11.2, the Supplier does not limit or exclude its liability for any indemnity
given under Clauses 7.5, 8.3, 9.5, 12.2 or 14.9 or Call-Off Schedule 2 (Staff Transfer) of a Contract.

11.6  Each Party must use all reasonable endeavours to mitigate any Loss or damage which it suffers under
or in connection with each Contract, including any indemnities.

11.7 When calculating the Supplier’s liability under Clause 11.1 or 11.2 the following items will not be taken
into consideration:

e Deductions
e anyitems specified in Clause 11.5

11.8 If more than one Supplier is party to a Contract, each Supplier Party is fully responsible for both their
own liabilities and the liabilities of the other Suppliers.

12. Obeying the law

12.1  The Supplier must use reasonable endeavours to comply with the provisions of Joint Schedule 5
(Corporate Social Responsibility).

12.2  The Supplier indemnifies CCS and every Buyer against any costs resulting from any Default by
the Supplier relating to any applicable Law to do with a Contract.

12.3  The Supplier must appoint a Compliance Officer who must be responsible for ensuring that the
Supplier complies with Law, Clause 12.1 and Clauses 27 to 32.

13. Insurance

The Supplier must, at its own cost, obtain and maintain the Required Insurances in Joint Schedule 3 (Insurance
Requirements) and any Additional Insurances in the Order Form.

14. Data protection

14.1 The Relevant Authority is the Controller and the Supplier is the Processor for the purposes of the Data
Protection Legislation.

Special Term 8: Core Terms Clause 14.1 - Deletes the Clause and replaces with:

“The Parties acknowledge that for the purposes of the Data Protection Legislation, the Relevant Authority is
the Controller and the Supplier is the Processor unless otherwise specified in Joint Schedule 11.”
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14.2  The Supplier must process Personal Data and ensure that Supplier Staff process Personal Data only
in accordance with Joint Schedule 11 (Processing Data).

14.3  The Supplier must not remove any ownership or security notices in or relating to the Government Data.

14.4 The Supplier must make accessible back-ups of all Government Data, stored in an agreed off-site
location and send the Buyer copies every 6 Months.

14.5 The Supplier must ensure that any Supplier system holding any Government Data, including back-
up data, is a secure system that complies with the Security Policy and any applicable Security Management
Plan.

Special Term 9: Core Terms 14.5 — deletes the Clause and replaces with:

“The Supplier shall ensure that any system on which the Supplier holds any Government Data, including
backup data, is a secure system, and for Call-Off Contracts that it will comply with the relevant Buyer’s
requirements in respect of Call-Off Schedule 9.”

14.6 If at any time the Supplier suspects or has reason to believe that the Government Data
provided under a Contract is corrupted, lost or sufficiently degraded, then the Supplier must notify the
Relevant Authority and immediately suggest remedial action.

14.7 If the Government Data is corrupted, lost or sufficiently degraded so as to be unusable the
Relevant Authority may either or both:

e tell the Supplier to restore or get restored Government Data as soon as practical but no
later than 5 Working Days from the date that the Relevant Authority receives notice, or the
Supplier finds out about the issue, whichever is earlier

e restore the Government Data itself or using a third party

14.8 The Supplier must pay each Party’s reasonable costs of complying with Clause 14.7 unless CCS or
the Buyer is at fault.

14.9 The Supplier:

® must provide the Relevant Authority with all Government Data in an agreed open format
within 10 Working Days of a written request

e must have documented processes to guarantee prompt availability of Government Data if
the Supplier stops trading

e must securely destroy all Storage Media that has held Government Data at the end of life of
that media using Good Industry Practice

e securely erase all Government Data and any copies it holds when asked to do so by CCS or
the Buyer unless required by Law to retain it

e indemnifies CCS and each Buyer against any and all Losses incurred if the Supplier
breaches Clause 14 and any Data Protection Legislation.
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15. What you must keep confidential

15.1

15.2

Each Party must:

keep all Confidential Information it receives confidential and secure

not disclose, use or exploit the Disclosing Party’s Confidential Information without the
Disclosing Party's prior written consent, except for the purposes anticipated under the
Contract

immediately notify the Disclosing Party if it suspects unauthorised access, copying, use or
disclosure of the Confidential Information

In spite of Clause 15.1, a Party may disclose Confidential Information which it receives from the

Disclosing Party in any of the following instances:

15.3

where disclosure is required by applicable Law or by a court with the relevant jurisdiction if the
Recipient Party notifies the Disclosing Party of the full circumstances, the affected Confidential
Information and extent of the disclosure

if the Recipient Party already had the information without obligation of confidentiality before it
was disclosed by the Disclosing Party

if the information was given to it by a third party without obligation of confidentiality

if the information was in the public domain at the time of the disclosure

if the information was independently developed without access to the Disclosing Party’s
Confidential Information

to its auditors or for the purposes of regulatory requirements

on a confidential basis, to its professional advisers on a need-to-know basis

to the Serious Fraud Office where the Recipient Party has reasonable grounds to believe that
the Disclosing Party is involved in activity that may be a criminal offence under the Bribery Act
2010

The Supplier may disclose Confidential Information on a confidential basis to Supplier Staff on a

need-to-know basis to allow the Supplier to meet its obligations under the Contract. The Supplier Staff must
enter into a direct confidentiality agreement with the Relevant Authority at its request.

15.4  CCS or the Buyer may disclose Confidential Information in any of the following cases:

15.5

C2 General

on a confidential basis to the employees, agents, consultants and contractors of CCS or the
Buyer

on a confidential basis to any other Central Government Body, any successor body to a Central
Government Body or any company that CCS or the Buyer transfers or proposes to transfer all or
any part of its business to

if CCS or the Buyer (acting reasonably) considers disclosure necessary or appropriate to carry
out its public functions

where requested by Parliament

under Clauses 4.7 and 16

For the purposes of Clauses 15.2 to 15.4 references to disclosure on a confidential basis means
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disclosure under a confidentiality agreement or arrangement including terms as strict as those required in
Clause 15.

15.6  Transparency Information is not Confidential Information.

15.7 The Supplier must not make any press announcement or publicise the Contracts or any part of them in
any way, without the prior written consent of the Relevant Authority and must take all reasonable steps to

ensure that Supplier Staff do not either.

16. When you can share information
16.1 The Supplier must tell the Relevant Authority within 48 hours if it receives a Request For Information.

16.2  Within the required timescales the Supplier must give CCS and each Buyer full co-operation
and information needed so the Buyer can:

e publish the Transparency Information
e comply with any Freedom of Information Act (FOIA) request
e comply with any Environmental Information Regulations (EIR) request

16.3  The Relevant Authority may talk to the Supplier to help it decide whether to publish information
under Clause 16. However, the extent, content and format of the disclosure is the Relevant Authority’s
decision, which does not need to be reasonable.

17. Invalid parts of the contract

If any part of a Contract is prohibited by Law or judged by a court to be unlawful, void or unenforceable, it
must be read as if it was removed from that Contract as much as required and rendered ineffective as far as
possible without affecting the rest of the Contract, whether it’s valid or enforceable.

18. No other terms apply

The provisions incorporated into each Contract are the entire agreement between the Parties. The
Contract replaces all previous statements and agreements whether written or oral. No other provisions

apply.

19. Other people’s rights in a contract

No third parties may use the Contracts (Rights of Third Parties) Act (CRTPA) to enforce any term of the Contract
unless stated (referring to CRTPA) in the Contract. This does not affect third party rights and remedies that exist
independently from CRTPA.

20. Circumstances beyond your control
20.1 Any Party affected by a Force Majeure Event is excused from performing its obligations under a
Contract while the inability to perform continues, if it both:

e provides a Force Majeure Notice to the other Party
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e uses all reasonable measures practical to reduce the impact of the Force Majeure Event

20.2  Either party can partially or fully terminate the affected Contract if the provision of the Deliverables
is materially affected by a Force Majeure Event which lasts for 90 days continuously.

20.3 Where a Party terminates under Clause 20.2:

e each party must cover its own Losses
e Clause 10.5.2 t0 10.5.7 applies

21. Relationships created by the contract

No Contract creates a partnership, joint venture or employment relationship. The Supplier must represent
themselves accordingly and ensure others do so.

22. Giving up contract rights

A partial or full waiver or relaxation of the terms of a Contract is only valid if it is stated to be a waiver in
writing to the other Party.

23. Transferringresponsibilities
23.1 The Supplier cannot assign a Contract without the Relevant Authority’s written consent.

23.2  The Relevant Authority can assign, novate or transfer its Contract or any part of it to any Crown Body,
public or private sector body which performs the functions of the Relevant Authority.

23.3  When CCS or the Buyer uses its rights under Clause 23.2 the Supplier must enter into a novation
agreement in the form that CCS or the Buyer specifies.

23.4 The Supplier can terminate a Contract novated under Clause 23.2 to a private sector body that is
experiencing an Insolvency Event.

23.5 The Supplier remains responsible for all acts and omissions of the Supplier Staff as if they were its own.

23.6  If CCS or the Buyer asks the Supplier for details about Subcontractors, the Supplier must provide
details of Subcontractors at all levels of the supply chain including:

e theirname
e the scope of their appointment
e theduration of their appointment

24. Changing the contract
24.1  Either Party can request a Variation to a Contract which is only effective if agreed in writing and signed
by both Parties

24.2  The Supplier must provide an Impact Assessment either:
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e with the Variation Form, where the Supplier requests the Variation
e within the time limits included in a Variation Form requested by CCS or the Buyer

Special Term 10: Core Terms Clause 24.2 — adds the following additional text at the end of the Clause:

“If the Supplier needs resources other than those ordinarily used in the provision of the Service in order to
complete an Impact Assessment requested by the Buyer, the Supplier must tell the Buyer before beginning
the Impact Assessment. If the Buyer wants the Impact Assessment to go ahead, the Buyer shall pay any
reasonable costs incurred by the Supplier in producing the Impact Assessment. To be clear, the Supplier will
not be able to recover costs incurred during the Impact Assessment that the Buyer didn’t agree before the
Impact Assessment began.”

24.3 If the Variation to a Contract cannot be agreed or resolved by the Parties, CCS or the Buyer can either:

e agree that the Contract continues without the Variation

e terminate the affected Contract, unless in the case of a Call-Off Contract, the Supplier has
already provided part or all of the provision of the Deliverables, or where the Supplier can show
evidence of substantial work being carried out to provide them

e referthe Dispute to be resolved using Clause 34 (Resolving Disputes)
24.4 CCSand the Buyer are not required to accept a Variation request made by the Supplier.

24.5 Ifthereis a General Change in Law, the Supplier must bear the risk of the change and is not entitled to
ask for an increase to the Framework Prices or the Charges.

24.6 Ifthere is a Specific Change in Law or one is likely to happen during the Contract Period the Supplier
must give CCS and the Buyer notice of the likely effects of the changes as soon as reasonably practical. They
must also say if they think any Variation is needed either to the Deliverables, Framework Prices or a Contract
and provide evidence:

e thatthe Supplier has kept costs as low as possible, including in Subcontractor costs
e of how it has affected the Supplier’s costs

24.7  Any change in the Framework Prices or relief from the Supplier's obligations because of a Specific
Change in Law must be implemented using Clauses 24.1 to 24.4.

25. How to communicate about the contract

25.1 All notices under the Contract must be in writing and are considered effective on the Working Day of
delivery as long as they’re delivered before 5:00pm on a Working Day. Otherwise the notice is effective on the
next Working Day. An email is effective when sent unless an error message is received.

25.2  Notices to CCS must be sent to the CCS Authorised Representative’s address or email address in
the Framework Award Form.

25.3 Notices to the Buyer must be sent to the Buyer Authorised Representative’s address or email address
in the Order Form.
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25.4 This Clause does not apply to the service of legal proceedings or any documents in any legal
action, arbitration or dispute resolution.

26. Dealing with claims

26.1 If a Beneficiary is notified of a Claim then it must notify the Indemnifier as soon as reasonably
practical and no later than 10 Working Days.

26.2 Atthe Indemnifier’s cost the Beneficiary must both:

e allow the Indemnifier to conduct all negotiations and proceedings to do with a Claim
e give the Indemnifier reasonable assistance with the claim if requested

26.3 The Beneficiary must not make admissions about the Claim without the prior written consent of
the Indemnifier which can not be unreasonably withheld or delayed.

26.4 The Indemnifier must consider and defend the Claim diligently using competent legal advisors and in
a way that doesn’t damage the Beneficiary’s reputation.

26.5 The Indemnifier must not settle or compromise any Claim without the Beneficiary's prior
written consent which it must not unreasonably withhold or delay.

26.6  Each Beneficiary must take all reasonable steps to minimise and mitigate any losses that it suffers
because of the Claim.

26.7 Ifthe Indemnifier pays the Beneficiary money under an indemnity and the Beneficiary later recovers
money which is directly related to the Claim, the Beneficiary must immediately repay the Indemnifier the
lesser of either:

e thesum recovered minus any legitimate amount spent by the Beneficiary when recovering
this money

e the amount the Indemnifier paid the Beneficiary for the Claim

27. Preventing fraud, bribery and corruption
27.1  The Supplier must not during any Contract Period:

e commit a Prohibited Act or any other criminal offence in the Regulations 57(1) and 57(2)

e do orallow anything which would cause CCS or the Buyer, including any of their employees,
consultants, contractors, Subcontractors or agents to breach any of the Relevant Requirements
or incur any liability under them

27.2  The Supplier must during the Contract Period:

e create, maintain and enforce adequate policies and procedures to ensure it complies with
the Relevant Requirements to prevent a Prohibited Act and require its Subcontractors to do
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the same
e keep full records to show it has complied with its obligations under Clause 27 and give copies
to CCS or the Buyer on request

e if required by the Relevant Authority, within 20 Working Days of the Start Date of the relevant
Contract, and then annually, certify in writing to the Relevant Authority, that they have
complied with Clause 27, including compliance of Supplier Staff, and provide reasonable
supporting evidence of this on request, including its policies and procedures

27.3  The Supplier must immediately notify CCS and the Buyer if it becomes aware of any breach of Clauses
27.1 or 27.2 or has any reason to think that it, or any of the Supplier Staff, has either:

e been investigated or prosecuted for an alleged Prohibited Act

e beendebarred, suspended, proposed for suspension or debarment, or is otherwise ineligible
to take part in procurement programmes or contracts because of a Prohibited Act by any
government department or agency

e received a request or demand for any undue financial or other advantage of any kind related
to a Contract

e suspected that any person or Party directly or indirectly related to a Contract has committed
or attempted to commit a Prohibited Act

27.4  If the Supplier notifies CCS or the Buyer as required by Clause 27.3, the Supplier must respond
promptly to their further enquiries, co-operate with any investigation and allow the Audit of any books,
records and relevantdocumentation.

27.5 Inany notice the Supplier gives under Clause 27.4 it must specify the:

e Prohibited Act
e identity of the Party who it thinks has committed the Prohibited Act
e action it has decided to take

28. Equality, diversity and human rights

28.1 The Supplier must follow all applicable equality Law when they perform their obligations under
the Contract, including:

® protections against discrimination on the grounds of race, sex, gender reassignment, religion or
belief, disability, sexual orientation, pregnancy, maternity, age or otherwise

e anyother requirements and instructions which CCS or the Buyer reasonably imposes related
to equality Law

28.2 The Supplier must take all necessary steps, and inform CCS or the Buyer of the steps taken, to prevent

anything that is considered to be unlawful discrimination by any court or tribunal, or the Equality and Human
Rights Commission (or any successor organisation) when working on a Contract.

29. Health and safety

29.1 The Supplier must perform its obligations meeting the requirements of:
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e allapplicable Law regarding health and safety
e the Buyer’s current health and safety policy while at the Buyer’s Premises, as provided to
the Supplier

29.2 The Supplier and the Buyer must as soon as possible notify the other of any health and safety
incidents or material hazards they’re aware of at the Buyer Premises that relate to the performance of a
Contract.

30. Environment

30.1 When working on Site the Supplier must perform its obligations under the Buyer’s
current Environmental Policy, which the Buyer must provide.

30.2 The Supplier must ensure that Supplier Staff are aware of the Buyer’s Environmental Policy.

31. Tax

31.1 The Supplier must not breach any tax or social security obligations and must enter into a binding
agreement to pay any late contributions due, including where applicable, any interest or any fines. CCS and the
Buyer cannot terminate a Contract where the Supplier has not paid a minor tax or social security contribution.

31.2 Where the Charges payable under a Contract with the Buyer are or are likely to exceed £5 million at
any point during the relevant Contract Period, and an Occasion of Tax Non-Compliance occurs, the Supplier
must notify CCS and the Buyer of it within 5 Working Days including:

e the steps that the Supplier is taking to address the Occasion of Tax Non-Compliance and
any mitigating factors that it considers relevant

e otherinformation relating to the Occasion of Tax Non-Compliance that CCS and the Buyer
may reasonably need

31.3 Where the Supplier or any Supplier Staff are liable to be taxed or to pay National Insurance
contributions in the UK relating to payment received under a Call-Off Contract, the Supplier must both:

e comply with the Income Tax (Earnings and Pensions) Act 2003 and all other statutes and
regulations relating to income tax, the Social Security Contributions and Benefits Act 1992
(including IR35) and National Insurance contributions

e indemnify the Buyer against any Income Tax, National Insurance and social security
contributions and any other liability, deduction, contribution, assessment or claim arising from
or made during or after the Contract Period in connection with the provision of the
Deliverables by the Supplier or any of the Supplier Staff

31.4 If any of the Supplier Staff are Workers who receive payment relating to the Deliverables, then
the Supplier must ensure that its contract with the Worker contains the following requirements:

e the Buyer may, at any time during the Contract Period, request that the Worker provides
information which demonstrates they comply with Clause 31.3, or why those requirements do
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not apply, the Buyer can specify the information the Worker must provide and the deadline for
responding

e the Worker’s contract may be terminated at the Buyer’s request if the Worker fails to
provide the information requested by the Buyer within the time specified by the Buyer

e the Worker’s contract may be terminated at the Buyer’s request if the Worker provides
information which the Buyer considers isn’t good enough to demonstrate how it complies with
Clause 31.3 or confirms that the Worker is not complying with those requirements

e the Buyer may supply any information they receive from the Worker to HMRC for
revenue collection and management

32. Conflict of interest
32.1 The Supplier must take action to ensure that neither the Supplier nor the Supplier Staff are placed in
the position of an actual or potential Conflict of Interest.

32.2 The Supplier must promptly notify and provide details to CCS and each Buyer if a Conflict of
Interest happens or is expected to happen.

32.3 CCSand each Buyer can terminate its Contract immediately by giving notice in writing to the Supplier
or take any steps it thinks are necessary where there is or may be an actual or potential Conflict of Interest.

33. Reporting a breach of the contract

33.1 Assoon asitis aware of it the Supplier and Supplier Staff must report to CCS or the Buyer any actual
or suspected breach of:

e Law
e (Clausel12.1
e C(Clauses27to32

33.2 The Supplier must not retaliate against any of the Supplier Staff who in good faith reports a
breach listed in Clause 33.1 to the Buyer or a Prescribed Person.

34. Resolvingdisputes

34.1 Ifthereis a Dispute, the senior representatives of the Parties who have authority to settle the
Dispute will, within 28 days of a written request from the other Party, meet in good faith to resolve the
Dispute.

34.2 Ifthe Dispute is not resolved at that meeting, the Parties can attempt to settle it by mediation using the
Centre for Effective Dispute Resolution (CEDR) Model Mediation Procedure current at the time of the Dispute.
If the Parties cannot agree on a mediator, the mediator will be nominated by CEDR. If either Party does not
wish to use, or continue to use mediation, or mediation does not resolve the Dispute, the Dispute must be
resolved using Clauses 34.3 to 34.5.

34.3 Unless the Relevant Authority refers the Dispute to arbitration using Clause 34.4, the Parties
irrevocably agree that the courts of England and Wales have the exclusive jurisdiction to:
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e determine the Dispute
e grantinterim remedies
e grant any other provisional or protective relief

34.4 The Supplier agrees that the Relevant Authority has the exclusive right to refer any Dispute to be
finally resolved by arbitration under the London Court of International Arbitration Rules current at the time
of the Dispute. There will be only one arbitrator. The seat or legal place of the arbitration will be London and
the proceedings will be in English.

34.5 The Relevant Authority has the right to refer a Dispute to arbitration even if the Supplier has started
or has attempted to start court proceedings under Clause 34.3, unless the Relevant Authority has agreed to
the court proceedings or participated in them. Even if court proceedings have started, the Parties must do
everything necessary to ensure that the court proceedings are stayed in favour of any arbitration proceedings

if they are started under Clause 34.4.

34.6 The Supplier cannot suspend the performance of a Contract during any Dispute.

35. Which law applies

This Contract and any issues arising out of, or connected to it, are governed by English law.

36. Telecoms Expense Management

Special Term 11: Core Terms — add the following provision:

“The Supplier shall provide without charge to a TEM Provider nominated by CCS the detailed invoice data for
each Buyer in receipt of Deliverables in an Electronic Data Interchange (EDI) format at the same frequency as
it is received by that Buyer, subject to the TEM Provider agreeing to enter into a direct confidentiality
agreement with the Supplier on terms equivalent to the terms set out in Clause 15 (What you must keep
Confidential).”
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Joint Schedule 1 (Definitions)
Crown Copyright 2018

Joint Schedule 1 (Definitions)

1.1 In each Contract, unless the context otherwise requires, capitalised
expressions shall have the meanings set out in this Joint Schedule 1
(Definitions) or the relevant Schedule in which that capitalised expression
appears.

1.2 If a capitalised expression does not have an interpretation in this Schedule
or any other Schedule, it shall, in the first instance, be interpreted in
accordance with the common interpretation within the relevant market
sector/industry where appropriate. Otherwise, it shall be interpreted in
accordance with the dictionary meaning.

1.3 In each Contract, unless the context otherwise requires:

1.31
1.3.2
1.3.3

1.3.4

1.3.5

1.386

1.3.7

1.38

139

1.3.10

the singular includes the plural and vice versa;
reference to a gender includes the other gender and the neuter;

references to a person include an individual, company, body
corporate, corporation, unincorporated association, firm,
partnership or other legal entity or Crown Body;

a reference to any Law includes a reference to that Law as
amended, extended, consolidated or re-enacted from time to time;

the words "including", "other", "in particular", "for example" and
similar words shall not limit the generality of the preceding words
and shall be construed as if they were immediately followed by the
words "without limitation";

references to "writing" include typing, printing, lithography,
photography, display on a screen, electronic and facsimile
transmission and other modes of representing or reproducing
words in a visible form, and expressions referring to writing shall be
construed accordingly;

references to "representations" shall be construed as references
to present facts, to "warranties" as references to present and
future facts and to "undertakings" as references to obligations
under the Contract;

references to "Clauses" and "Schedules" are, unless otherwise
provided, references to the clauses and schedules of the Core
Terms and references in any Schedule to parts, paragraphs,
annexes and tables are, unless otherwise provided, references to
the parts, paragraphs, annexes and tables of the Schedule in which
these references appear;

references to "Paragraphs" are, unless otherwise provided,
references to the paragraph of the appropriate Schedules unless
otherwise provided; and

references to a series of Clauses or Paragraphs shall be inclusive
of the clause numbers specified.

Framework Ref: RM3808

Project Version: v1.0
Model Version: v3.0
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Joint Schedule 1 (Definitions)

Crown Copyright 2018

1.3.11 the headings in each Contract are for ease of reference only and
shall not affect the interpretation or construction of a Contract.

1.3.12 Where the Buyer is a Crown Body it shall be treated as contracting
with the Crown as a whole.

1.4 Ineach Contract, unless the context otherwise requires, the following words
shall have the following meanings:

"Admin Fee”

means the costs incurred by CCS in dealing with Ml Failures
calculated in accordance with the tariff of administration charges
published by the CCS on: http://CCS.cabinetoffice.gov.uk/i-am-
supplier/management-information/admin-fees;

"Achieve"

in respect of a Test, to successfully pass such Test without any Test
Issues and in respect of a Milestone, the issue of a Satisfaction
Certificate in respect of that Milestone and "Achieved", "Achieving"
and "Achievement" shall be construed accordingly;

"Additional
Insurances”

insurance requirements relating to a Call-Off Contract specified in
the Order Form additional to those outlined in Joint Schedule 3
(Insurance Requirements);

"Affected Party"

the party seeking to claim relief in respect of a Force Majeure Event;

"Affiliates" in relation to a body corporate, any other entity which directly or
indirectly Controls, is Controlled by, or is under direct or indirect
common Control of that body corporate from time to time;

“Ancillary means those components described in paragraph 1.2.4 of Part A of

Services” Framework Schedule 1 (Specification);

“Annex” extra information which supports a Schedule;

"Approval” the prior written consent of the Buyer and "Approve" and
"Approved" shall be construed accordingly;

"Audit" the Relevant Authority’s right to:

a) verify the accuracy of the Charges and any other amounts payable
by a Buyer under a Call-Off Contract (including proposed or actual
variations to them in accordance with the Contract);

b) verify the costs of the Supplier (including the costs of all
Subcontractors and any third party suppliers) in connection with
the provision of the Services;

c) where the Relevant Authority is a Buyer, and the value of the
relevant Call-Off Contract is greater than £3 million, verify the
Open Book Data;

d) verify the Supplier's and each Subcontractor's compliance with
the applicable Law;

e) identify or investigate actual or suspected breach of Clauses 27 to
33 and/or Joint Schedule 5 (Corporate Social Responsibility),
impropriety or accounting mistakes or any breach or threatened
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breach of security and in these circumstances the Relevant
Authority shall have no obligation to inform the Supplier of the
purpose or objective of its investigations;

f) identify or investigate any circumstances which may impact upon
the financial stability of the Supplier, any Guarantor, and/or any
Subcontractors or their ability to provide the Deliverables;

g) obtain such information as is necessary to fulfil the Relevant
Authority’s obligations to supply information for parliamentary,
ministerial, judicial or administrative purposes including the supply
of information to the Comptroller and Auditor General;

h) review any books of account and the internal contract
management accounts kept by the Supplier in connection with
each Contract;

i) carry out the Relevant Authority’s internal and statutory audits and
to prepare, examine and/or certify the Relevant Authority's annual
and interim reports and accounts;

j) enable the National Audit Office to carry out an examination
pursuant to Section 6(1) of the National Audit Act 1983 of the
economy, efficiency and effectiveness with which the Relevant
Authority has used its resources;

k) verify the accuracy and completeness of any Management
Information delivered or required by the Framework Contract;

"Auditor" a) the Buyer’s internal and external auditors;
b) the Buyer’s statutory or regulatory auditors;
c) the Comptroller and Auditor General, their staff and/or any
appointed representatives of the National Audit Office;
d) HM Treasury or the Cabinet Office;
e) any party formally appointed by the Buyer to carry out audit or
similar review functions; and
f) successors or assigns of any of the above;
"Authority" CCS and each Buyer;
"Authority any breach of the obligations of the Relevant Authority or any other
Cause™ default, act, omission, negligence or statement of the Relevant
Authority, of its employees, servants, agents in connection with or in
relation to the subject-matter of the Contract and in respect of which
the Relevant Authority is liable to the Supplier;
"BACS" the Bankers’ Automated Clearing Services, which is a scheme for
the electronic processing of financial transactions within the United
Kingdom,;
"Beneficiary" a Party having (or claiming to have) the benefit of an indemnity under

this Contract;
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"Buyer"

the relevant public sector purchaser identified as such in the Order
Form;

"Buyer Assets"

the Buyer's infrastructure, data, software, materials, assets,
equipment or other property owned by and/or licensed or leased to
the Buyer and which is or may be used in connection with the
provision of the Deliverables which remain the property of the Buyer
throughout the term of the Contract;

"Buyer
Authorised
Representative"”

the representative appointed by the Buyer from time to time in
relation to the Call-Off Contract initially identified in the Order Form;

"Buyer Premises"

premises owned, controlled or occupied by the Buyer which are
made available for use by the Supplier or its Subcontractors for the
provision of the Deliverables (or any of them);

"Buyer System" has the meaning given to it in Schedule 6 (ICT Services);
"Call-Off the contract between the Buyer and the Supplier (entered into
Contract” pursuant to the provisions of the Framework Contract), which

consists of the terms set out and referred to in the Order Form;

"Call-Off Contract
Period"

the Contract Period in respect of the Call-Off Contract;

"Call-Off Expiry the date of the end of a Call-Off Contract as stated in the Order Form,;
Date"

"Call-Off the contractual terms applicable to the Call-Off Contract specified
Incorporated under the relevant heading in the Order Form;

Terms"

"Call-Off Initial the Initial Period of a Call-Off Contract specified in the Order Form;
Period"

"Call-Off Optional such period or periods beyond which the Call-Off Initial Period may
Extension be extended up to a maximum of the number of years in total
Period" specified in the Order Form,;

"Call-Off the process for awarding a Call-Off Contract pursuant to Clause 2
Procedure™ (How the contract works) and Framework Schedule 7 (Call-Off

Procedure and Award Criteria);

"Call-Off Special
Terms"

any additional terms and conditions specified in the Order Form
incorporated into the applicable Call-Off Contract;

"Call-Off Start
Date"

the date of start of a Call-Off Contract as stated in the Order Form;

"Call-Off Tender”

the tender submitted by the Supplier in response to the Buyer’s
Statement of Requirements following a Further Competition
Procedure and set out at Call-Off Schedule 4 (Call-Off Tender);

“Catalogue”

the Supplier’s catalogue of Deliverables available to Buyers to order
without Further Competition;
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“Catalogue the CCS online publication channel via which Buyers can view the
Publication Catalogue;

Portal”

"CCS" the Minister for the Cabinet Office as represented by Crown

Commercial Service, which is an executive agency and operates as
a trading fund of the Cabinet Office, whose offices are located at 9th
Floor, The Capital, Old Hall Street, Liverpool L3 9PP;

"CCS Authorised the representative appointed by CCS from time to time in relation to

Representative" the Framework Contract initially identified in the Framework Award
Form;

"Central a body listed in one of the following sub-categories of the Central

Government Government classification of the Public Sector Classification Guide,

Body" as published and amended from time to time by the Office for

National Statistics:
a) Government Department;

b) Non-Departmental Public Body or Assembly Sponsored Public
Body (advisory, executive, or tribunal);

c) Non-Ministerial Department; or
d) Executive Agency;

"Change in Law" any change in Law which impacts on the supply of the Deliverables
and performance of the Contract which comes into force after the
Start Date;

"Change of a change of control within the meaning of Section 450 of the

Control" Corporation Tax Act 2010;

"Charges" the prices (exclusive of any applicable VAT), payable to the Supplier

by the Buyer under the Call-Off Contract, as set out in the Order
Form, for the full and proper performance by the Supplier of its
obligations under the Call-Off Contract less any Deductions;

"Claim" any claim which it appears that a Beneficiary is, or may become,
entitled to indemnification under this Contract;

"Commercially the Confidential Information listed in the Framework Award Form or

Sensitive Order Form (if any) comprising of commercially sensitive information

Information” relating to the Supplier, its IPR or its business or which the Supplier

has indicated to the Authority that, if disclosed by the Authority,
would cause the Supplier significant commercial disadvantage or
material financial loss;

"Comparable the supply of Deliverables to another Buyer of the Supplier that are
Supply” the same or similar to the Deliverables;

"Compliance the person(s) appointed by the Supplier who is responsible for
Officer" ensuring that the Supplier complies with its legal obligations;
"Confidential means any information, however it is conveyed, that relates to the
Information” business, affairs, developments, trade secrets, Know-How,

personnel and suppliers of CCS, the Buyer or the Supplier, including

Framework Ref: RM3808

Project Version: v1.0 5
Model Version: v3.0



DocuSign Envelope ID: 5ACODEF5-2EDB-4926-AEEF-D5656C54B61C

Joint Schedule 1 (Definitions)

Crown Copyright 2018

IPRs, together with information derived from the above, and any
other information clearly designated as being confidential (whether
or not it is marked as "confidential™) or which ought reasonably to
be considered to be confidential;

"Conflict of a conflict between the financial or personal duties of the Supplier or

Interest” the Supplier Staff and the duties owed to CCS or any Buyer under a
Contract, in the reasonable opinion of the Buyer or CCS;

"Contract" either the Framework Contract or the Call-Off Contract, as the

context requires;

"Contract Period"

the term of either a Framework Contract or Call-Off Contract from
the earlier of the:

a) applicable Start Date; or
b) the Effective Date
until the applicable End Date;

"Contract Value"

the higher of the actual or expected total Charges paid or payable
under a Contract where all obligations are met by the Supplier;

"Contract Year"

a consecutive period of twelve (12) Months commencing on the Start
Date or each anniversary thereof;

"Control" control in either of the senses defined in sections 450 and 1124 of
the Corporation Tax Act 2010 and "Controlled" shall be construed
accordingly;

“Controller” has the meaning given to it in the GDPR;

“Core Network”

the provision of any shared central core network capability forming
part of the overall Services delivered to the Buyer, which is not
specific or exclusive to a specific Call-Off Contract, and excludes any
configuration information specifically associated with a specific Call-
Off Contract;

“Core Terms” CCS’ standard terms and conditions for common goods and services
which govern how Supplier must interact with CCS and Buyers under
Framework Contracts and Call-Off Contracts;

"Costs" the following costs (without double recovery) to the extent that they

are reasonably and properly incurred by the Supplier in providing the
Deliverables:

a) the cost to the Supplier or the Key Subcontractor (as the context
requires), calculated per Man Day, of engaging the Supplier Staff,
including:

i) base salary paid to the Supplier Staff;
ii) employer’s National Insurance contributions;
iii) pension contributions;

iv) car allowances;
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v) any other contractual employment benefits;
vi) staff training;
vii) work place accommodation;

viii)work place IT equipment and tools reasonably necessary to
provide the Deliverables (but not including items included
within limb (b) below); and

ix) reasonable recruitment costs, as agreed with the Buyer;

b) costs incurred in respect of Supplier Assets which would be
treated as capital costs according to generally accepted
accounting principles within the UK, which shall include the cost
to be charged in respect of Supplier Assets by the Supplier to the
Buyer or (to the extent that risk and title in any Supplier Asset is
not held by the Supplier) any cost actually incurred by the Supplier
in respect of those Supplier Assets;

c) operational costs which are not included within (a) or (b) above, to
the extent that such costs are necessary and properly incurred by
the Supplier in the provision of the Deliverables;

d) Reimbursable Expenses to the extent these have been specified
as allowable in the Order Form and are incurred in delivering any
Deliverables;

but excluding:
a) Overhead,;
b) financing or similar costs;

¢) maintenance and support costs to the extent that these relate to
maintenance and/or support Deliverables provided beyond the
Call-Off Contract Period whether in relation to Supplier Assets or
otherwise;

d) taxation;
e) fines and penalties;

f) amounts payable under Call-Off Schedule 16 (Benchmarking)
where such Schedule is used; and

g) non-cash items (including depreciation, amortisation, impairments
and movements in provisions);

"Crown Body"

the government of the United Kingdom (including the Northern
Ireland Assembly and Executive Committee, the Scottish Executive
and the National Assembly for Wales), including, but not limited to,
government ministers and government departments and particular
bodies, persons, commissions or agencies from time to time carrying
out functions on its behalf;

"CRTPA"

the Contract Rights of Third Parties Act 1999;
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"Data Protection
Legislation”

(i) the GDPR, the LED and any applicable national implementing
Laws as amended from time to time (ii) the Data Protection Act 2018
to the extent that it relates to processing of personal data and
privacy; (iii) all applicable Law about the processing of personal data
and privacy;

“Data Protection
Impact
Assessment

an assessment by the Controller of the impact of the envisaged
processing on the protection of Personal Data;

"Data Protection
Officer"

has the meaning given to it in the GDPR;

"Data Subject"

has the meaning given to it in the GDPR

“Data Loss
Event”

any event that results, or may result, in unauthorised access to
Personal Data held by the Supplier under this Contract, and/or actual
or potential loss and/or destruction of Personal Data in breach of this
Contract, including any Personal Data Breach;

"Data Subject
Request"

a request made by, or on behalf of, a Data Subject in accordance
with rights granted pursuant to the Data Protection Legislation to
access their Personal Data;

"Deductions”

all Service Credits, Delay Payments (if applicable), or any other
deduction which the Buyer is paid or is payable to the Buyer under a
Call-Off Contract;

"Default"

any breach of the obligations of the Supplier (including abandonment
of a Contract in breach of its terms) or any other default (including
material default), act, omission, negligence or statement of the
Supplier, of its Subcontractors or any Supplier Staff howsoever
arising in connection with or in relation to the subject-matter of a
Contract and in respect of which the Supplier is liable to the Relevant
Authority;

"Default
Management
Charge"

has the meaning given to it in Paragraph 7.1.1 of Framework
Schedule 5 (Framework Management);

"Delay Payments™

the amounts (if any) payable by the Supplier to the Buyer in respect
of a delay in respect of a Milestone as specified in the
Implementation Plan;

"Deliverables"

Goods and/or Services that may be ordered under the Contract
including the Documentation;

"Delivery"

delivery of the relevant Deliverable or Milestone in accordance with
the terms of a Call-Off Contract as confirmed and accepted by the
Buyer by the either (a) confirmation in writing to the Supplier; or (b)
where Call-Off Schedule 13 (Implementation Plan and Testing) is
used issue by the Buyer of a Satisfaction Certificate. "Deliver" and
"Delivered" shall be construed accordingly;
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“Direct Award
Criteria”

means the award criteria to be applied for the direct award of Call-
Off Contracts for Services set out in Framework Schedule 7 (Call-Off
Award Procedure);

"Disaster"

the occurrence of one or more events which, either separately or
cumulatively, mean that the Deliverables, or a material part thereof
will be unavailable (or could reasonably be anticipated to be
unavailable) for the period specified in the Order Form (for the
purposes of this definition the "Disaster Period");

"Disclosing
Party"

the Party directly or indirectly providing Confidential Information to
the other Party in accordance with Clause 15 (What you must keep
confidential);

"Dispute”

any claim, dispute or difference arises out of or in connection with
the Contract or in connection with the negotiation, existence, legal
validity, enforceability or termination of the Contract, whether the
alleged liability shall arise under English law or under the law of some
other country and regardless of whether a particular cause of action
may successfully be brought in the English courts;

"Dispute
Resolution
Procedure”

the dispute resolution procedure set out in Clause 34 (Resolving
disputes);

"Documentation’

descriptions of the Services and Service Levels, technical
specifications, user manuals, training manuals, operating manuals,
process definitions and procedures, system environment
descriptions and all such other documentation (whether in hardcopy
or electronic form) is required to be supplied by the Supplier to the
Buyer under a Contract as:

a) would reasonably be required by a competent third party capable
of Good Industry Practice contracted by the Buyer to develop,
configure, build, deploy, run, maintain, upgrade and test the
individual systems that provide the Deliverables

b) is required by the Supplier in order to provide the Deliverables;
and/or

c) has been or shall be generated for the purpose of providing the
Deliverables;

"DOTAS"

the Disclosure of Tax Avoidance Schemes rules which require a
promoter of tax schemes to tell HMRC of any specified notifiable
arrangements or proposals and to provide prescribed information on
those arrangements or proposals within set time limits as contained
in Part 7 of the Finance Act 2004 and in secondary legislation made
under vires contained in Part 7 of the Finance Act 2004 and as
extended to National Insurance Contributions;

"Due Diligence
Information™

any information supplied to the Supplier by or on behalf of the
Authority prior to the Start Date;

"Effective Date"

the date on which the final Party has signed the Contract;
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"EIR" the Environmental Information Regulations 2004;

"Employment the Transfer of Undertakings (Protection of Employment)

Regulations"” Regulations 2006 (SI 2006/246) as amended or replaced or any
other Regulations implementing the European Council Directive
77/187/EEC;

"End Date" the earlier of:

a) the Expiry Date (as extended by any Extension Period exercised
by the Authority under Clause 10.2); or

b) if a Contract is terminated before the date specified in (a) above,
the date of termination of the Contract;

"Environmental
Policy"

to conserve energy, water, wood, paper and other resources, reduce
waste and phase out the use of ozone depleting substances and
minimise the release of greenhouse gases, volatile organic
compounds and other substances damaging to health and the
environment, including any written environmental policy of the Buyer;

“Estimated Year 1

Contract Charges

the anticipated total charges payable by the Supplier in the first
Contract Year specified in the Call-Off Order Form,;

"'Estimated Yearly
Charges"

means for the purposes of calculating each Party’s annual liability
under clause 11.2 :

i) in the first Contract Year, the Estimated Year 1 Contract Charges;
or

i) in the any subsequent Contract Years, the Charges paid or
payable in the previous Call-off Contract Year; or

iii) after the end of the Call-off Contract, the Charges paid or payable
in the last Contract Year during the Call-off Contract Period;

"Equality and
Human Rights
Commission™

the UK Government body named as such as may be renamed or
replaced by an equivalent body from time to time;

"Existing IPR" any and all IPR that are owned by or licensed to either Party and
which are or have been developed independently of the Contract
(whether prior to the Start Date or otherwise);

"Expiry Date" the Framework Expiry Date or the Call-Off Expiry Date (as the
context dictates);

"Extension the Framework Optional Extension Period or the Call-Off Optional

Period" Extension Period as the context dictates;
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"FOIA™

the Freedom of Information Act 2000 as amended from time to time
and any subordinate legislation made under that Act from time to
time together with any guidance and/or codes of practice issued by
the Information Commissioner or relevant Government department
in relation to such legislation;

"Force Majeure
Event"

any event, occurrence, circumstance, matter or cause affecting the
performance by either the Relevant Authority or the Supplier of its
obligations arising from:

a) acts, events, omissions, happenings or non-happenings beyond
the reasonable control of the Affected Party which prevent or
materially delay the Affected Party from performing its obligations
under a Contract;

b) riots, civil commotion, war or armed conflict, acts of terrorism,
nuclear, biological or chemical warfare;

c) acts of a Crown Body, local government or regulatory bodies;
d) fire, flood or any disaster; or

e) an industrial dispute affecting a third party for which a substitute
third party is not reasonably available but excluding:

i) any industrial dispute relating to the Supplier, the Supplier Staff
(including any subsets of them) or any other failure in the
Supplier or the Subcontractor's supply chain;

ii) any event, occurrence, circumstance, matter or cause which is
attributable to the wilful act, neglect or failure to take
reasonable precautions against it by the Party concerned; and

iii) any failure of delay caused by a lack of funds;

"Force Majeure

a written notice served by the Affected Party on the other Party

Award Form"

Notice" stating that the Affected Party believes that there is a Force Majeure
Event;
"Framework the document outlining the Framework Incorporated Terms and

crucial information required for the Framework Contract, to be
executed by the Supplier and CCS;

Contract Period"

"Framework the framework agreement established between CCS and the

Contract" Supplier in accordance with Regulation 33 by the Framework Award
Form for the provision of the Deliverables to Buyers by the Supplier
pursuant to the OJEU Notice;

"Framework the period from the Framework Start Date until the End Date or

earlier termination of the Framework Contract;

"Framework the date of the end of the Framework Contract as stated in the
Expiry Date" Framework Award Form;

"Framework the contractual terms applicable to the Framework Contract specified
Incorporated in the Framework Award Form;

Terms"
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"Framework
Initial Period"

the initial term of the Framework Contract as specified in the
Framework Award Form;

"Framework such period or periods beyond which the Framework Initial Period
Optional may be extended up to a maximum of the number of years in total
Extension specified in the Framework Award Form;

Period"

"Framework the price(s) applicable to the provision of the Deliverables set out in
Price(s)" Framework Schedule 3 (Framework Prices);

"Framework Start
Date"

the date of start of the Framework Contract as stated in the
Framework Award Form;

"Framework
Special Terms"

any additional terms and conditions specified in the Framework
Award Form incorporated into the Framework Contract;

Competition
Procedure" or

"Framework the tender submitted by the Supplier to CCS and annexed to or
Tender referred to in Framework Schedule 2 (Framework Tender
Response” Response);

"Further the further competition procedure described in Framework Schedule

7 (Call-Off Award Procedure);

“Further

Competition”

"GDPR" the General Data Protection Regulation (Regulation (EU) 2016/679)
"General Anti- a) the legislation in Part 5 of the Finance Act 2013 and; and

Abuse Rule"

b) any future legislation introduced into parliament to counteract tax
advantages arising from abusive arrangements to avoid National
Insurance contributions;

"General Change
in Law"

a Change in Law where the change is of a general legislative nature
(including taxation or duties of any sort affecting the Supplier) or
which affects or relates to a Comparable Supply;

"Goods"

goods made available by the Supplier as specified in Framework
Schedule 1 (Specification) and in relation to a Call-Off Contract as
specified in the Order Form,;

"Good Industry

standards, practices, methods and procedures conforming to the

Practice” Law and the exercise of the degree of skill and care, diligence,
prudence and foresight which would reasonably and ordinarily be
expected from a skilled and experienced person or body engaged
within the relevant industry or business sector;

"Government" the government of the United Kingdom (including the Northern

Ireland Assembly and Executive Committee, the Scottish Executive
and the National Assembly for Wales), including government
ministers and government departments and other bodies, persons,
commissions or agencies from time to time carrying out functions on
its behalf;
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"Government a) the data, text, drawings, diagrams, images or sounds (together
Data" with any database made up of any of these) which are embodied
in any electronic, magnetic, optical or tangible media, including
any of the Authority’s Confidential Information, and which:
i) are supplied to the Supplier by or on behalf of the Authority; or
ii) the Supplier is required to generate, process, store or transmit
pursuant to a Contract; or
b) any Personal Data for which the Authority is the Controller;
"Government the Government’s preferred method of purchasing and payment for
Procurement low value goods or services
Card" https://www.gov.uk/government/publications/government-
procurement-card--2;
"Guarantor" the person (if any) who has entered into a guarantee in the form set

out in Joint Schedule 8 (Guarantee) in relation to this Contract;

"Halifax Abuse

the principle explained in the CJEU Case C-255/02 Halifax and

Principle" others;

“Health and the government’s network for health and social care, which helps all
Social Care organisations involved in health and social care delivery to work
Network or together and interoperate; and as described at
HSCN” https://digital.nhs.uk/services/health-and-social-care-network;
"HMRC" Her Majesty’s Revenue and Customs;

"ICT the ICT systems related to a Call-Off Contract described in Call-Off
Environment" Schedule 6 (ICT Services);

"ICT Policy™ the Buyer's policy in respect of information and communications

technology, referred to in the Order Form, which is in force as at the
Call-Off Start Date (a copy of which has been supplied to the
Supplier), as updated from time to time in accordance with the
Variation Procedure;

“ICT Services”

the ICT related Services to be delivered under a Call-Off Contract
described in Call-Off Schedule 6 (ICT Services);

"Impact
Assessment”

an assessment of the impact of a Variation request by the Relevant
Authority completed in good faith, including:

a) details of the impact of the proposed Variation on the Deliverables
and the Supplier's ability to meet its other obligations under the
Contract;

b) details of the cost of implementing the proposed Variation;

c) details of the ongoing costs required by the proposed Variation
when implemented, including any increase or decrease in the
Framework Prices/Charges (as applicable), any alteration in the
resources and/or expenditure required by either Party and any
alteration to the working practices of either Party;
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d) a timetable for the implementation, together with any proposals for
the testing of the Variation; and

e) such other information as the Relevant Authority may reasonably
request in (or in response to) the Variation request;

“Implementation

the plan for provision of the Deliverables set out in Call-Off

Commissioner"

Plan” Schedule 13 (Implementation Plan and Testing) where that
Schedule is used or otherwise as agreed between the Supplier and
the Buyer;

"Indemnifier" a Party from whom an indemnity is sought under this Contract;

"Indexation" the adjustment of an amount or sum in accordance with Framework
Schedule 3 (Framework Prices) and the relevant Order Form;

"Information™ has the meaning given under section 84 of the Freedom of
Information Act 2000;

"Information the UK’s independent authority which deals with ensuring

information relating to rights in the public interest and data privacy
for individuals is met, whilst promoting openness by public bodies;

"Initial Period"

the initial term of a Contract specified in the Framework Award Form
or the Order Form, as the context requires;

"Insolvency
Event"

a) in respect of a person:

b) a proposal is made for a voluntary arrangement within Part | of the
Insolvency Act 1986 or of any other composition scheme or
arrangement with, or assignment for the benefit of, its creditors; or

c) a shareholders' meeting is convened for the purpose of
considering a resolution that it be wound up or a resolution for its
winding-up is passed (other than as part of, and exclusively for the
purpose of, a bona fide reconstruction or amalgamation); or

d) a petition is presented for its winding up (which is not dismissed
within fourteen (14) Working Days of its service) or an application
is made for the appointment of a provisional liquidator or a
creditors' meeting is convened pursuant to section 98 of the
Insolvency Act 1986; or

e) a receiver, administrative receiver or similar officer is appointed
over the whole or any part of its business or assets; or

f) an application order is made either for the appointment of an
administrator or for an administration order, an administrator is
appointed, or notice of intention to appoint an administrator is
given; or

g) it is or becomes insolvent within the meaning of section 123 of the
Insolvency Act 1986; or

h) being a "small company" within the meaning of section 382(3) of
the Companies Act 2006, a moratorium comes into force pursuant
to Schedule A1 of the Insolvency Act 1986; or
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i) where the person is an individual or partnership, any event
analogous to those listed in limbs (a) to (g) (inclusive) occurs in
relation to that individual or partnership; or

j) any event analogous to those listed in limbs (a) to (h) (inclusive)
occurs under the law of any other jurisdiction;

Property Rights™
or "IPR"

"Installation all works which the Supplier is to carry out at the beginning of the

Works" Call-Off Contract Period to install the Goods in accordance with the
Call-Off Contract;

"Intellectual a) copyright, rights related to or affording protection similar to

copyright, rights in databases, patents and rights in inventions,
semi-conductor topography rights, trade marks, rights in internet
domain names and website addresses and other rights in trade or
business names, goodwill, designs, Know-How, trade secrets and
other rights in Confidential Information;

b) applications for registration, and the right to apply for registration,
for any of the rights listed at (a) that are capable of being
registered in any country or jurisdiction; and

c) all other rights having equivalent or similar effect in any country or
jurisdiction;

"Invoicing
Address™

the address to which the Supplier shall Invoice the Buyer as
specified in the Order Form,;

"IPR Claim"

any claim of infringement or alleged infringement (including the
defence of such infringement or alleged infringement) of any IPR,
used to provide the Deliverables or otherwise provided and/or
licensed by the Supplier (or to which the Supplier has provided
access) to the Relevant Authority in the fulfilment of its obligations
under a Contract;

"IR35"

the off-payroll rules requiring individuals who work through their
company pay the same tax and National Insurance contributions as
an employee which can be  found online at:
https://www.gov.uk/guidance/ir35-find-out-if-it-applies;

“Joint
Controllers”

where two or more Controllers jointly determine the purposes and
means of processing;

"Key Personnel”

the individuals (if any) identified as such in the Order Form;

"Key Sub- each Sub-Contract with a Key Subcontractor;
Contract"

"Key any Subcontractor:

Subcontractor”

a) which is relied upon to deliver any work package within the
Deliverables in their entirety; and/or

b) which, in the opinion of CCS or the Buyer performs (or would
perform if appointed) a critical role in the provision of all or any
part of the Deliverables; and/or
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c) with a Sub-Contract with a contract value which at the time of
appointment exceeds (or would exceed if appointed) 10% of the
aggregate Charges forecast to be payable under the Call-Off
Contract,

and the Supplier shall list all such Key Subcontractors in section 19
of the Framework Award Form and in the Key Subcontractor Section
in Order Form;

"Know-How"

all ideas, concepts, schemes, information, knowledge, techniques,
methodology, and anything else in the nature of know-how relating
to the Deliverables but excluding know-how already in the other
Party’s possession before the applicable Start Date;

(i Lawll

any law, subordinate legislation within the meaning of Section 21(1)
of the Interpretation Act 1978, bye-law, enforceable right within the
meaning of Section 2 of the European Communities Act 1972,
regulation, order, regulatory policy, mandatory guidance or code of
practice, judgment of a relevant court of law, or directives or
requirements with which the Supplier is bound to comply;

"Lots"

the number of lots specified in Framework Schedule 1
(Specification), if applicable;

"Losses"

all losses, liabilities, damages, costs, expenses (including legal
fees), disbursements, costs of investigation, litigation, settlement,
judgment, interest and penalties whether arising in contract, tort
(including negligence), breach of statutory duty, misrepresentation
or otherwise and "Loss" shall be interpreted accordingly;

“LED”

Law Enforcement Directive (Directive (EU) 2016/680)

"Man Day"

7.5 Man Hours, whether or not such hours are worked consecutively
and whether or not they are worked on the same day;

"Man Hours"

the hours spent by the Supplier Staff properly working on the
provision of the Deliverables including time spent travelling (other
than to and from the Supplier's offices, or to and from the Sites) but
excluding lunch breaks;

"Management
Information” or
“MI”

the management information specified in Framework Schedule 5
(Management Charges and Information);

"Management the sum specified in the Framework Award Form payable by the

Charge" Supplier to CCS in accordance with Framework Schedule 5
(Management Charges and Information);

"Marketing shall be the person identified in the Framework Award Form;

Contact"

"MI Failure" means when an MI report:

a) contains any material errors or material omissions or a missing
mandatory field; or

b) is submitted using an incorrect MI reporting Template; or
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