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Call-Off Schedule 3 (Continuous Improvement)  

1. Buyer’s Rights 

1.1  The Buyer and the Supplier recognise that, where specified in Framework Schedule 4 
 (Framework Management), the Buyer may give CCS the right to enforce the Buyer's rights 
 under this Schedule. 

2. Supplier’s Obligations 

2.1  The Supplier must, throughout the Contract Period, identify new or potential 
 improvements to the provision of the Deliverables with a view to reducing the Buyer’s 
 costs (including the Charges) and/or improving the quality and efficiency of the 
 Deliverables and their supply to the Buyer.   

2.2  The Supplier must adopt a policy of continuous improvement in relation to the 
 Deliverables, which must include regular reviews with the Buyer of the Deliverables and 
 the way it provides them, with a view to reducing the Buyer's costs (including the 
 Charges) and/or improving the quality and efficiency of the Deliverables.  The Supplier 
 and the Buyer must provide each other with any information relevant to meeting this 
 objective.  

2.3  In addition to Paragraph 2.1, the Supplier shall produce at the start of each Contract Year 
 a plan for improving the provision of Deliverables and/or reducing the Charges (without 
 adversely affecting the performance of this Contract) during that Contract Year 
 ("Continuous Improvement Plan") for the Buyer's Approval.  The Continuous 
 Improvement Plan must include, as a minimum, proposals: 

2.3.1 identifying the emergence of relevant new and evolving technologies; 

2.3.2 changes in business processes of the Supplier or the Buyer and ways of 
working that would provide cost savings and/or enhanced benefits to the 
Buyer (such as methods of interaction, supply chain efficiencies, reduction 
in energy consumption and methods of sale); 

2.3.3 new or potential improvements to the provision of the Deliverables 
including the quality, responsiveness, procedures, benchmarking 
methods, likely performance mechanisms and customer support services 
in relation to the Deliverables; and 

2.3.4 measuring and reducing the sustainability impacts of the Supplier's 
operations and supply-chains relating to the Deliverables, and identifying 
opportunities to assist the Buyer in meeting their sustainability objectives. 

2.4  The initial Continuous Improvement Plan for the first (1st) Contract Year shall be 
 submitted by the Supplier to the Buyer for Approval within one hundred (100) Working 
 Days of the first Order or six (6) Months following the Start Date, whichever is earlier.   

2.5  The Buyer shall notify the Supplier of its Approval or rejection of the proposed Continuous 
 Improvement Plan or any updates to it within twenty (20) Working Days of receipt.  If it 
 is rejected then the Supplier shall, within ten (10) Working Days of receipt of notice of 
 rejection, submit a revised Continuous Improvement Plan reflecting the changes 
 required.  Once Approved, it becomes the Continuous Improvement Plan for the 
 purposes of this Contract. 
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2.6  The Supplier must provide sufficient information with each suggested improvement to 
 enable a decision on whether to implement it. The Supplier shall provide any further 
 information as requested. 

2.7  If the Buyer wishes to incorporate any improvement into this Contract, it must request a 
 Variation in accordance with the Variation Procedure and the Supplier must implement 
 such Variation at no additional cost to the Buyer or CCS. 

2.8  Once the first Continuous Improvement Plan has been Approved in accordance with 
 Paragraph 2.5: 

2.8.1 the Supplier shall use all reasonable endeavours to implement any agreed 
deliverables in accordance with the Continuous Improvement Plan; and 

2.8.2 the Parties agree to meet as soon as reasonably possible following the start 
of each quarter (or as otherwise agreed between the Parties) to review the 
Supplier's progress against the Continuous Improvement Plan. 

2.9  The Supplier shall update the Continuous Improvement Plan as and when required but at 
 least once every Contract Year (after the first (1st) Contract Year) in accordance with the 
 procedure and timescales set out in Paragraph 2.3.  

2.10 All costs relating to the compilation or updating of the Continuous Improvement Plan and 
 the costs arising from any improvement made pursuant to it and the costs of 
 implementing any improvement, shall have no effect on and are included in the Charges. 

2.11 Should the Supplier's costs in providing the Deliverables to the Buyer be reduced as a 
 result of any changes implemented, all of the cost savings shall be passed on to the Buyer 
 by way of a consequential and immediate reduction in the Charges for the Deliverables. 

2.12 At any time during the Contract Period of the Call-Off Contract, the Supplier may make a 
 proposal for gainshare. If the Buyer deems gainshare to be applicable then the Supplier 
 shall update the Continuous Improvement Plan so as to include details of the way in 
 which the proposal shall be implemented in accordance with an agreed gainshare ratio. 
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Call-Off Schedule 4 (Call Off Tender) 

Statement of Good Standing Response, 
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Mandatory Supplier Response Matrix. 
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Mandatory Supplier Response Matrix -continued. 
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Call-Off Schedule 5 (Pricing Details)  

Supplier’s pricing 

 

 

For the avoidance of doubt, this Call-Off Contract is for a Buyer committed spend of 

£3,472,145.80 ex. VAT.  
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Call-Off Schedule 6 Annex E As a Service (Additional 

Terms) - N/A 
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Call-Off Schedule 6 (ICT Services) 

"Buyer Property"  the property, other than real property and IPR, including 
the Buyer System, any equipment issued or made available 
to the Supplier by the Buyer in connection with this 
Contract; 

"Buyer Software" any software which is owned by or licensed to the Buyer 
and which is or will be used by the Supplier for the purposes 
of providing the Deliverables; 

"Buyer System" the Buyer's computing environment (consisting of 
hardware, software and/or telecommunications networks 
or equipment) used by the Buyer or the Supplier in 
connection with this Contract which is owned by or 
licensed to the Buyer by a third party and which interfaces 
with the Supplier System or which is necessary for the 
Buyer to receive the Deliverables; 

“Commercial off the shelf 
Software” or “COTS 

Software” 

Non-customised software where the IPR may be owned 
and licensed either by the Supplier or a third party 
depending on the context, and which is commercially 
available for purchase and subject to standard licence 
terms 

 

“Core Network” the provision of any shared central core network capability 
forming part of the overall Services delivered to the Buyer, 
which is not specific or exclusive to a specific Call-Off 
Contract, and excludes any configuration information 
specifically associated with a specific Call-Off Contract; 

"Defect" 
any of the following:  

a) any error, damage or defect in the manufacturing of a 
Deliverable; or 

b) any error or failure of code within the Software which 
causes a Deliverable to malfunction or to produce 
unintelligible or incorrect results; or 

 
c) any failure of any Deliverable to provide the 

performance, features and functionality specified in 
the requirements of the Buyer or the Documentation 
(including any adverse effect on response times) 
regardless of whether or not it prevents the relevant 
Deliverable from passing any Test required under this 
Call Off Contract; or 

d) any failure of any Deliverable to operate in conjunction 
with or interface with any other Deliverable in order to 
provide the performance, features and functionality 
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specified in the requirements of the Buyer or the 
Documentation (including any adverse effect on 
response times) regardless of whether or not it 
prevents the relevant Deliverable from passing any Test 
required under this Contract; 

"Emergency Maintenance" ad hoc and unplanned maintenance provided by the 
Supplier where either Party reasonably suspects that the 
ICT Environment or the Services, or any part of the ICT 
Environment or the Services, has or may have developed a 
fault; 

"ICT Environment" the Buyer System and the Supplier System; 

"Licensed Software" all and any Software licensed by or through the Supplier, its 
Sub-Contractors or any third party to the Buyer for the 
purposes of or pursuant to this Call Off Contract, including 
any COTS Software; 

"Maintenance Schedule" has the meaning given to it in paragraph 8 of this Schedule; 

"Malicious Software" any software program or code intended to destroy, 
interfere with, corrupt, or cause undesired effects on 
program files, data or other information, executable code 
or application software macros, whether or not its 
operation is immediate or delayed, and whether the 
malicious software is introduced wilfully, negligently or 
without knowledge of its existence; 

"New Release" an item produced primarily to extend, alter or improve the 
Software and/or any Deliverable by providing additional 
functionality or performance enhancement (whether or 
not defects in the Software and/or Deliverable are also 
corrected) while still retaining the original designated 
purpose of that item; 

"Open Source Software" computer software that has its source code made available 
subject to an open-source licence under which the owner 
of the copyright and other IPR in such software provides 
the rights to use, study, change and distribute the software 
to any and all persons and for any and all purposes free of 
charge; 

"Operating Environment" means the Buyer System and any premises (including the 
Buyer Premises, the Supplier’s premises or third party 
premises) from, to or at which: 

a) the Deliverables are (or are to be) provided; or  
b) the Supplier manages, organises or otherwise 

directs the provision or the use of the Deliverables; 
or 
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c) where any part of the Supplier System is situated; 

"Permitted Maintenance" has the meaning given to it in paragraph 8.2 of this 
Schedule; 

"Quality Plans" has the meaning given to it in paragraph 6.1 of this 
Schedule; 

"Sites" has the meaning given to it in Joint Schedule 1(Definitions), 
and for the purposes of this Call Off Schedule shall also 
include any premises from, to or at which physical interface 
with the Buyer System takes place; 

"Software" Specially Written Software COTS Software and non-COTS 
Supplier and third party Software; 

"Software Supporting 
Materials" 

has the meaning given to it in paragraph 9.1 of this 
Schedule; 

"Source Code" computer programs and/or data in eye-readable form and 
in such form that it can be compiled or interpreted into 
equivalent binary code together with all related design 
comments, flow charts, technical information and 
documentation necessary for the use, reproduction, 
maintenance, modification and enhancement of such 
software; 

"Specially Written 
Software" 

any software (including database software, linking 
instructions, test scripts, compilation instructions and test 
instructions) created by the Supplier (or by a Sub-
Contractor or other third party on behalf of the Supplier) 
specifically for the purposes of this Contract, including any 
modifications or enhancements to COTS Software. For the 
avoidance of doubt Specially Written Software does not 
constitute New IPR; 

"Supplier System" the information and communications technology system 
used by the Supplier in supplying the Deliverables, 
including the COTS Software, the Supplier Equipment, 
configuration and management utilities, calibration and 
testing tools and related cabling (but excluding the Buyer 
System); 

1. When this Schedule should be used 

1.1. This Schedule is designed to provide additional provisions necessary to 
facilitate the provision of ICT Services which are part of the Deliverables. 

 

2. Buyer due diligence requirements  
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2.1. The Supplier shall satisfy itself of all relevant details, including but not 
limited to, details relating to the following; 

2.1.1. suitability of the existing and (to the extent that it is defined or 
reasonably foreseeable at the Start Date) future Operating 
Environment;  

2.1.2. operating processes and procedures and the working methods of the 
Buyer;  

2.1.3. ownership, functionality, capacity, condition and suitability for use in 
the provision of the Deliverables of the Buyer Assets; and 

2.1.4. existing contracts (including any licences, support, maintenance and 
other contracts relating to the Operating Environment) referred to in 
the Due Diligence Information which may be novated to, assigned to 
or managed by the Supplier under this Contract and/or which the 
Supplier will require the benefit of for the provision of the 
Deliverables. 

2.2. The Supplier confirms that it has advised the Buyer in writing of: 

2.2.1. each aspect, if any, of the Operating Environment that is not suitable 
for the provision of the ICT Services; 

2.2.2. the actions needed to remedy each such unsuitable aspect; and 

2.2.3. a timetable for and the costs of those actions. 

 

3. Licensed software warranty 

3.1. The Supplier represents and warrants that: 

3.1.1. it has and shall continue to have all necessary rights in and to the 
Licensed Software made available by the Supplier (and/or any Sub-
Contractor) to the Buyer which are necessary for the performance of 
the Supplier’s obligations under this Contract including the receipt of 
the Deliverables by the Buyer; 

3.1.2. all components of the Specially Written Software shall: 

3.1.2.1. be free from material design and programming errors; 

3.1.2.2. perform in all material respects in accordance with the 
relevant specifications contained in Call Off Schedule 14 
(Service Levels) and Documentation; and 

3.1.2.3. not infringe any IPR. 

 

4. Provision of ICT Services 

4.1. The Supplier shall: 
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4.1.1. ensure that the release of any new COTS Software in which the 
Supplier owns the IPR, or upgrade to any Software in which the 
Supplier owns the IPR complies with the interface requirements of 
the Buyer and (except in relation to new Software or upgrades which 
are released to address Malicious Software) shall notify the Buyer 
three (3) Months before the release of any new COTS Software or 
Upgrade; 

4.1.2. ensure that all Software including upgrades, updates and New 
Releases used by or on behalf of the Supplier are currently 
supported versions of that Software and perform in all material 
respects in accordance with the relevant specification; 

4.1.3. ensure that the Supplier System will be free of all encumbrances; 

4.1.4. ensure that the Deliverables are fully compatible with any Buyer 
Software, Buyer System, or otherwise used by the Supplier in 
connection with this Contract; 

4.1.5. minimise any disruption to the Services and the ICT Environment  
and/or the Buyer's operations when providing the Deliverables; 

 

5. Standards and Quality Requirements 

5.1. The Supplier shall develop, in the timescales specified in the Order Form, 
quality plans that ensure that all aspects of the Deliverables are the subject 
of quality management systems and are consistent with BS EN ISO 9001 or 
any equivalent standard which is generally recognised as having replaced it 
("Quality Plans"). 

5.2. The Supplier shall seek Approval from the Buyer (not be unreasonably 
withheld or delayed) of the Quality Plans before implementing them. 
Approval shall not act as an endorsement of the Quality Plans and shall not 
relieve the Supplier of its responsibility for ensuring that the Deliverables are 
provided to the standard required by this Contract. 

5.3. Following the approval of the Quality Plans, the Supplier shall provide all 
Deliverables in accordance with the Quality Plans. 

5.4. The Supplier shall ensure that the Supplier Personnel shall at all times 
during the Call Off Contract Period: 

5.4.1. be appropriately experienced, qualified and trained to supply the 
Deliverables in accordance with this Contract; 

5.4.2. apply all due skill, care, diligence in faithfully performing those duties 
and exercising such powers as necessary in connection with the 
provision of the Deliverables; and 

5.4.3. obey all lawful instructions and reasonable directions of the Buyer 
(including, if so required by the Buyer, the ICT Policy) and provide 
the Deliverables to the reasonable satisfaction of the Buyer. 
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6. ICT Audit 

6.1. The Supplier shall allow any auditor access to the Supplier premises to: 

6.1.1. inspect the ICT Environment and the wider service delivery 
environment (or any part of them); 

6.1.2. review any records created during the design and development of the 
Supplier System and pre-operational environment such as 
information relating to Testing; 

6.1.3. review the Supplier’s quality management systems including all 
relevant Quality Plans. 

 

7. Maintenance of the ICT Environment 

7.1. If specified by the Buyer in the Order Form, the Supplier shall create and 
maintain a rolling schedule of planned maintenance to the ICT Environment 
("Maintenance Schedule") and make it available to the Buyer for Approval 
in accordance with the timetable and instructions specified by the Buyer. 

7.2. Once the Maintenance Schedule has been Approved, the Supplier shall 
only undertake such planned maintenance (other than to the Core Network)  
(which shall be known as "Permitted Maintenance") in accordance with the 
Maintenance Schedule. 

7.3. The Supplier shall give as much notice as is reasonably practicable to the 
Buyer prior to carrying out any Emergency Maintenance, including to the 
Core Network. 

7.4. The Supplier shall carry out any necessary maintenance (whether Permitted 
Maintenance or Emergency Maintenance) where it reasonably suspects that 
the ICT Environment and/or the Services or any part thereof has or may 
have developed a fault. Any such maintenance shall be carried out in such 
a manner and at such times so as to avoid (or where this is not possible so 
as to minimise) disruption to the ICT Environment and the provision of the 
Deliverables. 

 

8. Intellectual Property Rights in ICT 

8.1. Assignments granted by the Supplier: Specially Written Software  

8.1.1. The Supplier assigns (by present assignment of future rights to take 
effect immediately on it coming into existence) to the Buyer with full 
guarantee (or shall procure assignment to the Buyer), title to and all 
rights and interest in the Specially Written Software together with and 
including: 

8.1.1.1. the Documentation, Source Code and the Object Code of 
the Specially Written Software; and 
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8.1.1.2. all build instructions, test instructions, test scripts, test data, 
operating instructions and other documents and tools 
necessary for maintaining and supporting the Specially 
Written Software and the New IPR (together the "Software 
Supporting Materials"). 

8.1.2. The Supplier shall: 

8.1.2.1. inform the Buyer of all Specially Written Software or New 
IPRs that are a modification, customisation, configuration or 
enhancement to any COTS Software;  

8.1.2.2. deliver to the Buyer the Specially Written Software and any 
computer program elements of the New IPRs in both Source 
Code and Object Code forms together with relevant 
Documentation and all related Software Supporting 
Materials within seven days of completion or, if a relevant 
Milestone has been identified in an Implementation Plan, 
Achievement of that Milestone and shall provide updates of 
them promptly following each new release of the Specially 
Written Software, in each case on media that is reasonably 
acceptable to the Buyer and the Buyer shall become the 
owner of such media upon receipt; and 

8.1.2.3. without prejudice to paragraph 9.1.2.2, provide full details to 
the Buyer of any of the Supplier’s Existing IPRs or Third 
Party IPRs which are embedded or which are an integral 
part of the Specially Written Software or New IPR and the 
Supplier hereby grants to the Buyer and shall procure that 
any relevant third party licensor shall grant to the Buyer a 
perpetual, irrevocable, non-exclusive, assignable, royalty-
free licence to use, sub-license and/or commercially exploit 
such Supplier’s Existing IPRs and Third Party IPRs to the 
extent that it is necessary to enable the Buyer to obtain the 
full benefits of ownership of the Specially Written Software 
and New IPRs. 

8.1.3. The Supplier shall promptly execute all such assignments as are 
required to ensure that any rights in the Specially Written Software 
and New IPRs are properly transferred to the Buyer. 

8.2. Licences for non-COTS IPR from the Supplier and third parties to the 
Buyer 

8.2.1. Unless the Buyer gives its Approval the Supplier must not use any: 

a) of its own Existing IPR that is not COTS Software; 

b) third party software that is not COTS Software 

8.2.2. Where the Buyer Approves the use of the Supplier’s Existing IPR that 
is not COTS Software the Supplier shall grants to the Buyer a 
perpetual, royalty-free and non-exclusive licence to use adapt, and 
sub-license the same for any purpose relating to the Deliverables (or 



Call-Off Schedule 6 (ICT Services)                                                          714168450 (DInfoCom/0290 
Crown Copyright 2018 

  18 
Framework Ref: RM6098 

Project Version: v1.0    

Model Version: v3.0 
 

OFFICIAL-SENSITIVE - COMMERCIAL 

 

substantially equivalent deliverables) or for any purpose relating to 
the exercise of the Buyer’s (or, if the Buyer is a Central Government 
Body, any other Central Government Body’s) business or function 
including  the right to load, execute, store, transmit, display and copy 
(for the purposes of archiving, backing-up, loading, execution, 
storage, transmission or display) for the Call Off Contract Period and 
after expiry of the Contract to the extent necessary to ensure 
continuity of service and an effective transition of Services to a 
Replacement Supplier. 

8.2.3. Where the Buyer Approves the use of third party Software that is not 
COTS Software the Supplier shall procure that the owners or the 
authorised licensors of any such Software grant a direct licence to 
the Buyer on terms at least equivalent to those set out in Paragraph 
9.2.2. If the Supplier cannot obtain such a licence for the Buyer it 
shall: 

8.2.3.1. notify the Buyer in writing giving details of what licence terms 
can be obtained and whether there are alternative software 
providers which the Supplier could seek to use; and 

8.2.3.2. only use such third party IPR as referred to at paragraph 
9.2.3.1 if the Buyer Approves the terms of the licence from 
the relevant third party. 

8.2.4. Where the Supplier is unable to provide a license to the Supplier’s 
Existing IPR in accordance with Paragraph 9.2.2 above, it must meet 
the requirement by making use of COTS Software or Specially 
Written Software.   

8.2.5. The Supplier may terminate a licence granted under paragraph 9.2.1 
by giving at least thirty (30) days’ notice in writing if there is an 
Authority Cause which constitutes a material Default which, if 
capable of remedy, is not remedied within twenty (20) Working Days 
after the Supplier gives the Buyer written notice specifying the breach 
and requiring its remedy. 

8.3. Licenses for COTS Software by the Supplier and third parties to the 
Buyer 

8.3.1. The Supplier shall either grant, or procure that the owners or the 
authorised licensors of any COTS Software grant, a direct licence to 
the Buyer on terms no less favourable than those standard 
commercial terms on which such software is usually made 
commercially available. 

8.3.2. Where the Supplier owns the COTS Software it shall make available 
the COTS software to a Replacement Supplier at a price and on 
terms no less favourable than those standard commercial terms on 
which such software is usually made commercially available. 

8.3.3. Where a third party is the owner of COTS Software licensed in 
accordance with this Paragraph 9.3 the Supplier shall support the 
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Replacement Supplier to make arrangements with the owner or 
authorised licencee to renew the license at a price and on terms no 
less favourable than those standard commercial terms on which such 
software is usually made commercially available. 

8.3.4. The Supplier shall notify the Buyer within seven (7) days of becoming 
aware of any COTS Software which in the next thirty-six (36) months: 

8.3.4.1. will no longer be maintained or supported by the developer; 
or 

8.3.4.2. will no longer be made commercially available 

8.4. Buyer’s right to assign/novate licences 

8.4.1. The Buyer may assign, novate or otherwise transfer its rights and 
obligations under the licences granted pursuant to paragraph 9.2 (to: 

8.4.1.1. a Central Government Body; or 

8.4.1.2. to any body (including any private sector body) which 
performs or carries on any of the functions and/or activities 
that previously had been performed and/or carried on by the 
Buyer. 

8.4.2. If the Buyer ceases to be a Central Government Body, the successor 
body to the Buyer shall still be entitled to the benefit of the licences 
granted in paragraph 9.2. 

8.5. Licence granted by the Buyer 

8.5.1. The Buyer grants to the Supplier a royalty-free, non-exclusive, non-
transferable licence during the Contract Period to use the Buyer 
Software and the Specially Written Software solely to the extent 
necessary for providing the Deliverables in accordance with this 
Contract, including the right to grant sub-licences to Sub-Contractors 
provided that any relevant Sub-Contractor has entered into a 
confidentiality undertaking with the Supplier on the same terms as 
set out in Clause 15 (Confidentiality). 

8.6. Open Source Publication 

8.6.1. Unless the Buyer otherwise agrees in advance in writing (and subject 
to paragraph 9.6.3) all Specially Written Software and computer 
program elements of New IPR shall be created in a format, or able to 
be converted (in which case the Supplier shall also provide the 
converted format to the Buyer) into a format, which is: 

8.6.1.1. suitable for publication by the Buyer as Open Source; and  

8.6.1.2. based on Open Standards (where applicable), 

and the Buyer may, at its sole discretion, publish the same as Open Source. 

8.6.2. The Supplier hereby warrants that the Specially Written Software and 
the New IPR: 
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8.6.2.1. are suitable for release as Open Source and that the 
Supplier has used reasonable endeavours when developing 
the same to ensure that publication by the Buyer will not 
enable a third party to use them in any way which could 
reasonably be foreseen to compromise the operation, 
running or security of the Specially Written Software, New 
IPRs or the Buyer System; 

8.6.2.2. have been developed using reasonable endeavours to 
ensure that their publication by the Buyer shall not cause 
any harm or damage to any party using them; 

8.6.2.3. do not contain any material which would bring the Buyer into 
disrepute; 

8.6.2.4. can be published as Open Source without breaching the 
rights of any third party;  

8.6.2.5. will be supplied in a format suitable for publication as Open 
Source ("the Open Source Publication Material") no later 
than the date notified by the Buyer to the Supplier; and 

8.6.2.6. do not contain any Malicious Software. 

8.6.3. Where the Buyer has Approved a request by the Supplier for any part 
of the Specially Written Software or New IPRs to be excluded from 
the requirement to be in an Open Source format due to the intention 
to embed or integrate Supplier Existing IPRs and/or Third Party IPRs 
(and where the Parties agree that such IPRs are not intended to be 
published as Open Source), the Supplier shall: 

8.6.3.1. as soon as reasonably practicable, provide written details of 
the nature of the IPRs and items or Deliverables based on 
IPRs which are to be excluded from Open Source 
publication; and  

8.6.3.2. include in the written details and information about the 
impact that inclusion of such IPRs or Deliverables based on 
such IPRs, will have on any other Specially Written Software 
and/or New IPRs and the Buyer’s ability to publish such 
other items or Deliverables as Open Source. 

8.7. Malicious Software 

8.7.1. The Supplier shall, throughout the Contract Period, use the latest 
versions of anti-virus definitions and software available from an 
industry accepted anti-virus software vendor to check for, contain the 
spread of, and minimise the impact of Malicious Software. 

8.7.2. If Malicious Software is found, the Parties shall co-operate to reduce 
the effect of the Malicious Software and, particularly if Malicious 
Software causes loss of operational efficiency or loss or corruption of 
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Government Data, assist each other to mitigate any losses and to 
restore the provision of the Deliverables to its desired operating 
efficiency. 

8.7.3. Any cost arising out of the actions of the Parties taken in compliance 
with the provisions of paragraph 9.7.2 shall be borne by the Parties 
as follows: 

8.7.3.1. by the Supplier, where the Malicious Software originates 
from the Supplier Software, the third party Software supplied 
by the Supplier or the Government Data (whilst the 
Government Data was under the control of the Supplier) 
unless the Supplier can demonstrate that such Malicious 
Software was present and not quarantined or otherwise 
identified by the Buyer when provided to the Supplier; and 

8.7.3.2. by the Buyer, if the Malicious Software originates from the 
Buyer Software or the Buyer Data (whilst the Buyer Data 
was under the control of the Buyer). 

 

9. Supplier-Furnished Terms 

9.1.  Software Licence Terms 

9.1.1. Terms for licensing of non-COTS third party software in accordance 
with Paragraph 9.2.3 are detailed in Annex A of this Call Off 
Schedule 6. 

9.1.2. Terms for licensing of COTS software in accordance with Paragraph 
9.3 are detailed in Annex B of this Call Off Schedule 6. 

9.2. Software Support & Maintenance Terms 

9.2.1. Additional terms for provision of Software Support & Maintenance 
Services are detailed in Annex C of this Call Off Schedule 6. 

9.3. Software as a Service Terms 

9.3.1. Additional terms for provision of a Software as a Service solution are 
detailed in Annex D of this Call Off Schedule 6. 

 As a Service Terms 

9.3.2. Additional terms for provision of a devices, utility and consumption 
models for technology infrastructure generally described as  “As a 
Service” solutions are detailed in Annex E to this Call-Off Schedule 6.  

  Customer Premises 

9.4.  Licence to occupy Customer Premises 

9.4.1.  Any Customer Premises shall be made available to the Supplier on a 
non-exclusive licence basis free of charge and shall be used by the 
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Supplier solely for the purpose of performing its obligations under this 
Call- Off Contract. The Supplier shall have the use of such Customer 
Premises as licensee and shall vacate the same immediately upon 
completion, termination, expiry or abandonment of this Call-Off 
Contract [ and in accordance with Call-Off Schedule 10 (Exit 
Management)]. 

9.4.2. The Supplier shall limit access to the Buyer Premises to such Supplier 
Staff as is necessary to enable it to perform its obligations under this 
Call-Off Contract and the Supplier shall co-operate (and ensure that 
the Supplier Staff co-operate) with such other persons working 
concurrently on such Buyer Premises as the Buyer may reasonably 
request. 

9.4.3. Save in relation to such actions identified by the Supplier in 
accordance with paragraph 3.2 of this Call-Off Schedule 6 and set out 
in the Order Form (or elsewhere in this Call Off Contract), should the 
Supplier require modifications to the Buyer Premises, such 
modifications shall be subject to Approval and shall be carried out by 
the Buyer at the Supplier's expense. The Buyer shall undertake any 
modification work which it approves pursuant to this paragraph 11.1.3 
without undue delay. Ownership of such modifications shall rest with 
the Buyer. 

9.4.4. The Supplier shall observe and comply with such rules and regulations 
as may be in force at any time for the use of such Buyer Premises and 
conduct of personnel at the Buyer Premises as determined by the 
Buyer, and the Supplier shall pay for the full cost of making good any 
damage caused by the Supplier Staff other than fair wear and tear. For 
the avoidance of doubt, damage includes without limitation damage to 
the fabric of the buildings, plant, fixed equipment or fittings therein. 

9.4.5. The Parties agree that there is no intention on the part of the Buyer to 
create a tenancy of any nature whatsoever in favour of the Supplier or 
the Supplier Staff and that no such tenancy has or shall come into 
being and, notwithstanding any rights granted pursuant to this Call-Off 
Contract, the Buyer retains the right at any time to use any Buyer 
Premises in any manner it sees fit. 

9.5.  Security of Buyer Premises 

9.5.1. The Buyer shall be responsible for maintaining the security of the 
Buyer Premises. The Supplier shall comply with the reasonable 
security requirements of the Buyer while on the Buyer Premises. 

9.5.2. The Buyer shall afford the Supplier upon Approval (the decision to 
Approve or not will not be unreasonably withheld or delayed) an 
opportunity to inspect its physical security arrangements. 
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 Buyer Property 

9.6.  Where the Buyer issues Buyer Property free of charge to the Supplier 
such Buyer Property shall be and remain the property of the Buyer and 
the Supplier irrevocably licences the Buyer and its agents to enter upon 
any premises of the Supplier during normal business hours on 
reasonable notice to recover any such Buyer Property. 

9.7. The Supplier shall not in any circumstances have a lien or any other 
interest on the Buyer Property and at all times the Supplier shall possess 
the Buyer Property as fiduciary agent and bailee of the Buyer. 

9.8. The Supplier shall take all reasonable steps to ensure that the title of the 
Buyer to the Buyer Property and the exclusion of any such lien or other 
interest are brought to the notice of all Sub-Contractors and other 
appropriate persons and shall, at the Buyer's request, store the Buyer 
Property separately and securely and ensure that it is clearly identifiable 
as belonging to the Buyer. 

9.9. The Buyer Property shall be deemed to be in good condition when 
received by or on behalf of the Supplier unless the Supplier notifies the 
Buyer otherwise within five (5) Working Days of receipt. 

9.10. The Supplier shall maintain the Buyer Property in good order and 
condition (excluding fair wear and tear) and shall use the Buyer Property 
solely in connection with this Call-Off Contract and for no other purpose 
without Approval. 

9.11. The Supplier shall ensure the security of all the Buyer Property whilst in 
its possession, either on the Sites or elsewhere during the supply of the 
Services, in accordance with Call- Off Schedule 9 (Security) and the 
Buyer’s reasonable security requirements from time to time. 

9.12. The Supplier shall be liable for all loss of, or damage to the Buyer 
Property, (excluding fair wear and tear), unless such loss or damage was 
solely caused by a Buyer Cause. The Supplier shall inform the Buyer 
immediately of becoming aware of any defects appearing in or losses or 
damage occurring to the Buyer Property. 

Supplier Equipment 

9.13. Unless otherwise stated in this Call Off Contract, the Supplier shall 
provide all the Supplier Equipment necessary for the provision of the 
Services. 

9.14. The Supplier shall not deliver any Supplier Equipment nor begin any 
work on the Buyer Premises without obtaining Approval. 
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9.15. The Supplier shall be solely responsible for the cost of carriage of the 
Supplier Equipment to the Sites and/or any Buyer Premises, including its 
off-loading, removal of all packaging and all other associated costs.  
Likewise on the Call-Off Expiry Date the Supplier shall be responsible for 
the removal of all relevant Supplier Equipment from the Sites and/or any 
Buyer Premises, including the cost of packing, carriage and making good 
the Sites and/or the Buyer Premises following removal. 

9.16. All the Supplier's property, including Supplier Equipment, shall remain at 
the sole risk and responsibility of the Supplier, except that the Buyer shall 
be liable for loss of or damage to any of the Supplier's property located 
on Buyer Premises which is due to the negligent act or omission of the 
Buyer. 

9.17. 4.5   Subject to any express provision of the BCDR Plan (if applicable) to 
the contrary, the loss or destruction for any reason of any Supplier 
Equipment shall not relieve the Supplier of its obligation to supply the 
Services in accordance with this Call Off Contract, including the Service 
Levels. 

9.18. The Supplier shall maintain all Supplier Equipment within the Sites 
and/or the Buyer Premises in a safe, serviceable and clean condition. 

9.19. The Supplier shall, at the Buyer’s written request, at its own expense and 
as soon as reasonably practicable: 

9.19.1. remove from the Buyer Premises any Supplier Equipment or any 
component part of Supplier Equipment which in the reasonable 
opinion of the Buyer is either hazardous, noxious or not in 
accordance with this Call-Off Contract; and 

9.19.2. replace such Supplier Equipment or component part of Supplier 
Equipment with a suitable substitute item of Supplier Equipment. 
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Annex A: Non-COTS Third Party Software Licensing Terms 
– N/A 
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Annex B: COTS Licensing Terms 

- [REDACTED] 

- [REDACTED] 

- [REDACTED] 

- [REDACTED] 
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Annex C: Software Support & Maintenance Terms 

[REDACTED] 

  



Call-Off Schedule 6 (ICT Services)                                                          714168450 (DInfoCom/0290 
Crown Copyright 2018 

  28 
Framework Ref: RM6098 

Project Version: v1.0    

Model Version: v3.0 
 

OFFICIAL-SENSITIVE - COMMERCIAL 

 

Annex D: Software as a Service Terms – N/A 

Annex E: As a Service Terms – N/A
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Call-Off Schedule 7 (Key Supplier Staff) - N/A 

Call-Off Schedule 8 (Business Continuity and Disaster 
Recovery) – N/A 
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Call-Off Schedule 9 (Security) 

 

Part A: Short Form Security Requirements 

1. Definitions 

1.1 In this Schedule, the following words shall have the following meanings and they shall 
supplement Joint Schedule 1 (Definitions): 

"Breach of Security" 
1 the occurrence of: 

a) any unauthorised access to or use of the Deliverables, 
the Sites and/or any Information and Communication 
Technology ("ICT"), information or data (including the 
Confidential Information and the Government Data) 
used by the Buyer and/or the Supplier in connection 
with this Contract; and/or 

b) the loss and/or unauthorised disclosure of any 
information or data (including the Confidential 
Information and the Government Data), including any 
copies of such information or data, used by the Buyer 
and/or the Supplier in connection with this Contract, 

2 in either case as more particularly set out in the Security 
Policy where the Buyer has required compliance therewith 
in accordance with paragraph 2.2; 

"Security Management 

Plan"  3 the Supplier's security management plan prepared pursuant 
to this Schedule, a draft of which has been provided by the 
Supplier to the Buyer and as updated from time to time. 

2. Complying with security requirements and updates to them 

2.1 The Buyer and the Supplier recognise that, where specified in Framework Schedule 4 
(Framework Management), CCS shall have the right to enforce the Buyer's rights under this 
Schedule. 

2.2 The Supplier shall comply with the requirements in this Schedule in respect of the Security 
Management Plan. Where specified by a Buyer that has undertaken a Further Competition it 
shall also comply with the Security Policy  and shall ensure that the Security Management Plan 
produced by the Supplier fully complies with the Security Policy.  

2.3 Where the Security Policy applies the Buyer shall notify the Supplier of any changes or 
proposed changes to the Security Policy. 

2.4 If the Supplier believes that a change or proposed change to the Security Policy will have a 
material and unavoidable cost implication to the provision of the Deliverables it may propose 
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a Variation to the Buyer. In doing so, the Supplier must support its request by providing 
evidence of the cause of any increased costs and the steps that it has taken to mitigate those 
costs.  Any change to the Charges shall be subject to the Variation Procedure. 

2.5 Until and/or unless a change to the Charges is agreed by the Buyer pursuant to the Variation 
Procedure the Supplier shall continue to provide the Deliverables in accordance with its 
existing obligations. 

3. Security Standards 

3.1 The Supplier acknowledges that the Buyer places great emphasis on the reliability of the 
performance of the Deliverables, confidentiality, integrity and availability of information and 
consequently on security. 

3.2 The Supplier shall be responsible for the effective performance of its security obligations and 
shall at all times provide a level of security which: 

3.2.1 is in accordance with the Law and this Contract;  

3.2.2 as a minimum demonstrates Good Industry Practice; 

3.2.3 meets any specific security threats of immediate relevance to the Deliverables 
and/or the Government Data; and 

3.2.4 where specified by the Buyer in accordance with paragraph 2.2 complies with the 
Security Policy and the ICT Policy. 

3.3 The references to standards, guidance and policies contained or set out in Paragraph 3.2 shall 
be deemed to be references to such items as developed and updated and to any successor to 
or replacement for such standards, guidance and policies, as notified to the Supplier from time 
to time. 

3.4 In the event of any inconsistency in the provisions of the above standards, guidance and 
policies, the Supplier should notify the Buyer's Representative of such inconsistency 
immediately upon becoming aware of the same, and the Buyer's Representative shall, as soon 
as practicable, advise the Supplier which provision the Supplier shall be required to comply 
with. 

4. Security Management Plan 

4.1 Introduction 

4.1.1 The Supplier shall develop and maintain a Security Management Plan in accordance 
with this Schedule. The Supplier shall thereafter comply with its obligations set out 
in the Security Management Plan. 

4.2 Content of the Security Management Plan 

4.2.1 The Security Management Plan shall: 

a)  comply with the principles of security set out in Paragraph 3 and any other 
provisions of this Contract relevant to security; 

b)  identify the necessary delegated organisational roles for those responsible for 
ensuring it is complied with by the Supplier; 

c)  detail the process for managing any security risks from Subcontractors and 
third parties authorised by the Buyer with access to the Deliverables, 
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processes associated with the provision of the Deliverables, the Buyer 
Premises, the Sites and any ICT, Information and data (including the Buyer’s 
Confidential Information and the Government Data) and any system that 
could directly or indirectly have an impact on that Information, data and/or 
the Deliverables; 

d)  be developed to protect all aspects of the Deliverables and all processes 
associated with the provision of the Deliverables, including the Buyer 
Premises, the Sites, and any ICT, Information and data (including the Buyer’s 
Confidential Information and the Government Data) to the extent used by the 
Buyer or the Supplier in connection with this Contract or in connection with 
any system that could directly or indirectly have an impact on that 
Information, data and/or the Deliverables; 

e)  set out the security measures to be implemented and maintained by the 
Supplier in relation to all aspects of the Deliverables and all processes 
associated with the provision of the Goods and/or Services and shall at all 
times comply with and specify security measures and procedures which are 
sufficient to ensure that the Deliverables comply with the provisions of this 
Contract; 

f)  set out the plans for transitioning all security arrangements and 
responsibilities for the Supplier to meet the full obligations of the security 
requirements set out in this Contract and, where necessary in accordance 
with paragraph 2.2 the Security Policy; and 

g)  be written in plain English in language which is readily comprehensible to the 
staff of the Supplier and the Buyer engaged in the provision of the 
Deliverables and shall only reference documents which are in the possession 
of the Parties or whose location is otherwise specified in this Schedule. 

4.3 Development of the Security Management Plan 

4.3.1 Within twenty (20) Working Days after the Start Date and in accordance with 
Paragraph 4.4, the Supplier shall prepare and deliver to the Buyer for Approval a 
fully complete and up to date Security Management Plan which will be based on the 
draft Security Management Plan.  

4.3.2 If the Security Management Plan submitted to the Buyer in accordance with 
Paragraph 4.3.1, or any subsequent revision to it in accordance with Paragraph 4.4, 
is Approved it will be adopted immediately and will replace the previous version of 
the Security Management Plan and thereafter operated and maintained in 
accordance with this Schedule.  If the Security Management Plan is not Approved, 
the Supplier shall amend it within ten (10) Working Days of a notice of non-approval 
from the Buyer and re-submit to the Buyer for Approval.  The Parties will use all 
reasonable endeavours to ensure that the approval process takes as little time as 
possible and in any event no longer than fifteen (15) Working Days from the date of 
its first submission to the Buyer.  If the Buyer does not approve the Security 
Management Plan following its resubmission, the matter will be resolved in 
accordance with the Dispute Resolution Procedure.  

4.3.3 The Buyer shall not unreasonably withhold or delay its decision to Approve or not 
the Security Management Plan pursuant to Paragraph 4.3.2.  However, a refusal by 
the Buyer to Approve the Security Management Plan on the grounds that it does 
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not comply with the requirements set out in Paragraph 4.2 shall be deemed to be 
reasonable. 

4.3.4 Approval by the Buyer of the Security Management Plan pursuant to 
Paragraph 4.3.2 or of any change to the Security Management Plan in accordance 
with Paragraph 4.4 shall not relieve the Supplier of its obligations under this 
Schedule.  

4.4 Amendment of the Security Management Plan 

4.4.1 The Security Management Plan shall be fully reviewed and updated by the Supplier 
at least annually to reflect: 

a)  emerging changes in Good Industry Practice; 

b)  any change or proposed change to the Deliverables and/or associated 
processes;  

c)  where necessary in accordance with paragraph 2.2, any change to the Security 
Policy;  

d)  any new perceived or changed security threats; and 

e)  any reasonable change in requirements requested by the Buyer. 

4.4.2 The Supplier shall provide the Buyer with the results of such reviews as soon as 
reasonably practicable after their completion and amendment of the Security 
Management Plan at no additional cost to the Buyer. The results of the review shall 
include, without limitation: 

a)  suggested improvements to the effectiveness of the Security Management 
Plan; 

b)  updates to the risk assessments; and 

c)  suggested improvements in measuring the effectiveness of controls. 

4.4.3 Subject to Paragraph 4.4.4, any change or amendment which the Supplier proposes 
to make to the Security Management Plan (as a result of a review carried out in 
accordance with Paragraph 4.4.1, a request by the Buyer or otherwise) shall be 
subject to the Variation Procedure. 

4.4.4 The Buyer may, acting reasonably, Approve and require changes or amendments to 
the Security Management Plan to be implemented on timescales faster than set out 
in the Variation Procedure but, without prejudice to their effectiveness, all such 
changes and amendments shall thereafter be subject to the Variation Procedure for 
the purposes of formalising and documenting the relevant change or amendment. 

5. Security breach 

5.1 Either Party shall notify the other in accordance with the agreed security incident management 
process (as detailed in the Security Management Plan) upon becoming aware of any Breach of 
Security or any potential or attempted Breach of Security. 
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5.2 Without prejudice to the security incident management process, upon becoming aware of any 
of the circumstances referred to in Paragraph 5.1, the Supplier shall: 

5.2.1 immediately take all reasonable steps (which shall include any action or changes 
 reasonably required by the Buyer) necessary to: 

a) minimise the extent of actual or potential harm caused by any 
Breach of Security; 

b) remedy such Breach of Security to the extent possible and protect 
the integrity of the Buyer and the provision of the Goods and/or 
Services to the extent within its control against any such Breach of 
Security or attempted Breach of Security;  

c) prevent an equivalent breach in the future exploiting the same 
cause failure; and 

d) as soon as reasonably practicable provide to the Buyer, where the 
Buyer so requests, full details (using the reporting mechanism 
defined by the Security Management Plan) of the Breach of Security 
or attempted Breach of Security, including a cause analysis where 
required by the Buyer. 

5.3 In the event that any action is taken in response to a Breach of Security or potential or 
attempted Breach of Security that demonstrates non-compliance of the Security Management 
Plan with the Security Policy (where relevant in accordance with paragraph 2.2) or the 
requirements of this Schedule, then any required change to the Security Management Plan 
shall be at no cost to the Buyer.   

 

 

Part B: Long Form Security Requirements – N/A 
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Call-Off Schedule 10 (Exit Management) 

1. Definitions 

1.1 In this Schedule, the following words shall have the following meanings and they shall 
supplement Joint Schedule 1 (Definitions): 

“Core Network” the provision of any shared central core network 

capability forming part of the overall Services 

delivered to the Buyer, which is not specific or 

exclusive to a specific Call-Off Contract, and excludes 

any configuration information specifically associated 

with a specific Call-Off Contract; 

“Core Network Assets” the assets used in the provision of the Core Network; 

"Exclusive Assets" Supplier Assets used exclusively by the Supplier or a 

Key Subcontractor in the provision of the 

Deliverables; 

"Exit Information" has the meaning given to it in Paragraph 3.1 of this 

Schedule; 

"Exit Manager" the person appointed by each Party to manage their 

respective obligations under this Schedule; 

“Exit Plan” the plan produced and updated by the Supplier 

during the Initial Period in accordance with 

Paragraph 4 of this Schedule; 

"Net Book Value" the current net book value of the relevant Supplier 

Asset(s) calculated in accordance with the 

Framework Tender or Call-Off  Tender (if stated) or (if 

not stated) the depreciation policy of the Supplier 

(which the Supplier shall ensure is in accordance with 

Good Industry Practice); 

"Non-Exclusive Assets" those Supplier Assets used by the Supplier or a Key 

Subcontractor in connection with the Deliverables 

but which are also used by the Supplier or Key 

Subcontractor for other purposes; 

"Registers" the register and configuration database referred to in 

Paragraph 2.2 of this Schedule;  

"Replacement Goods" any goods which are substantially similar to any of 

the Goods and which the Buyer receives in 

substitution for any of the Goods following the End 

Date, whether those goods are provided by the Buyer 

internally and/or by any third party; 

"Replacement Services" any services which are substantially similar to any of 

the Services and which the Buyer receives in 
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substitution for any of the Services following the End 

Date, whether those services are provided by the 

Buyer internally and/or by any third party; 

"Termination Assistance" a) the provision of any configuration information 
reasonably required to effect the 
implementation of the Replacement Services 
excluding the Core Network;  

b) any activity required to facilitate the transition 
from the live operation of an existing Service to 
the live operation of a Replacement Service 
excluding the Core Network;  and 

c)   the activities to be performed by the Supplier 

pursuant to the Exit Plan, and other assistance 

required by the Buyer pursuant to the Termination 

Assistance Notice; 

"Termination Assistance 

Notice" 

has the meaning given to it in Paragraph 5.1 of this 

Schedule; 

"Termination Assistance 

Period" 

the period specified in a Termination Assistance 

Notice for which the Supplier is required to provide 

the Termination Assistance as such period may be 

extended pursuant to Paragraph 5.2 of this Schedule; 

"Transferable Assets" Exclusive Assets which are capable of legal transfer to 

the Buyer; 

"Transferable Contracts" Sub-Contracts, licences for Supplier's Software, 

licences for Third Party Software or other 

agreements which are necessary to enable the Buyer 

or any Replacement Supplier to provide the 

Deliverables or the Replacement Goods and/or 

Replacement Services, including in relation to 

licences all relevant Documentation, excluding such 

contracts relating to the Core Network; 

"Transferring Assets" has the meaning given to it in Paragraph 8.2.1 of this 

Schedule; 

"Transferring Contracts" has the meaning given to it in Paragraph 8.2.3 of this 

Schedule. 

2. Supplier must always be prepared for contract exit  

2.1 The Supplier shall within 30 days from the Start Date provide to the Buyer a copy of   its 
depreciation policy to be used for the purposes of calculating Net Book Value. 

2.2 During the Contract Period, the Supplier shall promptly: 

2.2.1 create and maintain a detailed register of all Supplier Assets (including description, 
condition, location and details of ownership and status as either Exclusive Assets or 
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Non-Exclusive Assets and Net Book Value) and Sub-contracts and other relevant 
agreements required in connection with the Deliverables; and 

2.2.2 create and maintain a configuration database detailing the technical infrastructure 
and operating procedures through which the Supplier provides the Deliverables  

      ("Registers"). 

2.3 The Supplier shall: 

2.3.1 ensure that all Exclusive Assets listed in the Registers are clearly physically identified 
as such; and 

2.3.2 procure that all licences for Third Party Software and all Sub-Contracts shall be 
assignable and/or capable of novation (at no cost or restriction to the Buyer) at the 
request of the Buyer to the Buyer (and/or its nominee) and/or any Replacement 
Supplier upon the Supplier ceasing to provide the Deliverables (or part of them) and 
if the Supplier is unable to do so then the Supplier shall promptly notify the Buyer 
and the Buyer may require the Supplier to procure an alternative Subcontractor or 
provider of Deliverables.  

2.4 Each Party shall appoint an Exit Manager within three (3) Months of the Start Date. The 
Parties' Exit Managers will liaise with one another in relation to all issues relevant to the expiry 
or termination of this Contract. 

3. Assisting re-competition for Deliverables  

3.1 The Supplier shall, on reasonable notice, provide to the Buyer and/or its potential 
Replacement Suppliers (subject to the potential Replacement Suppliers entering into 
reasonable written confidentiality undertakings), such information (including any access) as 
the Buyer shall reasonably require in order to facilitate the preparation by the Buyer of any 
invitation to tender and/or to facilitate any potential Replacement Suppliers undertaking due 
diligence (the "Exit Information"). 

3.2 The Supplier acknowledges that the Buyer may disclose the Supplier's Confidential 
Information (excluding the Supplier’s or its Subcontractors’ prices or costs) to an actual or 
prospective Replacement Supplier to the extent that such disclosure is necessary in 
connection with such engagement. 

3.3 The Supplier shall provide complete updates of the Exit Information on an as-requested basis 
as soon as reasonably practicable and notify the Buyer within five (5) Working Days of any 
material change to the Exit Information (excluding the Core Network) which may adversely 
impact upon the provision of any Deliverables (and shall consult the Buyer in relation to any 
such changes). 

3.4 The Exit Information shall be accurate and complete in all material respects and shall be 
sufficient to enable a third party to prepare an informed offer for those Deliverables 
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(excluding the Core Network); and not be disadvantaged in any procurement process 
compared to the Supplier. 

4. Exit Plan 

4.1 The Supplier shall, within three (3) Months after the Start Date, deliver to the Buyer an Exit 
Plan which complies with the requirements set out in Paragraph 4.3 of this Schedule and is 
otherwise reasonably satisfactory to the Buyer. 

4.2 The Parties shall use reasonable endeavours to agree the contents of the Exit Plan. If the 
Parties are unable to agree the contents of the Exit Plan within twenty (20) Working Days of 
the latest date for its submission pursuant to Paragraph 4.1, then such Dispute shall be 
resolved in accordance with the Dispute Resolution Procedure.  

4.3 The Exit Plan shall set out, as a minimum: 

4.3.1 a detailed description of both the transfer and cessation processes, including a 
timetable;  

4.3.2 how the Deliverables (excluding the Core Network) will transfer to the Replacement 
Supplier and/or the Buyer; 

4.3.3 details of any contracts which will be available for transfer to the Buyer and/or the 
Replacement Supplier upon the Expiry Date together with any reasonable costs 
required to effect such transfer; 

4.3.4 proposals for the training of key members of the Replacement Supplier’s staff in 
connection with the continuation of the provision of the Deliverables following the 
Expiry Date; 

4.3.5 proposals for providing the Buyer or a Replacement Supplier copies of all 
documentation relating to the use and operation of the Deliverables and required for 
their continued use;  

4.3.6 proposals for the assignment or novation of all services utilised by the Supplier in 
connection with the supply of the Deliverables; 

4.3.7 proposals for the identification and return of all Buyer Property in the possession of 
and/or control of the Supplier or any third party; 

4.3.8 proposals for the disposal of any redundant Deliverables and materials; 

4.3.9 how the Supplier will ensure that there is no disruption to or degradation of the 
Deliverables during the Termination Assistance Period; and 

4.3.10 any other information or assistance reasonably required by the Buyer or a 
Replacement Supplier. 

4.4 The Supplier shall: 

4.4.1 maintain and update the Exit Plan (and risk management plan) no less frequently 
than:  

(a) every [six (6) months] throughout the Contract Period; and 

(b) no later than [twenty (20) Working Days] after a request from the 
Buyer for an up-to-date copy of the Exit Plan;  

(c) as soon as reasonably possible following a Termination 
Assistance Notice, and in any event no later than [ten (10) 
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Working Days] after the date of the Termination Assistance 
Notice; 

(d) as soon as reasonably possible following, and in any event no 
later than [twenty (20) Working Days] following, any material 
change to the Deliverables (including all changes under the 
Variation Procedure); and   

4.4.2 jointly review and verify the Exit Plan if required by the Buyer and promptly correct 
any identified failures. 

4.5 Only if (by notification to the Supplier in writing) the Buyer agrees with a draft Exit Plan 
provided by the Supplier under Paragraph 4.2 or 4.4 (as the context requires), shall that 
draft become the Exit Plan for this Contract.   

4.6 A version of an Exit Plan agreed between the parties shall not be superseded by any draft 
submitted by the Supplier. 

5. Termination Assistance  

5.1 The Buyer shall be entitled to require the provision of Termination Assistance at any time 
during the Contract Period by giving written notice to the Supplier (a "Termination 
Assistance Notice") at least four (4) Months prior to the Expiry Date or as soon as 
reasonably practicable (but in any event, not later than one (1) Month) following the service 
by either Party of a Termination Notice. The Termination Assistance Notice shall specify: 

5.1.1 the nature of the Termination Assistance required; and 

5.1.2 the start date and initial period during which it is anticipated that Termination 
Assistance will be required, which shall continue no longer than twelve (12) Months 
after the End Date.      

5.2 The Buyer shall have an option to extend the Termination Assistance Period beyond the 
initial period specified in the Termination Assistance Notice in one or more extensions, in 
each case provided that: 

5.2.1 no such extension shall extend the Termination Assistance Period beyond the 
date twelve (12) Months after the End Date; and  

5.2.2 the Buyer shall notify the Supplier of any such extension no later than twenty 
(20) Working Days prior to the date on which the Termination Assistance Period 
is otherwise due to expire.  

5.3 The Buyer shall have the right to terminate its requirement for Termination Assistance by 
serving not less than (20) Working Days' written notice upon the Supplier. 

5.4 Where the Buyer indicates in a Termination Assistance Notice that it requires any additional 
services to assist with exit in accordance with paragraph 5.1.3, the Supplier shall provide to 
the Buyer within ten (10) Working Days of receipt of such Termination Assistance Notice a 
quotation in the form of an itemised list of costs (in line with any day rates specified in the 
Contract) for each line of the additional services that the Buyer requires. Within five (5) 
Working Days of receipt of such quotation the Buyer shall confirm to the Supplier which of 
those itemised services it requires and the Supplier shall provide those services as part of 
the Termination Assistance at the Charges provided in the quotation 

5.5 In the event that Termination Assistance is required by the Buyer but at the relevant time 
the parties are still agreeing an update to the Exit Plan pursuant to Paragraph 4, the Supplier 
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will provide the Termination Assistance in good faith and in accordance with the principles 
in this Schedule and the last Buyer approved version of the Exit Plan (insofar as it still 
applies). 

6. Termination Assistance Period  

6.1 Throughout the Termination Assistance Period the Supplier shall: 

6.1.1 continue to provide the Deliverables (as applicable) and otherwise perform its 
obligations under this Contract and, if required by the Buyer, provide the 
Termination Assistance; 

6.1.2 provide to the Buyer and/or its Replacement Supplier any reasonable assistance 
and/or access requested by the Buyer and/or its Replacement Supplier including 
assistance and/or access to facilitate the orderly transfer of responsibility for and 
conduct of the Deliverables to the Buyer and/or its Replacement Supplier; 

6.1.3 use all reasonable endeavours to reallocate resources to provide such assistance 
without additional costs to the Buyer; 

6.1.4 subject to Paragraph 6.3, provide the Deliverables and the Termination 
Assistance at no detriment to the Performance Indicators (PI’s) or Service Levels, 
the provision of the Management Information or any other reports nor to any 
other of the Supplier's obligations under this Contract;  

6.1.5 at the Buyer's request and on reasonable notice, deliver up-to-date Registers to 
the Buyer; 

6.1.6 seek the Buyer's prior written consent to access any Buyer Premises from which 
the de-installation or removal of Supplier Assets is required. 

6.2 If it is not possible for the Supplier to reallocate resources to provide such assistance as is 
referred to in Paragraph 6.1.2 without additional costs to the Buyer, any additional costs 
incurred by the Supplier in providing such reasonable assistance shall be subject to the 
Variation Procedure. 

6.3 If the Supplier demonstrates to the Buyer's reasonable satisfaction that the provision of the 
Termination Assistance will have a material, unavoidable adverse effect on the Supplier's 
ability to meet one or more particular Service Levels, the Parties shall vary the relevant 
Service Levels and/or the applicable Service Credits accordingly. 

7. Obligations when the contract is terminated   

7.1 The Supplier shall comply with all of its obligations contained in the Exit Plan. 

7.2 Upon termination or expiry or at the end of the Termination Assistance Period (or earlier if 
this does not adversely affect the Supplier's performance of the Deliverables and the 
Termination Assistance), the Supplier shall: 

7.2.1 vacate any Buyer Premises; 

7.2.2 remove the Supplier Equipment together with any other materials used by the 
Supplier to supply the Deliverables and shall leave the Sites in a clean, safe and 
tidy condition. The Supplier is solely responsible for making good any damage to 
the Sites or any objects contained thereon, other than fair wear and tear, which 
is caused by the Supplier;  
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7.2.3 provide access during normal working hours to the Buyer and/or the 
Replacement Supplier for up to twelve (12) Months after expiry or termination 
to: 

(a) such information relating to the Deliverables as remains in the 
possession or control of the Supplier; and 

(b) such members of the Supplier Staff as have been involved in the 
design, development and provision of the Deliverables and who 
are still employed by the Supplier, provided that the Buyer 
and/or the Replacement Supplier shall pay the reasonable costs 
of the Supplier actually incurred in responding to such requests 
for access. 

7.3 Except where this Contract provides otherwise, all licences, leases and authorisations 
granted by the Buyer to the Supplier in relation to the Deliverables shall be terminated with 
effect from the end of the Termination Assistance Period. 

8. Assets, Sub-contracts and Software 

8.1 Following notice of termination of this Contract and during the Termination Assistance 
Period, the Supplier shall not, without the Buyer's prior written consent: 

8.1.1 terminate, enter into or vary any Sub-contract or licence for any software in 
connection with the Deliverables; or 

8.1.2 terminate, enter into or vary any Sub-contract or licence for any software in 
connection with the Deliverables excluding the Core Network; or 

8.1.3 (subject to normal maintenance requirements) make material modifications to, 
or dispose of, any existing Supplier Assets or acquire any new Supplier Assets. 

8.2 Within twenty (20) Working Days of receipt of the up-to-date Registers provided by the 
Supplier, the Buyer shall notify the Supplier setting out: 

8.2.1 which, if any, of the Transferable Assets the Buyer requires to be transferred to 
the Buyer and/or the Replacement Supplier ("Transferring Assets");  

8.2.2 which, if any, of: 

(a) the Exclusive Assets that are not Transferable Assets; and  

(b) the Non-Exclusive Assets, 

the Buyer and/or the Replacement Supplier requires the continued use of; and 

8.2.3 which, if any, of Transferable Contracts the Buyer requires to be assigned or 
novated to the Buyer and/or the Replacement Supplier (the "Transferring 
Contracts"), 

     in order for the Buyer and/or its Replacement Supplier to provide the Deliverables excluding 
the Core Network from the expiry of the Termination Assistance Period. The Supplier shall 
provide all reasonable assistance required by the Buyer and/or its Replacement Supplier to 
enable it to determine which Transferable Assets and Transferable Contracts are required 
to provide the Deliverables (excluding the Core Network) or the Replacement Goods and/or 
Replacement Services (excluding the Core Network). 
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8.3 With effect from the expiry of the Termination Assistance Period, the Supplier shall sell the 
Transferring Assets to the Buyer and/or the Replacement Supplier for their Net Book Value 
less any amount already paid for them through the Charges.  

8.4 Risk in the Transferring Assets shall pass to the Buyer or the Replacement Supplier (as 
appropriate) at the end of the Termination Assistance Period and title shall pass on payment 
for them. 

8.5 Where the Buyer and/or the Replacement Supplier requires continued use of any Exclusive 
Assets that are not Transferable Assets or any Non-Exclusive Assets, the Supplier shall as 
soon as reasonably practicable: 

8.5.1 procure a non-exclusive, perpetual, royalty-free licence for the Buyer and/or the 
Replacement Supplier to use such assets (with a right of sub-licence or 
assignment on the same terms); or failing which 

8.5.2 procure a suitable alternative to such assets, the Buyer or the Replacement 
Supplier to bear the reasonable proven costs of procuring the same. 

8.6 The Supplier shall as soon as reasonably practicable assign or procure the novation of the 
Transferring Contracts to the Buyer and/or the Replacement Supplier.  The Supplier shall 
execute such documents and provide such other assistance as the Buyer reasonably 
requires to effect this novation or assignment. 

8.7 The Buyer shall: 

8.7.1 accept assignments from the Supplier or join with the Supplier in procuring a 
novation of each Transferring Contract; and 

8.7.2 once a Transferring Contract is novated or assigned to the Buyer and/or the 
Replacement Supplier, discharge all the obligations and liabilities created by or 
arising under that Transferring Contract and exercise its rights arising under that 
Transferring Contract, or as applicable, procure that the Replacement Supplier 
does the same. 

8.8 The Supplier shall hold any Transferring Contracts on trust for the Buyer until the transfer 
of the relevant Transferring Contract to the Buyer and/or the Replacement Supplier has 
taken place. 

8.9 The Supplier shall indemnify the Buyer (and/or the Replacement Supplier, as applicable) 
against each loss, liability and cost arising out of any claims made by a counterparty to a 
Transferring Contract which is assigned or novated to the Buyer (and/or Replacement 
Supplier) pursuant to Paragraph 8.6 in relation to any matters arising prior to the date of 
assignment or novation of such Transferring Contract. Clause 19 (Other people's rights in 
this contract) shall not apply to this Paragraph 8.9 which is intended to be enforceable by 
Third Parties Beneficiaries by virtue of the CRTPA. 

9. No charges  

9.1 Unless otherwise stated, the Buyer shall not be obliged to pay for costs incurred by the 
Supplier in relation to its compliance with this Schedule. 
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10. Dividing the bills  

10.1 All outgoings, expenses, rents, royalties and other periodical payments receivable in respect 
of the Transferring Assets and Transferring Contracts shall be apportioned between the 
Buyer and/or the Replacement and the Supplier as follows: 

10.1.1 the amounts shall be annualised and divided by 365 to reach a daily rate; 

10.1.2 the Buyer or Replacement Supplier (as applicable) shall be responsible for or 
entitled to (as the case may be) that part of the value of the invoice pro rata to 
the number of complete days following the transfer, multiplied by the daily rate; 
and 

10.1.3 the Supplier shall be responsible for or entitled to (as the case may be) the rest 
of the invoice. 

 

Call-Off Schedule 11 (Installation Works) - N/A 
 
Call-Off Schedule 12 (Clustering) – N/A 

 

Call-Off Schedule 13 (Implementation Plan and Testing) – 
N/A 
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Call-Off Schedule 14 (Service Levels) – N/A 
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Call-Off Schedule 15 (Call-Off Contract Management) 
 1. Definitions 

 1.1  In this Schedule, the following words shall have the following meanings and they shall 

 supplement Joint Schedule 1 (Definitions): 

"Operational Board" the board established in accordance with paragraph 4.1 of this 

Schedule; 

"Project Manager" the manager appointed in accordance with paragraph 2.1 of 

this Schedule; 

2. Project Management 

2.1  The Supplier and the Buyer shall each appoint a Project Manager for the purposes of this 

Contract through whom the provision of the Services and the Deliverables shall be managed 

day-to-day. 

2.2 The Parties shall ensure that appropriate resource is made available on a regular basis such 

that the aims, objectives and specific provisions of this Contract can be fully realised. 

2.3 Without prejudice to paragraph 4 below, the Parties agree to operate the boards specified as 

set out in the Annex to this Schedule. 

3. Role of the Supplier Contract Manager 

3.1 The Supplier's Contract Manager's shall be: 

3.1.1  the primary point of contact to receive communication from the Buyer and will also 

be the person primarily responsible for providing information to the Buyer;  

3.1.2    able to delegate his position to another person at the Supplier but must inform the 

Buyer before proceeding with the delegation and it will be delegated person's 

responsibility to fulfil the Contract Manager's responsibilities and obligations;  

    3.1.3       able to cancel any delegation and recommence the position himself;      

      and 

    3.1.4      replaced only after the Buyer has received notification of the       

     proposed change.  

3.2  The Buyer may provide revised instructions to the Supplier's Contract Manager's in regards 

 to the Contract and it will be the Supplier's Contract Manager's responsibility to ensure  the 

 information is provided to the Supplier and the actions implemented.  

3.3  Receipt of communication from the Supplier's Contract Manager's by the Buyer  does not 

 absolve the Supplier from its responsibilities, obligations or liabilities under the Contract. 

 

4. Role of the Operational Board 

 4.1  The Operational Board shall be established by the Buyer for the purposes of this 

 Contract on which the Supplier and the Buyer shall be represented. 
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 4.2  The Operational Board members, frequency and location of board meetings and planned start 

 date by which the board shall be established are set out in the Order Form. 

 4.3  In the event that either Party wishes to replace any of its appointed board members, that 

 Party shall notify the other in writing for approval by the other  Party (such approval not to 

 be unreasonably withheld or delayed). Each Buyer board member shall have at all times  a 

 counterpart Supplier board member of equivalent seniority and expertise. 

 4.4  Each Party shall ensure that its board members shall make all reasonable efforts to 

 attend board meetings at which that board member’s attendance is required. If any 

 board member is not able to attend a board meeting, that person shall use all reasonable 

 endeavours to ensure that a delegate attends the Operational Board meeting in his/her place 

 (wherever possible) and that the delegate is properly briefed and prepared and that he/she is 

 debriefed by such delegate after the board meeting. 

4.5  The purpose of the Operational Board meetings will be to review the Supplier’s performance 

 under this Contract. The agenda for each meeting shall be set by the Buyer and communicated 

 to the Supplier in advance of that meeting. 

5. Contract Risk Management 

5.1  Both Parties shall pro-actively manage risks attributed to them under the terms of this 

 Call-Off Contract. 

5.2  The Supplier shall develop, operate, maintain and amend, as agreed with the Buyer, 

 processes for: 

 5.2.1  the identification and management of risks; 

 5.2.2  the identification and management of issues; and 

 5.2.3  monitoring and controlling project plans. 

5.3  The Supplier allows the Buyer to inspect at any time within working hours the accounts and 

 records which the Supplier is required to keep. 

5.4  The Supplier will maintain a risk register of the risks relating to the Call Off Contract which the 

 Buyer's and the Supplier have identified.  

 Annex: Contract Boards the Parties agree to operate the following boards at the locations 

 and at the frequencies set out below:  

As mutually agreed between the Parties. 
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Call-Off Schedule 16 (Benchmarking) – N/A 
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 Call-Off Schedule 17 (MOD Terms)  

1 Definitions 

1.1  In this Schedule, the following words shall have the following meanings and they shall 
supplement Joint Schedule 1 (Definitions): 

"MOD Terms and Conditions" the terms and conditions listed in this Schedule; 

"MOD Site" shall include any of Her Majesty's Ships or Vessels 

and Service Stations; 

"Officer in charge" shall include Officers Commanding Service 

Stations, Ships' Masters or Senior Officers, and 

Officers superintending Government 

Establishments; 

2 Access to MOD sites 

2.1  The Buyer shall issue passes for those representatives of the Supplier who are approved for 
admission to the MOD Site and a representative shall not be admitted unless in possession 
of such a pass.  Passes shall remain the property of the Buyer and shall be surrendered on 
demand or on completion of the supply of the Deliverables. 

2.2  The Supplier's representatives when employed within the boundaries of a MOD Site, shall 
comply with such rules, regulations and requirements (including those relating to security 
arrangements) as may be in force for the time being for the conduct of staff at that MOD 
Site.  When on board ship, compliance shall be with the Ship's Regulations as interpreted 
by the Officer in charge.  Details of such rules, regulations and requirements shall be 
provided, on request, by the Officer in charge. 

2.3  The Supplier shall be responsible for the living accommodation and maintenance of its 
representatives while they are employed at a MOD Site.  Sleeping accommodation and 
messing facilities, if required, may be provided by the Buyer wherever possible, at the 
discretion of the Officer in charge, at a cost fixed in accordance with current Ministry of 
Defence regulations.  At MOD Sites overseas, accommodation and messing facilities, if 
required, shall be provided wherever possible.  The status to be accorded to the Supplier's 
staff for messing purposes shall be at the discretion of the Officer in charge who shall, 
wherever possible give his decision before the commencement of this Contract where so 
asked by the Supplier.  When sleeping accommodation and messing facilities are not 
available, a certificate to this effect may be required by the Buyer and shall be obtained by 
the Supplier from the Officer in charge.  Such certificate shall be presented to the Buyer 
with other evidence relating to the costs of this Contract. 

2.4  Where the Supplier's representatives are required by this Contract to join or visit a Site 
overseas, transport between the United Kingdom and the place of duty (but excluding 
transport within the United Kingdom) shall be provided for them free of charge by the 
Ministry of Defence whenever possible, normally by Royal Air Force or by MOD chartered 
aircraft.  The Supplier shall make such arrangements through the Technical Branch named 
for this purpose in the Buyer Contract Details.  When such transport is not available within 
a reasonable time, or in circumstances where the Supplier wishes its representatives to 
accompany material for installation which it is to arrange to be delivered, the Supplier shall 
make its own transport arrangements.  The Buyer shall reimburse the Supplier's reasonable 
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costs for such transport of its representatives on presentation of evidence supporting the 
use of alternative transport and of the costs involved.  Transport of the Supplier's 
representatives locally overseas which is necessary for the purpose of this Contract shall be 
provided wherever possible by the Ministry of Defence, or by the Officer in charge and, 
where so provided, shall be free of charge. 

2.5  Out-patient medical treatment given to the Supplier's representatives by a Service Medical 
Officer or other Government Medical Officer at a Site overseas shall be free of charge.  
Treatment in a Service hospital or medical centre, dental treatment, the provision of 
dentures or spectacles, conveyance to and from a hospital, medical centre or surgery not 
within the Site and transportation of the Supplier's representatives back to the United 
Kingdom, or elsewhere, for medical reasons, shall be charged to the Supplier at rates fixed 
in accordance with current Ministry of Defence regulations. 

2.6  Accidents to the Supplier's representatives which ordinarily require to be reported in 
accordance with Health and Safety at Work etc. Act 1974, shall be reported to the Officer 
in charge so that the Inspector of Factories may be informed. 

2.7  No assistance from public funds, and no messing facilities, accommodation or transport 
overseas shall be provided for dependants or members of the families of the Supplier's 
representatives.  Medical or necessary dental treatment may, however, be provided for 
dependants or members of families on repayment at current Ministry of Defence rates. 

2.8  The Supplier shall, wherever possible, arrange for funds to be provided to its 
representatives overseas through normal banking channels (e.g. by travellers' cheques).  If 
banking or other suitable facilities are not available, the Buyer shall, upon request by the 
Supplier and subject to any limitation required by the Supplier, make arrangements for 
payments, converted at the prevailing rate of exchange (where applicable), to be made at 
the Site to which the Supplier's representatives are attached.  All such advances made by 
the Buyer shall be recovered from the Supplier.  

3 DEFCONS and DEFFORMS 

3.1  The DEFCONS and DEFORMS listed in Annex 1 to this Schedule are incorporated into this 

Contract.   

3.2 Where a DEFCON or DEFORM is updated or replaced the reference shall be taken as referring 

to the updated or replacement DEFCON or DEFORM from time to time. 

3.3 In the event of a conflict between any DEFCONs and DEFFORMS listed in the Order Form and 

the other terms in a Call Off Contract, the DEFCONs and DEFFORMS shall prevail.  

4  Authorisation by the Crown for use of third party intellectual property  rights 

4.1  Notwithstanding any other provisions of the Call Off Contract and for the avoidance of 

doubt, award of the Call Off Contract by the Buyer and placement of any contract task 

under it does not constitute an authorisation by the Crown under Sections 55 and 56 of the 

Patents Act 1977 or Section 12 of the Registered Designs Act 1949. The Supplier 

acknowledges that any such  authorisation by the Buyer under its statutory powers must 

be expressly  provided in writing, with reference to the acts authorised and the specific 

intellectual property involved. 
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Annex 1 - DEFCONS & DEFFORMS 

The full text of Defence Conditions (DEFCONs) and Defence Forms (DEFFORMS) are available 

electronically via https://www.gov.uk/guidance/knowledge-in-defence-kid. 

The following MOD DEFCONs and DEFFORMs form part of this contract: 

DEFCONs 

DEFCON No Version Description 

Applicable to all Lots: 

DEFCON 5J 18/11/16 Unique Identifiers 

DEFCON 68 10//22 Supply Of Data for Hazardous Articles, Material and 
Substances 

DEFCON 76 11/22 Contractors Personnel at Government Establishments 

DEFCON 90 06/21 Copyright 

DEFCON 129J 18/11/2026 The Use Of Electronic Business Delivery Form 

DEFCON 503 06/22 Formal Amendments to the Contract  

DEFCON 507 07/21 Delivery  

DEFCON 513 07/24 Value Added Tax (VAT) and other Taxes) 

DEFCON 514 08/15 Material Breach 

DEFCON 515 06/21 Bankruptcy and Insolvency 

DEFCON 516 04/12 Equality 

DEFCON 518  02/17 Transfer  

DEFCON 520 10/23 Corrupt Gifts And Payments Of Commission 

DEFCON 522 02/25 Payment And Recovery OF Sums Due 

DEFCON 524 12/21 Rejection  

DEFCON 524A 12/22 Counterfeit Material 

DEFCON 525 10/98 Acceptance 

DEFCON 526  08/02 Notices  

DEFCON 527  09/97 Waiver 

DEFCON 528 10/24 Import and Export Licence 

DEFCON 529 09/97 Law (English 

DEFCON 530 12/14 Dispute Resolution (English Law) 

DEFCON 531 09/21 Disclosure Of Information  

DEFCON 532B  12/22 Protection of Personal Data (Where Personal Data is 
being processed on behalf of the Authority) 

DEFCON 537  12/21 Rights of Third Parties  

DEFCON 538 06/02 Severability 

DEFCON 539 02/25 Transparency 

DEFCON 550 02/14 Child Labour and Employment Law 

DEFCON 566  04/24 Change of Control of Contractor  

DEFCON 602B  04/23 Quality Assurance (without Quality Plan)  

DEFCON 620 06/22 Contract Change Control Procedure 

DEFCON 632 11/21 Third Party Intellectual Property Rights – Rights and 
Restrictions 

https://www.gov.uk/guidance/knowledge-in-defence-kid
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DEFCON 644 10/24 Marking of Articles  

DEFCON 647 03/24 Financial Management Information 

DEFCON 656A 08/16 Termination for Convenience – £5M and Over 

DEFCON 658 10/2022 Cyber Reference:  RAR -241128A02.  Further to 
DEFCON 658 the Cyber Rating of the Contract is ‘Not 
Applicable’, as defined in Def Stan 05-138.  

DEFCON 659A 02/2024 Security Measures 

DEFCON 660 12/15 Official Sensitive Security Requirements 

DEFCON 670 02/17 Tax Compliance 

DEFCON 671 10/22 Plastic Packaging Tax 

DEFCON 707 10/23 Rights in Technical Data  

 

DEFFORMs (Ministry of Defence Forms) 

DEFFORM No Version Description 

DEFFORM 129J  02/16 The Use of the electronic Business Delivery Form and 
Explanatory Notes   

DEFFORM 532 10/10 Personal Data Particulars 

DEFFORM 539A 01/22 Tenderers’s Sensitive Information 
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Call-Off Schedule 18 (Background Checks)  

1. When you should use this Schedule 

 This Schedule should be used where Supplier Staff must be vetted before working on Contract.  

2. Definitions 

“Relevant Conviction” means any conviction listed in Annex 1 to this Schedule.  

3. Relevant Convictions 

3.1.1 The Supplier must ensure that no person who discloses that they have a Relevant 
Conviction, or a person who is found to have any Relevant Convictions (whether as a 
result of a police check or through the procedure of the Disclosure and Barring Service 
(DBS) or otherwise), is employed or engaged in any part of the provision of the 
Deliverables without Approval. 

3.1.2 Notwithstanding Paragraph 3.1.1 for each member of Supplier Staff who, in providing 
the Deliverables, has, will have or is likely to have access to children, vulnerable 
persons or other members of the public to whom the Buyer owes a special duty of 
care, the Supplier must (and shall procure that the relevant Sub-Contractor must): 

(a) carry out a check with the records held by the Department for Education (DfE); 

(b) conduct thorough questioning regarding any Relevant Convictions; and 

(c) ensure a police check is completed and such other checks as may be carried out 
through the Disclosure and Barring Service (DBS), 

and the Supplier shall not (and shall ensure that any Sub-Contractor shall not) 
engage or continue to employ in the provision of the Deliverables any person 
who has a Relevant Conviction or an inappropriate record. 
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Annex 1: Relevant Convictions 

Any conviction passed in a Court of Law.  
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Call-Off Schedule 19 (Scottish Law) – N/A 
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Call-Off Schedule 20 (Call-Off Specification)  

Statement of Requirement 
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Statement of Work  

[REDACTED] 
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Call-Off Schedule 21 (Northern Ireland Law) – N/A 

Call-Off Schedule 22 (Lease Terms) Financial Lease– N/A 

Call-Off Schedule 22 (Lease Terms) Operational Lease– 
N/A 

Call-Off Schedule 22 (Lease Terms) -N/A 
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Call-Off Schedule 23 (HRMC Terms)  

Definitions  

In this Schedule, the following words have the following meanings and they shall supplement Joint 

Schedule 1 (Definitions): 

“Connected 
Company” 

in relation to a company, entity or other person, the Affiliates of that 
company, entity or other person or any other person associated with 
such company, entity or other person; 
 

“Control” the possession by a person, directly or indirectly, of the power to direct 
or cause the direction of the management and policies of the other 
person (whether through the ownership of voting shares, by contract or 
otherwise) and “Controls” and “Controlled” shall be interpreted 
accordingly; 
 

“Prohibited 
Transaction” 

a) any arrangements involving the use of off-shore companies or 
other off-shore entities the main purpose, or one of the main 
purposes, of which is to achieve a reduction in United Kingdom 
Tax of any description otherwise payable by the Supplier or a 
Connected Company on or in connection with the Charges; or  
 

b) which would be payable by any Key Subcontractor and its 
Connected Companies on or in connection with payments made 
by or on behalf of the Supplier under or pursuant to the 
applicable Key Subcontract, 

other than transactions made between the Supplier and its Connected 
Companies or a Key Subcontractor and its Connected Companies on 
terms which are at arms-length and are entered into in the ordinary 
course of the transacting parties’ business; 

“Purchase Order 
Number”  

the Buyer’s unique number relating to the supply of the Deliverables;   

“Supporting 
Documentation” 

sufficient information in writing to enable the Buyer to reasonably verify 
the accuracy of any invoice; and 

“Tax Compliance 
Failure” 

 

where an entity or person under consideration meets all 3 conditions 
contained in the relevant excerpt from HMRC’s “Test for Tax Non-
Compliance”, as set out in Annex 1 (as amended and updated from time 
to time), where: 

(a) the “Economic Operator” means the Supplier or any agent, supplier 
or Subcontractor of the Supplier requested to be replaced pursuant 
to Paragraph 5.3; and  
 

(b) any “Essential Subcontractor” means any Key Subcontractor. 
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2. Exclusion of certain Core Terms and terms of Schedules 

2.1  When the Parties have entered into a Call-Off Contract which incorporates the terms of this 

 Call-Off Schedule 23, the following Core Terms are modified in respect of that Call-Off 

 Contract (but are not modified in respect of the  Framework Contract): 

  2.1.1  Clauses 31.1, 31.2, 31.3 and 31.4(d) of the Core Terms do not apply to that Call-Off 

  Contract, but for the avoidance of doubt, the remainder of Clause 31.4 of the Core 

  Terms shall continue to apply to the Call-Off Contract; and 

 2.1.2  Clause 7.2 of the Core Terms does not apply to that Call-Off Contract. 

2.2  When the Parties have entered into a Call-Off Contract which incorporates the terms of this 

 Call-Off Schedule 23, the following Joint Schedules are modified  in respect of that Call-Off 

 Contract (but are not disapplied in respect of the Framework Contract): 

 2.2.1.  The definition of “Occasion of Tax Non-Compliance” contained in Joint Schedule 1 

  (Definitions) does not apply to that Call-Off Contract; and 

 2.2.2.  paragraph 5(d) of Joint Schedule 11 (Processing Data) does not apply to that Call-Off 

  Contract. 

3. Charges, Payment and Recovery of Sums Due  

3.1  The Supplier shall invoice the Buyer as specified in Clause 4 of the Core  Terms as modified 

 by any Framework Special Terms or any Call-Off Special  Terms.  

3.2  In addition to the provisions of Clause 4 of the Core Terms and any applicable Framework 

 Special Term or Call-Off Special Term, the Supplier shall procure  a Purchase Order Number 

 from the Buyer before any Deliverables are supplied. Should the Supplier supply 

 Deliverables without a Purchase Order  Number:  

 3.2.1. the Supplier does so at its own risk; and 

 3.2.2. the Buyer shall not be obliged to pay any invoice without a valid Purchase Order 

  Number having been provided to the Supplier. 

3.3  The Supplier shall submit each invoice and any Supporting Documentation  required in 

accordance with Clause 4 of the Core Terms and any applicable  Framework Special Term or Call-Off 

Special Term, as directed by the Buyer  from time to time, either:  

 3.3.1.  via the Buyer ’s electronic transaction system as an Electronic Invoice; or  

 3.3.2.  to the [specify who the contact in HMRC is] (or such other person notified to the 

  Supplier in writing by the Buyer) by email in pdf format or, if agreed with the Buyer, 

  in hard copy by post. 

4. Warranties 

4.1  The Supplier represents and warrants that: 
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 4.1.1.  in the three years prior to the Effective Date, it has complied with all applicable  

  Law related to Tax in the United Kingdom and in the jurisdiction in which it is  

  established; 

 4.1.2.  it has notified the Buyer in writing of any Tax Compliance Failure it is involved in; 

  and 

 4.1.3.  no proceedings or other steps have been taken (nor, to the best of the Supplier’s 

  knowledge, are threatened) for: 

  4.1.3.1.  the winding up of the Supplier;  

  4.1.3.2  the Supplier’s dissolution; or 

  4.1.3.3.  the appointment of a receiver, administrative receiver, liquidator, manager, 

   administrator or similar officer in relation to any of the Supplier’s assets or 

   revenue, 

  and the Supplier has notified the Buyer of any profit warnings it has issued in the three 

  years prior to the Effective Date. 

4.2  If the Supplier becomes aware that any of the representations or warranties under 

 Paragraphs 4.1.1, 4.1.2 and/or 4.1.3 have been breached, are untrue or  misleading, it shall 

 immediately notify the Buyer in sufficient detail to enable the Buyer to make an  accurate 

 assessment of the situation.  

 4.2.1  In the event that the warranty given by the Supplier in Paragraph 4.1.2  is materially 

  untrue, this shall be deemed to be an event to which Clause 10.4.1 of the Core Terms 

  applies and Clauses 10.6.1 and 10.6.2 of the Core Terms shall apply as if the Contract 

  had been terminated under Clause 10.4.1. 

5. Promoting Tax Compliance 

5.1  The Supplier shall comply with all Law relating to Tax and with the equivalent legal 

 provisions of the country in which the Supplier is established.  

5.2  The Supplier shall provide to the Buyer the name and, as applicable, the  Value Added Tax 

 registration number, PAYE collection number and either the Corporation Tax or self-

 assessment reference of any agent, supplier or  Subcontractor of the Supplier prior to that 

 person supplying any material  Deliverables under the Contract.  

5.3  Upon a request by the Buyer, the Supplier shall not contract, or will cease to contract, 

 with any agent, supplier or Subcontractor of the Supplier engaged in supplying  Deliverables 

 under the Contract.   

5.4  If, at any point during the Call-Off Contract Period, there is a Tax Compliance Failure, the 

 Supplier shall: 

 5.4.1.  notify the Buyer in writing within five (5) Working Days of its occurrence; and 

 5.4.2.  promptly provide to the Buyer: 
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  5.4.2.1. details of the steps which the Supplier is taking to resolve the Tax  

   Compliance Failure and to prevent it from recurring, together with  

   any mitigating factors that it considers relevant; and  

  5.4.2.2. such other information in relation to the Tax Compliance Failure as the  

   Buyer may reasonably require. 

5.5  The Supplier shall indemnify the Buyer against any liability for Tax (including any interest, 

 penalties or costs incurred) of the Buyer in respect of the Supplier's failure to account for or 

 to pay any Tax relating to payments made to the Supplier under this Contract.  

5.6  Any amounts due under Paragraph 5.5 shall be paid not less than five (5) Working Days before 

 the date upon which the Tax or other liability is payable  by the Buyer. Any amounts due 

 under Paragraph 5.5 shall not be subject to clause 11.2 of the Core Terms. 

5.7  Upon the Buyer’s request, the Supplier shall promptly provide information which 

 demonstrates how the Supplier complies with its Tax obligations.  

5.8  If the Supplier:  

 5.8.1.  fails to comply with Paragraphs 5.1, 5.4.1 and/or 5.7 this may be a material  

  breach of the Contract;  

 5.8.2.  fails to comply with a reasonable request by the Buyer that it must not  contract, or 

  must cease to contract, with any agent, supplier or Subcontractor of the Supplier as 

  required by Paragraph 5.3 on the grounds that the agent, supplier or Subcontractor 

  of the Supplier is  involved in a Tax Compliance Failure this shall be a material breach 

  of the Contract; and/or 

 5.8.3.  fails to provide acceptable details of steps being taken and mitigating factors  

  pursuant to Paragraph 5.4.2 this shall be a material breach of the Contract; 

  and any such material breach shall be deemed to be an event to which clause  

  10.4.1 of the Core Terms applies and Clauses 10.6.1 and 10.6.2 of the Core Terms shall 

  apply as if the Contract had been terminated under Clause 10.4.1. 

5.9  In addition to those circumstances listed in clause 15.2 to 15.4 of the Core Terms, the Buyer 

 may internally share any information, including Confidential Information, which it receives 

 under Paragraphs 5.2 to 5.4 (inclusive) and 5.7.  

6. Use of Off-shore Tax Structures 

6.1  The Supplier shall not, and shall ensure that its Connected Companies, Key 

 Subcontractors (and their respective Connected Companies) shall not, have or put in place 

 any Prohibited Transactions, unless the Buyer otherwise agrees to that Prohibited 

 Transaction.  

6.2  The Supplier shall notify the Buyer in writing (with reasonable supporting  detail) of 

any proposal for the Supplier, its Connected Companies, or a Key  Subcontractor (or any of its 

Connected Companies), to enter into any  Prohibited Transaction. The Supplier shall include 

reasonable supporting  detail and make the notification within a reasonable time before the 

Prohibited  Transaction is due to be put in place. 
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6.3  If a Prohibited Transaction is entered into in breach of Paragraph 6.1, or  circumstances arise 

which may result in such a breach, the Supplier and/or  the Key Subcontractor (as applicable) shall 

discuss the situation with the  Buyer. The Parties shall agree (at no cost to the Buyer) any necessary 

 changes to any such arrangements by the undertakings concerned (and the  Supplier 

shall ensure that the Key Subcontractor shall agree, where  applicable). The matter will be 

resolved using clause 34 of the Core Terms if  necessary. 

6.4  Failure by the Supplier (or a Key Subcontractor) to comply with the obligations  set out in 

Paragraphs 6.2 and 6.3 shall be deemed to be an event to which  clause 10.4.1 of the Core 

Terms applies and Clauses 10.6.1 and 10.6.2 of the  Core Terms shall apply as if the Contract had 

been terminated under Clause  10.4.1. 

7. Data Protection and off-shoring 

7.1  The Processor shall, in relation to any Personal Data Processed in connection with its 

 obligations under the Contract: 

 7.1.1.  not transfer Personal Data outside of the United Kingdom unless the prior written 

  consent of the Controller has been obtained and the following conditions are fulfilled: 

 7.1.2.  the Controller or the Processor has provided appropriate safeguards in relation to 

  the transfer (whether in accordance with GDPR Article 46 or LED Article 37) as  

  determined by the Controller; 

  7.1.2.1. the Data Subject has enforceable rights and effective legal   

   remedies; 

  7.1.2.2 the Processor complies with its obligations under the Data Protection  

   Legislation by providing an adequate level of protection to any Personal Data 

   that is transferred (or, if it is not so bound, uses its best endeavours to assist 

   the Controller in meeting its obligations); and 

  7.1.2.3. the Processor complies with any reasonable instructions notified to it in  

   advance by the Controller with respect to the Processing of the Personal Data; 

7.2  Failure by the Processor to comply with the obligations set out in Paragraph 7.1 shall be 

 deemed to be an event to which clause 10.4.1 of the Core Terms applies and Clauses 10.6.1 

 and 10.6.2 of the Core Terms shall apply as if the Contract had been terminated under Clause 

 10.4.1.  

8. Commissioners for Revenue and Customs Act 2005 and related Legislation  

8.1  The Supplier shall comply with, and shall ensure that all Supplier Staff who will have access to, 

 or are provided with, Government Data comply with the obligations set out in Section 18 of 

 the Commissioners for Revenue and Customs Act 2005 (“CRCA”) to maintain the 

 confidentiality of Government Data.  Further, the Supplier acknowledges that (without 

 prejudice to any other rights and remedies of the Buyer) a breach of those obligations may 

 lead to a prosecution under Section 19 of CRCA.  

8.2  The Supplier shall comply with, and shall ensure that all Supplier Staff who will have access to, 

 or are provided with, Government Data comply with the obligations set out in the Official 
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 Secrets Acts 1911 to 1989 and the obligations set out in Section 182 of the Finance Act 

 1989. Further, the Supplier acknowledges that (without prejudice to any other rights and 

 remedies of the Buyer) a breach of those obligations may lead to prosecution under those 

 Acts.  

8.3  The Supplier shall comply with, and shall ensure that all Supplier Staff who will have access to, 

 or are provided with, Government Data comply with the obligations set out in Section 123 of 

 the Social Security Administration Act 1992, which may apply to the fulfilment of some or all 

 of the Deliverables. The Supplier acknowledges that (without prejudice to any other rights and 

 remedies of the Buyer) a breach of the Supplier’s obligations under Section 123 of the Social 

 Security Administration Act 1992 may lead to a prosecution under that Act. 

8.4  The Supplier shall regularly (not less than once every six (6) months) remind all Supplier Staff 

 who will have access to, or are provided with, Government Data in writing of the obligations 

 upon Supplier Staff set out in Paragraphs 8.1, 8.2 and 8.3.  The Supplier shall monitor the 

 compliance by Supplier Staff with such obligations. 

8.5  The Supplier shall ensure that all Supplier Staff who will have access to, or are provided with, 

 Government Data sign (or have previously signed) a Confidentiality Declaration, in the form 

 provided at Annex 2. The Supplier shall provide a copy of each such signed declaration to the 

 Buyer upon demand. 

8.6 In the event that the Supplier or the Supplier Staff fail to comply with this Paragraph 8, the 

 Buyer reserves the right to terminate the Contract as if that failure to comply were an event 

 to which clause 10.4.1 of the Core Terms applies.  

Annex 1 

Excerpt from HMRC’s “Test for Tax Non-Compliance” 

Condition one (An in-scope entity or person) 

1. There is a person or entity which is either: (“X”) 

1) The Economic Operator or Essential Subcontractor (EOS) 

2) Part of the same Group of companies of EOS. An entity will be treated as within the same 
Group of EOS where that entities’ financial statements would be required to be consolidated 
with those of EOS if prepared in accordance with IFRS 10 Consolidated Financial Accounts1; 

3) Any director, shareholder or other person (P) which exercises control over EOS. ‘Control’ 
means P can secure, through holding of shares or powers under articles of association or other 
document that EOS’s affairs are conducted in accordance with P’s wishes. 

 Condition two (Arrangements involving evasion, abuse or tax avoidance) 

2. X has been engaged in one or more of the following: 

 
1 https://www.iasplus.com/en/standards/ifrs/ifrs10  

https://www.iasplus.com/en/standards/ifrs/ifrs10
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 . Fraudulent evasion2; 

a. Conduct caught by the General Anti-Abuse Rule3; 

b. Conduct caught by the Halifax Abuse principle4; 

c. Entered into arrangements caught by a DOTAS or VADR scheme5; 

d. Conduct caught by a recognised ‘anti-avoidance rule’6 being a statutory provision which 
targets arrangements where either a main purpose, or an expected benefit, is to obtain a tax 
advantage or where the arrangement is not effected for commercial purposes. ‘Targeted Anti-
Avoidance Rules’ (TAARs). It may be useful to confirm that the Diverted Profits Tax is a TAAR 
for these purposes; 

e. Entered into an avoidance scheme identified by HMRC’s published Spotlights list7; 

f. Engaged in conduct which falls under rules in other jurisdictions which are equivalent or 
similar to (a) to (f) above. 

Condition three (Arrangements are admitted, or subject to litigation/prosecution or identified in a 
published list (Spotlights)) 

3. X’s activity in Condition 2 is, where applicable, subject to dispute and/or litigation as follows: 

 . In respect of (a), either X: 

1. Has accepted the terms of an offer made under a Contractual Disclosure Facility (CDF) 
pursuant to the Code of Practice 9 (COP9) procedure8; or, 

 
2 ‘Fraudulent evasion’ means any ‘UK tax evasion offence’ or ‘UK tax evasion facilitation offence’ as defined by 

section 52 of the Criminal Finances Act 2017 or a failure to prevent facilitation of tax evasion under section 45 
of the same Act. 
3 “General Anti-Abuse Rule” means (a) the legislation in Part 5 of the Finance Act 2013; and (b) any 

future legislation introduced into Parliament to counteract tax advantages arising from abusive 
arrangements to avoid national insurance contributions 
4 “Halifax Abuse Principle” means the principle explained in the CJEU Case C-255/02 Halifax and others 
5 A Disclosure of Tax Avoidance Scheme (DOTAS) or VAT Disclosure Regime (VADR) scheme caught by rules which 

require a promoter of tax schemes to tell HM Revenue & Customs of any specified notifiable arrangements or 
proposals and to provide prescribed information on those arrangements or proposals within set time limits as 
contained in Section 19 and Part 7 of the Finance Act 2004 and in secondary legislation made under vires 
contained in Section 19 and Part 7 of the Finance Act 2004 and as extended to National Insurance Contributions 
by the National Insurance Contributions (Application of Part 7 of the Finance Act 2004) Regulations 2012, SI 
2012/1868 made under s.132A Social Security Administration Act 1992. 
6 The full definition of ‘Anti-avoidance rule’ can be found at Paragraph 25(1) of Schedule 18 to the Finance Act 

2016 and Condition 2 (a) above shall be construed accordingly.      
7 Targeted list of tax avoidance schemes that HMRC believes are being used to avoid paying tax due and which 

are listed on the Spotlight website: https://www.gov.uk/government/collections/tax-avoidance-schemes-
currently-in-the-spotlight   
8 The Code of Practice 9 (COP9) is an investigation of fraud procedure, where X agrees to make a complete and 

accurate disclosure of all their deliberate and non-deliberate conduct that has led to irregularities in their tax 
affairs following which HMRC will not pursue a criminal investigation into the conduct disclosed. 

https://www.gov.uk/government/collections/tax-avoidance-schemes-currently-in-the-spotlight
https://www.gov.uk/government/collections/tax-avoidance-schemes-currently-in-the-spotlight
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2. Has been charged with an offence of fraudulent evasion.  

i. In respect of (b) to (e), once X has commenced the statutory appeal process by filing a Notice 
of Appeal and the appeal process is ongoing including where the appeal is stayed or listed 
behind a lead case (either formally or informally). NB Judicial reviews are not part of the 
statutory appeal process and no supplier would be excluded merely because they are applying 
for judicial review of an HMRC or HMT decision relating to tax or national insurance. 

ii. In respect of (b) to (e), during an HMRC enquiry, if it has been agreed between HMRC and X 
that there is a pause with the enquiry in order to await the outcome of related litigation. 

iii. In respect of (f) this condition is satisfied without any further steps being taken. 

iv. In respect of (g) the foreign equivalent to each of the corresponding steps set out above in (i) 
to (iii). 

For the avoidance of doubt, any reference in this Annex 1 to any Law includes a reference to that 
Law as amended, extended, consolidated or re-enacted from time to time including any 
implementing or successor legislation.  

Annex 2 Form  

CONFIDENTIALITY DECLARATION  

CONTRACT REFERENCE: [for Supplier to insert Contract reference number and contract date] ((‘the 
Agreement’) 

DECLARATION: 

I solemnly declare that:  

1. I am aware that the duty of confidentiality imposed by section 18 of the Commissioners for 
Revenue and Customs Act 2005 applies to Government Data (as defined in the Agreement) that 
has been or will be provided to me in accordance with the Agreement. 

2. I understand and acknowledge that under Section 19 of the Commissioners for Revenue and 
Customs Act 2005 it may be a criminal offence to disclose any Government Data provided to me.  

 

SIGNED: 

FULL NAME: 

POSITION: 

COMPANY:  

DATE OF SIGNATURE:  

 

 

 


