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WAN and LAN Services
Schedule 2.1: Service Performance Management

The parties acknowledge that Schedule 2.1 (Service Performance Management) will be amended shortly after the Effective Date to reflect developing changes in the Customer Authority’s approach to service performance management.  The Customer Authority’s approach to service performance management and the principles behind the proposed amendments to Schedule 2.1 have been explained by the Customer Authority to the WAN and LAN Supplier and an interim revised working draft of the schedule (which remains subject to further review and amendments) has been provided to the WAN and LAN Supplier.  The parties, acting reasonably, agree to work together and to work with the Other FITS Suppliers to agree the proposed amendments to this Schedule 2.1 and the detailed application of the revised approach to service performance management and to incorporate into this Agreement by a resulting Change pursuant to the Change Control Procedure.  Schedule 2.1 shall apply from the Effective Date until such time as it is amended or replaced pursuant to the Change Control Procedure.
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1. INTRODUCTION.

1.1 Service Performance Management objectives and fundamental principles
1.1.1 The objectives of this Schedule 2.1 (Service Performance Management) are:

1.1.1.1 to ensure that the FITS Services meet the Service Levels and other requirements of the Agreement and of the Authority to enable consistently high quality End to End Services;
1.1.1.2 to provide a mechanism whereby the Service Levels can be modified and calibrated over the Term in response to the changing requirements of the Authority and its Business Units; and

1.1.1.3 to incentivise the Suppliers to:
(a) meet the Service Levels; 

(b) work with the Other Suppliers to ensure that the Service Levels are met; and 

(c) promptly rectify any failure to meet the Service Levels.
1.1.2 This section sets out the fundamental Service Performance Management principles.
1.1.2.1 Service Levels and KPIs are divided into:

(a) shared Service Levels, as set out in Annex A to this Schedule 2.1 (Service Performance Management), apply to more than one FITS Supplier and are subject to Service Credit Point apportionment between those Suppliers; and
(b) unique Service Levels, as set out in the Annexes (other than Annex A) to this Schedule 2.1 (Service Performance Management), and related Service Credits only apply to the identified Supplier.
1.1.2.2 The availability of FITS Services shall be managed to enable the Authority and all its Business Units and End Users to discharge their functions and duties.
1.1.2.3 Service Availability and Unavailability shall be measured and calculated at the level of Authority Sites.
1.1.2.4 Service Credits, Service Levels and Service Credit Point measures and mechanisms shall be as set out in this Schedule 2.1 (Service Performance Management) subject to such detailed additions and amendments as the Authority determines necessary to make them operate efficiently and effectively; to the extent that a mechanism or measure currently does not operate clearly or logically, the Authority shall be entitled to determine how it should operate based on the underlying principles behind the given mechanism or measure or (if this is not capable of determination) as the Authority shall determine acting reasonably.
1.1.2.5 Service Credits shall be subject to the cap set out in paragraph 4.7.6 of this Schedule 2.1 (Service Performance Management) and to the terms of schedule 7.1 (Charging and Invoicing).
1.1.2.6 Service Credits shall continue to apply during remediation, pursuant to a Recovery Plan. However, the Authority shall waive the application of Service Credits for FITS Suppliers who do not cause the triggering of Recovery Plans, as set out in paragraph 7.9 of this Schedule 2.1 (Service Performance Management).
1.1.2.7 Service Levels shall, unless otherwise provided, be measured over one (1) calendar month.
1.1.2.8 The method of measuring all Service Levels shall be set out for each FITS Service, Business Application or component thereof in the Systems of Measurement Reference Document.
1.1.2.9 To the extent that any conflict or inconsistency exists between the provisions of this Schedule 2.1 (Service Performance Management) and the Service Performance Management principles set out in this paragraph 1.1.2:
(a) the WAN and LAN Supplier shall highlight this to the SIAM Supplier; and

(b) paragraph 1.1.2.4 shall apply; or 
(c) at the sole discretion of the Authority, the Suppliers shall follow the Change Control Procedure.
1.2 Service Level Principles

1.2.1 Service Levels are set out in this Schedule 2.1 (Service Performance Management), the Service Register, the Master Application List, the Master Site List and schedule 5 (Deferred Shareholder Fund) of the Master Services Agreement.  

1.2.2 Service Levels describe the specific performance characteristics and requirements of the FITS Services.  

1.2.3 The principles governing the establishment and review of Service Levels and the application of Service Credits during the term of this Agreement shall be as follows: 

1.2.3.1 all Service Levels shall be relevant and important to the effective delivery of the Authority’s business; and

1.2.3.2 all Service Levels shall be measurable.
1.2.4 The Service Levels are focussed on the customer, reflect the needs of the Authority and represent the FITS Service quality that is required by the Authority, its Business Units and End Users.

1.2.5 The WAN and LAN Supplier shall work collaboratively with Other Suppliers, Exiting Suppliers and Other Authority Providers to deliver the End to End Services and Service Levels.

1.2.6 The WAN and LAN Supplier shall work with and assist Other Suppliers, Exiting Suppliers and Other Authority Providers to achieve the Service Levels that relate to the End to End Services provided to the Authority by the Other Suppliers, Exiting Suppliers and Other Authority Providers. 
1.2.7 The WAN and LAN Supplier shall be open, transparent and honest with the Authority and the Other Suppliers about the levels of performance and service quality that the WAN and LAN Supplier is achieving.

1.2.8 The WAN and LAN Supplier shall work with the Other Suppliers to design the FITS Services such that the performance proposed for each FITS Service, or component thereof, and captured in the documentation for the FITS Service, enable the FITS Service to be delivered to the Service Levels specified in this Schedule 2.1 (Service Performance Management).

1.3 Changes to the Service Levels 
1.3.1 The Authority may make changes to the Service Levels in accordance with clause 12.7. 

1.3.2 If any FITS Service or component thereof does not achieve the agreed Service Levels or any other agreed performance measures, the Authority reserves the right to invoke a review of the Service Levels in this Schedule 2.1 (Service Performance Management).
1.3.3 The Authority shall conduct a review of the Service Levels every six (6) months. As a result of such review, in response to changing Authority business demand or Supplier performance, the Authority may vary the Service Levels or change the Bandings that are applied to a specific FITS Service, Service Levels and the Service Credit value attached to a FITS Service, Business Application or component part thereof or the apportionment of the Service Credits between FITS Suppliers for Shared Service Levels, as set out in this Schedule 2.1 (Service Performance Management). The Authority reserves the right to make such changes following consultation and agreement with the WAN and LAN Supplier and Other Suppliers. The WAN and LAN Supplier and Other Suppliers shall not unreasonably withhold agreement.
1.3.4 The WAN and LAN Supplier and Other Suppliers shall co-operate with any review of Service Levels undertaken in accordance with the provisions of this paragraph 1.3 of this Schedule 2.1 (Service Performance Management). The WAN and LAN Supplier and Other Suppliers shall not unreasonably withhold agreement to the introduction of new Service Levels or the amendment of existing Service Levels if such new or amended Service Levels shall support the performance of a FITS Service.

1.3.5 Where changes are introduced in accordance with this paragraph 1.3, they shall be recorded in the Systems of Measurement Reference Document, MAL and Services Register and Master Site List. 

1.4 Management and Measurement of Service Levels 
1.4.1 The WAN and LAN Supplier shall work with the Other Suppliers, Exiting Suppliers and Other Authority Providers to measure and manage Service Levels. The SIAM Supplier shall provide Management Information and Service Credit calculations based on information provided by the WAN and LAN Supplier, Other Suppliers, Exiting Suppliers and Other Authority Providers in accordance with this Schedule 2.1 (Service Performance Management). The WAN and LAN Supplier shall work with the SIAM Supplier, Other Suppliers, Exiting Suppliers and Other Authority Providers to provide Management Information and Service Credit information in accordance with this Schedule 2.1 (Service Performance Management). The Management Information shall provide details of, but not be limited to:

1.4.1.1 Service Availability of FITS Services and Business Applications;

1.4.1.2 Incident Management and resolution;

1.4.1.3 Security Incident Management;

1.4.1.4 Business Application performance;

1.4.1.5 Service Request fulfilment, including the activities and tasks that make up a Service Request;

1.4.1.6 other Service Level performance in the provision of FITS Services;
1.4.1.7 performance against other obligations in the Contract; and 
1.4.1.8 ITSM practices that have a reliance or dependency upon the Authority, FITS Suppliers, Exiting Suppliers or Other Authority Providers.
1.4.2 Service Level Targets are set and measured for individual FITS Services. Any Service Level Target failure shall be a failure of that FITS Service. The Service Levels and Service Credits for each Band shall apply to FITS Services within that Band. 
1.4.3 Shared Service Level Targets and any applicable Service Credits are set for individual FITS Services. Service Credit Points will be apportioned between Suppliers allocated shared Service Level Targets.  
1.5 Application of this Schedule 2.1 (Service Performance Management)

1.5.1 The provisions in this Schedule 2.1 (Service Performance Management) shall apply in their entirety following the completion of the Transition Period and during the Transition Period, except as set out in paragraph 1.5.2 below. 

1.5.2 During the Transition Period the TMO Systems of Measurement Reference Document shall take precedence over paragraphs 1.5.3 to 1.5.8 (inclusive), which in turn shall take precedence over the other provisions of this Schedule 2.1.
1.5.3 Unique Service Levels shall apply in full to each service from the relevant Service Commencement Dates subject to any provisions set out in the Annexes to this Schedule 2.1 (Service Performance Management).
1.5.4 Shared Service Levels, as set out in Annex A, and associated Service Credit provisions shall apply for each Supplier to the extent that any applicable Incident which is demonstrated through root cause analysis to be directly related to a service provided by them or any other Supplier in relation to which the Service Commencement Date has occurred, subject to the various provisions in relation thereto set out in this Schedule 2.1 (Service Performance Management).
1.5.5 For the purpose of establishing the applicability of availability Service Credit Points, these shall apply to and be apportioned between the applicable Suppliers who have services for which the Service Commencement Date has occurred.
1.5.6 For the purpose of establishing baselines for Incidents or other items (as applicable) in shared Service Levels, Incidents or other items in or covered by services whose Service Commencement Date has occurred will be included.  
1.5.7 Service Credits shall accrue from commencement of the fourth month following the relevant Service Commencement Date (or such earlier date as may be specified in the applicable agreements and/or agreed by the applicable parties).
1.5.8 In relation to Services for which the Service Commencement Date falls part way through a month, Service Credits and Service Credit Points shall apply from the following Service Reporting Period. 
1.6 Credit Regime Principles

1.6.1 The Authority has defined a Service Credit Regime which is applicable to all Suppliers and which:

1.6.1.1 penalises poor performance and continuing or repeated poor performance; and
1.6.1.2 incentivises collaborative behaviour to prevent failure to deliver Service Levels. 
1.6.2 The WAN and LAN Supplier and Other Suppliers shall be liable for remedies in the form of Service Credits where the FITS Services fail to meet the Service Levels set out in this Schedule 2.1 (Service Performance Management).
1.6.3 For AMS Suppliers, Service Credits will only apply to those Business Applications for which each AMS Supplier is responsible.
1.6.4 Service Level Targets attract Service Credits.
1.6.5 KPIs do not attract Service Credits.
2. Service Level FRAMEWORK
2.1 Bands
2.1.1 The FITS Services are categorised into Bands, as follows: 
2.1.1.1 Band 1: Core Infrastructure. The ICT Environments, or components thereof, required to deliver services to the Authority;
2.1.1.2 Band 2: Core Services. Enterprise services and office automation: the FITS Services that are common to all End Users and are critical to the Authority’s ability to discharge its obligations and business functions; 
2.1.1.3 Bands 3–6: Business Applications. Applications categorised into four (4) tiers depending on the criticality of the service in enabling the Authority to discharge its statutory obligations and business functions, as set out in the Master Application List;
2.1.1.4 Band 7: Core. Service Desk and ITSM Operations;
2.1.1.5 Band 8: ITSCM.  The ability of the Suppliers to restore the FITS Services to the agreed RPOs and RTOs and support the overall Authority Business Continuity strategy and plans;
2.1.1.6 Band 9: IT Security Management;
2.1.1.7 Band 10: print services; and
2.1.1.8  Band 11: Data Centre Services.
2.1.2 The Service Register and the Master Applications List describe those FITS Services and Business Applications which fall within Bands. 
2.1.3 The Authority shall be entitled to promote or demote any FITS Service from one Band to another. 
2.2 Service Availability and Support Availability 

2.2.1 The WAN and LAN Supplier shall in collaboration with the Other Suppliers ensure that FITS Services and Business Applications are made available and supported. The Service Register, Master Application List and Master Site List set out the applicable Service Availability and Support Availability. 
2.2.2 The WAN and LAN Supplier and Other Suppliers shall collaborate with Exiting Suppliers and Other Authority Providers in seeking to ensure that the End to End Services are made available and supported.
2.2.3 “Service Availability” means the extent to which a FITS Service or Business Application is ordinarily accessible to, usable by, performing for and responding to the Authority and all its Business Units, and End Users in the discharge of their functions and duties but excluding agreed maintenance and down- time.  The method of measuring availability is set out for each FITS Service in the Systems of Measurement Reference Document. 

2.2.4 “Support Availability” means the extent to which support is provided by the Suppliers and the period of time over which Service Availability is measured for a FITS Service. 
2.2.5 The service and support hours applicable to FITS Services are set out in Table 1, below.
	Category
	Service Availability 

	1
	10 x 5: Monday to Friday 08:00 to 18:00 excluding English and Welsh bank holidays

	2
	10 x 6: Monday to Saturday 08:00 to 18:00 excluding English and Welsh bank holidays

	3
	15 x 7: Monday to Sunday 07:00 to 22:00

	4
	24 x 7: 24 hours a day, every day 

	Category
	Support Availability/ Support Hours

	W
	10 x 5: Monday to Friday 08:00 to 18:00 excluding English and Welsh bank holidays

	X
	10 x 6: Monday to Saturday 08:00 to 18:00 excluding English and Welsh bank holidays

	Y
	15 x 7: Monday to Sunday 07:00 to 22:00

	Z
	24 x 7: 24 hours a day, every day


Table 1 Service Availability and Support Availability hours
3. Service PERFORMANCE TARGETS and measurement
3.1 Service Level Targets and Thresholds for Service Availability
3.1.1 Service Availability Service Levels for FITS Services and Business Applications shall be those detailed within the Service Register, Master Site List, MAL and as detailed in this Schedule 2.1 (Service Performance Management).

3.1.2 The Service Level Targets are the required Service Availability and performance levels below which Service Credits are applied as per paragraph 6 of this Schedule 2.1 (Service Performance Management) for each FITS Service or Business Application or component thereof.

3.1.3 The Service Level Thresholds are the trigger points at which the measures in paragraph 7 shall apply.

3.2 Service Availability Measurement

3.2.1 The methods for the determination of Service Availability for FITS Services and Business Applications shall be recorded in the Systems of Measurement Reference Document.
3.2.2 The WAN and LAN Supplier and Other Suppliers shall be jointly responsible for ensuring that Service Levels are measured in accordance with this paragraph 3.1 of this Schedule 2.1 (Service Performance Management).

3.2.3 The Service Measurement Period of Service Levels shall be one (1) calendar month.

3.2.4 Service Availability shall be measured for each Authority Site.
3.2.5 For the purpose of Service Availability measurement, any FITS Service or Business Application which fails to meet the relevant trigger point in its Service Level Target for performance shall be deemed Unavailable for the duration of such failure. 
3.3 Service Availability Calculation
3.3.1 Service Availability shall be calculated for each FITS Service in each Service Measurement Period as a percentage rounded down to three decimal places. 

3.3.2 The Service Availability for FITS Services and Business Applications shall be calculated for each Authority Site. 
3.3.3 Service Availability shall be calculated using the following formula:
Service Availability (%) =       

 (MP – SD) × 100     
                                                                                       MP
Where:

MP
=
Total number of minutes of the Support Availability period within the Service Measurement Period; and
SD
=
Total number of minutes of Service Unavailability.
3.3.4 In relation to shared Service Levels prior to completion of the Transition Period, “SD” shall also exclude the time in which the service is Unavailable to the extent that all of the following apply:

3.3.4.1 although the Incident as demonstrated through root cause analysis arose in part of the FITS Services after its Service Commencement Date, the Incident’s resolution was delayed by a failure by an Exiting Supplier to report and/or assist as required under its Exiting Contract in the resolution of the Incident;
3.3.4.2 the Supplier in relation to whose services the Incident arose has performed all of its applicable obligations as they relate to the Incident and used all reasonable endeavours to resolve the Incident and mitigate its impact; and

3.3.4.3 all other Suppliers covered by the applicable shared Service Level at the time of the Incident have performed all of their applicable obligations as they relate to the Incident and used all reasonable endeavours to resolve the Incident and mitigate its impact.

3.4 Incident Resolution

3.4.1 Incident Severity and Priority Definitions

3.4.1.1 Incidents shall be assigned Severity based the definitions as set out in Table 2. 
3.4.1.2 The SIAM Supplier shall ordinarily assign the Incident Resolution Priority equal to the Incident’s Severity. 
3.4.1.3 The Authority reserves the right to determine an Incident Resolution Priority for any Incident different from that assigned by the SIAM Supplier.

3.4.1.4 The WAN and LAN Supplier and Other Suppliers shall accept the Incident Resolution Priority.
	Severity
	Definition

	1
	Failure or Unavailability of a FITS Service or Business Application that impacts the productivity of more than one (1) End User

	
	Failure or Unavailability of the Protective Monitoring Service that prevents Accounting Items from being collected, processed, alerted or reported and for which Accounting Item data is permanently lost

	2
	A loss of functionality or a reduction in performance of a FITS Service or Business Application which does not render the FITS Service or Business Application Unavailable but which reduces the productivity of more than one (1) End User 

	
	Failure or Unavailability of the Protective Monitoring Service that prevents Accounting Items from being collected, processed, alerted or reported

	3
	A single End User is impacted by Unavailability, loss of functionality or a reduction in performance of a FITS Service or a Business Application or the Failure of a Client Device 

	
	Failure or Unavailability of the Protective Monitoring Service that prevents the Protective Monitoring Service raising alerts or issuing of reports


Table 2 Incident Severity Definitions

3.4.2 Service Level Targets for Incident Resolution
3.4.2.1 The SIAM Supplier shall provide end to end Service Incident Management.
3.4.2.2 The WAN and LAN Supplier shall work with the SIAM Supplier, Other Suppliers, Exiting Suppliers and Other Authority Providers for the provision of end to end Service Incident Management, in accordance with the Incident Resolution Service Level Targets as set out in Table 3. 
	Band
	Priority 1 Incident Resolution Target
	Priority 2 Incident Resolution Target
	Priority 3 Incident Resolution Target

	Bands 1, 2, 7, 9, 10 and 11
	≤ 2 Support Hours
	≤ 4 Support Hours
	≤ 8 Support Hours

	Band 6 
	≤ 2 Support Hours
	≤ 4 Support Hours
	≤ 8 Support Hours

	Band 5
	≤ 4 Support Hours
	≤ 8 Support Hours
	≤ 16 Support Hours

	Band 4
	≤ 8 Support Hours
	≤ 8 Support Hours
	≤ 16 Support Hours

	Band 3
	< 16 Support Hours
	< 16 Support Hours
	< 16 Support Hours


Table 3 Incident Resolution Targets

3.4.3 The Authority has determined that certain End Users and Client Devices shall be entitled to faster Incident Resolution Targets (“Vital Users”) for the FITS Services delivered to these End Users and Client Devices. The faster Incident Resolution Targets that shall apply to such End Users and Client Devices are the Priority 1 Incident Resolution Targets.
3.4.4 The Authority shall inform the WAN and LAN Supplier and Other Suppliers as to which End Users and Client Devices are Vital Users. The SIAM Supplier shall be responsible for managing and maintaining an accurate and up to date list of the End Users and Client Devices entitled to this treatment.

3.4.5 The Authority reserves the right to promote or demote End Users and Client Devices to or from the status of Vital User. 
3.4.6 Security Incident Severity
3.4.6.1 Security Incidents shall be assigned a Severity based on the potential impact to the GovCertUK Incident Response Guidelines dated August 2008, unless otherwise agreed with the Authority. 

3.4.6.2 The Severity of the Security Incident shall be used by the SIAM Supplier to determine the Security Incident Resolution Priority as set out in Table 4. 

	Severity
	Definition
	Resolution Priority

	Critical
	Any Incident which may cause the degradation of vital services for a large number of Users, involve a serious breach of network security, affect mission critical equipment or services or damage public confidence in the Government.
	Priority 1

	Significant
	Incidents which are not Critical and which may impact a smaller group of Users, disrupt non-essential services, breach network security policy, or affect the reputation of Government bodies and services.
	Priority 2

	Minor
	Incidents which are not Critical or Significant and which can be handled by local IT and security offices. These Incidents do not typically impact IT services such as unsuccessful denial-of-service attacks or the majority of network monitoring alerts. 
	Priority 3

	Negligible Impact
	Incidents which are not Critical, Significant or Minor and which are in general considered to be part of normal IT support operations. These Incidents would include receipt of an isolated spam or anti-virus alert, minor computer hardware failure, loss of network connectivity to a peripheral device or loss of access to an external, non-essential service.
	Priority 4


Table 4 Security Incident Severity and Priority Definitions
3.4.6.3 The Authority reserves the right to determine an Incident Resolution Priority for any Security Incident different from that assigned by the SIAM Supplier.

3.4.6.4  The WAN and LAN Supplier and Other Suppliers shall accept and work to the Security Incident Resolution Priority.

3.4.6.5 The SIAM Supplier shall provide Security Incident Management in accordance with the Security Incident Severity and Priority definitions set out in Table 4.

3.4.6.6 The WAN and LAN Supplier shall work with the SIAM Supplier, Other Suppliers, Exiting Suppliers and Other Authority Providers for the provision of Security Incident Management, as set out in Call Off Form Appendix 3 Part A Section 1 (Service Requirements), in accordance with the Incident Resolution Service Level Targets as set out in Table 5. 
	Priority Level
	Response Time Target
	Security Incident Resolution Plan

	Priority 1
	≤ 30 Service Minutes
	≤ 1 Working Day

	Priority 2
	≤ 1 Service Hour
	≤ 3 Working Days

	Priority 3
	≤ 4 Service Hours
	≤ 5 Working Days unless otherwise agreed with the Authority

	Priority 4
	≤ 8 Service Hours
	As specified in Table 15.


Table 5 Security Incident Management Resolution Times

3.5 Business Application Performance Management
3.5.1 The SIAM Supplier shall work with the WAN and LAN Supplier and Other Suppliers to ensure that Application Performance Management can be undertaken for the Business Applications that are in scope as set out in paragraph 3.5.3 of this Schedule 2.1 (Service Performance Management). The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to ensure that APM can be undertaken for these Business Applications.
3.5.2 The Authority shall inform the WAN and LAN Supplier and Other Suppliers of the Business Applications for which end to end APM will be implemented. These shall be set out in the MAL.

3.5.3 The initial number of Business Applications that will have end to end APM implemented shall be forty (40). An additional five (5) Business Applications may be selected at any time by the Authority to have APM undertaken for them for the purpose of on-going Problem determination.
3.5.4 Any new Business Application that is developed and deployed during the course of this Agreement shall have end to end APM Service Level Targets set and APM implemented, unless agreed otherwise with the Authority. The total number of Business Applications that have end to end APM implemented shall be incrementally increased accordingly.

3.5.5 For new Business Applications developed during the course of this Agreement, initial end to end APM Service Level Targets shall be defined as requirements during the service design phase and design and development of Business Applications. The WAN and LAN Supplier and Other Suppliers shall co-operate to define the end to end APM Service Level Targets in a form satisfactory to the Authority. 

3.5.6 For any Business Application that has existing end to end APM Service Level Targets the Suppliers shall ensure that, following the Service Commencement Date, the Business Application performance is at least equal to or better than the Business Application performance prior to the Service Commencement Date and that existing end to end APM Service Level Targets continue to be met.

3.5.7  For Business Applications that are in scope and that have no established APM Service Level Targets, the WAN and LAN Supplier shall work with the Other Suppliers to measure end to end Business Application performance by means of up to fifteen (15) performance transaction tests per Business Application. The Business Application performance transaction tests shall be used as the means of measuring the elapsed end to end time taken for a specified transaction to be completed and the results delivered to the End User.

3.5.8 For Business Applications that are in scope and for which there are less than fifteen (15) performance transaction tests, the WAN and LAN Supplier shall work with the Other Suppliers and shall co-operate with the Authority to identify, develop and agree additional performance transaction tests.

3.5.9 The Authority, the WAN and LAN Supplier and Other Suppliers shall take account of the following in selecting transactions to be measured by the Business Application performance transaction tests:

3.5.9.1 where measurement of transaction response times is to be based on sampling, the WAN and LAN Supplier shall work with the Other Suppliers to ensure that sufficient data is collected both to establish the end to end APM Service Level Target baselines and subsequently to monitor performance against the end to end APM Service Level Targets. The data collected shall be statistically significant; and

3.5.9.2 if at any point the WAN and LAN Supplier wishes to revise how the response time for a transaction is measured, then the WAN and LAN Supplier shall run both measurement regimes in parallel, with the costs borne by the Party requesting the revision, for a period of not less than three (3) months to enable the Authority to assess the impact of the proposed change to the measurement regime.
3.5.10 Prior to the Service Commencement Date for the relevant Business Application, the WAN and LAN Supplier shall work with the Other Suppliers and shall co-operate with the Other Suppliers to implement and utilise end to end APM tooling as set out in Call Off Form Appendix 3 Part A Section 1 (Service Requirements).

3.5.11 Prior to the Service Commencement Date for any Business Application the WAN and LAN Supplier and the Other Suppliers shall agree to the Authority’s satisfaction:

3.5.11.1 the Authority Sites to which the Business Application is to be delivered; and
3.5.11.2 which of the Authority Sites shall be used for the purpose of monitoring the Business Application performance for the measurement of end to end APM Service Level Targets.
3.5.12 For Business Applications that have established and agreed end to end APM Service Level Targets the Service Credits shall apply from the Service Commencement Date.

3.5.13 For Business Applications that do not have established end to end APM Service Levels the Service Credits shall apply on the start of the first service day of the fourth Service Measurement Period following the Service Commencement Date.
3.5.14 The WAN and LAN Supplier shall make available all APM monitoring data to the Authority on request.
3.6 Service Request Management

3.6.1 The SIAM Supplier shall provide end to end management of the fulfilment of Service Requests. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to fulfil Service Requests.
3.6.2 Each individual Service Request shall be individually described within the Service Catalogue and shall be delivered in accordance with the individual performance measures assigned to that Service Request.

3.6.3 The Authority reserves the right to promote certain Service Requests to Service Level Targets in their own right and assign Service Credits individually to these.
3.7 Key Performance Indicators (KPIs)

3.7.1 The WAN and LAN Supplier and Other Suppliers shall deliver the FITS Services and Business Applications and components thereof to meet the KPIs set out in the relevant Annexes to this Schedule 2.1 (Service Performance Management).
3.8 Other Service Levels

3.8.1 The WAN and LAN Supplier and Other Suppliers shall deliver the FITS Services and Business Applications and components thereof to meet other Service Levels set out in the relevant Annexes to this Schedule 2.1 (Service Performance Management).
4. Service Credits Regime

4.1 Service Availability Service Credit Points Accrual and Apportionment
4.1.1 Service Credit Points shall be applied in respect of each Service Availability Service Level Target breach in a Service Management Period.  
4.1.2 For each Service Availability Service Level Target breach the Service Availability Service Credit Points in each Service Measurement Period for each FITS Service and Business Application shall be calculated by the SIAM Supplier using the following formula:

	Service Availability Service Credit Points
	=
	(A-B) × 1000 × C 


Where:

A
Is the Service Availability Service Level Target expressed as a percentage for each FITS Service or Business Application or component thereof.
B
Is the measured Service Availability achieved in the Service Measurement Period expressed as a percentage for each FITS Service or Business Application or component thereof.
C
Is the relevant Service Availability Service Credit Point increment for the FITS Service or Business Application, as detailed in the Annexes to this Schedule 2.1 (Service Performance Management). 
4.1.3 Service Availability Service Credit Points are applicable to each Band, determined by Incident root cause analysis. 

4.1.4 Incident root cause analysis shall be managed by the SIAM Supplier and the Service Availability Service Credit Points allocated accordingly. The WAN and LAN Supplier shall work with the SIAM Supplier to conduct Incident root cause analysis.

4.1.5 The SIAM Supplier shall use its reasonable endeavours to determine the root cause of each Incident. In the event that the SIAM Supplier cannot attribute the root cause of an Incident to a Band, the Authority shall decide the Incident root cause. 
4.1.6 The Service Availability Service Credit Points applicable to each Band shall be apportioned to FITS Suppliers in accordance with Table 7.
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Table 7. Service Availability Service Level Credit Apportionment
4.1.7 During the Transition Period:

4.1.7.1 the fact that not all of the applicable Suppliers may yet be subject to the given measures shall not affect the apportionment of Service Credit Points applying to the other Suppliers who are subject to them; and

4.1.7.2 where a Service Commencement Date occurs part way through a Service Measurement Period, the measurement of Service Availability in respect of that service shall commence from the beginning of the subsequent Service Measurement Period. 
4.2 Incident Resolution Service Credit Points Accrual and Apportionment
4.2.1 Incident Resolution Service Credit Points can be incurred or recovered by exceeding, or failing to achieve the Service Level Targets for Incident Resolution, as set out in paragraph 3.4.2 of this Schedule 2.1 (Service Performance Management).

4.2.2 The SIAM Supplier shall calculate the arithmetic mean Incident Resolution Time for Priority 1 Incidents and the arithmetic mean Incident Resolution Time for Priority 2 Incidents for the FITS Services and Business Applications within the relevant Band. The WAN and LAN Supplier shall work with the SIAM Supplier to calculate the arithmetic mean Incident Resolution Times for each of the FITS Services and Business Applications within the relevant Band.

4.2.3 Breaches of the Incident Resolution Time Service Levels shall incur Service Credit Points as set out in Table 8.
	
	
	
	Incident Resolution Time (Hours)
	

	Priority
	Service Type
	Incident Resolution Service Level Target
	≤1
	>1 & ≤2
	>2 & ≤3
	>3 & ≤4
	>4 & ≤5
	>5 & ≤6
	>6 & ≤7
	>7 & ≤8
	>8 & ≤9
	>9 & ≤10
	>10 & ≤11
	>11 & ≤12
	> 12 & ≤13
	>13 & ≤14
	>14 & ≤15
	>15 & ≤16
	further similar  increments 
	Service Level Threshold

	
	
	
	Service Credits incurred for each FITS Service or Business Application

	1
	Band 1, 2, 7, 9,10, 11
	2 hrs
	-100
	0
	100
	200
	400
	600
	800
	1000
	1200
	1400
	200 per additional 3 hour increment
	13 hours

	
	Band 6
	2 hrs
	-100
	0
	100
	200
	400
	600
	800
	1000
	1200
	1400
	200 per additional 3 hour increment
	13 hours

	
	Band 5
	4 hrs
	-100
	0
	100
	200
	400
	600
	200 per additional 3 hour increment
	25 hours

	
	Band 4
	8 hrs
	-100
	0
	100
	200
	200 per additional 6 hour increment
	25 hours

	
	Band 3
	16 hrs
	-100
	0
	100 per additional 6 hour increment
	25 hours


	
	
	
	Incident Resolution Time (Hours)
	

	Priority
	Service Type
	Incident Resolution Service Level Target
	≤1
	>1 & ≤2
	>2 & ≤3
	>3 & ≤4
	>4 & ≤5
	>5 & ≤6
	>6 & ≤7
	>7 & ≤8
	>8 & ≤9
	>9 & ≤10
	>10 & ≤11
	>11 & ≤12
	> 12 & ≤13
	>13 & ≤14
	>14 & ≤15
	>15 & ≤16
	further similar  increments 
	Service Level Threshold

	
	
	
	Service Credits incurred for each FITS Service or Business Application

	2
	Band 1, 2, 7, 9,10, 11
	4 hrs
	-100
	0
	100
	200
	400
	600
	200 per additional 3 hour increment
	21 hours

	
	Band 6
	4 hrs
	-100
	0
	100
	200
	400
	600
	200 per additional 3 hour increment
	21 hours

	
	Band 5
	8 hrs
	-100
	0
	100
	200
	200 per additional 6 hour increment
	32 hours

	
	Band 4
	8 hrs
	-100
	0
	100
	200
	200 per additional 6 hour increment
	32 hours

	
	Band 3
	16 hrs
	-100
	0
	100 per additional 6 hour increment
	32 hours


	
	
	
	Incident Resolution Time (Hours)
	

	Priority
	Service Type
	98% Incident Resolution Service Level Target
	Priority 3 Incident Resolution time period targets as detailed in the relevant Annexes to this Schedule
	Service Level Threshold

	
	
	
	Service Credits incurred for each FITS Service or Business Application

	3
	Band 1, 2, 6, 7, 9, 11
	8 hrs
	Priority 3 Incident Service Credit increments and accruals as detailed in the relevant Annexes to this Schedule
	41 hours

	
	Band 3, 4, 5, 10
	16 hrs
	Priority 3 Incident Service Credit increments and accruals as detailed in the relevant Annexes to this Schedule
	73 hours


Table 8 Incident Severity Resolution Time and Service Credit Points

4.2.4 For Priority 1 and Priority 2 Incidents, the Incident Resolution Service Credit Points for each Band are then apportioned to the WAN and LAN Supplier and Other Suppliers as set out in Table 9.
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Table 9 Incident Resolution Service Credit Point Apportionment
4.2.5 Within a Service Reporting Period each Severity 3 Incident, for each FITS Service and Business Application, within the relevant Band, shall incur Service Credit Points as set out in Annex A and apportioned to each Supplier as set out in Table 9.

4.2.6 Where the Service Level Thresholds set out in Table 8 are exceeded, paragraph 7 of this Schedule 2.1 (Service Performance Management) shall apply.
4.2.7 During the Transition Period:

4.2.7.1 all Incidents arising in a service after its Service Commencement Date shall be included in the calculation of Incident Resolution Times;

4.2.7.2 Incident Resolution Times for any Incident shall exclude any additional resolution time, in relation to which all of the following apply:

(a) the Incident’s resolution was delayed by a failure of an Exiting Supplier to report and/or assist as required under its Exiting Contract in the resolution of the Incident; and
(b) the Suppliers seeking to rely on this exclusion have all performed all of their applicable obligations as they relate to the Incident and used all reasonable endeavours to resolve the Incident and mitigate its impact.
4.2.7.3 the fact that not all of the applicable Suppliers may yet be subject to the given measures shall not affect the apportionment of Service Credit Points applying to the other Suppliers who are subject to them; and 

4.2.7.4 where a Service Commencement Date occurs part way through a Service Measurement Period, the measurement of Incident Resolution Times in respect of that service shall commence from the beginning of the subsequent Service Measurement Period.

4.3 Security Incident Service Credit Points

4.3.1 Security Incident Resolution Service Credit Points are incurred by failing to achieve the Service Level Targets for any single Security Incident Resolution, as set out in Table 5, and submission of a suitable Security Incident Resolution Plan, as set out in Table 10, 11, 12 and 13.

4.3.2 Within a Service Reporting Period each Security Incident shall incur Service Credit Points as set out in Table 10, Table 11, Table 12 and Table 13.

4.3.3 Service Credit Points incurred for Security Incidents shall be wholly applied to the defaulting Supplier.
	Priority
	Service Type
	Security Incident Service Level Target
	Security Incident Response Time

	
	
	
	0.5 hour
	1 hour
	1.5 hours
	2 hours
	2.5 hours
	3 hours
	each additional 0.5 hours
	Service Level Threshold

	1
	Response
	30 mins
	0
	100
	200
	300
	400
	500
	100
	4 hours

	
	
	Security Incident Service Level
	1 day
	2 day
	3 day
	4 day
	5 day
	6 day
	each additional day
	Service Level Threshold

	
	Security Incident Resolution Plan
	1 day
	0
	100
	200
	300
	400
	500
	100
	7 days


Table 10 Security Incident (Priority 1) Service Credit Points
	Priority
	Service Type
	Security Incident Service Level Target
	Security Incident Response Time

	
	
	
	1 hour
	2 hour
	3 hours
	4 hours
	5 hours
	6 hours
	each additional hour
	Service Level Threshold

	2
	Response
	1 hour
	0
	100
	200
	300
	400
	500
	100
	7 hours

	
	
	Security Incident Service Level
	3 day
	6 day
	9 day
	12 day
	15 day
	18 day
	each additional 3 days
	Service Level Threshold

	
	Security Incident Resolution Plan
	3 day
	0
	100
	200
	300
	400
	500
	100
	21 days


Table 11 Security Incident (Priority 2) Service Credit Points
	Priority
	Service Type
	Security Incident Service Level Target
	Security Incident Response Time

	
	
	
	4 hour
	8 hour
	12 hours
	16 hours
	20 hours
	24 hours
	each additional 4 hour
	Service Level Threshold

	3
	Response
	1 hour
	0
	100
	200
	300
	400
	500
	100
	28 hours

	
	
	Security Incident Service Level
	5 day
	10 day
	15 day
	20 day
	25 day
	30 day
	each additional 3 days
	Service Level Threshold

	
	Security Incident Resolution Plan
	3 day
	0
	100
	200
	300
	400
	500
	100
	35 days


Table 12 Security Incident (Priority 3) Service Credit Points
	Priority
	Service Type
	Security Incident Service Level Target
	Security Incident Response Time

	
	
	
	8 hour
	16 hour
	24 hours
	32 hours
	40 hours
	48 hours
	each additional 8 hour
	Service Level Threshold

	4
	Response
	1 hour
	0
	100
	200
	300
	400
	500
	100
	28 hours

	
	
	Security Incident Service Level
	None Applicable

	
	Security Incident Resolution Plan
	3 day
	None Applicable


Table 13 Security Incident (Priority 4) Service

4.3.3.1 Incident Resolution Times for any single Security Incident shall exclude any additional resolution time in relation to which all of the following apply:

(a) the Security Incident’s resolution was delayed by a failure of an Exiting Supplier to report and/or assist as required under its Exiting Contract in the resolution of the Incident; and

(b) the Supplier seeking to rely on this exclusion has performed all of its applicable obligations as they relate to the Incident and used all reasonable endeavours to resolve the Incident and mitigate its impact.

4.3.4 Where the Service Level Thresholds set out in Tables 10, 11, 12 and 13 are exceeded, paragraph 7 of this Schedule 2.1 (Service Performance Management) shall apply.
4.4 Not Used
4.5 Service Request fulfilment Service Credits 

4.5.1 Service Request Fulfilment Service Credits shall apply to the WAN and LAN Supplier and Other Suppliers as set out in Annex A to this Schedule 2.1 (Service Performance Management).
4.6 Other Service Levels Service Credits

4.6.1 Other Service Levels and Service Credits set out in the Annexes to this Schedule 2.1 (Service Performance Management) shall apply to the WAN and LAN Supplier and Other Suppliers as specified therein.
4.7 Management of Service Credits

4.7.1 The WAN and LAN Supplier shall work with the SIAM Supplier to calculate the total Service Credit Points accrued by the WAN and LAN Supplier for all Service Levels that have associated Service Credits.

4.7.2 The SIAM Supplier shall agree the total Service Credit Points accrued by each FITS Supplier and Other Suppliers with the Authority.

4.7.3 The WAN and LAN Supplier acknowledges that the decision of the SIAM Supplier and the Authority on the total number of Service Credit Points shall be final and binding.

4.7.4 The total Service Credit Points accrued by the WAN and LAN Supplier in the Service Reporting Period will be multiplied by the monetary value for each Service Credit Point by using the formula set out in paragraph [9.2] of schedule 7.1 (Charges and Invoicing).

4.7.5 The monetary value of the Service Credit Points will be credited by the WAN and LAN Supplier to the Authority in the form of Service Credits in accordance with paragraph [9] of schedule 7.1 (Charges and Invoicing).

4.7.6 For each Service Reporting Period the total financial value of Service Credits for the WAN and LAN Supplier shall not exceed twenty per cent (20%) of the WAN and LAN Supplier’s annual Service Charge apportioned on an equal monthly basis.

5. Service Levels Reporting And Management Information

5.1 In accordance with Call Off Form Appendix 3 Part A Section 1 (Service Requirements)the WAN and LAN Supplier shall report on the performance of their FITS Services and/or Business Applications against the Service Levels specified herein and shall provide the SIAM Supplier with the relevant information pertaining to the FITS Services, Business Applications or components thereof for each Service Reporting Period.

5.2 The WAN and LAN Supplier shall also include in the report a management summary of Service Level performance.

5.3 The SIAM Supplier shall provide combined and aggregated Management Information, as agreed with the Authority and in accordance with schedule 2.1 (Service Requirements) and this Schedule 2.1 (Service Performance Management).  This Management Information shall include, but not be limited to the achievement or non-achievement of Service Levels for all End to End Services and FITS Services and the accumulation and apportionment of Service Credit Points as incurred by each Supplier.

5.4 For the production of the agreed Management Information the following periods shall be adhered to:

5.4.1 the Service Reporting Period for the Management Information specified in paragraph 5.3 of this Schedule 2.1 (Service Performance Management) shall be one (1) calendar month;

5.4.2 the Service Measurement Period shall be one (1) calendar month for FITS Services and Business Applications; and
5.4.3 the WAN and LAN Supplier and Other Suppliers shall commence measurement of FITS Service and Business Application performance on the relevant Service Commencement Date.
6. IT Service Continuity Management
6.1.1 IT Service Continuity Management (ITSCM) is the restoration of the FITS Services and/or Business Applications to the agreed RTO and RPO to support the overall Authority Business Continuity Strategy and Plans.

6.1.2 IT Service Continuity Management (ITSCM) is a TSA obligation of each FITS Supplier.
6.1.3 No Service Credits apply to ITSCM itself.

6.1.4 The determination of a “Disaster” is at the Authority’s discretion.  The FITS Suppliers will be liable to each other for any FITS Supplier’s failure to implement the ITSCM in accordance with the Agreement as set out in Clause 27 of the MSA. 

6.1.5 The SIAM Supplier shall provide ITSCM for Bands 3, 4, 5 and 6 in accordance with schedule 2.1 (Service Requirements) and with the RTO and RPO Service Level Targets set out in the Master Applications List.

6.1.6 The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers for the provision of ITSCM for Bands 3, 4, 5 and 6 in accordance with schedule 2.1 (Service Requirements) and with the RTO and RPO Service Level Targets set out in the Master Applications List.

6.1.7 The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to ensure that the FITS Services, as defined in the Service Register, in Bands 1, 2 and 7 are supported as per the ITSCM Categories defined in Table 14 with an RTO of Silver and an RPO of Bronze.

	ITSCM Category

	RTO
	

	Platinum
	No Service Loss

	Gold
	≤ 1 Hour Service Loss

	Silver
	≤ 4 Hours Service Loss

	Bronze
	≤ 24 Hours Service Loss

	Brass
	≤ 120 Hours Service Loss

	RPO
	

	Platinum
	No Data Loss

	Gold
	≤ 1 Hour Data Loss

	Silver
	≤ 4 Hours Data Loss

	Bronze
	≤ 24 Hours Data Loss

	Brass
	≤ 120 Hours Data Loss


Table 14 ITSCM RTO and RPO Categories

7. Management and Escalation of SERVICE Level Targets and Service Level Threshold FAILUREs

7.1 Introduction

7.1.1 The procedures set out in this paragraph 7 are intended to enable the Suppliers to manage service issues arising from failure to achieve the Service Level Targets and Service Level Thresholds set out in this Schedule 2.1 (Service Performance Management). 
7.1.2 The Service Credit provisions of this Schedule 2.1 (Service Performance Management) shall continue to apply throughout the Escalation Process.

7.1.3 All Suppliers shall proactively resolve outstanding issues relating to failures to achieve Service Level Targets and Service Level Thresholds and assess the need for further remedial action to prevent recurrence of such failures.

7.1.4 Where further remedial action is required, the Suppliers shall provide a Recovery Plan. The scope and format of all Recovery Plans shall be defined and documented by the SIAM Supplier in the Service Level Management Policies, Processes and Procedures, as set out in Call Off Form Appendix 3 Part A Section 1 (Service Requirements).
7.2 Repeated Service Availability Service Level Target failures
7.2.1 Where the Service Availability of a FITS Service or Business Application is below its Service Level Target but above the Service Level Threshold for two (2) Service Reporting Periods in a four (4) month rolling period, the SIAM Supplier working with the WAN and LAN Supplier and Other Suppliers shall highlight this and provide an action plan to mitigate any continuing trend to the Authority within five (5) Working Days of the second Service Level Target breach. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to enable the SIAM Supplier to fulfil the obligations in this paragraph 7.2.1 of Schedule 2.1 (Service Performance Management). 

7.2.2 Where the Service Availability of a FITS Service or Business Application is below its Service Level Target but above the Service Level Threshold on three (3) or more instances in a four (4) Month rolling period the following shall be required: 

7.2.2.1 the SIAM Supplier, working with the WAN and LAN Supplier and Other Suppliers, shall produce a Recovery Plan and submit the Recovery Plan to the Authority within five (5) Working Days of the third Service Level Target failure. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers in the production of a Recovery Plan for submission to the Authority within five (5) Working Days of the third Service Level Target failure;

7.2.2.2 the Recovery Plan shall specify the remedial actions and activities to be undertaken and the recovery period;

7.2.2.3 the Authority shall review the Recovery Plan (including time-scales), and decide whether to Approve the Recovery Plan;

7.2.2.4 following Approval, the WAN and LAN Supplier and Other Suppliers shall commence implementation of the Recovery Plan within five (5) Working Days; and

7.2.2.5 the implementation of the Recovery Plan shall be reviewed on a weekly basis by the SIAM Supplier and relevant Suppliers, until the Recovery Plan is completed. The WAN and LAN Supplier shall work with the SIAM Supplier, if requested to do so by the SIAM Supplier, to review the implementation of the Recovery Plan on a weekly basis until the Recovery Plan is completed.
7.2.3 If the Service Availability of the FITS Service or Business Application on completion of the Recovery Plan fails to achieve the Service Level Target, due to a related Incident, in the following Service Reporting Period then this shall constitute a Critical Service Failure.

7.2.4 If the Service Availability of the FITS Service or Business Application, on completion of the Recovery Plan, achieves the Service Level Target and then consequently fails to achieve the Service Level Target in any of the three (3) subsequent Service Reporting Periods, due to a related Incident, then this shall constitute a Critical Service Failure.

7.3 Not Used
7.4 Multiple Priority 1 Incidents in a Service Reporting Period

7.4.1 Where there are any three (3) individual Priority 1 Incidents for a specific FITS Service or Business Application within a Service Reporting Period, the SIAM Supplier working with the WAN and LAN Supplier and Other Suppliers, shall highlight this and provide an action plan to mitigate any continuing trend to the Authority within five (5) Working Days of the third Priority 1 Incident. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to enable the SIAM Supplier to fulfil the obligations in this paragraph 7.4.1 of Schedule 2.1 (Service Performance Management). 

7.4.2 In the event of a fourth Priority 1 Incident for a specific FITS Service or Business Application within a Service Reporting Period the following shall be required: 

7.4.2.1 the SIAM Supplier, working with the WAN and LAN Supplier and Other Suppliers, shall produce a Recovery Plan and submit the Recovery Plan to the Authority within five (5) Working Days of the fourth Priority 1 Incident. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers in the production of a Recovery Plan for submission to the Authority within five (5) Working Days of the fourth Priority 1 Incident;

7.4.2.2 the Recovery Plan shall specify the remedial actions and activities to be undertaken and the recovery period;

7.4.2.3 the Authority shall review the Recovery Plan (including timescales), and decide whether to Approve the Recovery Plan;

7.4.2.4 following Approval, the WAN and LAN Supplier and Other Suppliers shall commence implementation of the Approved Recovery Plan within five (5) Working Days; and

7.4.2.5 the implementation of the Recovery Plan shall be reviewed on a weekly basis by the SIAM Supplier and relevant Suppliers until the Recovery Plan is completed. The WAN and LAN Supplier shall work with the SIAM Supplier, if requested to do so by the SIAM Supplier, to review the implementation of the Recovery Plan on a weekly basis until the Recovery Plan is completed.
7.4.3 If the FITS Service or Business Application, on completion of the Recovery Plan, has more than one (1) related Priority 1 Incident in the next Service Reporting Period then this shall constitute a Critical Service Failure.

7.5 Other repeated Service Level Target Breaches

7.5.1 This paragraph 7.5 applies to repeated breaches of Service Level Targets other than the Service Availability of a FITS Service or Business Application, Application Performance Management and multiple Priority 1 Incidents, which are described in paragraphs 7.2 to 7.4 of this Schedule 2.1 (Service Performance Management).

7.5.2 Where a Service Level Target is not achieved in any three (3) Service Reporting Periods out of six (6) Service Reporting Periods on a rolling six (6) month basis, the SIAM Supplier working with the WAN and LAN Supplier and Other Suppliers shall highlight this to the Authority within five (5) Working Days of the third instance of the Service Level Target breach. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to enable the SIAM Supplier to fulfil the obligations in this paragraph 7.5.2 of Schedule 2.1 (Service Performance Management).
7.5.3 The Authority shall determine whether a Recovery Plan is required. If the Authority deems that a Recovery Plan is required then the Authority shall notify the SIAM Supplier and:

7.5.3.1 the SIAM Supplier, working with the WAN and LAN Supplier and Other Suppliers, shall produce a Recovery Plan and submit the Recovery Plan to the Authority within ten (10) Working Days of notification from the Authority. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers in the production of a Recovery Plan for submission to the Authority within ten (10) Working Days of notification from the Authority;

7.5.3.2 the Recovery Plan shall specify the remedial actions and activities to be undertaken and the recovery period;

7.5.3.3 the Authority shall review the Recovery Plan (including timescales), and decide whether to Approve the Recovery Plan;

7.5.3.4 following Approval, the WAN and LAN Supplier and Other Suppliers shall commence implementation of the Recovery Plan within five (5) Working Days; and

7.5.3.5 the implementation of the Recovery Plan shall be reviewed on a weekly basis by the SIAM Supplier and relevant Suppliers until the Recovery Plan is completed. The WAN and LAN Supplier shall work with the SIAM Supplier, if requested to do so by the SIAM Supplier, to review the implementation of the Recovery Plan on a weekly basis until the Recovery Plan is completed.
7.5.4 If the Service Level achievement on completion of the Recovery Plan remains below the Service Level Target, due to a related Incident or Incidents, in the following Service Reporting Period then this shall constitute a Critical Service Failure.

7.6 Service Level Threshold Breach

7.6.1 Where the Service Availability, Incident Resolution or performance of a FITS Service or Business Application is below its Service Level Threshold for a Service Measurement Period the following shall be required: 

7.6.1.1 the SIAM Supplier, working with the WAN and LAN Supplier and Other Suppliers, shall produce a Recovery Plan and submit the Recovery Plan to the Authority within five (5) Working Days of the Service Level Threshold breach. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers in the production of a Recovery Plan for submission to the Authority within five (5) Working Days of the Service Level Threshold breach;

7.6.1.2 the Recovery Plan shall specify the remedial actions and activities to be undertaken. The plan shall also specify the proposed recovery period which shall be as soon as possible and, in any event, no less than within the following Service Reporting Period, following Approval;

7.6.1.3 the Authority shall review the Recovery Plan (including timescales) and decide whether to Approve the Recovery Plan;

7.6.1.4 following Approval, the WAN and LAN Supplier and Other Suppliers shall commence implementation of the Approved Recovery Plan within three (3) Working Days and all actions thereunder shall be implemented within the next Service Reporting Period;

7.6.1.5 the implementation of the Recovery Plan shall be reviewed on a weekly basis by the SIAM Supplier and relevant Suppliers until the Recovery Plan is completed. The WAN and LAN Supplier shall work with the SIAM Supplier, if requested to do so by the SIAM Supplier, to review the implementation of the Recovery Plan on a weekly basis until the Recovery Plan is completed; and

7.6.1.6 the implementation of the Recovery Plan shall be reviewed on a weekly basis by the Authority and the SIAM Supplier, until the Recovery Plan is successfully completed.

7.6.2 If the Service Availability, Incident Resolution or performance of a FITS Service or Business Application remains below its Service Level Threshold in a second consecutive Service Reporting Period then this shall constitute a Critical Service Failure.

7.6.3 If the Service Availability of the FITS Service or Business Application, on completion of the Recovery Plan, achieves the Service Level Target and then consequently fails to achieve the Service Level Target, due to a related Incident, in any of the three (3) subsequent Service Reporting Periods then this shall constitute a Critical Service Failure.

7.7 Repeated KPI Breaches

7.7.1 Where a KPI is not achieved in any three (3) Service Reporting Periods out of six (6) Service Reporting Periods on a rolling six (6) month basis, the SIAM Supplier working with the WAN and LAN Supplier and Other Suppliers shall highlight this to the Authority within five (5) Working Days of the third instance of KPI non-achievement. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers to enable the SIAM Supplier to fulfil the obligations in this paragraph 7.7.1 of Schedule 2.1 (Service Performance Management).
7.7.2 The Authority shall determine whether a Recovery Plan is required. If the Authority deems that a Recovery Plan is required then the Authority shall notify the SIAM Supplier and:

7.7.2.1 the SIAM Supplier, working with the WAN and LAN Supplier and Other Suppliers, shall produce a Recovery Plan and submit the Recovery Plan to the Authority within ten (10) Working Days of notification from the Authority. The WAN and LAN Supplier shall work with the SIAM Supplier and Other Suppliers in the production of a Recovery Plan for submission to the Authority within ten (10) Working Days of notification from the Authority;

7.7.2.2 the Recovery Plan shall specify the remedial actions and activities to be undertaken and the recovery period;

7.7.2.3 the Authority shall review the Recovery Plan (including timescales), and decide whether to Approve the Recovery Plan;

7.7.2.4 following Approval, the WAN and LAN Supplier and Other Suppliers shall commence implementation of the Approved Recovery Plan within five (5) Working Days; and

7.7.2.5 the implementation of the Recovery Plan shall be reviewed on a weekly basis by the SIAM Supplier and relevant Suppliers until the Recovery Plan is completed. The WAN and LAN Supplier shall work with the SIAM Supplier, if requested to do so by the SIAM Supplier, to review the implementation of the Recovery Plan on a weekly basis until the Recovery Plan is completed.

7.7.3 If the KPI achievement on completion of the Recovery Plan remains below the KPI target in the following Service Reporting Period then the Authority reserves the right to promote the KPI to be a Service Level Target. 
7.7.4 The Authority reserves the right, on a Quarterly basis, to promote any KPI that has not been consistently achieved to a Service Level Target following consultation and agreement with the Suppliers. The Suppliers shall not unreasonably withhold agreement to promote any KPI that has not been consistently achieved to a Service Level Target.

7.7.5 Any KPI which has been promoted to a Service Level Target shall be measured and reported on as a Service Level Target, and the associated Service Credit Points applied, within two (2) Service Measurement Periods.

7.7.6 Any KPI which has been promoted to a Service Level Target in accordance with paragraph 7.7.4 of this Schedule 2.1 (Service Performance Management), shall be measured and reported on as a Service Level Target until the Service Level Target has been achieved for four (4) consecutive Service Measurement Periods, after which the Service Level Target shall revert to a KPI.

7.7.7 Paragraph 7.7.6 of this Schedule 2.1 (Service Performance Management) shall not apply where the Authority has promoted a KPI to a Service Level Target in accordance with paragraph 1.3.3 of this Schedule 2.1 (Service Performance Management).

7.8 Priority 2 Incident Service Level Target Breaches
7.8.1 Any Priority 2 Incident not resolved by the relevant Incident Resolution Service Level Target shall be automatically uplifted to a Priority 1 Incident for the purposes of Governance, management and Management Information until the Incident is closed unless otherwise agreed with the Authority.

7.8.2 The number of Priority 2 Incidents promoted to Priority 1, as a result of Incident Resolution Service Level Target Failure, within the Service Reporting Period shall be reported by the SIAM Supplier.

7.8.3 For purposes of Incident Resolution Service Level Targets and Service Credit Point accrual any Priority 2 Incident that has been promoted to a Priority 1, as a result of Incident Resolution Service Level Failure, shall continue to be treated as a Priority 2 Incident.

7.9 Recovery Plan implications for Service Credits and Authority termination rights
7.9.1 In situations where, under any of paragraphs 7.2 to 7.8 of this Schedule 2.1 (Service Performance Management), a Recovery Plan is required and where root cause analysis demonstrates (or the Authority otherwise reasonably considers) that the trigger for the Recovery Plan has been caused or contributed to by one or more (but not all) of the FITS Suppliers (the “Involved FITS Suppliers”), the Authority may invoke the provisions of this paragraph 7.9 of this Schedule 2.1 (Service Performance Management).

7.9.2 The Authority shall, for those FITS Suppliers who are not Involved FITS Suppliers, waive the application of the Service Credits in relation to the specific service failures or matters triggering the Recovery Plan (but not, for the avoidance of doubt, other Service Credits in relation to the same Service Levels caused by other matters or other Service Credits under any other Service Levels, regardless of cause) from the date of commencement of the Recovery Plan, provided that such waiver shall not apply to a FITS Suppliers who is required to carry out tasks under the Recovery Plan but does not perform those tasks in accordance with the Recovery Plan or at all.

7.9.3 If the Recovery Plan is not implemented in accordance with its provisions and/or fails to resolve the applicable matter, FITS Suppliers who are not Involved FITS Suppliers and (if relevant) have carried out (or are carrying out) all their tasks pursuant to the Recovery Plan (“Innocent Suppliers”) shall be entitled to recover additional costs, expenses and losses incurred in connection with the matter triggering the Recovery Plan directly from the Involved FITS Suppliers and any other FITS Suppliers who are required to carry out tasks under the Recovery Plan but do not so carry them out, as provided in Clause 27.3.3 of the Master Services Agreement.

7.9.4 Paragraph 7.9.3 of this Schedule 2.1 (Service Performance Management) shall not apply to:

7.9.4.1  FITS Suppliers who are required to carry out tasks under the Recovery Plan but do not carry out such tasks; and
7.9.4.2  Involved FITS Suppliers.
7.9.5 Termination rights as a consequence of Critical Service Failures shall only be available to the Authority in relation to the Involved FITS Suppliers.

7.9.6 Nothing in paragraphs 7.9.1 to 7.9.4 of this Schedule 2.1 (Service Performance Management) shall limit or adversely affect any rights and remedies available to the Authority.

7.10 Application of paragraph 7 during TMO

7.10.1 This paragraph 7 of Schedule 2.1 (Service Performance Management) shall apply prior to completion of the Transition Period and, subject to such changes as the Authority shall reasonably make:

7.10.1.1 shall apply during this period to all Incidents and matters arising in the FITS Services from time to time; and

7.10.1.2 the obligations in relation to plans and assistance and other similar obligations shall also apply to Suppliers even if none of their services have passed its SCD at that stage.

8. Annex A Shared Service Levels 

8.1 Introduction

8.1.1 For the avoidance of doubt this Annex A shall only apply to those Suppliers subject to shared Service Levels.

8.1.2 This Annex sets out the shared Service Levels for those Suppliers that participate in shared Service Levels and their associated apportioned Service Credits. 

8.1.3 The shared Service Levels set out in this Annex shall be measured and reported on by the SIAM Supplier. The WAN and LAN Supplier shall work with the SIAM Supplier to monitor, measure and report on their contribution to the shared Service Levels set out in this Annex.

8.1.4 The SIAM Supplier will be responsible for the collection, collation and mathematical calculation of all information from all Suppliers as defined in this schedule and the Systems of Measurement Reference Document and present to the Authority at predetermined times as detailed in Call Off Form Appendix 3 Part A Section 1 (Service Requirements). The WAN and LAN Supplier shall work with the SIAM Supplier for the collection, collation and aggregation of the required information as detailed in Call Off Form Appendix 3 Part A Section 1 (Service Requirements).

8.1.5 Unless otherwise specified, all Service Levels shall be applied to activities during the previous Service Reporting Period.
8.2 Service Level Targets 
8.2.1 The WAN and LAN Supplier shall work with the Other Suppliers to deliver the FITS Services and Business Applications to the Service Level Targets as set out in the Tables below.

Service Availability of FITS Services or Business Application:

	Ref
	Individual FITS Services and Business Applications Availability within  Band:
	Service Level Target*
	Service Level Threshold
	Service Credit Point Increment 
	Service Credit Points per service measure increment

	AV01
	Band 1
	≥99.9%
	≤98%
	0.1%
	100

	AV02
	Band 2
	≥99.9%
	≤98%
	0.1%
	100

	AV03
	Band 3
	≥99.9%
	≤98%
	0.1%
	20

	AV04
	Band 4
	≥99.9%
	≤98%
	0.1%
	40

	AV05
	Band 5
	≥99.9%
	≤98%
	0.1%
	80

	AV06
	Band 6
	≥99.9%
	≤98%
	0.1%
	100

	AV07
	Band 7
	≥99.9%
	≤98%
	0.1%
	100

	AV08
	Band 10
	≥99.9%
	≤98%
	0.1%
	100


Note: * Or Service Level Targets set out within the Service Register, MAL or Master Site List
Priority 1 Mean Incident Resolution Times of FITS Services or Business Application

	Ref
	Band
	Priority 1

Service Level Target
	Service Credit Point Increment 

	IR01
	Band 1
	<2 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR02

	Band 2, 7, 10
	≤2 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR03
	Band 3
	≤16 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR04
	Band 4
	≤8 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR05
	Band 5
	≤4 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR06
	Bands 6
	≤2 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.


Priority 2 Mean Incident Resolution Times of FITS Services or Business Application
	Ref
	Band
	Priority 2

Service Level Target
	Service Credit Point Increment

	IR07
	Bands 1, 2
	≤4 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR08
	Band 2, 7, 10
	≤4 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR09
	Band 3
	≤16 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR10
	Band 4
	≤8 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR11
	Band 5
	≤4 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.

	IR12
	Bands 6
	≤2 Hours
	Service Credit Points shall apply as set out in Table 8 for the mean Incident Resolution time.


Priority 3 Incident Resolution Times of FITS Services and Business Applications
	Ref
	Band
	Priority 3 Incident Resolution
Service Level Target
	Service Credits Applicable
	Service Credit Points per service measure increment

	IR13
	Priority 3 Incidents for Band 1, 2, 6 or 11 Services or Business Applications 
	98% resolved within 8 Support Hours
	Where the resolution of Priority 3 Incidents falls below the target, Service Credit Points shall apply to each Severity 3 Incident and additional Service Credit Points shall apply for every additional 8 Hours taken to resolve the Incident.
	60

	IR14
	Priority 3 Incidents for Band 3, 4, 5 or 10 Services or Business Applications 
	98% resolved within 16 Support Hours
	Where the resolution of Priority 3 Incidents falls below the target, Service Credit Points shall apply to each Severity 3 Incident and additional Service Credit Points shall apply for every additional 16 Hours taken to resolve the Incident.
	60


Priority 1 Security Incident Resolution Times:
	Ref
	Security Incident Phase
	Service Level Target
	Service Credits Applicable
	Service Credit Points per service measure increment 

	SI01
	Response
	≤30 Mins
	Service Credits Points shall apply as set out in Table 10 for Priority 1 Security Incidents.
	100

	SI02
	Security Incident Resolution Plan
	≤ 1 Working Day
	Service Credits Points shall apply as set out in Table 10 for Priority 1 Security Incidents.
	100


Priority 2 Security Incident Resolution Times:
	Ref
	Security Incident Phase
	Service Level Target
	Service Credits Applicable
	Service Credit Points per service measure increment 

	SI03
	Response
	≤1 Hour
	Service Credits Points shall apply as set out in Table 11 for Priority 2 Security Incidents.
	100

	SI04
	Security Incident Resolution Plan
	≤3 Working Day
	Service Credits Points shall apply as set out in Table 11 for Priority 2 Security Incidents.
	100


Priority 3 Security Incident Resolution Times:
	Ref
	Security Incident Phase
	Service Level Target
	Service Credits Applicable
	Service Credit Points per service measure increment 

	SI05
	Response
	≤ 4 Hour
	Service Credits Points shall apply as set out in Table 12 for Priority 3 Security Incidents.
	100

	SI06
	Security Incident Resolution Plan
	≤ 5 Working Day
	Service Credits Points shall apply as set out in Table 12 for Priority 3 Security Incidents.
	100


Priority 4 Security Incident Resolution Times:
	Ref
	Security Incident Phase
	Service Level Target
	Service Credits Applicable
	Service Credit Points per service measure increment 

	SI07
	Response
	≤ 8 Hour
	Service Credits Points shall apply as set out in Table 13 for Priority 4 Security Incidents.
	100

	SI08
	Security Incident Resolution Plan
	NA
	Service Credits Points shall apply as set out in Table 13 for Priority 4 Security Incidents.
	NA


Other Security Service Level Targets:
	Ref
	Service Description
	Service Level
	Target
	Associated Service Credits

	
	
	
	
	Service Credits Applicable
	Service Credit Points per service measure increment 

	SI09
	Security Incident Resolution Plan
	Number of Security Incident Resolution Plans not Approved on first submission
	≤1 per Quarter
	Service Credit Points shall apply for every instance above the Target
	100

	SI10
	Security Incident Resolution Plan
	Number of instances where the Security Incident Resolution Plan is not implemented to the timeframe contained within the Approved Plan 
	≤1 per Quarter 
	Service Credit Points shall apply for every instance above the Target
	100


Service Request Fulfilment Service Level Targets:
	Ref
	Service Description
	Service Level
	Target
	Service Credits Applicable
	Service Credit Points per service measure increment

	RF01
	Request Fulfilment
	Percentage of Service Level Targets achieved for Service Requests from the Service Catalogue.
	≥98%
	Service Credit Points shall apply to the Suppliers who have caused the failure for every 1% or part thereof below the Target.
	100


8.3 Key Performance Indicators

8.3.1 The WAN and LAN Supplier shall work with the Other Suppliers to deliver the FITS Services and Business Applications to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.
	Ref
	Service Description
	Service Level
	Target
	Associated Service Credits

	
	
	
	
	Service Credits Applicable
	Service Credit Points per service measure increment 

	IR13a
	Priority 3 Incidents for Band 1, 2, 6 or 11 Services or Business Applications
	100% resolved within 24 Support Hours
	100%
	Notwithstanding that resolution of Priority 3 Incidents is within the target in IR13, Service Credit Points shall apply for each Severity 3 Incident not resolved within 24 hours. Where resolution performance is below the IR13 target, this IR13a shall not be applicable since Service Credit Points shall be applied in accordance with IR13.
	60

	IR14b
	Priority 3 Incidents for Band 3, 4, 5 or 10 Services or Business Applications
	100% resolved within 48 Support Hours
	
	Notwithstanding that resolution of Priority 3 Incidents is within the target in IR14, Service Credit Points shall apply for each Severity 3 Incident not resolved within 48 hours. Where resolution performance is below the IR14 target, this IR14a shall not be applicable since Service Credit Points shall be applied in accordance with IR13.
	60

	IR15
	Incident Management
	Percentage of all Incident records which were reopened, for an identical Incident, within 20 Working Days after being marked as closed.
	≤3%
	Service Credit Points shall apply for every 1% or part thereof above the Target
	60

	IR16
	Incident Management
	Percentage of all Incidents records where the time from assignment to a Resolver Group to response to the End User is within 12.5% of the total Incident Resolution Target.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	60

	IR17
	Incident Management
	Time to resolve an Incident for all Incident Severities. 50% of SLT achievement in Table 3.
	≥70%
	Not applicable for promotion to a Service Level Target
	N/A

	IR18
	Incident Management
	Priority 3 Incidents across all Service Level Framework Bands resolved in ≤4 Hours.
	≥90%
	Not applicable for promotion to a Service Level Target
	N/A

	IR19
	Incident Management
	Percentage of Priority 1 and Priority 2 Incident records in which the interval between each update to the Incident record is no greater than 25% of the Incident Resolution Target.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	60

	RF02
	Request Fulfilment 
	Requests for information, assistance or advice shall be responded to with the appropriate relevant information, assistance or advice in one (1) hour or less.
	≥95%
	Service Credit Points shall apply for every 0.1% or part thereof below the Target
	40

	PM01
	Problem Management
	Percentage of Problem Records resolved and closed within twenty (20) Working Days of identification.
	≥85%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	60

	PM02
	Problem Management
	Percentage of open Problem Records older than twenty (20) Working Days carried forward from previous Service Reporting Periods.
	≤5%
	Service Credit Points shall apply for every 1% or part thereof above the Target
	100

	CI01
	Service Asset and Configuration Management
	Accuracy of CMDB or other IT Service Management Toolset data.
	≥99.9%
	Service Credit Points shall apply for every 0.1% or part thereof below the Target
	100

	CI02
	Service Asset and Configuration Management 
	Percentage of operational updates applied to CMDB within 2 Working Days from resolution of the relevant Incident or completion of the relevant Service Request, Request for Service or Change.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	100

	CM01
	Change Management
	Percentage of Requests for Service from the Authority for which a Proposal Document is provided within the following timescales:

Small Change
15 Working Days

Medium Change
25 Working Days

Large Change
35 Working Days

	≥90%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	100

	CM02
	Change Management
	Percentage of Operational Changes scheduled in the Reporting Period where the Change causes an Incident.
	≤2%
	Service Credit Points shall apply for every 1% or part thereof above the Target
	100

	CM03
	Change Management
	Percentage of Operational Changes where the relevant Parties are notified of completion within 2 Working Days of successful implementation.
	≥98%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	40

	CM04
	Change Management
	Percentage of Operational Changes closed within 4 Working Days of successful implementation.
	≥98%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	40

	CP01
	Capacity Management
	Number of Incidents occurring because of insufficient service or component capacity.
	≤1%
	Service Credit Points shall apply for every 1% or part thereof above the Target
	100

	CP02
	Capacity Management
	Service Utilisation within +/- 5% of forecast within Capacity Plan.
	+/-5%
	Service Credit Points shall apply for every 1% or part thereof above or below the Target
	20

	SCM01
	Service Catalogue Management
	Number of errors identified in the Service Catalogue.
	≤3
	Service Credit Points shall apply for every instance above the Target
	100

	SCM02
	Service Catalogue Management
	Percentage of Service Catalogue updates applied within ten (10) Working Days from agreement to Service Catalogue item.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	40


9. Annex B– SIAM Supplier Unique Service Levels

9.1 Introduction

9.1.1 This Annex sets out the unique Service Levels for FITS Services and Business Applications that shall be delivered by the SIAM Supplier.

9.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the SIAM Supplier.

9.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period.
9.2 Service Level Targets

9.2.1 The SIAM Supplier shall deliver the SIAM Services to the Service Level Targets as set out below.
	Ref
	Service Level Framework Band – Availability
	Service Level Target
	Service Level Threshold
	Service Credit Point increment (rounded up to)
	Service Credit Points per service measure increment

	AV07
	Band 7 
	≥99.9%
	98%
	0.1%
	100


	Ref
	Service Description
	Service Level
	Target
	Service Credits Increments Applicable
	Service Credit Points per service measure increment

	SD01
	Service Desk 
	Percentage of incoming calls responded to within 30 seconds (measured from the point where the call enters the queue – not at point of IVR announcements).
	≥96%
	Service Credit Points shall apply for every 0.1% or part thereof below the Target.
	50

	SD02
	Service Desk 
	Percentage of incoming calls abandoned before being answered (calls abandoned within 5 seconds of entering queue after completion of IVR announcements are excluded from the calculation).
	≤4%
	Service Credit Points shall apply for every 0.1% or part thereof above the Target.
	100

	SD03
	Service Desk
	Percentage of Incidents and Service Requests raised to the Service Desk via electronic communications that are logged and acknowledged within 30 minutes.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target.
	100

	SD04
	Service Desk
	Percentage of Severity 3 Incidents to the Service Desk that are resolved on first point of contact.
	≥65%
	Service Credit Points shall apply for every 1% or part thereof below the Target.
	50

	IR20
	Incident Management
	Percentage of Severity 3 Incidents re-opened or re-logged by End Users within twenty (20) Working Days.
	≤5%
	Service Credit Points shall apply for every 1% or part thereof above the Target
	100

	CS01
	Customer satisfaction
	Average Score (expressed as a percentage) of End User surveys responded to following the completion of Incidents or Service Requests.
	≥75%
	Service Credit Points shall apply for every 1% or part thereof below the Target.
	300


9.3 Key Performance Indicators

9.3.1 The SIAM Supplier shall deliver the SIAM Services to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.
	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	IR21
	Incident Management
	Percentage of Priority 1 and 2 Incidents where the time to inform the Authority is within 5 minutes of the Incident being identified as a Priority 1 or Priority 2 Incident.
	100%
	Service Credit Points shall apply for every 0.1% or part thereof below the Target
	40

	IR22
	Incident Management
	Percentage of Incidents assigned to the correct Resolver Group first time.
	≥90%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	60

	IR23
	Incident Management
	Percentage of all Incidents where the time to assign to the correct Resolver Group is within 12.5% of the total Incident Resolution Target.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	40

	IR24
	Incident Management
	Percentage of Incidents records incorrectly assigned to three (3) or more Resolver Groups.
	≤5%
	Service Credit Points shall apply for every 1% or part thereof above the Target
	100

	IA01
	Security Management
	Percentage of Security Incidents where the time to inform the Authority is within 5 minutes of the Incident being identified as a Security Incident.
	100%
	Service Credit Points shall apply for every 0.1% or part thereof below the Target
	40

	SD05
	Service Desk
	Number of complaints responded to and actions agreed in more than one (1) Working Day.
	≤1
	Service Credit Points shall apply for every instance above the Target
	100

	SD06
	Service Desk
	Percentage of ‘chat’ contacts responded to within three (3) minutes.
	≥95%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	20

	SR01
	Service Reporting
	Percentage of Reports and Management Information provided on time.
	100%
	Service Credit Points shall apply for every 1% or part thereof below the Target
	100


10. Annex C – End User Computing SERVICES Supplier unique Service Levels

10.1 Introduction

10.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by the EUCS Supplier.

10.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the EUCS Supplier to the SIAM Supplier.

10.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
10.2 Service Level Targets

10.2.1 The EUCS Supplier shall deliver the EUCS Services to the Service Level Targets as set out below.

	Ref
	Service Description
	Service Level Description
	Service Level Target 
	Service Credits Increments Applicable
	Service Credit Points per service measure increment


	
	
	
	
	
	

	
	
	
	
	
	


10.3 Key Performance Indicators

10.3.1 The EUCS Supplier shall deliver the EUCS Services to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.
	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	
	
	
	
	
	

	
	
	
	
	
	


11. Annex D – Networks Supplier unique Service Levels

11.1 Introduction

11.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by the Networks Supplier.

11.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Networks Supplier to the SIAM Supplier.

11.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
11.2 Service Level Targets

11.2.1 The Networks Supplier shall deliver the Networks Services to the Service Level Targets as set out below.
	Ref
	Service Description
	Service Level Description
	Service Level Target 
	Service Credits Increments Applicable
	Service Credit Points per service measure increment


	NET 1
	Device log on
	Percentage of IP Telephony Device logons the End User makes to access and use the Telephony Device within five (5) seconds of user authentication.
	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	40

	NET 2
	Assistive Technology Demonstrations
	Assistive Technology demonstrations, including scripting and mentoring delivered beyond five (5) Working Days of the request being made.

	0
	Service Credit Points shall apply for every instance above the Target.
	40

	NET 3
	Network Device failures
	Number of core Network Devices (such as routers or switches) that three (3) failures within a rolling period of twenty (20) Working Days. 
	0
	Service Credit Points shall apply for every instance above the Target.
	100

	NET 4
	Telephony Device and Video Services Terminal failures
	Number of Telephony Devices or Video Services Terminals, having three (3) failures within a rolling period of twenty (20) Working Days, not replaced with a Fully Functional device within one (1) Working Day of the third failure.


	0
	Service Credit Points shall apply for every instance above the Target.
	50

	NET 5
	REMOVED
	
	
	
	

	NET 6
	REMOVED
	
	
	
	

	NET 7
	WAN Site Provisioning
	Number of Working Days from receipt of Request for Service for a Site connection at or below ten (10) Mbps, (subject to the availability of existing fibre). 


	30
	Service Credit Points shall apply for each Working Day or part thereof above the target.
	100

	NET 8
	WAN Site Provisioning
	Number of Working Days from receipt of Request for Service for Site connection greater than ten  (10)Mbps, (subject to the availability of existing fibre).


	45
	Service Credit Points shall apply for each Working Day or part thereof above the target.
	100

	NET 9
	End User telephony accounts
	Number of unused End User telephony accounts, including but not limited to their associated voicemail boxes, not deleted within twenty (20) Working Days.
	<3
	Service Credit points shall apply for every 3 occurrences above the Target.
	20

	NET 10
	WAN IP Packet Loss Ratio
	Percentage of packet loss measured over a five (5) minute period.  Measurement to be performed each Working Day during service hours.  The measurements shall be averaged over a Service Measurement Period. Sites for measurement must not be the same within a 12 month rolling period.  The Authority retains the right to specify Sites for measurement.
	<0.05%
	Service Credit Points shall apply for every 0.05% or part thereof above the Target.
	100

	NET 11
	WAN Round Trip Delay
	Round trip delay for a 60 Byte packet measured across the network between  the LAN port of the Network Supplier’s customer equipment at one Site to the LAN port of the Network Supplier’s customer equipment at another Site.  Measurement shall be performed each Working Day during service hours. The measurements shall be averaged over a Service Measurement Period. Sites for measurement must not be the same within a 12 month rolling period.  The Authority retains the right to specify Sites for measurement.
	<50 milliseconds
	Service Credit Points shall apply for every 5 milliseconds or part thereof above the Target.
	100


11.3 Key Performance Indicators

11.3.1 The Networks Supplier shall deliver the Networks Services to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.

	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	NET 12
	Device log on
	The percentage of Client Devices allowing the End User to access and use the Authority’s intranet site within one (1) minute of user authentication.


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	20

	NET 13
	File opening
	The percentage of End Users able to open and use a specimen 300KB office automation file from shared storage within five (5) seconds from selecting the file for opening, from within the office automation Software product.


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	20

	NET 14
	Software user actions
	The time taken for each character to appear on the End User’s monitor following key depression within the office automation Software shall be less than one (1) second.


	≥99.9%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	40

	NET 15
	Client Device power on
	Client Devices prompting the End User for authentication within one (1) minute of power on being initiated, or in the case of Mobile Client Devices within one (1) minute of authenticating against data encryption at rest.


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	40

	NET 16
	Client Device log off
	Client Devices, prompting the End User for authentication within one (1) minute of the previous User session being terminated (i.e. logged off).


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	20


12. Annex D1 – WAN and lan Supplier unique Service Levels

12.1 Introduction
12.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by the WAN and LAN Supplier.

12.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the WAN and LAN Supplier to the SIAM Supplier.

12.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 

12.2 Service Level Targets

12.2.1 The WAN and LAN Supplier shall deliver the WAN and LAN Services to the Service Level Targets as set out below.

	Ref
	Service Description
	Service Level Description
	Service Level Target 
	Service Credits Increments Applicable
	Service Credit Points per service measure increment



	WAN 1
	WAN Site Provisioning
	Number of Working Days from receipt of Request for Service for a Site connection at or below ten (10) Mbps, (subject to the availability of existing fibre). 


	30
	Service Credit Points shall apply for each Working Day or part thereof above the target.
	100

	WAN 2
	WAN Site Provisioning
	Number of Working Days from receipt of Request for Service for Site connection greater than ten  (10)Mbps, (subject to the availability of existing fibre).


	45
	Service Credit Points shall apply for each Working Day or part thereof above the target.
	100

	WAN 3
	WAN IP Packet Loss Ratio
	Percentage of packet loss measured over a five (5) minute period.  Measurement to be performed each Working Day during service hours.  The measurements shall be averaged over a Service Measurement Period. Sites for measurement must not be the same within a 12 month rolling period.  The Authority retains the right to specify Sites for measurement.
	<0.05%
	Service Credit Points shall apply for every 0.05% or part thereof above the Target.
	100

	WAN 4
	WAN Round Trip Delay
	Round trip delay for a 60 Byte packet measured across the network between the LAN port of the Network Supplier’s customer equipment at one Site to the LAN port of the Network Supplier’s customer equipment at another Site.  Measurement shall be performed each Working Day during service hours. The measurements shall be averaged over a Service Measurement Period. Sites for measurement must not be the same within a 12 month rolling period.  The Authority retains the right to specify Sites for measurement.
	<25 milliseconds
	Service Credit Points shall apply for every 5 milliseconds or part thereof above the Target.
	100


12.3 Key Performance Indicators
12.3.1 The WAN and LAN Supplier shall deliver the WAN and LAN Services to the KPIs as set out below.

The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.

	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	WAN 5
	Device log on
	The percentage of Client Devices allowing the End User to access and use the Authority’s intranet site within one (1) minute of user authentication.


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	20

	WAN 6
	File opening
	The percentage of End Users able to open and use a specimen 300KB office automation file from shared storage within five (5) seconds from selecting the file for opening, from within the office automation Software product.


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	20

	WAN 7
	Software user actions
	The time taken for each character to appear on the End User’s monitor following key depression within the office automation Software shall be less than one (1) second.


	≥99.9%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	40

	WAN 8
	Client Device power on
	Client Devices prompting the End User for authentication within one (1) minute of power on being initiated, or in the case of Mobile Client Devices within one (1) minute of authenticating against data encryption at rest.


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	40

	WAN 9
	Client Device log off
	Client Devices, prompting the End User for authentication within one (1) minute of the previous User session being terminated (i.e. logged off).


	≥98%
	Service Credit Points shall apply for every 0.1%, or part thereof, below the Target.
	20


13. Annex E – Hosting unique Service Levels

13.1 Introduction

13.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by the Hosting Supplier.

13.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Hosting Supplier to the SIAM Supplier.

13.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
13.2 Service Level Targets

13.2.1 The Hosting Supplier shall deliver the Hosting Services to the Service Level Targets as set out below.
	Ref
	Service Description
	Service Level Description
	Service Level Target 
	Service Credits Increments Applicable
	Service Credit Points per service measure increment


	
	
	
	
	
	

	
	
	
	
	
	


13.3 Key Performance Indicators

13.3.1 The Hosting Supplier shall deliver the Hosting Services to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.

	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	
	
	
	
	
	

	
	
	
	
	
	


14. Annex F – Application MAINTENANCE SUPPORT unique Service Levels

14.1 Introduction
14.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by the Application Maintenance Support Supplier.

14.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Application Maintenance Support Supplier to the SIAM Supplier.

14.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period.

14.2 Service Level Targets

14.2.1 The AMS Supplier shall deliver the AMS Services to the Service Level Targets as set out below.

	Ref
	Service Description
	Service Level Description
	Service Level Target 
	Service Credits Increments Applicable
	Service Credit Points per service measure increment


	
	
	
	
	
	

	
	
	
	
	
	


14.3 Key Performance Indicators

14.3.1 The AMS Supplier shall deliver the AMS Services to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.

	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	
	
	
	
	
	

	
	
	
	
	
	


15. Annex G – Application MAINTENANCE SUPPORT unique Service Levels

15.1 Introduction
15.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by the Application Maintenance Support Supplier.

15.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Application Maintenance Support Supplier to the SIAM Supplier.

15.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
15.2 Service Level Targets

15.2.1 The AMS Supplier shall deliver the AMS Services to the Service Level Targets as set out below.

	Ref
	Service Description
	Service Level Description
	Service Level Target 
	Service Credits Increments Applicable
	Service Credit Points per service measure increment


	
	
	
	
	
	

	
	
	
	
	
	


15.3 Key Performance Indicators

15.3.1 The AMS Supplier shall deliver the AMS Services to the KPIs as set out below.
The Service Credit Points set out below apply when the KPI has been promoted to a Service Level Target.

	Ref
	Service Description
	Service Level Description
	Service Level Target
	Associated Service Credits

	
	
	
	
	Service Credits Increment
	Service Credit Points per service measure increment

	
	
	
	
	
	

	
	
	
	
	
	


16. Annex H – Protective Monitoring Supplier unique Service Levels

16.1 Introduction

16.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by Protective Monitoring Supplier.

16.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Protective Monitoring Supplier to the SIAM Supplier.

16.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
17. Annex I – Data Centre Supplier unique Service Levels

17.1 Introduction

17.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by Data Centre Supplier.

17.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Data Centre  Supplier to the SIAM Supplier.

17.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
18. Annex J – Print Supplier unique Service Levels

18.1 Introduction
18.1.1 This Annex sets out the unique Service Levels for FITS Services that shall be delivered by Print Supplier.

18.1.2 The unique Service Levels set out in this Annex shall be measured and reported on by the Print Supplier to the SIAM Supplier.

18.1.3 Unless otherwise specified, all Service Levels shall be applied to activities completed during the previous Service Reporting Period. 
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