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Definitions
	Account
	An instance of a Customer record placed with the Supplier for collection of a single or multiple debt associated with that account.


	Active Account
	An account where the Supplier is in contact with the Customer.


	Active Payment Arrangement
	A payment arrangement where the Customer has made one or more payments as per the agreement and the Customer continues to pay the agreed instalments - (see Payment Arrangement definition below).


	Agreed Payment Arrangement
	A payment arrangement that has been agreed with the Customer, but no payments have been received yet.


	Activity File
	A file used to inform HMRC of actions undertaken by Debt Collection Agencies (DCA’s) in the previous week. These actions can include notification of payment arrangements, letters issued, SMS sent, contact made, etc.


	Adhoc/Manual Exchange of Data 
	Where neither the sending or receiving systems are the primary IT systems and the data is unlikely to conform to the file format document.


	Automatic Exchange of Data
	When data is provided to an agreed file format by the Suppliers primary IT system to HMRCs primary IT system without manual intervention and vice versa.


	Bureau (audit) Footprint
	A footprint which is left on the Credit Reference Agency (CRA) database and/or the Customer's CRA Record which is only visible to the CRA and which is used for audit and access record purposes.


	Call Off Effective Date 
	the date on which the final Party has signed the Contract


	Call Off Service Go Live Date
	The date when the Call Off Contract passes Its implementation stage and starts providing a live service 


	Call Off Start Date 
	The date of start of a Call-Off Contract as stated in the Order Form.  When the Supplier starts providing the service at implementation stage


	Closure Code
	A notification from the Supplier via the Update File that a debt has been returned to HMRC for a specific reason either due to a Recall request from HMRC or through contact or no established contact with the Customer.


	Commissioners
	Commissioners for HM Revenue and Customs.

	CRA
	Credit Reference Agency used by the Supplier to obtain information pertaining to a Customer as part of the Services.

	CRCA
	Commissioners for Revenue and Customs Act 2005

	Customer CRA Data
	The required Buyer Data Sets supplied by a CRA in relation to a Customer as requested by the Buyer as part of the Services.

	Customer CRA Record
	A record held by a CRA in relation to a Customer which details information about the Customer including contact details and financial information.

	Customer Footprint
	A footprint which is left on the CRA database and/or the Customer's CRA Record which is visible to the Customer.   

	DCA
	Debt Collection Agency

	Delegate
	The person, firm or company granted a delegation in accordance with the Delegation Process;


	Delegated Authority
	A right granted pursuant to the Delegation Process.


	Delegated Function
	A Specified Function which has been authorised to be conducted by the Supplier and/ or Subcontractor.

	Delegation
	A right granted pursuant to the Delegation Process.

	Delegation Document
	A document issued (and as updated) from time to time by the HMRC in accordance with the Delegation Process.

	Delegation Process
	The process for the granting and variation or revocation of a Delegation

	Effective Date of Payment
	The date given to the payment on receipt of it by the DCA Subcontractor as per the rules specified by HMRC. 

	Enrichment
	Improving or enhancing the Buyers data by the Supplier.

	Financial Accreditation
	The HMRC standard that ensures the flow of Financial Data between systems is accurate and adheres to HMRCs Finance Systems Strategy Principles

	Financial Data
	Payment data and any data used to create and maintain accurate Customer accounts.  

	Framework Specification
	Means Framework Schedule 1 Part A and Framework Schedule 1 Part B Managed Collection Service

	Inactive Account
	An account where the Supplier has been unable to contact the Customer and/or there is no current paying payment arrangement in place.


	Live List 
	List of all active debts held by the DCAs together with the status of the debt and the name of the DCA the debt is with. Customer address details, Suppliers unique ID and a HMRC Customer reference.


	Milestone Certificates
	Certificates issued largely in the form of a Satisfaction Certificate as set out in Call Off Schedule 13 issued by HMRC when a Milestone has satisfied its relevant success criteria 


	Not Paid Over’
	Payment collected that are within the 5-day hold period 


	Payment Arrangement
	An agreement between the Supplier and the Customer for payment of a debt in instalments.


	Payment File	
	A file provided by the Supplier informing HMRC of payments that have been received by the DCAs accounting for the 5-day hold period 


	Placement File
	A file used to provide the Supplier with details of the debts which HMRC wishes DCA’s to pursue. The data included will be Customer contact information such as name, addresses, telephones number(s) and details of the debt such as number of Work Items for each Customer and tax years.


	HMRC Payment Reference Number
	The unique Customer reference number provided for each debt to the Supplier in the Placement File and against which each Customer payment must be allocated in the Payment File returned to HMRC  


	Recall Code
	A request from HMRC to the Supplier via the Update File to close and return back to HMRC a debt using a corresponding Closure Code. A Recall request can only be issued by HMRC.


	Rejections
	Debts returned to HMRC that have failed the Suppliers validation at point of receipt of the file and prior to enrichment.


	Request for Operational Change
	A change to an operational process performed by the Supplier or the Subcontractor.

	Required Data Set
	Customer CRA data supplied by a CRA in relation to a Customer as requested by HMRC as part of the Service


	Service Set Up
	First implementation period during which HMRC will onboard the Supplier and the Supplier onboards HMRC ready to commence the Managed Collection Service


	Specified Function
	The provision of any services in connection with the collection and management of revenue for which the Commissioners of HMRC are responsible, requiring the exercise of Commissioners Powers under CRCA section 5, 12 and 14 in connection with the pursuit of debt or implementation of a Payment Arrangement plan and specifically shall include sending SMS messages, making telephone calls, writing letters and negotiating Payment Arrangements and such other actions or types of actions as the Customer notifies to the Supplier from time to time.


	Supply Chain
	 
Any person or party other than the Supplier, who is a party to a Sub-Contract and the servants or agents of that party in the provision of this Service

	Suppressions
	Debts returned to HMRC following enrichment of HMRCs data by the Supplier.

	Third Party Footprint
	A footprint which is left on the CRA database and/or the Customer's CRA Record which is visible to third parties, other than the CRA or the Customer.

	Work Item
	A single customer debt

	Update File
	A file provided by both the Supplier and HMRC informing each other of updated Customer contact information, recalls, closures and direct payments. Not all will be applicable.
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1 [bookmark: _Toc76038257]Background 

1.1 [bookmark: _Toc76038258][bookmark: _Toc296415791]Purpose: 
1.1.1 Where the term ‘Buyer is used in the Framework this means HM Revenue & Customs (HMRC) and where HMRC is used in this Call Off Schedule it means the ‘Buyer’.

1.1.2 [bookmark: _Toc64481880]The Debt Management (‘’DM’’) Directorate in the HMRC Customer Service Group (CSG) are seeking support from a managed collection service provider with proven expertise in managing a ‘desktop’ collection service (see para 6.1.1) at scale via a panel of Debt Collection Agencies.  

1.1.3 HMRC anticipates that a period of implementation prior to the live operational Service will be required with a Service Go Live commencing from September 2022 to replace the current service provision. 

1.1.4 Where the Term DCA is used in this Schedule this means Supplier or DCA where the Supplier is also providing any of the Services directly.  


1.2 [bookmark: _Toc76038259]Background to HMRC

HMRC is the UK’s tax and customs authority. We have a vital purpose: we collect the money that pays for the UK’s public services and help families and individuals with targeted financial support. 
DM is the part of HMRC that manages debt.  The majority of debt management and collection is done by HMRC using a campaign approach, but we send approximately 5% of our debts to the Private Sector to support our activity, to provide added capacity and flexibility.  We have been working in partnership with the Private Sector for over 10 years and this model is funded by HM Treasury. 
HMRC must use an authority which is delegated by HMRC Commissioners to allow private sector entities to collect debt on behalf of HMRC.  Only the Commissioners can delegate their collection powers and therefore all processes and actions must fulfil specific requirements before a delegation is given. 
2 [bookmark: _Toc76038260]Delegations
2.1 [bookmark: _Toc76038261]HMRC Delegations - General:
2.1.1 The Supplier and the Supply Chain must understand the principles of HMRCs Delegated Authority and how to work with HMRCs Delegated Authority.

2.1.2 The Supplier acknowledges that for all private contractors to deliver Specified Functions on behalf of HMRC they need to have HMRC Commissioners’ formal delegated authority. These are referred to in general terms as ‘Delegations’. 

2.1.3 The Specified Functions of the Commissioners of HM Revenue and Customs are set out in the Commissioners for Revenue Act 2005. (CRCA 2005.)  https://www.legislation.gov.uk/ukpga/2005/11/contents (“Specified Functions”). The Specified Functions that the Commissioners must delegate include activities to collect debt owed to HMRC including handling data associated with these activities.

2.1.4 Without the specific and express Delegated Authority of at least 3 Commissioners a private contractor is unable to act on behalf of HMRC.  Delegated Authority will be in the form of a Delegation Document detailing the Specified Functions.

2.1.5 The Supplier acknowledges that only the Commissioners have the power to delegate Specified Functions. These cannot be sub delegated for example from a Supplier to a Subcontractor see para 2.5.2 below.

2.1.6 The Supplier acknowledges that HMRC reserves the right to revoke a Delegation at any point see also para’s 2.4,2.5 and 10.8.  And in any event where the Supplier or Subcontractor has not used a specifically delegated Function for a prolonged period, as defined by HMRC, HMRC has the discretion to formally revoke the Delegation on behalf of the Commissioners. 

2.1.7 The Parties acknowledge that the Commissioners remain accountable for the exercise of certain Specified Functions under the CRCA, the delegation of which to the Supplier may be necessary for the Supplier to comply with the provisions of this Contract. 


2.2 [bookmark: _Toc76038262]Supplier and Supply Chain Delegations Background
2.2.1 Where any Subcontractor in the Supplier’s Supply Chain are to perform any Specified Functions, or the Supplier is to carry out such Specified Functions itself on behalf of HMRC they must have a Delegation.

2.2.2 The Supplier is required to identify the full range of Specified Functions that the Supplier and Subcontractors require to service the Contract, as Delegations are required for all Specified Functions flowing throughout the Supply Chain.

2.2.3 The Supplier is responsible for applying for their own Delegation and those of the entire Supply Chain i.e. their Subcontractors and the Subcontractors of their Subcontractors.

2.2.4 The Supplier is responsible for ensuring everyone in the Supply Chain involved in delivering a Specified Function on behalf of HMRC has the authority to do so at all times and complies with the Delegated Authority without exception.

2.2.5 At any point where any Specified Functions are subsequently added or removed, an amendment to any existing Delegation will be required and the Supplier must promptly request this via HMRC.

2.2.6 HMRC reserves the right, as necessary in accordance with CRCA 2005, to conduct any additional monitoring necessary of the Supplier and its Delegate Subcontractors to ensure that their delivery of the Specified Functions is within the conditions of the Delegation as per para 10.7 and 10.8

2.2.7 Neither the Supplier nor any part of the Supply Chain is permitted to carry out Delegated Functions whilst an application is being considered.   


2.3 [bookmark: _Toc76038263]Application for a Delegation

2.3.1 The Supplier is to seek permission from HMRC to add Subcontractors to the panel both at Service Set Up and during the Services lifetime. 

2.3.2 HMRC requires the Supplier to formally apply for a Delegation for themselves and/or Supply Chain at least 3 months prior to starting the relevant Specified Functions.  This also applies to any amendment required to an existing Delegation. HMRC will use reasonable endeavours to request such Delegations from the Commissioners within 3 months of the Suppliers request provided that such Subcontractor meets the associated requirements for Delegations and the Supplier acknowledges and agrees that such request will only be made where the Supplier has provided reasonable evidence that the appropriate provisions as are requested to be included in any such Sub-Contract have been included.  

2.3.3 Applications must be made in writing on HMRC’s Delegation Request template that will be provided for this purpose. 

2.3.4 The level of detail that will be required from the Supplier applying for a Delegation for itself or on behalf of any entity in the Supply Chain on the Delegation Request template includes:
a) Company/entity name.
b) Registered office address.
c) Name and contact details of the nominated representative.
d) Company Registration Number (CRN).
e) VAT Registration Number.
f) Description of the activities they will undertake including the Specified Function.
g) Description of what data they will process, transmit or store.
h) Confirmation that all required certification is held and valid
i) Confirmation that all data transmitted, processed or stored will remain inside the UK.
j) Confirmation that anyone in the Supply Chain is being provided with the Limited Data Set consisting only of the name of the Customer, telephone number and unique reference number of the Supplier for use in processing, transmitting or storing HMRC data.  
k) The anticipated start date and duration of the Delegated Function (if reasonable to do so this could be the expected contractual End Date).
l) Whatever supplementary information HMRC reasonably requests in connection with the application or the delegated Function.

2.3.5 The Supplier is responsible for ensuring their Subcontractors and Supply Chain are aware of the requirement, application process and timelines in order to secure a Delegation

2.3.6 The Supplier can only apply for a Delegated Function that has a reasonable expectation to be enacted. The Supplier is not permitted to apply for a delegation for any party on a ‘just in case’ basis. 

2.3.7 The Supplier acknowledges and agrees that the issue and content of a Delegation shall be determined by HMRC at its sole discretion.

2.3.8 The Supplier and Subcontractors will be given Delegated Authority in the form of a Delegation Document detailing the Specified Functions. Until this Delegation Document is received and acknowledged by the Delegate the Specified Functions cannot be performed by the Supplier, Subcontractor or Supply Chain.

2.3.9 Following issue of a Delegation the Supplier (or the Delegate Subcontractor if applicable) shall be entitled to carry out the Delegated Functions as set out in any associated Delegation Document provided that the Supplier and the Delegate Subcontractor strictly complies with all requirements as set out in or referred to in any such Delegation Document.  The Supplier and the Delegate Subcontractor shall only exercise any discretion to the limited extent that it is provided for in a Delegation Document, in accordance with the provisions of such Delegation Document and all guidance as issued by HMRC from time to time

2.3.10 If a Subcontractor proposes to perform or is likely to perform any Specified Function, the Supplier shall procure that such Subcontractors comply with the Delegation Process.

2.3.11 HMRC will consider any changes to the Delegation throughout the Contract Period as and when the need arises. The Supplier acknowledges:
a)	 any replacement Subcontractor shall not be permitted to carry out a Specified Function until a Delegation has been granted to it in respect of such Specified Function; and 
b)	that HMRC will require the information set out at para 2.3.4 above in order to comply with the obligations set out in para 2.3.2 above.
2.3.12 The Supplier shall ensure that all subcontractors in the Supply Chain have in place appropriate and proportionate anti-bribery policies and procedures to the same extent as required of the Supplier as stated in Core Terms 27.2.  

2.4 [bookmark: _Toc76038264]Working with a Delegated Authority
2.4.1 The Supplier is required to identify, document, manage and monitor the Specified Functions allocated via the Delegations to itself and its Supply Chain and ensure the Services are operated within the scope of each Delegation.

2.4.2 The Supplier shall ensure that no Delegation is sub delegated, all Delegations are directly given by HMRC.

2.4.3 Only following the issue of a Delegation will the Supplier (or the Delegate Subcontractor or other entity in the Supply Chain if applicable) be entitled to carry out the Delegated Functions as set out in any associated Delegation Document.

2.4.4 The Supplier shall procure that all Delegate Subcontractors comply with any Delegation Documents that have been issued to them. The Supplier will not permit any Subcontractor to perform a Specified Function unless the Sub-contract with such Delegate Subcontractor includes appropriate provisions which require compliance with any applicable Delegation Documents and such provisions shall be stated to confer a benefit upon HMRC such that HMRC will have a right under CRTPA to enforce such provisions under such Sub-contracts with a Delegate Subcontractor

2.4.5 The Supplier and the Delegate Subcontractor must strictly comply with all requirements as set out in or referred to in the Delegation Document. The Supplier shall monitor its own activity and the activities of its Subcontractors to ensure compliance with the Delegation Process and each Delegation. The Supplier shall make available to HMRC such reasonable and proportionate management information which is agreed from time to time including details of any remedial action taken to ensure ongoing compliance with the Delegation Process and each Delegation.

2.4.6 The Supplier shall and shall procure that its Sub-contractors shall, in the exercise of any Delegated Functions, comply with any directions issued by the Commissioners from time to time.  

2.4.7 The Supplier agrees that HMRC can revoke all or any Delegations (or any part of them) with immediate effect at any time where the Commissions consider it reasonable and proportionate to do so.  This will be done formally in writing following which all Delegated Functions specified must cease immediately or from the date provided by HMRC. 

2.4.8 Following revocation of a delegation HMRC shall liaise with the Supplier in relation to any delegations which are required in order to enable the Supplier to provide any Services which are agreed to be provided following termination or expiry.

2.4.9 The Supplier must notify HMRC in writing if a Delegate Subcontractor ceases to be a Subcontractor or if an entitlement to terminate the Sub-contract of any Delegate Subcontractor has arisen.  

2.4.10 The Supplier must notify HMRC when there has been a change in control of the Supplier or any actions/suits or proceedings etc that might impact on the Supplier’s ability to provide the services.

2.5 [bookmark: _Toc76038265]Delegation Termination Events
2.5.1 Any carrying out of a Specified Function by the Supplier without a corresponding Delegation covering all of that Specified Function; or failure (other than where HMRC considers it to be an immaterial or insubstantial failure) by the Supplier to comply with a Delegation, shall constitute a material Default and HMRC shall be entitled to terminate this Contract pursuant to Core Terms Clause 10.4(d), and any such corresponding act or omission by a Subcontractor shall entitle HMRC to require the Supplier to terminate that Sub-contract for default (and the Supplier shall ensure that its Sub-contract with the Subcontractor entitles it to do this) and if the Supplier fails to terminate that Sub-contract when required to do so such failure shall constitute a material Default in respect of which HMRC shall be entitled to terminate this Call-Off Contract pursuant Core Terms Clause 10.4(d).

2.5.2 Only HMRC will be entitled to issue a Delegation and the Supplier and its Subcontractors shall not be entitled to sub delegate any Specified Functions, and (i) any such sub-delegation or attempt to do so by the Supplier shall constitute a material Default in respect of which HMRC shall be entitled to terminate this Call-Off Contract pursuant to Core Terms para 10.4(d) , or (ii) any such sub-delegation or attempt to do so by a Subcontractor shall entitle HMRC to require the Supplier to terminate that Sub-contract for default (and the Supplier shall ensure that its Sub-contract with the Subcontractor entitles it to do this) and if the Supplier fails to terminate that Sub-contract when required to do so such failure shall constitute a material Default in respect of which HMRC shall be entitled to terminate this Call-Off Contract pursuant to Core Terms Clause 10.4(d) 

2.5.3 Where, under paragraph 2.4.7 above, HMRC revokes a delegation granted to the Supplier or its Supply Chain and the Supplier is unable (as a direct result of the revocation of such delegation) to provide the Services which are the subject of that delegation then it shall be deemed to be a termination by HMRC for convenience of those Services pursuant to clause 10.3.2 of the Core Terms. It shall not be deemed to be a termination for convenience where and to the extent that the delegation was revoked due to:
(a)	any event which would enable HMRC to terminate this Contract due to the occurrence of a Supplier material   Default ; or
(b)	the Supplier has breached any conditions which relate to the delegation; or
(c)	the Supplier has breached any directions issued by the Commissioners as referred to in paragraph 2.4.6 above; or
(d)	save as provided above in paragraph 2.4.8 above, expiry of this Call-Off Contract. 

3 [bookmark: _Toc76038266]Financial Accreditation
3.1 [bookmark: _Toc76038267]Operating with HMRCs Financial Accreditation
3.1.1 The Supplier and its Subcontractors that handle Financial Data, must achieve Financial Accreditation before they can start to process HMRCs data.  Financial Accreditation will test the flow and accuracy of financial information and any associated data from system to system. 

3.1.2 The Supplier is required to complete Financial Accreditation for itself and for its Subcontractors both during Implementation prior to the Call Off Service Go Live Date and as part of any future onboarding of DCAs or as a result of any changes impacting financial flows.

3.1.3 HMRC will provide a test plan which will outline how the Supplier and DCA IT systems will be tested in respect of financial data flows. The Supplier and Subcontractors must complete these tests in order to provide the necessary evidence to secure Financial Accreditation ahead of service delivery.

3.1.4 To achieve Financial Accreditation the Supplier and DCAs must be cable to demonstrate during testing that they are capable of the following: 
a) Accurately create a Customer account following receipt of placement data from HMRC.
b) Accurately record Customer data provided by HMRC.
c) Accurately record updated data such as name, address & telephone numbers and provide a history of those updates.
d) Record payments made by a Customer including amount, method of payment, date of payment and provide that data to HMRC.
e) Calculate correctly the Effective Date of Payment (EDP) from the date a payment is made and method of payment.
f) Calculate correctly a Customers outstanding balance.
g) Apply the correct DCA Commission Charge rate to any payment.
h) Apply the correct credit and debit card fees based on method of payment.
i) Provide customer journey data to show what action has been taken with a Customer.
j) Apply the correct Closure Code based on the customers circumstances or Recall Code provided by HMRC.

3.1.5 A key responsibility for the Supplier and DCAs is to fully understand HMRCs rules for calculating the Effective Date of Payment (EDP) for payments received from Customers. This is to ensure that Customers do not incur incorrect interest charges. 

3.1.6 The Supplier must ensure that the test scenarios as per para 3.1.4 above, that create successful results outside of the live environment are replicated within the live environment.  Emphasis to be given by the Supplier to ensure that the rules for calculating the Effective Date of Payment (EDP) are transferred correctly to the live system by the DCAs.  

3.1.7 The Supplier is required to notify HMRC of any changes in infrastructure, software, hardware or financial processing that may impact on the flow of financial data through its own or its Subcontractors systems.  HMRC will consider if any financial reaccreditation is required and if necessary what testing will be needed to re-accredit.  


3.2 [bookmark: _Toc76038268]Financial Accreditation Testing
3.2.1 For initial Service Set Up and onboarding and prior to the start of Financial Accreditation Testing the Suppliers and DCAs will be required to complete HMRCs IT questionnaire and be prepared to walk HMRC through their systems and processes to ensure full compliance with financial accreditation

3.2.2 For the initial Service Set Up and onboarding of the Supplier and their DCAs. HMRC will facilitate this and take the Supplier and the DCAs through the testing requirements, processes and timeline for initial delivery. For any subsequent DCA onboarding throughout the lifetime of the Contract Period, the Supplier will be expected to induct the DCA’s and guide them through the testing requirements, processes and timelines for delivery.  

3.2.3 Financial Accreditation testing is applicable to both the Supplier and all DCA Subcontractors.  For the initial Service Set Up of the Supplier for their Financial Accreditation, the Supplier will be required to test the financial flows with at least one DCA in the first instance to provide end to end flow.

3.2.4 HMRC will provide a test plan, scenarios and test data to the Supplier to use this in their own and DCA testing and provide the test evidence to HMRC as specified in the test plan. The Supplier will be required to provide the test evidence to HMRC, this will be used in HMRC’s submission for Financial Accreditation.

3.2.5 The Supplier must provide test support to the DCAs, ensuring that the test evidence provided meets the required standard and is produced in accordance with the agreed delivery timelines.  The supplier must complete assurance checks of the test evidence and ensure that any errors are corrected prior to submission to HMRC.

3.2.6 The Supplier and DCAs will be required to provide onsite and remote access to HMRC to review test evidence as per the test plan. 

3.3 [bookmark: _Toc76038269]Financial Accreditation Approvals
3.3.1 As per 3.1.1 above neither the Supplier nor any of its DCA Subcontractors can commence live service without Financial Accreditation. 

3.3.2 Notwithstanding para 3.1.4 it is expected that a limited number of  tests can only be completed in the live environment and HMRC will agree these with the Supplier. They will then become a caveat for the granting of the accreditation.
3.3.3 HMRC will confirm in writing when Financial Accreditation has been granted and any conditions to be achieved. 

3.3.4 Where tests have been carried over to the live environment, the Supplier must ensure these are completed as soon as the test scenarios present themselves and to HMRCs specification in the test plan.  Financial Accreditation can be withdrawn if the conditions of the approval are not met.


3.4 [bookmark: _Toc76038270]Controlled Go Live (CGL)- General
3.4.1 A Controlled Go Live event can happen in several scenarios, mainly at the point of initial Service Set Up (Implementation) and also where a new DCA is added to the panel during the Contract term.  The extent of testing will be dependent on the scenario at the time.  For the avoidance of doubt, CGL testing is in addition to any Financial Accreditation testing which is completed in a test environment.

3.4.2 At and during the initial Service Set Up HMRC requires the Supplier to work with HMRC to ensure that both the Supplier and the DCA’s can provide the required deliverables, successfully exchange data, the quality of the data being exchanged is acceptable and that all parties can successfully connect to the necessary systems and data exchange mechanisms – see para 5.1 Secure Data Exchange Service (SDES).  

3.4.3 CGL testing will take place prior to a full placement of debt. At successful completion of any CGL event HMRC will issue a Milestone Certificate denoting that all deliverables have passed testing and can be handed over to business as usual. From time to time the Milestone Certificate may be issued with caveats, usually where test scenarios can only be completed in the live system or where the scenario has not presented itself yet.

3.4.4 HMRC will provide test plans for both the Supplier and the DCAs.

3.5 [bookmark: _Toc76038271]Controlled Go Live Testing
3.5.1 As part of the initial Service Set Up HMRC and the Supplier will need to test connectivity and access to HMRC’s Secure Data Exchange System and HMRC to the Suppliers case management system.

3.5.2 Once Milestone Certificates that allow the service to move to business as usual have been issued, a full Placement File will follow.  

3.5.3 HMRC will provide a test plan specifically for the Supplier and one for the DCAs. Each party must successfully complete the testing to receive a business as usual flow of debt. The Supplier will ensure that both they and the DCAs successfully complete the testing to the timescales specified in the plan.

3.5.4 During any CGL event HMRC will require the Supplier and all applicable DCA Subcontractors to test the live flow of payment data, files and queries through the DCA Subcontractor live systems.   Testing is also to ensure that processes have moved from any test environment into the live environment correctly.  The testing will include as a minimum: 
a) Placement and Update File exchange.
b) Activity File flow of data.
c) Financial flows and reconciliation – including payment reversals.
d) CHAPS payment values match the associated payment file. 
e) Quality of Queries.
f) Effective Date of Payment – to ensure the correct EDP has been applied to each payment type.  
g) Supplier flow of reports.
h) Supplier invoicing.
i) Supplier and HMRC system connectivity.


3.5.5 HMRC accepts that there is the possibility that not all test criteria within the plan will present themselves within the test period and will confirm a minimum level of achievement necessary to issue a milestone certificate.  That milestone certificate will be issued subject to the caveat(s) that those test points are completed successfully.

3.5.6 The Supplier will be expected to ensure that any Subcontractor CGL defects are corrected to an agreed timeline and criticality and to keep a record of progress, identified risks and nature of all defects.

3.5.7 Where a new DCA joins the panel during the Call Off Contract Period, the Supplier must only provide an initial small flow of debts as agreed with HMRC to that DCA until CGL testing is complete and a Milestone Certificate has been issued. 

4 [bookmark: _Toc76038272]Data, IT Technical Standards & System Security
4.1 [bookmark: _Toc76038273]IT Technical Standards 
4.1.1 The Supplier must ensure that any Supplier system (s) accessed by HMRC users are compliant to current accessibility standards including WCAG2.1AA 

4.1.2 The Supplier system(s) must have user interfaces that are easy to use and are compliant with HTML 5 UI standards.

4.1.3 Not used 

4.1.4 The Supplier system (s) must provide device agnostic UI support (Desktop, tablet, Laptop, Notebook, Mobile).

4.1.5 The Supplier system(s) must be compatible with all standard HMRC browsers (Chrome / Edge / Mobile Safari) and should not require the install of plugins.

4.1.6 The Supplier must ensure that all certification required for the use of its systems by HMRC are always current and remain up to date at all times, so there is no loss of service for HMRC e.g. website security certificate (SSL).

4.1.7 The Supplier must ensure that any digital services/products delivered through a web browser or mobile application must be fully compliant with the accessibility requirements outlined under the Public Sector Bodies Accessibility Regulations 2018 and the Equality Act 2010 by the contract commencement date and remain so throughout the entire contract duration.

4.1.8 The Supplier must ensure that any digital services/products delivered through a desktop application must be fully compliant with the accessibility requirements outlined under EN301549 (European standard for digital accessibility) and the Equality Act 2010, by the contract commencement date, and remain so throughout the entire contract duration. 

4.2 [bookmark: _Toc76038274]Data Controller and Data Flow Diagrams
4.2.1 HMRC is the Data Controller for this Managed Collection Service and the Supplier, and its Supply Chain are data processors. In order for HMRC to comply with its GDPR obligations the Supplier and its Supply Chain must comply with our reasonable requests and provide responses within HMRCs set timeframes. See for example Complaints para 8.3 & 8.4, Data Erasure Request at para 8.5 and Subject Access Requests at para 8.7.

4.2.2 Data Flow Diagram  
The Supplier is required to produce for HMRC a completed and assured Data-Flow Diagram 30 days after the Call Off Start date.  The Data Flow Diagram must include a detailed end to end data flow, from the point of transfer from HMRC, into the full Supply Chain and back to HMRC. It must describe: 
a) what data is being sent; 
b) what data is appended; 
c) who will undertake data processing, the purpose of that processing; 
d) location of data processing; 
e) protections and controls in terms of transfer and operational processes.
4.2.3 For the avoidance of doubt, this document will form the Data Flow Diagram and changes to the data flows can only be made in agreement with the HMRC using the Variation and Change Control process.  

4.2.4 The Supplier must only process data in accordance with the agreed data flow diagram or as authorised by HMRC in writing to provide the collection services. 

4.2.5 The Supplier must ensure that HMRC data is encrypted at rest, ideally to AES256 standard or equivalent. 


4.3 [bookmark: _Toc76038275][bookmark: _Hlk64038780]HMRC Retention Periods
4.3.1 Both the Supplier and the DCAs must retain HMRC account level data for the period of the Contract.

4.3.2 Following the end of the Contract, the Supplier is required to retain all data including the data that was held by the DCA for a further 2 years. 

4.3.3 At the end of the post Contract 2-year retention period, the Supplier must either agree with HMRC that all details relating to complaint cases including associated data, that were closed within the last 6 years (4 years prior to contract end plus 2 years) can be destroyed including any backups or make the data available to HMRC as required.

4.3.4 In the event that a DCA exits the panel for any reason at any time during the Call Off Contract Period, the Supplier is required to retain the full DCA data set for a maximum 6-year period or up to the end of the post Contact retention period, whichever comes first. 

4.3.5 The data set to be retained is the customer journey information including letter issue, SMS issue and telephone contacts sufficient to enable response to any complaints or subject access requests.

4.3.6 At the end of the 2-year period following the DCA exit from the panel, the Supplier must either agree with HMRC that the DCA complaints details and associated data including any backups can be destroyed or make the data available to HMRC as required.

4.4 [bookmark: _Toc76038276]Customer CRA Database Footprints
4.4.1 In accordance with the Framework Specification, the Supplier will ensure that only a Bureau (audit) Footprint is left on a Customers CRA record.

4.4.2 In accordance with the Framework Specification, the Supplier will ensure that access to Customer CRA Data by the Supplier must not leave any Customer Footprint or Third-Party Footprint on the CRA database and/or the Customers CRA Record, except where otherwise agreed in writing and subject to the following: 
a) HMRC and the Supplier will agree during Implementation, and as may be applicable throughout the Term, the data sets required by HMRC (the "Required Buyer Data Set") and the Supplier will confirm the same promptly in writing to HMRC and the further information required by the Supplier to request access to such data sets from the CRAs.  Such further information shall include details of any Data Protection Legislation exemptions, other Data Protection rights of access, other statutory rights of access under, for example, the Social Security Fraud Act 2001 or such other legislation which may be applicable to a Customer and/or Service Recipient ("Access Information");
b) HMRC shall provide to the Supplier the Access Information as is reasonable to allow the Supplier to request access to the Required Buyer Data Set;
c) on receipt of the Access Information the Supplier shall confirm with the CRAs if: (i) such Access Information is acceptable; (ii) access to the Required Buyer Data Set will be provided; and (iii) the status of any footprint which such access would leave on the CRA database and/or the Customer CRA Record;
d) the Supplier shall confirm to HMRC where access is permitted and the CRA has confirmed that such access will not leave a Customer Footprint or a Third-Party Footprint; 
e) where the CRA has considered the Access Information in relation to the Required Buyer Data Sets and has confirmed that either (i) access is not permitted or (ii) such access would leave a Customer Footprint, the Supplier shall notify HMRC and HMRC shall, at its sole discretion, confirm to Supplier that either:
i. it wishes to proceed with access to such data set and accepts that a Customer Footprint will be left on the CRA database and/or the Customer CRA Record provided that such confirmation will only be valid if provided in writing by the HMRC Representative; or
ii. it does not wish to proceed with access to such data set;
f) The Supplier shall, where access is not permitted or would leave a Customer Footprint, advise HMRC of any other methods to collect all or part of the Required Buyer Data Sets from other sources, if available;
g) A Bureau Footprint will be left on the CRA database and/or the Customer's CRA Record for all searches.
h) No searches or access to any data set will leave a Third-Party Footprint, unless expressly approved by the Customer and/or a Service Recipient provided that such approval will only be valid if provided in writing by the Customer Representative. 
5 [bookmark: _Toc76038277]Placement of Debt

5.1 [bookmark: _Toc76038278]Secure Data Exchange Service (SDES)
5.1.1 The Supplier system will be required to integrate with HMRC Secure Data Exchange Service (SDES) to send and receive all automatic system generated files and manual ad-hoc files to HMRC.  

5.1.2 All external organisations must have a Government Gateway account to register and create an SDES Account. To create a government gateway account the Supplier should  go to  https://www.gov.uk/log-in-register-hmrc-online-services 

5.1.3 The Supplier must follow the gov.UK guidance to set up SDES; 
 https://www.gov.uk/guidance/set-up-the-secure-data-exchange-service-sdes-automated-transfer 

5.1.4 The Supplier must ensure that they fully meet the SDES current requirements for sending and receiving files via SDES.

5.1.5 All Automatic Exchange of data between HMRC and the Supplier must be as per the File Format Document. 

5.1.6 For manual ad-hoc Exchange of data, other file format types will be used as agreed between HMRC and the Supplier.

5.1.7 The Supplier must be capable of accommodating any future upgrades to HMRCs IT infrastructure or system changes. 

5.2 [bookmark: _Toc76038279]Files and File Formats
5.2.1 The Supplier will be required to produce a file format specification document based on HMRCs Extended Physical Interface Definition Document (EPIDD) for agreement with HMRC during implementation.  The Suppliers File Format document will be a Contract Controlled document.

5.2.2 The Supplier will be required to ensure that all automatic and ad-hoc/manual files are compatible with HMRCs file formats.

5.2.3 The Automatic Data Exchange Files to be sent and received include:
· Placement file. 
· Update File. 
· Payment File. 
· Activity File. 

5.2.4 Ad-hoc/Manual Data Exchange Files to be issued by the Supplier will include but not be limited to:
· Live List.
· Customer address update file.
5.2.5 The Supplier must be able to receive and send character delimitated UNIX ASCII flat file in a zipped file set format.

5.2.6 The Supplier must be able to process and manage fluctuations in HMRC account volumes being placed as per the Framework Specification.
 
5.2.7 The Supplier must be able to accept multiple debt placement files within a single month from HMRC. 

5.2.8 The Supplier as agreed with HMRC will either:
· enrich HMRC’s data for segmentation purposes at placement; or 
· process the placement file in accordance with HMRC’s segmentation. 

5.2.9 The Supplier must have the ability to accept and send update files at least weekly.

5.2.10 The Supplier must have the ability to send one or more payment files per week but not on the same day. 

5.2.11 The Supplier must have the ability to send to HMRC an Activity File at least weekly.  

5.2.12 The Supplier must accept, process and manage recalls and closures inbound from HMRC via an Update File, at a minimum once per week and manage any volume fluctuations in updates.

5.2.13 The Supplier must process and manage recalls and closures from Subcontractors and send these to HMRC via an Update File at a minimum once per week. 

5.2.14 The Supplier must have an auto mechanism to allow reconciliation between HMRC and the Supplier against a range of characteristics/status.

5.2.15 Where any Supplier files fail on receipt at HMRC, the Supplier must re-send the file with any amendments/corrections to HMRC within working 2 days of being notified of the failure see also Call Off Schedule 14.

5.3 [bookmark: _Toc76038280]Placement File
5.3.1 HMRC will send the Supplier multiple debt placement files per month, usually 2 per month.

5.3.2 Each Placement File will be a Tranche and will carry a Tranche ID.  

5.3.3 The file will contain new debts for individuals and businesses primarily segmented by debt type and each segment will carry a segment ID as specified by HMRC.

5.3.4 The Supplier will be required to ensure that tranche ID’s, segment ID’s and debt types flow through to all relevant reporting.

5.3.5 The Placement File will contain Customer account data appropriate to each debt type, and will include: 
· Debt reference number.
· National Insurance. 
· Date of birth.
· Name & address for customer 1.
· Name and address for customer 2. 
· Telephone number for customer 1.
· Telephone number for customer 2. 
· Business Telephone number.
· Total debt outstanding.
· Number of Work Items (debts) for the customer.
· Tax year due.
· Latest due date.
· Collectible amount per Work Item (debt).
· HMRC Payment Reference number for customer 1.
· HMRC Payment Reference number for customer 2. 
5.3.6 Where data is provided for Customer 2, this will only be for Tax Credit debt and will only be provided where it is applicable i.e. where the debt relates to a joint claim. 

5.4 [bookmark: _Toc76038281]Supplier Update File and HMRC Update File
5.4.1 The Supplier and HMRC will exchange files containing Customer account updates at least weekly.  The Update file will be multi-functional and in a format compatible with HMRCs file format: 
· The file issued by HMRC to the Supplier will be called ‘HMRCs Update file’.
· The file issued by the Supplier to HMRC will be called the ‘Supplier Update file’.

5.4.2 HMRCs multi-functional Update File will include as a minimum:
· Account recalls.
· Customer data update:  customer name, address and telephone number.
· HMRC confirmed non-final payment received following a Query from the DCA where that DCA is in contact with the Customer. 

5.4.3 The Suppliers multi-functional Update File must include as a minimum:
· Account closures.
· Bulk closures. 
· Unique account IDs following placement.
· Suppressions following placement.
· Rejections.
5.4.4 HMRC will send at least one weekly Update file to the Supplier, the Supplier must pass the Updates received to the DCAs within 24 hours of receipt and ensure that the DCAs process the updates within 24 hours of receipt from the Supplier see also Call Off Schedule 14.  

5.5 [bookmark: _Toc76038282]Payment File
5.5.1 The Supplier will be required to send at least one weekly Payment File to HMRC. 

5.5.2 Payments must be held by the DCAs for 5 working days from receipt to ensure they have cleared the banking system.

5.5.3 The Payment File must include (but not limited to):
· Suppliers Unique ID for the Customer account.
· Debt Reference.
· Tranche ID.
· Payment Date.
· Effective Date of Payment (EDP).
· Amount paid.
· Payment method used by the Customer (where available).
· HMRC Payment reference.

5.6 [bookmark: _Toc76038283]Activity File
5.6.1 The Supplier must send an Activity File at least weekly to HMRC.

5.6.2 The Activity File must contain, as a minimum, action codes that represent the type of action taken on, including:
· Letters issued.
· SMS issued.
· Contact made.
· Date of the action.
· Name of the DCA that the debt is currently placed with.
5.6.3 The Activity File will also be used to notify HMRC of payment arrangements details, payments made and the status of the payment arrangement.  This will ensure that HMRC can correctly calculate any interest or penalties due by the Customer as a result of the payments received by the DCA. The Activity File must also include:
· First Payment Date.
· First payment amount.
· Last payment date.
· Last payment amount.
· Regular payment amount.
· Payment frequency.

5.6.4 The Supplier must ensure that, as per HMRCs specification, Payment Arrangement indicators are correctly set by the DCAs and that the indicators are flowed through to HMRC in the Activity File.  

5.6.5 The Supplier must ensure that the DCAs send accurate and up to date information about the status of payment arrangement cases via the Activity file.

5.6.6 The Supplier must ensure that the Activity File to HMRC containing the Customer Journey/Activity data provided via all DCA Subcontractors is complete, accurate and consistent.

5.6.7 The Supplier must ensure that, as specified by HMRC, the DCAs use Activity Codes and that the correct Activity Codes are flowed through to HMRC in the Activity File.

5.7 [bookmark: _Toc76038284]Live List
5.7.1 The Supplier must provide HMRC with a weekly list of live cases. The list must be refreshed each week with the latest position.  The list must include as a minimum:
· Active debts held at the DCAs. 
· The status of the debt. 
· The name of the DCA the debt is placed with. 
· Customer name and address details. 
· HMRC customer reference. 
· Suppliers unique ID.
5.8 [bookmark: _Toc76038285]Ad-hoc Manual File
5.8.1 As per the Framework Specification, where the Customer and DCA are in contact with each other and the Customer has confirmed an address change, the Supplier is to notify HMRC in a separate flat file at least weekly.  The file format will be agreed with HMRC and will be sent to HMRC using the ad-hoc SDES route, the flat file must contain the following information. 
· Name.
· Address.
· Telephone number.

5.9 [bookmark: _Toc76038286]Receipt of Placement and Update Files
5.9.1 Where a Supplier file does not pass HMRCs validation, HMRC will delete this file and the Supplier will be required to issue a replacement file without delay. 

5.9.2 Any HMRC files that fail the Suppliers validation must not be partly processed and the Supplier must delete the file once confirmed by HMRC after which HMRC will replace it. 

5.9.3 Where a file passes validation, the Supplier is to assign and return to HMRC a unique ID for each account placed via the weekly Update file. The ID format to be used is 3 leading alpha characters plus a numeric range.

5.9.4 If for any reason debt items in the Placement File fail the Supplier’s validation, these must be Rejected prior to being assigned a unique ID and returned in the first update file identified as Rejected.

5.9.5 If for any reason there are debt items in the Placement File identified as unsuitable for collection by the Supplier prior to placement with a DCA (Suppression), then these debt items are to be returned using the Closure Codes agreed with HMRC. For the avoidance of doubt these debts must have an assigned Supplier unique ID.

5.9.6 It is essential for HMRCs accounting and reconciliation purposes that the Supplier notifies HMRC of the unique ID in the first Update File immediately following the processing of the Placement Files.  The sequence of contents for the Update Files following a Placement File is as follows: 
· The first weekly update file immediately following a Placement File must only contain the unique ID assigned by the Supplier for each of the accounts received in that placement file as per the file format agreed and any Rejected Debts. 
· The second weekly update file following each Placement File must contain only the Suppression debts for that placement file.
· The third weekly update file following each Placement File will be as per the standard process and can include any type of update for that placement file. See para 5.4.3 above.
· The first, second and third weekly update files can contain updates from previous placement files.
5.9.7 The Supplier must be able to react to ad-hoc requests to return debts with specified characteristics at the point of placement and prior to processing as stipulated by HMRC. 
Automatic Acknowledgements:
a) Placement File Issue: The Supplier will receive an automatic acknowledgement from HMRC for each payment file that will include the volume and value.  The Supplier must alert HMRC of any mismatch, that alert to be sent to the HMRC Group mailbox
b) Placement File Receipt: The Supplier will be required to send an automatic acknowledgement via SDES to confirm receipt of each Placement File. That acknowledgement must include the tranche ID and volume and value in that tranche.
c) Update File Issue & Receipt: The Supplier will be required to send automatic acknowledgment files via SDES to HMRC and receive automatic acknowledgement files via SDES from HMRC for Update files.  Acknowledgments from the Supplier must include as a minimum, the volumes for each of the following characteristics:
· Bulk closures.
· Account closures.
· Unique account IDs following placement.
· Suppressions. 
· Rejections.
· The Supplier will be required to alert HMRC of any discrepancies. 
5.9.8 Following receipt of each Placement File, the Supplier must send HMRC a breakdown of supressed accounts. The breakdown must be sent via email and include:
· Total volume and value of cases supressed.
· Volume and value breakdown by Duty Type.
· Volume breakdown by Suppression Code. 

5.9.9 HMRC will not send inflight balance updates of either increases or decreases but a final recall will be issued once the balance reaches nil.

5.10 [bookmark: _Toc76038287]Return Debts Placed overview 
5.10.1 At the end of the Placement Period the Supplier will be required to automatically close and return debts which are not subject to an active Payment Arrangement or do not have an open query.  The debts must be returned by working day 14 after the placement end date and the Supplier must use the correct Closure Codes when returning the debts see also Call Off Schedule 14. 

5.10.2 The Supplier and the DCAs must have the ability to close a debt back during a placement period using a relevant Closure Code as agreed with HMRC. Active accounts can be recalled or returned during placement in accordance with agreed recall and Closure Codes.

5.10.3 The Supplier will be required to return Inactive Accounts to HMRC at the end of the placement period as per para 5.10.1 above unless otherwise recalled or agreed by HMRC during the placement period.

5.10.4 The Supplier and the DCAs will be required to react to a recall by HMRC at any point during the placement period, and return the debt using a corresponding Closure Code as agreed with HMRC.

5.10.5 Placement periods for each debt type will be determined by HMRC. Placement periods may occasionally require flexibility.

5.10.6 Placement periods will make provision for any statutory hold periods for example as a result of Debt Respite.

5.10.7 Closure and Recall Codes will be agreed by HMRC. A recall will be issued by HMRC and the Supplier will be required to respond with a closure.

5.11 [bookmark: _Toc76038288]End of Placement and Bulk Closures/Recalls 
5.11.1 At the end of each tranche placement period the Supplier must perform an automatic bulk closure. All accounts placed in that tranche must be recalled from the DCAs as per 5.10.1 except where an account has an active Payment Arrangement or is subject to an open query.
 
5.11.2 The Supplier will be required to ensure that the right account Closure Codes are used by the Supplier and DCAs and correctly flow back to HMRC. 

5.11.3 The Supplier must ensure that, at the end of the placement period, any debts that have been identified as being in a Payment Arrangement have been notified to HMRC via the Activity file.

5.12 [bookmark: _Toc76038289]Placement Reconciliation
5.12.1 HMRC reserves the right to ask the Supplier to perform a reconciliation of accounts placed where problems are identified.

5.12.2 In the event that a reconciliation is required, the Supplier must reconcile the accounts it holds against HMRCs records and produce any outputs or reports as required by HMRC.

6 [bookmark: _Toc76038290]Customer Journeys 
6.1 [bookmark: _Toc76038291]Collection and Contact Strategies
6.1.1 The Supplier will be required to provide a full UK coverage desktop service I.e., letters, telephone and SMS text message, however, HMRC will consider any future innovations and digital opportunities. 

6.1.2 The Supplier must not undertake any doorstep collections services for HMRC. 

6.1.3 All accounts placed with the Supplier must have received a minimum level of action within the collection strategies.  The minimum level will be agreed with HMRC.

6.1.4 The Supplier will be required to obtain approval from HMRC for all collection and contact strategies before they are implemented. This will include the scope, frequency and content of letters, phone calls and SMS, dependant on the Debt Type placed.  
· The Collection Strategies need to be flexible and responsive.
· The Supplier may use recycling where it provides value for money. 
· For tax credit debt types only, the Supplier will be required to issue a pre-placement letter on behalf of HMRC at the commencement of the Collection Strategy. This is to support HMRCs internal operational capacity.

6.1.5 Whenever there is a change to the characteristics of any debt type or at the request of HMRC, the Supplier is required to submit updates or proposals to the collection strategies at least 10 working days before the next placement. 

6.1.6 The Supplier will be required to review all collection strategies annually with HMRC. Any amendments arising from this review will similarly require the Supplier to submit proposals for agreement with HMRC a minimum of 10 working days before a scheduled placement of the specified debt type.  

6.1.7 HMRC requires input to the Suppliers written and verbal content included in all Collection and Contract Strategies to ensure that it aligns with HMRCs policy and strategies which includes (but is not limited to) transparent communications to the Customer.

6.1.8 The Supplier will be required to consider the use of behavioural insight when developing letter content and strategies.

6.1.9 Initially the Placement Periods will be 5-months for taxes debt types and 7 months for tax credits.  HMRC will consider changes to the placement periods as suggested by the Supplier. Any changes will be implemented using the Variation and Change Control Process. 

6.1.10 Where any single Placement File contains a Customer with multiple debt types, the Supplier will be required to link those debts together and pursue them under a single strategy.

6.1.11 Where the Supplier receives a further placement containing an account for a Customer that already has an active debt being pursued by a DCA, the Supplier will be required to place that debt if it is of the same debt type with the same DCA. For clarity where the debt type is not the same or there is no longer an active debt with a DCA subsequent debts received in other placements will follow their own strategy.

6.1.12 The Supplier must have the ability to create Collection and Contact strategies per Debt Type and per Customer.
6.1.13 The Supplier must ensure that the Collection Service signposts Customers to debt advice services as per the Framework Specification 

6.1.14 Where the Supplier identifies a change in circumstances of a Customer, the Supplier will, where appropriate, adjust the collection strategy which must be agreed by HMRC.

6.1.15 HMRC requires the Supplier to collect debt from Customers from the age of 16 upwards.

6.1.16 HMRC does not require the Supplier to calculate and charge interest or penalties on any debt type placed with the Supplier.

6.2 [bookmark: _Toc76038292]Vulnerability and Financial Hardship
6.2.1 Vulnerability:
The Supplier must have a set of Vulnerability Standards to include HMRCs standards as a minimum. The Vulnerability Standards must be made available to HMRC for review at Implementation and following any subsequent changes or updates.

6.2.2 Financial Hardship:
The Supplier must have a financial hardship strategy which must be aligned to HMRC guidelines. As a minimum the strategy must include (but not be limited to):
· Establishing whether the Customer has the ability to pay their essential living expenses such as rent, gas/electricity, food etc. before they pay their arrears.
· Establishing whether the Customers circumstances are likely to be long term or short term.

6.2.3 Death or Serious Injury:
The Supplier must ensure that, where there has been death or serious injury following contact with a DCA, the DCA must notify the Supplier immediately.  The Supplier must then notify HMRC within two hours of becoming aware. Notification must be sent by email, marked as urgent to HMRCs named contact.  Where there is an indication that contact (directly or indirectly) may have contributed to death or serious injury HMRC must notify its Internal Governance Team who will carry out further investigations.  The DCAs may be required to provide more information if necessary.

6.3 [bookmark: _Toc76038293]Customer Contact Methods
6.3.1 HMRC does not currently allow contact via email as part of any collection and contact strategy.

6.3.2 Identity and Verification Checks (ID&V) must be completed in accordance with HMRCs guidance for contact including authentication procedures to be in place for portals.  As a minimum, for inbound contact, these include:
· Full name of the individual or company.
· First line of the address.
· Postcode.

6.3.3 HMRC does not require a Welsh service, HMRC will not place debts with the Supplier where a Customers preference is to receive communications in Welsh. However, where a Customer informs the Supplier that their choice is to conduct communications in Welsh, the Supplier must ensure that the debt is closed and returned to HMRC using the appropriate Closure Code.

6.3.4 The Supplier is required to provide collection services i.e. outbound contact with the Customer within HMRCs specified times and days: 
· 08:00 - 20:00 Monday to Friday.
· 09:00 - 16:00 Saturday.

6.3.5 The Supplier must only contact Customers within HMRCs specified times and day, there is no requirement for Sunday provision unless specifically requested by HMRC.

6.3.6 During certain periods of the year e.g. the Christmas period, HMRC may require a restriction on collection strategy activities – this is to ensure that the Supplier is aligned to HMRCs internal debt function.

6.3.7 The Supplier must ensure that its DCA panel members are available for inbound customer contact between the hours of:
· 08:00 - 20:00 Monday to Friday.
· 09:00 - 16:00 Saturday.

6.3.8 There must be no outbound contact with customers on Bank Holidays

6.3.9 The Supplier must ensure that no more than 5% of all inbound calls go unanswered at each DCA each calendar month, see also Call Off Schedule 14.  

6.3.10 The Supplier will be required to monitor and report on the telephony performance of each DCA and must ensure that results are reported at the end of the month for each DCA. That monthly report must Include:  
· Number of calls received. 
· Number of calls not answered (abandoned).
· The abandoned call rate as a percentage.
· The average length of time to answer a call.
· The average time to answer inbound calls. 

6.3.11 The Supplier must ensure that the average speed to answer inbound calls at each DCA is within 5 minutes at all times, see also Call Off Schedule 14 i.e. callers must not be waiting on average more than 5 minutes for calls to be answered. Results to be reported on a monthly basis as per para 6.3.10

6.3.12 The Supplier must ensure that DCA's interact with Customer approved/authorised 3rd parties as per HMRCs guidance.

6.3.13 At the request of HMRC, the Supplier must stop collection on any urgent accounts within one working day of the request, see also Call Off Schedule 14.  This requirement is separate and in addition to para 8.2.4 below.

6.4 [bookmark: _Toc76038294]As a result of Customer Contact
6.4.1 The Supplier and DCAs must have the ability to suspend, hold, withdraw or cease collection on accounts as agreed with HMRC.

6.4.2 Where appropriate and according to the Customers circumstances, the DCA’s are required to close accounts and return to HMRC using the agreed Closure Codes. 

6.4.3 The Supplier must ensure that DCA’s are able to distinguish between a vulnerable Customer and one in financial hardship and treat the circumstances according to HMRC’s guidance.

6.4.4 The Supplier must ensure that collection is ceased immediately by the DCA’s and return the account where:
· a DCA verifies with the Customer that a debt management company is dealing with the debt or
· a DCA receives a communication from a debt management company making an offer on behalf of the Customer
6.4.5 The Supplier must ensure that collection is ceased immediately by the DCA’s for identified deceased cases and return the account to HMRC using the agreed Closure Code

6.4.6 The Supplier and the DCAs must have the ability to raise a query electronically/online with HMRC and for HMRC to respond electronically via a portal.

6.4.7 The Supplier must ensure that the DCAs enter queries on to the portal within 3 working days of contact with the Customer, see also Call Off Schedule 14.   

6.4.8 The Supplier must ensure that the DCAs take appropriate action to updates provided by HMRC to Customer queries within 5 working days of receipt of query response, see also Call Off Schedule 14. (The definition of appropriate action is contacting the Customer to pursue an outstanding balance; closing and returning the case to HMRC if there is no balance; or, if there is a balance, further action is inappropriate).
a) Where the Supplier has a manual assurance process: 85% of Query updates received from HMRC to be actioned within 5 working days each month. This can be a random sample or included as part of the account audit detailed at para 10.4.2 where a query is identified as part of that audit.
b) Where the Supplier has an automated assurance process: 90% of Query updates received from HMRC to be actioned within 5 working days each month. 

6.4.9 HMRC will also raise queries for DCAs to action and respond to. Where this is the case:
· DCAs must deal with urgent queries received from HMRC by Close of Business the next working day and confirm back to HMRC that the query has been actioned. The query can then be closed.
· DCAs must deal with non-urgent queries received from HMRC within 3 working days.

6.5 [bookmark: _Toc76038295]Buyer Portal: Case Management and Query Management
6.5.1 The Supplier shall agree Buyer Portal access times with HMRC.

6.5.2 The portal must have the functionality to view and exchange information with the HMRC. That exchange must be in real time between Supplier and HMRC and Subcontractor and HMRC, with the facility for both parties to exchange queries and responses.

6.5.3 To efficiently manage and control Queries, the Buyer Portal must provide a range or query categories as specified by HMRC that the Supplier and its Subcontractors can select and then raise the query.  HMRC will then respond to that query using the Buyer Portal.   

6.5.4 Supplier Query Categories include but not limited to:
· Customer claims to have made a part payment
· Customer claims to have paid in full after the assignment date
· Date of Birth
· Third Party Authorisation
· Complaint
· Death or Serious Injury referral
· Vulnerable Customer
· Universal Credit Household Breakdown
· Payment reversal
· Unidentified Payment allocation request
· Request for information
· Incorrectly allocated payment – HMRC account
· Incorrectly allocated payment – Non HMRC account
· Debt Respite

6.5.5 Similarly, the Buyer Portal must provide a range of HMRC query categories that HMRC will use to raise queries with the Supplier and Subcontractors and which the Supplier and Subcontractors must action.  

6.5.6 HMRC Query Categories include but are not limited to:
· Debt Respite
· Complaint
· Subject Access Request
· Unidentified Payment Allocation Request
· Universal Credit Household breakdown
· Urgent

6.6 [bookmark: _Toc76038296]Buyer Portal Functionality: Query Management
6.6.1 In addition to the functionality in the Framework Specification, the Suppliers Query Management functionality must support filtering by debt type and query type then by:
· 64-8 Third Party Authority, 
· Date of Birth.
· Complaint. 
· Customer Claims to have paid in full after the assignment date.
· Customer claims to have made part payment. 
· Payment Reversals. 
· Incorrectly allocated payment – to an HMRC account. 
· Incorrectly allocated payment – to a Non HMRC account.
· Vulnerable Customer. 
· DCA Name.
6.6.2 The Supplier must ensure that all query requests and responses sent to HMRC are clear, concise and accurate. 

6.6.3	Framework Schedule 1 Part B at 3.10 requires the Supplier to have functionality to filter by Debt Type/Customer Type within 1 year of the Call Off Start Date, HMRC requires this functionality within 1 year of the Call Off Service Go Live Date.

6.7 [bookmark: _Toc76038297]Buyer Portal Functionality: Account Management  
6.7.1 In addition to the functionality in the Framework Specification, the Supplier must provide HMRC with the functionality to view Customer Account summaries including all DCA activity, to include as a minimum: 
· Details of Payment Arrangements including instalment dates; values; payments made and; payments due to be made.
· Dates of letters issued and received.
· Dates of inbound and outbound calls.
· Dates of SMS text messages sent.
· Ability to identify the DCA dealing with the case. 
· Date debt assigned to the DCA.
· Tranche number of debts placed.
· Recall reasons – code or description.
· If the debt has been placed with multiple DCAs during its placement period and the associated dates.
· The status of the debt (i.e. open with the DCA or closed with the DCA/Supplier).
· Debt amount and the period that the debt has been working with the DCA. 
· Customer Address history and telephone history (including any Trace details).
· Details of Customer Payment transactions including payment reversals. 
· Details of HMRC’s Customers financial updates to the DCAs.

6.7.2 The Supplier will be required to provide HMRC with the functionality to run system generated reports: To include as a minimum:   
· Volumes of queries received - daily, weekly or monthly as required.
· Volumes of queries outstanding - daily, weekly or monthly as required.
· Volume of queries cleared - daily, weekly or monthly as required.
· Volume and Value of Payment Reversals on hand per DCA and an overall summary.

6.7.3 The Buyer Portal must provide a multiple search facility including search by:
· Postcode. 
· Supplier unique ID.
· HMRC Customer Reference.


7 [bookmark: _Toc76038298]Payments Collected, Pay Over and Invoicing

7.1 [bookmark: _Toc76038299]Collecting Payments
7.1.1 The Supplier must ensure that payment processing fees are not passed on to the Customer or HMRC.  Only business card fees can be passed on to the Customer.

7.1.2 The Supplier must calculate the Effective Date of Payment (EDP) which varies according to the payment method, at the point of transaction in line with HMRC guidance.

7.1.3 The Supplier must update the Customer account on receipt of payments. 

7.1.4 To reduce the number of reversed payments, The Supplier must only transfer payments cleared through the Banking System.  Payments made by all payment methods should be held for up to 5 working days (5-day hold period) prior to pay over to HMRC. 

7.1.5 The supplier should report the volume and value of funds received that are within this 5-day window as ‘Not Paid Over’ in the Weekly Remit Report, see para 7.10.
7.1.6 HMRC will periodically review this and may reduce or increase the hold period as appropriate using the Change Control Procedure.

7.2 [bookmark: _Toc76038300]	Manage Payments Received
7.2.1 As per the Framework Specification, where the Supplier and any Subcontractor collects or handles money on behalf of HMRC, those funds must be segregated and paid into a non- interest-bearing account.  All parties will be required to sign a Deed of Trust which will form part of the implementation. Any new Subcontractors outside of the initial implementation will sign the Deed of Trust as part of the onboarding process 

7.2.2 The Supplier must ensure that, where payments from Customers are accepted via a portal:
a) payments must have a valid HMRC payment reference;
b) at the point of receipt in the portal the HMRC payment references are validated; 
c) HMRC payment references must be in the right format for acceptance by HMRC.
 
7.2.3 The Supplier must be able to apply full or part payments to HMRC’s Customer accounts.

7.2.4 The Supplier must match each payment to the relevant Debt balance using the individual payment/Account reference number and allocate payments correctly.

7.2.5 If payment in full is received or a debt balance is cleared, the Supplier must respond to HMRC with the correct Closure Code.

7.2.6 The Supplier must ensure that payments are allocated to the oldest debt first except where the Customer instructs the DCA to allocate a payment to a specific debt. 

7.2.7 If the Supplier receives a payment with no payment or account reference from the Customer, and that Customer has more than one debt placed with the Supplier, the Supplier must allocate that payment according to the following hierarchy:
· Tax credit - oldest Work Item.
· Taxes - oldest Work Item.

7.2.8 The Supplier must apply the correct effective date of payment (EDP) to the payment received as per HMRC requirements.

7.3 [bookmark: _Toc76038301]Manage Payment Arrangements
7.3.1 The Supplier must ensure that its panel of DCAs: set up; monitor; and manage payment arrangements in accordance with HMRC’s guidance which will be provided at the initial onboarding events and updated from time to time.

7.3.2 Where payment cannot be secured in full, the DCA should negotiate a suitable Payment Arrangement. The terms of any arrangement must follow HMRC’s guidance.
 
7.3.3 All payment arrangement details, and subsequent status of the arrangement must be notified to HMRC in the Activity File using the correct Activity codes – see para 5.6.

7.3.4 Where a Customer has been identified as being in financial hardship and the financial hardship is expected to last longer than the placement period, the case should be returned to HMRC.

7.3.5 DCAs must monitor payment arrangements and follow up on any breakages i.e. where a Customer fails to make a payment in order to rehabilitate the arrangement in line with HMRC guidance. 

7.3.6 All payment arrangements must cover the full amount of the debt and no more.

7.3.7 The Supplier and Subcontractor systems must stop collecting payment immediately the debt is paid in full.  If a Customer overpays at the end of the arrangement the DCA must have a process to request the Customer to stop payments.

7.3.8 Any amounts overpaid by the Customer at the end of the arrangement are to be repaid by the DCAs to the Customer as soon as they arise.

7.3.9 The DCA will be responsible for resolving credit balances with the Customer.

7.3.10 The Supplier and DCAs who have debts in Active Payment Arrangements when the Call-Off Contract expires, must continue to recover those debts until payment in full is received or the payment arrangement breaks down as per as per URN1.0f Run-Down Portfolio Management. It is expected that collection of these active payment arrangements will continue for up to 4 years following expiry of the Contract. Whether this is required and the period for which it is required will be decided during Exit Planning and will be at the sole discretion of HMRC.  

7.4 [bookmark: _Toc76038302]Payment Reversals or Incorrectly Allocated Payments
7.4.1 If after a payment has been submitted to HMRC, a payment either dishonours or is identified as having been incorrectly allocated to the wrong Customer’s account, the Supplier must ensure that DCAs take the following action::

7.4.2 Raise a query with HMRC immediately and in any event no later than 5 working days after notification/identification. 

7.4.3 Include with their ‘query’ the relevant supporting documentation (e.g. payment ‘denied’ by the bank etc). 

7.4.4 Reverse the payment and the Supplier must include this in the next transaction file and reduce the amount paid over to HMRC.
7.4.5 The Supplier must ensure that that DCA's provide dishonoured or incorrectly allocated payment notification with full and correct evidence within 5 working days or less after submission of the affected payment in the weekly transaction file to the Supplier see also Call Off Schedule 14;

7.4.6 The Supplier must then within 5 days of receipt of the notification from the DCAs Provide to HMRC timely and accurate reconciliation and uploading of details of dishonoured payments, and/or incorrectly allocated payments via the Supplier’s portal as per Call Off Schedule 14.  

7.4.7 No DCA Commission Charge or Service Management Fees would be owed to the Supplier and DCAs on payments that are reversed.  

7.4.8 Any DCA Commission Charges and Service Management Fees already received by the Supplier and DCAs for a payment that is subsequently reversed must be credited back to HMRC by the Supplier in the next monthly invoice. The amounts on the invoice must correspond with the figures reported in the monthly cash and commission report see 7.11.8

7.5 [bookmark: _Toc76038303]Incorrectly allocated payments
7.5.1 Where a payment has been received for HMRC but allocated to an incorrect HMRCs Customer account, the Supplier is required to have in place a process to:
a) Remove the payment from the incorrect account at the DCA.
b) Notify HMRC of the accounting discrepancy instructing HMRC to remove the payment from the incorrect account. 
c) Allow the payment to be allocated to the correct HMRC account at both the DCA and HMRC. 
d) Ensure accounting records between the DCA, the Supplier and HMRC reflect the movement of the payment.
e) Be fully transparent and stand up to HMRC’s audit scrutiny.


7.5.2 If the Supplier receives a payment for a debt which is not a HMRC account debt, but which has been allocated to a HMRC Customer account, the Supplier must have in place a process to: 
a) Remove the payment from the incorrect account at the DCA.
b) Notify HMRC of the accounting discrepancy instructing HMRC to remove the payment from the incorrect Customer account. 
c) Ensure that accounting records between the DCA, the Supplier and HMRC reflect the movement of the payment.
d) Be fully transparent and stand up to HMRC’s audit scrutiny.

7.6 [bookmark: _Toc76038304]Unallocated Payments  
7.6.1 The Supplier will be required to effectively manage Unallocated Payments i.e. payments received which are clearly identifiable as belonging to HMRC, but which cannot be matched to a Customer account in the first instance. Where this is the case, the Supplier must ensure that the DCAs have a robust trace process in place to allocate the debts to HMRCs Customer accounts and allocate or repay as per 7.6.2 or 7.6.3 below.  

7.6.2 Where an Account has been traced but closed at the DCA paid in full
a) Where a payment is traced, and the account has been closed and returned to HMRC paid in full, the payment must be returned to the Customer.
7.6.3 Where an Account has been traced but closed at the DCA and returned to HMRC with an outstanding amount
a) Where the account is traced and open at the time of payment but subsequently closed, the payment must be forwarded to HMRC and the Service Management Fee and the DCA Commission Charge will be paid.   
b) Where the account is traced and closed at the time of payment, the payment must be forwarded to HMRC and no Service Management Fee or DCA Commission Charge will be paid.

7.6.4 The Supplier must ensure that the DCAs have completed their trace activity within 2 months of having received the payment as per Call Off Schedule 14.  

7.6.5 Where the DCA receives a recurring payment after closure at the DCA, the DCA must have a process in place to request the Customer to stop making payments to them.  Where recurring payments are received, the DCA must follow para 7.6.3 and 7.6.4.

7.7 [bookmark: _Toc76038305]Unidentified Payments
7.7.1 The Supplier will be required to effectively manage Unidentified Payments i.e. payments received that are clearly identifiable as belonging to HMRC but cannot be matched to a Customer account after the DCA has conducted its trace process. Where this is the case, the Supplier and DCAs must pay over such payments on a quarterly basis. 
a) For payments where an account cannot be identified, the DCA must already have undertaken their trace activity as per 7.6.1 & 7.64. 

7.7.2 Where the trace activity at 7.6.1 does not identify the Customer account, the Supplier will facilitate a pay over of all the unidentified payments in the previous quarter.  The DCA must provide the Supplier with details of each payment included in the pay over.  A template will be provided by HMRC. 

7.7.3 The pay over must be via CHAPS and will be outside of the weekly pay over process at section 7.9 below. 

7.8 [bookmark: _Toc76038306]Payments received after the end of the placement period or following a recall from HMRC 
7.8.1 Where the DCA continues to receive payments after the end of the placement period or following a recall by HMRC and the debt had an outstanding balance, the payment must be paid over to HMRC in the weekly payment file.  

7.8.2 Immediately after the payment is received, the Customer must be contacted by letter or telephone informing them that the debt is closed with the Supplier / DCA and that they must make any further payments direct to HMRC.

7.8.3 HMRC will not pay a Service Management Fee or DCA Commission Charge to the Supplier or DCA for any payment received after the end of the placement period where the debt has been returned to HMRC.

7.9 [bookmark: _Toc76038307]Pay Over of Collections Received
7.9.1 The Supplier is required to pay over to HMRC payment transactions received from Customers see also Call Off Schedule 14. 

7.9.2 The Supplier must send a minimum of one consolidated payment file per week containing receipts for all debt types that have reached their 5 working day hold period. 

7.9.3 Payment files must be formatted in accordance with HMRCs file formats as per para 5.5 & and must contain the appropriate HMRC Payment Reference number for each Customer debt as provided to the Supplier in the Placement File.

7.9.4 The Supplier must apply a Composite Payment Identifier to both the weekly payment file and the corresponding CHAPS payment, this will link the payment file and the CHAPS payment together for processing in HMRC. The Composite Payment Identifier will be made up of three parts:
· Composite payment number (consisting of 9 characters) which will be unique to the Supplier as provided by HMRC and will be 3 alphas and 6 numeri’s e.g. CPN123456
· a Hyphen <-> to separate the Composite Payment Number from the Schedule Number.
· A Schedule number in the form of 3 numeri that will increment by one for each CHAPS payment made
· Composite Payment Identifier example CPN123456-001
7.9.5 The Supplier is required to remit gross funds to HMRC via CHAPS each week, but pay over must be apportioned appropriately between two Designated Bank Accounts:
· VAT account – VAT debt type; and 
· Non-VAT account – all other debt types.  

7.9.6 The Supplier must ensure that the weekly pay over of Customer funds and Customer account details is 100% accurate at all times and that it is made on the agreed date each week. Accurate means that the file is a consolidated payment file which contains the right amount and right HMRC Payment Reference to set against the right Customer accounts, and the values & Composite Payment Number match the corresponding CHAPS payments, see also Call Off Schedule 14.   

7.9.7 The Supplier must send the Payment file with its unique Composite Payment Identifier to HMRC via SDES and the corresponding CHAPS payment with its matching Composite Payment Identifier must be sent 3 working days later. 

7.9.8 The Supplier must send a weekly confirmation email to confirm the value of the payment file and the total to be paid by CHAPS to HMRC.

7.9.9 The Supplier must immediately inform HMRC if there are any delays in sending either the composite payment file or the CHAPS payment. 

7.10 [bookmark: _Toc76038308]Weekly Remit Report 
7.10.1 The Supplier is required to send a weekly remit report to HMRC to support the month end reconciliation of invoices and the incoming weekly CHAPS payments.   

7.10.2 The Supplier must send the weekly remit report via email. The email must confirm the split of payments being sent to HMRC. This email confirmation is separate from the acknowledgment required at para 7.9.8 and must report collections per Designated Bank Account type see para 7.9.5 and per debt type as follows:  
· Collections Total per Debt Type (paid over and not paid over).
· Collections Total per Designated Bank Account. 
· Payment Reversal totals per Designated Bank Account.
· Total Collections.
· Total payment reversal.
· Net total paid over.

7.11 [bookmark: _Toc76038309]Invoicing 
7.11.1 All invoicing will be submitted via HMRCs specified electronic system (SAP Ariba).

7.11.2 Prior to the start of the financial year, HMRC will provide the Supplier with the appropriate Purchase Order PO/Non-Catalogue Limit Order number(s)

7.11.3 The Supplier must submit invoices monthly or as otherwise instructed by HMRC.  HMRC will only authorise accurate invoices received.

7.11.4 Separate invoices are required to align with HMRCs funding mechanism for each debt type, currently these are:
· One invoice for Tax Credit debt type.
· One invoice for all other Debt Types.  
7.11.5 [bookmark: _Hlk71529165]The Supplier must submit accurate invoices electronically via HMRCs specified system and a PDF hard copy of each invoice must be sent separately to HMRC via SDES. 

7.11.6 The Supplier must send monthly cash and commission reports via HMRCs secure data exchange mechanism (SDES). The report must correspond to complete payment files and the invoiced amounts.

7.11.7 Separate Cash and Commission Reports must be submitted for each invoice currently:
· One report for Tax Credit debt type.
· One report for all other Debt Types.  
7.11.8 Cash and Commission reports must be in excel format, HMRC will agree the content with the Supplier but as a minimum the report must include:
· Suppliers Unique ID.
· HMRCs reference.
· Payment Amount.
· Commission due.
· Recipient of payment.
· Assigned DCA. 
· Payment Date.
· Debt Type.
· HMRCs segment.
· Relevant adjustment type.
· Relevant Supplier segments.
· Upload ID.
· Package ID.
· Supplier fee rate.
· Supplier fee value.

8 [bookmark: _Toc76038310]Complaints, Subject Access Requests and Data Erasure Requests

8.1 [bookmark: _Toc76038311]HMRC as Data Controller: 
8.1.1 For the purposes of this contract HMRC is the Data Controller and the Supplier, and its Supply Chain are Data Processors. The Supplier must ensure that it and its Supply Chain understand all HMRCs responsibilities as Data Controller including for the management of complaints, SARS and DERs. 

8.2 [bookmark: _Toc76038312]Complaints General
8.2.1 The Supplier must use HMRCs secure data exchange service (SDES) to share any personal data.

8.2.2 HMRC requires a robust two-tier complaints process to be in place which complies with FCA guidance and HMRC’s own complaints handling policies.  HMRC will provide the Supplier with its guidance.  
· Tier 1 - High level complaints.
· Tier 2 - DCA Service level complaints.

8.2.3 For both tiers, the number of complaints upheld under the Supplier’s management, must not exceed 80 per month in a 12-month rolling period for Tier 1 and Tier 2 aggregated, see also Call Off Schedule 14. 

8.2.4 The Supplier must ensure that Collection is ceased at the request of HMRC on an urgent complaint within one working day of the date of the request, see also Call Off Schedule 14

8.2.5 All Complaint cases must be reported to HMRC in the monthly Management Information as follows:
· Complaints Tier 1 - Reporting tier one complaints in monthly Management Information for each DCA. This must contain supporting and explanatory narrative for example (but not confined to) trends and training requirements identified etc.  Analysing trends and providing explanatory narrative through the monthly reporting.
· Complaints Tier 2 - Reporting tier two complaints in monthly MI for each DCA. This must contain supporting and explanatory narrative for example (but not confined to) trends and training requirements identified etc. 
8.2.6 The Supplier will also be required to analyse complaints trends and provide an overview with supporting and explanatory narrative in the monthly report and for discussion at the monthly performance management meetings

8.3 [bookmark: _Toc76038313]Complaints Tier 1 – High Level Complaints 
8.3.1 HMRC will respond to all tier 1 complaints whether they are received directly or by the Supplier or any of its Subcontractors.

8.3.2 The Supplier will be required to manage Tier 1 complaints made either directly to them or to any part of their Supply Chain. They must do this by:
a) Recognising these can be (but not restricted to) complaints regarding services from a Member of Parliament; those escalated to the press or media; any regulatory body; any Debtor groups; or Directors/Director General/Chief Executive of HMRC. This includes media or official correspondence or from any source that identifies potential reputational risk for HMRC.
b) Understanding the importance and urgency of action required at each stage of the process. 
c) Prioritising these cases and pausing collection activity immediately whilst awaiting further instruction from HMRC. 
d) Where there is an underlying media enquiry (whether or not this links to an identifiable complaint) or a ministerial (as distinct to MP) complaint, the Supplier is to notify HMRCs nominated person(s) by telephone immediately or no later than one hour of becoming aware of the enquiry/complaint. 
e) Notifying HMRC of all other Tier 1 complaints within one working day of receipt.
f) Responding to requests for information for complaints received directly by HMRC within the deadline specified on a case-by-case basis. These deadlines will be driven by HMRC by the seriousness of the complaint and/or who is the respondent (e.g. Director, Chief Executive, Minister etc). They will typically range between four hours (in extreme cases) and 48 hours.
g) The Supplier and any part of the Supply Chain must provide information to HMRC within the deadline set by the Buyer to support HMRC to deal with any urgent media, parliamentary or high-level complaint.  
h) Reporting tier 1 complaints in monthly MI for each DCA as per para 8.2.5. 
8.4 [bookmark: _Toc76038314]Complaints Tier 2 - DCA service level complaints
8.4.1 The Supplier must manage, through the DCAs, a tier 2 Customer complaints service by: 
a) Being able to identify a complaint as a written or verbal expression of dissatisfaction, not resolved at initial contact that requires a formal response. 
b) Taking any appropriate remedial action (included consideration of recompense) to put the Customer back in the position they were in prior to any mistake or error arising at the DCA/Supplier.
c) Providing the Customer with an acknowledgement that their complaint has been received within 2 working days from the date of receipt, see also Call Off Schedule 14
d) Responding to Customer complaints within 15 working days from receipt unless otherwise exceptionally agreed by HMRC. Where HMRC agrees that the case can be held further, the DCA must send the agreed holding letters with progress updates, see also Call Off Schedule 14.  
e) Using appropriate forms of contact to respond, call or write to the Customer about their complaint. 
f) Being open and transparent about events and actions that led to the Customer complaint. 
g) Providing a full and detailed response, accepting responsibility for any error or mistake where it is appropriate to do so. 
h) Keeping an account of the call for monitoring and assurance purposes where the complaint is resolved by the call.
i) Keeping the Customer informed of progress where exceptionally it’s not possible to respond or resolve the complaint fully within 15 working days. Under these circumstances, the DCA must send the Customer a holding letter explaining why there is a delay and when they can expect to receive a full reply, see also Call Off Schedule 14. 
8.4.2 Where a tier 2 complaint about any aspect of the DCA service is received directly by HMRC, HMRC will, in most cases, respond to the Customer.  The Supplier/DCA must:
a) Respond to requests for information for tier 2 complaints received directly by HMRC within the deadline specified on a case-by-case basis
b) Report tier two complaints in monthly MI for each DCA as per para 8.2.5. With supporting and explanatory narrative for example (but not confined to) trends and training requirements identified etc. 
8.4.3 Exceptionally, HMRC may pass on a tier 2 complaint to the DCA to respond to. In these circumstances HMRC will acknowledge the complaint and advise the Customer that it has been passed to the DCA to resolve and for the DCA to issue a reply.

8.5 [bookmark: _Toc76038315]Data Erasure Requests (DER)
8.5.1 The Supplier acknowledges that as Data Controller it is HMRCs responsibility to make the decision as to the eligibility of the data erasure request: HMRC requires the Supplier and its relevant Supply Chain to:
a) Be able to identify all DERs however received (e.g. verbal or in writing).
b) Notify HMRC that a DER has been received either by the Supplier or the DCA within five working day of receipt, see also Call Off Schedule 14. 
c) HMRC will confirm that the request is valid and if so, work in partnership with the Supplier to get all data erased.  
d) When instructed by the Buyer, the Supplier shall deal with the request within 30 calendar days of it being received by any party as per Call Off Schedule 14. The Buyer will give the Supplier at least 3 working days’ notice to comply with their instructions. If the Buyer fails to give the Supplier 3 working days’ notice, and this consequently takes it beyond the 30 calendar days of it being received, then failure to comply with the target will rest with the Buyer 

8.6 [bookmark: _Toc76038316]Data Erasure Requests with an Associated Level 2 Complaint 
8.6.1 Where a DER is received and it has an associated complaint, the Supplier is required to manage the requests as follows:
a) If a complaint is included with a DER, the Supplier is required to inform HMRC within two working day of receipt, see also Call Off Schedule 14. 
b) Ensuring that the DCA deals with any DCA service level 2 complaints and that they investigate and provide written responses to the Customer in line with the deadline set by HMRC in order to meet GDPR obligations for data erasure. 
c) Ensuring the DCA sends a full written response to the Customer on a level 2 complaint in line with complaints handling requirements at para 8.4.1 and advise the Customer that the DER has been submitted to HMRC as Data Controller.  
d) Where a complaint is included with a DER, received by the DCA, the Supplier must confirm to the Buyer that the complaint has been closed at the DCA within two working days of that closure as Per Call Off Schedule 14. In any event the complaint must be resolved, closed at the DCA and notified in time for the Buyer to give the Supplier 3 working days’ notice to comply with their instructions to deal with the DER request
e) The Supplier must notify HMRC at the earliest opportunity where there is a risk to completing the DER within the 30 calendar days of receipt deadline because of complaint related activity by the Supplier or DCA.  
f) Where HMRC deem it appropriate the Supplier/DCA will be required to prioritise the complaint handling to meet GDPR requirements as instructed by HMRC.

8.6.2 Where a level 1 High level complaint is received with an associated DER, this will follow the process for Level 1 complaints and HMRC will tell the Supplier that a DER is required and set the appropriate deadline to complete this.


8.7 [bookmark: _Toc76038317]Subject Access Requests 
8.7.1 As Data Controller HMRC retains responsibility for replying to the SAR.  As Data Controller, HMRC requires the Supplier and DCAs to:
a) Be able to identify and act upon a SAR however received (e.g. verbal or in writing).
b) Be familiar with and able to identify where a SAR is received for personal data contained within a business account (that is to say whilst a company cannot request a SAR an individual of that company is entitled to one relating specifically to any of their personal data that may be held or processed etc.) Where there is any doubt HMRC must be consulted.
c) Notify HMRC that a SAR has been received either by the Supplier or the DCA within one working day of receipt, see also Call Off Schedule 14.
d) Provide HMRC with all requested information within 10 working days of receipt of the Customer’s or HMRCs request unless otherwise specified by HMRC, see also Call Off Schedule 14.  


8.8 [bookmark: _Toc76038318]Third Party Requests & Disclosures
8.8.1 [bookmark: _Hlk74750588]In accordance with signed confidentiality agreements, any employee of the Supplier or its Supply Chain must not give (‘disclose’) HMRC’s information/data or related data to anyone who is not authorised to receive it without permission from HMRC. This includes other government departments and their agencies, local authorities, the police or any other public bodies. For the avoidance of doubt and for complete clarity, HMRC needs the Supplier and Supply Chain to be fully cognisant of the following and requires that:
a) Any requests for information and/or specific data from anyone other than HMRCs authorised representatives are to be referred to HMRC immediately. 
b) Disclosing HMRC’s information/data that the Supplier or their Supply Chain has been delegated to receive by the Commissioners for HMRC, without authority to do so, is a breach of Section 18 of the Customs and Revenue Act (CRCA) 2005. Unlawful disclosure of information is a criminal offence under Section 19 of CRCA
c) The default position for the Supplier, its Supply Chain and any employee where they are approached with such a request, is to refer the request to HMRC immediately.  
d) The only information the Supplier and Supply Chain can disclose to the requester of any information and/or data is that their request has been sent to HMRC in line with HMRC's legal requirements.


9 [bookmark: _Toc76038319]Performance Management
9.1 [bookmark: _Toc76038320]Performance Management
9.1.1 This Section 9 supplements the information contained in Call-Off Schedule 15 (Contract Management).

9.2 [bookmark: _Toc76038321]Commercial and Operational Management Board (COMB)
9.2.1 This Board will bring together key stakeholders from HMRC’s Operational Contract Managers and Commercial Contract Managers and relevant representatives from the Supplier

9.2.2 The Supplier acknowledges that there may be times when ad-hoc meetings may be required in addition to the monthly COMB meetings.

9.2.3 HMRC expects the Suppliers responsible and accountable representatives to attend the performance management meetings (Schedule 15 will include named attendees). 

9.2.4 HMRC expects, when appropriate, the Suppliers DCA Subcontractor representatives to attend performance management meetings. 

9.2.5 HMRC expects to have regular contact/access to the DCA Subcontractors including but not limited to meetings and direct calls.  

9.2.6 The Supplier is required to complete regular analysis of the debt portfolio and identify any trends both at the point of placement and as a whole on the historic data and information to support the development of future strategies. 

9.2.7 The Supplier is required to ensure that the DCAs have high performing strategies that drive collections and right customer contact based on innovation and behavioural insight. 

9.2.8 The Supplier must embrace continuous improvement through their processes and embed a culture of innovation to enhance their own performance and that of the DCAs.  

9.2.9 The Supplier acknowledges that HMRC expects to work in partnership with the Supplier, this will include adhoc meetings to overcome immediate issues and discuss emerging issues.  

9.2.10 The Supplier is required to provide any adhoc performance data as required by HMRC to inform performance discussions. 

9.2.11 The Supplier is required to lead a separate meeting at least quarterly, working in partnership with HMRC to discuss and drive forward Innovation and continuous improvement.  The Supplier will bring their industry insight into play, the use of emerging technology and identify and evaluate ideas to drive the continuation and innovation agenda forward.

9.2.12 The Supplier acknowledges that HMRC expects to work in partnership with the Supplier, this will include adhoc meetings to overcome immediate issues and discuss emerging issues. 


9.3 [bookmark: _Toc76038322]Performance Reporting
9.3.1 The Supplier must ensure that all Management Information (MI) is provided in excel to an agreed format and in accordance with the Framework Specification must be accurate as of the time of issue. The Supplier must ensure that every MI report is accurate and delivered on time as agreed with HMRC.

9.3.2 The Supplier must ensure that all MI and reports are securely transferred to HMRC as specified in this Schedule 20 by HMRC.

9.3.3 Unless the Supplier is contractually permitted to provide information to another party, all HMRCs performance and management information remains confidential and cannot be released without HMRCs written approval. 

9.3.4 The Supplier is required to accurately and promptly answer any HMRC queries on data provided by the Supplier and responses must be provided within the timeframes specified by HMRC at the time the query is made.

9.3.5 The Supplier must make available on request and with reasonable notice from HMRC any or all of the previous 12 months Management Information and Reports.

9.4 [bookmark: _Toc76038323]Management Information (Financial)
9.4.1 The Supplier is required to provide the following financial reports:
Weekly Recoveries Report:
a) By close of business on the second working day of each week the Supplier will provide the weekly recoveries by debt type and by Tranche in an excel format as specified by HMRC, see also Call Off Schedule 14. 

9.4.2 Payment Arrangements:
a) On a monthly basis and by working day 5, the Supplier will provide an excel spreadsheet detailing the monthly Payment Arrangements broken down by DCA as per the template provided by HMRC. 

9.4.3 Spend Forecast:
a) On a monthly basis and by working day 5 the Supplier will provide a spend forecast split by debt type for the year. The forecast to be updated each month. 

9.5 [bookmark: _Toc76038324]Monthly Performance Reports
9.5.1 On a monthly basis and by working day 5 each month, the Supplier will provide a monthly performance pack to inform HMRC of the Supplier’s and DCA performance.

9.5.2 The pack to include information as specified in this para 9.5.3 to 9.5.8.

9.5.3 Monthly Outcomes to include but not limited to the following: 
· DCA allocation of debt and DCA performance by debt type.
· Details of the quality of the debt provided and enrichment activity by debt type.
· Liquidation rate by month and debt type.
· Details of payment plans broken down by DCA and debt type to include breakage rates.
· Details of how the accounts have been resolved by debt type.  For example - Paid in full, end of strategy, payments to HMRC.
· Customer contact data, volume of inbound and outbound call, letters & SMA split by Debt type and tranche and the associated contact rate.
· Lessons learnt and best practice from DCA call and account audits.
9.5.4 Complaints - Tier 1 & Tier 2
· Report the number of complaints per tier for each DCA as per paras 8.3 and 8.4 above. Report to include:
· Supporting or explanatory narrative for example (but not limited to) trends and training requirements identified etc. 
· Analysis of complaints trends and explanatory narrative.
9.5.5 Incidents – Tier 1, Tier 2 & Tier 3 
· Report the number of open and closed incidents per tier as per paras 9.7, 9.8 & 9.9 and 9.10.  The report to include:
·  a brief update of the current status.

9.5.6 Performance Information - In addition to the information above and on a monthly basis, HMRC requires sight of:
· Performance against SLAs that attract Service Credits and separately;
· Performance against the lower level SLAs.
· Details of Continuous Improvement/Innovation activity.
9.5.7 Assurance activity as per para 10.4:
· The Supplier is to report on their quality assurance findings at a DCA level. 

9.5.8 Inbound Calls and Abandoned Calls Results per DCA, calendar month report as per para 6.3.9, 6.3.10 & 6.3.11:  
· Calls received. 
· Calls not answered (abandoned).
· The abandoned call rate as a %.
· The average length of time to answer a call.

9.6 [bookmark: _Toc76038325]Other Reporting Requirements on Recoveries
9.6.1 The Supplier is required to provide supporting analysis & reporting where any trials, continuous improvement or new ways of working are proposed or undertaken.

9.6.2 HMRC reserves the right to ask for adhoc reporting at any time and for these to be provided within a reasonable timeframe.

9.7 [bookmark: _Toc76038326]Incident Management – General
9.7.1 [bookmark: _Hlk72934811]The Supplier acknowledges that HMRC’s primary focus is on ensuring that any incidents which could potentially present a security risk to HMRC or detriment to the Customer are quickly identified, reported and resolved. HMRC needs to report these internally within the department and where appropriate, to regulatory bodies within a specified timeframe. Incidents could include (but are not limited to) a catastrophic event involving HMRC data being hacked on the Supplier or their Subcontractors’ servers. Additionally, an incident could include (but is not limited to) disclosure of personal data to an unauthorised third party through an incorrectly addressed letter.  The Supplier must have a robust and effective three Tier incident management process that complies with HMRCs security policies. See para 9.8, 9.9 and 9.10  for a description of the associated tiers. HMRC will provide more robust guidance on its security policies as part of the Supplier Onboarding event.  

9.7.2 All incidents, whether they are security breaches or events that cause a disruption to any part of the Collection Service must be reported to HMRC.

9.7.3 For each Tier of incident, the Supplier and DCAs are required to use HMRCs secure data exchange system (SDES) to share Customer data with HMRC.

9.7.4 For Tier 2 or Tier 3 incident categories, the number of these arising must be less than 4 per week at all times across the Supplier and DCA Panel.

9.7.5 Tier 1 Incidents must not exceed 1 per rolling 12-month period. 

9.7.6 Incidents will remain ‘open’ until HMRC is satisfied that appropriate actions and mitigations have been taken.

9.7.7 The Supplier must report on a monthly basis all incidents, the number of open and closed incidents per Tier and the current status. See also para 9.5.5. 

9.7.8 Where there is a reputational risk to either party, The Supplier must contact HMRC within one hour of the Supplier becoming aware of the incident.

9.8 [bookmark: _Toc76038327]Tier 1 Incidents – serious security breaches
9.8.1 Tier 1 incidents are categorised as serious security breaches that either have or have the potential following impacts: 
· Serious consequences for Customer(s), including to their rights and freedoms.
· Significant or potential for significant reputational risk for HMRC. 
   Examples of Tier 1 incidents could include (but are not restricted to): 
· Data breaches that impact on several Customers (e.g. ransomware or similar unauthorised access by a third party.)
· Accidental, careless or intentional disclosure of personal or business data that presents a risk to people’s rights and freedoms, as defined by the Information Commissioner’s Office.
· Information leaks, deliberate or accidental (for example responding to media enquiries without HMRC consent).
9.8.2 HMRC requires the Supplier or any part of their Supply Chain that identifies an issue that falls within the Tier 1 definition, to: 
· Notify HMRCs nominated person(s) by telephone immediately or no later than one hour of becoming aware of the incident 24 hours a day 7 days a week.  HMRC will assume control of the incident when notified.  
9.8.3 Where any part of the Supply Chain identifies an incident that potentially falls within this definition, HMRC requires the party to notify HMRC’s nominated person directly. In these circumstances delay is to be minimised, meaning that notification must not be routed through the Supplier.  

9.8.4 The Supplier/DCA are required to take all reasonable actions requested of them by HMRC in relation to the incident.

9.8.5 The Supplier will make provision to have personnel available out of hours to support the T1 incident handling.

9.8.6 The Supplier/DCA is required to prioritise activities and respond to HMRC’s request for information and/or subsequent actions without delay.

9.8.7 A full incident report is to be provided by the Supplier within 3 working days of HMRC confirming that HMRC is content that all follow up and mitigating actions have been taken by the Supplier as per Call Off Schedule 14

9.8.8 The report needs to detail the events that led to the incident, the mitigating actions taken, and any lessons learnt.

9.8.9 If there is a material Breach of Security or suspected material Breach of Security, then HMRC may: -
a) require the Supplier to suspend the provision of the Services affected by the Breach of Security or that HMRC (acting reasonably) believes are likely to be affected by the Breach of Security whilst the Breach of Security is investigated and remedied; or
b) where such material Breach of Security has occurred and is attributable to an act or omission of a Subcontractor, require the Supplier to suspend the provision by the relevant Subcontractor of the Services affected by the Breach of Security whilst the Breach of Security is investigated and remedied.

9.9 [bookmark: _Toc76038328]Tier 2 Incidents – security breaches
9.9.1 Tier 2 incidents are security breaches that stop short of having the potential, or actual serious consequences for an individual or group of Customers.  These can be (but are not restricted to) incidents where:
a) The Supplier and/or the DCA discloses personal data to an unauthorised third party but the potential effect on the Customer is low. (For example, letter incorrectly addressed and opened by family member.) 
b) The DCA uses email to correspond to a Customer without HMRCs authorisation.
c) An employee of the Supplier or DCA makes unauthorised access to Customer data on a personal or company issued laptop outside their secure office environment.
9.9.2 HMRC requires the Supplier to have a robust escalation process for any part of their Supply Chain to notify them of incidents immediately and in any event within 1 working day of identifying the incident. In all circumstances (that is to say whether the incident arises with the Supplier or their Supply Chain), the Supplier must: 
a) Notify the nominated person(s) in HMRC by telephone or email within 1 working day of becoming aware of the T2 incident, see also Call Off Schedule 14.  Where the incident arises in the Supply Chain, the notification period is within 2 working days from it being identified in the Supply Chain and not from when it is reported to the Supplier, see also Call Off Schedule 14. 
b) Provide a full or interim incident report (where further investigation is required) within 2 working days of the T2 incident, see also Call Off Schedule 14.
c) Where further investigation is required, provide a full and final report within 5 working days of the T2 incident or exceptionally if a later date is discussed and agreed with the buyer, see also Call Off Schedule 14
d) The report needs to detail the events that led to the incident, the mitigating actions taken, and any lessons learnt.

9.10 [bookmark: _Toc76038329]Tier 3 Incidents – service disruption
9.10.1 Tier 3 incidents are typically defined as an occurrence or event that disrupts service delivery or affects a Customer in a way that stops short of it being considered a Tier 2 incident.

Examples of Tier 3 incident could include (but is not restricted to): 
· IT hardware issues prevent inbound Customer contact at a DCA. 
· A significant increase in the number of abandoned calls at a DCA as reported by Ofcom. 
· DCAs agreeing to payment plans for periods that exceed HMRCs guidance. (This will be a sustained trend rather than a one-off case that emerges.)
9.10.2 HMRC requires the Supplier to: 
a) Report a T3 incident within 3 days of them either identifying the issue or from when it is reported to the Supplier by their Supply Chain, see also Call Off Schedule 14. The Supply Chain is required to report the incident to the Supplier immediately or within 6 hours of them becoming aware of it.
b) Ensure that the report details the events that led to the incident, the mitigating actions taken, and any lessons learnt. 
c) Provide a full or interim incident report (where further investigation is required) within 5 working days of the T3 incident or exceptionally if a later date is discussed and agreed with the buyer, see also Call Off Schedule 14.
d) Provide a full and final report within 10 working days of the T3 incident (where further investigation is required) as per Call Off Schedule 14
Incident Reporting summarised below:
	Tier
	Notification
	who
	Interim Report
	Full Report

	Tier 1 – serious security breaches.
	24/7: No later than one hour of becoming aware of the incident
	Supplier/DCA
	
	Within 3 working days of HMRC confirming that HMRC is content that all follow up and mitigating actions have been taken by the Supplier.


	Tier 2 – security breaches
	Within 24 hours of becoming aware of the incident
	Supplier/DCA
	Within 2 working days of the incident
	Within 2 working days of the incident or 
Where further investigation is required within 5 working days of the incident.

	Tier 3 – service disruption
	within 24 hours of them identifying the issue
	Supplier/DCA
	Within 5 working days of the incident
	Within 5 working days of the incident or 
Where further investigation is required within 10 working days of the incident.

	SLA for Tier 1 Incidents. Tier 1 Incidents must not exceed 1 per rolling 12-month period

	SLA For Tier 2 and Tier 3 incidents: For Tier 2 or Tier 3 incident categories the number of these arising must not exceed 60 in any 12-month rolling period across the Supplier and DCA Panel. This must be reported as a rolling average in monthly MI.





9.11 [bookmark: _Toc76038330]Consequential Losses
9.11.1 [bookmark: _Ref354499088][bookmark: _Toc366744028][bookmark: _Toc382920831][bookmark: _Toc383017955]The Supplier acknowledges that HMRC may amongst other things recover from the Supplier, the following Losses (which shall not be considered indirect Losses) incurred by HMRC to the extent that they arise as a result of a Customer complaint or Default by the Supplier under this Call-Off Agreement:
a) any additional operational and/or administrative costs and expenses incurred by the HMRC, including costs relating to time spent by or on behalf of HMRC in dealing with the consequences of the Default;
b) any wasted expenditure or charges;
c) the one-off costs of procuring Replacement Services for the remainder of the Term and/or replacement Deliverables;
d) any compensation or interest paid to a third party by HMRC that: 
has been determined by a Court or other regulatory body; or 
HMRC was contractually obliged to pay; or
is an ex-gratia payment (not exceeding £500 for worry and distress) made pursuant to the Complaints Process; or 
is evidenced out of pocket expenses paid pursuant to the Complaints Process; or
was agreed by the Supplier







10 [bookmark: _Toc76038331]Managing the Collection Service and the Supply Chain

10.1 [bookmark: _Toc76038332]DCA Panel Management
10.1.1 The Supplier will be required to employ a panel for HMRC which is sustainable; has the right capabilities to effectively collect HMRC’s debt in line with HMRC’s standards and values; and has the capacity to manage the flow of debt placed by HMRC. 

10.1.2 The Supplier must provide advance notice of any changes it requires to the DCA panel and seek HMRCs approval as per para 2.3.1

10.1.3 Both the Supplier and any appropriate part of its Supply Chain must be capable of receiving or achieving financial accreditation and delegations.

10.1.4 The Supplier must have a robust communication policy, that includes two-way end to end communication with HMRC and the DCAs.

10.1.5 The Supplier must have, and utilise, tools for monitoring the quality of the DCAs performance.

10.1.6 The Supplier must have, and utilise, tools such as Risk registers, action logs, generic mailboxes etc.

10.1.7 Should a DCA Subcontractor elect to exit the Suppliers HMRC Panel, the Supplier must notify HMRC via the Change Process, and:    
a) Provide an exit plan which must be agreed by HMRC
b) Manage the exit of that DCA to completion and the satisfaction of HMRC
c) Take any appropriate steps as required by HMRC to minimise and de-risk impacts on the Customer Journeys

10.2 [bookmark: _Toc76038333]Supplier Quality plans 
10.2.1 The Supplier must have (and HMRC to be sighted on) documented Quality Plans for their end to end processes.

10.2.2 Supplier is required to share how they will assure against their quality plans.

10.2.3 Supplier must assure the DCAs against the Suppliers Quality Plan and standards and HMRC to be sighted on the results of those assurances.

10.2.4 The Suppliers Quality Plan must be available for review on request, at the Performance Meeting or during an assurance visit to the Supplier.

10.2.5 The results of assurance against the Suppliers plan must be provided in the Monthly Performance pack.

 
10.3 [bookmark: _Toc76038334]Supplier Monitoring and Assurance Regime
10.3.1 HMRC will take continuous primary assurance from the Supplier for the compliance of its Supply Chain against the Delegations given see para 2.4.5 above.

10.3.2 The Supplier must conduct an Annual on-site assurance visit to the DCAs in accordance with HMRC delegation’s assurance requirements.  Key assurance elements must include:
· In date Insurance indemnities.
· In date Data Protection Certification.
· FCA regulated permission / authorisation.
· In date PCI DSS certification.
· In date and within scope ISO27001 certification.
· Business structure.
· Recruitment and training.
· Quality Plans, Quality Assurance and incentives.
· Strategy controls and approval processes.
· Operational file and data management, including controls and QA.
· Bespoke letter management.
· Portal activity.
· DCA oversight.
· policies and Procedures.
· OFCOM Compliance.
· Physical security.
· DCA understanding of their delegation and their third -party Suppliers understanding.
· Business Continuity Planning/Disaster Recovery.
10.3.3 Supplier must provide an annual report to HMRC following the onsite visit and there must be one report per DCA.

10.3.4 Follow up activity must be taken on any failings found during the visit to ensure the DCA meets HMRCs requirements. 

10.3.5 The Supplier is required to conduct an Annual on-site assurance visit of its analytics provider(s). Key assurance elements to include but not limited to:
· In date Insurance indemnities. 
· In date Data Protection Certification. 
· In date and within scope ISO27001 certification. 
· Business structure. 
· Recruitment and training. 
· Operational file and data management, including controls and QA. 
· Physical security. 
· An understanding of their delegation. 
· Business Continuity Planning/Disaster Recovery. 
· Incident management.
10.3.6 The Supplier must provide an annual report to HMRC following the onsite visit to the analytics provider(s), with follow up activity being taken on any failings found.

10.4 [bookmark: _Toc76038335]Call and Account Audits: Monitoring and Quality Outcomes
10.4.1 The Supplier is required to conduct the following monitoring and assurance of the DCA’s
Call Listening:
a) On a monthly basis the Supplier must monitor Right Party Contact (RPC) telephone calls on HMRC’s accounts. 
b) HMRC requires a baseline minimum of 100 RPC calls assured to be completed across HMRCs DCA Panel per month, see also Call Off Schedule 14. 
c) Where HMRCs DCA panel exceeds 10 DCAs, then the baseline minimum of 100 RPC must be incremented by 10 calls per month for each additional DCA e.g.:
· A panel of up to 10 DCAs = 100 RPC calls
· A panel of 11 DCAs = 110 RPC calls

10.4.2 The Supplier will have the flexibility to distribute the baseline minimum number of RPC calls assured at each DCA across the panel according to any specific concerns or risks identified.  However, a minimum of 5 RPC calls per DCA must be assured each month. The flexing of the distribution must be done in agreement with HMRC at the beginning of each quarter. 
Account auditing:  
a) On a monthly basis the Supplier must review 5 HMRC accounts per DCA. These could be separate to the RPC call listening audit or in conjunction with it by extending the review of 5 calls to incorporate account activity as per Call Off Schedule 14.
b)  Account activity incudes but not limited to:
· Full Customer journey.
· Account loading.
· Contact strategy adherence.
· Letter issue.
· Payment arrangements.
· Query handling.
· Closures.
      
10.4.3 For their monthly Call and Account Quality audits, the Supplier must ensure that the DCA Panel achieve a minimum standard of 90% where the Supplier has an automated end to end assurance system or 85% where manual assurance is undertaken across the panel, see also Call Off Schedule 14 

10.4.4 HMRC will agree the success factors and metrics for the audit with the Supplier.

10.4.5 The Supplier will be required to provide a monthly report for each DCA on the DCA Panel based on quality and performance for further discussion at the performance meetings. 

10.4.6 The Supplier must be capable of providing or developing an auto system within 12 months of live service to check and assure all accounts and that strategies are being followed. The auto system must have a range of assurance elements, including but not limited to: 
· Accounts loaded in a timely manner.
· Correct strategy followed to include lettering, calls and SMS ensuring no harassment of the Customer.
· Contact with the Customer should a payment arrangement break
10.4.7 The Supplier will be required to conduct follow up activity on accounts failing to meet the assurance requirements.  Lessons learnt and best practice to be incorporated into the monthly pack.

10.5 [bookmark: _Toc76038336]Physical Security Visits
10.5.1 Suppliers and key subcontractors will be required to pass HMRCs physical security requirements prior to operating on any premises including the expansion of the current premises. HMRC checks will Include but are not limited to ….
· The surrounding environment.
· The structure of the building.
· The internal and external security.
· Accesses to the building.
10.5.2 Suppliers and key subcontractors will be required to pass HMRCs physical security requirements prior to operating on any premises at the point of:
· Service Set Up.
· As part of Onboarding during the lifetime of the Contract.
· Expansion in their current premises.
· A move to a new location.

10.6 [bookmark: _Toc76038337]HMRCs on site and remote assurance of DCAs
10.6.1 HMRC will require access both onsite and remotely to all DCAs to assure their account activity and related accounting activity, including but not limited to call recordings, to ensure processes are being delivered and to the required standards. HMRC will issue an assurance timetable on a quarterly rolling basis.

10.6.2 A report will be provided by HMRC and a Reb/Amber/Green (RAG) status given once the assurance activity is complete. The minimum would be an annual assurance, but the RAG status will dictate the frequency of HMRCs assurance activity throughout the year which will normally follow:
· Green – annual assurance activity.
· Amber – quarterly activity until a green status is achieved.
· Red – this may result in no further placements and require immediate remediation activity. 
 
10.6.3 Where there has been a red RAG status, HMRC Assurance activity will continue on a monthly basis until mitigating action(s) has been completed and the status has returned to amber.

10.6.4 The Supplier acknowledges that notwithstanding this para 10.6 HMRC reserves the right to visit any part of the Supply Chain at any time if it has reason to do so.

10.7 [bookmark: _Toc76038338]HMRCs Assurance of the Supplier
10.7.1 To ensure that the Supplier is delivering its obligations as set out in the delegations, HMRC will carry out bi-annual audit and assurance activity of the Supplier to include, but not limited to:
· Service. 
· Business processes. 
· Data/physical security.

10.7.2 A report will be provided by HMRC and a Reb/Amber/Green (RAG) status given once the assurance activity is complete. The minimum would be a bi-annual assurance, but the RAG status will dictate the frequency of HMRCs assurance activity throughout the year which will normally follow:
· Green – bi-annual assurance activity.
· Amber – quarterly activity until a green status is achieved.
· Red – Monthly assurance activity.

10.7.3 Where there has been a red RAG status, HMRC Assurance activity will continue on a monthly basis until mitigating action(s) has been completed and the status has returned to amber.

10.7.4 The Supplier acknowledges that notwithstanding this para 10.7 HMRC reserves the right to visit the Supplier at any time if it has reason to do so.

10.8 [bookmark: _Toc76038339]Outcomes and Issues impacting a Delegation
10.8.1 Where an issue arises affecting the delegation’s conditions HMRC will work with the Supplier for a reasonable period to gain resolution.

10.8.2 If an issue cannot be resolved, HMRC reserves the right to revoke a delegation where the conditions of the delegation are not met.  

10.8.3 A delegation can be revoked with immediate effect at any time where the Commissions consider it reasonable and proportionate to do so.

10.9 [bookmark: _Toc76038340]Reporting and Management Information – summary table of reports

10.9.1 The Supplier must issue all management information and reports as per the timeframes specified in this Schedule 20 

	Report title
	Purpose
	Frequency
	Format
	Method
	Req Ref

	Weekly Remit Report
	to support the month end reconciliation of invoices and the incoming weekly CHAPS payments.   
	weekly
	table
	Email 
	7.10.1

	Cash and Commission Report per invoice
	To reconcile against the payment files received in the month
	Monthly
	Excel
	SDES
	7.11.6

	Weekly Recoveries
	Breakdown of the recoveries by debt type and tranche
	Weekly
	Excel – HMRCs’ template
	Email – password protected
	9.4.1

	Payment Arrangements per DCA
	Breakdown of Payment Arrangements per DCA per month profiled payment plans monthly expectation of recoveries
Snapshot of what’s currently in TTP, DCA, tranche HPOD and then a profile for the next 36 months
	Monthly 
by working day 5
	Excel - HMRCs Template
	Email – password protected
	9.4.2

	Spend Forecast
	Annual spend forecast updated each month
	Monthly 
by working day 5
	Excel
	Email – password protected
	9.4.3

	Report on Tier 1 Complaints in the month
	Part of the Monthly Management Information Pack
	Monthly 
by working day 5
	Suppliers format
	Email – password protected
	8.2.5 /8.3.2 (h)

	Report on Tier 2 Complaints in the month
	Part of the Monthly Management Information Pack
	Monthly 
by working day 5
	Suppliers format
	Email – password protected
	8.2.5
8.4.2 (b)

	Report on the number of open and closed incidents in the month
	Part of the Monthly Management Information Pack
	Monthly 
by working day 5
	Suppliers format
	Email – password protected
	9.5.5

	Monthly Outcomes as per 9.5.3
	Part of the Monthly Management Information Pack
	Monthly by working day 5
	Suppliers format
	Email – password protected
	9.5.3

	Monthly Performance against SLAs and continuous improvement activity

	Part of the Monthly Management Information Pack
	Monthly by working day 5
	Suppliers format
	Email – password protected
	9.5.6

	inbound calls & abandoned call per DCA
	Part of the Monthly Management Information Pack
	Monthly by working day 5
	Suppliers format
	Email – password protected
	6.3.9

	Average time to answer calls
	Part of the Monthly Management Information Pack
	Monthly by working day 5
	Suppliers format
	Email – password protected
	6.3.10

	Change/Variation Status – progress on agreeing variations and delivering the change
	Part of the Monthly Management Information Pack. 
	Monthly by working day 5
	Suppliers format
	Email – password protected
	13.1.6

	Supplier Monitoring and Assurance Report (DCA)
	Reporting results per DCA from annual onsite visit.
	Annually per DCA
	Suppliers format
	Email – password protected
	10.3.3

	Supplier Monitoring and Assurance Report (analytics provider)
	Reporting results from annual onsite visit
	Annually
	Suppliers format
	Email – password protected
	10.3.6

	Assurance Activity – reporting the quality findings at DCA level

	Results from the monthly Call and Account audits
	Monthly by working day 5
	Suppliers format
	Email – password protected
	10.4.5



10.10 [bookmark: _Toc76038341]DCA Service Levels
10.10.1 The Supplier will be required to provide HMRC with a summary table of the Service Level Agreements agreed between the Supplier and the DCA’s to deliver The Service to HMRC.  

10.10.2 An updated copy of the summary table must be provided to HMRC should any SLA’s change.

11 [bookmark: _Toc76038342]Service Set Up and Onboarding
11.1 [bookmark: _Toc76038343]Supplier and DCA onboarding
11.1.1 To enable the Supplier to obtain Delegations and financial accreditation and an understanding of their obligations in onboarding the DCA panel, the Supplier and their onboarding/project team personnel must attend HMRC On-Boarding events as required by HMRC.

11.1.2 HMRC onboarding events will introduce the core HMRC processes and enable the Supplier to obtain Delegations and financial accreditation and gain an understanding of their obligation in onboarding the panel and the requirement for them to provide the panel with full access to the relevant information to deliver HMRC services in line with delegations.

11.1.3 HMRC will also provide to the Supplier a Call Handlers Guide which will support the Supplier and DCAs to manage their contact with Customers, this guidance must be followed.  The Call Handlers Guide may be updated from time to time by HMRC and any updates must be passed through to the DCAs by the Supplier within 5 working days to ensure they are following the most up to date guidance.

11.1.4 Onboarding events will be delivered in accordance with the agreed Implementation Plan.

11.2 [bookmark: _Toc76038344]Implementation Plan Changes
11.2.1 As per Call Off Schedule 13 section 3.3 changes to agreed milestones will be made in accordance with the Variation and Change Control Procedure.  Any changes during the Implementation Period must be managed through the Fast Track process and will not count towards the annual Fast Track allocation. 

11.3 [bookmark: _Toc76038345]Supplier Training (for HMRC)
11.3.1 The Supplier will be required to provide a demonstration of its Buyer Portal to include case management and query handling to HMRC. 

11.3.2 The Supplier will be required to provide training and guidance as per the Framework Specification on the Supplier system (s)/Buyer Portal to HMRC’s nominated personnel, training to be delivered in locations agreed between the Supplier and HMRC.
  
11.3.3 The Supplier will be required to provide appropriate guidance manual(s) to support HMRC’s use of its system (s)/Buyer Portal.

11.3.4 The Supplier products and training must be delivered in accordance with the agreed implementation plan

11.4 [bookmark: _Toc76038346]Physical Security Checks at onboarding
11.4.1 Physical security checks will be completed at onboarding as part of Service Set Up as per the agreed implementation plan see also para 10.5.

11.5 [bookmark: _Toc76038347]Assurance Activity following Onboarding and Controlled Go Live
11.5.1 HMRC will conduct up to 4 DCA assurance visits per DCA in the 9 months following receipt of the first debt placement by each DCA. This is to ensure that our processes are correctly and fully embedded within each DCA organisation - following the last onboarding assurance visit the DCA will receive its first RAG status. 

11.5.2 HMRC will conduct up to 4 assurance visits on the Supplier in the 9 months following receipt of the first debt placement to ensure the end to end processes are embedded – following the last onboarding assurance visit the Supplier will receive its first RAG status.

11.5.3 HMRC will issue an Onboarding Assurance Timetable for both the Supplier and the DCA's as part of the implementation planning. 

11.6 [bookmark: _Toc76038348]Collection and Contact Strategies
11.6.1 Supplier must quality assure letters and collection and contact strategies provided by the DCA Panel and provide these for approval to HMRC prior to commencement of live service.

11.6.2 Supplier will be required to provide these and HMRC to have approved as per the implementation plan by the agreed milestone.

12 [bookmark: _Toc76038349]Operations Manual

12.1 [bookmark: _Toc76038350]Creating the Operations Manual
12.1.1 As per the Framework Specification, the Supplier is to create an Operations Manual to reflect the operational processes undertaken between HMRC and the Supplier, that Operations Manual to be version controlled.

12.1.2 The Operations Manual will be jointly owned by the Supplier and HMRC but managed and updated by the Supplier.

12.1.3 The content of the Operations Manual is to be agreed between the Supplier and HMRC during implementation and delivered prior to controlled go live.

12.2 [bookmark: _Toc76038351]Change to the Operations Manual
12.2.1 The Supplier must ensure that changes and updates to the Operations Manual are done following any agreed changes made via the Change/Variation process and any agreed Requests for Operational Change.

12.2.2 To ensure that the Operations Manual remains current, The Supplier must regularly review it for updates and in any case at least once each quarter and provide HMRC with a draft version of the next iteration for review and sign off.  

12.2.3 The Supplier must share with HMRC a copy of its most up to date version of the corresponding guidance to its DCAs to support HMRCs assurance of the Commissioners Delegations

13 [bookmark: _Toc76038352]Variation and Change Control Process
13.1 [bookmark: _Toc76038353]Change Delivery General
13.1.1 The Supplier must ensure that 75% of all change request impact assessments are delivered to contractual timelines unless otherwise agreed in writing with HMRC and that each impact assessment is delivered to an acceptable standard for HMRC sign off. 
An Impact Assessment must include as a minimum:
· the Supplier’s solution for the change/variation and where the solution is complex The Supplier to provide a Service Solution Document;
· details of any impact on the contract;
· details of any impact on the service;
where there is a cost to the Buyer, an estimate of the maximum costs to deliver the change;
· detailed breakdown of any costs to deliver the variation;
· detailed breakdown of any ongoing costs for the service as a result of the variation;
· an implementation plan where appropriate Including as a minimum:
0. timeline for overall delivery;
0. each key delivery activity;
0. as a minimum one Milestone marking the delivery of the change & the Buyers Milestone Acceptance Criteria 
· any other information the Buyer may reasonably request in the Variation form; 
· details of any impact on security and/or GDPR provisions; and 
· [bookmark: _GoBack]confirmation that the Variation is not outside the scope of the Contract Notice
13.1.2 In addition to the service described in those schedules, HMRC also requires the following:
a) Implementation Plan: Where exceptionally, The Supplier finds it essential to amend the Implementation plan following agreement of the proposed Variation/Change, The Supplier must seek agreement with HMRC to make an amendment and HMRC acting reasonably will consider the request. 
b) Implementation Plan: Where exceptionally HMRCs delivery date changes following the agreed Variation/Change, HMRC will notify The Supplier as soon as possible and agree any necessary amendments to the Implementation Plan with The Supplier. 

13.1.3 Where HMRC and the Supplier have agreed a Variation/Change to the Contract, following the procedure set out in Joint Schedule 2 the Supplier shall update The Contract by the end of the month following sign off of the agreed variation/Change.

13.1.4 Where there are changes in law (General or Specific) which impact on the Supplier’s ability to deliver the Contract, The Supplier must submit a timely Variation/Change and Impact Assessment to ensure that there is minimal impact on HMRC as a result of the change as per Core Terms 24.5 and 24.6. For example, a change of this nature may impact other Call Off Contracts, where this is the case, The Supplier must not delay delivery of the Variation/Change and must progress the impact assessment in accordance with The Contract timelines unless otherwise agreed by HMRC. 

13.1.5 HMRC requires the Supplier to provide monthly Management Information which specifically tracks the progress and status of Variations/Changes before and while they are implemented. The frequency and format of this MI provision is outlined at para 10.9 above.

13.1.6 The Supplier shall provide full access to its change management personnel relative to each Variation/Change to ensure both the Supplier and HMRC can work in partnership to support a timely delivery. 

13.1.7 The Suppliers change management personnel must develop and sustain expertise specific to The Service provided to HMRC, to consistently ensure that HMRCs potential future needs are considered, and HMRC requirements are fully understood when a Variation/Change is required.  
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