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1. Introduction 
 

This document sets out the core policies and standards for common data items in the 
Home Office family. The Home Office data standards were recommended by the HO 
Data Strategy whose vision as follows has been agreed by the Home Office Executive 
Management Board: 

 
 
 

Consequent to the Data Strategy, these data standards have been agreed by the Home 
Office Business Design Authority and Technical Design Authority and should be adopted 
when developing implementation standards for data exchange between systems, 
creating data and validating data.  
 
The Home Office Data Standards:  
 

 are for data in motion and should be used to inform the design of integrations 
between systems.  
 

They: 
 

 are not a data model 
 are not required for data at rest1 
 are not intended to be retrofitted to legacy databases 
 do not apply to the way data is displayed in user interfaces 

 
This policy does not intend to create a standard for all data items used across the Home 
Office, nor does it attempt to build a universal data model. Rather, it seeks to prescribe 
basic commonality in order to enable the creation of data models, standards, systems 
and services that are interoperable by default. It specifically relates to data which are 
most likely to be commonly exchanged and which can be expected to assist in sharing 
and matching.  
 
The standards are mandatory for HO funded and maintained systems and strong defaults 
for organisations whose systems are part of the Home Office family (including agencies). 
Pragmatics and common sense dictate that these standards will provide greater 

                                            
1
 However, where applicable, the standards should be used in the development of new systems and 

applications. 
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commonality and therefore greater interoperability, delivering significant value when put 
into practice across the Home Office family by all who wish to share data.  
 
The Home Office Data Standards have been developed against the Person, Object, 
Location, Event (POLE) model with the intention that data within the Home Office family 
is not only standardised under these terms but also able to be linked. Thus it should be 
possible to link together any Person, Object, Location or Event element in any 
combination. See Chapter 3 for further information on POLE. 
 
The standards will undergo quarterly assessment to ensure they strike the right balance 
between prescriptiveness and flexibility.  
 
Using the data standards 
 
This document seeks to provide guidance and a pragmatic toolset. Promoting 
commonality of data attributes and representation, aligned to GDS standards and, by 
extension, internet standards, which supports the development of detailed, actionable 
standards and specifications in diverse business areas. The more closely a standard or 
project can come to fully incorporating these recommendations for data exchange within 
their area of concern, the more likely it is that governed systems will be able to both 
provide and consume useful services within the department and, ultimately, across 
government and beyond.  
 
The HO Data Standards clearly acknowledge Open Standards as advocated by the 
Cabinet Office. The Phase 1 standards came into force from their sign off at the Business 
Design Authority (27 March 2014) and subsequent agreement by the Technical Design 
Authority. Deviation from the Data Standards should be by exception only as agreed by 
the HO TDA via the appropriate governance mechanism. 
 
The HO Data Standards are being developed in phases by a cross-department technical 
working group drawn from: 
 

 Digital and Data Team (Corporate Services) 

 HOT Data Architecture Data Architects 

 Immigration / IPT Information and Technical Architects, and Business Rules 

 Border Force Information Architects 

 HMPO Technical Architects 

 Police ICT Information Architects 

 HO Digital Exemplars 

 Government Digital Service (CO) 

 Office of the Chief Technology Officer (CO)  
 
The data standards are explicitly intended to promote a common understanding of key 
data items by supporting projects and developers in their data choices, thereby 
increasing interoperability, the ability to match data, the assessment of data quality and 
ultimately encourage convergence of system implementations. Different domains 
(Borders; Immigration; Security; Police and Crime; Civil) will likely wish to establish 
shared data standards to build on this intentionally limited number of core HO-wide 
standards.  
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Delivery 
 

 The Phase 1 standards were developed February to March 2014. The standards were 
agreed by the HO Business Design Authority on 27 March and by the Technical 
Design Authority on 1 April 2014. 

 

 The Phase 2 standards were developed May to June 2014. The standards were 
agreed by the HO TDA on 22 July 2014 and the HO BDA [tbc]. 

 

 Work on the Phase 3 standards will commence in Q3 2014 and will focus on data 
sharing with other government departments. We are currently engaging with a cross 
Departmental Data in Motion Working Group and thus far it seems the HO has a lot to 
offer to this group. We will endeavour to standardise our POLE approach across 
Departments and add key OGD data sets, enabling the linking of such objects as NI 
Numbers and Licences plates to a specific person etc. 

 
The up-to-date list of HO data standards agreed by the TDA can be found in Chapter 7. 
This is the version of the standards that should be used in conjunction with the HOFF 
dictionary and standardised reference data lists. Background information on the 
development of the standards during phases 1 and 2 can be found at annexes A and B 
respectively. 
 
The data standards policy will continue to evolve and be refined by further elaboration in 
the subsequent development phases and in light of any feedback received as projects 
begin to actively engage and test the standards. 
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2. Scope 
 

The policies and standards in this document apply specifically to messages exchanged 
between systems: data in motion. These may inform system implementation, but this 
document focuses on inter-system communication with an assumption that data will in 
future designs be stored against these standards for non-legacy databases. 
 
The following is a useful summary of the applicability of the policies and standards in this 
document: 
 

 data in motion: standards apply 

 data at rest: using standards reduces translation effort for communication 

 data in user interfaces: work according to user research and with developers writing 
code to use the standards internally where beneficial, and externally for all data 
produced; reinforcing data quality at source. 

 

Relationship to existing standards 
 
It is important to recognise that detailed standards exist in different domains in the Home 
Office, most notably the HOFF standard developed in the Borders and Immigration 
domains. In its restructured form, the HOFF will provide the detailed standard for 
messaging between many systems in the department. However this may not be the case 
in all areas, and other government departments can be expected to define separate 
messaging implementations.  
 
There will be ongoing work to identify existing business domain standards, develop a 
clear relationship between those standards and the HO Data Standards (establishing the 
primacy of the latter) and aligning as required. The general policies and standards 
documented here should be followed and included by implementation standards, thereby 
ensuring a base level of interoperability between data exchange approaches across the 
department family.  
 
In the interim, ensuring that the HOFF implements and includes the policies and 
standards documented here will increase the likelihood of sensible and useful 
interoperability.  Together the HO data standards, restructured HOFF and associated 
standardised reference data lists seek to create improved standardisation between 
systems so that data can be exchanged with minimum friction and maximum familiarity.  
 
Thus, existing work in data transfer standards will be brought into alignment with this 
work to form part of a cohesive package. 
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3. Home Office Data Standards: Rationale  
  
The Civil Service and Public Sector is transforming. Technology, especially consumer 
technology, changes are driving a keen sense of how things can be different. We must 
harness this momentum for change to deliver better for the public.  
 

What is the business benefit of introducing HO-wide standards? 
 
There is an increasing awareness that the true value of IT systems is the data that they 
process. Data is both the input raw material and the finished product of information 
processing. The greatest value is realised when data are combined to generate new 
information and insights. Previously the approach to getting access to this value was to 
attempt storage and processing of all data in monolithic systems. However, the sheer 
scale and variety of data quickly rendered this an intractable problem. 
 
Following the example of the Web, it has become clear that decentralised processing and 
storage of data, with clear standards and protocols for information exchange, both makes 
the question of scale tractable and creates enormous value. 
 
The Department (and Government as a whole) stores and processes significant amounts 
of data, which is distributed across many heterogeneous systems, making it difficult to 
access, compare and combine. To take an analogy from the electricity grid, it is a 
resource which is much more valuable when standardised, interoperable and shared. In 
the early days, electricity was a scarce resource, leading to private generators and 
competing standards. Now that the grid is ubiquitous, any appliance can be connected, 
nationwide, using standards for voltage, current and plug design. 
 
In the same way, IT systems are now no longer scarce and expensive. On the contrary 
they are commonplace and increasingly inexpensive, meaning that proprietary standards 
have become a barrier to value. Mass standardisation to facilitate interoperability across 
the board is imperative. 
 
Why use the POLE model? 
 
The POLE model originated in Policing. It separates data into four broad categories - 
Person, Object, Location and Event. This model has proved successful in Policing and is 
extensible to the rest of the Department family because it provides categories of 
commonly exchanged information that contain atomic building blocks for composing 
messages that convey meaningful data.  
 
All data of significant value in the Home Office can be described in terms of P, O, L, E. 
Thus, the model provides a natural framework for classifying entities across the Home 
Office, allowing business domains to vary the emphasis placed on each element. For 
example, UKVI is especially Person- and Event-centric whilst Border Force, in dealing 
with passengers and freight, will place greater significance on Person and Object data. 
As it is both well known and easy to understand, adopting the POLE model will allow data 
to be more intuitively classified across the Home Office. 
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Why implement these data standards? 
 
Attempting to fully describe all data in a single data model would not deliver sufficient 
value to warrant the effort required. Therefore, the objective of these standards is to 
create an appropriate level of commonality that: 

 informs the design of detailed standards, and  

 ensures that the design and development of IT systems converges.  
 
The quarterly assessments will further consider and refine the standards to ensure they 
continue to provide the appropriate breadth and depth of coverage. 
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4. Home Office Data Standards: A Real Example 
 
In creating standards and policies it is helpful to have a known real-world example as a 
reference point. This provides both evidence for the validity and viability of the approach 
and a concrete example to use as a metaphor to help understand the scope and intent of 
this document. 
 
A useful and well-known analogy in this case is Email. Email is a data item that many 
different systems produce and consume. Servers and clients are available from many 
different vendors (e.g. Exchange, Outlook, Gmail, Thunderbird, Yahoo, etc.). 
Each email system stores data at rest differently, offers a different feature set, is built by 
a different vendor and may be implemented using different technology. However, thanks 
to standards, when it comes to data in motion any compliant email client can 
communicate with any compliant email server. 
 
This is because the data structures, message formats and interface implementations all 
meet core standards for Internet messaging. Some products choose to extend the 
standards, for example adding custom headers to messages, but providing the core is 
there, any client or server can talk to any other server or client. 
 
In the same way, this standard seeks to create core commonality between systems. The 
core requirements can (and should) be extended as necessary in order to meet the 
diverse needs and purposes of each business area, however having a core of standards 
ensures that any compliant system can exchange data with any other compliant system. 
 

Case studies 
 
The following examples demonstrate the value that could be realised through improved 
automated data exchange to support business processes and decisions. 
 
Suspect passports: Presently, HMPO uses a daily extract to inform all partners of known 
suspect passports, introducing a risk of an individual being incorrectly allowed to travel. If 
instead HMPO systems were able to automatically inform all partners, such as Border 
Force and Police, of known suspect passports, this could increase timeliness and reduce 
the risk of incorrect decisions being made.   
 
Vehicle/driver information: Police mobile devices cannot directly query the DVLA. By 
enabling the DVLA to provide real-time access to driver and vehicle information and PNC 
to provide access to number-plate hotlists, Police forces would be able to query up-to-
date information via mobile devices at the roadside. 
 
Overstayers: Relevant parties are not automatically informed when an individual‟s 
permission to remain in the UK has expired but they have not left the country. Combining 
data from exit checks, Visas and Immigration and Border Force would allow for clear and 
timely identification of such person‟s. 
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5. Home Office Data Standards: Implementation 
 

There are four distinct areas of importance when considering data exchange: 

 Reference data values e.g. gender, nationality 

 Data format/domain e.g. date, time 

 Message building block structures: entities and attributes, such as Person or Name 

 Semantics: a given field name has a meaning or purpose, which may vary for each 
type of containing block. 

 
These four areas should form the core of all detailed data standards implementation 
across the organisation. Reference data will be primarily addressed through a reference 
data management (RDM) system and maintained under a separate governance 
framework. The ListPoint RDM product is currently under consideration for this. As a 
result, whilst a high level overview of reference data is provided in the next chapter, this 
document focuses primarily on the latter three areas: data formats, message building 
block structures and the semantics of data attributes. 
 

 
Field data formats 
 
The term micro-standard is used to refer to small components of a standard that ensure 
interoperability at a detailed level. For example the format of a National Insurance 
number, or the character encoding used to represent text. This is important as it allows a 
system to make valid assumptions about how to interpret data provided in any message.  
 
 

Base standards 
 
The following base standards underlay the data standards and are assumed in all 
ongoing integrations: 
 

 HTTP(S) + URLs 

 JSON message format, or XML where this is the norm 

 UTF8 encoding 
 
 

Field format micro-standards  
 
The term "micro-standard" is used to refer to standards around the formats of the values 
in individual data fields: 

 
 Text field lengths: whilst less of an issue for more recent technologies it seems 

sensible to agree on reasonable maximum lengths. These can be varied by 
agreement within the relevant governance process, but provide sensible working 
parameters. Detailed standards should look to define workable values for their area 
and, where necessary, offer strategies for dealing with data received by systems 
unable to hold the full length. 

 Numbers: integer or decimal format. 

 Dates: ISO 8601 as per xs:date and xs:datetime (YYYY-MM-DD, YYYY-MM-
DDThh:mm:ss+00:00, or YYYY-MM-DDThh:mm:ssZ). If recording a time it is 
recommended that time zone is included to avoid doubt. If no time zone is recorded, 
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UTC is assumed. JSON does not currently define a date format, so it is important that 
dates are reliably represented for parsing. 

 Times: ISO 8601 as per xs:time (hh, hh:mm, hh:mm:ss). JSON does not currently 
define a time format, so it is important that dates are reliably represented for parsing. 

 Duration: ISO 8601.  P[n]Y[n]M[n]DT[n]H[n]M[n]S or P[n]W (whereby [n] is replaced 
by the value for each of the date and time elements that follow the [n]). For example, 
“P5Y2M6DT10H15M10S” would represent a duration of “five years, two months, six 
days, ten hours, fifteen minutes and ten seconds”. 

 Time intervals: ISO 8601; the intervening time between two time points. The amount 
of intervening time is expressed by a duration. The two time points (start and end) are 
conveyed by either a date and time or just a date.Time intervals can be articulated in 
one of the following ways:  

o Start and end, such as "2005-10-10T08:30:00Z/2007-05-12T11:00:00Z" = 
<start>/<end> 

o Start and duration, such as "2005-10-10T08:30:00Z/P1Y7M2DT2H30M" = 
<start>/<duration> 

o Duration and end, such as "P1Y7M2DT2H30M/2007-05-12T11:00:00Z" = 
<duration>/<end> 

o Duration only, such as "P1Y7M2DT2H30M", with additional context 
information = <duration> 

 Reference values: standardised reference data (e.g. country code) 

 NI number: HMRC standard (includes a checksum component) 
 

 
Message building blocks and HTTP payload types 
 
If HTTP is being used to integrate systems, then a URL may refer either to an individual 
POLE object or to an aggregate piece of content containing multiple POLE objects. 
 
If messaging is being used to integrate systems, then messages may be composed of 
"blocks" of a certain POLE data type, aggregated together, in the style of HOFF. The 
HOFF currently offers a large number of possible building blocks beyond those POLE 
types required by these data standards. These additional types may be included in the 
future. 
 

 
Denormalisation 
 
During the process of creating this document, we agreed a principle for making pragmatic 
decisions on when to bring logically separate data together in a single message. It is 
included here to help guide implementation designs: 
 

 If the answer to your first request always leads you to make a subsequent request 
for logically separate data, it makes sense to denormalise as it is more expedient 
to put the two pieces of information in the original answer rather than maintain 
strict logical separation.  

 For example, if the first question is “has this passport expired?” and the answer is 
“yes” it is likely that the follow-on question would be “when did it expire”? To which 
the answer would be e.g. “2014-03-15”. In such cases, it would seem sensible for 
the response to (1) provide an answer as to the validity of the passport and (2) 
provide the associated date or time period. Thus the question and answer would 
become: (Q.) "has this passport expired"? (A.) "yes, on 2014-03-15". 
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6. Reference Data Management 
 
Reference data lists will be maintained using a reference data management tool. The 
Home Office is evaluating the ListPoint2 product which is currently used by the police. 
Until the evaluation is concluded the reference data lists will be maintained in 
Confluence. 
 
In developing the HO Data Standards we identified list values which lend themselves to 
standardisation. 
 
We agreed the following consideration should be made when creating these reference 
data lists: 
 

1. Evaluate the need for a reference data list to determine whether the associated 
values should be confined to a single list. 

2. If there is a need for a reference data list, determine whether it should be a closed 
list or whether it should allow additional values to be added. 

3. If the former, agree the core list (ideally this will apply across the Home Office but 
may be restricted by domain). If the latter, agree the core set of values and allow 
for additional values to be shared or captured. 

 
The following diagram refers. 
 

 
 
 

Where known, the provenance of each reference data list should be stated. This will act 
to confirm where recognised or authoritative standards have already been adopted and 
provide a mechanism for managing changes to list entries over time, e.g. an internally 
modified ICAO nationality list. 
 
Designers of graphic user interfaces will be required to use the standards, e.g. by 
adopting drop-down lists of allowed values to validate data upon capture. This ensures 
data quality at the source of entry. The standards don't specify user-facing text, ordering 
of values, subsets of values or interaction design. 
 

                                            
2
 ListPoint provides strong opportunity for reuse and links to the HO Data Strategy aim to enable sharing of 

data between HO Systems and providing a common or standardised view of HO data. 



V2.0  13 | P a g e  
 

 

Agreed Lists 
 
The following reference data lists were created during phases 1 and 2 of the data 
standards work: 
 
Person 
 

 Gender List: https://collaboration.homeoffice.gov.uk/display/HAT/Gender 
 

 Marital Status (legal) List: 
https://collaboration.homeoffice.gov.uk/display/HAT/Marital+Status 

 

 Person Title List: https://collaboration.homeoffice.gov.uk/display/HAT/Title  
 

We have identified a requirement for approximately 15 additional lists to be created.  
 
In order to drive forward the reference data governance standards, it is proposed that the 
Home Office Data Standards Working Group manage the approval of reference data lists 
for their business domains.  
 
Given the time and resource required to complete this work, we recommend further 
development of the reference data lists be continued alongside that of the data 
standards. 

https://collaboration.homeoffice.gov.uk/display/HAT/Gender
https://collaboration.homeoffice.gov.uk/display/HAT/Marital+Status
https://collaboration.homeoffice.gov.uk/display/HAT/Title
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7. Full list of the HO Core (POLE) Data Standards 
 
This is the complete list of core Home Office Data Standards developed by the Home Office Data Standards Working Group using the POLE 
model. This up-to-date list incorporates all the changes made in each phase of development as well as amendments resulting from 
subsequent review and feedback.   
 
The following reflect the HO-wide level standards for the key data attributes that are commonly used across the whole organisation and thus 
should be used for all business areas. Alongside these core standards there will exist a greater number of standards that are likely to be 
mandatory in some business areas (e.g. UKVI, IE, Borders) but may not apply in others. 

PERSON 
 

The Interpretation Act 1978 defines “Person” as including „a body of persons corporate or unincorporate‟. Thus, for the purpose of the data 
standards, Person means both individuals and organisations. Currently the person attributes relate to individuals. This category may be 
expanded in future to contain both “individual” and “organisation”. It should therefore be assumed that these attributes describe an individual. 
 
We have defined Person as an individual of interest to the business that may be external or internal, e.g. applicants, sponsors, dependants 
and members of staff. 
 

The person data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, Conditional  

or Optional 
Additional Information 

Name 

The name by which an 
individual is known. This must 
contain a given name and 
surname or a full name Mandatory 

A Name structure must contain either one or other of the 
following pairs: “Given Name and Surname” or “Full 
Name and Qualifier”. 
 
In the majority of cases, names will be Given 
Name/Surname, so this can be expected to be the norm.  
 
However, it is important to allow for instances where this 
is not the case, preferably without complicating the 
majority of cases. Hence allowing the option of providing 
a Full Name and Qualifier.  
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Attribute Name Attribute description 
Mandatory, Conditional  

or Optional 
Additional Information 

Given Name 
An individual's first name or 
forename Optional 

May have multiple first names/forenames.  
 
Must be accompanied by a Surname. 

Surname 
An individual's last name/family 
name Optional 

May have multiple last names as in some cultures 
people have more than one surname (this is distinct 
from double-barrelled names).  
 
Must be accompanied by a Given Name.  

Full Name 
Full name by which a person is 
commonly known Optional 

This option should be used if a system can only provide 
a textual “display name”, or in cases where the 
individual comes from a culture that only has single 
names (rather than Given Name and Surname).   
 
Must be accompanied by a Qualifier. 

[Full Name] 
Qualifier 

The qualifier should describe 
the contents of the full name.  Optional 

This is likely to be “single” if the person has only a single 
name or “display” if the source system only holds an 
unstructured text string for the name. Other values for 
this field may be needed, however these two have been 
chosen as a pragmatic starting set of options.  
 
Must be accompanied by a Full Name. 

Title 
Standard form of address used 
to precede a person's name Optional 

A reference data list for Title has been created. 
 
NB Some user research has identified that Title is not a 
valuable field so some newer systems may not include 
this information. However legacy systems may still 
require it. Thus agreement must be reached as to the 
appropriate subset of values. 
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Attribute Name Attribute description 
Mandatory, Conditional  

or Optional 
Additional Information 

Date of Birth 

The date of an individual's 
birth. This will contain one of 
the following: an exact date, a 
partial date or a date range. 

Conditional; if a data of 
birth is used one of the 
three options must be 
used 

The date of birth must be one of the following: 
 
Exact date standard: ISO 8601 date, excluding time. 
Partial date standard: three optional numeric fields: 
Year, Month and Day, representing the available 
components (e.g. Month and Year but no Day). 
Date range standard: Year From and Year To, 
representing a confidence interval, for example where 
the age has been estimated. 

Gender An individual's gender  Optional A reference data list for Gender has been created.  

Nationality 
A nationality held by an 
individual  Optional 

May have multiple nationalities. A reference data list will 
be created to provide values for this field 

Marital Status 
The marital status of an 
individual Optional A reference data list for Marital Status has been created.  
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OBJECT 

 
The general object data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Category The different classes of objects. Mandatory 

Reference data list to consist of documents, vehicles and 
other. The need for other specified object categories will 
be explored through the case studies (may include 
classes of objects such as: freight, containers, evidence, 
corporate assets etc).  

Type 
A grouping of similar objects (a 
sub class of category) Mandatory 

A sub class of category e.g. documents might include 
passports, birth certificate; vehicles might include cars, 
vans etc. A reference data list will be created to provide 
values for this field. 

Identifier 
The object identifier, such as a 
vehicle registration number Optional 

Some objects may not have an identifier so this is not 
mandatory in all cases. 

Subject 
The entity (or entities) 
associated with the object. Mandatory The subject can be a Person, Object, Location or Event.  

 

The document data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Person 
Person(s) associated with the 
document.  Optional 

This should be, or refer to, a 'Person' entity. This would 
normally be one person, as in the case of a passport, but 
may occasionally be two, as in the case of a marriage 
certificate. 
 
The relationship can be implicit in the overall structure of 
a message as well as explicitly linking via this field. 
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Authority 
The authority assuring the 
document.  Mandatory 

This field applies to documents issued by a Home Office 
recognised authority 

Identifier The document identifier.  Optional 
E.g. passport number. Some documents may not have an 
identifier so this is not mandatory in all cases. 

Type The type of document.  Mandatory 
E.g. passport, driving licence etc. A reference data list will 
be created to provide values for this field. 

Validity 
The dates the document is valid 
from and to. Optional 

From: the start of validity, if applicable. 
To: the end of validity, if applicable.  
 
For example, birth, marriage and death certificates don't 
specify end dates. 
 
The date should be in ISO format as specified in the field 
format micro-standards. 

Status 
The current status of the 
document. Optional 

 
Value: describes the current status, such as Valid, Lost, 
and Stolen etc.  Further consideration needed on whether 
to create a single reference data list to provide values for 
this field (as it is likely that the status of a document is 
partly specific to the context).  
Date: the date when this status was applied, if applicable 
and available. For example, the date on which a 
document was reported lost or stolen; this may be 
important for some business processes. Use Transition 
Event Date standard. 
Event: zero or more references to event(s) that provide 
context for the document status. This should be, or refer 
to, an „Event‟ entity. This is useful if a relying party needs 
to request additional information about document history 
in order to make a decision. 
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Issued date 
The date the document was 
issued.  Optional 

This may be different from created date and validity start 
date. A document might be issued on a different day to 
the start of its validity.  
 
The date should be in ISO format as specified in the field 
format micro-standards. 

Controller 
The party responsible for the 
document. Optional Controllers should be referenced by a role and a „Person‟. 

Role 
The role of the responsible 
party. Optional 

The controller role may be as owner, contact, creator, 
authority etc. A reference data list will be created to 
provide values for this field. 

Title The title of the document. Optional 
Dublin Core standard 
http://dublincore.org/documents/dces/; string.  

Description 

Information about the 
document's contents and the 
limitations of use. Optional Dublin Core standard; string. 

Language The language of the document. Optional 

English is the default unless otherwise specified; 
http://tools.ietf.org/html/rfc5646 as the Internet standard 
for language tags. Further consideration needed on 
whether to create a single reference data list to provide 
values for this field. 

 

http://dublincore.org/documents/dces/
http://tools.ietf.org/html/rfc5646
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Protective Marking 
The security classification 
assigned to the document Optional 

This information should be provided if it is available; 
however not all documents will have a protective making, 
therefore this field is optional. A reference data list will be 
created with the following values: 
 
Official; official sensitive; secret; top secret. Though 
official sensitive isn't another classification it does provide 
an alert for official information that requires the 
application of additional handling controls. This will thus 
limit who can have access to the information in such 
documents. 

Format The format of the document. Optional 

Simple string. Use the names of document types (e.g. 
"text/plain", "text/html", "application/pdf", etc) in the Media 
Type definitions from 
http://www.iana.org/assignments/media-types/media-
types.xhtml. Add 'physical' tag / string to these for non-
electronic documents. 
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Representation 
For non-physical (i.e. MIME) 
formats Optional 

Either:  
(1) the actual text should be included inline, according to 
the MIME approach: 
- inline text can be raw text, HTML, etc 
- if binary, e.g. PDF, can be Base64 encoded - flag this 
with a MIME "Content-Transfer-Encoding" field 
- in common with all text in the standards, character set 
must be UTF-8 for any text content 
Or: 
(2) a link or reference to the document, e.g. URL or local 
well-known shared file path, or some app-specific 
identifier. 
 
It is possible to have zero, one or more ("*") 
representations. Thus, format, representation and 
optional location fields could be repeated for multiple 
representations of the same document. 

Location 
The location where the 
document is held. Optional For physical documents only. 

Subject 
The entity (or entities) 
associated with the object. Mandatory The subject can be a Person, Object, Location or Event.  

 

 Case and prefix should be lower case and hyphen separation. 

 Extensions and Clarifications – if clarification is required or you wish to propose an extension, reuse or refer to Dublin Core; if that fails, 
reuse or refer to the Atom Syndication standard: http://tools.ietf.org/html/rfc4287. 
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LOCATION 

 
A physical place of interest to the business. The location data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Name The name of the location Mandatory   

Description 
A textual description of the 
location. Optional   

Organisation 

A reference to the 
organisation(s) sited at the 
location. Optional 

May refer to multiple organisations. Links to a vCard 
standard. 

Identifier 
The location identifier such as 
an airport code. Optional Locations should be referenced by a type and code. 

Type 
The type of location being 
described.  Optional 

A reference data list will be created to provide values for 
this field. 

Code 

A code which uniquely defines 
the location, within the given 
Type.  Optional 

Further consideration needed on whether to create a 
single reference data list to provide values for this field. 
This would be possible for airports but may not be for 
other types of location. 
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Address The address of the location. Optional 

This will follow the vCard standard, using the following 
fields: 
PO Box 
Extended address (flat or apartment number) 
Street address (more than once if necessary) 
Locality (City, Town, Village) 
Region (State or Province) 
Postal code 
Country Name 
Notes: only used to represent addresses where there is 
no formal postal address (e.g. “the track past the second 
field after the butcher‟s shop”). This is used in some 
countries but is not the norm. 

Point 
A geographical point, described 
in a standard format. Optional 

Points should be referenced by a type and data 
appropriate to the standard identified by the type. 
 
A Point will consist of the following fields: 
 
Type: The standard being used, e.g. Ordnance Survey, 
GPS. 
 
Value: this will contain a sub-structure of the attributes 
appropriate to the standard identified by the Point Type, 
e.g. latitude, longitude or eastings, northings. 

Person 
Person(s) associated with the 
location.  Optional This should be, or refer to, a 'Person' entity.  
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EVENT 
 

For events, it is important to realise that there are different types of event, which are quite distinct and are unlikely to be interchangeable. As a 
result, interacting systems should be clear about what they mean by an event, because different types of entity may be referred to using the 
term “event”. As these types of event unlikely to be interchangeable, it is sensible to treat them as different entities, rather than subtypes of a 
common ancestor. Despite having some similar fields, it is not useful to handle them generically. 
 
Transition event 
 
A transition event is a record of a moment it time, where a situation changed from one state to another state, such as business process 
transition “application received, “interview started” or “decision made”. This type of event does not normally have a duration. The transition 
event data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

ID 
An identifier for the specific 
event instance, if relevant. Optional   

Date 
The date (and time if relevant) of 
the event.  Mandatory 

The date (and time if relevant) must be one of the 
following: 
 
Exact date standard: ISO 8601 date. 
Partial date standard: three optional numeric fields: 
Year, Month and Day, representing the available 
components (e.g. Month and Year but no Day). 
Date range standard: Year From and Year To, 
representing a confidence interval, for example where the 
date has been estimated. 
Time:  ISO 8601 time. 
Duration:  ISO 8601 duration. 
Intervals:  ISO 8601 time intervals. 
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Type 
The type of event being 
described. Mandatory 

Values will be provided by reference data, but different 
areas will require different lists. There will not be a single 
list containing all event types. The list used in any given 
situation should only contain values which are applicable 
to that situation. 

Description 
Additional textual information 
about the event Optional 

This may be free text, or describe this specific instance of 
the event type. 

Location 
Location(s) relevant to the 
event. Optional 

Zero or more locations relevant to the event. This should 
be, or refer to, a 'Location' entity. 

Subject 
The entity (or entities) 
associated with the event.  Mandatory 

At least one subject is mandatory, but the nature of the 
subject is flexible. This should normally be, or refer to, a 
Person, Object or Location. 
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Occurrence event 
 
An occurrence event is an unplanned event, typically a period of time, during which something occurred; a riot, for example. This type of event 
will tend to have a duration. 
 

The occurrence event data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

ID 
An identifier for the specific 
event instance, if relevant. Optional   

Date 
The date (and time if relevant) of 
the event.  Mandatory 

Exact date standard: ISO 8601 date. 
Partial date standard: three optional numeric fields: 
Year, Month and Day, representing the available 
components (e.g. Month and Year but no Day). 
Date range standard: Year From and Year To, 
representing a confidence interval, for example where the 
age has been estimated. 
Time:  ISO 8601 time. 
Intervals:  ISO 8601 time intervals. 

End The end date of the event. Optional 

Exact date standard: ISO 8601 date. 
Partial date standard: three optional numeric fields: 
Year, Month and Day, representing the available 
components (e.g. Month and Year but no Day). 
Date range standard: Year From and Year To, 
representing a confidence interval, for example where the 
age has been estimated. 
Time:  ISO 8601 time. 
Intervals:  ISO 8601 time intervals. 
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Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

Type 
The type of event being 
described. Mandatory 

Values will be provided by reference data, but different 
areas will require different lists. There will not be a single 
list containing all event types. The list used in any given 
situation should only contain values which are applicable 
to that situation. 

Description 
Additional information about the 
event. Optional 

This may be free text, or describe this specific instance of 
the event type. 

Location 
Location(s) relevant to the 
event. Optional 

Zero or more locations relevant to the event. This should 
be, or refer to, a 'Location' entity.  

Subject 
The entity (or entities) 
associated with the event. Mandatory 

At least one subject is mandatory, but the nature of the 
subject is flexible. This should normally be, or refer to, a 
Person, Object or Location. 
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Planned event 
 
A planned event is scheduled in advance and typically has a defined date  and may have a duration. For example, an interview. Because this 
type of event is analogous to a calendar event, the iCalendar standard will be used; the standards can be found here 
http://tools.ietf.org/html/rfc5545 . The attributes for this type of event are intended to be easily converted to and from iCalendar fields.  
 
The planned event data attributes identified are: 
 

Attribute Name Attribute description 
Mandatory, 

Conditional or 
Optional 

Additional Information 

ID 
An identifier for the specific 
event instance, if relevant.  Optional Equivalent to UID in iCal. 

Start Date 
The date and time at which the 
event begins. Mandatory Equivalent to DTSTART in iCal. 

End Date  
The date and time at which the 
event ends.  Mandatory Equivalent to DTEND in iCal. 

Summary 
The short event title, as per a 
calendar invitation. Optional Equivalent to SUMMARY in iCal. 

Description 

Additional information about the 
event, as per the body of a 
calendar invitation.  Optional Equivalent to DESCRIPTION in iCal. 

Location 
Location(s) relevant to the 
event. Optional 

Zero or more locations relevant to the event. This should 
be, or refer to, a 'Location' entity. Analogous to 
LOCATION in iCal. 

Subject 
The entity (or entities) 
associated with the event. Mandatory 

At least one subject is mandatory, but the nature of the 
subject is flexible. This should normally be, or refer to, a 
Person, Object or Location. Equivalent to SUBJECT in 
iCal. 

 

http://tools.ietf.org/html/rfc5545
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Annex A 

History of the HO Data Standards: Phase 1 
 

Development of the Phase 1 Data Standards was carried out between February and 
March 2014. The Phase 1 standards were agreed by the HO Business Design Authority 
on 27 March and by the Technical Design Authority on 1 April 2014. 
 
Whilst the Phase 1 standards were developed taking into account the existing HOFF 
work (to ensure, as far as appropriate, projects already implementing HOFF would 
be properly aligned), the HO data standards policy now represents the complete core set 
of agreed HO-wide data standards.  
 
The following sections detail the data attributes and related standards identified in Phase 
1. 
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Person 
 

The Interpretation Act 1978 defines “Person” as including „a body of persons corporate or 
unincorporate‟. Thus, for the purpose of the data standards, Person means both 
individuals and organisations. Currently the person attributes relate to individuals. This 
category may be expanded in future to contain both “individual” and “organisation”. It 
should therefore be assumed that these attributes describe an individual. 
 
We have defined Person as an individual of interest to the business that may be external 
or internal, e.g. applicants, sponsors, dependants and members of staff. 
 
The person data attributes identified are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Name 

The name by 
which an 
individual is 
known. This 
must contain a 
given name and 
surname or a 
full name Mandatory 

A Name structure must 
contain either one or other of 
the following pairs: “Given 
Name and Surname” or “Full 
Name and Qualifier”.  
 
In the majority of cases, 
names will be Given 
Name/Surname, so this can 
be expected to be the norm.  
 
However, it is important to 
allow for instances where this 
is not the case, preferably 
without complicating the 
majority of cases. Hence 
allowing the option of 
providing a Full Name and 
Qualifier.  

Given Name 

An individual's 
first name or 
forename Optional 

May have multiple first 
names/forenames.  
 
Must be accompanied by a 
Surname. 

Surname 

An individual's 
last name/family 
name Optional 

May have multiple last names 
as in some cultures people 
have more than one surname 
(this is distinct from double-
barrelled names).  
 
Must be accompanied by a 
Given Name.  
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Full Name 

Full name by 
which a person 
is commonly 
known Optional 

This option should be used if 
a system can only provide a 
textual “display name”, or in 
cases where the individual 
comes from a culture that 
only has single names (rather 
than Given Name and 
Surname).   
 
Must be accompanied by a 
Qualifier. 

[Full Name] 
Qualifier 

The qualifier 
should describe 
the contents of 
the full name.  Optional 

This is likely to be “single” if 
the person has only a single 
name or “display” if the 
source system only holds an 
unstructured text string for 
the name. Other values for 
this field may be needed, 
however these two have 
been chosen as a pragmatic 
starting set of options.  
 
Must be accompanied by a 
Full Name. 

Title 

Standard form 
of address used 
to precede a 
person's name Optional 

A reference data list for Title 
has been created. 
 
NB Some user research has 
identified that Title is not a 
valuable field so some newer 
systems may not include this 
information. However legacy 
systems may still require it. 
Thus agreement must be 
reached as to the appropriate 
subset of values. 
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Date of Birth 

The date of an 
individual's birth. 
This will contain 
one of the 
following: an 
exact date, a 
partial date or a 
date range. 

Conditional; if a 
data of birth is 
used one of the 
three options 
must be used 

The date of birth must be one 
of the following: 
 
Exact date standard: ISO 
8601 date, excluding time. 
Partial date standard: three 
optional numeric fields: Year, 
Month and Day, representing 
the available components 
(e.g. Month and Year but no 
Day). 
Date range standard: Year 
From and Year To, 
representing a confidence 
interval, for example where 
the age has been estimated. 

Gender 
An individual's 
gender  Optional 

A reference data list for 
Gender has been created.  

Nationality 

A nationality 
held by an 
individual  Optional 

May have multiple 
nationalities. A reference data 
list will be created to provide 
values for this field 

Marital Status 

The marital 
status of an 
individual Optional 

A reference data list for 
Marital Status has been 
created.  

 

 
Object 
 

This phase explicitly focused on Documents as the most common HO Object. Three 
categories of document-related data were identified:  
 

 Renditions: this refers to a representation of a document in a particular format. It 
typically includes one or more “binary blobs” which might represent the document as 
a Word file, a scanned image, a reference to a physical storage location or a note that 
no copy of the document is held. 

 Metadata: this is information about a document, typically information about a rendition 
of a document, such as scanning resolution, date of capture, file size, file format, etc.  

 Data: this is the actual information conveyed by the document, for example individual 
name, document number, issuing authority etc.; this is distinct from the document 
metadata. 

 

For the purposes of phase 1, the scope was narrowed to include only documents that fit 
the following definition: “a Data record pertaining to one or more individuals assured by a 
Home Office recognised authority” (one or more e.g. in the case of a marriage 
certificate).  
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This includes Identity documents such as Birth, Death and Marriage certificates, 
Biometric Residence Permits, Travel Documents such as Passport, Biometric Travel 
Documents and Emergency Travel Documents and licences, such as a driving licence. 
It was recognised that these documents are explicitly multi-purpose so that, for example, 
a passport can be used equally as proof of identity and as a travel document. 
 
The document data attributes identified are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Person 

Person(s) 
associated with 
the document.  Optional 

This should be, or refer to, a 
'Person' entity. This would 
normally be one person, as in 
the case of a passport, but 
may occasionally be two, as 
in the case of a marriage 
certificate. 
 
The relationship can be 
implicit in the overall structure 
of a message as well as 
explicitly linking via this field. 

Authority 

The authority 
assuring the 
document.  Mandatory 

This field applies to 
documents issued by a Home 
Office recognised authority 

Identifier 
The document 
identifier.  Optional 

E.g. passport number. Some 
documents may not have an 
identifier so this is not 
mandatory in all cases. 

Type 
The type of 
document.  Mandatory 

E.g. passport, driving licence 
etc. A reference data list will 
be created to provide values 
for this field. 

Validity 

The dates the 
document is 
valid from and 
to. Optional 

From: the start of validity, if 
applicable. 
To: the end of validity, if 
applicable.  
 
For example, birth, marriage 
and death certificates don't 
specify end dates. 
 
The date should be in ISO 
format as specified in the field 
format micro-standards. 
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Status 

The current 
status of the 
document. Mandatory 

The value is the only 
mandatory element of 
document status. 
 
Value: describes the current 
status, such as Valid, Lost, 
and Stolen etc.  Further 
consideration needed on 
whether to create a single 
reference data list to provide 
values for this field (as it is 
likely that the status of a 
document is partly specific to 
the context).  
Date: the date when this 
status was applied, if 
applicable and available. For 
example, the date on which a 
document was reported lost 
or stolen; this may be 
important for some business 
processes. Use Transition 
Event Date standard. 
Optional. 
Event: zero or more 
references to event(s) that 
provide context for the 
document status. This should 
be, or refer to, an „Event‟ 
entity. This is useful if a 
relying party needs to request 
additional information about 
document history in order to 
make a decision. Optional. 

Issued date 

The date the 
document was 
issued.  Optional 

This may be different from 
created date and validity start 
date. A document might be 
issued on a different day to 
the start of its validity. 
 
The date should be in ISO 
format as specified in the field 
format micro-standards. 
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Location 
 

A physical place of interest to the business. The location data attributes identified are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Name 
The name of the 
location Mandatory   

Description 

A textual 
description of 
the location. Optional   

Organisation 

A reference to 
the 
organisation(s) 
sited at the 
location. Optional 

May refer to multiple 
organisations. Links to a 
vCard standard. 

Identifier 

The location 
identifier such 
as an airport 
code. Optional 

Locations should be 
referenced by a type and 
code. 

Type 

The type of 
location being 
described.  Optional 

A reference data list will be 
created to provide values for 
this field. 

Code 

A code which 
uniquely defines 
the location, 
within the given 
Type.  Optional 

Further consideration needed 
on whether to create a single 
reference data list to provide 
values for this field. This 
would be possible for airports 
but may not be for other 
types of location. 

Address 
The address of 
the location. Optional 

This will follow the vCard 
standard, using the following 
fields:  
PO Box 
Extended address (flat or 
apartment number)  
Street address (more than 
once if necessary)  
Locality (City, Town, Village)  
Region (State or Province)  
Postal code 
Country Name 
Description: only used to 
represent addresses where 
there is no formal postal 
address (e.g. “the track past 
the second field after the 
butcher‟s shop”) this is used 
in some countries but is not 
the norm. 
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Point 

A geographical 
point, described 
in a standard 
format. Optional 

Points should be referenced 
by a type and data 
appropriate to the standard 
identified by the type. 
 
A Point will consist of the 
following fields: 
 
Type: The standard being 
used, e.g. Ordnance Survey, 
GPS. 
 
Value: this will contain a sub-
structure of the attributes 
appropriate to the standard 
identified by the Point Type, 
e.g. latitude, longitude or 
eastings, northings. 

 

 
Event 
 
For events, it is important to realise that there are different types of event, which are quite 
distinct. As a result, interacting systems should be clear about what they mean by an 
event, because different types of entity may be referred to using the term “event”. The 
main entities that can be referred to as events are: 
 

 Transition: this type of event tends to be an explicit moment in time, such as business 
process transition “application received, “interview started” or “decision made”. This 
type of event does not normally have a duration. 

 Occurrence: this type of event tends to be an unforeseen stretch of time, for example 
“a riot”. This type of event will tend to have a duration. 

 Planned: this type of event is scheduled in advance and typically has a defined date, 
duration and organiser. This type of event is similar to a calendar event. 

 
It is important to consider whether these kinds of events should be represented 
separately or generically. A decision to go with generic enables different kinds of events 
to be handled interchangeably. However, it seems likely that in most situations these 
kinds of event are not interchangeable. If this is the case then it makes sense to treat 
them as fundamentally different entities, rather than subtypes of a common 
ancestor. Despite their apparent similarity it may actually be counter-
productive to handle events generically. The group did not reach a definite conclusion on 
this point, so it is offered here for consideration. 
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Transition event 
 
A transition event is a record of a moment it time, where a situation changed from one 
state to another state, e.g. a business process transition. The transition event data 
attributes identified are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

ID 

An identifier for 
the specific 
event instance, 
if relevant. Optional   

Date 

The date (and 
time if relevant) 
of the event.  Mandatory 

The date (and time if 
relevant) must be one of the 
following: 
Exact date standard: ISO 
8601 date. 
Partial date standard: three 
optional numeric fields: Year, 
Month and Day, representing 
the available components 
(e.g. Month and Year but no 
Day). 
Date range standard: Year 
From and Year To, 
representing a confidence 
interval, for example where 
the date has been estimated. 
Time:  ISO 8601 time. 
Duration:  ISO 8601 
duration. 
Intervals:  ISO 8601 time 
intervals. 

Type 

The type of 
event being 
described. Mandatory 

Values will be provided by 
reference data, but different 
areas will require different 
lists. There will not be a 
single list containing all event 
types. The list used in any 
given situation should only 
contain values which are 
applicable to that situation. 

Description 

Additional 
textual 
information 
about the event Optional 

This may be free text, or 
describe this specific instance 
of the event type. 

Location 

Location(s) 
relevant to the 
event. Optional 

Zero or more locations 
relevant to the event. This 
should be, or refer to, a 
'Location' entity. 
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 
Additional Information 

Subject 

The entity (or 
entities) 
associated with 
the event.  Mandatory 

At least one subject is 
mandatory, but the nature of 
the subject is flexible. This 
should normally be, or refer 
to, a Person, Object or 
Location. 

 

 
Occurrence event 
 
An occurrence event is an unplanned event, typically a period of time, during which 
something occurred; for example, a riot. The occurrence event data attributes identified 
are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

ID 

An identifier 
for the specific 
event 
instance, if 
relevant. Optional   

Date 

The date (and 
time if 
relevant) of 
the event.  Mandatory 

Exact date standard: ISO 8601 
date. 
Partial date standard: three optional 
numeric fields: Year, Month and Day, 
representing the available 
components (e.g. Month and Year 
but no Day). 
Date range standard: Year From 
and Year To, representing a 
confidence interval, for example 
where the age has been estimated. 
Time:  ISO 8601 time. 
Intervals:  ISO 8601 time intervals. 

End 
The end date 
of the event. Optional 

Exact date standard: ISO 8601 
date. 
Partial date standard: three optional 
numeric fields: Year, Month and Day, 
representing the available 
components (e.g. Month and Year 
but no Day). 
Date range standard: Year From 
and Year To, representing a 
confidence interval, for example 
where the age has been estimated. 
Time:  ISO 8601 time. 
Intervals:  ISO 8601 time intervals. 
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

Type 

The type of 
event being 
described. Mandatory 

Values will be provided by reference 
data, but different areas will require 
different lists. There will not be a 
single list containing all event types. 
The list used in any given situation 
should only contain values which are 
applicable to that situation. 

Description 

Additional 
information 
about the 
event. Optional 

This may be free text, or describe 
this specific instance of the event 
type. 

Location 

Location(s) 
relevant to the 
event. Optional 

Zero or more locations relevant to the 
event. This should be, or refer to, a 
'Location' entity.  

Subject 

The entity (or 
entities) 
associated 
with the event. Mandatory 

At least one subject is mandatory, 
but the nature of the subject is 
flexible. This should normally be, or 
refer to, a Person, Object or 
Location. 

 
 

Planned event 
 
A planned event is booked in advance and typically has a duration, for example, an 
interview. Because this type of event is analogous to a calendar event, the iCalendar 
standard will be used; the standards can be found here http://tools.ietf.org/html/rfc5545 . 
The attributes for this type of event are intended to be easily converted to and from 
iCalendar fields. The planned event data attributes identified are: 
 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

ID 

An identifier 
for the 
specific event 
instance, if 
relevant.  Optional Equivalent to UID in iCal. 

Start Date 

The date and 
time at which 
the event 
begins. Mandatory Equivalent to DTSTART in iCal. 

End Date  

The date and 
time at which 
the event 
ends.  Mandatory Equivalent to DTEND in iCal. 

 

http://tools.ietf.org/html/rfc5545
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

Summary 

The short 
event title, as 
per a 
calendar 
invitation. Optional Equivalent to SUMMARY in iCal. 

Description 

Additional 
information 
about the 
event, as per 
the body of a 
calendar 
invitation.  Optional Equivalent to DESCRIPTION in iCal. 

Location 

Location(s) 
relevant to 
the event. Optional 

Zero or more locations relevant to the 
event. This should be, or refer to, a 
'Location' entity. Analogous to 
LOCATION in iCal. 

Subject 

The entity (or 
entities) 
associated 
with the 
event. Mandatory 

At least one subject is mandatory, 
but the nature of the subject is 
flexible. This should normally be, or 
refer to, a Person, Object or 
Location. Equivalent to SUBJECT in 
iCal. 

 
 



V2.0  41 | P a g e  
 

 

Annex B 

History of the HO Data Standards: Phase 2 
 
Development of the Phase 2 Data Standards was carried out between May and June 
2014. The Phase 2 standards were agreed by the Technical Design Authority on 22 July 
2014. 
 

Object 
 
The object data attributes identified are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

Category 

The different 
classes of 
objects. Mandatory 

Reference data list to consist of 
documents, vehicles and other. The 
need for other specified object 
categories will be explored through 
the case studies (may include 
classes of objects such as: freight, 
containers, evidence, corporate 
assets etc).  

Type 

A grouping of 
similar objects 
(a sub class of 
category) Mandatory 

A sub class of category e.g. 
documents might include passports, 
birth certificate; vehicles might 
include cars, vans etc. A reference 
data list will be created to provide 
values for this field. 

Identifier 

The object 
identifier, such 
as a vehicle 
registration 
number Optional 

Some objects may not have an 
identifier so this is not mandatory in 
all cases. 

Subject 

The entity (or 
entities) 
associated 
with the object. Mandatory 

The subject can be a Person, Object, 
Location or Event.  

 

 

 Additional document standards were also created. In reviewing the phase 1 document 

standards it was agreed the definition of a „document‟ should be expanded to include 

all documents, not just those assured by a HO recognised authority (which was the 

constraint imposed in phase 1). In view of this, document status will now be an 

optional instead of mandatory attribute.  

 

 A standard has not been created for document versioning as it was felt that each 

document, where versioning exists, would have specific version controls. 
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The additional document data attributes identified are: 
 

Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

Controller 

The party 
responsible 
for the 
document. Optional 

Controllers should be referenced by a 
role and a „Person‟ 

Role 

The role of 
the 
responsible 
party. Optional 

The controller role may be as owner, 
contact, creator, authority etc. A 
reference data list will be created to 
provide values for this field. 

Title 

The title of 
the 
document. Optional 

Dublin Core standard 
http://dublincore.org/documents/dces/
; string.  

Description 

Information 
about the 
document's 
contents and 
the limitations 
of use. Optional Dublin Core standard; string. 

Language 

The language 
of the 
document. Optional 

English is the default unless 
otherwise specified; 
http://tools.ietf.org/html/rfc5646 as the 
Internet standard for language tags. 
Further consideration needed on 
whether to create a single reference 
data list to provide values for this field 

Protective 
Marking 

The security 
classification 
assigned to 
the document Optional 

This information should be provided if 
it is available; however not all 
documents will have a protective 
making, therefore this field is optional. 
A reference data list will be created 
with the following values:  
 
Official; official sensitive; secret; top 
secret. Though official sensitive isn't 
another classification it does provide 
an alert for official information that 
requires the application of additional 
handling controls. Thus there will be a 
limit on who can have access to the 
information in such documents. 
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Attribute Name 
Attribute 

description 

Mandatory, 
Conditional 
or Optional 

Additional Information 

Format 

The format of 
the 
document. Optional 

Simple string. Use the names of 
document types (e.g. "text/plain", 
"text/html", "application/pdf", etc) in 
the Media Type definitions from 
http://www.iana.org/assignments/med
ia-types/media-types.xhtml. Add 
'physical' tag / string to these for non-
electronic documents. 

Representation 

For non-
physical (i.e. 
MIME) 
formats Optional 

Either:  
(1) the actual text should be included 
inline, according to the MIME 
approach: 
- inline text can be raw text, HTML, 
etc 
- if binary, e.g. PDF, can be Base64 
encoded - flag this with a MIME 
"Content-Transfer-Encoding" field 
- in common with all text in the 
standards, character set must be 
UTF-8 for any text content 
Or: 
(2) a link or reference to the 
document, e.g. URL or local well-
known shared file path, or some app-
specific identifier. 
 
It is possible to have zero, one or 
more ("*") representations. Thus, the 
format, representation and optional 
location fields could be repeated for 
multiple representations of the same 
document, in the given language. 

Location 

The location 
where the 
document is 
held. Optional For physical documents only. 

Subject 

The entity (or 
entities) 
associated 
with the 
object. Mandatory 

The subject can be a Person, Object, 
Location or Event.  

 

 Case and prefix should be lower case and hyphen separation. 

 Extensions and Clarifications – if clarification is required or you wish to propose an 
extension, reuse or refer to Dublin Core; if that fails, reuse or refer to the Atom 
Syndication standard: http://tools.ietf.org/html/rfc4287. 



V2.0  44 | P a g e  
 

 

 

Location 
 
An additional location data attribute was identified: 
 

Attribute 
Name 

Attribute 
description 

Mandatory, 
Conditional or 

Optional 

Additional 
Information 

Person 

Person(s) 
associated with the 
location.  Optional 

This should be, or 
refer to, a 'Person' 
entity.  

    Proposed change to a Phase 1 standard:  

    
Attribute 

Name 
Attribute 

description 

Mandatory, 
Conditional or 

Optional 

Additional 
Information 

Address 
The address of the 
location. Optional 

Under the Address 
attribute, change the 
'Description' label to 
'Notes', as this more 
accurately reflects the 
intent and provides a 
greater distinction 
between this and the 
location 'description' 
attribute. 
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Annex C 
 

HO Data Standards Working Group 
 

 

 
Name Business area 

Working 
Group 

David Carboni 
Digital and Data Team (Corporate 
Services) 

Cheryl Sinclair 
Digital and Data Team (Corporate 
Services) 

Martin Waudby  HOT Data Architecture 

Lisa Curphey  HOT Data Architecture 

John Holben IPT 

Tony Cottrill Border Force Information Architects 

Seema Thakerar HMPO Technical Architects 

Jackie Allen Police ICT Information Architects 

Roseanna Fairthorne HO Digital Exemplars 

Duncan Cragg  Government Digital Service (CO) 

Dan Bates 
Office of the Chief Technology Officer 
(CO) 

Tansy Hawksley / Nick Upton Biometric Architecture 

Nick Dawes Business Architecture 

Sid Kargupta   HO Design Authority  

  
 
 

 


