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Prison Service Orders (PSOs), Prison Service Instructions (PSIs) and other polices.

The following list, though not exhaustive, of PSOs, PSIs, AIs and other polices are pertinent to the delivery of the Services and shall be adhered to where relevant by the Supplier in the delivery of the Services.  Whilst PSOs/PSIs may have an end date, they shall be accepted by the Supplier as defacto in force beyond their stated end date, if subsequent PSIs or PSOs do not replace them before that expiration date. For the avoidance of doubt the Contract and Schedules shall NOT have precedence over PSIs and PSOs in general and in particular, where any conflict between the provisions of the Contract and these PSIs and PSOs arises the PSIs and PSOs shall have precedence.

	PSO

	PSO 1025 – Collecting Information about Risks on Escort or Transfer – The Person Escort Record (The PER Form)

	PSO 1300 Investigations

	PSO 1600 Use of Force

	PSO 1700 Segregation

	PSO 4800 Women Prisoners

	PSO 6100 Bail System (could remove if we wanted to)

	

	PSIs

	PSI 02/2009 Asylum & Immigration

	PSI 16/2010 Confiscation Orders

	PSI 12/2011 Prisoners’ Property

	PSI 32/2011 Ensuring Equality

	PSI 52/2011 Immigration, Repatriation and Removal Services

	PSI 55/2011 NSF 6.2 Security Management: Management and Security of Keys and Locks

	PSI 64/2011 Management of Prisoners at Risk of Harm to Self, to Others and from Others (Safer Custody)

	PSI 72/2011 Discharge

	PSI 10/2012 Conveyance and Possession of Prohibited Items and other Related Offences

	PSI 11/2012 NSF 6.5 Security Management: Management and Security of the Incident Reporting System

	PSI 07/2014 NSF 15.1 Vetting: Security Vetting

	PSI 09/2014 Incident Management Manual (Protect)

	PSI 13/2014 NOMS Business Continuity Manual

	PSI 24/2014 Information Assurance Policy

	PSI 25/2014 IT Security Policy

	PSI 07/2015 Early Days in Custody – Reception in, First Night in Custody, and Induction to Custody

	PSI 10/2015 NSF 6.6 Security Management: Management and Security of Escape (E List) Prisoners

	PSI 11/2015 Fire Safety in Prison Establishments

	26/2015 NSF 7.4 External Escorts: Security of Prisoners at Court

	PSI 01/2016 NSF 14.1 Corruption Management: How to Identify, Report and Manage Staff Corruption

	PSI 04/2016 NSF 4.4 Intelligence: The Interception of Communications in Prisons and Security Measures

	PSI 07/2016 NSF 3.1 Searching: Searching of the Person

	PSI 08/2016 NSF 3.3 Searching: Dealing with Evidence

	PSI 09/2016 NSF 3.2 Searching: Cell, Area and Vehicle Searching

	PSI 13/2016 NSF 13.1 Extremism Management: Managing and Reporting on Extremist Behaviour in Custody (Restricted Document)

	PSI 04/2017 NSF 6.11 Security Management: Body Worn Cameras

	PSI 03/2018 The DPA 2018and GDPR, The FoI Act 2000, EIR 2004

	PSI 04/2018 Records, Information Management and Retention Policy

	

	AI and other documents

	

	Assessment Care in Custody Teamwork (ACCT) Pocket Guide for Managers

	Assessment Care in Custody Teamwork (ACCT) Pocket Guide for Staff

	Suicide & Self harm Warning Form User Handbook

	

	MoJ Sustainable Procurement Policy 

	HM Government’s Sustainable Development Strategy (Public domain document at http://www.defra.gov.uk/sustainable/government/publications/uk-strategy/index.htm)

	“Working with Women Offenders”, The Women’s Team, HMPPS, July 2017

	

	Authority’s Policies relating to the Youth Service

	National Standards for Youth Justice Services © Youth Justice Board for England and Wales (2013)

	High Profile Complex Escort Process 

	Protocol for Reporting Serious and Significant Incident (2009) Youth Justice Board for England and Wales

	YJB Managing the Behaviour of Children and Young People in th Secure Estate – A code of practice (2012)

	 Use of Restraint Policy Framework for the under 18 Secure Estate (2012)

	YJB Developing a Restraint Minimisation Strategy (2009)


ICT Policies

1. GUIDANCE AND POLICIES

1.1 The list below is a non-exhaustive list of standards and guidance location(s) with which the Supplier, Supplier System and the Services shall comply at all times throughout the Term. This list is supplementary to support or be superseded by other published commercial best practices/guidance. This list is correct at the time of issue and may be iterated from time to time.

	Guidance & Policies
	Location

	Ministry of Justice Data Sharing Principles
	https://mojdigital.blog.gov.uk/2016/10/06/data-principles-the-right-ingredients-to-solving-the-data-spaghetti-problem/

	APIs and System Integration Standard
	https://www.gov.uk/guidance/gds-api-technical-and-data-standards


https://www.gov.uk/government/publications/email-security-standards

	
	

	Digital Service Standard
	https://www.gov.uk/service-manual/service-standard

	Open Standards for Government
	https://www.gov.uk/government/publications/open-standards-for-government

	UK HMG Technology Code of Practice
	https://www.gov.uk/government/publications/technology-code-of-practice/technology-code-of-practice

	Minimum Cyber Security Standard
	https://www.gov.uk/government/publications/the-minimum-cyber-security-standard

	ISO/IEC 20000
	http://www.iso.org

	ISO/IEC 27001
	https://www.iso.org/isoiec-27001-information-security.html

	Cyber Essentials [Plus]
	https://www.cyberessentials.ncsc.gov.uk/

	eNational Cyber Security Centre (guidance)
	https://www.ncsc.gov.uk/guidance

	National Cyber Security Centre (risk management)
	https://www.ncsc.gov.uk/guidance/risk-management-collection

	National Cyber Security Centre (CHECK scheme)
	https://www.ncsc.gov.uk/scheme/penetration-testing

	Government Security Classifications
	https://www.gov.uk/government/publications/government-security-classifications

	Security Policy Framework
	https://www.gov.uk/government/collections/government-security#security-policy-framework
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