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and Call-Off Schedules)   
   

Order Form   

Call-Off Reference: PS274   

Call-Off Title: MODCloud Adoption 2   

Call-Off Contract Description: Project EMPORIUM provides assured cloud hosting services at OFFICIAL. 

This includes a software services DevOps platform for testing and integration and an internal Managed 

Service Provider. This contract provides the required expertise from external contractors in industry to 

assist with managed service support and customer engagement of MOD’s hybrid cloud ecosystem. 

The Buyer: Ministry of Defence, Defence Digital Commercial, Professional Services   

Buyer Address: MOD Corsham, Westwells Road, Corsham, SN13 9NR   

The Supplier: i3 Works Limited    

Supplier Address: 33 Kittoch Street, East Kilbride, Glasgow, G74 4JW   

Registration Number: SC477423   

   

      



Framework Schedule 6 (Order Form Template, Statement of Work Template and 

OFFICIAL-SENSITIVE - COMMERCIAL 
 

CallOff Schedules)   

Call-Off Ref: RM1043.8  Crown 

Copyright 2022   

2   
Framework Ref: RM1043.8 Digital Outcomes 6   

Project Version: v2.0   

 Model Version: v3.8   OFFICIAL-SENSITIVE - COMMERCIAL  

Applicable Framework Contract   

This Order Form is for the provision of the Call-Off Deliverables and dated 2nd October 2023. It’s issued 

under the Framework Contract with the reference number RM1043.8 for the provision of Digital 

Outcomes Deliverables.   

The Parties intend that this Call-Off Contract will not, except for the first Statement of Work which shall 

be executed at the same time that the Call-Off Contract is executed, oblige the Buyer to buy or the 

Supplier to supply Deliverables.   

The Parties agree that when a Buyer seeks further Deliverables from the Supplier under the   

Call-Off Contract, the Buyer and Supplier will agree and execute a further Statement of Work (in the form 

of the template set out in Annex 1 to this Framework Schedule 6 (Order Form Template, Statement of 

Work Template and Call-Off Schedules).   

Upon the execution of each Statement of Work it shall become incorporated into the Buyer and 

Supplier’s Call-Off Contract.   

Call-Off Lot   

Lot 1 – Digital Outcomes    

   

Call-Off Incorporated Terms   

The following documents are incorporated into this Call-Off Contract. Where numbers are missing we are 

not using those schedules. If the documents conflict, the following order of precedence applies:   

1 This Order Form including the Call-Off Special Terms and Call-Off Special Schedules.   

2 Joint Schedule 1 (Definitions) RM1043.8   

3 Framework Special Terms   

4 The following Schedules in equal order of precedence:   

● Joint Schedules for RM1043.8 o Joint Schedule 2 (Variation Form) o Joint Schedule 

3 (Insurance  

Requirements) o Joint Schedule 4 (Commercially  

Sensitive Information) o Joint Schedule 10 (Rectification  

Plan) o Joint Schedule 11 (Processing Data) RM1043.8   

● Call-Off Schedules for RM1043.8 o Call-Off Schedule 1  

(Transparency Reports) o Call-Off Schedule 3  

(Continuous Improvement)  o Call-Off Schedule 6 (Intellectual Property Rights and 

Additional Terms on  

Digital Deliverables) o Call-Off Schedule 9 (Security) o Call-Off Schedule 10  

(Exit Management) o Call-Off Schedule 17 (MOD Terms)  o Call-Off  
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Schedule 20 (Call-Off Specification)   

5 CCS Core Terms (version 3.0.11)   

6 Joint Schedule 5 (Corporate Social Responsibility) RM1043.8   

7 Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that offer a better 

commercial position for the Buyer (as decided by the Buyer) take precedence over the documents 

above.   

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on the back of, 

added to this Order Form, or presented at the time of delivery.   

   

Call-Off Special Terms   

The following Special Terms are incorporated into this Call-Off Contract:   

  

Special Term 1: All SupLAPpliers personnel are required to obtain valid Security Clearance (SC) (or 

Developed Vetting [DV] if the role requires) prior to commencing work under the contract and maintain it 

throughout the duration of the contact.    

  

Special Term 2: Risk Assessment Ref: 189980890. Cyber Risk Profile: N/A. As the Cyber Risk Profile is 

Not Applicable no further DCPP action is required.   

  

Special Term 3: Security Aspects Letter dated 15/09/2023 (Ref 20230914-   

PS274MODCloud Adoption-SAL-O). Supplier acknowledges and will comply with SAL by signing 

contract.   

  

Call-Off Start Date: 1st October 2023    

Call-Off Expiry Date: 30th September 2025    

Call-Off Initial Period: 2 years    

Call-Off Optional Extension Period: 1 year    

Minimum Notice Period for Extensions: 1 month    

Call-Off Contract Value: Limit of Liability of £9,000,000.00 ex VAT for the Initial 2 Year Contract Period.   

Call-Off Optional Extension Value: Limit of Liability of £ ex VAT for the Optional y   

   

Limit of Liability is defined as the value of charges and is not applicable to references made to liability 

under the Framework, Call-Off Contract, or any other contracting mechanism. The Authority has no 

obligation to buy up to this amount.    

   

Call-Off Deliverables   

See details in Call-Off Schedule 20 (Call-Off Specification)   
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Buyer’s Standards   

From the Start Date of this Call-Off Contract, the Supplier shall comply with the relevant (and current as 

of the Call-Off Start Date) Standards referred to in Framework Schedule 1 (Specification). The Buyer 

requires the Supplier to comply with the following additional Standards for this Call-Off Contract:   

No specific Quality Management System requirements are defined. This does not relieve the Supplier of 

providing confirming products under this contract. CoC shall be provided in accordance with DEFCON 

627.   

No Deliverable Quality Plan is required DEFCON 602B.   

Concessions shall be managed in accordance with Def Stan. 05-061 Part 1, Issue 7 – Quality Assurance 

Procedural Requirements – Concessions.   

Any contractor working parties shall be provided in accordance with Def Stan. 05-061 Part 4, Issue 4 – 

Quality Assurance Procedural Requirements – Contractor Working Parties.   

   

Maximum Liability   

The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core Terms as amended 

by the Framework Award Form Special Terms.   

The Estimated Year 1 Charges used to calculate liability in the first Contract Year is £ ex VAT.    

   

Call-Off Charges   

   

  

Monthly actuals in arrears for agreed Statements of Work (SOWs) supported by evidence of charges 

incurred by quantity, rate & individual or in line with the payment method specified in the SOW. The Call-

Off Contract charges payable by the Buyer to the Suppler shall be agreed in each SoW and will be 

based on the Rate Card.   

Resource Profile   
Resource SFIA  

Level   

Daily Rate (£ ex 

VAT)   
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Where non-UK Supplier Staff (including Subcontractors) are used to provide any element of the 

Deliverables under this Call-Off Contract, the applicable rate card(s) shall be incorporated into Call-Off 

Schedule 5 (Pricing Details and Expenses Policy) and the Supplier shall, under each SOW, charge the 

Buyer a rate no greater than those set out in the applicable rate card for the Supplier Staff undertaking 

that element of work on the Deliverables.   

All changes to the Charges must use procedures that are equivalent to those in Paragraph 4 in 

Framework Schedule 3 (Framework Prices)   

   

Reimbursable Expenses   

Expenses (including T&S) will not be eligible for travel to base location stipulated under Statement of 

Work (understood to be MOD Corsham, if not otherwise stated).  Onsite work performed away from 

home location may attract entitlement to T&S expenses in accordance with MOD Travel Guide rates, 

providing it is approved in advance by Emporium contract Authority.   

   

Payment Method   

The payment method of this Call-Off Contract is by electronic transfer and prior to submitting any claims 

for payment the Contractor will be required to register their details (Supplier onboarding) on the 

Contracting, Purchasing and Finance (CP&F) electronic procurement tool.   

   

Buyer’s Invoice Address   

Electronically via Exostar/CP&F. The Supplier will issue electronic invoices monthly in arrears. The Buyer 

will pay the Supplier within 30 days of receipt of a valid invoice.   

   

Buyer’s Authorised Representative   

Floorplate B2, Building 405, MOD Corsham, Westwells Road, Corsham, SN13 9NR   

   

Supplier’s Authorised Representative   

33 Kittoch Street, East Kilbride, Glasgow, G74 4JW   

   

Supplier’s Contract Manager   

 33 Kittoch Street, East Kilbride, Glasgow, G74 4JW   

   

Progress Report Frequency   

Determined within SOWs   



Framework Schedule 6 (Order Form Template, Statement of Work Template and 

OFFICIAL-SENSITIVE - COMMERCIAL 
 

CallOff Schedules)   

Call-Off Ref: RM1043.8  Crown 

Copyright 2022   

6   
Framework Ref: RM1043.8 Digital Outcomes 6   

Project Version: v2.0   

 Model Version: v3.8   OFFICIAL-SENSITIVE - COMMERCIAL  

   

Progress Meeting Frequency   

Weekly touch point sessions of half an hour with    

   

IR35 Determination:  

 

Commercially Sensitive Information   

Access to CP&F and commercial procurement documentation including bidder responses.   

   

Additional Insurances Not applicable.   

   

Guarantee   

Not applicable.   

   

Social Value Commitment   

The Supplier agrees, in providing the Deliverables and performing its obligations under the Call-Off 

Contract, that it will comply with the social value commitments in Call-Off Schedule 4 (Call-Off Tender).   

   

Statement of Works   

During the Call-Off Contract Period, the Buyer and Supplier may agree and execute completed 

Statement of Works. Upon execution of a Statement of Work the provisions detailed therein shall be 

incorporated into the Call-Off Contract to which this Order Form relates.   

   

For and on behalf of the Supplier:   

   

Signature:   

   

   

Name:    

Role:    

Date: 26 September 2023   

   

For and on behalf of the Buyer:   

Signature: (signed electronically) Name:     
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Role:      

Date:   27 September 2023   

Appendix 1   

   

The Supplier will provide the following Services which are to be captured in the Proposals: actual 

Services to be provided by the Supplier to the Buyer will be specified and agreed in SOWs.    

    

1. RESOURCE SUPPLY.  To provide a supply of suitably qualified experienced personnel (SQEP) 

resource at requested level of seniority, in accordance with agreed Skills  

Framework for the Information Age (SFIA) rate card.  Resource to be employed on an  

Inside IR35 Off-payroll worker legislation basis, to support deliveries inside Defence Digital Core 

Enabling Services directorate (and any legacy roles outside of CES requiring continuation of contractor 

support, with agreement from Authority).    

a. Expected resource requirement to remain between 30-50 roles over life of contract (see Annex 

A), although this will depend upon changing Authority requirement and success of SUSTAIN plan 

to recruit Crown Servants and reduce dependency upon contract resource.    

[NB roles will typically be full-time hybrid-working, however, Authority reserves the right to insist upon 

office-based-working for specific roles].    

b. Initial roles require immediate fill no later than Mon 2 Oct 23, with details of role seniority and key 

skills required contained in Annex A.  Even if roles do not conform fully with those listed in Annex 

A supplier should be able to provide individuals to fill roles relating to:    

i. Project Management;   ii. Service Management;   iii. Governance;   

iv. Project Controls;    

v. Requirements Management and Approvals;   vi. Customer 

engagement    

c. Provide Security Cleared (SC) individuals as a minimum.  Be prepared to provide staff with 

Developed Vetting (DV), where required by role specification (See Annex  

A).    

d. Suitable candidates for roles to typically be identified within 3 calendar weeks of demand signal 

being raised by Authority.    

e. Suitable candidates for roles to typically be available to commence work no later than 6 weeks 

following demand signal being raised by Authority.  [NB this is especially critical in opening period 

of contract, where early handover/takeover with existing supplier will be required].    

f. Supplier must be prepared to share Curriculum Vitae of prospective candidates for vacant roles 

with Authority, prior to role being filled.  Supplier should also be prepared to make role candidate 

available to Authority for a remote meeting (lasting upto 30 mins) to confirm suitability, as 

required.    

g. Supplier must re-assign or remove individual resource from contract with immediate effect if role 

is no longer required by buyer or resource performance is deemed inadequate by Authority.    



Framework Schedule 6 (Order Form Template, Statement of Work Template and 

OFFICIAL-SENSITIVE - COMMERCIAL 
 

CallOff Schedules)   

Call-Off Ref: RM1043.8  Crown 

Copyright 2022   

8   
Framework Ref: RM1043.8 Digital Outcomes 6   

Project Version: v2.0   

 Model Version: v3.8   OFFICIAL-SENSITIVE - COMMERCIAL  

h. Roles may be filled by either employees or associates belonging to the supplier organisation.    

2. GOVERNANCE.  Resource will typically be embedded within Core Enabling Service Delivery Teams, 

under the direction of a Product Owner Crown Servant.  The contract as a whole will be managed from 

within the EMPORIUM Project Team.    

a. CLIENT-SIDE LEAD.  Supplier must provide Client-Side Lead role/s at no cost to the Authority.  

The individual/s performing this role should provide a point of contact for the Authority at all times 

to coordinate supplier delivery; provide Management Information at recurring Governance 

meetings; promptly resolve resource issues as they arise; and assure monthly time recording and 

billing processes.    

b. GOVERNANCE MEETINGS.  Supplier must:    

i. lead weekly 30-min catch-up meeting between Client-Side Lead and 

Authority  

Contract Manager (or alternative POC).  These meetings should, as a minimum:    

• Confirm engagements with prospective buyers about potential future planned work under 

contract.    

• Update on efforts taken to recruit and fill roles    

• Update on any Onboarding activity    

• Provide overview of ongoing live deliveries, highlighting imminent SOW expiry dates and 

outstanding approvals actions.    

• Highlight any upcoming and/or recent changes to roster of contractor resource supporting 

contract delivery.    

• Highlight or responding to any concerns about Project Delivery and resource performance quality.      

• Provide updates on any remedial action agreed necessary to improve resource performance.    

• Confirm Invoice payment status    
   

ii.   lead monthly 30-min Key Stakeholder Engagement meeting, in which buyers and CES Senior 

Stakeholders can be updated upon contract delivery progress.  These meetings should, as a 

minimum, confirm:    

• Live deliveries under the contract    

• Prospective deliveries under the contract    

• Summary of individuals employed under contract, by role and Project Delivery    

• Summary of onboarding activity and progress recruiting unfilled roles    

• Review of contract headroom and IY spend to include forecast of predicted delivery spend    
• Providing update on any concerns around Project Delivery and individual resource performance    

iii.   Be prepared to make Client Side Lead available to Authority or buyer to attend ad hoc meetings, 

where issue has emerged requiring interaction between Authority/ buyer and supplier.    

c. APPROVALS SUPPORT.  Authority can provide supplier with Statement of Work template, which 

supplier must either accept or take ownership responsibility for if seeking to emend (which must 

be accepted by Authority).  Supplier must BPT attend introductory meetings with prospective 

resource buyers.  Supplier must BPT draft/ co-write Statements of Work on basis of buyer 

requirement, for review and acceptance by buyer and Authority.    

d. EXIT PLAN.  Supplier must provide draft of contract Exit Plan.  This document must be reviewed 

and, once deemed satisfactory, accepted by Authority and supplier.   
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First draft of Exit Plan should be received within 2-months of contract start date.  Exit Plan should 

be agreed between supplier and Authority NLT 4-months following contract Go Live.    

e. RESOURCE IDENTIFICATION AND PERFORMANCE ENGAGEMENT    

3. BILLING.  Supplier to raise Invoices independently and accurately into MOD CP&F payment 

system via Exostar, such that Authority can confidently establish a twowaymatch billing payment 

process (ie supplier Invoice can be paid against Purchase Order automatically, without 

requirement for buyer to approve Invoice amounts in each instance):    

a. To raise Invoices separately against individual Statements of Work (typically with separate 

Statements of Work for each Project Team delivery- each consisting of a number of consolidated 

roles).    

b. To keep record of amounts Invoiced under each Statement of Work, and cumulative invoiced 

amount under contract in each Financial Year, and across the contract in its entirety.    

c. To share timesheet information with Authority no later than 3 days prior to end of calendar month.    

i.  To include accurate worked days by resource in period up to submission of timesheet.   ii.  To 

include forecast of worked days from period of submission date to final calendar day of month.    

iii.  To confirm accuracy of prior month timesheet receipting amount NLT two calendar weeks into 

new calendar month.    

4. SECURITY.  Whilst the supplier must comply with all aspects of Government  

Functional Standard 007:Security (GovS 007:Security - Government Functional Standard GovS 

007: Security (publishing.service.gov.uk)) the following are to be applied where appropriate:    

a. Facility Security Clearance accreditation MUST be achieved prior to processing or storing 

classified material on their own premisses at SECRET or above.    

b. Provision; sponsorship; management and aftercare, from commencement and for the duration of 

the contract, of vetted resource MUST be provided by an Industry  

Personnel Security Assurance (IPSA)  

(https://www.gov.uk/government/publications/industry-personnel-security-assurancepolicy-and-

guidance--2 ) accredited organisation.  If this is not the direct supplier the Authority (Buyer) must 

endorse the proposed vetting solution.    

c. The supplier will conform to GOV.UK Security Policy Framework ( 

https://www.gov.uk/government/publications/security-policy-framework/hmgsecuritypolicy-

framework ).  The SPF policy framework describes the standards, best-practice guidelines and 

approaches that are required to protect UK government assets.    

d. Storage, processing or access to OFFICIAL and Descriptor data and information will only be 

permitted on MOD Accredited or, in the case of MODCloud engineering, Authority approved 

systems.  As a minimum this will require the supplier to demonstrate:    

i.  appropriately scoped Cyber Essentials Plus Certification   ii. 

 alignment to NCSC Security Principles   iii.  ISO/IEC 27001:2022 

compliance    

(e)   Compliance with identified DEFCON, DEFSTAN and ISN as described in the ITT and contract.  

Including, but not limited to:    

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
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https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1016424/GovS_007-_Security.pdf
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i. DEFCON 531 (Disclosure of Information)    

ii. DEFCON 532A (Protection of Personal Information (Where Personal Data is not being 

processed on behalf of the Authority)) or DEFCON 532B (Protection of Personal Data (Where 

Personal Data is being processed on behalf of the Authority)).    

iii. DEFCON 76 (Contractors at Government Establishments)   iv.  DEFCON 659A (Security 

Measures)   v.  DEFSTAN 05-138   vi.  CSM Risk Assessment   vii.  Supplier 

Assurance questionnaire   viii.  Defence Cyber Protection Partnership (DCPP)    

f. Knowledge of and Compliance with Joint Service Publications will be required upon contract award.  

These will be detailed with the contract, Project Security Aspects Letter and Associated Security 

Grading Guide.    

b. SHOULD.  The newly procured supply of resource should:    

1. Provide resource with experience working in the Public Sector (ideally in Defence) and/or Digital 

Delivery environment.    

2. Provide resource with experience working in a SAFe Agile environment.    

c. COULD:  The newly procured supply of resource contract could demonstrate experience of 

embedding within established teams and mentoring permanent staff to assume responsibility for 

contractor assigned tasks, enabling efficient handover of responsibility back to them.    

   

    

ANNEXES    

Annex A: Summary of current role types filled under contract    

   

SUMMARY OF CURRENT ROLE TYPES FILLED UNDER MODCLOUD ADOPTION CONTRACT    
    

3. A summary of existing roles, and roles with potential to be required in future, is included in 

table below.  Responsibilities will include work such as the following, but not limited to:    
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Ser    Role Type    No of  

Existing 

Roles    
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Annex 1 (TEMPLATE Statement of Work)   

   1   Statement of Works (SOW) Details   

Upon execution, this SOW forms part of the Call-Off Contract (reference below).   

The Parties will execute a SOW for each set of Buyer Deliverables required. Any ad-hoc 

Deliverables requirements are to be treated as individual requirements in their own right and 

the Parties should execute a separate SOW in respect of each, or alternatively agree a 

Variation to an existing SOW.   

All SOWs must fall within the Specification and provisions of the Call-Off Contact.   

The details set out within this SOW apply only in relation to the Deliverables detailed herein 

and will not apply to any other SOWs executed or to be executed under this Call-Off 

Contract, unless otherwise agreed by the Parties in writing.   

Date of SOW:   

   

SOW Title:   

   

SOW Reference:   

   

Call-Off Contract Reference:   

   

Buyer:   

   

Supplier:   

   

SOW Start Date:   

   

SOW End Date:   

   

Duration of SOW:   

   

Key Personnel (Buyer):   

   

Key Personnel (Supplier):   
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Subcontractors:   

   

2 Call-Off Contract Specification – Deliverables Context   

SOW Deliverables Background: [Insert details of which elements of the Deliverables this 

SOW will address]   

Delivery phase(s): [Insert item and nature of Delivery phase(s), for example, Discovery, 

Alpha, Beta or Live]   

Overview of Requirement: [Insert details including Release Type(s), for example Ad hoc, 

Inception, Calibration or Delivery]   

   

3 Buyer Requirements – SOW Deliverables Outcome Description:   

   

Milestone  

Ref   

Milestone Description   

Acceptance Criteria   

   

   

Due  

Date   

MS01   

   

   

   

   MS02   

 

Delivery Plan:   

Dependencies:   

Supplier Resource Plan:   

Security Applicable to SOW:   

The Supplier confirms that all Supplier Staff working on Buyer Sites and on Buyer   

Systems and Deliverables, have completed Supplier Staff Vetting in accordance with 

Paragraph 6 (Security of Supplier Staff) of Part B – Annex 1 (Baseline Security 

Requirements) of Call-Off Schedule 9 (Security).   

[If different security requirements than those set out in Call-Off Schedule 9 (Security) 

apply under this SOW, these shall be detailed below and apply only to this SOW:   

SOW Standards:   
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[Insert any specific Standards applicable to this SOW] Performance Management:   

[Insert details of Material KPIs that have a material impact on Contract performance]   

Material KPIs   Target   Measured by   

         

         

[Insert Service Levels and/or KPIs – See Call-Off Schedule 14 (Service Levels and 

Balanced Scorecard)]   

Additional Requirements:   

Annex 1 – Where Annex 1 of Joint Schedule 11 (Processing Data) in the Call-Off 

Contract does not accurately reflect the data Processor / Controller arrangements 

applicable to this Statement of Work, the Parties shall comply with the revised Annex 1 

attached to this Statement of Work.   

Key Supplier Staff:   

Key Role   Key Staff   Contract Details   

Worker Engagement Route (incl.  

inside/outside IR35)   

            

            

            

[Indicate: whether there is any requirement to issue a Status Determination Statement]   

4 Charges   

Call Off Contract Charges:   

 

 

The estimated maximum value of this SOW (irrespective of the selected charging 

method) is £[Insert detail].   

Rate Cards Applicable: [Insert SOW applicable Supplier and Subcontractor rate cards from  

Call-Off Schedule 5   

(Pricing Details and Expenses Policy), including details of any discounts that will be 

applied to the work undertaken under this SOW.] Reimbursable Expenses:   



Framework Schedule 6 (Order Form Template, Statement of Work Template and 

OFFICIAL-SENSITIVE - COMMERCIAL 
 

CallOff Schedules)   

Call-Off Ref: RM1043.8  Crown 

Copyright 2022   

15   
Framework Ref: RM1043.8 Digital Outcomes 6   

Project Version: v2.0   

 Model Version: v3.8   OFFICIAL-SENSITIVE - COMMERCIAL  

[Reimbursable Expenses are capped at [£[Insert] [OR] [Insert] percent ([X]%)] of the  

Charges payable under this Statement of Work.]   

[None]   

[Buyer to delete as appropriate for this SOW]   

  

  

5 Signatures and Approvals   

Agreement of this SOW   

BY SIGNING this Statement of Work, the Parties agree that it shall be incorporated into 

Appendix 1 of the Order Form and incorporated into the Call-Off Contract and be legally 

binding on the Parties:   

For and on behalf of the Supplier Name:   

Title:   

Date:   

Signature:   

For and on behalf of the Buyer Name:   

Title:   

Date:   

Signature:   

  
Annex 1 Data Processing   

Prior to the execution of this Statement of Work, the Parties shall review Annex 1 of Joint  

Schedule 11 (Processing Data) and if the contents of Annex 1 does not adequately cover the 

Processor / Controller arrangements covered by this Statement of Work, Annex 1 shall be 

amended as set out below and the following table shall apply to the Processing activities 

undertaken under this Statement of Work only:   

   

Description   Details   
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Identity of Controller for 

each Category of 

Personal Data   

The Relevant Authority is Controller and the Supplier is 

Processor   

The Parties acknowledge that in accordance with paragraph 2 to 

paragraph 15 and for the purposes of the Data Protection Legislation,  

the Relevant Authority is the Controller and the Supplier is the 

Processor of the following Personal Data:   

N/A   

The Supplier is Controller and the Relevant Authority is 

Processor   

The Parties acknowledge that for the purposes of the Data Protection 

Legislation, the Supplier is the Controller and the Relevant Authority is 

the Processor in accordance with paragraph 2 to paragraph 15 of the 

following Personal Data:   

● Contractors’ monthly Time Recording information - which will be 

consolidated and shared with Authority at month end.   

The Parties are Joint Controllers   

The Parties acknowledge that they are Joint Controllers for the 

purposes of the Data Protection Legislation in respect of:   

● N/A   

   

The Parties are Independent Controllers of Personal Data  The 

Parties acknowledge that they are Independent Controllers for the 

purposes of the Data Protection Legislation in respect of:   

● Business contact details of Supplier Personnel for which the 

Supplier is the Controller,   

● Business contact details of any directors, officers, employees, 

agents, consultants and contractors of Relevant Authority  

(excluding the Supplier Personnel) engaged in the performance of 

the Relevant Authority’s duties under the Contract) for which the 

Relevant Authority is the Controller,   

   

Duration of the 

Processing   Ongoing from 1st October 2023 to 30th September 2025    
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Nature and purposes of 

the Processing   The nature of the Processing means any operation such as collection, 

recording, organisation, structuring, storage, adaptation or alteration, 

retrieval, consultation, use, disclosure by transmission, dissemination 

or otherwise making available, alignment or combination, restriction, 

erasure or destruction of data (whether or not by automated means) 

etc.   

Type of Personal Data   Name, address, date of birth   

Categories of Data 

Subject   

Staff (contractors)   

Plan for return and 

destruction of the data 

once the Processing is 

complete   

UNLESS requirement 

under Union or Member 

State law to preserve that 

type of data   

[Describe how long the data will be retained for, how it be returned or 

destroyed]   

         
         
   
       
         
         
     
   
  

Call-Off Schedule 3 (Continuous Improvement)   
   1  Buyer’s Rights   

1.1  The Buyer and the Supplier recognise that, where specified in Framework Schedule 4 

(Framework Management), the Buyer may give CCS the right to enforce the Buyer's 

rights under this Schedule.   

   2  Supplier’s Obligations   

2.1  The Supplier must, throughout the Contract Period, identify new or potential 

improvements to the provision of the Deliverables with a view to reducing the Buyer’s 

costs (including the Charges) and/or improving the quality and efficiency of the 

Deliverables and their supply to the Buyer.   
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2.2  The Supplier must adopt a policy of continuous improvement in relation to the 

Deliverables, which must include regular reviews with the Buyer of the Deliverables 

and the way it provides them, with a view to reducing the Buyer's costs (including the 

Charges) and/or improving the quality and efficiency of the Deliverables. The Supplier 

and the Buyer must provide each other with any information relevant to meeting this 

objective.   

2.3  In addition to Paragraph 2.1, the Supplier shall produce at the start of each Contract 

Year a plan for improving the provision of Deliverables and/or reducing the Charges   

(without adversely affecting the performance of this Contract) during that Contract Year 

("Continuous Improvement Plan") for the Buyer's Approval. The Continuous 

Improvement Plan must include, as a minimum, proposals:   

2.3.1 identifying the emergence of relevant new and evolving technologies;   

2.3.2 changes in business processes of the Supplier or the Buyer and ways of working that 

would provide cost savings and/or enhanced benefits to the Buyer (such as methods 

of interaction, supply chain efficiencies, reduction in energy consumption and 

methods of sale);   

2.3.3 new or potential improvements to the provision of the Deliverables including the quality, 

responsiveness, procedures, benchmarking methods, likely performance 

mechanisms and customer support services in relation to the Deliverables; and   

2.3.4 measuring and reducing the sustainability impacts of the Supplier's operations and 

supply-chains relating to the Deliverables, and identifying opportunities to assist the 

Buyer in meeting their sustainability objectives.   

2.4  The initial Continuous Improvement Plan for the first (1st) Contract Year shall be 

submitted by the Supplier to the Buyer for Approval within one hundred (100) Working 

Days of the first Order or six (6) Months following the Start Date, whichever is earlier.   

2.5  The Buyer shall notify the Supplier of its Approval or rejection of the proposed 

Continuous Improvement Plan or any updates to it within twenty (20) Working Days of 

receipt. If it is rejected then the Supplier shall, within ten (10) Working Days of receipt 

of notice of rejection, submit a revised Continuous Improvement Plan reflecting the 

changes required. Once Approved, it becomes the Continuous Improvement Plan for 

the purposes of this Contract.   

2.6  The Supplier must provide sufficient information with each suggested improvement to 

enable a decision on whether to implement it. The Supplier shall provide any further 

information as requested.   

2.7  If the Buyer wishes to incorporate any improvement into this Contract, it must request a 

Variation in accordance with the Variation Procedure and the Supplier must implement 

such Variation at no additional cost to the Buyer or CCS.   

2.8  Once the first Continuous Improvement Plan has been Approved in accordance with 

Paragraph 2.5:   

2.8.1 the Supplier shall use all reasonable endeavours to implement any agreed deliverables 

in accordance with the Continuous Improvement Plan; and   
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2.8.2 the Parties agree to meet as soon as reasonably possible following the start of each 

quarter (or as otherwise agreed between the Parties) to review the Supplier's 

progress against the Continuous Improvement Plan.   

2.9  The Supplier shall update the Continuous Improvement Plan as and when required but 

at least once every Contract Year (after the first (1st) Contract Year) in accordance with 

the procedure and timescales set out in Paragraph 2.3.   

2.10 All costs relating to the compilation or updating of the Continuous Improvement Plan 

and the costs arising from any improvement made pursuant to it and the costs of 

implementing any improvement, shall have no effect on and are included in the 

Charges.   

2.11 Should the Supplier's costs in providing the Deliverables to the Buyer be reduced as a 

result of any changes implemented, all of the cost savings shall be passed on to the 

Buyer by way of a consequential and immediate reduction in the Charges for the 

Deliverables.   

2.12 At any time during the Contract Period of the Call-Off Contract, the Supplier may 

make a proposal for gainshare. If the Buyer deems gainshare to be applicable 

then the Supplier shall update the Continuous Improvement Plan so as to 

include details of the way in which the proposal shall be implemented in 

accordance with an agreed gainshare ratio.   
       
         
     
     
         
         
     
   
  
   

Call-Off Schedule 4 (Call-Off Tender) Call-Off Schedule 6 

(Intellectual Property Rights and Additional Terms on Digital 

Deliverables)   

   1  Definitions   

  

1.1  In this Schedule, the following words shall have the following meanings and they shall 

supplement Joint Schedule 1 (Definitions):   

Term   Definition   

Buyer Property   the property, other than real property and IPR, including the 

Buyer System, any equipment issued or made available to 

the Supplier by the Buyer in connection with this Contract;   

Buyer Software   any software which is owned by or licensed to the Buyer 

and which is or will be used by the Supplier for the purposes 

of providing the Deliverables;   
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Buyer System   the Buyer's computing environment (consisting of hardware, 
software and/or telecommunications networks or 
equipment) used by the Buyer or the Supplier in connection 

with this Contract which is owned by or licensed to the 
Buyer by a third party and which interfaces with the Supplier   
System or which is necessary for the Buyer to receive the 

Deliverables;   

Commercial off the 

shelf Software or 

COTS Software   

Non-customised software where the IPR may be owned and 

licensed either by the Supplier or a third party depending on 

the context, and which is commercially available for 

purchase and subject to standard licence terms;   

Defect   any of the following:    

(a) any error, damage or defect in the manufacturing of a 

Deliverable; or   

(b) any error or failure of code within the Software which causes a 

Deliverable to malfunction or to produce unintelligible or 

incorrect results; or   

(c) any failure of any Deliverable to provide the performance, 
features and functionality specified in the requirements of the 

Buyer or the Documentation (including any adverse effect on 
response times) regardless of whether or not it prevents the 

relevant Deliverable from passing any Test required under this 
Call Off Contract; or   

(d) any failure of any Deliverable to operate in conjunction with or 

interface with any other Deliverable in order to provide the 

performance, features and functionality specified in the 

requirements of the Buyer or the Documentation (including any 

adverse effect on response times) regardless of whether or not 

it prevents the relevant Deliverable from passing any Test 

required under this Contract;   

Emergency 

Maintenance   

ad hoc and unplanned maintenance provided by the Supplier 

where either Party reasonably suspects that the  ICT 

Environment or the Services, or any part of the ICT  

Environment or the Services, has or may have developed a 

fault;   

ICT Environment   the Buyer System and the Supplier System;   

Licensed Software   all and any Software licensed by or through the Supplier, its   

  

  Sub-Contractors or any third party to the Buyer for the  

purposes of or pursuant to this Call Off Contract, including 

any COTS Software;   

Maintenance 

Schedule   

has the meaning given to it in Paragraph 8 of this Schedule;   
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Malicious Software   any software program or code intended to destroy, interfere 

with, corrupt, or cause undesired effects on program files, 

data or other information, executable code or application 

software macros, whether or not its operation is immediate 

or delayed, and whether the malicious software is introduced 

wilfully, negligently or without knowledge of its existence;   

New Release   an item produced primarily to extend, alter or improve the 

Software and/or any Deliverable by providing additional 

functionality or performance enhancement (whether or not 

defects in the Software and/or Deliverable are also 

corrected) while still retaining the original designated 

purpose of that item;   

Open Source 

Software   

computer software that has its source code made available 

subject to an open-source licence under which the owner of 

the copyright and other IPR in such software provides the 

rights to use, study, change and distribute the software to 

any and all persons and for any and all purposes free of 

charge;   

Operating   

Environment   

means the Buyer System and any premises (including the 

Buyer Premises, the Supplier’s premises or third party 

premises) from, to or at which:   
(a) the Deliverables are (or are to be) provided; or   

(b) the Supplier manages, organises or otherwise directs the 

provision or the use of the Deliverables; or   

(c) where any part of the Supplier System is situated;   

Permitted   

Maintenance   

has the meaning given to it in Paragraph 8.2 of this 

Schedule;   

Quality Plans   has the meaning given to it in Paragraph 6.1 of this 

Schedule;   

Sites   has the meaning given to it in Joint Schedule 1 (Definitions), 

and for the purposes of this Call-Off Schedule shall also 

include any premises from, to or at which physical interface 

with the Buyer System takes place;   

Software   Specially Written Software COTS Software and non-COTS 

Supplier and third party Software;   

Software   

Supporting   

Materials   

has the meaning given to it in Paragraph 9.1 of this 

Schedule;   
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Source Code   computer programs and/or data in eye-readable form and in   

such form that it can be compiled or interpreted into 

equivalent binary code together with all related design 

comments, flow charts, technical information and 

documentation necessary for the use, reproduction,   

  maintenance, modification and enhancement of such 

software;   

Specially Written 

Software   

any software (including database software, linking 

instructions, test scripts, compilation instructions and test 

instructions) created by the Supplier (or by a SubContractor 

or other third party on behalf of the Supplier) specifically for 

the purposes of this Contract, including any modifications or 

enhancements to COTS Software. For the avoidance of 

doubt Specially Written Software does not constitute New 

IPR; and   

Supplier System   the information and communications technology system used 

by the Supplier in supplying the Deliverables, including the 

COTS Software, the Supplier Equipment, configuration and 

management utilities, calibration and testing tools and 

related cabling (but excluding the Buyer System).   

2 When this Schedule should be used   

2.1  This Schedule is designed to provide additional provisions on Intellectual Property 

Rights for the Digital Deliverables.   

3 Buyer due diligence requirements   

3.1  The Supplier shall satisfy itself of all relevant details, including but not limited to, details 

relating to the following;   

3.1.1 suitability of the existing and (to the extent that it is defined or reasonably foreseeable 

at the Start Date) future Operating Environment;   

3.1.2 operating processes and procedures and the working methods of the Buyer;   

3.1.3 ownership, functionality, capacity, condition and suitability for use in the provision of the 

Deliverables of the Buyer Assets; and   

3.1.4 existing contracts (including any licences, support, maintenance and other contracts 

relating to the Operating Environment) referred to in the Due Diligence Information 

which may be novated to, assigned to or managed by the Supplier under this 

Contract and/or which the Supplier will require the benefit of for the provision of the 

Deliverables.   

   3.2  The Supplier confirms that it has advised the Buyer in writing of:   

3.2.1 each aspect, if any, of the Operating Environment that is not suitable for the provision 

of the ICT Services;   

3.2.2 the actions needed to remedy each such unsuitable aspect; and   

3.2.3 a timetable for and the costs of those actions.   
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   3.3  The Supplier undertakes:   

3.3.1 and represents to the Buyer that Deliverables will meet the Buyer’s acceptance criteria 

as set out in the Call-Off Contract and, if applicable, each Statement of Work; and   

3.3.2 to maintain all interface and interoperability between third party software or services, 

and Specially Written Software required for the performance or supply of the 

Deliverables.   

4 Licensed software warranty   

   4.1  The Supplier represents and warrants that:   

4.1.1 it has and shall continue to have all necessary rights in and to the Licensed Software 

made available by the Supplier (and/or any Sub-Contractor) to the Buyer which are 

necessary for the performance of the Supplier’s obligations under this Contract 

including the receipt of the Deliverables by the Buyer;   

4.1.2 all components of the Specially Written Software shall:   

4.1.2.1 be free from material design and programming errors;   

4.1.2.2 perform in all material respects in accordance with the relevant specifications 

contained in Call Off Schedule 14 (Service Levels and Balanced Scorecard) and 

Documentation; and   

4.1.2.3 not infringe any IPR.   

5 Provision of ICT Services   

   5.1  The Supplier shall:   

5.1.1 ensure that the release of any new COTS Software in which the Supplier owns the 

IPR, or upgrade to any Software in which the Supplier owns the IPR complies with 

the interface requirements of the Buyer and (except in relation to new Software or 

upgrades which are released to address Malicious Software) shall notify the Buyer 

three (3) Months before the release of any new COTS Software or Upgrade;   

5.1.2 ensure that all Software including upgrades, updates and New Releases used by or on 

behalf of the Supplier are currently supported versions of that Software and perform 

in all material respects in accordance with the relevant specification;   

5.1.3 ensure that the Supplier System will be free of all encumbrances;   

5.1.4 ensure that the Deliverables are fully compatible with any Buyer Software, Buyer 

System, or otherwise used by the Supplier in connection with this Contract;   

5.1.5 minimise any disruption to the Services and the ICT Environment and/or the Buyer's 

operations when providing the Deliverables.   

6 Standards and Quality Requirements   

6.1  The Supplier shall develop, in the timescales specified in the Order Form, quality plans 

that ensure that all aspects of the Deliverables are the subject of quality management 

systems and are consistent with BS EN ISO 9001 or any equivalent standard which is 

generally recognised as having replaced it ("Quality Plans").   

6.2  The Supplier shall seek Approval from the Buyer (not be unreasonably withheld or 

delayed) of the Quality Plans before implementing them. Approval shall not act as an 

endorsement of the Quality Plans and shall not relieve the Supplier of its responsibility 
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for ensuring that the Deliverables are provided to the standard required by this 

Contract.   

6.3  Following the approval of the Quality Plans, the Supplier shall provide all Deliverables in 

accordance with the Quality Plans.   

6.4  The Supplier shall ensure that the Supplier Personnel shall at all times during the CallOff 

Contract Period:   

6.4.1 be appropriately experienced, qualified and trained to supply the Deliverables in 

accordance with this Contract;   

6.4.2 apply all due skill, care, diligence in faithfully performing those duties and exercising 

such powers as necessary in connection with the provision of the Deliverables; and   

6.4.3 obey all lawful instructions and reasonable directions of the Buyer (including, if so 

required by the Buyer, the ICT Policy) and provide the Deliverables to the reasonable 

satisfaction of the Buyer.   

7 ICT Audit   

  7.1  The Supplier shall allow any auditor access to the Supplier premises to:  7.1.1 inspect 

the ICT Environment and the wider service delivery environment (or any part of them);   

7.1.2 review any records created during the design and development of the Supplier System 

and pre-operational environment such as information relating to Testing;   

7.1.3 review the Supplier’s quality management systems including all relevant Quality Plans.   

8 Maintenance of the ICT Environment   

8.1  If specified by the Buyer in the Order Form, the Supplier shall create and maintain a 

rolling schedule of planned maintenance to the ICT Environment ("Maintenance 

Schedule") and make it available to the Buyer for Approval in accordance with the 

timetable and instructions specified by the Buyer.   

8.2  Once the Maintenance Schedule has been Approved, the Supplier shall only undertake 

such planned maintenance (which shall be known as "Permitted Maintenance") in 

accordance with the Maintenance Schedule.   

8.3  The Supplier shall give as much notice as is reasonably practicable to the Buyer prior to 

carrying out any Emergency Maintenance.   

8.4  The Supplier shall carry out any necessary maintenance (whether Permitted 

Maintenance or Emergency Maintenance) where it reasonably suspects that the ICT 

Environment and/or the Services or any part thereof has or may have developed a 

fault. Any such maintenance shall be carried out in such a manner and at such times 

so as to avoid (or where this is not possible so as to minimise) disruption to the ICT 

Environment and the provision of the Deliverables.   

9 Intellectual Property Rights   

   9.1  Assignments granted by the Supplier: Specially Written Software   

9.1.1 The Supplier assigns (by present assignment of future rights to take effect immediately 

on it coming into existence) to the Buyer with full guarantee (or shall procure 

assignment to the Buyer), title to and all rights and interest in the Specially Written 

Software together with and including:   
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9.1.1.1 the Documentation, Source Code and the Object Code of the Specially Written 

Software; and   

9.1.1.2 all build instructions, test instructions, test scripts, test data, operating instructions 

and other documents and tools necessary for maintaining and supporting the 

Specially Written Software and the New IPR (together the "Software Supporting 

Materials").   

9.1.2 The Supplier shall:   

9.1.2.1 inform the Buyer of all Specially Written Software or New IPRs that are a 

modification, customisation, configuration or enhancement to any COTS Software;   

9.1.2.2 deliver to the Buyer the Specially Written Software and any computer program 

elements of the New IPRs in both Source Code and Object Code forms together 

with relevant Documentation and all related Software Supporting Materials within 

seven days of completion or, if a relevant Milestone has been identified in an 

Implementation Plan, Achievement of that Milestone and shall provide updates of 

them promptly following each new release of the Specially Written Software, in each 

case on media that is reasonably acceptable to the Buyer and the Buyer shall 

become the owner of such media upon receipt; and   

9.1.2.3 without prejudice to Paragraph 9.1.2.2, provide full details to the Buyer of any of the 

Supplier’s Existing IPRs or Third Party IPRs which are embedded or which are an 

integral part of the Specially Written Software or New IPR and the Supplier hereby 

grants to the Buyer and shall procure that any relevant third party licensor shall 

grant to the Buyer a perpetual, irrevocable, non-exclusive, assignable, royalty-free 

licence to use, sub-license and/or commercially exploit such Supplier’s Existing 

IPRs and Third Party IPRs to the extent that it is necessary to enable the Buyer to 

obtain the full benefits of ownership of the Specially Written Software and New 

IPRs.   

9.1.3 The Supplier shall promptly execute all such assignments as are required to ensure 

that any rights in the Specially Written Software and New IPRs are properly 

transferred to the Buyer.   

   9.2  Licences for non-COTS IPR from the Supplier and third parties to the Buyer   

9.2.1 Unless the Buyer gives its Approval the Supplier must not use any:   

(a) of its own Existing IPR that is not COTS Software;   

(b) third party software that is not COTS Software   

9.2.2 Where the Buyer Approves the use of the Supplier’s Existing IPR that is not COTS 

Software the Supplier shall grant to the Buyer a perpetual, royalty-free and 

nonexclusive licence to use adapt, and sub-license the same for any purpose relating 

to the Deliverables (or substantially equivalent deliverables) or for any purpose 

relating to the exercise of the Buyer’s (or, if the Buyer is a Central Government Body, 

any other Central Government Body’s) business or function including the right to 

load, execute, store, transmit, display and copy (for the purposes of archiving, 

backing-up, loading, execution, storage, transmission or display) for the Call Off 

Contract Period and after expiry of the Contract to the extent necessary to ensure 

continuity of service and an effective transition of Services to a Replacement 

Supplier.   
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9.2.3 Where the Buyer Approves the use of third party Software that is not COTS Software 

the Supplier shall procure that the owners or the authorised licensors of any such 

Software grant a direct licence to the Buyer on terms at least equivalent to those set  

out in Paragraph 9.2.2. If the Supplier cannot obtain such a licence for the Buyer it 

shall:   

9.2.3.1 notify the Buyer in writing giving details of what licence terms can be obtained and 

whether there are alternative software providers which the Supplier could seek to 

use; and   

9.2.3.2 only use such third party IPR as referred to at Paragraph 9.2.3.1 if the Buyer 

Approves the terms of the licence from the relevant third party.   

9.2.4 Where the Supplier is unable to provide a license to the Supplier’s Existing IPR in 

accordance with Paragraph 9.2.2 above, it must meet the requirement by making use 

of COTS Software or Specially Written Software.   

9.2.5 The Supplier may terminate a licence granted under Paragraph 9.2.1 by giving at least 

thirty (30) days’ notice in writing if there is an Authority Cause which constitutes a 

material Default which, if capable of remedy, is not remedied within twenty (20) 

Working Days after the Supplier gives the Buyer written notice specifying the breach 

and requiring its remedy.   

   9.3  Licenses for COTS Software by the Supplier and third parties to the Buyer   

9.3.1 The Supplier shall either grant, or procure that the owners or the authorised licensors 

of any COTS Software grant, a direct licence to the Buyer on terms no less 

favourable than those standard commercial terms on which such software is usually 

made commercially available.   

9.3.2 Where the Supplier owns the COTS Software it shall make available the COTS 

software to a Replacement Supplier at a price and on terms no less favourable than 

those standard commercial terms on which such software is usually made 

commercially available.   

9.3.3 Where a third party is the owner of COTS Software licensed in accordance with this 

Paragraph 9.3 the Supplier shall support the Replacement Supplier to make 

arrangements with the owner or authorised licencee to renew the license at a price 

and on terms no less favourable than those standard commercial terms on which 

such software is usually made commercially available.   

9.3.4 The Supplier shall notify the Buyer within seven (7) days of becoming aware of any 

COTS Software which in the next thirty-six (36) months:   

9.3.4.1 will no longer be maintained or supported by the developer; or   

9.3.4.2 will no longer be made commercially available   

   9.4  Buyer’s right to assign/novate licences   

9.4.1 The Buyer may assign, novate or otherwise transfer its rights and obligations under the 

licences granted pursuant to Paragraph 9.2 (to:   

9.4.1.1 a Central Government Body; or   
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9.4.1.2 to any body (including any private sector body) which performs or carries on any of 

the functions and/or activities that previously had been performed and/or carried on 

by the Buyer.   

9.4.2 If the Buyer ceases to be a Central Government Body, the successor body to the Buyer 

shall still be entitled to the benefit of the licences granted in Paragraph 9.2.   

   9.5  Licence granted by the Buyer   

9.5.1 The Buyer grants to the Supplier a royalty-free, non-exclusive, non-transferable licence 

during the Contract Period to use the Buyer Software and the Specially Written  

Software solely to the extent necessary for providing the Deliverables in accordance 

with this Contract, including the right to grant sub-licences to SubContractors 

provided that any relevant Sub-Contractor has entered into a confidentiality 

undertaking with the Supplier on the same terms as set out in Clause 15 

(Confidentiality).   

   9.6  Open Source Publication   

9.6.1 Unless the Buyer otherwise agrees in advance in writing (and subject to Paragraph 

9.6.3) all Specially Written Software and computer program elements of New IPR 

shall be created in a format, or able to be converted (in which case the Supplier shall 

also provide the converted format to the Buyer) into a format, which is:   

9.6.1.1 suitable for publication by the Buyer as Open Source; and   

9.6.1.2 based on Open Standards (where applicable), and the Buyer may, at its 

sole discretion, publish the same as Open Source.   

9.6.2 The Supplier hereby warrants that the Specially Written Software and the New IPR:   

9.6.2.1 are suitable for release as Open Source and that the Supplier has used reasonable 

endeavours when developing the same to ensure that publication by the Buyer will 

not enable a third party to use them in any way which could reasonably be foreseen 

to compromise the operation, running or security of the Specially Written Software, 

New IPRs or the Buyer System;   

9.6.2.2 have been developed using reasonable endeavours to ensure that their publication by 

the Buyer shall not cause any harm or damage to any party using them;   

9.6.2.3 do not contain any material which would bring the Buyer into disrepute;   

9.6.2.4 can be published as Open Source without breaching the rights of any third party;   

9.6.2.5 will be supplied in a format suitable for publication as Open Source ("the Open  

Source Publication Material") no later than the date notified by the Buyer to the 

Supplier; and   

9.6.2.6 do not contain any Malicious Software.   

9.6.3 Where the Buyer has Approved a request by the Supplier for any part of the Specially 

Written Software or New IPRs to be excluded from the requirement to be in an Open 

Source format due to the intention to embed or integrate Supplier Existing IPRs 

and/or Third Party IPRs (and where the Parties agree that such IPRs are not 

intended to be published as Open Source), the Supplier shall:   
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9.6.3.1 as soon as reasonably practicable, provide written details of the nature of the IPRs 

and items or Deliverables based on IPRs which are to be excluded from Open 

Source publication; and   

9.6.3.2 include in the written details and information about the impact that inclusion of such 

IPRs or Deliverables based on such IPRs, will have on any other Specially Written 

Software and/or New IPRs and the Buyer’s ability to publish such other items or 

Deliverables as Open Source.   

   9.7  Malicious Software   

9.7.1 The Supplier shall, throughout the Contract Period, use the latest versions of antivirus 

definitions and software available from an industry accepted anti-virus software 

vendor to check for, contain the spread of, and minimise the impact of Malicious 

Software.   

9.7.2 If Malicious Software is found, the Parties shall co-operate to reduce the effect of the 

Malicious Software and, particularly if Malicious Software causes loss of operational 

efficiency or loss or corruption of Government Data, assist each other to mitigate any 

losses and to restore the provision of the Deliverables to its desired operating 

efficiency.   

9.7.3 Any cost arising out of the actions of the Parties taken in compliance with the 

provisions of Paragraph 9.7.2 shall be borne by the Parties as follows:   

9.7.3.1 by the Supplier, where the Malicious Software originates from the Supplier   

Software, the third party Software supplied by the Supplier or the Government Data   

(whilst the Government Data was under the control of the Supplier) unless the 

Supplier can demonstrate that such Malicious Software was present and not 

quarantined or otherwise identified by the Buyer when provided to the Supplier; and   

9.7.3.2 by the Buyer, if the Malicious Software originates from the Buyer Software or the 

Buyer Data (whilst the Buyer Data was under the control of the Buyer).   

10 IPR asset management   

10.1 The Parties shall work together to ensure that there is appropriate IPR asset 

management under each Call-Off Contract, and:   

10.1.1 where the Supplier is working on the Buyer’s System, the Supplier shall comply with 

the Buyer’s IPR asset management approach and procedures.   

10.1.2 where the Supplier is working on the Supplier’s System, the Buyer will ensure that it 

maintains its IPR asset management procedures in accordance with Good Industry 

Practice.   

Records and materials associated with IPR asset management shall form part of the 

Deliverables, including those relating to any Specially Written Software or New IPR.   

10.2 The Supplier shall comply with any instructions given by the Buyer as to where it shall 

store all work in progress Deliverables and finished Deliverables (including all 

Documentation and Source Code) during the term of the Call-Off Contract and at the 

stated intervals or frequency specified by the Buyer and upon termination of the 

Contract or any Statement of Work.   

10.3 The Supplier shall ensure that all items it uploads into any repository contain sufficient 

detail, code annotations and instructions so that a third-party developer (with the 
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relevant technical abilities within the applicable role) would be able to understand how 

the item was created and how it works together with other items in the repository within 

a reasonable timeframe.   

10.4 The Supplier shall maintain a register of all Open Source Software it has used in the 

provision of the Deliverables as part of its IPR asset management obligations under 

this Contract.   

     
         
       
   
    

Call-Off Schedule 9 (Security)   
   

 Part A: Short Form Security Requirements 1   Definitions   

1.1  In this Schedule, the following words shall have the following meanings and they shall 

supplement Joint Schedule 1 (Definitions):   

Term   Definition   

Breach of Security   the occurrence of:   

(a) any unauthorised access to or use of the Deliverables, 

the Sites and/or any Information and Communication 

Technology ("ICT"), information or data (including the 

Confidential Information and the Government Data) 

used by the Buyer and/or the Supplier in connection 

with this Contract; and/or   

(b) the loss and/or unauthorised disclosure of any 

information or data (including the Confidential  

Information and the Government Data), including any 

copies of such information or data, used by the Buyer 

and/or the Supplier in connection with this Contract,   

in either case as more particularly set out in the 

Security Policy where the Buyer has required 

compliance therewith in accordance with Paragraph 

2.2; and   

Security Management  

Plan   

the Supplier's security management plan prepared 

pursuant to this Schedule, a draft of which has been 

provided by the Supplier to the Buyer and as updated 

from time to time.   

   

2 Complying with security requirements and updates to them   

2.1  The Buyer and the Supplier recognise that, where specified in Framework Schedule 4 

(Framework Management), CCS shall have the right to enforce the Buyer's rights 

under this Schedule.   
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2.2  The Supplier shall comply with the requirements in this Schedule in respect of the 

Security Management Plan. Where specified by a Buyer that has undertaken a Further  

Competition it shall also comply with the Security Policy and shall ensure that the 

Security Management Plan produced by the Supplier fully complies with the Security 

Policy.   

2.3  Where the Security Policy applies the Buyer shall notify the Supplier of any changes or 

proposed changes to the Security Policy.   

2.4  If the Supplier believes that a change or proposed change to the Security Policy will 

have a material and unavoidable cost implication to the provision of the Deliverables it 

may propose a Variation to the Buyer. In doing so, the Supplier must support its 

request by providing evidence of the cause of any increased costs and the steps that it 

has taken to mitigate those costs. Any change to the Charges shall be subject to the 

Variation Procedure.   

2.5  Until and/or unless a change to the Charges is agreed by the Buyer pursuant to the 

Variation Procedure the Supplier shall continue to provide the Deliverables in 

accordance with its existing obligations.   

3 Security Standards   

3.1  The Supplier acknowledges that the Buyer places great emphasis on the reliability of the 

performance of the Deliverables, confidentiality, integrity and availability of information 

and consequently on security.   

3.2  The Supplier shall be responsible for the effective performance of its security obligations 

and shall at all times provide a level of security which:   

3.2.1 is in accordance with the Law and this Contract;   

3.2.2 as a minimum demonstrates Good Industry Practice;   

3.2.3 meets any specific security threats of immediate relevance to the Deliverables and/or 

the Government Data; and   

3.2.4 where specified by the Buyer in accordance with Paragraph 2.2 complies with the 

Security Policy and the ICT Policy.   

3.3  The references to standards, guidance and policies contained or set out in Paragraph 

3.2 shall be deemed to be references to such items as developed and updated and to 

any successor to or replacement for such standards, guidance and policies, as notified 

to the Supplier from time to time.   

3.4  In the event of any inconsistency in the provisions of the above standards, guidance and 

policies, the Supplier should notify the Buyer's Representative of such inconsistency 

immediately upon becoming aware of the same, and the Buyer's Representative shall, 

as soon as practicable, advise the Supplier which provision the Supplier shall be 

required to comply with.   

4 Security Management Plan   

   4.1  Introduction   

4.1.1 The Supplier shall develop and maintain a Security Management Plan in accordance 

with this Schedule. The Supplier shall thereafter comply with its obligations set out in 

the Security Management Plan.   
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   4.2  Content of the Security Management Plan   

4.2.1 The Security Management Plan shall:   

(a) comply with the principles of security set out in Paragraph 3 and any other 

provisions of this Contract relevant to security;   

(b) identify the necessary delegated organisational roles for those responsible for 

ensuring it is complied with by the Supplier;   

(c) detail the process for managing any security risks from Subcontractors and third 

parties authorised by the Buyer with access to the Deliverables, processes 

associated with the provision of the Deliverables, the Buyer Premises, the Sites 

and any ICT, Information and data (including the Buyer’s Confidential Information 

and the Government Data) and any system that could directly or indirectly have 

an impact on that Information, data and/or the Deliverables;   

(d) be developed to protect all aspects of the Deliverables and all processes 

associated with the provision of the Deliverables, including the Buyer Premises, 

the Sites, and any ICT, Information and data (including the Buyer’s Confidential 

Information and the Government Data) to the extent used by the Buyer or the 

Supplier in connection with this Contract or in connection with any system that 

could directly or indirectly have an impact on that Information, data and/or the 

Deliverables;   

(e) set out the security measures to be implemented and maintained by the Supplier 

in relation to all aspects of the Deliverables and all processes associated with the 

provision of the Goods and/or Services and shall at all times comply with and 

specify security measures and procedures which are sufficient to ensure that the 

Deliverables comply with the provisions of this Contract;   

(f) set out the plans for transitioning all security arrangements and responsibilities 

for the Supplier to meet the full obligations of the security requirements set out in 

this Contract and, where necessary in accordance with Paragraph 2.2 the 

Security Policy; and   

(g) be written in plain English in language which is readily comprehensible to the 

staff of the Supplier and the Buyer engaged in the provision of the Deliverables 

and shall only reference documents which are in the possession of the Parties or 

whose location is otherwise specified in this Schedule.   

   4.3  Development of the Security Management Plan   

4.3.1 Within twenty (20) Working Days after the Start Date and in accordance with  

Paragraph 4.4, the Supplier shall prepare and deliver to the Buyer for Approval a fully 

complete and up to date Security Management Plan which will be based on the draft 

Security Management Plan.   

4.3.2 If the Security Management Plan submitted to the Buyer in accordance with 

Paragraph 4.3.1, or any subsequent revision to it in accordance with Paragraph 4.4, 

is Approved it will be adopted immediately and will replace the previous version of the 

Security Management Plan and thereafter operated and maintained in accordance 

with this Schedule. If the Security Management Plan is not Approved, the Supplier 

shall amend it within ten (10) Working Days of a notice of non-approval from the 
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Buyer and re-submit to the Buyer for Approval. The Parties will use all reasonable 

endeavours to ensure that the approval process takes as little time as possible and in 

any event no longer than fifteen (15) Working Days from the date of its first 

submission to the Buyer. If the Buyer does not approve the Security Management 

Plan following its resubmission, the matter will be resolved in accordance with the 

Dispute Resolution Procedure.   

4.3.3 The Buyer shall not unreasonably withhold or delay its decision to Approve or not the  

Security Management Plan pursuant to Paragraph 4.3.2. However a refusal by the 

Buyer to Approve the Security Management Plan on the grounds that it does not 

comply with the requirements set out in Paragraph 4.2 shall be deemed to be 

reasonable.   

4.3.4 Approval by the Buyer of the Security Management Plan pursuant to Paragraph 4.3.2 

or of any change to the Security Management Plan in accordance with Paragraph 4.4 

shall not relieve the Supplier of its obligations under this Schedule.   

   4.4  Amendment of the Security Management Plan   

4.4.1 The Security Management Plan shall be fully reviewed and updated by the Supplier at 

least annually to reflect:   

(a) emerging changes in Good Industry Practice;   

(b) any change or proposed change to the Deliverables and/or associated 

processes;   

(c) where necessary in accordance with Paragraph 2.2, any change to the Security 

Policy;   

(d) any new perceived or changed security threats; and   

(e) any reasonable change in requirements requested by the Buyer.   

4.4.2 The Supplier shall provide the Buyer with the results of such reviews as soon as 

reasonably practicable after their completion and amendment of the Security 

Management Plan at no additional cost to the Buyer. The results of the review shall 

include, without limitation:   

(a) suggested improvements to the effectiveness of the Security Management Plan;   

(b) updates to the risk assessments; and   

(c) suggested improvements in measuring the effectiveness of controls.   

4.4.3 Subject to Paragraph 4.4.4, any change or amendment which the Supplier proposes to 

make to the Security Management Plan (as a result of a review carried out in 

accordance with Paragraph 4.4.1, a request by the Buyer or otherwise) shall be 

subject to the Variation Procedure.   

4.4.4 The Buyer may, acting reasonably, Approve and require changes or amendments to 

the Security Management Plan to be implemented on timescales faster than set out 

in the Variation Procedure but, without prejudice to their effectiveness, all such 

changes and amendments shall thereafter be subject to the Variation Procedure for 

the purposes of formalising and documenting the relevant change or amendment.   
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5 Security breach   

5.1  Either Party shall notify the other in accordance with the agreed security incident 

management process (as detailed in the Security Management Plan) upon becoming 

aware of any Breach of Security or any potential or attempted Breach of Security.   

5.2  Without prejudice to the security incident management process, upon becoming aware 

of any of the circumstances referred to in Paragraph 5.1, the Supplier shall:   

5.2.1 immediately take all reasonable steps (which shall include any action or changes 

reasonably required by the Buyer) necessary to:   

(a) minimise the extent of actual or potential harm caused by any Breach of Security;   

(b) remedy such Breach of Security to the extent possible and protect the integrity of 

the Buyer and the provision of the Goods and/or Services to the extent within its 

control against any such Breach of Security or attempted Breach of Security;    

(c) prevent an equivalent breach in the future exploiting the same cause failure; and   

(d) as soon as reasonably practicable provide to the Buyer, where the Buyer so 

requests, full details (using the reporting mechanism defined by the Security 

Management Plan) of the Breach of Security or attempted Breach of Security, 

including a cause analysis where required by the Buyer.   

5.3  In the event that any action is taken in response to a Breach of Security or potential or 

attempted Breach of Security that demonstrates non-compliance of the Security   

Management Plan with the Security Policy (where relevant in accordance with 

Paragraph 2.2) or the requirements of this Schedule, then any required change to the 

Security Management Plan shall be at no cost to the Buyer.   

6 Data security   

6.1  The Supplier will ensure that any system on which the Supplier holds any Government 

Data will be accredited or assured as specific to the Buyer and will comply with:   

• the Government Security Policy Framework (see:  

https://www.gov.uk/government/publications/security-policy-framework);   
• the Government Functional Standard GovS 007: Security (see:  

https://www.gov.uk/government/publications/government-functional-

standardgovs007-security); and   

• guidance issued by the National Cyber Security Centre (NCSC) for:   

o risk management: 

https://www.ncsc.gov.uk/collection/riskmanagementcollection;   

o cloud security:  

https://www.ncsc.gov.uk/collection/cloudsecurity/implementing-the-

cloudsecurity-principles; and   

o 10 steps to cyber security: https://www.ncsc.gov.uk/collection/10-steps.   

6.2  Where the duration of a Call-Off Contract exceeds one (1) year, the Supplier will review 

the accreditation or assurance status at least once each year to assess whether 

material changes have occurred which could alter the original accreditation decision in 
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relation to Government Data. If any changes have occurred then the Supplier agrees 

to promptly re-submit such system for re-accreditation.   

       
         
   
       
         
         
   
       
         
         
   

Call-Off Schedule 10 (Exit Management)   
   1  Definitions   

1.1  In this Schedule, the following words shall have the following meanings and they shall 

supplement Joint Schedule 1 (Definitions):   

Term   Definition   

Exclusive Assets   Supplier Assets used exclusively by the Supplier [or   

  

  a Key Subcontractor] in the provision of the 

Deliverables;   

Exit Information   has the meaning given to it in Paragraph 3.1 of this 

Schedule;   

Exit Manager   the person appointed by each Party to manage their 

respective obligations under this Schedule;   

Exit Plan   the plan produced and updated by the Supplier 

during the Initial Period in accordance with 

Paragraph 4 of this Schedule;   

Net Book Value   the current net book value of the relevant Supplier 

Asset(s) calculated in accordance with the   

Framework Tender or Call-Off Tender (if stated) or   

(if not stated) the depreciation policy of the Supplier 

(which the Supplier shall ensure is in accordance 

with Good Industry Practice);   

Non- Exclusive Assets   those Supplier Assets used by the Supplier [or a  

Key Subcontractor] in connection with the   

Deliverables but which are also used by the Supplier  

[or Key Subcontractor] for other purposes;   

Registers   the register and configuration database referred to 

in Paragraph 2.2 of this Schedule;    
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Replacement Goods   any goods which are substantially similar to any of 
the Goods and which the Buyer receives in  

substitution for any of the Goods following the End   

Date, whether those goods are provided by the   

Buyer internally and/or by any third party;   

Replacement Services   any services which are substantially similar to any 

of the Services and which the Buyer receives in 

substitution for any of the Services following the 

End Date, whether those goods are provided by the   

Buyer internally and/or by any third party;   

Termination Assistance   the activities to be performed by the Supplier 

pursuant to the Exit Plan, and other assistance 

required by the Buyer pursuant to the Termination 

Assistance Notice;   

Termination   

Assistance Notice   

has the meaning given to it in Paragraph 5.1 of this 

Schedule;   

Termination   

Assistance Period   

the period specified in a Termination Assistance 

Notice for which the Supplier is required to provide 

the Termination Assistance as such period may be 

extended pursuant to Paragraph 5.2 of this 

Schedule;   

Transferable Assets   Exclusive Assets which are capable of legal transfer 

to the Buyer;   

Transferable Contracts    Sub- Contracts, licences for Supplier's Software, 

licences for Third Party Software or other 

agreements which are necessary to enable the 

Buyer or any Replacement Supplier to provide the   

Deliverables or the Replacement Goods and/or   

  Replacement Services, including in relation to 

licences all relevant Documentation;   

Transferring Assets   has the meaning given to it in Paragraph 8.2.1 of this 

Schedule; and   

Transferring Contracts   has the meaning given to it in Paragraph 8.2.3 of this 

Schedule.   

   

2 Supplier must always be prepared for Contract exit and SOW exit   

2.1  The Supplier shall within 30 days from the Call-Off Contract Start Date provide to the 

Buyer a copy of its depreciation policy to be used for the purposes of calculating Net 

Book Value.   

   2.2  During the Contract Period, the Supplier shall promptly:   

2.2.1 create and maintain a detailed register of all Supplier Assets (including description, 

condition, location and details of ownership and status as either Exclusive Assets or 
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Non-Exclusive Assets and Net Book Value) and Sub-contracts and other relevant 

agreements required in connection with the Deliverables; and   

2.2.2 create and maintain a configuration database detailing the technical infrastructure and 

operating procedures through which the Supplier provides the Deliverables which will 

be stored in the Deliverables IPR asset management system which includes all 

Document and Source Code repositories.   

("Registers").   
   2.3  The Supplier shall:   

2.3.1 ensure that all Exclusive Assets listed in the Registers are clearly physically identified 

as such; and   

2.3.2 procure that all licences for Third Party Software and all Sub-Contracts shall be 

assignable and/or capable of novation (at no cost or restriction to the Buyer) at the 

request of the Buyer to the Buyer (and/or its nominee) and/or any Replacement 

Supplier upon the Supplier ceasing to provide the Deliverables (or part of them) and 

if the Supplier is unable to do so then the Supplier shall promptly notify the Buyer and 

the Buyer may require the Supplier to procure an alternative Subcontractor or 

provider of Deliverables.   

2.4  Each Party shall appoint an Exit Manager within three (3) Months of the Call-Off 

Contract Start Date. The Parties' Exit Managers will liaise with one another in relation 

to all issues relevant to the expiry or termination of each SOW and this Contract.   

3 Assisting re-competition for Deliverables   

3.1  The Supplier shall, on reasonable notice, provide to the Buyer and/or its potential 

Replacement Suppliers (subject to the potential Replacement Suppliers entering into 

reasonable written confidentiality undertakings), such information (including any 

access) as the Buyer shall reasonably require in order to facilitate the preparation by 

the Buyer of any invitation to tender and/or to facilitate any potential Replacement 

Suppliers undertaking due diligence whether this is in relation to one or more SOWs or 

the Call-Off Contract. (the "Exit Information").   

3.2  The Supplier acknowledges that the Buyer may disclose the Supplier's Confidential 

Information (excluding the Supplier’s or its Subcontractors’ prices or costs) to an actual 

or prospective Replacement Supplier to the extent that such disclosure is necessary in 

connection with such engagement.   

3.3  The Supplier shall provide complete updates of the Exit Information on an asrequested 

basis as soon as reasonably practicable and notify the Buyer within five (5) Working 

Days of any material change to the Exit Information which may adversely  impact upon 

the provision of any Deliverables (and shall consult the Buyer in relation to any such 

changes).   

3.4  The Exit Information shall be accurate and complete in all material respects and shall be 

sufficient to enable a third party to prepare an informed offer for those Deliverables; 

and not be disadvantaged in any procurement process compared to the Supplier.   

4 Exit Plan   

4.1  The Supplier shall, within three (3) Months after the Start Date, deliver to the Buyer a 

Call-Off Contract and SOW Exit Plan which complies with the requirements set out in  
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Paragraph 4.3 of this Schedule and is otherwise reasonably satisfactory to the Buyer.   

4.2  The Parties shall use reasonable endeavours to agree the contents of the Exit Plan. If 

the Parties are unable to agree the contents of the Exit Plan within twenty (20) Working 

Days of the latest date for its submission pursuant to Paragraph 4.1, then such Dispute 

shall be resolved in accordance with the Dispute Resolution Procedure.   

   4.3  The Exit Plan shall set out, as a minimum:   

4.3.1 a detailed description of both the transfer and cessation processes, including a 

timetable (this may require modification to take into account the need to facilitate 

individual SOW Exit Plan provisions which shall be updated and incorporated as part 

of the SOW;   

4.3.2 how the Deliverables will transfer to the Replacement Supplier and/or the Buyer;   

4.3.3 details of any contracts which will be available for transfer to the Buyer and/or the 

Replacement Supplier upon the Expiry Date together with any reasonable costs 

required to effect such transfer;   

4.3.4 proposals for the training of key members of the Replacement Supplier’s staff in 

connection with the continuation of the provision of the Deliverables following the 

Expiry Date;   

4.3.5 proposals for providing the Buyer or a Replacement Supplier copies of all 

documentation relating to the use and operation of the Deliverables and required for 

their continued use;   

4.3.6 proposals for the assignment or novation of all services utilised by the Supplier in 

connection with the supply of the Deliverables;   

4.3.7 proposals for the identification and return of all Buyer Property in the possession of 

and/or control of the Supplier or any third party;   

4.3.8 proposals for the disposal of any redundant Deliverables and materials;   

4.3.9 how the Supplier will ensure that there is no disruption to or degradation of the 

Deliverables during the Termination Assistance Period; and   

4.3.10 any other information or assistance reasonably required by the Buyer or a 

Replacement Supplier.   

   4.4  The Supplier shall:   

4.4.1 maintain and update the Exit Plan (and risk management plan) no less frequently than:   

(a) prior to each SOW and no less than every six (6) Months throughout the 

Contract Period; and   

(b) no later than twenty (20) Working Days after a request from the Buyer for an 

up-to-date copy of the Exit Plan;   

(c) as soon as reasonably possible following a Termination Assistance Notice, and in 

any event no later than ten (10) Working Days after the date of the Termination 

Assistance Notice;   



Framework Schedule 6 (Order Form Template, Statement of Work Template and 

OFFICIAL-SENSITIVE - COMMERCIAL 
 

CallOff Schedules)   

Call-Off Ref: RM1043.8  Crown 

Copyright 2022   

38   
Framework Ref: RM1043.8 Digital Outcomes 6   

Project Version: v2.0   

 Model Version: v3.8   OFFICIAL-SENSITIVE - COMMERCIAL  

(d) as soon as reasonably possible following, and in any event no later than twenty 

(20) Working Days following, any material change to the Deliverables (including 

all changes under the Variation Procedure); and   

4.4.2 jointly review and verify the Exit Plan if required by the Buyer and promptly correct any 

identified failures.   

4.5 Only if (by notification to the Supplier in writing) the Buyer agrees with a draft Exit Plan 

provided by the Supplier under Paragraph 4.2 or 4.4 (as the context requires), shall 

that draft become the Exit Plan for this Contract.   

4.6 A version of an Exit Plan agreed between the parties shall not be superseded by any 

draft submitted by the Supplier.   

5 Termination Assistance   

5.1  The Buyer shall be entitled to require the provision of Termination Assistance at any time 

during the Contract Period by giving written notice to the Supplier (a   

"Termination Assistance Notice") at least four (4) Months prior to the Expiry Date or, 

as soon as reasonably practicable, in the case of the Call-Off Contract and each SOW 

(but in any event, not later than one (1) Month) following the service by either Party of 

a Termination Notice. The Termination Assistance Notice shall specify:   

5.1.1 the nature of the Termination Assistance required; and   

5.1.2 the start date and initial period during which it is anticipated that Termination  

Assistance will be required, which shall continue no longer than twelve (12) Months 

after the End Date.   

5.2  The Buyer shall have an option to extend the Termination Assistance Period beyond the 

initial period specified in the Termination Assistance Notice in one or more extensions, 

in each case provided that:   

5.2.1 no such extension shall extend the Termination Assistance Period beyond the date 

twelve (12) Months after the End Date; and   

5.2.2 the Buyer shall notify the Supplier of any such extension no later than twenty (20) 

Working Days prior to the date on which the Termination Assistance Period is 

otherwise due to expire.   

5.3  The Buyer shall have the right to terminate its requirement for Termination Assistance by 

serving not less than (20) Working Days' written notice upon the Supplier.   

5.4  In the event that Termination Assistance is required by the Buyer but at the relevant time 

the parties are still agreeing an update to the Exit Plan pursuant to Paragraph 4, the 

Supplier will provide the Termination Assistance in good faith and in accordance with 

the principles in this Schedule and the last Buyer approved version of the Exit Plan 

(insofar as it still applies).   

6 Termination Assistance Period   

   6.1  Throughout the Termination Assistance Period the Supplier shall:   

6.1.1 continue to provide the Deliverables (as applicable) and otherwise perform its 

obligations under this Contract and, if required by the Buyer, provide the Termination 

Assistance;   
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6.1.2 provide to the Buyer and/or its Replacement Supplier any reasonable assistance and/or 

access requested by the Buyer and/or its Replacement Supplier including assistance 

and/or access to facilitate the orderly transfer of responsibility for and conduct of the 

Deliverables to the Buyer and/or its Replacement Supplier;   

6.1.3 use all reasonable endeavours to reallocate resources to provide such assistance 

without additional costs to the Buyer;   

6.1.4 subject to Paragraph 6.3, provide the Deliverables and the Termination Assistance at 

no detriment to the Performance Indicators (PI’s) or Service Levels or KPIs, the 

provision of the Management Information or any other reports or to any other of the 

Supplier's obligations under this Contract;   

6.1.5 at the Buyer's request and on reasonable notice, deliver up-to-date Registers to the 

Buyer;   

6.1.6 seek the Buyer's prior written consent to access any Buyer Premises from which the 

de-installation or removal of Supplier Assets is required.   

6.2  If it is not possible for the Supplier to reallocate resources to provide such assistance as 

is referred to in Paragraph 6.1.2 without additional costs to the Buyer, any additional 

costs incurred by the Supplier in providing such reasonable assistance shall be subject 

to the Variation Procedure.   

6.3  If the Supplier demonstrates to the Buyer's reasonable satisfaction that the provision of 

the Termination Assistance will have a material, unavoidable adverse effect on the 

Supplier's ability to meet one or more particular Service Levels or KPIs, the Parties 

shall vary the relevant KPIs, Service Levels and/or the applicable Service Credits 

accordingly.   

7 Obligations when the contract is terminated   

   7.1  The Supplier shall comply with all of its obligations contained in the Exit Plan.   

7.2  Upon termination or expiry or at the end of the Termination Assistance Period (or earlier 

if this does not adversely affect the Supplier's performance of the Deliverables and the 

Termination Assistance), the Supplier shall:   

7.2.1 vacate any Buyer Premises;   

7.2.2 remove the Supplier Equipment together with any other materials used by the Supplier 

to supply the Deliverables and shall leave the Sites in a clean, safe and tidy 

condition. The Supplier is solely responsible for making good any damage to the 

Sites or any objects contained thereon, other than fair wear and tear, which is caused 

by the Supplier;   

7.2.3 provide access during normal working hours to the Buyer and/or the Replacement 

Supplier for up to twelve (12) Months after expiry or termination to:   

(a) such information relating to the Deliverables as remains in the possession or 

control of the Supplier; and   

(b) such members of the Supplier Staff as have been involved in the design, 

development and provision of the Deliverables and who are still employed by the 

Supplier, provided that the Buyer and/or the Replacement Supplier shall pay the 
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reasonable costs of the Supplier actually incurred in responding to such requests 

for access.   

7.3  Except where this Contract provides otherwise, all licences, leases and authorisations 

granted by the Buyer to the Supplier in relation to the Deliverables shall be terminated 

with effect from the end of the Termination Assistance Period.   

8 Assets, Sub-contracts and Software   

8.1  Following notice of termination of this Contract and during the Termination Assistance 

Period, the Supplier shall not, without the Buyer's prior written consent:   

8.1.1 terminate, enter into or vary any Sub-contract or licence for any software in connection 

with the Deliverables; or   

8.1.2 (subject to normal maintenance requirements) make material modifications to, or 

dispose of, any existing Supplier Assets or acquire any new Supplier Assets.   

8.2  Within twenty (20) Working Days of receipt of the up-to-date Registers provided by the 

Supplier, the Buyer shall notify the Supplier setting out:   

8.2.1 which, if any, of the Transferable Assets the Buyer requires to be transferred to the 

Buyer and/or the Replacement Supplier ("Transferring Assets");   

8.2.2 which, if any, of:   

(a) the Exclusive Assets that are not Transferable Assets; and   

(b) the Non-Exclusive Assets, the Buyer and/or the Replacement Supplier requires 

the continued use of; and   

8.2.3 which, if any, of Transferable Contracts the Buyer requires to be assigned or novated to 

the Buyer and/or the Replacement Supplier (the "Transferring Contracts"), in order 

for the Buyer and/or its Replacement Supplier to provide the Deliverables from the 

expiry of the Termination Assistance Period. The Supplier shall provide all reasonable 

assistance required by the Buyer and/or its Replacement Supplier to enable it to 

determine which Transferable Assets and Transferable Contracts are required to 

provide the Deliverables or the Replacement Goods and/or Replacement Services.   

   

8.3 With effect from the expiry of the Termination Assistance Period, the Supplier shall sell 

the Transferring Assets to the Buyer and/or the Replacement Supplier for their Net 

Book Value less any amount already paid for them through the Charges.   

8.4 Risk in the Transferring Assets shall pass to the Buyer or the Replacement Supplier 

(as appropriate) at the end of the Termination Assistance Period and title shall pass on 

payment for them.   

8.5 Where the Buyer and/or the Replacement Supplier requires continued use of any 

Exclusive Assets that are not Transferable Assets or any Non-Exclusive Assets, the 

Supplier shall as soon as reasonably practicable:   

8.5.1 procure a non-exclusive, perpetual, royalty-free licence for the Buyer and/or the 

Replacement Supplier to use such assets (with a right of sub-licence or assignment 

on the same terms); or failing which   
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8.5.2 procure a suitable alternative to such assets, the Buyer or the Replacement Supplier 

to bear the reasonable proven costs of procuring the same.   

8.6 The Supplier shall as soon as reasonably practicable assign or procure the novation of 

the Transferring Contracts to the Buyer and/or the Replacement Supplier. The Supplier 

shall execute such documents and provide such other assistance as the Buyer 

reasonably requires to effect this novation or assignment.   

8.7 The Buyer shall:   

8.7.1 accept assignments from the Supplier or join with the Supplier in procuring a 

novation of each Transferring Contract; and   

8.7.2 once a Transferring Contract is novated or assigned to the Buyer and/or the 

Replacement Supplier, discharge all the obligations and liabilities created by or 

arising under that Transferring Contract and exercise its rights arising under that 

Transferring Contract, or as applicable, procure that the Replacement Supplier does 

the same.   

8.8 The Supplier shall hold any Transferring Contracts on trust for the Buyer until the 

transfer of the relevant Transferring Contract to the Buyer and/or the Replacement 

Supplier has taken place.   

8.9 The Supplier shall indemnify the Buyer (and/or the Replacement Supplier, as 

applicable) against each loss, liability and cost arising out of any claims made by a 

counterparty to a Transferring Contract which is assigned or novated to the Buyer 

(and/or Replacement Supplier) pursuant to Paragraph 8.6 in relation to any matters 

arising prior to the date of assignment or novation of such Transferring Contract. 

Clause 19 (Other people's rights in this contract) shall not apply to this Paragraph 8.9 

which is intended to be enforceable by Third Parties Beneficiaries by virtue of the 

CRTPA.   

9 No charges   

9.1  Unless otherwise stated, the Buyer shall not be obliged to pay for costs incurred by the 

Supplier in relation to its compliance with this Schedule.   

10 Dividing the bills   

10.1 All outgoings, expenses, rents, royalties and other periodical payments receivable in 

respect of the Transferring Assets and Transferring Contracts shall be apportioned 

between the Buyer and/or the Replacement and the Supplier as follows:   

10.1.1 the amounts shall be annualised and divided by 365 to reach a daily rate;   

10.1.2 the Buyer or Replacement Supplier (as applicable) shall be responsible for or entitled 

to (as the case may be) that part of the value of the invoice pro rata to the number of 

complete days following the transfer, multiplied by the daily rate; and   

10.1.3 the Supplier shall be responsible for or entitled to (as the case may be) the rest of the 

invoice.   
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Call-Off Schedule 17 (MOD Terms)   
   1  Definitions   

1.1  In this Schedule, the following words shall have the following meanings and they shall 

supplement Joint Schedule 1 (Definitions):   

Term   Definition   

MOD Terms and Conditions   the terms and conditions listed in this Schedule;   

MOD Site   shall include any of Her Majesty's Ships or   

  Vessels and Service Stations; and   

Officer in charge   shall include Officers Commanding Service  

Stations, Ships' Masters or Senior Officers, and 

Officers superintending Government 

Establishments.   

   2  Access to MOD sites   

2.1  The Buyer shall issue passes for those representatives of the Supplier who are 

approved for admission to the MOD Site and a representative shall not be admitted 

unless in possession of such a pass. Passes shall remain the property of the Buyer 

and shall be surrendered on demand or on completion of the supply of the 

Deliverables.   

2.2  The Supplier's representatives when employed within the boundaries of a MOD Site, 

shall comply with such rules, regulations and requirements (including those relating to 

security arrangements) as may be in force for the time being for the conduct of staff at 

that MOD Site. When on board ship, compliance shall be with the Ship's Regulations 

as interpreted by the Officer in charge. Details of such rules, regulations and 

requirements shall be provided, on request, by the Officer in charge.   

2.3  The Supplier shall be responsible for the living accommodation and maintenance of its 

representatives while they are employed at a MOD Site. Sleeping accommodation and 

messing facilities, if required, may be provided by the Buyer wherever possible, at the 

discretion of the Officer in charge, at a cost fixed in accordance with current Ministry of 

Defence regulations. At MOD Sites overseas, accommodation and messing facilities, if 

required, shall be provided wherever possible. The status to be accorded to the 

Supplier's staff for messing purposes shall be at the discretion of the Officer in charge 

who shall, wherever possible give his decision before the commencement of this 

Contract where so asked by the Supplier. When sleeping accommodation and messing 

facilities are not available, a certificate to this effect may be required by the Buyer and 

shall be obtained by the Supplier from the Officer in charge. Such certificate shall be 

presented to the Buyer with other evidence relating to the costs of this Contract.   

2.4  Where the Supplier's representatives are required by this Contract to join or visit a Site 

overseas, transport between the United Kingdom and the place of duty (but excluding 

transport within the United Kingdom) shall be provided for them free of charge by the 

Ministry of Defence whenever possible, normally by Royal Air Force or by MOD 

chartered aircraft. The Supplier shall make such arrangements through the Technical 
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Branch named for this purpose in the Buyer Contract Details. When such transport is 

not available within a reasonable time, or in circumstances where the Supplier wishes 

its representatives to accompany material for installation which it is to arrange to be 

delivered, the Supplier shall make its own transport arrangements. The Buyer shall 

reimburse the Supplier's reasonable costs for such transport of its representatives on 

presentation of evidence supporting the use of alternative transport and of the costs 

involved. Transport of the Supplier's representatives locally overseas which is 

necessary for the purpose of this Contract shall be provided wherever possible by the 

Ministry of Defence, or by the Officer in charge and, where so provided, shall be free of 

charge.   

2.5  Out-patient medical treatment given to the Supplier's representatives by a Service 

Medical Officer or other Government Medical Officer at a Site overseas shall be free of 

charge. Treatment in a Service hospital or medical centre, dental treatment, the 

provision of dentures or spectacles, conveyance to and from a hospital, medical centre 

or surgery not within the Site and transportation of the Supplier's representatives back 

to the United Kingdom, or elsewhere, for medical reasons, shall be charged to the 

Supplier at rates fixed in accordance with current Ministry of Defence regulations.   

2.6  Accidents to the Supplier's representatives which ordinarily require to be reported in 

accordance with Health and Safety at Work etc. Act 1974, shall be reported to the 

Officer in charge so that the Inspector of Factories may be informed.   

2.7  No assistance from public funds, and no messing facilities, accommodation or transport 

overseas shall be provided for dependants or members of the families of the Supplier's 

representatives. Medical or necessary dental treatment may, however, be provided for 

dependants or members of families on repayment at current Ministry of Defence rates.   

2.8  The Supplier shall, wherever possible, arrange for funds to be provided to its 

representatives overseas through normal banking channels (e.g. by travellers' 

cheques). If banking or other suitable facilities are not available, the Buyer shall, upon 

request by the Supplier and subject to any limitation required by the Supplier, make 

arrangements for payments, converted at the prevailing rate of exchange (where 

applicable), to be made at the Site to which the Supplier's representatives are 

attached. All such advances made by the Buyer shall be recovered from the Supplier   

   3  DEFCONS and DEFFORMS   

3.1  The DEFCONS and DEFORMS listed in Annex 1 to this Schedule are incorporated into 

this Contract.   

3.2  Where a DEFCON or DEFORM is updated or replaced the reference shall be taken as 

referring to the updated or replacement DEFCON or DEFORM from time to time.   

3.3  In the event of a conflict between any DEFCONs and DEFFORMS listed in the Order  

Form and the other terms in a Call Off Contract, the DEFCONs and DEFFORMS shall 

prevail.   

4  Authorisation by the Crown for use of third party intellectual property rights   

4.1  Notwithstanding any other provisions of the Call Off Contract and for the avoidance of 

doubt, award of the Call Off Contract by the Buyer and placement of any contract task  

under it does not constitute an authorisation by the Crown under Sections 55 and 56 of 

the Patents Act 1977 or Section 12 of the Registered Designs Act 1949. The Supplier 
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acknowledges that any such authorisation by the Buyer under its statutory powers 

must be expressly provided in writing, with reference to the acts authorised and the 

specific intellectual property involved.   

     
   

ANNEX 1: DEFCONS and DEFFORMS   

   

The full text of Defence Conditions (DEFCONs) and Defence Forms (DEFFORMS) 
are available electronically via https://www.gov.uk/guidance/knowledge-
indefencekid.   
The following MOD DEFCONs and DEFFORMs form part of this contract:   
   

DEFCONs   

DEFCON No   Version   Description   

602B   12/06   Quality assurance (without 

deliverable quality plan)   

627   11/21   Quality assurance – 

requirement for a 

certificate of conformity    

   

DEFFORMs (Ministry of Defence Forms)   

DEFFORM No   Version   Description   
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