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Technology Products & Associated Services Further 
Competition under the Crown Commercial Service 
Framework (Ref: RM6068) 

Call-Off Order Form 

Call-Off Contract Title: Secure Access Service Edge (SASE) Hardware and 
Software 
  
Project Reference Number: prj_10339 
 

Order Form  

CALL-OFF REFERENCE:  Prj_10339 

THE BUYER:    The Secretary of State for Justice,   

BUYER ADDRESS   Ministry of Justice,  

Commercial and Contract Directorate,  

Zone 3.19, 3rd Floor,  

10 South Colonnade,  

Canary Wharf,  

E14 4PU  

 

THE SUPPLIER:    CDW Limited 

SUPPLIER ADDRESS:   3rd Floor  

One New Change 

London 

United Kingdom 

EC4M 9AF   

REGISTRATION NUMBER:   02465350 

DUNS NUMBER:          [REDACTED] 

SID4GOV ID:                   N/A 

APPLICABLE FRAMEWORK CONTRACT 

This Order Form is for the provision of the Call-Off Deliverables and dated 16th October 
2023.  

It’s issued under the Framework Contract with the reference number RM6068 for the 
provision of Technology Products and Associated Services.    
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CALL-OFF LOT(S): 

o Lot 1 Hardware & Software & Associated Services   

CALL-OFF INCORPORATED TERMS 

The following documents are incorporated into this Call-Off Contract. Where numbers are 
missing we are not using those schedules. If the documents conflict, the following order of 
precedence applies: 

1 This Call-Off Order Form including the Core Terms and Call-Off Schedules. 

2 Joint Schedule 1 (Definitions and Interpretation) RM6068 

3 The following Schedules in equal order of precedence: 

• Joint Schedules for RM6068  

o Joint Schedule 2 (Variation Form)  

o Joint Schedule 3 (Insurance Requirements) 

o Joint Schedule 4 (Commercially Sensitive Information) 

o Joint Schedule 6 (Key Subcontractors)  

o Joint Schedule 12 (Supply Chain Visibility) 

• Call-Off Schedules for Prj_10339                           

o Call-Off Schedule 4 (Call-Off tender)   

o Call-Off Schedule 5 (Pricing Details)     

o Call-Off Schedule 6 (ICT Services)      

o Call-Off Schedule 8 (Business Continuity & Disaster Recovery) Part B                                                    

o Call-Off Schedule 9 (Security) Part C       

o Call-Off Schedule 15 (Call-Off Contract Management)   

o Call-Off Schedule 20 (Call-Off Specification) including SoW which can be 
found appended in Appendix A of this Schedule   

4 CCS Core Terms (version 3.0.6) as amended by the Framework Award Form 

5 Joint Schedule 5 (Corporate Social Responsibility) RM6068 

6 Annexes B-D Call-Off Schedule 6 (ICT Services)   

 

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on 
the back of, added to this Order Form, or presented at the time of delivery.  

CALL-OFF LICENCING TERMS 

The following Licencing Terms are incorporated into this Call-Off Contract: 

Palo Alto Networks grants the Ministry of Justice (MoJ) a non-exclusive right to access and 
use the license solely within a concurrent usage capacity purchased (e.g., number of users).  

[REDACTED] 
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b) the adoption profile will adhere to the below user ramp up schedule ('Year over Year 
Ramp Up Schedule'): -  

 

Year 1 - 20,000 Active Concurrent Users  

Year 2 - 40,000 Active Concurrent Users  

Year 3 - 72,000 Active Concurrent Users  

Year 4 - 76,000 Active Concurrent Users  

Year 5 - 80,000 Active Concurrent Users  

 

[REDACTED] 

CALL-OFF START DATE:   16th October 2023 

CALL-OFF EXPIRY DATE:    25th October 2028 

CALL-OFF INITIAL PERIOD:   5 Years, 0 Months 

CALL-OFF OPTIONAL EXTENSION  0 Years, 0 Months 

PERIOD 

 

CALL-OFF DELIVERABLES  

See details in Call-Off Schedule 20 (Call-Off Specification) 

LOCATION FOR DELIVERY 

United Kingdom at Buyer Nominated Sites.  

[REDACTED] 

DATES FOR DELIVERY OF THE DELIVERABLES 

As discussed and agreed between both parties, in line with the Order Form outlined 

below and Schedule 5 Pricing Details.  

The subscription start date must begin upon successful delivery to a Buyer 

Nominated Site.   

TESTING OF DELIVERABLES 

None 

WARRANTY PERIOD 

The warranty period for the purposes of Clause 3.1.2 of the Core Terms shall be a minimum 
of 12 months. 

The warranty period shall begin upon delivery of Hardware Deliverables into the Suppliers 
bonded warehouse.    



Joint Schedule 4 (Commercially Sensitive Information) 
Crown Copyright 2018  

Framework Ref: RM6068                                             
Project Version: v1.0   4 
Model Version: v3.1            

The Buyer reserves the right to nominate an Agent to manage all warranties and warranty 

periods on behalf of the Buyer. Where the Buyer chooses to nominate an Agent to manage 

warranties and warranty periods on behalf of the Buyer:  

• the Supplier shall provide all associated warranties and warranty periods to the same 

standard and terms as if the Buyer were managing the warranties and warranty 

period.   

• the Supplier shall collaborate with the Buyer’s nominated Agent to ensure they 

provide all associated warranties and warranty periods to the same standard and 

terms as if the Buyer were managing the warranties and warranty period.   

MAXIMUM LIABILITY  

The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core Terms. 

The Estimated Year 1 Charges used to calculate liability in the first Contract Year is 

[REDACTED] 

CALL-OFF CHARGES 

See details in Call-Off Schedule 5 (Pricing Details) 

The Charges will not be impacted by any change to the Framework Prices. The Charges can 
only be changed by agreement in writing between the Buyer and the Supplier because of a 
Specific Change in Law. 

REIMBURSABLE EXPENSES 

[REDACTED] 

PAYMENT METHOD 

Bank Transfer in £Sterling 

BUYER’S INVOICE ADDRESS:  

As described at  https://www.gov.uk/government/organisations/ministry-of-

justice/about/procurement 

 

BUYER’S AUTHORISED REPRESENTATIVE 

[REDACTED] 

BUYER’S ENVIRONMENTAL POLICY 

As described at https://www.gov.uk/guidance/ministry-of-justice-and-the-environment and as 

updated from time to time in line with the wider Government policy and specific legislation 

 

https://www.gov.uk/government/organisations/ministry-of-justice/about/procurement
https://www.gov.uk/government/organisations/ministry-of-justice/about/procurement
https://www.gov.uk/guidance/ministry-of-justice-and-the-environment
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BUYER’S SECURITY POLICY 

As described at 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_da

ta/file/996355/information-security-pf.pdf 

https://security-guidance.service.justice.gov.uk/#cyber-and-technical-security-guidance 

https://security-guidance.service.justice.gov.uk/moj-guidance.pdf 

https://security-guidance.service.justice.gov.uk/it-security-policy-overview/#it-security-policy-

overview 

and elsewhere and as updated from time to time in line with the wider Government policy 

and specific legislation. 

 

SUPPLIER’S AUTHORISED REPRESENTATIVE 

[REDACTED] 

SUPPLIER’S CONTRACT MANAGER 

[REDACTED] 

PROGRESS REPORT FREQUENCY 

No less than monthly, at a point in the month to be agreed operationally, but in default of 
agreement on the first Working Day of each month.  

PROGRESS MEETING FREQUENCY 

No less than monthly, at a point in the month to be agreed operationally, but in default of 
agreement on the first Working Day of each month. 

See Call-Off Schedule 15 Call Off Contract Management for Contract Boards.  

 

KEY STAFF 

[REDACTED] 

KEY SUBCONTRACTOR(S) 

[REDACTED] 

COMMERCIALLY SENSITIVE INFORMATION 

[REDACTED] 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/996355/information-security-pf.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/996355/information-security-pf.pdf
https://security-guidance.service.justice.gov.uk/#cyber-and-technical-security-guidance
https://security-guidance.service.justice.gov.uk/moj-guidance.pdf
https://security-guidance.service.justice.gov.uk/it-security-policy-overview/#it-security-policy-overview
https://security-guidance.service.justice.gov.uk/it-security-policy-overview/#it-security-policy-overview
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SERVICE CREDITS 

Not applicable 

ADDITIONAL INSURANCES 

Not applicable 

GUARANTEE 

Not applicable 

SOCIAL VALUE COMMITMENT 

The Supplier agrees, in providing the Deliverables and performing its obligations under the 
Call-Off Contract, that it will comply with the social value commitments in Call-Off Schedule 4 
(Call-Off Tender). 

Within sixty (60) days of the Commencement Date, the Supplier must provide to the Buyer a 
fully complete, up-to-date, timed project plan and process for delivering the social value 
commitments in Call-Off Schedule 4 (Call-Off Tender) (the “Social Value Delivery Plan”) for 
the Buyer to agree.   

The Social Value Delivery Plan must contain information at the level of detail necessary to 
manage and deliver:   

• social value commitments included in the Supplier’s Call Off Tender;    

• monitoring, measuring and reporting on social value benefits, commitments and 
impacts;    

• timed actions;    

• reporting including metrics, targets (to be assigned to metrics wherever possible), 
tools and processes to gather and report data;    

• feedback and improvement;    

• transparency;    

• influencing of stakeholders and communities through the Contract Period to support 
the policy outcomes (e.g. engagement, co-design/creation, training and education, 
partnering/collaborating, volunteering). 

 

 

For and on behalf of the Supplier: 

Signature: [REDACTED] 

Name: [REDACTED] 

Role: [REDACTED] 

Date: [REDACTED] 
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For and on behalf of Buyer: 

Signature: [REDACTED] 

Name: [REDACTED] 

Role: [REDACTED] 

Date: [REDACTED] 
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Framework Joint Schedules for RM6068 [con_22792] 
The following Joint and Call-Off Schedules and the information contained within, shall be 
incorporated, and form the Call-Off Contract alongside the Call-Off Order Form. Where there 
are no amendments to the Schedules, these shall not be incorporated and copies of these 
can be found on the RM6068 Framework as published by the CCS 
https://www.crowncommercial.gov.uk/agreements/RM6068. 

 RM6068 Core Terms (as amended by the Framework Award Form) 

A copy of which can be found at https://www.crowncommercial.gov.uk/agreements/RM6068. 

 

  

https://www.crowncommercial.gov.uk/agreements/RM6068
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Joint Schedule 4 (Commercially Sensitive Infor-

mation) 

1. What is the Commercially Sensitive Information? 

1.1 In this Schedule the Parties have sought to identify the Supplier's Confidential 
Information that is genuinely commercially sensitive and the disclosure of 
which would be the subject of an exemption under the FOIA and the EIRs.  

1.2 Where possible, the Parties have sought to identify when any relevant Infor-
mation will cease to fall into the category of Information to which this Schedule 
applies in the table below and in the Order Form (which shall be deemed 
incorporated into the table below). 

1.3 Without prejudice to the Relevant Authority's obligation to disclose Information 
in accordance with FOIA or Clause 16 (When you can share information), the 
Relevant Authority will, in its sole discretion, acting reasonably, seek to apply 
the relevant exemption set out in the FOIA to the following Information: 

 

[REDACTED] 
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Joint Schedule 11 (Processing Data) 

1. Status of the Controller 

 The Parties acknowledge that for the purposes of the Data Protection Legislation, the 

nature of the activity carried out by each of them in relation to their respective obliga-

tions under a Contract dictates the status of each party under the DPA. A Party may 

act as: 

 “Controller” in respect of the other Party who is “Processor”; 

 “Processor” in respect of the other Party who is “Controller”; 

 “Joint Controller” with the other Party;  

 “Independent Controller” of the Personal Data where the other Party is also 

“Controller”, 

in respect of certain Personal Data under a Contract and shall specify in Annex 1 
(Processing Personal Data) which scenario they think shall apply in each situation. 

2. Where one Party is Controller and the other Party its Processor 

 Where a Party is a Processor, the only Processing that it is authorised to do is listed 

in Annex 1 (Processing Personal Data) by the Controller.  

 The Processor shall notify the Controller immediately if it considers that any of the 

Controller’s instructions infringe the Data Protection Legislation. 

 The Processor shall provide all reasonable assistance to the Controller in the prepa-

ration of any Data Protection Impact Assessment prior to commencing any Pro-

cessing.  Such assistance may, at the discretion of the Controller, include: 

 a systematic description of the envisaged Processing and the purpose of the 

Processing; 

 an assessment of the necessity and proportionality of the Processing in rela-

tion to the Services; 

 an assessment of the risks to the rights and freedoms of Data Subjects; and 

 the measures envisaged to address the risks, including safeguards, security 

measures and mechanisms to ensure the protection of Personal Data. 

2.4 The Processor shall, in relation to any Personal Data Processed in connection with 

its obligations under the Contract: 

2.4.1 Process that Personal Data only in accordance with Annex 1 (Processing 

Personal Data), unless the Processor is required to do otherwise by Law. If it 

is so required the Processor shall promptly notify the Controller before Pro-

cessing the Personal Data unless prohibited by Law;  

2.4.2 ensure that it has in place Protective Measures, including in the case of the 

Supplier the measures set out in Clause 14.3 of the Core Terms, which the 

Controller may reasonably reject (but failure to reject shall not amount to ap-

proval by the Controller of the adequacy of the Protective Measures) having 

taken account of the: 
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(a) nature of the data to be protected; 

(b) harm that might result from a Data Loss Event; 

(c) state of technological development; and 

(d) cost of implementing any measures; 

2.4.3 ensure that: 

(a) the Processor Personnel do not Process Personal Data except in ac-

cordance with the Contract (and in particular Annex 1 (Processing Per-

sonal Data)); 

(b) it takes all reasonable steps to ensure the reliability and integrity of any 

Processor Personnel who have access to the Personal Data and ensure 

that they: 

i. are aware of and comply with the Processor’s duties under this 

Joint Schedule 11, Clauses 14 (Data protection), 15 (What you 

must keep confidential) and 16 (When you can share information); 

ii. are subject to appropriate confidentiality undertakings with the 

Processor or any Sub-processor; 

iii. are informed of the confidential nature of the Personal Data and 

do not publish, disclose or divulge any of the Personal Data to any 

third party unless directed in writing to do so by the Controller or 

as otherwise permitted by the Contract; and 

iv. have undergone adequate training in the use, care, protection and 

handling of Personal Data;  

2.4.4 not transfer Personal Data outside of the EU unless the prior written consent 

of the Controller has been obtained and the following conditions are fulfilled: 

(a) the Controller or the Processor has provided appropriate safeguards in 

relation to the transfer (whether in accordance with GDPR Article 46 or 

LED Article 37) as determined by the Controller; 

(b) the Data Subject has enforceable rights and effective legal remedies; 

(c) the Processor complies with its obligations under the Data Protection 

Legislation by providing an adequate level of protection to any Per-

sonal Data that is transferred (or, if it is not so bound, uses its best en-

deavours to assist the Controller in meeting its obligations); and 

(d) the Processor complies with any reasonable instructions notified to it in 

advance by the Controller with respect to the Processing of the Per-

sonal Data; and 

2.4.5 at the written direction of the Controller, delete or return Personal Data (and 

any copies of it) to the Controller on termination of the Contract unless the 

Processor is required by Law to retain the Personal Data. 
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2.5 Subject to paragraph 2.6 of this Joint Schedule 11, the Processor shall notify the 

Controller immediately if in relation to it Processing Personal Data under or in con-

nection with the Contract it: 

2.5.1  receives a Data Subject Access Request (or purported Data Subject Access 

Request); 

2.5.2 receives a request to rectify, block or erase any Personal Data;  

2.5.3 receives any other request, complaint or communication relating to either 

Party's obligations under the Data Protection Legislation;  

2.5.4 receives any communication from the Information Commissioner or any 

other regulatory authority in connection with Personal Data Processed under 

the Contract;  

2.5.5 receives a request from any third Party for disclosure of Personal Data 

where compliance with such request is required or purported to be required 

by Law; or 

2.5.6 becomes aware of a Data Loss Event. 

2.6 The Processor’s obligation to notify under paragraph 2.5 of this Joint Schedule 11 

shall include the provision of further information to the Controller in phases, as details 

become available.  

2.7 Taking into account the nature of the Processing, the Processor shall provide the 

Controller with reasonable assistance in relation to either Party's obligations under 

Data Protection Legislation and any complaint, communication or request made un-

der paragraph 2.5 of this Joint Schedule 11 (and insofar as possible within the time-

scales reasonably required by the Controller) including by promptly providing: 

2.7.1 the Controller with full details and copies of the complaint, communication or 

request; 

2.7.2 such assistance as is reasonably requested by the Controller to enable it to 

comply with a Data Subject Request within the relevant timescales set out in 

the Data Protection Legislation;  

2.7.3 the Controller, at its request, with any Personal Data it holds in relation to a 

Data Subject;  

2.7.4 assistance as requested by the Controller following any Data Loss Event;  

and/or 

2.7.5  assistance as requested by the Controller with respect to any request from 

the Information Commissioner’s Office, or any consultation by the Controller 

with the Information Commissioner's Office 

2.8 The Processor shall maintain complete and accurate records and information to 

demonstrate its compliance with this Joint Schedule 11. This requirement does not 

apply where the Processor employs fewer than 250 staff, unless: 

2.8.1 the Controller determines that the Processing is not occasional; 
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2.8.2 the Controller determines the Processing includes special categories of data 

as referred to in Article 9(1) of the GDPR or Personal Data relating to crimi-

nal convictions and offences referred to in Article 10 of the GDPR; or 

2.8.3 the Controller determines that the Processing is likely to result in a risk to the 

rights and freedoms of Data Subjects. 

2.9 The Processor shall allow for audits of its Data Processing activity by the Controller 

or the Controller’s designated auditor. 

2.10 The Parties shall designate a Data Protection Officer if required by the Data Protec-

tion Legislation.  

2.11 Before allowing any Subprocessor to Process any Personal Data related to the Con-

tract, the Processor must: 

2.11.1 notify the Controller in writing of the intended Subprocessor and Processing; 

2.11.2 obtain the written consent of the Controller;  

2.11.3 enter into a written agreement with the Subprocessor which gives effect to 

the terms set out in this Joint Schedule 11 such that they apply to the Sub-

processor; and 

2.11.4 provide the Controller with such information regarding the Subprocessor as 

the Controller may reasonably require. 

2.12 The Processor shall remain fully liable for all acts or omissions of any of its Subpro-

cessors. 

2.13 The Relevant Authority may, at any time on not less than 30 Working Days’ notice, 

revise this Joint Schedule 11 by replacing it with any applicable controller to proces-

sor standard clauses or similar terms forming part of an applicable certification 

scheme (which shall apply when incorporated by attachment to the Contract). 

2.14 The Parties agree to take account of any guidance issued by the Information Com-

missioner’s Office. The Relevant Authority may on not less than 30 Working Days’ 

notice to the Supplier amend the Contract to ensure that it complies with any guid-

ance issued by the Information Commissioner’s Office.  

3. Where the Parties are Joint Controllers of Personal Data 

3.1 In the event that the Parties are Joint Controllers in respect of Personal Data under 

the Contract, the Parties shall implement paragraphs that are necessary to comply 

with GDPR Article 26 based on the terms set out in Annex 2 to this Joint Schedule 11 

(Processing Data).  

4. Independent Controllers of Personal Data 

4.1 With respect to Personal Data provided by one Party to another Party for which each 

Party acts as Controller but which is not under the Joint Control of the Parties, each 

Party undertakes to comply with the applicable Data Protection Legislation in respect 

of their Processing of such Personal Data as Controller. 

4.2 Each Party shall Process the Personal Data in compliance with its obligations under 

the Data Protection Legislation and not do anything to cause the other Party to be in 

breach of it.  



Call-Off Schedule 15 (Call-Off Contract Management) 

5 

 

4.3 Where a Party has provided Personal Data to the other Party in accordance with par-

agraph 4.1 of this Joint Schedule 11, the recipient of the Personal Data will provide 

all such relevant documents and information relating to its data protection policies 

and procedures as the other Party may reasonably require. 

4.4 The Parties shall be responsible for their own compliance with Articles 13 and 14 

GDPR in respect of the Processing of Personal Data for the purposes of the Con-

tract.  

4.5 The Parties shall only provide Personal Data to each other: 

4.5.1 to the extent necessary to perform their respective obligations under the 

Contract; 

4.5.2 in compliance with the Data Protection Legislation (including by ensuring all 

required data privacy information has been given to affected Data Subjects 

to meet the requirements of Articles 13 and 14 of the GDPR); and 

4.5.3 where it has recorded it in Annex 1 (Processing Personal Data). 

4.6 Taking into account the state of the art, the costs of implementation and the nature, 

scope, context and purposes of Processing as well as the risk of varying likelihood 

and severity for the rights and freedoms of natural persons, each Party shall, with re-

spect to its Processing of Personal Data as Independent Controller, implement and 

maintain appropriate technical and organisational measures to ensure a level of se-

curity appropriate to that risk, including, as appropriate, the measures referred to in 

Article 32(1)(a), (b), (c) and (d) of the GDPR, and the measures shall, at a minimum, 

comply with the requirements of the Data Protection Legislation, including Article 32 

of the GDPR. 

4.7 A Party Processing Personal Data for the purposes of the Contract shall maintain a 

record of its Processing activities in accordance with Article 30 GDPR and shall make 

the record available to the other Party upon reasonable request. 

4.8 Where a Party receives a request by any Data Subject to exercise any of their rights 

under the Data Protection Legislation in relation to the Personal Data provided to it by 

the other Party pursuant to the Contract (“Request Recipient”): 

4.8.1 the other Party shall provide any information and/or assistance as reasona-

bly requested by the Request Recipient to help it respond to the request or 

correspondence, at the cost of the Request Recipient; or 

4.8.2 where the request or correspondence is directed to the other Party and/or 

relates to that other Party's Processing of the Personal Data, the Request 

Recipient will: 

(a) promptly, and in any event within five (5) Working Days of receipt of 

the request or correspondence, inform the other Party that it has re-

ceived the same and shall forward such request or correspondence to 

the other Party; and 

(a) provide any information and/or assistance as reasonably requested by 

the other Party to help it respond to the request or correspondence in 

the timeframes specified by Data Protection Legislation. 
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4.9 Each Party shall promptly notify the other Party upon it becoming aware of any Per-

sonal Data Breach relating to Personal Data provided by the other Party pursuant to 

the Contract and shall:  

4.9.1 do all such things as reasonably necessary to assist the other Party in miti-

gating the effects of the Personal Data Breach;  

4.9.2 implement any measures necessary to restore the security of any compro-

mised Personal Data;  

4.9.3 work with the other Party to make any required notifications to the Infor-

mation Commissioner’s Office and affected Data Subjects in accordance 

with the Data Protection Legislation (including the timeframes set out 

therein); and 

4.9.4 not do anything which may damage the reputation of the other Party or that 

Party's relationship with the relevant Data Subjects, save as required by 

Law.  

4.10 Personal Data provided by one Party to the other Party may be used exclusively to 

exercise rights and obligations under the Contract as specified in Annex 1 (Pro-

cessing Personal Data).  

4.11 Personal Data shall not be retained or processed for longer than is necessary to per-

form each Party’s respective obligations under the Contract which is specified in An-

nex 1 (Processing Personal Data).  

4.12 Notwithstanding the general application of paragraphs 2 to 15 of this Joint Schedule 

11 to Personal Data, where the Supplier is required to exercise its regulatory and/or 

legal obligations in respect of Personal Data, it shall act as an Independent Controller 

of Personal Data in accordance with paragraphs 3.1 to 4.11 of this Joint Schedule 11. 
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Annex 1 - Processing Personal Data 

This Annex shall be completed by the Controller, who may take account of the view of the 
Processors, however the final decision as to the content of this Annex shall be with the Rele-
vant Authority at its absolute discretion.   

1.1 The contact details of the Relevant Authority’s Data Protection Officer are:  

The contact details of the Supplier’s Data Protection Officer are: [REDACTED] 

1.2 The Processor shall comply with any further written instructions with respect to Pro-

cessing by the Controller. 

1.3 Any such further instructions shall be incorporated into this Annex. 

A) Personal Data Processing Template 

[REDACTED] 

Call-Off Schedule 4 (Call Off Tender) 

[REDACTED] 
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Call-Off Schedule 5 (Pricing Details) 

Part A: Charging Mechanisms 

Part B: Invoicing and Payment Terms 
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Part A: Charging Mechanisms 

[REDACTED]  
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Part B: Invoicing and Payment Terms 

1. SUPPLIER INVOICES  

1.1 The Buyer shall accept for processing any electronic invoice that complies with the Euro-

pean Standard, provided that it is valid and undisputed.    

 

1.2 If the Supplier proposes to submit for payment an invoice that does not comply with the 

European standard the Supplier shall:  

 

1.2.1 comply with the requirements of the Buyer’s e-invoicing system;   

 

1.2.2 prepare and provide to the Buyer for approval of the format a template invoice 

within 10 Working Days of the Start Date which shall include, as a mini-

mum the details set out in Paragraph 1.3 together with such other infor-

mation as the Buyer may reasonably require to assess whether the 

Charges that will be detailed therein are properly payable; and   

 

1.2.3 make such amendments as may be reasonably required by the Buyer if the 

template invoice outlined in 1.2 (b) is not approved by the Buyer.  

 

1.3 The Supplier shall ensure that each invoice is submitted in the correct format for the 

Buyer’s e-invoicing system, or that it contains the following information:  

 

1.3.1 the date of the invoice;  

 

1.3.2 a unique invoice number;  

 

1.3.3 the period(s) to which the relevant Charge(s) relate;  

 

1.3.4 the correct reference for this Contract;  

 

1.3.5 the reference number of the purchase order to which it relates (if any); 

  

1.3.6 the dates between which the Deliverables subject of each of the Charges de-

tailed on the invoice were performed;  

 

1.3.7 a description of the Deliverables;  

 

1.3.8 the pricing mechanism used to calculate the Charges (such as Volume Price);  

 

1.3.9 the total Charges gross and net of any applicable deductions and, separately, 

the amount of any Reimbursable Expenses properly chargeable to the 

Buyer under the terms of this Contract, and, separately, any VAT or other 

sales tax payable in respect of each of the same;  
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1.3.10 details of any Service Credits or Delay Payments or similar deductions that 

shall apply to the Charges detailed on the invoice;   

 

1.3.11 reference to any reports required by the Buyer in respect of the Services to 

which the Charges detailed on the invoice relate (or in the case of reports 

issued by the Supplier for validation by the Buyer, then to any such reports 

as are validated by the Buyer in respect of the Services);  

 

1.3.12 a contact name and telephone number of a responsible person in the Suppli-

er's finance department in the event of administrative queries; and 

 

1.3.13 the banking details for payment to the Supplier via electronic transfer of funds 

(i.e. name and address of bank, sort code, account name and number). 

 

1.4 The Supplier shall invoice the Buyer in respect of Services in accordance with the re-

quirements of Part B. The Supplier shall first submit to the Buyer a draft invoice set-

ting out the Charges payable. The Parties shall endeavour to agree the draft invoice 

within 5 Working Days of its receipt by the Buyer, following which the Supplier shall 

be entitled to submit its invoice.   

 

1.5 Each invoice shall at all times be accompanied by Supporting Documentation. Any as-

sessment by the Buyer as to what constitutes Supporting Documentation shall not be 

conclusive and the Supplier undertakes to provide to the Buyer any other documenta-

tion reasonably required by the Buyer from time to time to substantiate an invoice.  

 

1.6 The Supplier shall submit all invoices and Supporting Documentation ss described at:  
 

https://www.gov.uk/government/organisations/ministry-of-justice/about/procurement 

 

with a copy (again including any Supporting Documentation) to such other person 

and at such place as the Buyer may notify to the Supplier from time to time.    

 

1.7 All Supplier invoices shall be expressed in sterling or such other currency as shall be 

permitted by the Buyer in writing.  

 

1.8 The Buyer shall regard an invoice as valid only if it complies with the provisions of this 

Part E.  Where any invoice does not conform to the Buyer's requirements set out in 

this Part E, the Buyer shall promptly return the disputed invoice to the Supplier and 

the Supplier shall promptly issue a replacement invoice which shall comply with such 

requirements.  

 

1.9 If the Buyer fails to consider and verify an invoice in accordance with Paragraphs 1.4 and 

1.8, the invoice shall be regarded as valid and undisputed for the purpose of Para-

graph 2.1 (Payment Terms) after a reasonable time has passed.  

 

https://www.gov.uk/government/organisations/ministry-of-justice/about/procurement
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1.10 Each invoice will only be paid if the amount matches the amount agreed through the 

Payment Planner process as detailed in Paragraph 3 of this Part E.  

 

2. PAYMENT TERMS  

1.1 Subject to the relevant provisions of this Schedule, the Buyer shall make payment to the 

Supplier within thirty (30) days of verifying that the invoice is valid and undisputed.   

 

1.2 Unless the Parties agree otherwise in writing, all Supplier invoices shall be paid in ster-

ling by electronic transfer of funds to the bank account that the Supplier has specified 

on its invoice.  

 

[REDACTED] 
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Annex 2 - Prisma SASE & XSIAM Plus SaaS Bundle 

Platform 

[REDACTED] 
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Call-Off Schedule 6 (ICT Services) 

1 Definitions 

1.1 In this Schedule, the following words shall have the following meanings and they 
shall supplement Joint Schedule 1 (Definitions): 

"Buyer Property" the property, other than real property and IPR, including the Buyer 
System, any equipment issued or made available to the Supplier by the Buyer in 
connection with this Contract; 

"Buyer Software" any software which is owned by or licensed to the Buyer and which 
is or will be used by the Supplier for the purposes of providing the Deliverables; 

"Buyer System" the Buyer's computing environment (consisting of hardware, 
software and/or telecommunications networks or equipment) used by the Buyer or the 
Supplier in connection with this Contract which is owned by or licensed to the Buyer 
by a third party and which interfaces with the Supplier System or which is necessary 
for the Buyer to receive the Deliverables 

"Defect" any of the following:  

(a) any error, damage or defect in the manufacturing of a Deliverable; or 

(b) any error or failure of code within the Software which causes a Deliverable to 
malfunction or to produce unintelligible or incorrect results; or 

(c) any failure of any Deliverable to provide the performance, features and 
functionality specified in the requirements of the Buyer or the Documentation 
(including any adverse effect on response times) regardless of whether or not 
it prevents the relevant Deliverable from passing any Test required under this 
Call Off Contract; or 

(d) any failure of any Deliverable to operate in conjunction with or interface with 
any other Deliverable in order to provide the performance, features and 
functionality specified in the requirements of the Buyer or the Documentation 
(including any adverse effect on response times) regardless of whether or not 
it prevents the relevant Deliverable from passing any Test required under this 
Contract; 

"Emergency Maintenance” ad hoc and unplanned maintenance provided by the 
Supplier where either Party reasonably suspects that the ICT Environment or the 
Services, or any part of the ICT Environment or the Services, has or may have 
developed a fault; 

"ICT Environment" the Buyer System and the Supplier System; 

"Licensed Software" all and any Software licensed by or through the Supplier, its 
Sub-Contractors or any third party to the Buyer for the purposes of or pursuant to this 
Call Off Contract, including any COTS Software; 

"Maintenance Schedule" has the meaning given to it in paragraph 8 of this Schedule; 

"Malicious Software" any software program or code intended to destroy, interfere 
with, corrupt, or cause undesired effects on program files, data or other information, 
executable code or application software macros, whether or not its operation is 
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immediate or delayed, and whether the malicious software is introduced wilfully, 
negligently or without knowledge of its existence; 

"New Release" an item produced primarily to extend, alter or improve the Software 
and/or any Deliverable by providing additional functionality or performance 
enhancement (whether or not defects in the Software and/or Deliverable are also 
corrected) while still retaining the original designated purpose of that item; 

"Open Source Software" computer software that has its source code made available 
subject to an open-source licence under which the owner of the copyright and other 
IPR in such software provides the rights to use, study, change and distribute the 
software to any and all persons and for any and all purposes free of charge; 

"Operating Environment" means the Buyer System and any premises (including the 
Buyer Premises, the Supplier’s premises or third party premises) from, to or at which: 

(a) the Deliverables are (or are to be) provided; or  

(b) the Supplier manages, organises or otherwise directs the provision or the use 
of the Deliverables; or 

(c) where any part of the Supplier System is situated 

"Permitted Maintenance" has the meaning given to it in paragraph 8.2 of this 
Schedule; 

"Quality Plans" has the meaning given to it in paragraph 6.1 of this Schedule; 

"Sites" has the meaning given to it in Joint Schedule 1(Definitions), and for the 
purposes of this Call Off Schedule shall also include any premises from, to or at which 
physical interface with the Buyer System takes place; 

"Software" Specially Written Software, COTS Software and non-COTS Supplier and 
third party Software; 

"Software Supporting Materials" has the meaning given to it in paragraph 9.1 of this 
Schedule; 

"Source Code" computer programs and/or data in eye-readable form and in such 
form that it can be compiled or interpreted into equivalent binary code together with all 
related design comments, flow charts, technical information and documentation 
necessary for the use, reproduction, maintenance, modification and enhancement of 
such software; 

"Specially Written Software" any software (including database software, linking 
instructions, test scripts, compilation instructions and test instructions) created by the 
Supplier (or by a Sub-Contractor or other third party on behalf of the Supplier) 
specifically for the purposes of this Contract, including any modifications or 
enhancements to COTS Software. For the avoidance of doubt Specially Written 
Software does not constitute New IPR; 

"Supplier System" the information and communications technology system used by 
the Supplier in supplying the Deliverables, including the COTS Software, the Supplier 
Equipment, configuration and management utilities, calibration and testing tools and 
related cabling (but excluding the Buyer System); 
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2 When this Schedule should be used 

2.1 This Schedule is designed to provide additional provisions necessary to facilitate 
the provision of ICT services which are part of the Deliverables. 

3 Buyer due diligence requirements 

3.1 This paragraph 3 applies where the Buyer has conducted a Further Competition. 
The Supplier shall satisfy itself of all relevant details, including but not limited to, 
details relating to the following; 

3.1.1 suitability of the existing and (to the extent that it is defined or reasonably 
foreseeable at the Start Date) future Operating Environment;  

3.1.2 operating processes and procedures and the working methods of the Buyer;  

3.1.3 ownership, functionality, capacity, condition and suitability for use in the 
provision of the Deliverables of the Buyer Assets; and 

3.1.4 existing contracts (including any licences, support, maintenance and other 
contracts relating to the Operating Environment) referred to in the Due 
Diligence Information which may be novated to, assigned to or managed by the 
Supplier under this Contract and/or which the Supplier will require the benefit 
of for the provision of the Deliverables. 

3.2 The Supplier confirms that it has advised the Buyer in writing of: 

3.2.1 each aspect, if any, of the Operating Environment that is not suitable for the 
provision of the Deliverables; 

3.2.2 the actions needed to remedy each such unsuitable aspect; and 

3.2.3 a timetable for and the costs of those actions. 

4 Software warranty 

4.1 The Supplier represents and warrants that: 

4.1.1 it has and shall continue to have all necessary rights in and to the Licensed 
Software made available by the Supplier (and/or any Sub-Contractor) to the 
Buyer which are necessary for the performance of the Supplier’s obligations 
under this Contract including the receipt of the Deliverables by the Buyer; 

4.1.2 all components of the Specially Written Software shall: 

4.1.2.1 be free from material design and programming errors; 

4.1.2.2 perform in all material respects in accordance with the relevant specifications 
and Documentation; and 

4.1.2.3 not infringe any IPR. 

5 Provision of ICT Services 

5.1 The Supplier shall: 

5.1.1 ensure that the release of any new COTS Software in which the Supplier owns 
the IPR, or upgrade to any Software in which the Supplier owns the IPR 
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complies with any interface requirements of the Buyer specified in this Contract 
and (except in relation to new Software or upgrades which are released to 
address Malicious Software) shall notify the Buyer three (3) Months before the 
release of any new COTS Software or Upgrade; 

5.1.2 ensure that all Software including upgrades, updates and New Releases used 
by or on behalf of the Supplier are currently supported versions of that Software 
and perform in all material respects in accordance with the relevant 
specification; 

5.1.3 ensure that the Supplier System will be free of all encumbrances; 

5.1.4 ensure that the Deliverables are fully compatible with any Buyer Software, 
Buyer System, or otherwise used by the Supplier in connection with this 
Contract; 

5.1.5 minimise any disruption to the Services and the ICT Environment and/or the 
Buyer's operations when providing the Deliverables; 

6 Standards and Quality Requirements 

6.1 The Supplier shall, where specified by the Buyer as part of their Further 
Competition, and in accordance with agreed timescales, develop quality plans 
that ensure that all aspects of the Deliverables are the subject of quality 
management systems and are consistent with BS EN ISO 9001 or any equivalent 
standard which is generally recognised as having replaced it ("Quality Plans"). 

6.2 The Supplier shall seek Approval from the Buyer (not be unreasonably withheld 
or delayed) of the Quality Plans before implementing them. Approval shall not 
act as an endorsement of the Quality Plans and shall not relieve the Supplier of 
its responsibility for ensuring that the Deliverables are provided to the standard 
required by this Contract. 

6.3 Following the approval of the Quality Plans, the Supplier shall provide all 
Deliverables in accordance with the Quality Plans. 

6.4 The Supplier shall ensure that the Supplier Personnel shall at all times during 
the Call Off Contract Period: 

6.4.1 be appropriately experienced, qualified and trained to supply the Deliverables 
in accordance with this Contract; 

6.4.2 apply all due skill, care, diligence in faithfully performing those duties and 
exercising such powers as necessary in connection with the provision of the 
Deliverables; and 

6.4.3 obey all lawful instructions and reasonable directions of the Buyer (including, if 
so required by the Buyer, the ICT Policy) and provide the Deliverables to the 
reasonable satisfaction of the Buyer. 

7 ICT Audit 

7.1 The Supplier shall allow any auditor access to the Supplier premises to: 

7.1.1 inspect the ICT Environment and the wider service delivery environment (or any 
part of them); 
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7.1.2 review any records created during the design and development of the Supplier 
System and pre-operational environment such as information relating to 
Testing; 

7.1.3 review the Supplier’s quality management systems including all relevant Quality 
Plans. 

8 Maintenance of the ICT Environment 

8.1 If specified by the Buyer undertaking a Further Competition, the Supplier shall 
create and maintain a rolling schedule of planned maintenance to the ICT 
Environment ("Maintenance Schedule") and make it available to the Buyer for 
Approval in accordance with the timetable and instructions specified by the 
Buyer. 

8.2 Once the Maintenance Schedule has been Approved, the Supplier shall only 
undertake such planned maintenance (which shall be known as "Permitted 
Maintenance") in accordance with the Maintenance Schedule. 

8.3 The Supplier shall give as much notice as is reasonably practicable to the Buyer 
prior to carrying out any Emergency Maintenance. 

8.4 The Supplier shall carry out any necessary maintenance (whether Permitted 
Maintenance or Emergency Maintenance) where it reasonably suspects that the 
ICT Environment and/or the Services or any part thereof has or may have 
developed a fault. Any such maintenance shall be carried out in such a manner 
and at such times so as to avoid (or where this is not possible so as to minimise) 
disruption to the ICT Environment and the provision of the Deliverables. 

9 Intellectual Property Rights in ICT 

9.1 Assignments granted by the Supplier: Specially Written Software  

9.1.1 The Supplier assigns (by present assignment of future rights to take effect 
immediately on it coming into existence) to the Buyer with full guarantee (or 
shall procure assignment to the Buyer), title to and all rights and interest in the 
Specially Written Software together with and including: 

9.1.1.1 the Documentation, Source Code and the Object Code of the Specially Written 
Software; and 

9.1.1.2 all build instructions, test instructions, test scripts, test data, operating 
instructions and other documents and tools necessary for maintaining and 
supporting the Specially Written Software and the New IPR (together the 
"Software Supporting Materials"). 

9.1.2 The Supplier shall: 

9.1.2.1 inform the Buyer of all Specially Written Software or New IPRs that are a 
modification, customisation, configuration or enhancement to any COTS 
Software;  

9.1.2.2 deliver to the Buyer the Specially Written Software and any computer program 
elements of the New IPRs in both Source Code and Object Code forms 
together with relevant Documentation and all related Software Supporting 
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Materials within seven days of completion or, if a relevant Milestone has been 
identified in an Implementation Plan, Achievement of that Milestone and shall 
provide updates of them promptly following each new release of the Specially 
Written Software, in each case on media that is reasonably acceptable to the 
Buyer and the Buyer shall become the owner of such media upon receipt; and 

9.1.2.3 without prejudice to paragraph 9.1.2.2, provide full details to the Buyer of any 
of the Supplier’s Existing IPRs or Third Party IPRs which are embedded or 
which are an integral part of the Specially Written Software or New IPR and 
the Supplier hereby grants to the Buyer and shall procure that any relevant 
third party licensor shall grant to the Buyer a perpetual, irrevocable, non-
exclusive, assignable, royalty-free licence to use, sub-license and/or 
commercially exploit such Supplier’s Existing IPRs and Third Party IPRs to 
the extent that it is necessary to enable the Buyer to obtain the full benefits of 
ownership of the Specially Written Software and New IPRs. 

9.1.3 The Supplier shall promptly execute all such assignments as are required to 
ensure that any rights in the Specially Written Software and New IPRs are 
properly transferred to the Buyer. 

9.2 Licences for non-COTS IPR from the Supplier and third parties to the Buyer 

9.2.1 Unless the Buyer gives its Approval the Supplier must not use any: 

(a) of its own Existing IPR that is not COTS Software; 

(b) third party software that is not COTS Software 

9.2.2 Where the Buyer Approves the use of the Supplier’s Existing IPR that is not 
COTS Software the Supplier shall grant to the Buyer a perpetual, royalty-free 
and non-exclusive licence to use adapt, and sub-license the same for any 
purpose relating to the Deliverables (or substantially equivalent deliverables) or 
for any purpose relating to the exercise of the Buyer’s (or, if the Buyer is a 
Central Government Body, any other Central Government Body’s) business or 
function including  the right to load, execute, store, transmit, display and copy 
(for the purposes of archiving, backing-up, loading, execution, storage, 
transmission or display) for the Call Off Contract Period and after expiry of the 
Contract to the extent necessary to ensure continuity of service and an effective 
transition of Services to a Replacement Supplier.   

9.2.3 Where the Buyer Approves the use of third party Software that is not COTS 
Software the Supplier shall procure that the owners or the authorised licensors 
of any such Software grant a direct licence to the Buyer on terms at least 
equivalent to those set out in Paragraph 9.2.2. If the Supplier cannot obtain 
such a licence for the Buyer it shall: 

9.2.3.1 notify the Buyer in writing giving details of what licence terms can be obtained 
and whether there are alternative software providers which the Supplier could 
seek to use; and 

9.2.3.2 only use such third party IPR as referred to at paragraph 9.2.3.1 if the Buyer 
Approves the terms of the licence from the relevant third party. 

9.2.4 Where the Supplier is unable to provide a license to the Supplier’s Existing IPR 
in accordance with Paragraph 9.2.2 above, it must meet the requirement by 
making use of COTS Software or Specially Written Software.   
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9.2.5 The Supplier may terminate a licence granted under paragraph 9.2.2 by giving 
at least thirty (30) days’ notice in writing if there is a Buyer cause which 
constitutes a material Default which, if capable of remedy, is not remedied 
within twenty (20) Working Days after the Supplier gives the Buyer written 
notice specifying the breach and requiring its remedy. 

9.3 Licenses for COTS Software by the Supplier and third parties to the Buyer 

9.3.1 The Supplier shall either grant, or procure that the owners or the authorised 
licensors of any COTS Software grant, a direct licence to the Buyer on terms 
no less favourable than those standard commercial terms on which such 
software is usually made commercially available. 

9.3.2 Where the Supplier owns the COTS Software it shall make available the COTS 
software to a Replacement Supplier at a price and on terms no less favourable 
than those standard commercial terms on which such software is usually made 
commercially available. 

9.3.3 Where a third party is the owner of COTS Software licensed in accordance with 
this Paragraph 9.3 the Supplier shall support the Replacement Supplier to make 
arrangements with the owner or authorised licence to renew the license at a 
price and on terms no less favourable than those standard commercial terms 
on which such software is usually made commercially available. 

9.3.4 The Supplier shall notify the Buyer within seven (7) days of becoming aware of 
any COTS Software which in the next thirty-six (36) months: 

9.3.4.1 will no longer be maintained or supported by the developer; or 

9.3.4.2 will no longer be made commercially available 

9.4 Buyer’s right to assign/novate licences 

9.4.1 The Buyer may assign, novate or otherwise transfer its rights and obligations 
under the licences granted pursuant to paragraph 9.2 (to: 

9.4.1.1 a Central Government Body; or 

9.4.1.2 to any body (including any private sector body) which performs or carries on 
any of the functions and/or activities that previously had been performed 
and/or carried on by the Buyer. 

9.4.2 If the Buyer ceases to be a Central Government Body, the successor body to 
the Buyer shall still be entitled to the benefit of the licences granted in paragraph 
9.2. 

9.5 Licence granted by the Buyer 

9.5.1 The Buyer grants to the Supplier a royalty-free, non-exclusive, non-transferable 
licence during the Contract Period to use the Buyer Software and the Specially 
Written Software solely to the extent necessary for providing the Deliverables 
in accordance with this Contract, including the right to grant sub-licences to 
Sub-Contractors provided that any relevant Sub-Contractor has entered into a 
confidentiality undertaking with the Supplier on the same terms as set out in 
Clause 15 (Confidentiality). 
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9.6 Open Source Publication 

9.6.1 Unless the Buyer otherwise agrees in advance in writing (and subject to 
paragraph 9.6.3) all Specially Written Software and computer program 
elements of New IPR shall be created in a format, or able to be converted (in 
which case the Supplier shall also provide the converted format to the Buyer) 
into a format, which is: 

9.6.1.1 suitable for publication by the Buyer as Open Source; and  

9.6.1.2 based on Open Standards (where applicable), 

and the Buyer may, at its sole discretion, publish the same as Open Source. 

9.6.2 The Supplier hereby warrants that the Specially Written Software and the New 
IPR: 

9.6.2.1 are suitable for release as Open Source and that the Supplier has used 
reasonable endeavours when developing the same to ensure that publication 
by the Buyer will not enable a third party to use them in any way which could 
reasonably be foreseen to compromise the operation, running or security of 
the Specially Written Software, New IPRs or the Buyer System; 

9.6.2.2 have been developed using reasonable endeavours to ensure that their 
publication by the Buyer shall not cause any harm or damage to any party 
using them; 

9.6.2.3 do not contain any material which would bring the Buyer into disrepute; 

9.6.2.4 can be published as Open Source without breaching the rights of any third 
party;  

9.6.2.5 will be supplied in a format suitable for publication as Open Source ("the Open 
Source Publication Material") no later than the date notified by the Buyer to 
the Supplier; and 

9.6.2.6 do not contain any Malicious Software. 

9.6.3 Where the Buyer has Approved a request by the Supplier for any part of the 
Specially Written Software or New IPRs to be excluded from the requirement 
to be in an Open Source format due to the intention to embed or integrate 
Supplier Existing IPRs and/or Third Party IPRs (and where the Parties agree 
that such IPRs are not intended to be published as Open Source), the Supplier 
shall: 

9.6.3.1 as soon as reasonably practicable, provide written details of the nature of the 
IPRs and items or Deliverables based on IPRs which are to be excluded from 
Open Source publication; and  

9.6.3.2 include in the written details and information about the impact that inclusion of 
such IPRs or Deliverables based on such IPRs, will have on any other 
Specially Written Software and/or New IPRs and the Buyer’s ability to publish 
such other items or Deliverables as Open Source. 

9.7 Malicious Software 

9.7.1 The Supplier shall, throughout the Contract Period, use the latest versions of 
anti-virus definitions and software available from an industry accepted anti-virus 
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software vendor to check for, contain the spread of, and minimise the impact of 
Malicious Software. 

9.7.2 If Malicious Software is found, the Parties shall co-operate to reduce the effect 
of the Malicious Software and, particularly if Malicious Software causes loss of 
operational efficiency or loss or corruption of Government Data, assist each 
other to mitigate any losses and to restore the provision of the Deliverables to 
its desired operating efficiency. 

9.7.3 Any cost arising out of the actions of the Parties taken in compliance with the 
provisions of paragraph 9.7.2 shall be borne by the Parties as follows: 

9.7.3.1 by the Supplier, where the Malicious Software originates from the Supplier 
Software, the third party Software supplied by the Supplier or the Government 
Data (whilst the Government Data was under the control of the Supplier) 
unless the Supplier can demonstrate that such Malicious Software was 
present and not quarantined or otherwise identified by the Buyer when 
provided to the Supplier; and 

9.7.3.2 by the Buyer, if the Malicious Software originates from the Buyer Software or 
the Buyer Data (whilst the Buyer Data was under the control of the Buyer). 

10 Supplier-Furnished Terms 

10.1 Software Licence Terms 

10.1.1 Terms for licensing of COTS software in accordance with Paragraph 9.3 are 
detailed in Annex B of this Call-Off Schedule 6. 

10.2 Software Support & Maintenance Terms 

10.2.1 Additional terms for provision of Software Support & Maintenance Services are 
detailed in Annex C of this Call-Off Schedule 6. 

10.3 Software as a Service Terms 

10.3.1 Additional terms for provision of a Software as a Service solution are detailed 
in Annex D of this Call-Off Schedule 6. 
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ANNEX A 

Not used. 

 

ANNEX B 

[REDACTED]  

ANNEX C  

Not used 

 

ANNEX D 

Not used 

 

Annex E 

Not used. 
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Call-Off Schedule 15 (Call-Off Contract Management) 

1 Definitions 

1.1 In this Schedule, the following words shall have the following meanings and they shall 
supplement Joint Schedule 1 (Definitions): 

1.1.1 Not used 

2 Project Management 

2.1 The Supplier and the Buyer shall each appoint a Project Manager for the purposes of 
this Contract through whom the provision of the Services and the Deliverables shall be 
managed day-to-day. 

2.2 The Parties shall ensure that appropriate resource is made available on a regular basis 
such that the aims, objectives and specific provisions of this Contract can be fully 
realised. 

2.3 Without prejudice to paragraph 4 below, the Parties agree to operate the boards 
specified as set out in the Annex to this Schedule. 

3 Role of the Supplier Contract Manager 

3.1 The Supplier's Contract Manager's shall be: 

3.1.1 the primary point of contact to receive communication from the Buyer and will also be 
the person primarily responsible for providing information to the Buyer;  

3.1.2 able to delegate his position to another person at the Supplier but must inform the 
Buyer before proceeding with the delegation and it will be delegated person's 
responsibility to fulfil the Contract Manager's responsibilities and obligations;  

3.1.3 able to cancel any delegation and recommence the position himself; and 

3.1.4 replaced only after the Buyer has received notification of the proposed change.  

3.2 The Buyer may provide revised instructions to the Supplier's Contract Manager's in 
regards to the Contract and it will be the Supplier's Contract Manager's responsibility to 
ensure the information is provided to the Supplier and the actions implemented.  

3.3 Receipt of communication from the Supplier's Contract Manager's by the Buyer does 
not absolve the Supplier from its responsibilities, obligations or liabilities under the 
Contract. 

 

4 Contract Risk Management 

4.1 Both Parties shall pro-actively manage risks attributed to them under the terms of this 
Call-Off Contract. 

4.2 The Supplier shall develop, operate, maintain and amend, as agreed with the Buyer, 
processes for: 

4.2.1 the identification and management of risks; 

4.2.2 the identification and management of issues; and 

4.2.3 monitoring and controlling project plans. 
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4.3 The Supplier allows the Buyer to inspect at any time within working hours the accounts 
and records which the Supplier is required to keep. 

4.4 The Supplier will maintain a risk register of the risks relating to the Call-Off Contract 
which the Buyer's and the Supplier have identified.  



 

 1 

Annex: Contract Boards 

The Parties agree to operate the following boards at the locations and at the frequencies set out below: 

Operational Assurance Level 

Services Board 

Responsibilities and 
Functions 

• Monitor compliance by the Supplier with the Buyer’s Specification 
(Call-Off Schedule 20) and the Supplier’s Call-Off Tender (Call-Off 
Schedule 4).  

• Act as an escalation point for any issues relating to delivery.  

• Resolve all escalations brought relating to delivery.  

• In the event of any termination or expiry of this Call-Off Contract, 
manage performance by the Supplier and the Buyer.  

• Any other Responsibilities and Functions as discussed and agreed 
between the Buyer and Supplier from time to time.  

Frequency To be agreed between the Parties 

Location To be established (virtual, or in-person at a Buyer nominated location)  

 

Commercial Board 

Responsibilities and 
Functions 

• Monitor in relation to this Call-Off Contract the overall commercial 
relationship. 

• Monitor the alignment of the Buyer and Supplier commercial 
objectives. 

• Take a pro-active view of commercial impacts, stakeholder 
management and communication issues. 

• Monitor, discuss and resolve contract compliance and commercial 
issues escalated to the Commercial Board.  
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• Resolve wherever possible all major Supplier and Buyer commercial 
performance issues and Disputes relating to this Call-Off Contract 
as are referred to it. 

• Ensure implementation of best practice in contract and compliance 
management.  

• Provide a forum for achieving a collective and consistent view of 
compliance against all Call-Off Contract obligations. 

• Deal with and make decisions on issues identified by the Supplier or 
the Buyer that require contract or compliance management action, 
resolution or Call-Off Contract. 

• Agree, monitor and review the risk register.  

• Review the continuity of supply in the Supplier’s supply chain 
process. 

• Agree actions and improvement plans to address compliance 
issues. 

• Appoint, as and when required, “contract management teams” with 
responsibility for seeking resolution of contractual disputes.  

• Review issues in purchase order processing and Service Request 
and items where there are delays or other issues in progress. 

• Maintain an overview of contract Change. 

• Discuss diversity and equality issues. 

• Any other Responsibilities and Functions as discussed and agreed 
between the Buyer and Supplier from time to time. 

Frequency To be agreed between the Parties.  

Location To be established (virtual, or in-person at a Buyer nominated location)  
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The Parties agree to the potential operation of additional boards should the need arise during the term of the Call-Off Contract, to be discussed 
and agreed between the Parties.  
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Call-Off Schedule 20 (Call-Off Specification)  

This Schedule sets out the characteristics of the Deliverables that the Supplier will be required to make to the Buyers under this Call-Off 
Contract 

[REDACTED] 

All Deliverables must comply with the Buyer’s Statement of Requirements, outlined in Annex 1 to this Schedule. 

[REDACTED] 
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Appendix A. 

[REDACTED] 


