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1. GENERAL REQUIREMENTS

11 The Service Provider shall perform all requirements in accordance with all applicable Law.

1.2 The Service Provider shall obtain its own legal advice, as required, in order to ensure that it is performing the requirements
in accordance with all applicable Law.

1.3 The Service Provider shall ensure that all data in respect of the Authority’s work will be held in the United Kingdom.

1.4 Any collection technique or enforcement activity which is not contained in these requirements and which the Service
Provider proposes to use in its performance of the Services may only be implemented with prior written approval from the
Authority.

15 The Service Provider shall maintain an audit trail on the Service Provider IT System of all:

actions, enforcement steps and decisions taken by the Service Provider

contact with a Defendant or third party

correspondence sent and received by the Service Provider

enforcement action outcomes and Court directions notified to the Service Provider by the Authority
payments made to or made by the Service Provider

complaints received

claims against the Service Provider in the County Court

in connection with these requirements.




1.6 All Staff involved in the handling of any Authority Data shall have security clearance appropriate to the security classification
that has been allocated to the relevant Authority Data or activity.

HM Government’s security classifications (OFFICIAL, OFFICIAL SENSITIVE, SECRET and TOP SECRET) indicate the
increasing sensitivity of information AND the baseline personnel, physical and information security controls necessary to
defend against a broad profile of applicable threats.

The Service Provider shall be expected to handle information classified as “Official” and “Official-Sensitive” only and shall
ensure that all Staff have undergone an appropriate Disclosure Barring Service ("DBS") check. This shall include all
temporary and relief personnel whether employed directly by or contracted to work for the Service Provider.

1.7 The Service Provider shall respond to any request for information from the Authority in respect of any Defendant within 1
(one) Working Day unless an alternative time scale for responding is specified within the Contract.

1.8 The Service Provider shall offer a variety of methods for members of the public (including any Defendant) to make an
enquiry in respect of the activities performed by the Service Provider pursuant to these requirements. Such methods shall
include, as a minimum, telephone, email, letter and online facilities.

The Service Provider shall respond to all enquiries promptly and courteously and all responses provided shall be correct in
accordance with all applicable Law.

The Service Provider shall ensure that all Staff receive appropriate training to advise and deal with all enquiries received in
relation to the provision of the Services.

1.9 The form of any standard templates for written communication sent from the Service Provider to any Court, Defendant, or

other member of the public shall be approved by the Authority.




1.10

The Service Provider shall have clear policies on storage and management of all information provided to the Service
Provider by the Authority from the Police National Computer (“PNC”). All information from PNC shall be protectively marked
as OFFICIAL. This requirement is applicable to both government and non-government organisations. This means that any
hard copy documents containing information provided from PNC must be protected by 1 (one) barrier, e.g. in a locked
cupboard within a secure building. This is in accordance with the Memorandum of Understanding the Authority has for use
of PNC. The Police reserve the right to withdraw the Authority’s access to PNC.

1.11

The Service Provider will be required to work outside of their Region in order to execute specific Warrants or Orders that
originate from their allocated Region.

1.12

The Service Provider shall, prior to the Service Commencement Date, agree with the Authority a protocol for dealing with
any complaints made to, or in respect of, the Service Provider in connection with its provision of the Services, the protocol
shall be implemented by the Service Provider throughout the Contract Period.

1.13

All hard copy records held by the Service Provider containing Personal Data shall be stored, transported and disposed of
securely. Sensitive waste paper must be collected separately from normal waste, and stored securely pending confidential
destruction.

1.14

On expiry or termination of the Contract, the Service Provider shall support business continuity and migrate any required
information to a Replacement Service Provider(s) or to the Authority, as detailed in Clause H9 (Retendering and Handover)
to Clause H12 (Warrants and Orders on Expiry or Termination).

GENERAL REQUIREMENTS IN RELATION TO WARRANTS AND ORDERS

2.1

The Service Provider shall comply with all applicable Law when executing any Warrant or Order.




2.2

Any written Initial Contact Notice shall, as a minimum, include the following:

The name and address (if specified) of the person whom the Warrant or Order was issued against

the specific details of the Warrant or Order issued, including any reasons stated on the Warrant or Order

the name of the issuing Court and date of issue

in relation to any Financial Arrest Warrant or Order, a requirement for the Defendant to make full payment of the
amount stated in the Initial Contact Notice within 7 (seven) Working Days of the date of issue of the Initial Contact

Notice

the full contact details of the Service Provider, including details of any assistance available for contacting the Service
Provider such as language preferences, hearing loop

a clear explanation of the Service Provider’s responsibilities and duties in relation to that Warrant or Order

where legislation permits, the statutory basis on which, any fees, disbursements, charges or costs are applicable to
the enforcement of the Warrant or Order

the details of any such fees, disbursements, charges or costs applicable to the enforcement of the Warrant or Order
at all stages of the process

details of the consequences of non-payment or non-compliance with the Warrant or Order
where payment applies, details of payment methods available to the Defendant

A summary of the actions that the Defendant shall take to comply with the conditions of the Warrant or Order

If an Initial Contact Notice is issued to a Defendant who is a Youth, the Service Provider shall ensure the notice includes
all of the above and the following additional information:




e Name and address of Parent or Guardian (if specified) if the Warrant or Order is issued in respect of a Youth

e Shall send a copy of the Initial Contact Notice to the Parent or Guardian if specified on the Warrant or Order

2.3

Upon notification that a Warrant or Order has been issued, the Service Provider shall ensure the Warrant or Order is entered
onto the Service Provider IT System within 1 (one) Working Day (Close of Business) of receipt. Acknowledgement shall be
provided to the Authority to confirm numbers received.

The details required will include:

o Warrant or Order issued type

o the name of the issuing Court and date of issue

o the Authority case or account reference number

o any details relating of the original offence connected to the Warrant or Order

o where applicable any details provided relating to the original financial imposition of the Court

o all specific instructions or directions specified on the individual Warrant or Order

o the Defendant's name, date of birth and address

o in the case of fines having been imposed on a Parent or Guardian for a conviction against a Youth, the details of

the fine against the Youth
o in the case of fines having been imposed on a Youth, the details of the Parent or Guardian if specified
Note: The Authority will circulate all applicable Warrants on PNC to show the Defendant is wanted and must be arrested;

except if there is no date of birth for the Defendant stated on the Warrant or Order. The Authority will inform the Service
Provider of all Warrants circulated on PNC.




2.4

NOT USED

2.5

The Service Provider shall ensure that all Warrants or Orders are suitably and sufficiently risk assessed, including in respect
of all health and safety risks to Staff, prior to a visit taking place.

The Service Provider shall ensure that a process is in place pursuant to which it continually assesses risk during the
execution of any Warrant or Order.

The Service Provider will inform the Authority by the agreed method of any risk information which may indicate a health
and safety risk to any Court Staff or Court Users as soon as practicable.

2.6

The Service Provider shall ensure adherence to instructions from the Authority in respect of all applicable Law. Before
exercising the Forced Entry Powers as set out in Section 17 all relevant Staff must have successfully completed an
appropriate search and entry course.

2.7

The Service Provider shall, prior to the Service Commencement Date, agree with the Authority a protocol for the arrest and
transportation of a Defendant (including specific guidance in respect of Youths). The Service Provider shall implement and
act in accordance with the agreed protocol throughout the Contract Period.

2.8

All vehicles used to transport Defendants to Custody must be fit for purpose and meet all relevant Driver and
Vehicle Licensing Agency (DVLA) specifications. The Service Provider will provide all relevant DVLA specification
certification by no later than the Commencement Date, or as requested from time to time by the Authority.

2.9

The Service Provider shall ensure that they make provisions to ensure all Defendants arrested are transported and admitted
to Custody; this is including but not limited to when the Defendant is arrested at times that would result in the transport of
a Defendant to the Prison at a time outside of the normal Prison admission times for the Prison referenced on the
Commitment Warrants.




2.10

Where the Warrant requires the Defendant to be arrested and bailed and that Warrant is circulated as Wanted for Arrest
on PNC, the Service Provider shall only execute the Warrant within the times agreed with the Authority (and subject to
informing the Authority that the Warrant needs to be removed from PNC), unless arrangements can be made by the Service
Provider with the Police for the Police to remove the Warrant from PNC.

2.11

The Service Provider shall ensure that any Staff who are responsible and authorised for executing Warrants and/or Orders
receive appropriate training in accordance with Good Industry Practice and have appropriate security clearance and operate
in accordance with applicable Law. See section 1.6

2.12

The Service Provider shall ensure that all Warrant and Order information is stored in accordance with Schedule 8
Information Assurance and Security.

2.13

All Warrants shall be managed and returned securely and removed from systems within timescales stated within this
Contract or as agreed with the Authority in writing.

2.14

The Service Provider shall provide any supporting documents to the Authority in relation to executed Warrants; returned
Warrants; vulnerability or any applications to the Magistrates Court by the method agreed with the Authority, as specified
in Annex 4, Return Codes.

2.15

If a Defendant requests to see a relevant Warrant or Order the Service Provider shall show the Defendant the legally
required Warrant information in electronic form.

The Service Provider shall not create any copies or reproductions of Warrants or Orders under any circumstances.

2.16

The Service Provider shall ensure that all records of the Defendant on the Service Provider IT System are at all times
maintained and kept up to date with full details of all actions and contacts with the Defendant, the Authority and/or relevant
third parties.




2.17

Information relating to a Defendant or Vehicle Registration Number ("VRN") associated with the Defendant held on the
PNC may under certain circumstances be accessed by the Authority’s authorised PNC users at the request of the Service
Provider. This is only applicable at the Authority’s discretion in line with the memorandum of understanding for the
Authority’s use of PNC. The Service Provider shall provide adequate evidence that the PNC enquiry is in relation to a
subject to a criminal Warrant at the time of the request.

Any requests for PNC Information shall be made via the Service Provider’s administrative office using secure email for both
the request and response from the Authority; under no circumstances will the Authority provide PNC Information in any
other way.

It is illegal to perform unauthorised or speculative searches on the PNC, and shall only be used for official use. Any PNC
requests which are found to be either unauthorised or inappropriate will be reported to the Police and may lead to criminal
proceedings being taken against the individual.

Under no circumstances shall the Service Provider pass PNC Information to any individual who does not require access to
such data for the purposes of enabling the Service Provider to fulfil its obligations under this Contract, or discuss the data
with such people.

2.18

If the Service Provider has any uncertainty in relation to the instructions which it is required to follow in relation to the
execution of any Warrant or Order, it shall contact the Authority to seek further clarification prior to the execution of such
Warrant or Order.

2.19

If the address of the Defendant is unknown or unverified, the Service Provider shall use its best endeavours to obtain a
valid current address or to validate the address information provided by the relevant Court.

2.20

The Service Provider shall ensure that any visits made to a Defendant for the purposes of enforcing a Warrant or Order is
conducted in accordance with the requirements for the relevant type of Warrant or Order as set out in the Contract and in
accordance with applicable Law.
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2.21

If the Service Provider successfully arrests and transports a Defendant into Custody or arrests and Bails a Defendant (as
the case may be in accordance with the terms of the relevant Warrant), the relevant Warrant is then deemed to have been
executed. Following such execution, the Service Provider shall update the relevant Defendant’s record on the Service
Provider IT System and inform the Authority in writing of the execution within 30 (thirty) minutes of receipt of the information.

2.22

If the Service Provider successfully arrests or agrees a Planned Surrender date with any Defendant and it is identified that
the Defendant will require an interpreter or any other specific requirement at the Court hearing, which would assist the
Court in dealing with the case, the Service Provider shall inform the Authority in writing as soon as practicable, to enable
the necessary arrangements to be made.

2.23

The Service Provider shall only agree a Planned Surrender date with the Defendant if it has accessed the risk information
available and this does not indicate an increased health and safety risks to Court Staff and Court Users.

2.24

Where the Authority notifies the Service Provider that a Warrant has been executed by the Police or attend a Planned
Surrender, the Service Provider shall, within 30 (thirty) minutes of such notification, update the relevant Defendant’s record
on the Service Provider IT System to confirm that the Warrant has been executed by the Police.

2.25

The Service Provider shall, prior to the Service Commencement Date, agree with the Authority a protocol for the use of
force by Staff when executing Warrants and Orders. The Service Provider shall implement and act in accordance with the
agreed protocol throughout the Contract Period. To the extent that the Service Provider's proposed protocol for the use of
force is not approved, the Service Provider shall not use force in relation to the execution of any Warrant or Order without
the Approval of the Authority in each case.

In all cases the Service Provider shall obtain the approval of the Authority before use of Forced Entry in accordance with
the Use of Forced Entry requirement in this Contract. The use of Forced Entry Powers are set out in Section 17.

2.26

The Service Provider shall ensure that any Staff who conducts a visit to a Defendant for the purposes of executing a Warrant
or Order displays a Letter of Authority to the Defendant, if requested to do so by the Defendant or a relevant third party.
The Service Provider shall ensure that the Letter of Authority includes the full name of the Staff executing the Warrant or
Order and details of their Authority to execute the Warrant or Order. The Service Provider shall ensure that the Letter of
Authority complies with all applicable Law, including the Criminal Procedure Rules.

11




2.27

The Service Provider shall ensure that all actions it takes to execute a Warrant or Order are recorded on the Defendant's
record on the Service Provider IT System as soon as practicable and in any event within 1 (one) Working Day. The Service
Provider shall ensure that such records also include any contact with the Service Provider made by the Defendant or any
third party on the Defendant's behalf, or any other relevant third party.

2.28

During any execution activity, the Service Provider shall:

o offer a variety of secure payment methods to Defendant and relevant third parties by which to make payments in
relation to any Warrant or Order during any execution activity, such payment methods to include, at a minimum: cash
payments; credit/debit card payment, postal payments; and

o ensure that either a physical or secure electronic receipt, which shall contain details as specified in Section 12
(Finance and Accounting), is issued to the Defendant upon immediate receipt of any payment taken

Note: This requirement shall not apply to Breach Warrants which do not have a financial element.

2.29

All unexecuted Warrants and Orders shall have enforcement activities undertaken as a minimum no less than every 30
(thirty) calendar days until it is executed, withdrawn by the Court or returned to the Authority at the end of the Retention
Period. These activities will include new intelligence checks, and further contact visits at different times of the day to include
early morning and evening should be made as appropriate.

2.30

All Warrants and Orders which are executed, withdrawn by the Court, or returned to the Authority at the end of the Retention
Period, shall be returned with sufficient new information or confirmation that the Defendant is unable to be traced to enable
the Authority to take further actions on the account.

2.31

Where any Warrant or Order is requested back because it is permitted legally or within any of the Contract terms, the
Service Provider shall not charge the Authority for request and the return of the Warrant or Order.

2.32

The Service Provider will provide the Authority electronic data sets of current or completed Warrants by type or Orders by
type held on the Service Provider IT System as requested to enable a reconciliation to take place against the Authority
records.
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2.33

If the Service Provider requires an application for a Data Disclosure Order, the request with all relevant information shall
be sent to the Authority in the agreed format. The Service Provider will update the Service Provider IT System with details
of the application; the outcome will be updated on the Service Provider IT System within 30 (thirty) minutes of receipt.

2.34

If the Service Provider requires any application in relation to a Warrant or Order the request with all supporting information
shall be sent to the Authority in the agreed format. The Service Provider will update the Service Provider IT System with
details of the application; the outcome will be updated on the Service Provider IT System within 30 (thirty) minutes of receipt.

2.35

The Service Provider shall on request provide the Authority, its representatives and or the National Audit Office with such
access to those records and data in connection with this Contract as may be required.
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2.36

Successful Execution

Note: Successfully executed Warrants will include arrests solely by Police. See 12.32, fee will not be payable if solely

executed by the Police.

Warrant Type

| Types of execution

Breach Warrants

Breach Warrant with
Bail

Defendant arrested and bailed to appear before the Court, or
Defendant attends a Planned Surrender in response to Service Provider's instructions which
are verified by the Court

Breach Warrant
without Bail

Defendant arrested and transported to Custody to appear before the Court, or
Defendant attends a Planned Surrenders in response to the Service Provider's instructions
which are verified by the Court

Clamping Orders

Full payment with or without clamping of vehicle

Commitment Warrant

Defendant is arrested and transported to Custody, or

Defendant pays the outstanding balance of the Court Imposition to the Service Provider in full
or

Defendant pays the outstanding balance of the Court Imposition to the Authority

Committal To Custody Overnight At Police Station Warrants

Defendant is arrested and transported to Police Custody, or

Defendant pays the outstanding balance of the Court Imposition to the Service Provider in full
or

Defendant pays the outstanding balance of the Court Imposition to the Authority

Confiscation orders: realisation of specific assets with consent

Sell goods and realise assets

Financial Arrest Warrants

Arrest with Bail

Defendant is arrested and bailed to appear before the Court, or
Defendant attends a Planned Surrenders in response to Service Provider's instructions
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which are verified by the Court, or
Defendant pays the outstanding balance of the Court Imposition the Service Provider in full
Defendant pays the outstanding balance of the Court Imposition to the Authority

Arrest without Bail

Defendant is arrested and transported to Custody to appear before the Court, or

Defendant to attend Planned Surrenders in response to Service Provider's instructions which
are verified by the Court, or

e Defendant pays the outstanding balance of the Court Imposition to the Service Provider in
full, or

o Defendant pays the outstanding balance of the Court Imposition to the Authority

Warrant of Control

| « Payment in full of the outstanding balance of the Court Imposition.

Progression

Where any Warrant or Order has not been successfully executed or satisfied within the Retention
Period, and the Service Provider has undertaken all mandatory steps stated in the relevant
requirement in order to execute or satisfy the Warrant or Order, at the end of the relevant Retention
Period all outstanding Warrants or Orders shall be returned to the Authority using the agreed
Return Codes. This is to provide the Authority with details of the outcome of the execution activities
and where applicable the most up to date information regarding the Defendant's whereabouts.
Supporting evidence will be provided as required.

Examples could include:
¢ visit(s) which establishes the Defendant has moved away and relevant enquires and
tracing have not been able to identify a new address or the Defendants whereabouts
e the Defendant is deceased
e the Defendant is in Prison
o all visits and remote contact has been undertaken but no contact has been made with the

Defendant and relevant enquires and tracing has been unable to confirm the Defendant's
residency at the address or their whereabouts
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3.

APPEALS ~ APPLICATIONS UNDER SECTION 142 OF THE MAGISTRATES’ COURTS ACT 1980, STATUTORY
DECLARATIONS AND APPEALS ETC.

3.1

When the Authority is notified by the Court that an application has been made by a Defendant for example under section
142 of the Magistrates’ Courts Act 1980; Statutory Declaration; application to remit; application in respect of a penalty notice
for disorder, application to review compensation, unlawful profit order, or slavery and trafficking reparation order; or an
appeal, and there is a Warrant of Control, Financial Arrest Warrant (Bail or no Bail), Commitment Warrant, Committal to
Custody Warrant or Breach Warrant (Bail or no Bail) Clamping Order outstanding the Authority will make the decision on
how to proceed on a case by case basis and inform the Service Provider whether to place the Defendants account on the
Service Provider IT System on hold pending further instructions or to continue with enforcement action.

3.2

e In appropriate cases the Authority shall notify the Service Provider to suspend enforcement action on the relevant
Defendant’s Warrant or Order until it is notified of the outcome of the application.

o The Service Provider will update the Defendant’s record on the Service Provider IT System within 30 (thirty) minutes
that an application has been made for 1 (one) of the above reasons

3.3

When the Authority is notified of the outcome of the application, they shall notify the Service Provider and the following
action shall take place:

o If the application or appeal is granted, any relevant Warrant or Order shall be returned to the Authority by the Service
Provider in batches each week with reason specified in writing.

o If the application is not granted, the Service Provider will continue to enforce the Court Imposition

In both cases the Service Provider must update the Defendant’s record on the Service Provider IT System of the outcome
of the application within 30 (thirty) minutes of receipt of the information.

3.4

Where any Warrant or Order is requested back because it is permitted legally or within any of the Contract terms, the
Service Provider shall not charge the Authority for request and the return of the Warrant or Order.
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4.

BREACH WARRANTS

4.1

The Authority will circulate all applicable Warrants on PNC to show the Defendant is wanted and should be arrested; except
if there is no date of birth for the Defendant stated on the Warrant or Order. The Authority will inform the Service Provider
of all Warrants circulated on PNC.

4.2

The Service Provider will attempt to make initial contact within 3 (three) Working Days of receipt of the Warrant; this can
be via a visit, letter, text or telephone call depending on the intelligence information available.

A minimum of 3 (three) visits on different days and at different times to follow the initial contact shall be undertaken within
the target timeframe for executing any Breach Warrant, which is 30 (thirty) calendar days for adults and 15 (fifteen) calendar
days for Youths from the date of issue of the Warrant.

Further visits and execution activity shall continue as required; this will include use of Intelligence Tracing Tools; interagency
reviews with the Authority, other enquiries as applicable for example liaison with housing associations etc. If the Warrant
still remains live after 90 (ninety) days the Service Provider will continue to undertake enforcement activities by reviewing
any Warrants as a minimum on a monthly basis until the Warrant is either executed or withdrawn by the Court, by carrying
out tracing activity against the relevant Defendant to confirm whether any new information is available.

Where any new information is obtained, the Service Provider shall:
o record this information on the Defendant’s record on the Service Provider IT System within 30 (thirty) minutes; and
make contact with the defendant again in accordance with timescales and mandatory steps as detailed in the Performance

Measures in the Pricing and Performance Schedule. All activities undertaken by the Service Provider must be recorded on
the Service Provider IT Systems.

4.3

Prior to making any visit for the purposes of executing any Breach Warrant, the Service Provider shall, as part of its risk
assessment in accordance with the requirement consider any information contained on any OAIS or other risk assessment
information provided by the National Probation Service, a local Youth Offending Team or other relevant agency.
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4.4 If the Court wishes to consider withdrawal of the Warrant or if the Court withdraws the Warrant, on receipt of the notification
from the Authority, the Service Provider will update the Service Provider IT Systems within 30 (thirty) minutes of receipt of
the information according to the instructions of the Court, using the agreed Return Codes.

4.5 If the Authority is notified from example the National Probation Service, a local Youth Offending Team, Electronic Monitoring

Service, Police, any other relevant agency or a Magistrates’ Court that a Warrant has been withdrawn or executed, the
Authority removes the relevant Warrant from PNC, on notification from the Authority, the Service Provider shall then remove
the relevant Warrant information from the Service Provider IT Systems within 30 (thirty) minutes of receipt of the information,
inform relevant staff and update the Defendant’s account to confirm that the Warrant is no longer to be executed.

Breach Warrants

WITH BAIL

4.6

The Service Provider shall attempt to arrest and Bail the Defendant in accordance with any instructions contained on the
Warrant including any requirement for recognizance and, following any arrest, issue the Defendant with a Bail Notice.

4.7

The Service Provider shall comply with the requirements of the Warrant in full, including any direction concerning bailing
the Defendant. Where Bail is granted but no date is specified on the Warrant, the Service Provider shall comply with locally
agreed listing arrangements in bailing the Defendant to a specified date and time.

The Service Provider shall make it clear when dealing with a Youth case to ensure that any Youths are bailed to a Youth
Court.

4.8

As part of the arresting and bailing process, the Bail Notice shall be signed by the Defendant and arresting officers. A copy
shall be provided to the Defendant at the time.

4.9

Where the Service Provider successfully arrests and Bails the Defendant the Warrant will then be classed as executed and
the Service Provider will inform the Authority within 30 (thirty) minutes of receipt of the confirmation that the Warrant has
been executed to ensure that the Wanted for Arrest circulation on PNC can be removed. See section 2.10

Were the Warrant requires the Defendant to be arrested and bailed and that Warrant is circulated as Wanted for Arrest on
PNC, the Service Provider will only execute the Warrant within the times agreed with the Authority, unless arrangements
can be made for the Police to remove the Warrant when taking them into Police cells.
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4.10

Once a Bail Notice has been issued, the Service Provider shall, in advance of the hearing specified on the Bail Notice, and
no later than 2 (two) Working Days prior to that hearing date inform the Court of the executed Warrant and provide the
Authority with a copy of the Bail Notice by secure email or such other method as the parties agree, acting reasonably.

411

If the Service Provider is unable to arrest and Bail the Defendant due to circumstances which are not likely to change, the
Service Provider must complete a report attaching any supporting evidence to enable the Warrant to be returned to the
Authority for an application to withdraw the Warrant. The Warrant remains live until such application has been before the
Court and the decision to withdraw the Warrant has been made by the Court.

If the Warrant includes a Bail Date the Warrant must be returned in accordance with the above instructions if not executed
by the date given on the Warrant.

4.12

The Service Provider will ensure that any Warrant which has not been executed by the Bail Date specified on the Warrant
is completed on the Service Provider IT System in accordance with the agreed Return Codes and returned to the
Authority with full details of all efforts taken to execute the Warrant.

Breach Warrants WITHOUT BAIL

4.13 If contact cannot be made with the Defendant, the Service Provider shall conduct a visit to the Defendant’s address and
attempt to arrest the Defendant in accordance with any instructions contained on the Warrant.
414 The Service Provider shall not carry out any arrests at times that would result in a relevant Court not being open to accept

a Defendant (such as outside the Court’s opening hours), except where the Service Provider has made arrangements for
any Defendant arrested outside of those hours to be detained at a local Police Station.
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4.15

Prior to arresting the Defendant, the Service Provider shall contact the Court named on the Warrant to confirm if they are
able to accept the arrest.

The Service Provider shall make it clear to the Court when a Youth case is being dealt with, to ensure that the Court can
list the case in the appropriate court.

If the Court is unable to accept the arrest and no other suitable Court can accept the arrest, the Service Provider shall
consider which of the options below is most appropriate:

¢ arrest the Defendant and use Police Custody, where local arrangements are in place between the Service Provider
and the Police.

o don’t arrest and arrange a date for the Defendant to Surrender; in this case the Defendant shall be informed that
the Warrant remains live until it is dealt with by the Court. The Service Provider shall only agree a Planned Surrender
date with the Defendant if it has accessed the risk information available if provided and determined that there is no
increased health and safety risk to Court Staff and Court Users.

Where the Court has accepted an arrest by the Service Provider but due to specific circumstances the Defendant cannot
be accepted in the Court cells the Service Provider will produce the Defendant throughout the Contract in accordance with
the Authority’s instruction and any applicable Law.

4.16 Prior to the transportation of a Defendant to Court or Police Custody, the Service Provider shall:
o place any personal property of the Defendant in a clear plastic bag, which must then be sealed and given a unique
reference number; and
o complete the relevant sections of the PECS Person Escort Record Form, including an inventory of any personal
property removed from the Defendant and the reference number of the sealed property bag.
4.17 In complying with 4.16 you will comply with the PECS Contract.
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4.18

If the Service Provider is unable to arrest the Defendant due to circumstances which are not likely to change, the Service
Provider shall complete a report in such form the Authority may require acting reasonably from time to time attaching any
supporting evidence to enable the Warrant to be returned to the Authority for an application to withdraw the Warrant.

Note: during this time the Warrant will remain live and can still be executed by the Service Provider, whilst the Warrant is
live it will remain circulated on as Wanted for Arrest on PNC and therefore there is a possibility that the Service Provider
will be informed the Warrant has been executed by the Police.

4.19

Where the Service Provider successfully arrests and transports the Defendant to Custody, the Warrant will be classed as
executed and the Service Provider shall update the relevant Defendant’s account on the Service Provider IT System
accordingly within 30 (thirty) minutes of receipt of this information. The Service Provider will inform the Authority within 30
(thirty) minutes of receipt of the execution to ensure that the Wanted for Arrest circulation can be removed from PNC.

Planned Surrender

4.20 The Service Provider shall only agree a Planned Surrender date with the Defendant if it has accessed the risk information
available and determined that there is no increased health and safety risk to Court Staff and Court Users.
4.21 The Authority will provide the Service Provider with details of Surrender time and date slots as amended from time to time.
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4.22

Once a date for Planned Surrender has been agreed with the Defendant, the Service Provider shall, in advance of the
hearing date, and within 2 (two) Working Days of that hearing date, inform the Court of the hearing by the agreed method.

The Service Provider will update the Service Provider IT System in line with the Authority procedures within 30 (thirty)
minutes.

Where the Defendant informs the Service Provider of their intention to Surrender to a Court without agreeing a Planned
Surrender date, the Service Provider shall continue to attempt to execute the Warrant until it is notified by the Court that
the Defendant has Surrendered. Upon such notification, the Warrant will be classed as executed and the Service Provider
shall update the Service Provider IT System accordingly within 30 (thirty) minutes.

The Defendant shall be informed by the Service Provider at the time the Planned Surrender is agreed that the Warrant
remains live and where applicable is circulated as Wanted for Arrest on PNC, until it is withdrawn by the Court.

4.23

When the Authority has informed the Service Provider whether the Defendant attended the hearing or not if:

o the Defendant attended the Service Provider will then update the Service Provider IT System within 30 (thirty) minutes
of receipt of the notification in line with the Authority procedures using the agreed Return Codes

o the Defendant failed to attend or if they attended and the Warrant was not withdrawn by the Court, the Service
Provider will update the Service Provider IT System within 30 (thirty) minutes of receipt of the notification and remove
the hold from the Warrant and continue to execute the Warrant

Managing unexecuted, cancelled or withdrawn Breach Warrants

4.24

If the Court wishes to consider withdrawal of the Warrant or if the Court withdraws the Warrant, the Authority will inform the
Service Provider, who will update the Service Provider IT Systems according to the instructions of the Court within 30 (thirty)
minutes using the agreed Return Codes.

Where any Warrant is requested back because it is permitted legally or within any of the Contract terms, the Service
Provider shall not charge the Authority for request and the return of the Warrant.
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4.25 The Service Provider will take part in inter agency reviews of unexecuted Breach Warrants as required. This will include a
review of the all execution activities to date.
The frequency of such reviews will be in accordance with the Authority’s Protocols.

4.26 Following an interagency review, specific Warrants may be identified as suitable for the prosecutor to make an application

to the Court to withdraw the Warrant, the decision on whether to make the application will be made by the prosecutor. The
Service Provider will provide a report of execution activities undertaken to support these applications including the number,
dates and times of visits, and any intelligence tracing undertaken.

The Service Provider will put these Warrants on hold on their system and note the date of the application hearing, and
confirm to the Authority that the Warrants are on hold.

Following the application to withdraw the Warrant if the Court grants the application the Authority will inform the Service
Provider who will complete the Warrant on the Service Provider IT System, within 30 (thirty) minutes of receipt of the
information.

If the application is refused the Service Provider IT System will be updated to show the refusal of the application, the
Warrant will be reactivated on the Service Provider IT System within 30 (thirty) minutes of receipt of the information and
further enforcement activity will continue within 3 (three) Working Days this can be via further intelligence checks, visit(s),
letter, text or telephone call depending on the intelligence information available, and further interagency reviews.

Note: during this time the Warrant will remain live as Wanted for Arrest on PNC and therefore there is a possibility that the
Service Provider will be informed the Warrant has been executed by the Police.
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4.27

If the Service Provider has evidence that the Warrant must be returned, for example the Defendant is deceased, in Prison
etc, the Service Provider will complete a report attaching any supporting evidence to enable the Warrant to be returned to
the Authority for an application to withdraw the Warrant.

If the prosecutor makes an application to withdraw the Warrants the Service Provider will be informed by the Authority and
shall put the Warrant on hold on the Service Provider IT System within 30 (thirty) minutes of receipt of the information for
an application to withdraw and confirm this to the Authority using the agreed Return Codes, as detailed in Annex 4.

Following the application to withdraw the Warrant if the Court grants the application the Authority will inform the Service
Provider who will complete the Warrant on the Service Provider IT System within 30 (thirty) minutes of receipt of the
information, in accordance with the agreed Return Codes.

If the application is refused the Service Provider IT System will be updated to show this, the Warrant will be reactivated on
the Service Provider IT System within 30 (thirty) minutes of receipt of the information and further enforcement activity will
continue within 3 (three) Working Days this can be via further intelligence checks, visit(s), letter, text or telephone call
depending on the intelligence information available, and further interagency reviews.

Note: during this time the Warrant will remain live as Wanted for Arrest on PNC and therefore there is a possibility that the
Service Provider will be informed the Warrant has been executed by the Police.

5.

CLAMPING ORDERS

5.1

The Service Provider shall process all Clamping Orders in accordance with all applicable Law.

5.2

The Service Provider shall agree all Clamping Order Charges with the Authority prior to implementation.

5.3

The Service Provider will abide by the period of the Clamping Order as agreed with the Authority.

5.4

The Service Provider will issue an Initial Contact Notice to the relevant Defendant within 3 (three) Working Days of being
entered onto the Service Provider’s IT system in order in order to encourage the Defendant to make contact with the Service
Provider and make full payment of the amount owing.
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5.5

Where the Service Provider has been unable to obtain full payment of the outstanding balance the Service Provider shall
attempt to execute the Order by conducting an initial personal visit to the Defendant and locate the vehicle, this first visit
shall be carried out within 30 (thirty) days from the date of issue of the Clamping Order by the Court.

5.6

If no contact is made the Service Provider shall carry out further visits — a minimum of 3 (three) visits on different days and
at different times of the day to include early morning and evening shall be undertaken.

5.7

If the Service Provider is unable to execute the order and can provide evidence to support this, for example the car has
been written off/scrapped or sold since the order was made, the Service Provider shall contact the Authority, and provide
all new information for permission to return the order within 1 (one) working day.

5.8

The Service Provider shall ensure that any vehicle which has been clamped shall remain in position, be removed and
placed in storage, sold, or released if wrongly clamped in line with legislative time limits.

5.9

The Service Provider shall issue all written notifications to the Defendant in accordance with the relevant applicable Law
and provide a copy to the Authority via the agreed method within 1 (one) Working Day.

5.10

Where a Defendant makes a payment, which is less than the aggregate amount of any Clamping Order Charges and the
outstanding balance of the financial imposition, the Service Provider shall first take the Clamping Order Charges and any
balance remaining shall be sent to the Authority.

511

The Service Provider shall ensure that, if full payment of the outstanding amount, including any Clamping Order Charges,
is received whilst the vehicle is clamped or in storage, the Defendant is issued with a vehicle release notice and the vehicle
is released from storage. A copy of this notice shall be issued to the Authority via the agreed method within 1 (one) Working
Day. The Service Provider shall comply with any legislative timescales or order of the Court.

A receipt must be issued in accordance the Law.

5.12

At the end of the agreed Retention Period the Service Provider will complete all applicable Orders on the Service Provider
IT System and return them to the Authority by the agreed method and using the agreed Return Codes. This return will
contain details of all Orders and an outline of all efforts made to execute the Orders including the number, dates and times
of visits, and any intelligence tracing undertaken, including any new information found during these activities.
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5.13

Fees may be returned to the Defendant following an appeal in accordance with Section 3 (Appeals) of this Schedule being
made after the Defendant has paid the fees to the Service Provider.

The Authority will negotiate with the Service Provider a return of these Charges to the Defendant.

Sale of clamped vehicle

5.14

The Service Provider will inform the Authority when a vehicle has been clamped within 1 (one) Working Day as per the
agreed method to request an application for an Order for Sale. The Service Provider will be notified of the date of hearing
by the Authority.

5.15

Where the Service Provider is so requested by the Court, it shall attend the hearing in respect of that application for the
purpose of answering any questions or providing additional information.

5.16

Following natification from the Authority of the hearing outcome.

If the Court makes an Order for Sale of the vehicle, following the sale of a vehicle the Service Provider shall ensure that
the proceeds of the sale are allocated as follows:

¢ deduct the amount equal to the charges due as permitted by the regulations
e pay the Authority the remainder

e the balance (if any) will then be returned to the Defendant by the Authority

5.17

If the Court refuses to make an Order for Sale, the Service Provider shall make arrangements to release the vehicle to the
Defendant as soon as reasonably practical with or without the payment of the charges due as ordered by the Court.
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Request for the release and where appropriate return of the vehicle

5.18 If the Service Provider receives an application from a Defendant or any third party (in each case, the applicant); contesting
the execution of a Clamping Order; removal or storage of the vehicle clamping of a vehicle; it shall deal with the request in
accordance with the applicable Law.

The Service Provider will notify the Applicant and the Authority of its decision in relation to the application within 1 (one)
Working Day.
5.19 If the Service Provider receives a request from a Defendant or any third party (in each case, the applicant):
e contesting the content or making of the Clamping Order; and/or
e requesting the release or return of a vehicle
The Service Provider shall send the application to the Authority in accordance with applicable Law and within 1 (one)
Working Day.

5.20 The Authority will make a decision as to whether they accept the application or not.

5.21 If the Authority accepts an application from the Defendant or any third party (in each case, the applicant); it will notify, both
the applicant, the Defendant if they are not the applicant and the Service Provider at the same time, within 7 (seven)
calendar days.

5.22 Where the request as detailed in 5.19 is accepted by the Service Provider or the Authority, the Service Provider shall
arrange for the immediate release and, where appropriate, return of the vehicle without charge.

Application to the Court for the release of a vehicle wrongly clamped

5.23 If the Service Provider receives an application from a Defendant or any third party (in each case, the applicant) requesting
the release or return of a vehicle, the Service Provider shall send the application to the Authority in accordance with all
applicable Law and within 1 (one) Working Day by the agreed method.
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5.24

A senior manager of the Service Provider shall be available for the hearing in respect of the application referred to in section
5.19 for the purpose of answering the Magistrates’ Court’s questions and to provide relevant information, including the
decision letter on the initial application by the Applicant.

5.25

Upon notification of the Magistrates’ Court’s decision, the Service Provider shall take all appropriate action in accordance
with these requirements and in accordance with the Court’s decision.

5.26

Where the Court orders the release and where appropriate the return of the vehicle, the Service Provider shall arrange for
the immediate release and, where appropriate, return of the vehicle with or without the payment of the charges due as
ordered by the Court. If the Court does not order the Defendant to pay the charges then the Service Provider will be
responsible for the charges.

5.27

General point

Complaints may be received following the issue of a Clamping Order or following the clamping, removal and storage of the
vehicle:

o if it is a complaint relating to the issuing of the Clamping Order or the actions of the Court itself it will be managed by
the Authority. The Service Provider shall forward any such complaint to the Authority within 1 (one) Working Day of
receipt

o if it is a complaint relating to the clamping; storage or removal of a vehicle it will be managed by the Service Provider.

The Service Provider shall provide the Authority with copies of all such complaints and responses in accordance with
the complaints requirement, as specified in Section 9

28




5.28

If the Court wishes to consider withdrawal of the Order or if the Court withdraws the Order the Authority will inform the
Service Provider, who will update the Service Provider IT Systems according to the instructions of the Court within 30 (thirty)

minutes using the agreed Return Codes.

Where the Order is requested back from the Service Provider because it is permitted legally or within any of the Contract
terms, the Service Provider shall not charge the Authority for request and the return of the Clamping Order.
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6. CODE OF CONDUCT

Corporate Conduct

6.1 The Service Provider acknowledges that is discharging a public service duty on behalf of the Authority.

The Service Provider, the Sub-Contractors and the Staff shall at all times whilst performing the Services observe and
comply with the principles of public service being:

selflessness - holders of public office shall act solely in terms of the public interest. They shall not do so in order to
gain financial or other benefits for themselves, their family or their friends

integrity - holders of public office shall not place themselves under any financial or other obligation to outside
individuals or organisations that might seek to influence them in the performance of their official duties

objectivity - in carrying out public business, including making public appointments, awarding contracts, or
recommending individuals for rewards and benefits, holders of public office shall make choices on merit

accountability - holders of public office are accountable for their decisions and actions to the public and shall submit
themselves to whatever scrutiny is appropriate to their office

openness - holders of public office shall be as open as possible about all the decisions and actions that they take.
They must give reasons for their decisions and restrict information only when the wider public interest clearly demands

honesty - holders of public office have a duty to declare any private interests relating to their public duties and to take
steps to resolve any conflicts arising in a way that protects the public interest

leadership - holders of public office shall promote and support these principles by leadership and example
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The Service Provider shall at all times whilst it is performing the Services observe and comply with “The Good Governance
Standard for Public Services, 2004-The Langlands Report”, which identifies six core principles of good governance in the
delivery of public services, being:

e focusing on the organisation’s purpose and on outcomes for citizens and service users

o performing effectively in clearly defined functions and roles

e promoting values for the whole organisation and demonstrating the values of good governance through behaviour

¢ taking informed, transparent decisions and managing risk

e developing the capacity and capability of the governing body to be effective

e engaging stakeholders and making accountability real

The Service Provider shall provide the Authority with a copy of its code of conduct at the Commencement Date, upon
request and following any updates being made to its code of conduct.

The Service Provider shall ensure that the Staff operate under the direction and control of the Service Provider and the
Service Provider shall be responsible for their conduct and discipline at all times.
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6.5 The Service Provider shall inform the Authority by a report, as specified below, and in writing within 1(one) Working Day,
of any situation listed below occurring:

a) where public confidence in the Service Provider is, or likely to be undermined
b) becoming aware of any gross misconduct, suspected or known, involving Staff, in respect of any of the following:
e any criminal offence or conviction involving dishonesty or violence
¢ falsifying records, or knowingly aiding and abetting others to do so
e misappropriation of money or property
e abusive or threatening behaviour; or
e assault or offence against the person

C) where any investigation by the Service Provider or any other organisation (e.g. Police) in relation to any of the
instances in b) above is being conducted.

6.6 The Service Provider shall ensure that all Staff receive the appropriate training to ensure that they are fully conversant with
and shall follow the requirements of the Contract, the relevant Law and Good Industry Practice.

Employee Conduct
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6.7

Whilst performing the Services, the Service Provider shall comply with and ensure the Staff comply with the Service
Provider's code of conduct.

The Service Provider shall ensure that the Staff carry out their duties and perform the Services in accordance with the
following:

Integrity
Staff shall:
o fulfil their duties and obligations responsibly

e always act in a way that is professional and that deserves and retains the confidence of all those with whom they
have dealings

e carry out their fiduciary obligations responsibly (that is make sure public money and other resources are used
properly and efficiently)

¢ deal with the public and their affairs fairly, efficiently, promptly, effectively and sensitively, to the best of their ability
e ensure they have Ministerial Authorisation for any contact with the media
o keep accurate official records and handle information as openly as possible within the legal framework
e comply with the law and uphold the administration of justice
Staff shall not:

e misuse their official position, for example by using information acquired in the course of their official duties to further
their private interests or those of others

e accept gifts or hospitality or receive other benefits from anyone which might reasonably be seen to compromise
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their personal judgment or integrity; or

o disclose official information without authority (this duty continues to apply after they leave the Service Provider's
and/or the Sub-Contractors’ (as relevant) employment).

Honesty

Staff shall:

e set out the facts and relevant issues truthfully, and correct any errors as soon as possible
e use resources only for the authorised public purposes for which they are provided

Staff shall not:

e deceive or knowingly mislead ministers, Parliament or others; or

¢ be influenced by improper pressures from others or the prospect of personal gain
Objectivity

Staff shall:

e provide information and advice, including advice to Ministers, on the basis of the evidence, and accurately present the
options and facts

e take decisions on the merits of the case

e take due account of expert and professional advice
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Staff shall not:
e ignore inconvenient facts or relevant considerations when providing advice or making decisions; or

o frustrate the implementation of policies once decisions are taken by declining to take, or abstaining from, action which
flows from those decisions

Impartiality
Staff shall:

e carry out their responsibilities in a way that is fair, just and equitable and reflects the civil service commitment to equality
and diversity

Staff shall not:

e actin a way that unjustifiably favours or discriminates against particular individuals or interests
Political Impartiality

Staff shall:

e serve the government, whatever its political persuasion, to the best of their ability in a way which maintains political
impartiality and is in line with the requirements of this code, no matter what their own political beliefs are

e actin a way which deserves and retains the confidence of ministers, while at the same time ensuring that they will be
able to establish the same relationship with those whom they may be required to serve in some future government

e comply with any restrictions that have been laid down on their political activities
Staff shall not:

e actin a way that is determined by party political considerations, or use official resources for party political purposes;
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or

o allow their personal political views to determine any advice they give or their actions.

To support the principles above, the Service Provider shall ensure that all Staff shall:

o take responsibility for their actions

o treat people with respect

o be polite, reasonable and fair in dealings with all Defendants, third party customers and the Authority personnel;

o ensure compliance with this Contract (to the extent applicable)

o ensure that when accepting payments from third parties, they comply with all applicable Law and Good Industry
Practice

The Service Provider shall ensure that all Staff shall not:
¢ discriminate against any person or group for any reason
e harass, victimise or bully through language, actions or behaviour; or

e deal with any of the Warrants or Orders under this Contract belonging to family or friends.

6.8

The Service Provider shall ensure that whilst performing the Services, the Staff shall comply with:
e all applicable Law
e Good Industry Practice

e this Contract
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7.

COMMITMENT WARRANTS - IN RELATION TO ANY FINANCIAL WARRANT INCLUDING CONFISCATION

7.1

The Service Provider will issue an Initial Contact Notice to the relevant Defendant within 3 (three) Working Days of being
entered onto the Service Provider’s IT system in order to encourage the Defendant to make contact with the Service
Provider and make full payment of the amount owing.

7.2

Upon notification by the Authority that a Commitment Warrant has been issued following the non appearance of a Defendant
at a Court hearing, the Service Provider shall in the first instance try and obtain payment in full.

7.3

Where the Service Provider has been unable to obtain full payment of the outstanding balance the Service Provider shall
attempt to execute the Warrant in accordance with any instructions contained on the Warrant by conducting an initial
personal visit to the Defendant, this first visit shall be carried out within 14 (fourteen) days from issue date of the Warrant.

A minimum of 3 (three) visits on different days and at different times to the Defendant’s address or other relevant location
should to follow. Visits should be undertaken within the target timeframe for executing Breach Warrants, which is 30 (thirty)
calendar days for adults and 15 (fifteen) calendar days for Youths from the date of issue of the Warrant.

7.4

The Service Provider shall ensure that they make provisions for any Defendant arrested to be transported and admitted to
Prison or (including but not limited to when the person is arrested outside of normal Prison admissions) or make provision
for any arrested Defendant arrested to be kept in Custody by the Police for transport and admission to Prison or transport
to Court where Section 7.7 of this requirement is applicable.

Where the Service Provider successfully arrests and transports a Defendant into Custody the Warrant will be classed as
executed and the Service Provider shall update the relevant Defendant’s record on the Service Provider IT System within
30 (thirty) minutes of receipt of the information.

Where applicable the Service Provider shall follow the agreed procedure immediately and no later than 30 (thirty) minutes
on receipt of the information to inform the Authority that a Wanted for Arrest circulation needs to be removed from PNC.
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7.5

Upon receipt of a payment in full taken when conducting a visit, the Service Provider shall inform the Authority immediately
and no later than within 30 (thirty) minutes of taking the payment to ensure that the Wanted for Arrest circulation can be
removed from PNC. The Service Provider will update the Defendant’s record on the Service Provider IT System within 30
(thirty) minutes.

A receipt must be issued in accordance the Law.

7.6

If the Commitment Warrant has been issued by the Court in the absence of the Defendant and there is no direction to return
the Defendant to the Court on arrest, the Service Provider shall refer any application by the Defendant that there has been
a change in their circumstances to the Court acting for the Area which issued the Warrant. This shall be done
immediately. If the arrest is out of Court hours this should be done as soon as the Court re-opens. The Service Provider
will comply with any local listing arrangement for the relevant Court and direction of the Authority (if any) concerning the
listing and hearing of such application.

7.7

Prior to the transportation of a Defendant to a Court or Prison establishment, as applicable, the Service Provider shall;

e place any personal property of the Defendant in a clear plastic bag, which should then be sealed and given a unique
reference number

e complete the relevant sections of the PECS Person Escort Record Form, including an inventory of any personal
property removed from the Defendant and the reference number of the sealed property bag

7.8

Where full payment cannot be obtained from the Defendant and where the Commitment Warrant instructs the Service
Provider to arrest and transport the Defendant to a Prison establishment, the Service Provider shall arrange with the
Authority that a copy of the Warrant is available to Prison staff upon arrival at the Prison.

7.9

The Service Provider shall adhere to the provisions contained within the PECS Contract and, when arriving at the relevant
Court or Prison establishment, as applicable, the Service Provider shall liaise with the PECS or Prison Custody Staff as
required.
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7.10

If the Service Provider is unable to arrest the Defendant due to circumstances which are not likely to change, the Service
Provider should complete a report attaching any supporting evidence to enable the Warrant to be returned to the Authority
for an application to withdraw the Warrant. See report template at Annex 7.

Note: during this time the Warrant will remain live and can still be executed by the Service Provider, whilst the Warrant is
live it will remain circulated on as Wanted for Arrest on PNC and therefore there is a possibility that the Service Provider
will be informed the Warrant has been executed by the Police.

7.11

Where the Service Provider successfully arrests the Defendant and transports to Custody or secures payment in full, the
Warrant will be classed as executed and the Service Provider shall update the relevant Defendant’s account on the Service
Provider IT System accordingly within 30 (thirty) minutes of receipt of this information. The Service Provider will inform the
Authority within 30 (thirty) minutes of receipt of the information to ensure that the Wanted for Arrest circulation can be
removed from PNC.

Managing unexecuted and cancelled Commitment Warrants

7.12 Further visits and execution activity should continue as required whilst the Warrant remains unexecuted. If the Warrant
remains live after 30 (thirty) calendar days from date of issue, the Service Provider will review any Warrants as a minimum
every 30 (thirty) days until the Warrant is either executed or withdrawn by the Court, by carrying out tracing activity against
the relevant Defendant to confirm whether any new information is available.

Where any new information is obtained, the Service Provider shall:
e record this information on the Defendant’s record
¢ make contact with the Defendant again in accordance with the timescales and mandatory steps as detailed in the
Performance Measures in the Pricing and Performance Schedule
7.13 The Service Provider will take part in reviews of unexecuted Commitment Warrants with the Authority as required. This will

include a review of the all execution activities to date. The frequency of such reviews will be in accordance with the
Authority’s Protocols.
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7.14

Following a review, specific Warrants may be identified as suitable for the Authority to make an application to the Court to
withdraw the Warrant. The Service Provider will provide a report of execution activities undertaken to support these
applications including the number, dates and times of visits, and any intelligence tracing undertaken.

The Service Provider will complete these Warrants on hold on their system within 30 (thirty) minutes using the agreed
Return Codes.

Note: during this time the Warrant will remain live as Wanted for Arrest on PNC and therefore there is a possibility that the
Service Provider will be informed the Warrant has been executed by the Police

7.15

If the Service Provider has evidence that the Warrant should be returned, for example the Defendant is deceased, in Prison
etc, the Service Provider will complete a report attaching any supporting evidence to enable the Warrant to be returned to
the Authority for an application to withdraw the Warrant.

The Service Provider will complete these Warrants on hold on their system within 30 (thirty) minutes using the agreed
Return Codes.

7.16

If the Court wishes to consider withdrawal of the Warrant, or the Court withdraws the Warrant, the Authority will inform the
Service Provider, who will update the Service Provider IT Systems according to the instructions received from the Court
within 30 (thirty) minutes using the agreed Return Codes.

Where any Commitment Warrant is requested back because it is permitted legally or within any of the Contract terms, the
Service provider shall not charge the Authority for the request and the return of the Commitment Warrant.

8.

COMMITTAL TO CUSTODY OVERNIGHT AT POLICE STATION FOR NON-PAYMENT OF SUM ADJUDGED BY
CONVICTION

Where the Service Provider is notified by the Authority that a Court has ordered detention in a Police Station or Court as an alternative to the
payment of a Court Imposition, it shall execute the Warrant in accordance with the following requirements:
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8.1

The Service Provider shall issue an Initial Contact Notice to the relevant Defendant within 3 (three) Working Days of being
entered onto the Service Provider's IT system of receipt in order to encourage the Defendant to make contact with the
Service Provider and make full payment of the amount owing.

8.2

Upon notification by the Authority that a Committal to Custody Overnight At Police Station Warrant has been issued in
relation to non-payment of fines, the Service Provider shall in the first instance try and obtain payment in full.

8.3

If not paid in full following the Initial Contact Notice Personal Contact Visits should commence no later than within 14
(fourteen) calendar days of issue of the Warrant.

8.4

If following the Initial Contact Notice no contact is made by or with the Defendant, the Service Provider shall carry out a
minimum of 3 (three) further visits at days and different times of the day to include early morning and evening should be
undertaken, within the Retention Period for the Warrant.

8.5

Upon receipt of a payment in full, the Service Provider shall inform the Authority immediately and no later than within 30
(thirty) minutes of taking the payment to ensure that the Wanted for Arrest circulation can be removed from PNC. The
Service Provider shall update the Defendant’s record on the Service Provider IT System.

8.6

Where full payment cannot be obtained the Service Provider shall conduct a visit to the Defendant’s address or other
relevant location and attempt to either obtain payment in full or arrest the Defendant in accordance with any instructions
contained on the Committal to Custody Overnight At Police Station Warrant.

8.7

Prior to the transportation of a Defendant to a Police Station, as applicable, the Service Provider shall:

e place any personal property of the Defendant in a clear plastic bag, which should then be sealed and given a unique
reference number

e complete the relevant sections of the PECS Person Escort Record Form, including an inventory of any personal
property removed from the Defendant and the reference number of the sealed property bag

8.8

The Service Provider shall liaise with the Police Custody Staff as required.
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8.9

The Service Provider shall ensure that it makes provisions for any arrested person to be transported to Police Custody in
accordance with the instructions on the Committal to Custody Overnight at Police Station Warrant.

Where the Service Provider successfully arrests and transports a Defendant into Custody the Committal to Custody
Overnight at Police Station Warrant will be classed as executed and the Service Provider shall update the relevant
Defendant’s record on the Service Provider IT System within 30 (thirty) minutes of receipt of the information.

8.10

Following the Defendants handover into Police Custody, the Service Provider shall provide the Authority with full details
of confirmation of the time served in Custody, including the Defendant’s name, the Authority’s reference ID, the Police
Station in which the Defendant was held.

8.11

Where the Service Provider successfully arrests the Defendant and transports to Custody or secures payment in full, the
Warrant will be classed as executed and the Service Provider shall update the relevant Defendant’s account on the Service
Provider IT System accordingly within 30 (thirty) minutes of receipt of this information. The Service Provider will inform the
Authority within 30 (thirty) minutes of receipt of the information to ensure that the Wanted for Arrest circulation can be
removed from PNC.

8.12

Where there is an Committal To Custody Overnight at Police Station Warrants the Service Provider can apply the criteria
set out under Annex 10.

Managing unexecuted and cancelled Committal To Custody Overnight at Police Station Warrants
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8.13

Whilst the Committal to Custody Overnight at Police Station Warrant remains live the Service Provider shall review the
Committal to Custody Warrant as a minimum on a monthly basis until the Committal to Custody Overnight at Police Station
Warrant is either executed or withdrawn by the Court, by carrying out tracing activity against the relevant Defendant to
confirm whether any new information is available.

Where any new information is obtained, the Service Provider shall:
e record this information on the Defendant’s record on the Service Provider IT System

o make contact with the defendant again in accordance with timescales and mandatory steps as detailed in the
Performance Measures in the Pricing and Performance Schedule

8.14

If the Service Provider is unable to arrest the Defendant due to circumstances which are not likely to change, the Service
Provider should complete a report attaching any supporting evidence to enable the Warrant to be returned to the Authority
for an application to withdraw the Warrant.

If the Service Provider has evidence that the Warrant should be returned, for example the Defendant is deceased, in Prison
etc, the Service Provider will complete a report attaching any supporting evidence to enable the Warrant to be returned to
the Authority for an application to withdraw the Warrant.

The Service Provider will complete these Warrants on the Service Provider IT System within 30 (thirty) minutes using the
agreed Return Codes.

Note: during this time the Warrant will remain live and can still be executed by the Service Provider. Whilst the Warrant is
live it will remain circulated as Wanted for Arrest on PNC and therefore there is a possibility that the Service Provider shall
be informed the Warrant has been executed by the Police.

8.15

At the end of the agreed Retention Period the Service Provider shall complete all applicable Committal to Custody Overnight
at Police Station Warrants on the Service Provider IT System and return them to the Authority by the agreed method and
using the agreed Return Codes. The Service Provider shall ensure this return contains details of all Committal to Custody
Warrants and an outline of all efforts made to execute the Committal to Custody Overnight at Police Station Warrant
including the number, dates and times of visits, and any intelligence tracing undertaken.
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8.16

If the Court has refused an application to withdraw the Warrant, the Authority will notify the Service Provider by the agreed
method The Service Provider will update the Defendant's records on the Service Provider IT System within 30 (thirty)
minutes of receipt of the notification to show that the Warrant is still live.

Whilst the Warrant remains live the Service Provider will review the Warrants as a minimum every 30 days until the Warrant
is either executed or withdrawn by the Court, by carrying out tracing activity against the relevant Defendant to confirm
whether any new information is available, and make contact with the Defendant again and make further attempts to execute
the Warrant. The Service Provider will liaise with the Authority to agree next actions if the Warrant remains live after 30
(thirty) days.

8.17

If the Court wishes to consider withdrawal of the Committal to Custody Overnight at Police Station Warrant, or withdraws
the Committal to Custody Overnight At Police Station Warrant, the Authority will inform the Service Provider, who shall
update the Service Provider IT System according to the instructions of the Court within 30 (thirty) minutes using the agreed
Return Codes.

Where any Committal to Custody Overnight At Police Station Warrant is requested back from the Service Provider because
it is permitted legally, or in accordance with this Agreement the Service Provider shall not charge the Authority for the
request and the return of the Warrant.

COMPLAINT HANDLING
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9.1

The Service Provider may receive complaints directly from a Defendant, or a third party or via the Authority, all complaints
will be subject to the same process and level of investigation.

The Service Provider shall have an effective system for recording complaints.
The Service Provider shall have a clear complaints procedure that involves the Authority when necessary and it shall be

advertised on all relevant paperwork and the Service Provider's website. At a minimum, the policy shall require the Service
Provider:

e to ensure all complaints are recorded on the Service Provider IT System for recording complaints, responded to and
that the response is made within 10 (ten) Working Days

to ensure all complaints are dealt with confidentially, fairly and impartially

to ensure that any potential improvements to the Service Provider’s systems, procedures and/or approach to delivery
of the Services that are identified in the course of handling a complaint are incorporated where reasonably practicable

to ensure the complainant receives an explanation, an apology or redress when complaints are upheld

to ensure the complainant receives an explanation when a complaint is not upheld

e to provide details of how to escalate the compliant if not satisfied with the response

The complaint handling procedure shall include the following stages:

e complaint received, acknowledgement sent and complaint recorded on the Service Provider IT System

e the complaint manager will carry out an investigation into the complaint by gathering all relevant information, which
may include statements and viewing footage from body camera

e once the investigation has concluded the Service Provider shall review the complaint and identify any lessons learnt,
and implement any recommendations or actions required to improve their Service
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e once the investigation has concluded a response shall be sent to the complainant and copied to the Authority, with a
covering letter outlining any lessons learnt and actions taken to implement improvements to their Service

e details of the outcome of the complaint to be recorded on the relevant Defendant account on the Service Provider IT
System

The Service Provider should respond to any complaint regarding the execution of any Warrant or Order. The following are
examples of these types of complaints:

e queryon Fees

e working on Warrants or Orders — steps taken to execute — letters sent, visits etc

e actions or behaviours of Staff including call centre staff

For any serious complaints or incidents, for example: allegation of assault; criminal damage; unlawful actions; actions
of Staff resulting in the Defendant or third party needing urgent medical attention; the Authority shall be notified

immediately and no later than 1 (one) Working Day from receipt of the complaint, via the agreed method.

Escalation

Where the complainant is not satisfied with the response the Service Provider shall have an escalation route in place so
complaints can be reviewed the Service Provider. All escalated complaints shall be reviewed and considered within 10 (ten)
Working Days from the escalation date.
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9.2

Where a Field Operative is issued with a body camera the Service Provider shall have the capability to allow the Authority
access to view the footage for a period of 35 (thirty-five) calendar days to assist with any complaints.

Where it has been established that body camera footage is available and this is needed as part of an ongoing investigation
the Service Provider shall ensure the footage is retained and the Authority is provided with access to view the footage.

Should the Authority request the footage within 35 (thirty-five) calendar days, the Service Provider further shall retain the
footage until the investigation has concluded and all avenues of appeal have been exhausted.

9.3

The Service Provider shall ensure that all actions taken and any lessons learnt from complaints to improve the Service will
be recorded to enable it to be included as part of performance review meetings.

9.4

If the Service Provider receives a complaint in respect of the Authority, this shall be referred back to the Authority in the
agreed format within 1 (one) Working Day of receipt of the complaint.

10.

CONFISCATION ORDERS: REALISATION OF SPECIFIC ASSETS WITH CONSENT

10.1

On receipt of a signed Consent Form or authority from a Defendant instructing them to realise specified assets (sell the
Defendant's specified property) the Service Provider is entering into a contractual arrangement with the Defendant. In these
circumstances a Warrant of Control is not issued.

10.2

The Service Provider will make contact with the Authority’s confiscation team to discuss the specific details and
requirements for each order within 3 (three) Working Days of receipt.

10.3

The Service Provider will then locate and collect the specified assets and is responsible for selling them on behalf of the
Defendant.

10.4

The Service Provider will make arrangements to collect the specified asset within 7 (seven) calendar days of receipt of the
order.
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10.5 The Service Provider shall use all reasonable endeavours to obtain the best value for all assets sold. This includes the use
of specialist auction houses and sellers for high value or specialist goods and will inform both the Defendant and the
Authority’s confiscation team of progress made throughout the process.

10.6 The Service Provider can utilise any appropriate forum to sell assets. The Service Provider can sell assets to family
members or friends of the Defendant ensuring adherence to Section 10.5.

10.7 The Service Provider shall adhere to all applicable Law and Good Industry Practice when selling assets.

10.8 The Service Provider will apply the Fees and Costs based on a fixed rate in accordance with Annex 1 of the Pricing and
Performance Schedule and seek consent from the Defendant to continue and inform the Authority if the Fees and / or Costs
escalate and there is a risk that they will exceed the value of the asset.

10.9 Once the asset(s) has been sold the Service Provider will supply a written detailed breakdown of the Fees and / or Costs
incurred to the Defendant and the Authority within 1 (one) Working Day of the sale of the asset.

10.10 The Service Provider will ensure assets are obtained and sold efficiently in order to avoid delay.

10.11 The Service Provider will deduct its costs/fees from the amount realised from the sale of assets and pay the net sum to the
Authority within 7 (seven) Working Days from receipt of the funds.

10.12 If the Court wishes to consider withdrawal of the Order or if the Court withdraws the Order, the Authority will inform the
Service Provider, who will update the Service Provider IT Systems according to the instructions of the Court within 30 (thirty)
minutes using the agreed Return Codes.

Where any Order is requested back because it is permitted legally or within any of the Contract terms, the Service Provider
shall not charge the Authority for request and the return of the Order.
11. DEALING WITH CUSTOMER QUERIES
111 The Service Provider shall adhere to Data Protection Laws, ISMS and all applicable Law when dealing with all customers

enquiries; customers may be Defendant or any third party.
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11.2 The Service Provider shall provide a facility for telephone calls to be charged at a local rate for the Defendant, which should
be advertised on all correspondence.

11.3 The Service Provider shall ensure that all Staff who respond to customer enquiries receive appropriate training including
regarding conflict resolution.

11.4 The Service Provider shall offer as a minimum the following methods of communication, telephone, email, letter, and online
facilities for members of the public (including any Defendant) to make an enquiry in respect of the Services performed by
the Service Provider.

115 The Service Provider shall respond to all enquiries promptly and courteously and all responses provided shall be correct
unambiguous and in plain language.

11.6 The Service Provider shall respond to all written queries within 5 (five) Working Days of receiving the written query.

11.7 The Service Provider shall have the facility to receive and answer telephone queries as a minimum on the days and between
the hours agreed with the Authority.

11.8 The Service Provider shall answer all incoming telephone queries relating to the Services in accordance with the
Performance Measures set out in Schedule 4 (Pricing and Performance) and ensure it has the appropriate number of call
handlers to do so.

11.9 The Service Provider shall ensure that the Defendant’s record is updated on the Service Provider IT System on receipt of
any written query from or relating to that Defendant (including queries from third parties) and record the outcome when the
qguery has been dealt with, within 1 (one) Working Day.

11.10 The Service Provider shall ensure that the Defendant’s record is updated on the Service Provider IT System immediately
with details of the call and the outcome (including calls/queries from third parties).

11.11 The Service Provider shall ensure that any queries which it determines, acting reasonably, are escalated as a complaint to

the Service Provider's appropriate manager and are managed in accordance with the Complaint Handling requirement
contained within Section 9 of this Schedule.
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11.12 The Service Provider shall on request by the Authority provide to the Authority the details of any Defendant query.
11.13 The Service Provider shall provide performance data regarding customer queries to the Authority upon request, including:
¢ volumes of calls and correspondence by type
¢ time frame for resolution of queries
e call waiting times
e numbers of missed calls
12. FINANCE AND ACCOUNTING
Payments
The Service Provider shall ensure that all of its payment processes align to all applicable Law, accounting standards and
all Authority policies in relation to the security, handling and protection of monies and data (which form part of this Contract)
including Schedule 10 (Policies and Standards).

12.2 The Service Provider shall have 1 (one) bank account exclusively for the management of payments for the Authority work.
The Service Provider shall not under any circumstances use this bank account for any other clients work or for the running
of the Service Provider’'s business operations.

12.3 The Service Provider shall have a secure method to ensure that any cash payments are deposited via a secure method
promptly (and no later than 1 (one) Working Day of the payment being taken).

12.4 The Service Provider shall have in place and implement controls to manage the risk of fraud and errors on all receipts and
payments processed.

12.5 The Service Provider shall report any incidents of fraud or attempted fraud to the Authority immediately (and no later than

within 1 (one) Working Day upon discovery).
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12.6 The Service Provider shall comply with industry standard guidance and all applicable Law in relation to money laundering
notification procedures for cash payments.

12.7 The Service Provider shall ensure that all transactions are recorded against the correct accounting period.

12.8 The Service Provider shall ensure that all payments received by whatever method are brought to account completely,
accurately within 1 (one) Working Day of receipt on the Defendant’s record on the Service Provider IT System.

12.9 The Service Provider shall have a system to process any payments which cannot immediately be allocated to a specific
Defendant account, by holding the payment in suspense until enquires can be made to ensure that the payment is allocated
to the correct account; for example, when a Defendant has sent a payment with insufficient details to allocate.

This process shall ensure that further enquires are undertaken and that all monies should be allocated to the account within
7 (seven) calendar days. A full audit trail shall be available to track payments through the process.
12.10 The Service Provider shall agree a process with the Authority to manage Charge Backs (rejected credit/debit card

payments) and Referred to Drawer cheques.

All cheque payments received from Defendant shall be retained in the Service Provider's client account for up to 5 (five)
Working Days until cleared before being remitted to the Authority. This will ensure that no payment made by a Defendant
to the Authority is dishonoured.

The Service Provider shall ensure that the Defendant record on the Service Provider IT System is updated immediately or
within 1 (one) Working Day of all steps taken in relation to rejected payments.

The Service provider should then continue to enforce the Warrant or Order
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12.11

The Service Provider shall apply all sums in accordance with the Law and pay any outstanding balance owed to the
Authority.

The Service Provider shall update the Defendant account on the Service Provider IT System to show that the money has
been paid to the Authority.

Any overpayments received must be returned to the Defendant or relevant third-party payee; the Service Provider shall
update the Defendant's account on the Service Provider IT System to provide a full audit trail that the overpayment has
been returned.

12.12

The Service Provider shall retain financial records for 7 (seven) years after the final payment has been attributed to a
Defendant’s account in accordance with the Authority retention policy set out under Schedule 10 (Policies and Standards).

12.13

The Service Provider shall make available any audit and related action plans for financial management that include, but
are not limited to, fraud and risk which is relevant to this Contract.

12.14

The Service Provider shall account for 100% of the receipts received. The Service Provider will not under any
circumstances utilise the receipts received to fund any of the operational costs of running the service.

12.15

The Service Provider shall allow the Authority and National Audit Office to carry out open book accounting processes, at
any time. The Authority must be able to access performance and accounting data with regards to Warrants and Orders.

12.16

The Service Provider shall be able to provide a complete list of all outstanding accounts, in the format agreed upon request
or at specified points in the year.
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12.17 The Service Provider shall be able to provide as required a full transactional list of the following items:
¢ All Payments received from the defendant or third party

o All Payments received by the Service Provider and transferred to Authority

e Charge Backs / Referred to Drawer cheques

e Suspense items

o Defendant's Listings

12.18 The Service Provider shall forward to the Authority any Payments received from a Defendant or third-party payee after the
relevant Warrant or Order has been return to the Authority. No monies can be retained by the Service Provider.

The Service Provider shall return any fee payments to the Defendant or third-party payee; the Service Provide shall update
the Defendant's account on the Service Provider IT System to provide a full audit trail that the fees have been returned.

Payments received from the Defendant during doorstep activities

12.19 The Service Provider shall ensure that all of its payment and receipting processes align to all applicable Law, accounting
standards and any policies of the Authority in relation to the security, handling and protection of monies and data which
form part of this Contract.
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12.20 The Service Provider shall ensure that receipts are issued for all Payments accepted during doorstep activities with the
receipt including:

e name of Defendant

e date of receipt

e receipt number

o fine account reference number — Authority account number and Service Provider's unigue reference number

e amount received

e a break down to show the Fees and Charges payable to the Service Provider and the amount to be paid to Authority
e Field Operative identity

e signature of Field Operative

o for any credit/debit card payments, the payment acceptance reference number (if provided)

The Service Provider shall ensure that the receipt is given to the person making the payment at that time and a copy
retained for the Service Provider's accounting records.

The Service Provider shall add a note of the payment taken to the Defendant’s record on the Service Provider IT System
along with the receipt number issued, and the details of the Field Operative taking the payment, within 1 (one) Working Day
of the payment being taken.
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12.21

The Service Provider shall ensure that where the Field Operative accepts a payment by credit or debit card during doorstep
activities, the payment acceptance reference number from the payment line is provided to the person who had made the
payment and the details retained by the Service Provider for its accounting records.

The Service Provider shall add a note of the payment taken to the Defendant’s record on the Service Provider IT System
along with the payment acceptance reference number and the details of the Field Operative taking the payment within 1
(one) Working Day of the Payment being taken.

12.22

The Service Provider shall ensure its Field Operative complies with industry standard guidance PCI Data Standards and
Authority policy in relation to money laundering notification procedures for cash payments set out under Schedule 10
(Policies and Standards).

12.23

The Service Provider shall ensure that financial transactions made are brought to account completely, accurately and
promptly within 1 (one) Working Day of receipt against the Defendant’s record on the Service Provider IT System.

Remittances to the Authority

12.24

The Service Provider shall produce and issue to the Authority Remittances on a weekly basis in the format agreed, this
should be sent to the Authority electronically.

All monies transferred to the Authority shall quote the Defendant’s account reference number, to ensure it is allocated to
the correct account reference number. The Service Provider IT System shall show on the Defendant’s record that the
money in respect of the Warrant or Order has been transferred to Authority.

The Service Provider shall work in partnership with the Authority to agree the changes to the format of the Remittance at
no cost to the Authority.

12.25

The Service Provider shall make all payments to the Authority by BACS weekly in line with the corresponding Remittance.

12.26

The Authority will fully reconcile all Remittances back to the Service Provider IT System and this will be evidenced by a
reconciliation report.
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Daily Bank Reconciliations

12.27 The Service Provider shall undertake and complete Daily Bank Reconciliation on the dedicated account, all unidentified or
unreconciled items should be cleared within 5 (five) Working Days.

12.28 The Service Provider shall send the Authority copies of the Daily Bank Reconciliation reports each month. The reports
shall include details of any unidentified or unreconciled items.

Payment received direct by the Authority after a Warrant of Control or Clamping Order has been issued

12.29 The Authority shall forward any payments it receives following the issue of a Warrant of Control or Clamping Order to the
Service Provider on a daily basis by BACS and with supporting Remittance in the agreed format and method. The Authority
shall write to the Defendant to inform them that the payment has been sent to the Service Provider and they must contact
the Service Provider to conclude the matter.

These payments shall be allocated to the Defendant’s account on the Service Provider IT System within 1 (one) Working
Day of receipt of the Authority transfer.

Payment received direct by the Authority after a Financial Arrest Warrant or Commitment Warrant, or Committal To Custody
Overnight At Police Station Warrant has been issued
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The Authority shall process any payments in full it receives following the issue of a Financial Arrest Warrant, Commitment
Warrant, or Committal to Custody Overnight at Police Station Warrant via the Authority's accounting system and the Authority
shall inform the Service Provider as per the agreed method, if any change to the Law requires or allows a change, the Authority
will agree with the Service Provider the relevant amendment:

Payment in Full

Enforcement stage

Action Required

Payment received before Warrant uploaded to Service
Provider’s IT System.

Service Provider shall complete as withdrawn as per
Return Codes and add note to the Service Provider IT
System.

Payment received after Warrant uploaded to Service
Provider's IT System, and Initial Contact Letter not yet
sent.

Service Provider shall complete as withdrawn as per
Return Codes and add a note to the Service Provider IT
System.

Payment received after Warrant uploaded and Initial
Contact Letter sent but prior to Personal Contact Visit
activities commenced by Service Provider.

Service Provider shall complete as paid in full as per
Return Codes. The Service Provider shall add a note to
the Service Provider IT System that the monies have been
paid to the Authority.

Payment received after Warrant uploaded and following
Personal Contact Visit activities commenced by Service
Provider.

Service Provider shall complete as paid in full as per
Return Codes. The Service Provider shall add a note the
Service Provider IT System that the monies have been
paid to the Authority.

Part Payment

Financial Arrest Warrant

Enforcement stage

Action Required

The Authority will allocate the payment to the account and
notify the Service Provider by the agreed method of the
new outstanding balance on the Warrant.

The Service Provider will update the Service Provider IT
System within 30 (thirty) minutes of receipt of the
notification, to record the payment to the Authority and
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ensure that the correct outstanding balance is recorded for
the Warrant.

Commitment Warrant, or Committal To Custody Overnight At Police Station Warrants

Enforcement stage

Action Required

At any stage the Authority will refund any part payment
received from the Defendant and write to the Defendant to
inform them to contact the Service Provider to arrange
future payments. The Authority will inform the Service
Provider of the details by the agreed method.

Service Provider to add note to the Defendant's record on
the Service Provider IT System.
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12.30

The Service Provider shall ensure that all documents including business cards that are sent to the Defendant within Wales
should be bilingual. Any Defendant that wishes to correspond with the Service Provider, either face to face, digitally or by
telephone should be able to do so in their preferred language.

Fees

12.31

No fees or charges will be paid to the Service Provider by the Authority during the implementation period between the
Commencement Date and Service Commencement Date.

12.32

No fees will be paid for any Warrants or Orders executed solely by the Police.

13.

FINANCIAL ARREST WARRANT - IN RELATION TO ANY FINANCIAL ARREST WARRANT INCLUDING CONFISCATION

13.1

If the Authority informs the Service Provider that a Financial Arrest Warrant has been issued either with Suspended
Commitment enforcement on the account, or that the Financial Arrest Warrant has been issued on a confiscation account,
the Service Provider shall record this on the Service Provider IT System to enable the Warrant to be managed in accordance
with all relevant requirements.

13.2

The Service Provider will issue an Initial Contact Notice to the relevant Defendant within 3 (three) Working Days of being
entered onto the Service Provider’s IT system of receipt in order to encourage the Defendant to make contact with the
Service Provider and make full payment of the amount owing.

13.3

Where applicable, following the issue of an Initial Contact Notice and up to the point of execution of the Warrant, the Service
Provider shall make additional attempts to contact the Defendant in order to obtain full payment of any outstanding amount.
This can include text, telephone or email but no fax

13.4

Where the Service Provider has been unable to obtain full payment of the outstanding balance the Service Provider shall
attempt to execute the Warrant by conducting an initial personal visit to the Defendant, this first visit shall be carried out
within 30 days of the warrant being entered onto the Service Provider IT System. Where a Warrant has been issued with
Bail for a specific Court hearing date, visits shall be scheduled to allow sufficient time to execute the Warrant at least 2
(two) Working Days prior to the Court date.
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135

Where there is a warrant of arrest for non-payment of a financial penalty other than a warrant issued for non-payment of a
confiscation order, or a warrant of commitment (excluding Confiscation Warrants and Suspended Commitment) the Service
Provider can apply any criteria in Annex 10.

13.6

If no contact is made the Service Provider shall carry out further visits — a minimum of 3 (three) visits on different days and
at different times of the day to include early morning and evening shall be undertaken.

Executing Financ

ial Arrest Warrants WITH Bail in the first instance

13.7

In the first instance the Service Provider will always try and obtain payment in full.

13.8

Where full payment cannot be secured, the Service Provider shall attempt to arrest and Bail the Defendant in accordance
with any instructions contained on the Warrant including any requirement for recognizance and, following any arrest, issue
the Defendant with a Bail Notice.

13.9

The Service Provider shall comply with the requirements of the Warrant in full, including any direction concerning bailing
the Defendant. Where Bail is granted but no date is specified on the Warrant, the Service Provider shall comply with locally
agreed listing arrangements for bailing the Defendant to a specified date and time.

The Service Provider shall make it clear when dealing with a Youth case to ensure that any Youths are bailed to a Youth
Court.

13.10

As part of the arresting and bailing process, the Bail Notice shall be signed by the Defendant and the arresting officer. A
copy shall be provided to the Defendant at the time.

Where the Defendant is under 18 (eighteen) years of age a copy of the Bail Notice shall additionally be supplied to the
Defendant’s Parent or Guardian.
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13.11

Once a Bail Notice has been issued, the Service Provider shall, in advance of the hearing specified on the Bail Notice, and
no later than 2 (two) Working Days before the hearing date, inform the Court of the hearing and provide a copy of the Bail
Notice by the agreed method the Authority. If part payment is taken at the time of arrest these details shall be provided to
the Authority at least 2 (two) Working Days before the Court hearing date. All monies shall be paid to the Authority in
accordance with the Finance and Accounting requirement.

13.12

Where the Service Provider successfully arrests and Bails a Defendant the Financial Arrest Warrant will be classed as
executed and the Service Provider shall update the relevant Defendant’s record on the Service Provider IT System within
30 (thirty) minutes of receipt of the information.

Where applicable the Service Provider shall follow the agreed procedure immediately and no later than 30 (thirty) minutes
on receipt of the information to inform the Authority that a Wanted for Arrest circulation needs to be removed from PNC.

Where the Financial Arrest Warrant requires the Defendant to be arrested and bailed and where circulated on PNC, the
Service Provider will only execute the Financial Arrest Warrant within the times agreed with the Authority, unless
arrangements can be made for the Police to remove the Financial Arrest Warrant.

13.13

If the Service Provider is unable to arrest the Defendant due to circumstances which are not likely to change or where the
defendants circumstances allow the Service Provider to apply the criteria set out in Annex 10, the Service Provider shall
complete a report attaching any supporting evidence to enable the Warrant to be returned to the Authority for an application
to withdraw the Warrant.

13.14

The Service Provider shall ensure that any Warrant which has not been executed by the Bail Date specified on the Warrant
is completed on the Service Provider IT System in accordance with the agreed Return Codes and returned to the Authority
with full details of all efforts taken to execute the Warrant.

Arrest Warrants WITHOUT Bail

13.15

In first instance the Service Provider will always try and obtain payment in full.
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13.16

Where full payment cannot be secured and if contact cannot be made with the Defendant, the Service Provider shall conduct
a visit to the Defendant’s address and attempt to arrest the Defendant in accordance with any instructions contained on the
Warrant.

13.17

Prior to the transportation of a Defendant to Court or Police Custody, the Service Provider shall

e place any personal property of the Defendant in a clear plastic bag, which shall then be sealed and given a unique
reference number

e complete the relevant sections of the PECS Person Escort Record form, including an inventory of any personal
property removed from the Defendant and the reference number of the sealed property bag

13.18

The Service Provider shall adhere to the provisions contained within the PECS Contract and, when arriving at the relevant
Court or Police Custody establishment, the Service Provider shall liaise with the PECS or Police Custody staff as required.

13.19

The Service Provider shall not carry out any arrests at times that would result in a relevant Court not being open to accept
a Defendant (such as outside the Court’s opening hours), except where the-Service Provider has made arrangements for
any Defendant arrested outside of those hours to be detained at a local Police Station

13.20

Prior to the Service Provider arresting the Defendant, the Service Provider shall contact the Court named on the Warrant
to notify them of the arrest and ensure that they are able to deal with the Defendant prior to transporting them to the Court.

The Service Provider shall then transport the Defendant as directed by the Court.

The Service Provider shall make it clear to the Court a Youth case is being dealt with, to ensure that the Court can list the
case in the appropriate Court.
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13.21

Prior to arresting the Defendant, the Service Provider shall contact the Court named on the Warrant to confirm if it is able
to accept the Defendant.

The Service Provider shall make it clear to the Court a Youth case is being dealt with, to ensure that the Court can list the
case in the appropriate Court.

If the Court is unable to accept the arrest and no other suitable Court can accept the arrest, the Service Provider shall
consider which of the options below is most appropriate:

o arrest the Defendant and use Police Custody;

o don’t arrest and arrange a date for the Defendant to Surrender; in this case the Defendant shall be informed that
the Warrant remains live until it is dealt with by the Court. The Service Provider shall only agree a Planned Surrender
date with the Defendant if it has accessed the risk information available and determined that there is no increased
health and safety risk to Court Staff and Court Users.

Where the Court has accepted an arrest by the Service Provider but due to specific circumstances the defendant cannot
be accepted in the court cells. The Service Provider will produce the Defendant throughout the Contract in accordance with
the Authority’s instructions and any applicable Law

13.22

If the Service Provider is unable to arrest the Defendant due to circumstances which are not likely to change or where the
defendants circumstances allow the Service Provider to apply the criteria set out in Annex 10, the Service Provider shall
complete a report attaching any supporting evidence to enable the Warrant to be returned to the Authority for an application
to withdraw the Warrant.
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13.23

Where the Service Provider successfully arrests the Defendant, or secures payment in full, the Warrant will be classed as
executed and the Service Provider shall update the relevant Defendant’s account on the Service Provider IT System
accordingly within 30 (thirty) minutes of receipt of this information.

Where applicable the Service Provider shall follow the agreed procedure immediately and no later than 30 (thirty) minutes
on receipt of the information to inform the Authority that a Wanted for Arrest circulation needs to be removed from the PNC.

Where the Warrant requires the Defendant to be arrested and bailed and that Wanted for Arrest is circulated on PNC, the
Service Provider will only execute the Warrant within the times agreed with the Authority, unless arrangements can be
made for the Police to remove the Warrant.

The Defendant shall be informed that the Warrant remains live and where applicable is circulated on PNC, until it is
withdrawn by the Court.

Planned Surrender

13.24 The Service Provider shall only agree a Planned Surrender date with the Defendant if it has accessed the risk information
available and determined that there is no increased health and safety risk to Court Staff and Court Users.
13.25 The Authority will provide the Service Provider with details of Planned Surrender time and date slots agreed locally with the

relevant Courts.
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13.26

Once a date for Planned Surrender has been agreed with the Defendant, the Service Provider shall, in advance of the
hearing date, and within 2 (two) Working Days of that hearing date, inform the Court of the hearing by the agreed method.

The Service Provider will update the Service Provider IT System in line with the Authority procedures within 1 (one) Working
Day.

Where the Defendant informs the Service Provider of its intention to Surrender to a Court without agreeing a Planned
Surrender date, the Service Provider shall continue to attempt to execute the Warrant until it is notified by the Court that
the Defendant has Surrendered. Upon such notification, the Warrant will be classed as executed and the Service Provider
shall update the Service Provider IT System accordingly within 1 (one) Working Day.

The Defendant shall be informed that the Warrant remains live and where applicable is circulated on PNC, until it is
withdrawn by the Court.

13.27

Where the Authority has informed the Service Provider whether the Defendant attended the hearing or not, the Service
Provider will then complete the Warrant on update the Service Provider IT System within 30 (thirty) minutes of receipt of
the information in line with the Authority procedures using the agreed Return Codes.

Managing unexecuted or withdrawn Financial Arrest Warrants

13.28

If the Court wishes to consider withdrawal of the Warrant or if the Court withdraws the Warrant, the Authority will inform the
Service Provider, who will update the Service Provider IT Systems according to the instructions of the Court within 30 (thirty)
minutes using the agreed Return Codes.

Where any Warrant is requested back because it is permitted legally or within any of the Contract terms, the Service
Provider shall not charge the Authority for request and the return of the Warrant.
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13.29

Whilst the Warrant remains live the Service Provider will review the Warrant as a minimum on a 30 calendar day basis until
the Warrant is either executed or withdrawn by the Court, by carrying out tracing activity against the relevant Defendant to
confirm whether any new information is available.

Where any new information is obtained, the Service Provider shall:

e record this information on the Defendant’s record on the Service Provider IT System

¢ make contact with the Defendant again in accordance with timescales and mandatory steps as detailed in the
Performance Measures in the Pricing and Performance Schedule

13.30

The Service Provider may apply for 1 (one) extension of 30 (thirty) calendar days for specific Warrants where there is
information to show a likelihood that the Warrant can be executed within that Retention Period. The Service Provider shall
make any application on a Warrant by Warrant basis to the Authority which includes all information to support the
application. The Service Provide shall update the Service Provider IT System with the application and the decision of the
Authority within 1 (one) Working Day.

Note: This does not apply to any Warrant issued stating a specific date when the Warrant must be executed by.

13.31

At the end of the agreed Retention Period the Service Provider will complete all applicable Warrants on the Service Provider
IT System and return them to the Authority by the agreed method and using the agreed Return Codes. This return will
contain details of all Warrants and an outline of all efforts made to execute the Warrant including the number, dates and
times of visits, and any intelligence tracing undertaken, including any new information found during these activities.
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13.32

If the Court has refused any application to withdraw the Warrant, the Authority will notify the Service Provider by the agreed
method. The Service Provider will update the Defendant's records on the Service Provider IT System within 30 (thirty)
minutes of receipt of the notification to show that the Warrant is still live.

Whilst the Warrant remains live the Service Provider will review the Warrants as a minimum every 30 days until the Warrant
is either executed or withdrawn by the Court, by carrying out tracing activity against the relevant Defendant to confirm
whether any new information is available, and make contact with the Defendant again and make further attempts to execute
the Warrant. The Service Provider will liaise with the Authority to agree next actions if the Warrant remains live after 30
(thirty) days.

13.33

If the Service Provider has evidence that the Warrant should be returned for example if the Defendant is deceased, in
Prison etc, the Service Provider will complete a report attaching any supporting evidence to enable the Warrant to be
returned to the Authority for an application to withdraw the Warrant. Template Report at Annex 7.

Managing unexecuted or withdrawn Financial Arrest Warrants in connection with Confiscation Orders and Suspended Commitment

Enforcement

13.34

Whilst the Warrant remains live, the Service Provider shall undertake a minimum of 3 visits on different days and at different
times of the day to include early morning and evening within 90 days. Further visits and execution activity shall continue as
required if the Warrant remains unexecuted. If the Warrant remains live after 90 days the Service Provider will review any
Warrants as a minimum every 30 days until the Warrant is either executed or withdrawn by the Court, by carrying out tracing
activity against the relevant Defendant to confirm whether any new information is available.

Where any new information is obtained, the Service Provider shall:
e record this information on the Defendant’s record

¢ make contact with the Defendant again in accordance with timescales and mandatory steps as detailed in the
Performance Measures in the Pricing and Performance Schedule
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13.35

If the Service Provider is unable to arrest the Defendant due to circumstances which are not likely to change, the Service
Provider shall complete a report attaching any supporting evidence to enable the Warrant to be returned to the Authority
for an application to withdraw the Warrant.

If the Service Provider has evidence that the Defendant is in Prison the Commitment Warrant shall be returned to the
Authority, it must be completed on the Service Provider IT System in accordance with the agreed Return Codes.

Note: If applicable during this time the Warrant will remain live and can still be executed by the Service Provider, whilst the
Warrant is live it will remain circulated on as Wanted for Arrest on the PNC and therefore there is a possibility that the
Service Provider will be informed the Warrant has been executed by the Police.

13.36

If the Court wishes to consider withdrawal of the Warrant, or if the Court withdraws the Warrant, the Authority will inform
the Service Provider, who will update the Service Provider IT Systems according to the instructions of the Court within 30
(thirty) minutes using the agreed Return Codes.

Where any Warrant is requested back because it is permitted legally or within any of the Contract terms, the Service
Provider shall not charge the Authority for request and the return of the Warrant.
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14.

IT

General Requirements

14.1

The Service Provider IT System, management system, and supporting technology (“the System”) employed by the Service
Provider shall:

o have cyber essential certification 1ISO27001 and comply with all other relevant standards in line with IT Cyber Security &
Information Assurance Requirements Guidance (Annex 8) and the Security Aspects Letter (Annex 9)

e be aresilient service particularly during Normal Working Hours
e be resilient with no single point of failure
o Dbe flexible and extendible to cope with varying demand and the addition of new users, services and applications. Without

prejudice to Annex 8 the System shall ensure that its System it uses are secure and prevent intrusion and data loss and
shall include provision for logging and auditing usage and access.

14.2

The System shall be assured for handling HMG information in line with HMG Security Guidelines as detailed in IT Cyber Security
& Information Assurance Requirements Guidance (Annex 8) which include the establishment and implementation of personnel,
application, technical and physical security controls. The Authority may conduct an IT health check (being a CHECK team
implemented vulnerability scan and penetration test) as part of the assurance process.

14.3

The IT elements of the System shall be fully supported by the Service Provider for the Contract Period, such support to include
monitoring, reporting, updates and patching, technical support and training, reporting and resolution of problems and incidents,
and Change Management.

14.4

The Service Provider's instance shall be used exclusively for managing the Authority work. Under no circumstances should any
other Service Provider’s work be included on the Service Provider's instance.
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145 The Service Provider shall ensure that the location; and any IT device with access to the Service Provider IT System are capable
of preventing unauthorised access to the location and the Service Provider IT System

14.6 The Service Provider shall ensure all removable device ports are disabled from the Service Provider IT Systems including any
mobile devices handling the Authority Data.

14.7° | Anyone accessing the Service Provider IT System via remote access must (i) access from an authorised and supported end point
device which provides encrypted connectivity, is secure and does not introduce risk to the HMCTS service; and (ii) be authorised
via multi factor authentication.

14.8 On expiry or termination of the Contract, the Service Provider shall support Business Continuity in accordance with Clause H9
(Retendering and Handover) to Clause H12 (Warrants and Orders on Expiry or Termination) and Schedule 15 and migrate all
required information in a readable manner to a replacement Service Provider(s) or to the Authority within the timeline dictated by
the Authority free of charge.

14.9 | To comply with Section 14.4, the System shall be based as far as feasible on Open Source and Open Data standards.

14.10 | The Authority may introduce a new method of delivering data to the Service Provider at any time during the Contract, and the
Service Provider shall ensure that their systems are adaptable.

14.11 | The Service Provider IT System and associated services shall be maintained and updated in real time.

14.12 | The Authority shall have separate secure access to the Service Provider's IT System with a write facility and a real time view of

all of the Authority’s Accounts and the facility to enter notes and make requests on the Service Provider's IT System. The Authority
shall also be able to download Management Information data and reports from the System.
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Access Requirements

14.13 | The Service Provider shall ensure that the System:

e provides a robust role based access at all levels from infrastructure and administration through to end user

e s able to limit users to a single log in at any one time and any exceptions to this must be clearly identified

e has the facility to authenticate Users. All such authentication mechanisms, including passwords, must comply with HMG
Security Guidelines, see Cyber Security & Information Assurance Requirements Guidance (Annex 8) and Security Aspects

Letter( Annex 9)

e https://www.ncsc.gov.uk/collection/passwords?curPage=/collection/passwords/updating-your-approach

14.14 | Administrators shall have the ability to reset a User’s password and users shall have the ability to change their own password.

14.15 | Provides for password reminders in accordance with HMG Security Guidelines.

Archive

14.16 | The System shall be able to access archived data within 24 hours of a legitimate request being made by the Authority.

14.17 | It must be possible to identify and securely destroy data that is older than the Retention Period notified to the Service Provider by
the Authority.

Audit, Logging and Monitoring

14.18 | The Service Provider shall put in place appropriate monitoring tools and processes to support and maintain the Key Performance
Indicators and to provide Management Information in accordance with Schedule 19 (Management Information and Re