
Supporting informed, responsive, forward looking Governance & Assurance in HMCTS 

 

HMCTS Risk Strategy 2017-18 

Introduction This Risk Strategy has been developed to inform all staff and managers across HMCTS of the 

processes for managing the risks associated with the delivery of our Justice Matters objectives for 2017-18 and 

beyond.  

 

Customer-driven modern capabilities  

 
Customer-driven modern technology  

 
 
Customer-driven modern settings  
 

In 2016 HMCTS introduced Justice Matters to meet the changing needs of our customers, keep pace with 

wider changes in society as well as to allowing us to embark on our change journey. To support managers and 

all staff to deliver, HMCTS has a clear set of Justice Matters objectives. To support managers and all staff to 

deliver, HMCTS has a clear set of Justice Matters objectives. To accompany that and to ensure that any risks 

associated with the delivery of those objectives and business as usual are consistently approached, this Risk 

Strategy has been developed.   

As well as supporting the delivery of transformation, the Justice Matters Objectives and this Strategy will 

support the development of innovative and improving approaches and services and enable HMCTS to take 

proportionate and assessed risks which reap favourable and far reaching rewards.  It will do this by supporting 

HMCTS’s core business; ensuring its stability; ensuring public money is handled with propriety, regularity; 

ensuring value for money and above all ensuring staff, judiciary, the public and all users operate in a safe and 

secure environment. 

Directors and senior managers are responsible for ensuring this strategy is implemented effectively across their 

business area by providing leadership and direction and ensuring the management of risk is seen as good 

governance and “the way we do business”. All managers must be made aware of this Strategy and understand 

its requirements.  Please speak to your Governance Business Partner for any support. 
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HMCTS Risk Tolerance  

The HMCTS Board and the HMCTS Senior Management Team have agreed and endorsed the level of risk 

tolerance that we as an organisation are prepared to take to achieve delivery of our Justice Matters Objectives. 

For delivery of our core business activities (business as usual) HMCTS will adopt a cautious to open 

approach to our risk management arrangements.  This reflects the need for stability and safe options 

(Cautious) but also recognises there are situations where it may be appropriate to take more of a risk which 

will reap greater reward (Open).  

HMCTS encourages our leaders to be flexible, use risk management effectively and appropriately and 

recognise that certain situations will call for differing levels of risk. Whilst not a definitive list the pillars below 

indicate examples of individual areas where a specific level of risk tolerance has been determined.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Note: Risks in the Averse and Minimalist levels will be judged on a sliding scale dependent upon their impact 

on the Organisation and the Ministry of Justice.  

Averse 

Whilst avoidance of risk 

and uncertainty is a key 

organisational objective – 

it is accepted risk and 

error will never be entirely 

eliminated.  

Example: 

Business Continuity 

resulting in service failure 

Safety and Security 

Data losses 

Regulatory 

Operational Processes 

subject to Key Control 

Checks (KCCs) 

(With Major Impact) 

Minimalist 

Preference for ultra-safe 

business delivery options 

that have a low degree of 

inherent risk and only 

have a potential for limited 

reward 

Example: 

Business Continuity 

resulting in service 

disruption 

Safety and Security 

Data losses 

Regulatory 

Operational Processes 

subject to Key Control 

Checks (KCCs) 

(With Minor Impact) 

 

Cautious 

Preference for safe delivery 

option that have a low 

degree of residual risk and 

may only have limited 

potential for reward. 

                                  
Example: 

Customer Engagement 

Financial Control 

Funding and Fee Income 

Business 

Planning/Forecasting 

Staff Engagement 

Open 

Willing to consider all 

potential delivery options, 

choose the one that is 

most likely to result in 

successful delivery and an 

acceptable level of 

reward.            

Example: 

HR Processes 

Commercial Activity 

Stakeholders and 

Partners 

 

 

Hungry 

Eager to be innovative 

and to choose options 

offering potentially higher 

business rewards, despite 

greater inherent risk. 

                                              

Example: 

HMCTS Change activity 

when in a controlled 

environment. 

All other change activity 

is the Cautious to Open 

tolerance level 

Delivery of core business activity 
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Three Lines of Defence 

The “Three Lines of Defence” Model has been incorporated within this Strategy and makes clear 

the key HMCTS management functions, roles and responsibilities. The diagram below describes 

HMCTS’s three lines of defence arrangements. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

  

HMCTS Board – Own the Risk Management framework and Delegations of Authority 

Policy and arrangements 

First line of Defence:   

Operational day to 

day management - 

own and manage 

risks 

Robust and effective 

identification and 

management of risk 

through: 

 

- Risk registers at 

Regional, Directorate 

and Corporate levels. 

 

- Completion of the 

Standard Operating 

Controls (SOC) Self- 

Assessment Tool 

 

- Cluster and Justices 

Clerk level completion 

of the Risk and 

Assurance 

Management Tool 

(RAMT). 

 

- Quarterly Risk and 

Assurance Statements 

 

- Quarterly review of 

Risk registers to test 

the effectiveness of 

control measures. 

Second line of Defence: 

Compliance and oversight 

functions 

Effective support, challenge 

and testing of arrangements 

by dedicated business areas 

supported by formal 

governance (Delegations of 

Authority Policy). 

Support includes: 

- Governance and 

Assurance including Security 

& Safety 

- Financial Assurance 

- Information Assurance 

- Business Continuity. 

Formal Governance 

includes: 

- Operational Governance - 

Regional Delivery Boards, 

Operations Directorate 

- HMCTS Executive 

Governance - Executive 

Committees for People, 

Change & Investment and 

Finance and Performance 

- HMCTS Board 

Governance – HMCTS 

Audit and Risk Assurance 

Committee (see above), 

HMCTS Portfolio Board 

Third line of 

Defence: 

Independent – 

Internal Audit 

 

Internal Audit and 

Assurance provided 

by way of audit 

reviews of key risk 

areas in line with the 

annual plan. 
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Accounting Officer 

Accountable for yearly risk 

activity in Annual Report 

HMCTS Chief Executive and the Senior Management Team - Own 

key corporate risks and ensure effective implementation of delegated 

authorities and governance 

 

Audit and Risk 

Assurance 

Committee – 

Delegated authority 

from the HMCTS 

Board to assess the 

adequacy of the 

framework and 

assurance from all 

lines of defence. 
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Risk Reporting and Risk Escalation Framework -  The following diagram defines the HMCTS risk reporting 

and risk escalation process and the expectations of our managers’ and how we will practically manage our risks 

and adopt this strategy. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Governance Statement: The HMCTS Governance Statement is published annually in the HMCTS Annual 

Report and Accounts and describes how the Accounting Officer has managed and controlled the resources 

available to HMCTS. The Accounting Officer will personally sign off the statement.  The statement will be 

developed through work undertaken throughout the year by all managers’ to gain assurance about our 

performance and how well we have controlled and managed our key risks. The statement will also report on our 

corporate governance arrangements and how effective they are for the organisation. 

 

    

  

 

Operations 

Directorate 

HQ Directors 

HQ Deputy 

Directors 

Directorate/ 

Branch 

Delivery 

Directors 

Cluster/Tribs/

Courts 

MoJ 

Top risks to MoJ 

Executive Committee 

Change 

Portfolio Board 

Own and 

manage all 

transformation 

risks 

Audit and Risk Assurance 

Committee 

Oversees and assures risks 

management 

 

HMCTS Senior 

Management Team/ 

Executive 

Own key corporate risks 
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All HMCTS managers are responsible for:  

• Risk identification 

• Effective use of risk management tools (risk register) 

• Application of timely and proportionate controls 

• Regularly reviewing risks 

• Escalating risks when beyond the remit of the immediate business layer 

• Effective and appropriate Risk Ownership when designated 

• Providing and reporting assurance over management of key risks 

• Using Risk Management effectively and appropriately.  

HMCTS Board Accounting  

Officer 

 

 


