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Attachment 3 – Statement of Requirements

[bookmark: _heading=h.30j0zll]Contract Reference: Contract Reference: CCIT23A24 and Provision of eDiscovery

[bookmark: _heading=h.8m2fp74akqv6]platform and document review services for the UK Covid-19 Inquiry 
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1. [bookmark: _heading=h.3znysh7]PURPOSE

1.1 [bookmark: _heading=h.aw6ru03wf6sa]To secure a single supplier for the provision of a holistic eDisclosure/eDiscovery system (including document review services) for the UK Covid-19 Inquiry in order to ensure  delivery against its Terms of Reference, which will require a system for processing large volumes of potentially evidential material obtained from different sources, with specialist services for the efficient operation of the system and review of evidential material.

2. [bookmark: _heading=h.tyjcwt]BACKGROUND TO THE CONTRACTING aUTHORITY

2.1 The UK Covid-19 Inquiry is independent of Government and sponsored by the Cabinet Office, set up as a statutory public inquiry under the Inquiries Act 2005. 

2.2 The Inquiry expects to review millions of pages of documentation, with a very high proportion of this being born-digital. The Chair’s selection of evidence is consistent with her responsibility under Section 17(3) of the Inquiries Act 2005 that ‘in making any decision as to the procedure or conduct’ of the Inquiry, she must act with regard ‘to the need to avoid any unnecessary cost.’

2.3 In order to deliver its work in time and at a reasonable cost, the Inquiry will require a system to manage the large volumes of material it expects to receive.

2.4 As the system for managing evidence is necessary for the Inquiry to continue to engage with providers of material to obtain and manage evidence, the system will need to be delivered at pace and the timescale for this to be in place will be agreed upon award between the supplier and the contracting authority.

3. [bookmark: _heading=h.3dy6vkm]Background to requirement/OVERVIEW of requirement

3.1 [bookmark: _heading=h.1t3h5sf]The UK Covid-19 Inquiry was announced by the Prime Minister in May 2021 and was established as a statutory public inquiry into the UK’s response to the Covid-19 pandemic. The Inquiry is Chaired by Baroness Heather Hallett, a former Court of Appeal judge.

3.2 [bookmark: _heading=h.lfyhc4i64fjg]The Inquiry has been established under the Inquiries Act (2005). This means that the Chair will have the power to compel the production of documents and call witnesses to give evidence on oath.



3.3 The Inquiry aims to Examine the COVID-19 response and the impact of the pandemic in England, Wales, Scotland and Northern Ireland, and produce a factual narrative account and identify the lessons to be learned to inform preparations for future pandemics across the UK.



3.4 Given its national scope, and the number of organisations and individuals that the Inquiry is likely to engage with involved in that response, the Inquiry expects to review millions of pages of documentation, with a very high proportion of this being digital-born. 

3.5 As such, reviewing the likely very high volume of material requires a system for processing potentially evidential material obtained from multiple different sources, with specialist services for the efficient operation of the system and assisting with analysis.



4. [bookmark: _heading=h.2s8eyo1]definitions 

		Expression or Acronym

		Definition



		BPSS

		The BPSS is the recognised standard for the pre-employment screening of individuals with access to government assets.



		Counter Terrorism Check

		Part of the national security vetting process



		Core Participants (CPs)

		Core Participant: an individual, institution or organisation that has a specific interest in the work of the Inquiry, and has a formal role defined by legislation. Core Participants have special rights in the Inquiry process. These include receiving disclosure of documentation, being represented and making legal submissions, suggesting questions and receiving advance notice of the Inquiry’s report.



		Cyber Essentials Plus

		Cyber Essentials is an effective, Government backed scheme that helps protect organisations against a range of the most common cyber attacks. A hands-on technical verification is carried out.



		ECA

		Early Case Assessment



		eDisclosure / eDiscovery system

		An electronic system to manage the identifying, collecting, producing and disclosing electronically stored information



		EDRM

		Electronic Discovery Reference Model



		FTE

		Full-time equivalent



		ISO 9001

		The international standard that specifies requirements for a quality management system (QMS)



		ISO 27001

		The international standard for information security



		KPI

		Key Performance Indicator



		[bookmark: _heading=h.lhc5uhoy7a0r]SLA

		Service Level Agreement



		TAR

		Technology-Assisted Review







5. scope of requirement 

5.1 The contract for the provision of eDiscovery/eDisclosure and document review services for the Inquiry is to cover the duration of the UK Covid-19 Inquiry, and to provide assistance with archiving. The Authority requires the eDiscovery/eDisclosure system to manage the full lifecycle of the large volumes of evidential material it expects to receive over the coming years, working primarily within the Electronic Discovery Reference Model (EDRM).

5.2 The Inquiry requires that the eDiscovery/eDisclosure system used for the delivery of the requirements in this contract must be Relativity Server to ensure continuity of the Inquiry’s current systems for Inquiry staff, legal teams and Core Participants.

5.3 The scope of services required under this contract include:

5.3.1 An evidence management/eDiscovery system that enables holistic evidence management processes (a full list of system requirements is outlined in section 6), including:

5.3.1.1 receipt of material;

5.3.1.2 processing, and/or loading; 

5.3.1.3 database design and management, including field creation;

5.3.1.4 sharing with providers of materials; 

5.3.1.5 disclosure to key stakeholders (Core Participants); 

5.3.1.6 preparation for and activity in relation to archiving. 

5.3.2 eDiscovery/evidence management support including project management and technical analyst/consultant support 

5.3.2.1 [bookmark: _heading=h.alkamqwfp6js]associated services to manage the system and user accounts

5.3.2.2 [bookmark: _heading=h.rl9x0q1oe8c9]support, expert advice and training (e.g. to Inquiry Core Participants, Inquiry staff etc.) on the use of the system and approach



5.3.3 Holistic document review services, including the provision of document reviewer resource, project management of the review process, and document coding and redaction

5.3.3.1 [bookmark: _heading=h.c9ipuwaqn8h1]coding, reviewing, and redacting by resources supplied by the Supplier, and including some management/oversight by members of the Authority’s team







6. [bookmark: _heading=h.17dp8vu]The requirement

6.1 The total contract duration is set to be 5 years, structured as an initial one-year period and three extension periods of two years, one year and one year respectively (1+2+1+1). 

6.2 Throughout the duration of the contract, the Authority requires the utilisation of Relativity Server to deliver evidence management/eDiscovery and associated services, these comprise:

6.2.1 Document processing - Processing documents involves the extraction of the document text and metadata from electronic files for searching, as well as separating out email attachments from their parent emails so that each document can be uniquely numbered and reviewed discreetly. Additionally, filtering of non-reviewable or system files is required to reduce the volume of irrelevant documents for review.

6.2.2 Data loading - Loading to the system documents that have been processed (as above), or that have been provided by third parties in bulk (e.g. load files).

6.2.3 [bookmark: _heading=h.re7rckt6d9nk]Document hosting - Document hosting, to act as a secure and efficient way of holding, accessing, and sharing data.

6.2.4 Document deduplication - Duplicate documents are to be identified to reduce the overall volume of documents for review and to ensure that review teams are not looking at repetitive information.

6.2.5 Application of search terms and filtering criteria - Keyword searches and other criteria, such as date ranges, are applied to target the most relevant documents.

6.2.6 Advanced searching and analysis – enabling search through data sets and group documents according to concepts based on the full-text content and / or timelines.

6.2.7 Email threading, near duplicate analysis and data visualisation – Functionality to enable efficient reviewing of documents

6.2.8 Technology Assisted Review – Functionality to automate the identification of documents likely to be of higher relevance

6.2.9 Analytics - Availability to subject sets of data to analytic tools within the system or external to the system to provide insights and identify documents of potentially higher relevance 



6.2.10 Redaction – A range of options to be provided to ensure all types of documents are catered for. To include the ability to auto-apply/generate redactions based on parameters set by the Inquiry

6.2.11 Document production - The delivery of subsets of documents to approved third parties by exporting them in a ready-to-load format tailored to meet the specific requirements of the receiving software.

6.2.12 Digitisation/scanning and printing of documents - Service available for digitisation of hardcopy materials; and for the printing of hardcopy materials e.g. bundles for hearings



6.2.13 Forensic analysis - Service available to conduct forensic analysis or provide forensic support in device or document interrogation



6.2.14 Project Management and Technical Analyst Support - To provide a variety of services to include (but will not be limited to): 

6.2.14.1 The loading and transfer of documents to specific database(s), 

6.2.14.2 search creation and consultation, 

6.2.14.3 creation of batch review sets, 

6.2.14.4 courier booking and logistics, 

6.2.14.5 batch coding fields, indexing, password cracking, investigation into corrupt files, document deletions, document replacements, 

6.2.14.6 Audio-Visual material identification.

6.2.14.7 Training for Inquiry team members, material providers, and core participants

6.2.15 Document Review Services – to include:

6.2.15.1 Provision of reviewer resource to conduct accurate reviewing,  coding, and redaction of documents identified in the document review so that they can be searched and used by the Inquiry Team and Core Participants.

6.2.15.2 Supplier-led Management oversight of reviewer resource conducting the coding/review of documents.

6.2.16 User licences and account management – for named individuals identified by the Authority to access the system, requiring individual licences

6.2.17 [bookmark: _heading=h.4m64mqsw9xht]Archiving & destruction – services to be provided to enable archiving of selected material to a government department or appropriate public record office place; other material to be destroyed as indicated, with certificates of destruction provided

6.3 [bookmark: _heading=h.t6exmbd37j15]The supplier will need to respond to changing priorities driven by the Inquiry.

6.4 The Inquiry requires the services delivered through the contract to be of high quality and reliability, as outlined below (all values provided are estimates and may be subject to change):

6.4.1 eDiscovery services

6.4.1.1 The Authority requires the eDiscovery platform (with functionality and services outlined in section 5) to be available 24 hours per day, throughout the duration of the contract 

6.4.1.2 The Authority will require support from the Supplier to scale according to the needs of the Inquiry and in particular to make available additional support around around periods of Inquiry hearings and other key milestones

6.4.1.3 The Authority estimates it will require 300 individual licences for the eDiscovery platform throughout the duration of the contract 

6.4.1.4 The Authority estimates it will receive potentially millions of documents from document providers throughout the duration of the contract, which will need to be processed through the eDiscovery platform

6.4.2 Document review services

6.4.2.1 The Authority estimates that it will require an average of 25 document reviewers from the Supplier per month throughout the duration of the contract 

6.4.2.2 Document reviewer resources provided by the Supplier will need to conduct accurate reviewing, coding, and redaction of documents identified in the document review

6.4.2.3 All document reviewers provided by the supplier to the Authority under this contract should have the skills and experience to deliver high-quality document review.



6.5 The Inquiry will require additional, out-of-hours support during specific periods of heightened workload, particularly during times preceding and during the Inquiry’s public hearings. 



6.6 The Inquiry permits the supplier to utilise subcontractors in the delivery of aspects of the services outlined in this contract. Sub-contractors must be communicated to the Inquiry and approved before being used in delivery. 



7. [bookmark: _heading=h.3rdcrjn]key milestones and Deliverables

7.1 The following Contract milestones/deliverables shall apply:

		Deliverable

		Action

		Timeframe or Delivery Date



		1

		[bookmark: _heading=h.mjm2cmr98jnh]Contract between Supplier and the Authority signed

		07/07/2023



		2

		[bookmark: _heading=h.fzjla5rgoldc]Contract Kick-off meeting - briefing on immediate requirements

		09/07/2023



		3

		Delivery of implementation plan 

		23/07/2023



		4

		eDiscovery system operational and contract requirements delivered 

		Timeframe of delivery to be agreed up on award of contract



		5

		[bookmark: _heading=h.p29yztefbqel]Supplier to complete other aspects of the document management work (as listed in section 5) to agreed timescales.

		[bookmark: _heading=h.2ouqvxm8cas3]Timeframe of delivery to be agreed up on award of contract



		6

		[bookmark: _heading=h.7q3m23ciyokr]Transfer of all requested data to The National Archives following Inquiry report publication (at the request of the Inquiry);

		At the end of the Inquiry (once directed by the Inquiry)



		7

		[bookmark: _heading=h.sqzbk7n8toeq]Destruction of all data on request from the Inquiry, and certification to confirm this

		[bookmark: _heading=h.t5oux8vep3h1]At the end of the Inquiry (once directed by the Inquiry)





[bookmark: _heading=h.26in1rg]

8. [bookmark: _heading=h.lnxbz9]MANAGEMENT INFORMATION/reporting

8.1 The Authority requires Reports throughout the duration of the contract, as follows:

8.1.1 Monthly service review outlining work completed to date, any and all issues that arose during the completion of the work, ways in which these issues were dealt with and any lessons learnt. The Authority will facilitate any follow-up calls between themselves and the Supplier should these be required.  

8.1.2 Daily progress reports on the document review process, highlighting both the pace at which the review process is taking place and the accuracy of work conducted (where relevant). 



8.1.3 In respect of managed reviewer services, a weekly report outlining work completed in relation to document review work to date, together with a working estimate of the volume of work which is due to be completed in the following two weeks at current rates.

8.1.4 Collaboration with the Inquiry team to ensure effective maintenance of progress trackers, for example, reviews to ensure the validity of parameters and volumes etc.

8.1.5 Prompt highlighting, and efforts to work towards a resolution, of any performance or contractual issue 

9. [bookmark: _heading=h.35nkun2]volumes

9.1 The Inquiry estimates it may receive tens of millions of documents, with a very high proportion being digital-born. These are likely to be subjected to deduplication, TAR and search criteria on an ECA, which may reduce the number ingested to the main workspace.

9.2 As outlined in sections 5 and 6, the Inquiry requires the provision of document review services through this contract. Although the Inquiry’s requirements for document review services will fluctuate depending on when and how many documents are received, the Inquiry estimates that it will require, on average, 25 Supplier document reviewers per month throughout the duration of the contract. 

9.3 The Inquiry estimates that it may require more than 300 eDiscovery service user licences throughout the duration of the contract, though may not reach this number until later in the contract and the number will vary. 

10. [bookmark: _heading=h.1ksv4uv]continuous improvement

10.1 The Supplier will be required to continually improve and innovate the way in which the required Services are to be delivered throughout the Contract duration. The Supplier will be expected to challenge the Inquiry’s approach to all requirements outlined in this contract and enter into discussions in order to improve ways of working and the processes and tools the Inquiry utilises eDiscovery and evidence management. The Supplier should, throughout the contract, highlight to the Inquiry innovative ways to improve the delivery of the contract. 

10.2 The Supplier should present new ways of working to the Authority during quarterly Contract review meetings. 

10.3 Changes to the way in which the Services are to be delivered must be brought to the Authority’s attention and agreed prior to any changes being implemented.

11. [bookmark: _heading=h.44sinio]Sustainability

11.1 [bookmark: _heading=h.d0zw3ep32u2j]The Supplier should help deliver social value through their work, with regards to how they:

11.1.1 Demonstrate action to identify and tackle inequality in employment, skills and pay in the contract workforce and support in-work progression to help people, including those from disenfranchised or minoritised groups.



12. [bookmark: _heading=h.2jxsxqh]quality

12.1 The supplier must have achieved the ISO 9001 certification. If ISO9001 is not already held, the winning supplier will need to acquire the certificate upon contract award in a timeline agreed with the Authority.

12.2 The supplier must have achieved the ISO 27001 certification prior to the commencement of the contract

12.3 The supplier must have a proven track record of delivering high-quality eDiscovery and document review services.

12.4 The Supplier must, throughout the contract, utilise staff with high-levels of experience in order to deliver the requirements set out in the contract to a high degree of quality.

12.5 Document reviewers utilised by the Supplier to complete the document review aspects of this contract must complete document coding work to agreed levels of accuracy (to be agreed with the winning supplier upon contract award), at a minimum rate of 8 documents per hour (based on one individual at 1 FTE)



13. [bookmark: _heading=h.z337ya]PRICE

13.1 Prices are to be submitted via the e-Sourcing Suite Attachment 4 – Price Schedule.

14. [bookmark: _heading=h.3j2qqm3]STAFF AND CUSTOMER SERVICE

14.1 The Supplier shall provide a sufficient level of resource throughout the duration of the Contract in order to consistently deliver a quality service.

14.2 The Supplier’s staff assigned to the Contract shall have the relevant qualifications and experience to deliver the Contract to the required standard. 

14.3 The Supplier shall ensure that staff understand the Authority’s vision and objectives and will provide excellent customer service to the Authority throughout the duration of the Contract. 

 

15. [bookmark: _heading=h.1y810tw]service levels and performance

15.1 The Authority will measure the quality of the Supplier’s delivery by:

15.1.1 

		KPI/SLA

		Service Area

		KPI/SLA description

		Target



		1

		System (and documents) accessibility

		The System (and documents) should be permanently accessible (24 hours, 7 days per week, 365 days per year) by the Inquiry team over the course of the contract.

The exception to this is for planned downtime (see KPI 2)

If the Inquiry team are unable to access the system (or documents) at any point outside of the above, the Authority will not be bound to pay for any of the services under this contract for the period of time that the unplanned downtime persists. 

		100%



		2

		REDACTED TEXT under FOIA Section 43 Commercial Interests

		REDACTED TEXT under FOIA Section 43 Commercial Interests

		REDACTED TEXT under FOIA Section 43 Commercial Interests



		3

		[bookmark: _heading=h.ximifeweb6v1]REDACTED TEXT under FOIA Section 43 Commercial Interests

		REDACTED TEXT under FOIA Section 43 Commercial Interests

		REDACTED TEXT under FOIA Section 43 Commercial Interests



		4

		Response to urgent requests

		Email requests for action or information that are labelled “URGENT”, sent within working hours from the Authority to the Supplier should be provided with a response within 15 minutes of the email being sent. 



		95% 



		5

		REDACTED TEXT under FOIA Section 43 Commercial Interests

		REDACTED TEXT under FOIA Section 43 Commercial Interests

		REDACTED TEXT under FOIA Section 43 Commercial Interests



		6

		Delivery timescales

		Supplier document reviewers to complete document coding work to agreed levels of accuracy  (to be agreed with the winning supplier upon contract award), at a minimum rate of 8 documents per hour (based on one individual at 1 FTE);

		90%







15.2 [bookmark: _heading=h.lnfhcsoa9i3h]Performance will be managed in accordance with Call-Off Schedule 14 (Service Levels).

15.3 Where the Inquiry identifies poor performance against the Service Level Agreements, the Supplier shall be required to attend a performance review meeting. The performance review meeting shall be at an agreed time no later than 5 working days from the date of notification at the relevant Inquiry’s premises or online, as directed by the Authority. The Supplier shall be required to provide a full incident report which describes the issues and identifies the causes. 



15.4 The Supplier will also be required to prepare a full and robust ‘Service Improvement Action Plan’ which sets out its proposals to remedy the service failure. The Service Improvement Plan shall be subject to amendment following the performance review meeting and agreed upon by both Parties prior to implementation. 



15.5 The Inquiry agrees to work with the Supplier to resolve service failure issues. However, it will remain the Supplier’s sole responsibility to resolve any service failure issues. 



15.6 Where the Supplier fails to provide a Service Improvement Plan or fails to deliver the agreed Service Improvement Plan to the required standard, the Inquiry reserves the right to seek early termination of their respective contract.



15.7 Inquiry reserves the right to refine or include further KPIs or SLAs at the outset of each delivery milestone. These will be developed in agreement with the Supplier.



15.8 [bookmark: _heading=h.4i7ojhp]Any difficulties in achieving these targets are to be discussed between the Authority and Supplier, in advance where possible.

16. [bookmark: _heading=h.2xcytpi]Security and CONFIDENTIALITY requirements

16.1 All members of the Supplier’s staff administering the Authority’s system to have Counter Terrorism Check as a minimum level of National Security Vetting before starting work with the Inquiry on this contract. Higher security clearance may be required for other, specific roles. The Inquiry will communicate which roles require higher security clearance upon contract award.

16.2 Document reviewers must, as a minimum, have BPPS security clearance prior to commencement of delivery of work under this contract. 

16.3 Staff of supplier or supplier’s subcontractors/processors having any amount of involvement with Authority’s data to sign, return, and adhere to Authority’s confidentiality undertaking.

16.4 The Supplier shall be certified as compliant with Cyber Essentials Plus and hold relevant certification (ISO27001, ISO9001) throughout the duration of the Contract. If ISO9001 is not already held, the winning supplier will need to acquire the certificate upon contract award in a timeline agreed with the Authority.



16.5 The supplier must also ensure:

16.5.1 that a high level of confidentiality is adhered to throughout the duration of this Contract. It is of vital importance to the Authority that all of these documents are treated as confidential and securely stored as appropriate. 

16.5.2 [bookmark: _heading=h.dakpnzoecnb3]that staff allocated to this contract have at least 1 year’s experience of working in this field, have Counter Terrorism Check as a minimum (document reviewers must have BPSS as a minimum) level of National Security Vetting and have signed the Inquiry’s Confidentiality undertaking.

16.5.3 [bookmark: _heading=h.rea1eqr5l3y5]consistency in resourcing, as far as possible.

16.5.4 [bookmark: _heading=h.ey8og3eh1ful]that the work is completed in an accurate and timely manner, to agreed timescales



17. [bookmark: _heading=h.1ci93xb]payment AND INVOICING 

17.1 Invoices should be sent monthly. 

17.2 Payment can only be made following satisfactory delivery of pre-agreed certified products and deliverables. 

17.3 All invoices must include a valid Purchase Order number, Contract reference and a clear, transparent breakdown of the charges.



17.4 The Buyer will pay the Supplier within 30 days of receipt of a valid invoice.



17.5 Before payment can be considered, each invoice must include a detailed elemental breakdown of work completed and the associated costs. 

Invoices should be submitted to: REDACTED TEXT under FOIA Section 40, Personal Information



17.6 Supplier to provide separate invoices for: 

17.6.1 System project management and administration (and any other additional services e.g. digitisation or printing)

17.6.2 Review work and its project management

17.7 Supplier to provide itemised billing narrative alongside invoices

18. [bookmark: _heading=h.3whwml4]CONTRACT MANAGEMENT 

18.1 Inability to attend contract management meetings to be communicated in advance of any meeting where possible.

18.2 These contract management meetings should consist of:

18.2.1 Monthly contract review/performance management meetings

18.2.2 Monthly financial reporting meetings 

18.2.3 Weekly progress delivery meetings 



19. [bookmark: _heading=h.2bn6wsx]Location 

19.1 The location of the Services will be carried out at either the Authority or the Supplier’s premises on agreement between Authority and Supplier, or remotely where in-person meetings are not possible. 
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