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Order Form


CALL-OFF REFERENCE:		1.11.4.4698-2

THE BUYER:			Health & Safety Executive
 
BUYER ADDRESS			Redgrave Court, Merton Road, Bootle, L20 7HS

THE SUPPLIER: 	BNP Paribas Real Estate Advisory & Property Management UK Limited
SUPPLIER ADDRESS:  	10 Harewood Avenue, London, England, NW1 6AA
REGISTRATION NUMBER: 	04176965

APPLICABLE FRAMEWORK CONTRACT

This Order Form is for the provision of the Call-Off Deliverables and dated [             ].
It’s issued under the Framework Contract with the reference number RM6168 for the provision of Estate Management services.   

CALL-OFF LOT(S):
Lot 5: Valuation and Compulsory Purchase Orders
CALL-OFF INCORPORATED TERMS
The following documents are incorporated into this Call-Off Contract. Where numbers are missing we are not using those schedules. If the documents conflict, the following order of precedence applies:
1. This Order Form including the Call-Off Special Terms and Call-Off Special Schedules.
1. Joint Schedule 1(Definitions and Interpretation) RM6168
2. The following Schedules in equal order of precedence:

· Joint Schedules for RM6168
· Joint Schedule 2 (Variation Form)
· Joint Schedule 3 (Insurance Requirements)
· Joint Schedule 4 (Commercially Sensitive Information)
· Joint Schedule 10 (Rectification Plan) 			
· Joint Schedule 11 (Processing Data)	

· Call-Off Schedules for 1.11.4.4698-2	
· Call-Off Schedule 4 (Call Off tender (V3.1)
· Call-Off Schedule 5 (Pricing Details)	
· Call-Off Schedule 7 (Key Supplier Staff)			
· [bookmark: _30j0zll]Call-Off Schedule 20 (Call-Off Specification)			
                  
3. CCS Core Terms (version 3.0.10)
4. Joint Schedule 5 (Corporate Social Responsibility) RM6168
5. Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that offer a better commercial position for the Buyer (as decided by the Buyer) take precedence over the documents above.

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on the back of, added to this Order Form, or presented at the time of delivery.

CALL-OFF SPECIAL TERMS							
None

CALL-OFF START DATE:			30 April 2025

CALL-OFF EXPIRY DATE: 		29 April 2030

CALL-OFF INITIAL PERIOD:		5 years

CALL-OFF DELIVERABLES
See details in Call-Off Schedule 20 (Call-Off Specification)





MAXIMUM LIABILITY
The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core Terms.
The Estimated Year 1 Charges used to calculate liability in the first Contract Year is £13,000.00. 

CALL-OFF CHARGES
The total cost of this contract is £25,000.00, further details can be found in Call-Off Schedule 5 (Pricing Details). 

REIMBURSABLE EXPENSES
None 

PAYMENT METHOD
HSE shall make payment of agreed costs via BACS, in arrears, within 30 days of the acceptance of the invoice. The Contractor shall send a copy invoice along with details of any work satisfactory carried out to the Buyer’s Authorised Representative below. All invoices raised must include the relevant Purchase Order number which will be issued by HSE Procurement Unit, each invoice must refer to and state items as listed on the Purchase Order. Failure to include the Purchase Order Number may delay payment.  Invoices should be submitted electronically in PDF format.

BUYER’S INVOICE ADDRESS:
Newport SSCL - Health & Safety Executive
PO Box 401
Newport
NP10 8FZ
Email: APinvoices-HAS-U@gov.sscl.com 

BUYER’S AUTHORISED REPRESENTATIVE
Personal Information Redacted  

BUYER’S ENVIRONMENTAL POLICY
Not required

BUYER’S SECURITY POLICY
Not required

SUPPLIER’S AUTHORISED REPRESENTATIVE
Personal Information Redacted  

SUPPLIER’S CONTRACT MANAGER
Personal Information Redacted  

PROGRESS REPORT FREQUENCY
Not required

PROGRESS MEETING FREQUENCY
Not required

KEY STAFF
Personal Information Redacted  

KEY SUBCONTRACTOR(S)
Not applicable

COMMERCIALLY SENSITIVE INFORMATION
Supplier to provide if applicable - N/A

SERVICE CREDITS
Not applicable

ADDITIONAL INSURANCES
Not applicable

GUARANTEE
Not applicable

SOCIAL VALUE COMMITMENT
Not applicable 

	For and on behalf of the Supplier:
	For and on behalf of the Buyer:

	Signature:
	
	Signature:
	

	Name:
	
	Name:
	

	Role:
	
	Role:
	

	Date:
	
	Date:
	



Buyer guidance: execution by seal / deed where required by the Buyer

	CCS Core Terms (v3.0.10)
	


	JOINT SCHEDULES
	

	Joint Schedule 1 – Definitions 
	


	Joint Schedule 2 – Variation Form
	


	Joint Schedule 3 – Insurance Requirements
	


	Joint Schedule 4 – Commercially Sensitive Information 
	


	Joint Schedule 5 – Corporate Social Responsibility
	


	Joint Schedule 10 – Rectification Plan
	


	Joint Schedule 11 – Processing Data 
	


	CALL-OFF SCHEDULES 
	

	Call-off Schedule 4 – Call-off Tender
	Information Redacted  


	Call-off Schedule 5 – Pricing Details
	Information Redacted  


	Call-off Schedule 7 – Key Supplier Staff
	Information Redacted  


	Call-off Schedule 20 – Call-off Specification
	




Classification : Confidential

Classification : Confidential
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Joint Schedule 11 (Processing Data)

Crown Copyright 2020

Joint Schedule 11 (Processing Data)



Definitions

1. In this Schedule, the following words shall have the following meanings and they shall supplement Joint Schedule 1 (Definitions):

		“Processor Personnel”

		all directors, officers, employees, agents, consultants and suppliers of the Processor and/or of any Sub processor engaged in the performance of its obligations under a Contract;





Status of the Controller

2. The Parties acknowledge that for the purposes of the Data Protection Legislation, the nature of the activity carried out by each of them in relation to their respective obligations under a Contract dictates the status of each party under the DPA 2018. A Party may act as:

(a) “Controller” in respect of the other Party who is “Processor”;

(b) “Processor” in respect of the other Party who is “Controller”;

(c) “Joint Controller” with the other Party;

(d) “Independent Controller” of the Personal Data where the other Party is also “Controller”,

in respect of certain Personal Data under a Contract and shall specify in Annex 1 (Processing Personal Data) which scenario they think shall apply in each situation.

Where one Party is Controller and the other Party its Processor

3. Where a Party is a Processor, the only Processing that it is authorised to do is listed in Annex 1 (Processing Personal Data) by the Controller.

4. The Processor shall notify the Controller immediately if it considers that any of the Controller’s instructions infringe the Data Protection Legislation.

5. The Processor shall provide all reasonable assistance to the Controller in the preparation of any Data Protection Impact Assessment prior to commencing any Processing.  Such assistance may, at the discretion of the Controller, include:

(a) a systematic description of the envisaged Processing and the purpose of the Processing;

(b) an assessment of the necessity and proportionality of the Processing in relation to the Deliverables;

(c) an assessment of the risks to the rights and freedoms of Data Subjects; and

(d) the measures envisaged to address the risks, including safeguards, security measures and mechanisms to ensure the protection of Personal Data.

6. The Processor shall, in relation to any Personal Data Processed in connection with its obligations under the Contract:

(a) Process that Personal Data only in accordance with Annex 1 (Processing Personal Data), unless the Processor is required to do otherwise by Law. If it is so required the Processor shall notify the Controller before Processing the Personal Data unless prohibited by Law;

(b) ensure that it has in place Protective Measures, including in the case of the Supplier the measures set out in Clause 14.3 of the Core Terms, which  the Controller may reasonably reject (but failure to reject shall not amount to approval by the Controller of the adequacy of the Protective Measures) having taken account of the:

(i) nature of the data to be protected;

(ii) harm that might result from a Personal Data Breach;

(iii) state of technological development; and

(iv) cost of implementing any measures;

(c) ensure that :

(i) the Processor Personnel do not Process Personal Data except in accordance with the Contract (and in particular Annex 1 (Processing Personal Data));

(ii) it takes all reasonable steps to ensure the reliability and integrity of any Processor Personnel who have access to the Personal Data and ensure that they:

(A) are aware of and comply with the Processor’s duties under this Joint Schedule 11, Clauses 14 (Data protection), 15 (What you must keep confidential) and 16 (When you can share information);

(B) [bookmark: _heading=h.gjdgxs]are subject to appropriate confidentiality undertakings with the Processor or any Sub processor;

(C) are informed of the confidential nature of the Personal Data and do not publish, disclose or divulge any of the Personal Data to any third party unless directed in writing to do so by the Controller or as otherwise permitted by the Contract; and

(D) have undergone adequate training in the use, care, protection and handling of Personal Data;

(d) not transfer Personal Data outside of the EU unless the prior written consent of the Controller has been obtained and the following conditions are fulfilled:

(i) the Controller or the Processor has provided appropriate safeguards in relation to the transfer (whether in accordance with GDPR Article 46 or LED Article 37) as determined by the Controller;

(ii) the Data Subject has enforceable rights and effective legal remedies;

(iii) the Processor complies with its obligations under the Data Protection Legislation by providing an adequate level of protection to any Personal Data that is transferred (or, if it is not so bound, uses its best endeavours to assist the Controller in meeting its obligations); and

(iv) the Processor complies with any reasonable instructions notified to it in advance by the Controller with respect to the Processing of the Personal Data; and

(e) at the written direction of the Controller, delete or return Personal Data (and any copies of it) to the Controller on termination of the Contract unless the Processor is required by Law to retain the Personal Data.

7. Subject to paragraph 7 of this Joint Schedule 11, the Processor  shall notify the Controller immediately if in relation to it Processing Personal Data under or in connection with the Contract it:

(a) receives a Data Subject Access Request (or purported Data Subject Access Request);

(b) receives a request to rectify, block or erase any Personal Data;

(c) receives any other request, complaint or communication relating to either Party's obligations under the Data Protection Legislation;

(d) receives any communication from the Information Commissioner or any other regulatory authority in connection with Personal Data Processed under the Contract;

(e) receives a request from any third Party for disclosure of Personal Data where compliance with such request is required or purported to be required by Law; or

(f) becomes aware of a Personal Data Breach.

8. The Processor’s obligation to notify under paragraph 6 of this Joint Schedule 11 shall include the provision of further information to the Controller, as details become available.

9. Taking into account the nature of the Processing, the Processor shall provide the Controller with assistance in relation to either Party's obligations under Data Protection Legislation and any complaint, communication or request made under paragraph 6 of this Joint Schedule 11 (and insofar as possible within the timescales reasonably required by the Controller) including by immediately providing:

(a) the Controller with full details and copies of the complaint, communication or request;

(b) such assistance as is reasonably requested by the Controller to enable it to comply with a Data Subject Access Request within the relevant timescales set out in the Data Protection Legislation;

(c) the Controller, at its request, with any Personal Data it holds in relation to a Data Subject;

(d) assistance as requested by the Controller following any Personal Data Breach;  and/or

(e) assistance as requested by the Controller with respect to any request from the Information Commissioner’s Office, or any consultation by the Controller with the Information Commissioner's Office.

10. The Processor shall maintain complete and accurate records and information to demonstrate its compliance with this Joint Schedule 11. This requirement does not apply where the Processor employs fewer than 250 staff, unless:

(a) the Controller determines that the Processing is not occasional;

(b) the Controller determines the Processing includes special categories of data as referred to in Article 9(1) of the GDPR or Personal Data relating to criminal convictions and offences referred to in Article 10 of the GDPR; or

(c) the Controller determines that the Processing is likely to result in a risk to the rights and freedoms of Data Subjects.

11. The Processor shall allow for audits of its Data Processing activity by the Controller or the Controller’s designated auditor.

12. The Parties shall designate a Data Protection Officer if required by the Data Protection Legislation.

13. Before allowing any Subprocessor to Process any Personal Data related to the Contract, the Processor must:

(a) notify the Controller in writing of the intended Subprocessor and Processing;

(b) obtain the written consent of the Controller;

(c) enter into a written agreement with the Subprocessor which give effect to the terms set out in this Joint Schedule 11 such that they apply to the Subprocessor; and

(d) provide the Controller with such information regarding the Subprocessor as the Controller may reasonably require.

14. The Processor shall remain fully liable for all acts or omissions of any of its Subprocessors.

15. The Relevant Authority may, at any time on not less than thirty (30) Working Days’ notice, revise this Joint Schedule 11 by replacing it with any applicable controller to processor standard clauses or similar terms forming part of an applicable certification scheme (which shall apply when incorporated by attachment to the Contract).

16. The Parties agree to take account of any guidance issued by the Information Commissioner’s Office. The Relevant Authority may on not less than thirty (30) Working Days’ notice to the Supplier amend the Contract to ensure that it complies with any guidance issued by the Information Commissioner’s Office.

Where the Parties are Joint Controllers of Personal Data

17. In the event that the Parties are Joint Controllers in respect of Personal Data under the Contract, the Parties shall implement paragraphs that are necessary to comply with GDPR Article 26 based on the terms set out in Annex 2 to this Joint Schedule 11.

Independent Controllers of Personal Data

18. With respect to Personal Data provided by one Party to another Party for which each Party acts as Controller but which is not under the Joint Control of the Parties, each Party undertakes to comply with the applicable Data Protection Legislation in respect of their Processing of such Personal Data as Controller.

19. Each Party shall Process the Personal Data in compliance with its obligations under the Data Protection Legislation and not do anything to cause the other Party to be in breach of it.

20. [bookmark: _heading=h.35nkun2]Where a Party has provided Personal Data to the other Party in accordance with paragraph 8 of this Joint Schedule 11 above, the recipient of the Personal Data will provide all such relevant documents and information relating to its data protection policies and procedures as the other Party may reasonably require.

21. The Parties shall be responsible for their own compliance with Articles 13 and 14 GDPR in respect of the Processing of Personal Data for the purposes of the Contract.

22. The Parties shall only provide Personal Data to each other:

(a) to the extent necessary to perform their respective obligations under the Contract;

(b) in compliance with the Data Protection Legislation (including by ensuring all required data privacy information has been given to affected Data Subjects to meet the requirements of Articles 13 and 14 of the GDPR); and

(c) where it has recorded it in Annex 1 (Processing Personal Data).

23. 	Taking into account the state of the art, the costs of implementation and the nature, scope, context and purposes of Processing as well as the risk of varying likelihood and severity for the rights and freedoms of natural persons, each Party shall, with respect to its Processing of Personal Data as Independent Controller, implement and maintain appropriate technical and organisational measures to ensure a level of security appropriate to that risk, including, as appropriate, the measures referred to in Article 32(1)(a), (b), (c) and (d) of the GDPR, and the measures shall, at a minimum, comply with the requirements of the Data Protection Legislation, including Article 32 of the GDPR.

24. A Party Processing Personal Data for the purposes of the Contract shall maintain a record of its Processing activities in accordance with Article 30 GDPR and shall make the record available to the other Party upon reasonable request.

25. Where a Party receives a request by any Data Subject to exercise any of their rights under the Data Protection Legislation in relation to the Personal Data provided to it by the other Party pursuant to the Contract (“Request Recipient”):

(a) the other Party shall provide any information and/or assistance as reasonably requested by the Request Recipient to help it respond to the request or correspondence, at the cost of the Request Recipient; or

(b) where the request or correspondence is directed to the other Party and/or relates to that other Party's Processing of the Personal Data, the Request Recipient  will:

(i) promptly, and in any event within five (5) Working Days of receipt of the request or correspondence, inform the other Party that it has received the same and shall forward such request or correspondence to the other Party; and

(ii) provide any information and/or assistance as reasonably requested by the other Party to help it respond to the request or correspondence in the timeframes specified by Data Protection Legislation.

26. Each Party shall promptly notify the other Party upon it becoming aware of any Personal Data Breach relating to Personal Data provided by the other Party pursuant to the Contract and shall:

(a) do all such things as reasonably necessary to assist the other Party in mitigating the effects of the Personal Data Breach;

(b) implement any measures necessary to restore the security of any compromised Personal Data;

(c) work with the other Party to make any required notifications to the Information Commissioner’s Office and affected Data Subjects in accordance with the Data Protection Legislation (including the timeframes set out therein); and

(d) not do anything which may damage the reputation of the other Party or that Party's relationship with the relevant Data Subjects, save as required by Law.

27. Personal Data provided by one Party to the other Party may be used exclusively to exercise rights and obligations under the Contract as specified in Annex 1 (Processing Personal Data).

28. 	Personal Data shall not be retained or processed for longer than is necessary to perform each Party’s respective obligations under the Contract which is specified in Annex 1 (Processing Personal Data).

29. Notwithstanding the general application of paragraphs 2 to 15 of this Joint Schedule 11 to Personal Data, where the Supplier is required to exercise its regulatory and/or legal obligations in respect of Personal Data, it shall act as an Independent Controller of Personal Data in accordance with paragraphs 16 to 27 of this Joint Schedule 11.



Annex 1 - Processing Personal Data

This Annex shall be completed by the Controller, who may take account of the view of the Processors, however the final decision as to the content of this Annex shall be with the Relevant Authority at its absolute discretion.  

1.1.1.1 The contact details of the Relevant Authority’s Data Protection Officer are: Personal Information Redacted

1.1.1.2 The contact details of the Supplier’s Data Protection Officer are: [Insert Contact details]

1.1.1.3 The Processor shall comply with any further written instructions with respect to Processing by the Controller.

1.1.1.4 Any such further instructions shall be incorporated into this Annex.



		Description

		Details



		Identity of Controller for each Category of Personal Data

		The Relevant Authority is Controller and the Supplier is Processor

The Parties acknowledge that in accordance with paragraph 2 to paragraph 15 and for the purposes of the Data Protection Legislation, the Relevant Authority is the Controller and the Supplier is the Processor of the following Personal Data:



· The data required to allow management of this contract





		Duration of the Processing

		For the duration of this contract including any extension period



		Nature and purposes of the Processing

		The data will be stored electronically and by transmission for the purpose of enabling contact between the Buyer and Supplier



		Type of Personal Data

		Business email addresses and postal addresses for the staff members of Buyer and Supplier



		Categories of Data Subject

		Staff (including volunteers, agents, and temporary workers)



		Plan for return and destruction of the data once the Processing is complete

UNLESS requirement under Union or Member State law to preserve that type of data

		Not applicable for business contact details









Annex 2 - Joint Controller Agreement

Not used. 
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STATEMENT OF SERVICE REQUIREMENTS FOR THE PROVISION OF REDGRAVE COURT AND BUXTON SITE REVALUATIONS



1.	INTRODUCTION AND BACKGROUND TO THE AUTHORITY



1.1 The Health and Safety Executive (HSE) is a Crown non-departmental public body with specific statutory functions in relation to health and safety.  It is appointed by the Secretary of State for Work and Pensions and employs around 3,500 staff including policy advisers, inspectors, technologists and scientific and medical advisers. HSE’s job is to prevent people being killed, injured or made ill by work.



1.2 HSE consists of a governing Board comprising of a Chair and nine non-executive members, all of whom are appointed by the Secretary of State for Work and Pensions after consultation with organisations representing employers, employees, local authorities and others, as appropriate.



1.3 HSE comprises various directorates and groups and is led by a senior management team.  HSE works from 27 locations throughout Great Britain. 



2.	BACKGROUND TO THE PROJECT 



2 

2.1 To comply with accounting standard IAS 16, HSE requires an independent professional (RICS qualified) valuation of:

· Redgrave Court, Bootle

· Buxton PFI Laboratory – and the wider Buxton retained estate.



2.2 Both locations have been included as separate Lots, and tenderers will have the option to bid for either one or both of these Lots. 



2.3 HSE is inviting suppliers from Lot 5 of the CCS Framework RM6168 to submit bids for this opportunity.



3.	SCOPE OF THE SERVICES REQUIRED



Lot 1 - Buxton PFI and wider retained estate – Harpur Hill, Buxton, Derbyshire, SK17 9JN: 



Description of the property:
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3.1 Specialist scientific laboratory with support functions, constructed under Private Finance Initiative (PFI) in 2004.



3.2 Comprises a range of specialist test facility buildings, within approximately 222.59 hectares (550 acres) of farmland/moorland.



3.3 Health & Safety Executive own the freehold, except for 7.54 hectares (18.63 acres) which is the subject of the Headlease and Underlease arrangement.



3.4 Headlease demise includes the main office building extending to 20,077 sq m (216,107 sq ft) together with a gate house and several ancillary buildings. The external areas immediately adjacent to the building comprise a mixture of paved areas, soft landscaping and hard standing. 



3.5 At the last full revaluation in 2020, the retained land and buildings not included in the Headlease comprised a total of 84 industrial/test type buildings extending to 11,557 sq m set within approximately 253 acres. The buildings are dispersed across the site. 



3.6 Part of the site is leased to Sheffield University, and this comprises approximately 12.55 hectares (31 acres) with some bunkers and other specialised test buildings. In addition, 99.96 hectares (247 acres) is occupied under a Farm Business Tenancy.



Requirement: 

3.7 A full valuation of the Buxton PFI building and the remaining estate as at 31 March 2025 and interim revaluations at subsequent yearly intervals (using appropriate indices) for the each of the following 4 years as at 31 March.



3.8 Revaluations to date have been undertaken on a Depreciated Replacement Cost (DRC) revaluation basis because of the specialised nature of the PFI building. One of the requirements of this contract is for the supplier to review the basis of valuation and the options available and articulate these, together with the recommended option for HSE in the valuation report.



3.9 Where DRC continues to be the adopted methodology, the valuation report should clearly articulate why the building’s reinstatement calculation aligns to the concept of the MEA fundamental to the application of the approach for financial reporting purposes under FReM and in accordance with the RICS Valuation Standards and guidance note.



3.10 As part of the valuation, assess obsolescence based on HSE’s current requirements for laboratory and office space (as opposed to the requirements when the building was commissioned). This will be informed by discussions with HSE senior managers as well as actual subsequent expenditure on the building. Calculations relating to obsolescence, where relevant, should be explained in the valuation report.



3.11 The valuation report should explain all of the calculations. For example, if the basis of valuation is DRC, then the report should include relevant inputs to the rebuild cost, such as external works, professional fees and VAT.



3.12 Our auditor, National Audit Office engages their own specialist to review the valuation and a requirement of this contract will be to meet NAO and their specialist, (with HSE Finance) and to provide answers to any questions they ask about the valuation. 



3.13 To include assessment of all factors relevant to the selected methodology as well as the remaining useful economic life.



3.14 Summary narrative style draft valuation report to be agreed with HSE before producing a final report, with explanation of any significant differences since the last valuation.



3.15 A measured survey of the Headlease building.



3.16 External inspections of the retained estate properties with internal sample inspections where appropriate.



3.17 Undertake relevant market research.









Lot 2 - Redgrave Court, 57 Merton Road, Bootle, L20 7AP:



Description of the property:

3.18 Freehold property comprising a substantial detached office building with adjacent multi-storey car park.



3.19 The site area is approximately 1.94 hectares (4.79 acres). The building was measured at practical completion in late 2005 and has an agreed net internal floor area of 23,382 sq m (251,681 sq ft). 



3.20 Constructed in 2005 / 2006 under Private Finance Initiative (PFI).



3.21 Offers accommodation at basement, ground and two upper floors and is served by 13 lifts in total as well as internal staircases.



3.22 The building has a total capacity of approximately 1,500 persons.



3.23 Several areas of the building are sub-leased to other government organisations (and occupied under MOTO arrangements).



3.24 The Property is of framed construction and includes a rotunda at the north end of the building. The roof is of the flat style with the roof membrane being covered with limestone chippings. The core walls are clad externally with either terracotta rainscreen clay tiles or metal panels fixed to internal linings of metal studwork with insulation and plasterboard.



3.25 There are 704 car parking spaces including 670 covered spaces within the 8-storey car park and 34 external spaces at ground level. Entry and exit to the multi-storey car park is via a 3-lane access / egress road located near the southern end of St Alban’s Road.



3.26 Landscaped areas to the frontages of Trinity Road and Pembroke Road. 



Requirement:

3.27 A full valuation of the Redgrave Court PFI building as at 31 March 2025 and interim revaluations at subsequent 5 yearly intervals (using appropriate indices) for each of the following 4 years as at 31 March.



3.28 Revaluations to date have been undertaken on an existing use basis. One of the requirements of this contract is for the supplier to review the basis of valuation and the options available and articulate these, together with the recommended option for HSE in the valuation report.



3.29 Our auditor, National Audit Office engages their own specialist to review the valuation and a requirement of this contract will be to meet NAO and their specialist, (with HSE Finance) and to provide answers to any questions they ask about the valuation. 



3.30 To include assessment of all factors relevant to the selected methodology as well as the remaining useful economic life.



3.31 Summary narrative style draft valuation report to be agreed with HSE before producing a final report, with explanation of any significant differences since the last valuation.



3.32 A measured survey of the building.



3.33 Undertake relevant market research.



4.	GOVERNANCE AND PERFORMANCE MANAGEMENT ARRANGEMENTS



Contract Management
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4.1 There will be an initial meeting with HSE Finance and Estates teams at commission stage to agree the basis of valuation, with further progress meetings throughout (as needed). Once the draft valuation report is provided to HSE, we will review and set out any initial queries and National Audit Office will also have queries of their own which will need to be resolved before a final valuation report is issued. There may also be a requirement to meet with National Audit Office and their relevant experts to discuss the valuation methodology and adhoc queries.



4.2 The draft valuation report will need to be provided by 31 March 2025.



5.	QUESTION SET AND EVALUATION CRITERIA
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5.1 HSE will use the information you provide in your response to determine which supplier is most suitable.



5.2 Tenders will be evaluated as described in Schedule C - Evaluation Criteria.



5.3 Responses to the requests for information below (and repeated on the Tender Submission Form at Schedule B) will be used for the Quality aspects of the evaluation. 



5.4 Both locations have been included as separate Lots, and tenderers will have the option to bid for either one or both of these Lots. 



Please provide a written response/proposal that addresses the requests for information below, and please confirm which Lot/s you are bidding for:



[bookmark: _Hlk187917170]The requests for information below are only applicable for Lot 1 - Buxton:

1. Please confirm that your organisation and the personnel carrying out the revaluations are RICS certified. 

1. Please provide details of your organisation’s experience of revaluations of properties with similar complexities and/or challenges, including public sector/PFI customers.

1. Please confirm you will review the basis of revaluation and propose the most relevant approach. If you intend to continue with the adopted approach then please confirm that you will follow the methodology outlined in paragraph 3.9.

1. Please provide details of how you will review the basis of revaluation and provide examples of instances where you have provided previous similar valuations for similar properties.

1. Please provide details of the market research that you will carry out to support the revaluation.

1. Please confirm that you will provide a draft report by 31st March 2025 and if this is not possible, specify when it would be available.

1. Please provide details of specific considerations you will take into account to ensure a proper evaluation of the Buxton site that will fully satisfy HSE’s requirements.



The requests for information below are only applicable for Lot 2 – Redgrave Court: 

1. Please confirm that your organisation and the personnel carrying out the revaluations are RICS certified.

1. Please provide details of your organisation’s experience of revaluations of properties with similar complexities and/or challenges, including public sector/PFI customers.

1. Please confirm you will review the basis of revaluation and propose the most relevant approach.

1. Please provide details of how you will review the basis of revaluation and provide examples of instances where you have provided previous similar valuations for similar properties.

1. Please provide details of the market research that you will carry out to support the revaluation. 

1. Please confirm that you will provide a draft report by 31st March 2025 and if this is not possible, specify when it would be available.



6.	ADDITIONAL INFORMATION AND CONSIDERATIONS



Contract period



6 

6.1 HSE expect this contract to be in place for 5 years. The required frequency is a full revaluation every 5 years, with interim desktop valuations at 31 March each year thereafter. The next full revaluation is due on both Redgrave Court and Buxton at 31 March 2025.



Budget



6.2 HSE’s budget for these valuations is £115,000.00, exclusive of VAT. A breakdown of the estimated costs per lot is included below: 



6.3 Lot 1 - Buxton: An estimated cost of £90,000.00 which includes one full revaluation and four interim revaluations. 



6.4 Lot 2 - Redgrave Court: An estimated cost of £25,000.00 which includes one full revaluation and four interim revaluations. 



Costs and fees



6.5 Tenderers will be expected to provide a total cost for the services plus a supporting narrative, this should include a breakdown of the cost for each Lot/s. Any T&S related spend anticipated to be incurred by the contractor should be included in the estimate of costs.
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