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REQUEST FOR INFORMATION


CUSTOMER: 				Department for Work and Pensions (DWP)

SCOPE:					Call Transcription and Analytics

START DATE:				26 July 2022

DATE RESPONSE REQUIRED:		11 August 2022



OBJECTIVES OF THE MARKET ENGAGEMENT PROCESS
The DWP is issuing a market engagement notice via the government portal Contracts Finder to raise awareness in the wider market of a potential future procurement activity to procure a product or service, which will meet its requirements for a Call Transcription and Analytics Service. 

This notice intends to facilitate an electronic market engagement exercise, so the DWP can examine the readiness, capacity and capability of interested commercial providers in the market. The aims and objectives for this exercise will be to:

· Brief suppliers interested in the future Call Transcription and Analytics procurement opportunity. 

· Engage with suppliers to identify the service components presently available within the marketplace (as they understand it), and to help inform and progress the development of the Call Transcription and Analytics service requirements. 

· Receive feedback from suppliers on what their proposed approach to key aspects of the Call Transcription and Analytics service requirements would be, which will help inform a detailed commercial and procurement strategy, (including scope, delivery, market/supplier capacity, and potential commercial approaches). 

We therefore wish to invite interested organisations to complete a Request for Information (RFI) questionnaire to gather views and information concerning certain aspects of the service requirements prior to commencement of any formal competitive tendering process. Please note, no detailed discussions will be held relating to any commercially sensitive or confidential information during the market engagement process. 

The approach for duration of future contract(s), any opportunities for splitting the Call Transcription and Analytics service requirements into separate procurement lots, and route to market for the future procurement is currently undecided. We reserve the right to use a pre-existing compliant digital services framework agreement (Crown Commercial Service or other public sector digital framework agreements) should that be identified to be the most suitable option during this process.

MARKET ENGAGEMENT APPROACH
Stage 1 – Publication of market engagement notice and expressions of interest

· This stage will involve the publication of a market engagement notice. The alert serves as an invitation to interested organisations to participate in the market engagement exercise.

· The RFI documents will be available for suppliers to review and complete via the Contracts Finder website: https://www.contractsfinder.service.gov.uk

Stage 2 – Submission of completed RFI questionnaire responses

· Suppliers are asked to sign the embedded Mutual Non-Disclosure Agreement (NDA) which will govern the content of this RFI and any response.

· We request that all questionnaire responses are submitted to us by 11 August 2022. Whilst we are unable to guarantee we will incorporate all feedback into any subsequent future procurement exercise, we would state that there is greater potential for your suggestions to be considered in more depth, if you are able to submit a response in accordance with the deadline. 

Stage 3 – Procurement scoping and feedback

· We will collate and review the responses received. Responses will be used to develop and scope any commercial procurement strategy and inform the most suitable route to market.

· We will publish a summary of non-commercial generalised feedback in respect of the responses received and confirm the final route to market for any future procurement exercise via the Contracts Finder website.

GENERAL GUIDANCE
Please note that the DWP is conducting the market engagement exercise in accordance with the EU principles of equal treatment, non-discrimination (in respect of suppliers based in other EU member states) and transparency.

It is the intention that no one organisation will be in receipt of information which will not be available to all. To that end, it is important to stress that the eventual Call Transcription and Analytics service requirements will not be designed to give direct or indirect advantage to any potential supplier. All information concerning the procurement will be disseminated to all interested parties at the same time.

In submitting a response to this questionnaire, participating organisations acknowledge:

· that the information provided within their responses could potentially be disclosed to stakeholders. Organisations are therefore invited to clearly identify any information within its response that it considers is ‘commercially sensitive’.

· All costs associated with the production of such a response to a RFI must be borne by the Supplier. DWP will not contribute in any way to meeting production costs of any response.

Suppliers are requested to confirm that they have not, and they will not:

· canvass responses from any DWP staff. 

· attempt to fix or fix with any other person, the amount (including rates and prices to be quoted) of any future prospective tender. 

· enter into any agreement or arrangement with any other person that a person shall refrain from submitting a response to this questionnaire, or any subsequent formal competitive tendering documents including Capability Assessments, Selection Questionnaire or Invitation to Tender (ITT). 

· offer, give or agree to give any inducement or reward in respect of this prospective procurement.

For the avoidance of doubt, the above provisions shall not restrict any organisation in respect of discussing responses with their professional advisers or prospective commercial partners.

The market engagement notice, and any market engagement (RFI) documents issued pursuant to this exercise, are not a formal call for competition. Such documents have been produced solely for the purpose of conducting an early market engagement exercise to gather market intelligence and will not formally commence any procurement process or constitute any commitment by DWP to undertake any subsequent procurement exercise.  

Potential bidders will not be prejudiced by any response or failure to respond to this market engagement alert notice or RFI Questionnaire. Potential bidders must also note that a response to this market engagement exercise does not guarantee an invitation to participate in any future procurement that DWP may conduct, as this will be advertised separately as a formal call for competition, nor that DWP will procure any such supply and/or services or accept any proposals offered. 

DWP intends to conduct any subsequent formal procurement exercise of the required supplies and/or services by following the procedures laid down in the Public Contracts Regulations 2015 (PCR 2015) via a compliant route to market. In line with this legislation, market engagement will help identify that there is genuine competition in the marketplace prior to commencing the procurement exercise.

Instructions for submission of RFI questionnaire responses 

The DWP email contact for this market engagement is: ED.NETWORK@DWP.GOV.UK 

If you are interested in participating in this market engagement opportunity, please send an email to us with the following subject title: “Market Engagement for DWP Call Transcription - [Supplier Name]” attaching your Mutual NDA response. This will also trigger the sharing of any Clarification Responses.

This RFI document is available to access via the Contracts Finder website and includes the RFI questionnaire. The deadline for completing and submitting the RFI questionnaire is: 11 August 2022. 

Unfortunately, we will not be able to consider any responses received after this deadline. 

Please note, information gathered during this process including any RFI responses, will not be scored or used to pre-select or prohibit suppliers from participating in any future formal procurement process. Any competitive tender opportunity will be advertised as per the Public Contracts Regulations (PCR 2015) guidelines through a compliant route to market. Any pricing information submitted by the potential bidder in good faith will be considered indicative only and it is recognised that it does not represent a commercial commitment in any way.
PROBLEM STATEMENT
Context

The Department for Work and Pensions (DWP) are responsible for welfare, pensions, and child maintenance policy within the UK. As the UK’s biggest public service Department, it administers the State Pension and a range of working age and disability benefits to around 20 million citizens, primarily in the UK. The department is committed to doing everything it can to enhance the overall customer experience of our citizens.  

Citizens contact the Department via free of charge Non-Geographic Numbers (NGNs) when wishing to create, validate or query their benefit claims. NGNs are answered by agents within the DWP Next Generation Contact Centre (NGCC) which is the largest contact centre across all UK Government Departments and is one of the largest in Europe. The current managed service solution for NGCC ensures that all business groups can connect with and support customers from circa 135 locations, while also offering specialist services such as debt recovery, card payments and support for customers with complex needs.


DWP records all NGCC contact centre calls.  NGCC currently utilises a Genesys platform. NGCC uses Verint software as the solution for Voice Recording (VR), Speech Analytics (SA) and Call Quality Management (CQM). The recordings are then stored in the NGCC data centres for a 14-month period. 

Speech Analytics transcribes the call recording and then searches for key words within the call transcripts. It is used for identifying trends in customer intent, themes, and particularly emotive topics which in turn enables targeted planning by the business and operational teams. Verint SA does not provide a ‘real time’ solution, but it does provide insight on a day-by-day basis, enabling the business to respond to trends and themes. Historically, due to a limited pool of licenses, only 15-20% of the call received have been transcribed.

DWP started to operate a transcription service in January 2021 with an objective to provide an alert to the business, triggered by key words within the transcripts. 

This high-level process flow is represented below:




[image: ]
Future Approach

The Department have identified a business need to enhance the currently limited call transcription service to have comprehensive coverage of all inbound and outbound calls. Increasing call transcription and analysis to all calls will provide the quantitative/qualitative management information, insights and reporting that senior leaders are seeking. The proposed approach aims to support:

1. Improving the quality of services delivered to operational groups, enabling operational targets and key performance indicators (KPI) to be met, including transcription accuracy of above 90% with service availability above 99.99%.

2. Exploring the reduction in cost of public services through innovation schemes and more effective spend on innovative technologies.

3. Continuing to meet regulatory requirements and accepted best practice for contact centres whilst also being capable of adapting to new policy and legislation.

REQUIREMENT
Requirements were categorised into the following key themes:

1. Behavioural
2. Compliance
3. Emotion analysis
4. Good speech error rate
5. Real time alerts and reports
6. Watch terms

Stakeholders identified the following recurring themes during the requirement development:

1. Ability to train specific key words, phrases and tones.
2. Capture of events meeting criteria and then alert for follow up 
3. Integration with Interactive Voice Response (IVR) 
4. Proactive Notifications / Alerts/Reports 
5. New Trends/words
6. Word Clouds
7. Flexible expansion for volume peaks
8. API into Verint Call Recording Application
9. Integration with Chatbot

The solution therefore needs to:

1. Transcribe with an accuracy level exceeding the market average for transcription products.
2. Be a machine learning solution which can pick up key words, voice recognition and tone.
3. Provides word clouds whereby DWP can perform trend analysis upon identifying recurring words and can trigger notifications to identified users when new words/trends are identified.
4. API integration with:
a. Verint Call Recording application/databases
b. other technologies, e.g., webchat, video, textbox, etc.
5. Provided scalability in the event of additional volume due to unforeseen operational reasons.
6. Proactive MI reporting that can be utilised:
a. to inform performance/behaviours of agents and citizens
b. improve quality, efficiency, and customer service
c. review technical effectiveness of the solution e.g., accuracy, reliability etc. 
7. Be capable of operating alongside both the current NGCC and future DCCC platform (which includes an Azure subscription) to minimise dependencies on CCMP.

Please review the current draft requirement which are embedded below.


VOLUMETRICS
DWP currently receives, on a rolling annual average (May 21 to April 22), 3.7M inbound calls a month, with 3.0M answered, and 30% transcribed. 

Based on current volumes, the overall future volume including outbound calls, is expected to be made up of the following:

Inbound:
Annual calls answered = 33,894,215 + 2,425,976 = 36,320,191
Average inbound call duration = 10mins 40 secs
Total inbound ‘voice traffic’ = 387,192,396 mins

Outbound
Annual calls placed = 994,098
Average outbound call duration = 4mins 8 secs
Total outbound ‘voice traffic’ = 4,108,938 mins

Total
Annual ‘voice traffic’ in scope for this Service = 391,301,334 mins
Equivalent to 1.254 million mins/day (based on a 6-day week)

REQUEST FOR INFORMATION
We would be interested in hearing from you in respect of the following questions:	

	Ref
	Question

	
	Product

	1
	Please provide an overview of the service you can provide to meet our requirements, explaining how your core solution, and any add-on components, can achieve the required outcome.


	2
	Please explain any additional capabilities that you can offer that could further enhance the outcomes we are trying to achieve, e.g., automation, AI, machine-learning.


	3
	Please explain any challenges in achieving the attached requirements and any alternatives if you are unable to meet these.


	4
	Please provide a typical architecture design, including your preferred hosting environment and any required network connectivity. Please describe any capacity constraints that might exist.


	5
	If any components of the solution are based on open-source software, please detail which and explain how any associated risks are mitigated?


	6
	Please detail your future product roadmap, any planned major upgrades and their timing.


	7
	If requested, can you demonstrate your product within your environment as part of this RFI


	8
	Where are the solution boundaries between DWP and your services and what other dependencies do you have on DWP?


	9
	What components and activities would DWP be expected to supply and undertake to make your solution work?


	10
	Please describe how you would deploy the required solution with indicative timeframes.


	11
	Please provide case study references of similar engagements you have undertaken.


	
	Service

	12
	Please describe your support model, for example 24x7 directly, or via a partner? Please explain from which geographic locations support is provided.


	13
	Please provide a summary of your service monitoring capabilities and, whether they are controlled within UK borders. If not, please state the location(s) where this will occur.


	14
	Please confirm your standard service levels relating to performance, quality, and incident management of the solution, and how this relates to a typical Service Credit model? 


	
	Commercial

	15
	Please confirm whether your company is registered on any Crown Commercial Services (CCS) Frameworks, and if so which one(s)? Please confirm that the contact details contained within the CCS e-Sourcing procurement tool are up to date: https://Crown Commercial Service C&SM (bravosolution.co.uk


	16
	Please detail how your pricing model operates for the solution components, covering consumption-based, licencing (perpetual/ subscription), ongoing support and maintenance, including any price bandings, minimum commitments, or discount structures applicable.


	17
	Given our estimated volumes and the pricing model detailed above, please provide indicative pricing for your solution, assuming a contract with a 2-year initial term with +1+1 extension years. If applicable, please provide your standard licence terms, noting that these would operate within the content of the identified CCS Framework(s) above.


	18
	Please provide indicative pricing for the implementation and transition of this solution, giving consideration of our current technology landscape.


	19
	Please provide indicative day rates for any additional professional services that may be required using the industry standard Skills for Information Age (SFIA) framework. 


	
	Compliance

	20
	Accessibility - Please explain how you will provide a solution that will comply with ‘The Public Sector Bodies (Websites and Mobile Applications) (No.2) Accessibility Regulations 2018’ given that DWP regards the ‘common standard’ for applications to be the “AA” in line with the Web Content Accessibility Guidelines (WCAG) v2.1.


	21
	GDPR - Please explain how you will assist the Department in obtaining and maintaining compliance to GDPR, explaining which location(s) data will be stored and/or processed as part of your solution.


	22
	Social Value - Please confirm you companies’ willingness to comply with the adoption of Social Value measures specific to Supply Chain Diversity and that any sub-contractor will be paid on 30 days as per Policy Note 07/20. further detailed here:
https://www.gov.uk/government/publications/procurement-policy-note-0620-taking-account-of-social-value-in-the-award-of-central-government-contracts


	23
	Modern Slavery - Please confirm your companies’ willingness to complete an annual Modern Slavery Assessment Tool submission.


	24
	Carbon Reduction - Please confirm that your organisation adheres to Policy Decision Notice 06/21 further detailed here:
https://www.gov.uk/government/publications/procurement-policy-note-0621-taking-account-of-carbon-reduction-plans-in-the-procurement-of-major-government-contracts





ATTACHMENTS
	Non-Disclosure Agreement
	


	Call Transcription Requirements
	




OUR TIMETABLE
	DATE
	ACTIVITY

	26 July 2022
	Publication of the Request for Information

	27 July 2022
	Clarification period starts

	04 August 2022
	Clarification period closes

	11 August 2022
	Target date for submission of a RFI Response

	September 2022
	Confirm next steps to RFI Respondents



QUESTIONS AND CLARIFICATIONS
1. Suppliers may raise clarifications regarding any aspect of this RFI prior to the Clarification Deadline.
2. Clarifications should be submitted to the identified DWP contact.
3. To ensure that all Suppliers have equal access to information, anonymised responses to questions will be made available to every party that has signed the Mutual NDA on a regular basis.

COMMON ABBREVIATIONS
	Abbreviation
	Definition

	ACS
	Advanced Customer Support

	CCMP
	Contact Centre Modernisation Platform

	DWP
	Department for Work and Pensions

	NDA
	Non-Disclosure Agreement

	NGCC
	Next Generation Contact Centre

	NGN
	Non-Geographic Numbers

	SA
	Speech Analytics, a component of the Verint product suite

	WCAG
	Web Content Accessibility Guidelines
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	100% CALL TRANSCRIPTION RFI
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	100% CALL TRANSCRIPTION RFI
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NON-DISCLOSURE AGREEMENT







BETWEEN



THE DEPARTMENT FOR WORK AND PENSIONS



AND



[		insert company	]
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THIS AGREEMENT is made on [date]

BETWEEN:

(1) THE Department for Work and Pensions of Peel Park, Brunel Way, Blackpool, FY4 5ES (the “Authority“); and

(2) [Insert name, e.g. “WIDGET SUPPLY COMPANY LTD”] [(registered in England and Wales with company number [insert])] whose [registered office/principal place of business] is at [insert registered/principal address] (the “Organisation” and together with the Authority, the “Parties”).

WHEREAS:

Each Party wishes to receive Confidential Information from the other Party for the purpose of “Contact Centre Technical Resource” (the “Permitted Purpose”).

IT IS AGREED as follows:

1 Interpretation

1.1 In this Agreement, unless the context otherwise requires: 

		“Confidential Information”

		means:

0. Information, including all personal data within the meaning of the Data Protection Act 1998, and however it is conveyed, provided by the Disclosing Party pursuant to [or in anticipation of] this Agreement that relates to:

0. the Disclosing Party Group; or

0. the operations, business, affairs, developments, intellectual property rights, trade secrets, know-how and/or personnel of the Disclosing Party Group;

0. other Information provided by the Disclosing Party pursuant to [or in anticipation of] this Agreement that is clearly designated as being confidential or equivalent (whether or not it is so marked) or that ought reasonably to be considered to be confidential which comes (or has come) to the Receiving Party’s attention or into the Receiving Party’s possession in connection with the Permitted Purpose; 

0. discussions, negotiations, and correspondence between the Disclosing Party or any of its directors, officers, employees, consultants or professional advisers and the Receiving Party or any of its directors, officers, employees, consultants and professional advisers in connection with the Permitted Purpose and all matters arising therefrom; and

0. Information derived from any of the above,

but not including any Information that:

was in the possession of the Receiving Party without obligation of confidentiality prior to its disclosure by the Disclosing Party; 

the Receiving Party obtained on a non-confidential basis from a third party who is not, to the Receiving Party’s knowledge or belief, bound by a confidentiality agreement with the Disclosing Party or otherwise prohibited from disclosing the information to the Receiving Party;

was already generally available and in the public domain at the time of disclosure otherwise than by a breach of this Agreement or breach of a duty of confidentiality; or

was independently developed without access to the Confidential Information;



		“Crown Body”

		means any department, office or agency of the Crown;



		“Disclosing Party”

		means a Party that directly or indirectly discloses or makes available Confidential Information;



		“Disclosing Party Group”

		means:

(a) where the Disclosing Party is the Organisation, the Organisation and any company that is a holding company or subsidiary or subsidiary undertaking of the Organisation and any subsidiary or subsidiary undertaking of any such holding company; and

(b) where the Disclosing Party is the Authority, the Authority and any Crown Body with which the Authority or the Organisation interacts in connection with the Permitted Purpose[ and any subsidiary of the Authority];



		“EIRs”

		means the Environmental Information Regulations 2004;



		“FOIA”

		means the Freedom of Information Act 2000 and any subordinate legislation made under that Act, together with any guidance and/or codes of practice issued by the Information Commissioner or relevant Crown Body in relation to such legislation; 



		“Information”

		means all information of whatever nature, however conveyed and in whatever form, including in writing, orally, by demonstration, electronically and in a tangible, visual or machine-readable medium (including CD-ROM, magnetic and digital form);



		“Information Return Notice”

		has the meaning given to that expression in Clause 5.1;



		“Permitted Purpose”

		has the meaning given to that expression in the recital to this Agreement;



		“Receiving Party” 

		means the Party which directly or indirectly receives or obtains Confidential Information;



		“Receiving Party Authorised Person”

		has the meaning given to that expression in Clause 3.1; 



		“Request for Information”

		has the meaning set out in FOIA or any apparent request for information under the FOIA or the EIRs; and



		“Specified Scope”

		has the meaning given to that expression in Clause 5.1.





1.2 In this Agreement:

1.2.1 a reference to any gender includes a reference to other genders;

1.2.2 the singular includes the plural and vice versa;

1.2.3 the words “include” and cognate expressions shall be construed as if they were immediately followed by the words “without limitation”;

1.2.4 references to any statutory provision include a reference to that provision as modified, replaced, amended and/or re-enacted from time to time (before or after the date of this Agreement) and any prior or subsequent subordinate legislation made under it; 

1.2.5 the expressions "subsidiary", "holding company" and "subsidiary undertaking" shall have the meanings given to them in the Companies Act 2006;

1.2.6 headings are included for ease of reference only and shall not affect the interpretation or construction of this Agreement; and

1.2.7 references to Clauses are to clauses of this Agreement.

2 Confidentiality obligations

2.1 In consideration of the Disclosing Party providing Confidential Information, at its discretion, to the Receiving Party, the Receiving Party shall:

2.1.1 treat all Confidential Information as secret and confidential;

2.1.2 have in place and maintain proper security measures and procedures to protect the confidentiality of the Confidential Information (having regard to its form and nature); 

2.1.3 not disclose or permit the disclosure of any of the Confidential Information to any other person without obtaining the prior written consent of the Disclosing Party or, if relevant, other owner or except as expressly set out in this Agreement; 

2.1.4 not transfer any of the Confidential Information outside the [United Kingdom];

2.1.5 not use or exploit any of the Confidential Information for any purpose whatsoever other than the Permitted Purpose; and

2.1.6 immediately notify the Disclosing Party in writing if it suspects or becomes aware of any unauthorised access, copying, use or disclosure in any form of any of the Confidential Information.

2.2 The Receiving Party shall [be responsible for taking reasonable action to] ensure that each Receiving Party Authorised Person to whom it discloses Confidential Information observes the Receiving Party’s obligations under this Agreement as if such Receiving Party Authorised Person had undertaken the same obligations as the Receiving Party.

3 Permitted Disclosures 

3.1 The Receiving Party may disclose Confidential Information to those of its directors, officers, employees, consultants and professional advisers and auditors (each a “Receiving Party Authorised Person”) who:

3.1.1 reasonably need to receive the Confidential Information in connection with the Permitted Purpose; and

3.1.2 have been informed by the Receiving Party:

(a) of the confidential nature of the Confidential Information; and

(b)  that the Disclosing Party provided the Confidential Information to the Receiving Party subject to the provisions of a written confidentiality agreement.

3.2 The Receiving Party and each Receiving Party Authorised Person shall be entitled to disclose Confidential Information to the extent that it is required to do so by applicable law or by order of a court or other public body that has jurisdiction over the Receiving Party or Receiving Party Authorised Person, provided that Clause 4 shall apply to disclosures required under the FOIA or the EIRs.

3.3 Before making a disclosure pursuant to Clause 3.2, the Receiving Party or relevant Receiving Party Authorised Person shall, if the circumstances permit:

3.3.1 notify the Disclosing Party in writing of the proposed disclosure as soon as possible (and if possible before the court or other public body orders the disclosure of the Confidential Information); and

3.3.2 ask the court or other public body to treat the Confidential Information as confidential.

4 Additional Permitted Disclosures by the Authority and other Crown Bodies

4.1 Where the Disclosing Party is the Organisation, the Authority and any Crown Body to which Confidential Information has been disclosed in accordance with Clause 4.1.1, may disclose any of the Confidential Information:

4.1.1 to another Crown Body provided that the Authority or relevant Crown Body informs the recipient Crown Body of the confidential nature of the Confidential Information;

4.1.2 pursuant to the requirements of the FOIA or the EIRs;

4.1.3 to the extent the need for disclosure arises for the purpose of the examination and certification of the accounts of the Authority or relevant Crown Body or for any examination pursuant to section 6(1) of the National Audit Act 1983 of the economy, efficiency and effectiveness with which the Authority or relevant Crown Body is carrying out its public functions; and/or

4.1.4 if the Authority or Crown Body has reasonable grounds to believe that the Disclosing Party is involved in activity that may constitute a serious criminal offence and the disclosure is being made to a relevant investigating or enforcement authority.

4.2 The Organisation acknowledges that public bodies, including the Authority and other Crown Bodies, may be required under the FOIA or the EIRs to disclose Information, including Confidential Information, without consulting or obtaining consent from the Organisation.  The Authority shall take reasonable steps to notify the Organisation of a Request for Information (in accordance with the Secretary of State for Constitutional Affairs’ Code of Practice on the Discharge of the Functions of Public Authorities under Part 1 of the FOIA) to the extent that it is permissible and reasonably practical for it to do so but (notwithstanding any other provision in this Agreement) the Authority or other relevant Crown Body shall be responsible for determining in its absolute discretion whether any Confidential Information and/or any other Information is exempt from disclosure in accordance with the FOIA or the EIRs.

4.3 The Organisation shall provide all necessary assistance and cooperation as reasonably requested by the Authority or relevant Crown Body to enable the Authority or relevant Crown Body to comply with its obligations under the FOIA and the EIRs.

5 Return of Information and surviving obligations

5.1 The Disclosing Party may serve a notice (an “Information Return Notice”) on the Receiving Party at any time under this Clause 5.1.  An Information Return Notice must specify whether it relates to (i) all Confidential Information provided by the Disclosing Party which is protected by this Agreement or (ii) only specified Information or categories of Confidential Information so protected (in either case, the “Specified Scope”). On receipt of an Information Return Notice, the Receiving Party shall:

5.1.1 subject to Clause 5.2, at the Receiving Party’s option, securely destroy or return and provide to the Disclosing Party documents and other tangible materials that contain any of the Confidential Information within the Specified Scope, including in any case all copies of the relevant documents and other materials made by the Receiving Party and any Receiving Party Authorised Person; 

5.1.2 subject to Clause 5.2, ensure, so far as reasonably practicable, that all Confidential Information within the Specified Scope that are held in electronic, digital or other machine-readable form ceases to be readily accessible (other than by the information technology staff of the Receiving Party or Receiving Party’s Authorised Person) from any computer, word processor, voicemail system or any other device containing such Confidential Information; and

5.1.3 make no further use of any Confidential Information which falls within the Specified Scope. 

5.2 The provisions of Clauses 5.1.1 and 5.1.2 shall not apply to the extent that the Receiving Party or Receiving Party Authorised Person is required to retain any such Confidential Information by any applicable law, rule or regulation or requirement of any competent judicial, governmental, supervisory or regulatory body or for the purposes of any audit.

5.3 Following any destruction or return of Confidential Information to the Disclosing Party pursuant to Clause 5.1, the Receiving Party’s obligations under this Agreement shall otherwise continue in force without limit of time.

6 General

6.1 The Receiving Party acknowledges and agrees that all property, including intellectual property rights, in Confidential Information disclosed to it by the Disclosing Party shall remain with and be vested in the Disclosing Party or relevant member of the Disclosing Party Group.

6.2 This Agreement does not include, expressly or by implication, any representations, warranties or other obligations:

6.2.1 to grant the Receiving Party any licence or rights other than as may be expressly stated in this Agreement;

6.2.2 to require the Disclosing Party to disclose, continue disclosing or update any Confidential Information; or

6.2.3 as to the accuracy, efficacy, completeness, capabilities, safety or any other qualities whatsoever of any Information or materials provided pursuant to or in anticipation of this Agreement.

6.3 The rights, powers and remedies provided in this Agreement are cumulative and not exclusive of any rights, powers or remedies provided by law.  No failure or delay by either Party to exercise any right, power or remedy will operate as a waiver of it nor will any partial exercise preclude any further exercise of the same, or of some other right, power or remedy.

6.4 Without prejudice to any other rights or remedies that either Party may have, each Party acknowledges and agrees that damages alone may not be an adequate remedy for any breach by a Receiving Party or any Receiving Party Authorised Person of the provisions of this Agreement.  Accordingly, each Party acknowledges that the Disclosing Party shall be entitled to the remedies of injunction and specific performance as well as any other equitable relief for any threatened or actual breach of this Agreement and/or breach of confidence and that no proof of special damages shall be necessary for the enforcement of such remedies.

6.5 For the purposes of the Contracts (Rights of Third Parties) Act 1999 no one other than the Parties has the right to enforce the terms of this Agreement.

6.6 Each Party will be responsible for all costs incurred by it or on its behalf in connection with this Agreement.

6.7 This Agreement may be executed in any number of counterparts and by the Parties on separate counterparts, but shall not be effective until each Party has executed at least one counterpart.  Each counterpart shall constitute an original of this Agreement, but all the counterparts shall together constitute but one and the same instrument.

7 Notices

7.1 Any notice to be given under this Agreement (each a “Notice”) shall be given in writing and shall be delivered by hand and shall be deemed to have been duly given at the time of delivery provided that such Notice is sent to the relevant physical address, and expressly marked for the attention of the relevant individual, set out in Clause 7.2.

7.2 Any Notice:

7.2.1 if to be given to the Authority shall be sent to:

Peel Park, Phase Two, 2nd Floor East Wing Shell, Yellow Zone; Brunel Way, Blackpool FY4 5ES;



Attention:  Trevor Moss – DWP Commercial Lead

7.2.2 if to be given to the Organisation shall be sent to:

[Name of Organisation]
[Address]

Attention: [             ]

8 Governing law

8.1 This Agreement shall be governed by, and construed in accordance with, English law  and any matter claim or dispute arising out of or in connection with this Agreement whether contractual or non-contractual, shall be governed by and determined in accordance with English law.  

8.2 Each Party hereby irrevocably submits to the exclusive jurisdiction of the English courts in respect of any claim or dispute arising out of or in connection with this Agreement.  



IN WITNESS of the above this Agreement has been signed by the duly authorised representatives of the Parties on the date which appears at the head of page 1.






For and on behalf of the Authority



		Signature: ______________________________



		Date:



		Name:  Trevor Moss

		Position: Commercial Lead













For and on behalf of the Organisation



		Signature: ______________________________



		Date:



		Name:

		Position:
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		Ref		Type		Domain		Area		Title		Description		MOSCOW		RFI Respondant Remarks

		1		Functional		Scope		Core		Outcome		The solution must be able to identify specific calls through the application of keywords or phrases of the identified voice call volumetrics.
		Must

		2		Functional		Scope		Core		Capabilities		The solution must provide functionality to support keyword/phrase identification, Notification, transcription and the associated management information capabilities.
		Must

		3		Functional		Scope		Core		Delineation		The solution should delineate the transcription and analytics capabilities so that they can operate independently and be disaggregated if required in future.
		Could

		4		Functional		Scope		Core		Language Support		The solution must support English and Welsh languages at a minimum.
		Must

		5		Functional		Scope		Core		Real Time Audio		The solution could monitor the audio in real time.
		Could

		6		Functional		Scope		Core		Alternatives		The Supplier is encouraged to propose alternative approaches to achieving the outlined business outcomes focused on supporting Citizens, aligned to the concepts of notification, transcription and the associated MI.
Any alternative approach does not need to align to the current approach, solution, architecture or operational practices but does need to demonstrate how it will drive better business outcomes, including improving responsiveness and/or cost reductions.
The Supplier should describe the parameters of their solution to demonstrate the balance between providing a quicker transcription and alert time against the quality and costs of what is provided.
		Could

		7		Functional		Scope		Core		Added Value		The Supplier is encouraged to demonstrate additional value that the solution can offer. 

Examples include: Speech to Text (real-time or non real-time), Speech to Intent (with or without intermediate transcription), Behavioural/ Emotional Analytics, Speech Analytics (real-time or non real-time), Call Analysis, Multi Speaker Diarisation, Compliance Monitoring (client defined rules), PII Detection (via AI), Agent Performance Analysis, Meeting Room Solutions, Video Captioning (real-time or non real-time), Integration with Collaboration Solutions (e.g. Teams, Zoom), Synthetic Voice and/or Media Monitoring.

The supplier is encouraged to demonstrate how these might benefits might result in cost savings for the DWP.
		Should

		8		Functional		Scope		Notification		Key Word Changes		The solution must be capable of accepting additions and/or removals of keywords and phrases by the DWP as the business require. For instance if there are political policy decisions or cultural language changes.  Changes must be self serve, made easily and effective within [60] minutes. 
		Must

		9		Functional		Scope		Notification		Machine Learning - Key Word		The solution must 'learn' changes in phrasing etc. so there is not a need to keep updating the list of words, for example based on: Words, Topics, Entities, Named entities, Relationships, Intents, Event and dates, Transactional data (e.g., POS), Emojis, Mathematical symbols in context, Product attributes (e.g., model, memory, colour, brand, size, material), Personally identifiable information PII, Adverse media.
		Must

		10		Functional		Scope		Notification		Machine Learning - Other		The solution should identify customers through other indicators such as tone of voice, events, sentiments, including: Security and risk signals, Sentiment, Emotional signals (e.g., joy, frustration), Behavioural (e.g., interactions, likes), Demographic (e.g., age, gender, occupation, education), Psychographic (e.g., personality, values, opinions, attitudes, interests).
		Should

		11		Functional		Scope		Notification		Notification Format		The Supplier needs to agree the approach for raising an alert with the DWP, the detail of which can be finalised as part of onboarding. 

If based on a dashboard approach, this must be easily configurable in the event that it needs to be changed by DWP. The DWP recognises the limitations of a dashboard approach so the supplier is encouraged to provide alternatives as part of the proposal.
		Must

		12		Functional		Scope		Notification		Key Word Alerts		The solution must be able to trigger notification when a specific key word(s) is identified. 

The functionality may also be used to identify staff (as well as customers).
		Must

		13		Functional		Scope		Notification		Speed		The solution must issue all notifications within [a reasonable time, for example a few minutes] of the [key word being spoken/call ending/transcription completing].
		Must

		14		Functional		Scope		Notification		Real Time Alerts		The solution could provide real time notifications.
		Could

		15		Functional		Scope		Transcription		Audio		The solution must be capable of transcribing all audio calls, time-stamping utterances (words and sentence) and providing real-time confidence scoring.
		Must

		16		Functional		Scope		Transcription		Other Formats		The solution must be able to ingest text, audio and video recordings in different formats.
		Must

		17		Functional		Scope		Transcription		Input Types		In addition to spoken language, the solution must be capable of recognising specific speech input types (e.g., numerical, currencies, units of measures, etc.), automated punctuation and capitalization (explicit/implicit),
		Must

		18		Functional		Scope		Transcription		Data Masking		The solution must be able to mask personal or sensitive data as required (e.g. phone number, name, address etc).
		Must

		19		Functional		Scope		Transcription		Parties		The solution must transcribe the voices of all parties on the audio file and it must be clear which party is speaking in the transcription. This may include agent, citizen and 3rd party e.g. translation services.
		Must

		20		Functional		Scope		Transcription		Accuracy		The solution must transcribe with an average maximum Word Error Rate (WER) (the percentage of errors for every 100 words) of 10%.
		Must

		21		Functional		Scope		Transcription		Rate		The solution must transcribe all calls within [a reasonable time, for example a few mins of the call ending.
		Must

		22		Functional		Scope		Transcription		Continuous Improvement		The solution must demonstrate improvements in accuracy as the solution embeds and learns, for example by phonetic boosting, AI, etc
		Should

		23		Functional		Scope		Transcription		Confidence - General		Where confidence on a particular transcription is low, the solution must have a method of increasing this confidence e.g. the audio file is re-run (as required) in an attempt to improve recognition rates or for the solution to use dynamically adjustable latency for processing the audio file.
		Must

		24		Functional		Scope		Transcription		Confidence - Specific		The solution must identify where the confidence of the transcription of a particular word is low. This word should be highlighted so that it can be corrected.
		Must

		25		Functional		Scope		Transcription		Unique Identifier		The supplier must provide a solution which provides for the ability to link transcriptions with a unique identifier (i.e. embedded within the filename) and where possible this should be the same as the DWP's unique identifier for that individual/call (noting that different DWP product lines have different unique identifiers). 
		Must

		26		Functional		Scope		Transcription		Accents		The solution must be able to transcribe accurately different accents.
		Must

		27		Functional		Scope		Transcription		Language Services		The solution must demonstrate how it will operate with the Language Services teams for citizens whose first language isn't English or Welsh and may need interpretation.
		Must

		28		Functional		Scope		Transcription		Search		The solution must support the ability to search through transcriptions using any parameter e.g. date and time / a unique identifier / a key word.
		Must

		29		Functional		Scope		Transcription		Manipulation		The solution must allow transcripts to be edited for the purposes of internal training (only allowed by certain users based on access permissions).

This could also work as a tuning mechanism to increase accuracy.
		Must

		30		Functional		Scope		MI		Call MI		The solution must provide real-time and/or historic MI reporting on calls (including the subject(s) / topic(s) of the call) that can be utilised to inform performance and behaviours of Agents and Citizens, in order to improve quality, efficiency and customer service. It must be possible to aggregate this data at different levels; individual agents, DWP Business Unit and DWP overall.
		Must

		31		Functional		Scope		MI		MI Analysis		The solution should be able to provide MI analysis for specific keywords and/or phrases  linked to agent/business line/overall.  This analysis will help to identify trends through the year and the reasons for flagging e.g. intonation, words used. 

The MI user must also be able to view the percentage of interactions on a specific day during a user specified time period (i.e. using from and to dates), and compare  multiple datasets.
		Must

		32		Functional		Scope		MI		Word Clouds		The solution must be able to express word clouds based on keywords or phrases to identify trends by Benefit Line e.g. trends such as 'COVID 19' or 'payment not made'.
		Must

		33		Functional		Scope		MI		New Trend Alerts		The solution must have the ability to send notification to identified users when new word cloud trends are identified.
		Must

		34		Functional		Scope		MI		Performance		The solution must have the ability to report on the functional effectiveness of the solution e.g. accuracy, reliability, confidence rates, confidence rate limits etc.
		Must

		35		Functional		Implementation		Volumes		Agents		The Supplier must provide a solution which can be offered to all DWP agents as well as any agents working on DWP's behalf (there are currently around 50k external agents, representing 50% of the total).
		Must

		36		Functional		Implementation		Volumes		Call Volumes		The solution must provide for all incoming and outgoing audio calls. This solution is only focused on the voice portion of the call, not the preceeding call routing.

Inbound:
Annual calls answered = 33,894,215 + 2,425,976 = 36,320,191
Average inbound call duration = 10mins 40 secs
Total inbound ‘voice traffic’ = 387,192,396 mins

Outbound:
Annual calls placed = 994,098
Average outbound call duration = 4mins 8 secs
Total outbound ‘voice traffic’ = 4,108,938 mins

Total:
Annual ‘voice traffic’ for 100%CT consideration = 391,301,334 mins
Equivalent to 1.254 million mins/day (based on a 6 day week)
		Must

		37		Functional		Implementation		Volumes		Scalable		The solution must be scalable in the event we need to increase (or decrease) volumes to handle unexpected events such as change of government polices, Covid, etc.
		Must

		38		Functional		Implementation		Integration		Call Recordings		If the proposed solution will take advantage of the DWP Verint Call Recording solution, the platform must be able to integrate with both versions of the Verint API, v15.1 (SOAP) and v15.2 (REST). WAV files are in a 16-bit PCM format.
		Could

		39		Functional		Implementation		Integration		Voice Integration		If the proposed solution will take advantage of the DWP Voice platform, the solution must be able to integrate with Genesys Multicloud CX private edition.
		Could

		40		Functional		Implementation		Integration		Analytics		The solution must support the DWP preferred analytics solution of Business Objects.
		Must

		41		Functional		Implementation		Onboarding		Onboarding Approach		The Supplier must agree an onboarding, implementation and transition approach with DWP. Milestones and deliverables will be agreed between the two parties.
		Must

		42		Functional		Implementation		Onboarding		Load Testing		The Supplier must demonstrate the responsiveness of the solution under the required loads, for examples at peaks and troughs of call volumes. 
		Must

		43		Functional		Implementation		Onboarding		Training		The Supplier must provide the relevant training support and coaching to DWP on the solution and its functions etc.
		Must

		44		Functional		Implementation		Onboarding		Aftercare and support		The Supplier must provide reasonable aftersales support to help overcome any implementation and operational issues and engagement in order to inform their product roadmap (lifespan, end-of-life approach, future planned development).
		Must

		45		Functional		Implementation		Interoperability		Interoperability		The solution must be capable of interoperating with other DWP services and/or components without imposing any restrictions on their implementation approach.. This extends to outsourced agents, calls and applications, including the future DCCC solution (which is cloud hosting in Azure).
		Must

		46		Functional		Implementation		Interoperability		Reusability		The solution must permit the associated services or components to be reused by other applications.
		Must

		47		Functional		Implementation		Offboarding		Offboarding		The Supplier must provide the required offboarding deliverables in line with the Framework agreement.
		Must

		48		NFR		Technical		Standards		Storage		The solution must be capable of integrating with the DWP document management system (DCM) where files must be stored (note: the DWP are not looking for new storage functionality as part of this solution),
		Must

		49		NFR		Technical		Standards		File Format		The solution must be able to save files (i.e. transcriptions) in a format agreed with the DWP (e.g. docx, pdf and rtf).
		Must

		50		NFR		Technical		Standards		Version Control		The solution must time and date stamp files (i.e. transcription) for security purposes and to providing version control.
		Must

		51		NFR		Technical		Standards		Hosting		The solution must be capable of deployment within DWP's Azure instance.
		Must

		52		NFR		Technical		Standards		Architecture		The solution must conform to architectural best practice and standards.
		Must

		53		NFR		Technical		Standards		Security		The Supplier must comply with DWP security standards per this link:

https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards
		Must

		54		NFR		Technical		Standards		Accessibility Tools		The Solution shall ensure compliance with Authority presentation and accessibility standards for all desktop delivered instances of the Service, which must comply with WCAG 2.1 AA. The User Interface shall support the following desktop applications, as a minimum: JAWS, Zoom Text, Read and Write Gold and Dragon.
		Must

		55		NFR		Technical		Standards		Accessibility - WCAG		The solution must be compliant with "The Public Sector Bodies (Websites and Mobile Applications) (No.2) Accessibility Regulations 2018".

The "common standards" DWP requires applications to meet are the Web Content Accessibility Guidelines version 2.1.
		Must

		56		NFR		Service Management		Approach		Asset Control		If required to support the solution, the solution must support asset management which capable of tracking usage (i.e. licences) and user assignment (i.e. named user). Changes must be self serve, made easily and effective within 60 minutes.
		Must

		57		NFR		Service Management		Approach		Access Control		The solution must allow designated Admin users to view and amend the levels of access that Standard users have to the solution that is self-serve and easily accessible.
		Must

		58		NFR		Service Management		Approach		Admin Controls		The solution needs to support a hierarchical model to differentiate between normal Admin users who have access to their business area and Super Admins who have full access.
		Must

		59		NFR		Service Management		Approach		ITIL Integration		The Supplier must be able to integrate with the existing DWP ITIL functions, including Incident, Problem and Change Management, using the DWP Service Now incident management tool. (DWP Place)
		Must

		60		NFR		Service Management		SLA/KPI		Core Hours		The core hours are Monday to Friday (8am to 8pm) and Saturday (8am to 1pm).

If these hours are required to change, the Supplier should be able to flex accordingly.to support the required fix and response times across all severity levels, and any required escalation processes.

The Supplier should also be capable of providing out of hours support at all other times.
		Must

		61		NFR		Service Management		SLA/KPI		Availability		Within the Core Hours the Availability threshold is 99.99%.
		Must

		62		NFR		Service Management		SLA/KPI		Incident Resolution		The Supplier must resolve any incidents in accordance with specific incident management SLAs within the Core Hours.
		Must

		63		NFR		Service Management		SLA/KPI		Incident MI		The Supplier must report any operational/security/other incidents in accordance with the agreed incident management SLAs.
		Must

		64		NFR		Service Management		SLA/KPI		Disaster Recovery		The supplier must prove the ability of the service or its components to be recovered to an operational state in the event of a disaster.

The solution must support SLAs for disaster recovery and restoration times. The Supplier should list any key metrics such as Restore Point Objective (RPO) and Restore Time Objective (RTO) e.g. 15 mins, that the solution is capable of meeting.
		Must

		65		NFR		Commercial		T&Cs		Invoicing		The Supplier will adopt the Authority’s electronic purchase to pay (P2P) routes, including e-Invoicing. 

		66		NFR		Commercial		T&Cs		Invoicing		The Supplier must accurately invoice DWP in line with the agreed schedule, with payment to made within 30 days of receipt of a valid invoice.
		Must

		67		NFR		Commercial		T&Cs		GDPR		The Supplier must comply with General Data Protection Regulation (GDPR) in line with the Framework T&Cs
		Must






