
 

 

 
RM6100 Order Form – Lots 2, 3 and 5 

RM6100 Technology Services 3 Agreement  
Framework Schedule 4 - Annex 1 

Lots 2, 3 and 5 Order Form 

 
Order Form 

 
This Order Form is issued in accordance with the provisions of the Technology Services 3 
Framework Agreement RM6100 dated 28th April 2023 between the Supplier (as defined below) 
and the Minister for the Cabinet Office (the "Framework Agreement") and should be used by 
Buyers after making a direct award or conducting a further competition under the Framework 
Agreement. 

The Contract, referred to throughout this Order Form, means the contract between the 
Supplier and the Buyer (as defined below) (entered into pursuant to the terms of the 
Framework Agreement) consisting of this Order Form and the Call Off Terms. The Call-Off 
Terms are substantially the terms set out in Annex 2 to Schedule 4 to the Framework 
Agreement and copies of which are available from the Crown Commercial Service website 
http://ccs-agreements.cabinetoffice.gov.uk/contracts/rm1234. The agreed Call-Off Terms for 
the Contract being set out as the Annex 1 to this Order Form. 
 
The Supplier shall provide the Services and/or Goods specified in this Order Form (including 
any attachments to this Order Form) to the Buyer on and subject to the terms of the Contract 
for the duration of the Contract Period. 
 
In this Order Form, capitalised expressions shall have the meanings set out in Schedule 1 
(Definitions) of the Call-Off Terms  
 
This Order Form shall comprise: 
 
1. This document headed “Order Form”;  
2. Attachment 1 – Services Specification; 
3. Attachment 2 – Charges and Invoicing; 
4. Attachment 3 – Implementation Plan;  
5. Attachment 4 – Service Levels and Service Credits;  
6. Attachment 5 – Key Supplier Personnel and Key Sub-Contractors;  
7. Attachment 6 – Software;  
8. Attachment 7 – Financial Distress; 
9. Attachment 8 - Governance  
10. Attachment 9 – Schedule of Processing, Personal Data and Data Subjects; 
11. Attachment 10 – Transparency Reports; and  
12. Annex 1 – Call Off Terms and Additional/Alternative Schedules and Clauses.  
 
The Order of Precedence shall be as set out in Clause 2.2 of the Call-Off Terms being: 
 

.1.1 the Framework, except Framework Schedule 18 (Tender); 

.1.2 the Order Form; 

.1.3 the Call Off Terms; and  





















 

 

 

Attachment 1   

 

REDACTED TEXT under FOIA Section 





 

 

Part D – Risk Register     
 
 
Managed at programme level 

 
Part E – Early Termination Fee(s) 
 
[Insert calculation for any early termination fee(s) – see Call-Off Terms Clause 36.2.1.] 
  



 

 

Attachment 3 – Outline Implementation Plan 
 
Refer to work package 
 



 

 

 
Attachment 4 – Service Levels and Service Credits 

 
[Guidance Note: The following are included by way of example only. Procurement-specific 
Service Levels should be incorporated] 
 

Service Levels and Service Credits 
 
Not Applicable 



 

 

 
Critical Service Level Failure  
Not Applicable 
 
 



 

 

 
Attachment 5 – Key Supplier Personnel and Key Sub-Contractors 

 
.1.5 The Parties agree that they will update this Attachment 5 periodically to record any 

changes to Key Supplier Personnel and/or any Key Sub-Contractors appointed by the 
Supplier after the Commencement Date for the purposes of the delivery of the 
Services. 

Part A – Key Supplier Personnel  
 
Not Applicable. 

 
Part B – Key Sub-Contractors  
 
Not Applicable 



 

 

Attachment 6 – Software 
 

.1.1 The Software below is licensed to the Buyer in accordance with Clauses 
20 (Intellectual Property Rights) and 21 (Licences Granted by the Supplier). 

.1.2 The Parties agree that they will update this Attachment 6 periodically to record any 
Supplier Software or Third Party Software subsequently licensed by the Supplier or 
third parties for the purposes of the delivery of the Services. 

Part A – Supplier Software 
 
Not applicable 
 

 
 
 
Part B – Third Party Software 
 
The Third Party Software shall include the following items: 

 
Not  Applicable 







 

 

proceedings relating to major historic enquiries; personal 

information that is processed with regard to the prevention and 

detection of fraud; personal information used to verify an identity; 

the undertaking of statistical and analytical analysis, and the 

fulfilment of legal requirements and responsibilities. The 

processing is not consent based due to the nature of the data held 

and the purposes for processing. 

Specifically, the nature and processing for the Supplier is in order 

to facilitate these actions and to also inform the delivery of the 

Digital Services at the Border. 

 

 

 

 
Type of Personal Data Access to personal data is not guaranteed and only arises if support 

scenarios present themselves in this case, access to personal data 

is incidental   

1. Travel Document Information (TDI) data collected at the 

immigration control; information contained in the machine-

readable zone of a passport or travel document, includes: 

Full name, gender, date of birth, nationality, type of travel 

document, travel document number, travel document 

issuing state, travel document expiry date and images 

2. Operational instructions for the purposes of protecting and 

securing the UK border; individuals to be declined entry to 

the UK may formulate such instruction sets.   

3. Fingerprint collected from the passenger at the Primary 

Control Point (PCP). 

4. Information presented by the Home Office Border Force 

Warnings Index System and Helios System: 

a. Headline data of Watchlist / Threat data. (which 

could include in addition to the TDI above: address, 

build, distinguishing features, organisation name, 

complexion, ethnicity, identification marks, 

language, marital status, NPIN, place of birth, 

religion) 

b. INTERPOL's database of stolen and lost travel 

documents 

c. The United Nations’ Security Council / Council of 

the European Union international travel ban list (July 

2016: over 1300 individuals currently subjected to 

international travel ban). 

System and user audit data (logs collected for protective monitoring 

purposes). 

REDACTED TEXT under FOIA Section 



 

 

Categories of Data 

Subject 

Members of the public 

Plan for return and 

destruction of the data 

once the processing is 

complete 

UNLESS requirement 

under union or member 

state law to preserve that 

type of data 

Data is not held, only viewed and used for analysis on Home Office-

supplied devices (POISE devices) when required. Data is not held 

or transferred to BAE Systems network or devices. 

 



 

 

 
 

 
Attachment 10 – Transparency Reports 

 
Not Applicable 



 

 

 
Annex 1 – Call Off Terms and Additional/Alternative Schedules and 

Clauses 
 
The following clause from the call off contract does not apply to this contract:  
Clause 23.4.4 of the Framework Agreement :  
 
23.4.4     

 
 

 
           

 
 

 
 

 
 

REDACTED TEXT under FOIA Section 




