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Market Intelligence and Document Search Platform 
Our reference FRC2024–075

	Supplier Name
	

	Registered Address
	


	Registered company number
	


	VAT number (if applicable)
	

	Please state if your company is a SME or VCSE
		
	Classification
	Yes / No

	SME
	Small Medium Enterprise
“SME” means an enterprise falling within the category of micro, small and medium-sized
enterprises defined by the Commission Recommendation of 6 May 2003 concerning the definition of micro, small and medium-sized enterprises 

	

	VCSE
	Voluntary, Community & Social Enterprise
“VCSE” means a non-governmental organisation that is value-driven and which principally reinvests its surpluses to further social, environmental or cultural objectives.
	




	Please state if your organisation or supply chain have risks associated with the current Russia / Ukraine conflict
		
	Question
	Your response

	1
	We have identified no known risk to our organisation or supply chain associated with the current Russia / Ukraine conflict.
	Yes / No

	2
	We have identified the following risk(s) to our organisation and/or supply chain associated with the current Russia / Ukraine conflict.
	Please state

	3
	What action are being taking to address /managed the above?
	Please state




	Contact:

	Name 
	

	Position
	

	Email
	

	Telephone
	

	Date
	


This must be printed on your letterhead and signed.
























Form of tender
FRC2024–075 Market Intelligence and Document Search Platform
To:	 Financial Reporting Council (FRC)

1. I/we have read the ITT documentation (including all associated annexes) and, subject to and upon the terms and conditions contained in the said documents, I/we offer to deliver the contract, at the rates or prices quoted by me/us as shown below.

2. I/we agree that any contract that may result from my/our tender shall be based upon the ITT documentation (including all relevant associated annexes) and my/our Form of Tender inclusive of pricing information.

3. I/we agree that any other terms or conditions or any reservations that may be printed on any correspondence or document from me/us either in connection with this tender, or any contract resulting from this tender, shall not be applicable to the contract.

4. I/we have abided by the requirements set out in the ITT Notices and Instructions of the ITT.

5. The rates and prices quoted in the tender are valid for a period of 90 days from the tender closing date and the tender shall remain binding and open for acceptance at any time prior to the expiration of that period.

6. The date of my/our tender is the date of this Form of Tender.

7. I/we understand that FRC is not bound to accept any tender it may receive and that FRC has no liability to me/us in respect of any expenses incurred by me/us in preparing and submitting my/our tender.

8. I/we agree that the FRC may disclose the Contractor's information/documentation (submitted to FRC during this Procurement) more widely within Government for the purpose of ensuring effective cross-Government procurement processes, including value for money and related purposes.

9. I/we tenderer represents and warrant that a conflict of interest check has been carried out and that check revealed no conflicts of interest / the following conflict exists and the proposal to manage / mitigate this conflict of interest it. (delete as appropriate)


10. I/we confirm there are no known issues relating to our organisation’s financial position and financial strength nor any specific issues that could impact on operations over the course of the proposed contract.

I/we confirm that our organisation is not subject to any current or impending legal action, either formal proceedings or notification of legal action, which could impact on the financial viability of our organisation to deliver of the services.

I/we confirm that we have observed the delivery deadline date (where applicable) and our organisation can meet this /these dates. 

11. I/we confirm that this is a bona fide competitive tender and our organisation has not 
communicate to a person, other than a member of FRC; entered into any agreement or arrangements with any other person, that they shall refrain from tendering, or regarding the amount of any tender to be submitted not offered to pay or give, or agree to pay or give, any sum of money or valuable consideration directly or indirectly to any person in relation to this /any tender or proposed tender.

12. I/we confirm that we do not condone any activity which constitutes modern slavery or human trafficking under the Modern Slavery Act (MSA) 2015, we expect our suppliers (and supply chain) to maintain the same approach and to have policies and procedures in place to minimise the risk of modern slavery occurring.

13. I/we understand that FRC reserves the right to take up references if our proposal is successful. 






Yours sincerely



Name
Title

Date





	Tender Response template
Please refer to our Statement of Requirements.

	1. FRC’s requirement
Our requirement is therefore a subscription with a platform provider (with the breadth and depth of the data we require) that can provide the content within the required data categories 

	Please demonstrate that you can meet the FRC’s requirement. Existing brochures of your offer will be accepted (however must cover all the core stated Requirements). Please refer to the Statement of Requirements.



	2. FRC seeks to achieve Value for Money 


	Please provide costing information if not already provided in the above response. 


	3. The FRC may require shortlisted suppliers to demo their solution.

	Please indicate availability, the dates are: -
02/10/2024 at 3.00pm
02/10/2024 at 4.00pm



	4. Platform Terms & Conditions

	Please supply the Terms & Conditions that govern your solution (if not already contain in response to Q1)







	
QUESTION 5 – Supplier Due diligence questionnaire 


	

Amend as appropriate (you should only need to complete the applicable questionnaire)

I/we confirm that we have completed and attach the;

	Document type
	Document

	· Supplier Due Diligence questionnaire – Processor

	


	· Supplier Due Diligence questionnaire - Controller
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		FRC's Data Processing Due Diligence Questionnaire



		

		

		



		As part of the provision of the (proposed) Service(s), we understand you will process personal data on our behalf as a “controller.” 


To give us comfort that you are able to do this compatibly with data protection legislation, we kindly ask you to complete our attached Supplier Due Diligence Questionnaire and send your response to procurement@frc.org.uk.


If, in providing your service, you will not process any personal data on our behalf, please explain why this is the case in your response to Question 5. 



		



		



		



		



		

		

		



		 

		Question

		Answer



		

		

		



		General 



		1.        

		Company Name.

		 



		2

		Company number.

		 



		3

		ICO Registration number

		 



		4

		Data protection contact details.

		 



		5

		Brief description of service provided and personal data you will process on the FRC’s behalf.

		 



		Sub-Processors 



		6

		Third parties to whom you will disclose FRC personal data.

		 



		7

		Your process for choosing sub-processors and auditing their compliance.

		 



		Overseas transfers



		8

		Geographic location(s) in which you / your sub-processors will process our personal data including for storage and back up purposes.

		 



		9

		In using your service/ product (including online account creation and log in, if applicable), please confirm if the FRC will be exporting any personal data to a country which does not benefit from a data adequacy decision with the UK.



If yes, please provide your reasoning.

		



		10

		How transfers of our personal data out of the UK/EEA – including to sub-processors - will be made compatibly with data protection legislation.

		 



		11

		How you will guarantee our continued access to data held outside the UK but within the EEA.

		 



		Data Subjects



		12

		Details of how you can delete, amend and extract our personal data and restrict its use upon request.

		 



		13

		Process and timing for notifying us if you receive a request from a data subject of our personal data.

		 



		Security and breaches



		14

		Technical and organisational security measures (including security certifications) in place to secure our personal data.

		 



		15

		Process and timing for notifying us if our personal data is involved in a data breach.

		 



		16

		Have you had to notify the ICO of a personal data breach within the last 12 months? 

		 



		17

		If yes, please confirm what steps have been taken to prevent a recurrence of that or similar breaches.

		 



		UK GDPR compliance



		18

		As data controller the obligation is on the FRC to have GDPR compliant processor terms in place. Our standard Data Processing Terms are below. 

We expect Supplier’s to accept these provisions with no objection or state your objection. 

		 







		19

		Details of how your service is UK GDPR compliant (in particular with the principles in Articles 5) plus copies of any relevant data protection impact assessments.

		 



		 







												



Data Sharing  Clause

Data Protection

Definitions:  In this Clause, the following terms shall have the following meanings: 

"controller", "processor", "data subject", "personal data", "processing" (and "process") and "special categories of personal data" shall have the meanings given in Applicable Data Protection Law; 

"Applicable Data Protection Law" shall mean UK Data Protection law and, where relevant, EU Data Protection Law.

"EU Data Protection Law" means (i) Regulation 2016/679 of the European Parliament and of the Council on the protection of natural persons with regard to the Processing of Personal Data and on the free movement of such data (General Data Protection Regulation) (the "EU GDPR"); (ii) the EU e-Privacy Directive (Directive 2002/58/EC); and (iii) any and all applicable national data protection laws made under, pursuant to or that apply in conjunction with any of (i), (ii) or (iii); in each case as may be amended or superseded from time to time;

"UK Data Protection Law" means: (i) the EU GDPR as saved into domestic law by virtue of section 3 of the European Union (Withdrawal) Act 2018 (the "UK GDPR"); (ii) the Data Protection Act 2018; (iii) the Privacy and Electronic Communications (EC Directive) Regulations 2003; in each case as may be amended, repealed or replaced from time to time; and

 “You” means you/your company.

Relationship of the parties:  In connection with the agreement for services to the Financial Reporting Council (FRC)], the FRC is a controller of the Data it discloses to You, and You will process the Data as a separate and independent controller strictly for the Permitted Purpose described in Clause 1.4.  In no event will the parties process the Data as joint controllers.  Each party shall be individually and separately responsible for complying with the obligations that apply to it as a controller under Applicable Data Protection Law.

Personal Data (Data):  The Parties acknowledge that the subject-matter and duration of the processing, the nature and purpose of the processing, the type of data and categories of data subjects are set out further in the Agreement.  For these purposes “Agreement” includes any quote, purchase order, instructions or documentation which describes the provision of the relevant supplies/services.

Permitted Purpose:  You shall process the Data described in Clause 1.3 and in the Agreement only and strictly for the performance of your obligations under the Agreement or as otherwise agreed in writing by the parties, except where otherwise required by any law applicable to FRC.  In no event shall You process the Data for Your own purposes or those of any third party.  

Security:  You shall implement technical and organisational measures to protect the Data (i) from accidental or unlawful destruction, and (ii) loss, alteration, unauthorised disclosure of, or access to the Data (Security Incident).  

Subcontracting:  You may, at your election, appoint third party processors to process Data for the Permitted Purpose, provided that such processors: (a) agree in writing to process Data in accordance with Your documented instructions; (b) implement appropriate technical and organisational security measures to protect the Data against a Security Incident; and (c) otherwise provide sufficient guarantees that they will process the Data in a manner that will meet the requirements of Applicable Data Protection Law.

Cooperation:  In the event that either Party receives any correspondence, enquiry or complaint from a data subject, regulator or other third party ("Correspondence") related to (a) the disclosure of the Data by the FRC to You for the Permitted Purpose; or (b) processing of Data by the other Party, it shall promptly inform the other Party giving full details of the same, and the Parties shall cooperate reasonably and in good faith in order to respond to the Correspondence in accordance with any requirements under Applicable Data Protection Law.

International transfers:  You shall not process any Data (nor permit any Data to be processed) in a territory outside of the United Kingdom or, where applicable, the  European Economic Area  unless you have taken such measures as are necessary to ensure the transfer is in compliance with Applicable Data Protection Law, including but not limited to: (i) transferring the Data to a recipient in a country that the Secretary of State or the European Commission (as applicable) has decided provides adequate protection for personal data, (ii) to a recipient that has achieved binding corporate rules authorisation in accordance with Applicable Data Protection Law, or (iii) to a recipient that has executed standard contractual clauses adopted or approved by the Secretary of State or the Information Commissioner or, where relevant, the European Commission.

Survival:  This Clause shall survive termination or expiry of the Agreement.  Upon termination or expiry of the Agreement, You may continue to process the Data provided that such processing complies with the requirements of this Clause and Applicable Data Protection Law.
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		FRC's Data Processing Due Diligence Questionnaire



		

		

		



		As part of the provision of the (proposed) Service(s), we understand you will process personal data on our behalf as a “controller.” 


To give us comfort that you are able to do this compatibly with data protection legislation, we kindly ask you to complete our attached Supplier Due Diligence Questionnaire and send your response to procurement@frc.org.uk.


If, in providing your service, you will not process any personal data on our behalf, please explain why this is the case in your response to Question 5. 



		



		



		



		



		

		

		



		 

		Question

		Answer



		

		

		



		General 



		1.        

		Company Name.

		 



		2

		Company number.

		 



		3

		ICO Registration number

		 



		4

		Data protection contact details.

		 



		5

		Brief description of service provided and personal data you will process on the FRC’s behalf.

		 



		Sub-Processors 



		6

		Third parties to whom you will disclose FRC personal data.

		 



		7

		Your process for choosing sub-processors and auditing their compliance.

		 



		Overseas transfers



		8

		Geographic location(s) in which you / your sub-processors will process our personal data including for storage and back up purposes.

		 



		9

		In using your service/ product (including online account creation and log in, if applicable), please confirm if the FRC will be exporting any personal data to a country which does not benefit from a data adequacy decision with the UK.



If yes, please provide your reasoning.

		



		10

		How transfers of our personal data out of the UK/EEA – including to sub-processors - will be made compatibly with data protection legislation.

		 



		11

		How you will guarantee our continued access to data held outside the UK but within the EEA.

		 



		Data Subjects



		12

		Details of how you can delete, amend and extract our personal data and restrict its use upon request.

		 



		13

		Process and timing for notifying us if you receive a request from a data subject of our personal data.

		 



		Security and breaches



		14

		Technical and organisational security measures (including security certifications) in place to secure our personal data.

		 



		15

		Process and timing for notifying us if our personal data is involved in a data breach.

		 



		16

		Have you had to notify the ICO of a personal data breach within the last 12 months? 

		 



		17

		If yes, please confirm what steps have been taken to prevent a recurrence of that or similar breaches.

		 



		UK GDPR compliance



		18

		As data controller the obligation is on the FRC to have GDPR compliant processor terms in place. Our standard Data Processing Terms are below. 

We expect Supplier’s to accept these provisions with no objection or state your objection. 

		 







		19

		Details of how your service is UK GDPR compliant (in particular with the principles in Articles 5) plus copies of any relevant data protection impact assessments.

		 



		 







												



Data Sharing  Clause

Data Protection

Definitions:  In this Clause, the following terms shall have the following meanings: 

"controller", "processor", "data subject", "personal data", "processing" (and "process") and "special categories of personal data" shall have the meanings given in Applicable Data Protection Law; 

"Applicable Data Protection Law" shall mean UK Data Protection law and, where relevant, EU Data Protection Law.

"EU Data Protection Law" means (i) Regulation 2016/679 of the European Parliament and of the Council on the protection of natural persons with regard to the Processing of Personal Data and on the free movement of such data (General Data Protection Regulation) (the "EU GDPR"); (ii) the EU e-Privacy Directive (Directive 2002/58/EC); and (iii) any and all applicable national data protection laws made under, pursuant to or that apply in conjunction with any of (i), (ii) or (iii); in each case as may be amended or superseded from time to time;

"UK Data Protection Law" means: (i) the EU GDPR as saved into domestic law by virtue of section 3 of the European Union (Withdrawal) Act 2018 (the "UK GDPR"); (ii) the Data Protection Act 2018; (iii) the Privacy and Electronic Communications (EC Directive) Regulations 2003; in each case as may be amended, repealed or replaced from time to time; and

 “You” means you/your company.

Relationship of the parties:  In connection with the agreement for services to the Financial Reporting Council (FRC)], the FRC is a controller of the Data it discloses to You, and You will process the Data as a separate and independent controller strictly for the Permitted Purpose described in Clause 1.4.  In no event will the parties process the Data as joint controllers.  Each party shall be individually and separately responsible for complying with the obligations that apply to it as a controller under Applicable Data Protection Law.

Personal Data (Data):  The Parties acknowledge that the subject-matter and duration of the processing, the nature and purpose of the processing, the type of data and categories of data subjects are set out further in the Agreement.  For these purposes “Agreement” includes any quote, purchase order, instructions or documentation which describes the provision of the relevant supplies/services.

Permitted Purpose:  You shall process the Data described in Clause 1.3 and in the Agreement only and strictly for the performance of your obligations under the Agreement or as otherwise agreed in writing by the parties, except where otherwise required by any law applicable to FRC.  In no event shall You process the Data for Your own purposes or those of any third party.  

Security:  You shall implement technical and organisational measures to protect the Data (i) from accidental or unlawful destruction, and (ii) loss, alteration, unauthorised disclosure of, or access to the Data (Security Incident).  

Subcontracting:  You may, at your election, appoint third party processors to process Data for the Permitted Purpose, provided that such processors: (a) agree in writing to process Data in accordance with Your documented instructions; (b) implement appropriate technical and organisational security measures to protect the Data against a Security Incident; and (c) otherwise provide sufficient guarantees that they will process the Data in a manner that will meet the requirements of Applicable Data Protection Law.

Cooperation:  In the event that either Party receives any correspondence, enquiry or complaint from a data subject, regulator or other third party ("Correspondence") related to (a) the disclosure of the Data by the FRC to You for the Permitted Purpose; or (b) processing of Data by the other Party, it shall promptly inform the other Party giving full details of the same, and the Parties shall cooperate reasonably and in good faith in order to respond to the Correspondence in accordance with any requirements under Applicable Data Protection Law.

International transfers:  You shall not process any Data (nor permit any Data to be processed) in a territory outside of the United Kingdom or, where applicable, the  European Economic Area  unless you have taken such measures as are necessary to ensure the transfer is in compliance with Applicable Data Protection Law, including but not limited to: (i) transferring the Data to a recipient in a country that the Secretary of State or the European Commission (as applicable) has decided provides adequate protection for personal data, (ii) to a recipient that has achieved binding corporate rules authorisation in accordance with Applicable Data Protection Law, or (iii) to a recipient that has executed standard contractual clauses adopted or approved by the Secretary of State or the Information Commissioner or, where relevant, the European Commission.

Survival:  This Clause shall survive termination or expiry of the Agreement.  Upon termination or expiry of the Agreement, You may continue to process the Data provided that such processing complies with the requirements of this Clause and Applicable Data Protection Law.
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