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Schedule 2 (Services Description) 
1. INTRODUCTION 

1.1. General 

1.1.1. This schedule specifies the intended scope of the Services to be provided by the 
Supplier under this Agreement and a description of what each of the Services 
entails. 

1.1.2. The requirements for the Services have been categorised under the following 
headings: 

(a) Implementation Services, comprising the elements as set out in Paragraph 2;  

(b) Operational Services, comprising the elements as set out in Paragraph 3; and 

(c) Optional Services, comprising the elements as set out in Paragraph 4. 

1.2. Scope 

1.2.1. The capabilities required for this Contract are summarised below: 

(a) to implement and cutover to the Supplier Solution in its entirety (the “Beta”) 
within eighteen (18) months of the Effective Date; 

(b) to provide the core NFWS functionality for Users within England: 

• define (geographic) Operational Boundaries and Target Areas; 

• provide a Common Operational Picture by region; 

• create Warnings and manage Warnings in force; 

• allow Users and Organisations to Register to receive Warnings; 

• issue location-based Warnings and other Messages through multiple 
Contact Channels; 

• obtain contact details for Unregistered Users for a region; 

• ingest data or publish data to GIS systems, address systems, flood risk 
mapping systems, telemetry systems, forecasting systems, and data sharing 
systems.  

(c) provide product delivery, user-centered services, IT Service Management and 
hosting;  

(d) provide the capability to introduce future services, such as additional geospatial 
services, new Contact Channels (e.g. social media, smart devices, mobile app), 
new flood and/or geospatial related digital services, and new Message types 
(e.g. environment related incidents, such as drought); and 

(e) provide the option for other Defra Group bodies, Risk Management Authorities, 
and other UK government departments to utilise the Services. 

2. IMPLEMENTATION SERVICES 

2.1. General 

2.1.1. The Supplier shall provide the Implementation Services necessary for the Supplier 
to: 

(a) provide the Operational Services required from Achievement of the ATP 
Milestone (as set out in Paragraph 3); and 
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(b) meet the Test Success Criteria for each Test relating to each Milestone as set 
out in Schedule 14 (Testing Procedures) Annex 4 (Test Success Criteria). 

2.1.2. The ATP Milestone Date shall be no later than eighteen (18) months from the 
Effective Date and the CPP Milestone Date shall be three (3) months from 
Achievement of the ATP Milestone. ATP Milestones and major “go-live” activities 
cannot occur in January, February, March, November, or December. 

2.1.3. With the exception of the phased activities set out in Paragraph 2.9.20, the Supplier 
shall plan for and subsequently implement a single cutover to the remaining 
Operational Services delivered from the ATP Milestone (as set out in Paragraph 3) 
that minimises the disruption incurred by Users. 

2.2. Outgoing Supplier exit activities 

2.2.1. The Supplier shall work with the Outgoing Supplier to agree the detailed sequence 
of Implementation Services and activities to be documented in the Outgoing 
Suppliers Exit Plan. 

2.2.2. The Supplier shall work with the Outgoing Supplier to ensure: 

(a) a smooth transfer of operations and Authority Data from the Outgoing Supplier 
to the Supplier; 

(b) no loss or corruption of Authority Data; 

(c) the transfer of “open” work-flow items (e.g. outstanding IT Service Management 
requests);  

(d) the considerate management of Transferring Former Supplier Employees; and 

(e) Users are kept informed of the changes. 

2.2.3. The Supplier shall obtain all necessary 

(a) Authority Data; 

(b) Authority Software; 

(c) Transferring Assets; 

(d) details of Transferring Former Supplier Employees; 

(e) any Telephone Operator Data Sharing Agreements held by the Outgoing 
Supplier which are transferring to the Supplier; and  

(f) any other information that the Authority has obtained from the Outgoing Supplier 

which are necessary for the Supplier to provide the Operational Services required 
from the ATP Milestone (as set out in Paragraph 3). 

2.3. Unregistered Users solution 

2.3.1. The Supplier shall work collaboratively with the Telephone Operators in order to 
agree technical and operational interfaces, and Telephone Operator Data Sharing 
Agreements, prior to the Business Readiness and Private Beta Milestone, which 
enable the Supplier to Ingest contact details for Unregistered Users into the 
Supplier System. The Supplier shall document this in an Unregistered Users 
Solution Design. 

2.4. User research and user centered design 

2.4.1. The Supplier shall review the Authority’s User research undertaken to date and be 
responsible for defining the ongoing User research strategy. The Supplier shall 
document their findings and their ongoing User research strategy in a User 
Research Discovery Report. 
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2.4.2. The Supplier shall be responsible for Testing the developing service throughout the 
Implementation Phase with likely Users to make sure it meets their needs, and 
understand and resolve usability issues.  

2.4.3. The Supplier shall be responsible for delivering the ongoing User research strategy 
defined in the User Research Discovery Report and the subsequent External User 
recruitment (e.g. members of the public and Organisations) that delivers that 
strategy. This may include but is not limited to:  

(a) paid for usability testing; 

(b) unmoderated testing; 

(c) pop up testing; 

(d) attendance at industry events; 

(e) provision of lab facilities; and  

(f) user recruitment incentivisation schemes 

during the Implementation Phase.  

2.4.4. The Supplier shall be responsible for defining the service design, interaction design, 
and content design strategies that will: 

(a) trial and test different ideas and concepts and hypotheses;  

(b) support A/B testing with Users (citizens and Organisations) to support the Users 
achieving their goals, desired outcomes, and improve User satisfaction;  

(c) highlight where policy could be changed to improve the end-to-end User 
journey; and 

(d) highlight where Message design can influence User behaviour. 

2.4.5. The Supplier shall work and collaborate with the Authority’s user centered design 
teams to create a level of design consistency and shared learning. 

2.4.6. The Supplier shall produce the relevant user research documents to support design 
decisions, which may include (but is not limited to) research reports, personas, user 
journey maps, and storyboards. 

2.5. Working with the Authority and Other Suppliers 

2.5.1. The Supplier shall work collaboratively with the Floodline Contact Centre (via the 
Authority) in order to agree the design of the IVR Contact Channel interactions, in 
accordance with the requirement as set out in WIP034 in Annex B. 

2.5.2. The Supplier shall lead a collaborative service design process with the Authority 
and Other Suppliers to capture and document a common understanding of the roles 
and responsibilities of all parties within the ITSM model for the Supplier Solution. 
The Supplier shall document this in an Operational Level Agreement. 

2.5.3. The Supplier shall lead a collaborative process with the Authority and Other 
Suppliers to capture input and document a Joint Statement of Intent. 

2.5.4. The Supplier shall work collaboratively with the Authority and Other Suppliers in 
order to agree technical interfaces between the Supplier Solution and Downstream 
Systems, in accordance with the requirements as set out in Annex C. 

2.5.5. The Supplier shall maintain Documentation related to the Implementation Phase 
and deliver monthly progress updates against the following items to the Authority 
before the 15th of each month: 

(a) the Detailed Implementation Plan; 
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(b) a summary of the Charges paid to date and a forecast of future Charges; 

(c) a log of all risks, assumptions, issues, and dependencies associated with the 
Implementation Phase (the “RAID Log”). 

2.6. Design Documentation 

2.6.1. The Supplier shall produce an Integration Specification for the Supplier Solution 
using the OpenAPI Specification. 

2.6.2. The Supplier shall produce a Detailed Design for the Supplier Solution in 
accordance with the technology architecture standards as set out in Schedule 4 
(Standards) Paragraph 5 (Technology Architecture Standards). 

2.6.3. The Supplier shall produce a Data Architecture Design for the Supplier Solution in 
accordance with the technology architecture standards as set out in Schedule 4 
(Standards) Paragraph 5 (Technology Architecture Standards). 

2.7. Build, test and deployment of the Supplier System 

2.7.1. The Supplier shall implement the Supplier System in incremental New Releases. 

2.7.2. The Supplier shall create and maintain the Product Backlog for the Implementation 
Phase. The Product Backlog for the Implementation Phase shall be derived from 
the requirements and associated user stories set out in Annex A, Annex B, and 
Annex C. 

2.7.3. Throughout the Implementation Phase, the Authority’s Product Manager(s) and the 
Supplier shall meet regularly (the “Sprint Planning Meeting”) to review the 
Product Backlog and shall agree a prioritisation for each Deliverable in the Product 
Backlog.  

2.7.4. In support of the Sprint Planning Meeting, the Supplier shall provide an estimate of 
the effort required to develop each Deliverable in the Product Backlog. The Supplier 
shall prepare these estimates with appropriate care and skill. 

2.7.5. At the Sprint Planning Meeting, the Authority’s Product Manager(s) and the Supplier 
shall identify the Deliverables in the Product Backlog which shall be built, tested, 
and deployed in the next upcoming set period of time during which specific work 
has to be completed and made ready for review by the Authority (a “Sprint”).  

2.7.6. At the Sprint Planning Meeting, the Supplier shall produce the prioritised list of the 
individual Deliverables which are proposed to be implemented during the upcoming 
Sprint as agreed by the Authority and the Supplier (the “Sprint Backlog”). 

2.7.7. The success criteria for each Sprint (the “Definition of Done”) shall be agreed 
between the Parties and documented in the Sprint Backlog. The Definition of Done 
shall set out: 

(a) the agreed Authority Requirements in scope of that Sprint and the tolerance for 
completion of Authority Requirements; 

(b) the levels of Testing coverage required (e.g. automated, manual) for that Sprint; 

(c) the types of Testing required (e.g. user acceptance testing, site acceptance 
testing, integration testing, system testing) for that Sprint; 

(d) the Environments to be Tested within for that Sprint; 

(e) any Standards that must be complied with for that Sprint; 

(f) a set of acceptance criteria for that Sprint; and 

(g) the agreed number of Test Issues for each Sprint and the time period for 
resolving any remaining Test Issues. 
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Internal Users (ten (10) per training session) using a Train the Trainer methodology 
prior to the Business Readiness and Private Beta Milestone2. 

2.9.16. The Supplier shall provide ten (10) virtual (remote) training sessions, assumed to be 
no more than two (2) hours, on the Duty Officer elements of the Supplier Solution to 
ten (10) Internal Users per training session prior to the Business Readiness and 
Private Beta Milestone3.  

2.9.17. The Supplier shall report on training completion rates to the Authority.  

2.9.18. The Supplier shall ensure all training materials comply with any training standards 
as set out in Schedule 4 (Standards). 

2.9.19. The Supplier shall support the Authority in producing the materials required for, and 
participate in, the Beta Service Assessment.  

2.9.20. The Supplier shall Test the Supplier Solution with a limited number of Users prior to 
full deployment (“Private Beta”)4. The Authority has assumed that Owner Areas 
can be utilised as an early adopter for the purposes of Private Beta, and that Private 
Beta could be conducted by Owner Area or catchment, by type of Message (e.g. 
Operational Message), or by type of User (e.g. Organisations). 

2.9.21. The Supplier shall ensure that the Private Beta testing conducted pursuant to 
Paragraph 2.9.20: 

(a) covers an end-to-end journey (e.g. from Account Registration to receipt of a 
Message); 

(b) replicates the post-ATP Live Environment as far as is practicable; 

(c) is not dependent on weather or flooding conditions; 

(d) doesn’t require Internal Users to issue Messages in both the Supplier Solution 
and the Outgoing Supplier’s system; 

(e) enables External Users who have Registered for an Account to get Messages 
they have Registered to receive; and 

(f) demonstrates an exercise with Internal Users and External Users to test an end-
to-end journey for a wide range of operational scenarios.  

3. OPERATIONAL SERVICES 

3.1. Non-functional requirements 

3.1.1. The non-functional requirements are set out in Annex A. 

3.2. Functional requirements 

3.2.1. The functional requirements are set out in Annex B. 

3.3. Integration requirements 

3.3.1. The integration requirements are set out in Annex C. 

3.4. Service management requirements 

General management 

3.4.1. The Supplier shall undertake all the IT Service Management general management 
practices as set out in ITIL and the Standards in Schedule 4 (Standards) Paragraph 
7 (Service Management Software & Standards) in order to deliver the Operational 
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Services. The Supplier shall integrate their ITSM activities in accordance with the 
principles set out in the Authority’s Service Run Manual. 

3.4.2. The Supplier shall maintain the Documentation (including training materials) 
throughout the Term to ensure it is consistent with the current version of the 
Supplier Solution. 

3.4.3. The Supplier shall support the Authority in producing the materials required for, and 
participate in, the Live Service Assessment in the period of eighteen (18) months 
following the ATP Milestone Date and then support the Authority in producing the 
materials required for, and participate in, any subsequent Service Assessments 
required for any major New Releases.  

3.4.4. The Supplier shall propose, and the Parties shall agree, a methodology to calculate 
the “cost per transaction” metric5 in the Management Reports. 

3.4.5. The Supplier shall produce reports, ideally in real time but in any case no less 
frequent than monthly, which document the usage of the Supplier Solution (the 
“Management Reports”). The Management Reports shall set out, as a minimum: 

(a) Cost per transaction; 

(b) Completion rate; 

(c) Digital take up; 

(d) Increase/decrease in the number of Registered Users; 

(e) Increase the number of ‘active’ Users; 

(f) Digital take up or channel shift (e.g. moving users from phone to SMS); 

(g) Number of Users per Contact Channel; 

(h) Number of Registrations per Contact Channel; 

(i) Number of Account Preferences updates per Contact Channel; 

(j) Number of Account Closures per Contact Channel;  

(k) Number of Unregistered Users who have opted in; 

(l) Number of Unregistered Users who have opted out; 

(m) Number of Warnings issued; 

(n) Number of successful and unsuccessful Notifications sent per Contact Channel; 

(o) Number of users who go on to find more information from Messages per 
Contact Channel; 

(p) Click throughs; 

(q) Bouncebacks; 

(r) User satisfaction. 

3.4.6. The Supplier shall manage the relevant Telephone Operators in provision of the 
Services.  

3.4.7. The Supplier shall ensure its continual improvement processes and procedures 
incorporate the requirements of Clause 8 (Services Improvement). 

3.4.8. The Supplier shall ensure its measurement and reporting processes and 
procedures incorporate the requirements of Schedule 3 (Performance Levels). 

 
5 https://www.gov.uk/service-manual/measuring-success/measuring-cost-per-transaction  
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3.4.9. The Supplier shall ensure its information security management processes and 
procedures incorporate the requirements of Schedule 5 (Security Management). 

3.4.10. The Supplier shall ensure its service validation and testing processes and 
procedures incorporate the requirements of Schedule 14 (Testing Procedures). 

3.4.11. The Supplier shall ensure its financial management processes and procedures 
incorporate the requirements of Schedule 18 (Financial Distress) and Schedule 19 
(Financial Reports and Audit Rights). 

3.4.12. The Supplier shall ensure its knowledge management and records management 
processes and procedures incorporate the requirements of Schedule 19 (Financial 
Reports and Audit Rights) Part B (Financial Reports), Schedule 24 (Reports and 
Records Provisions) and Schedule 25 (Exit Management) Paragraph 2 (Obligations 
During the Term to Facilitate Exit). 

3.4.13. The Supplier shall ensure its governance processes and procedures incorporate the 
requirements of Schedule 21 (Governance). 

IT Service Management 

3.4.14. The Supplier shall undertake all the IT Service Management service management 
practices as set out in ITIL and the Standards in Schedule 4 (Standards) Paragraph 
7 (Service Management Software & Standards) in order to deliver the Operational 
Services. 

3.4.15. The Supplier shall provide Second Line Support and Third Line Support for the 
Supplier Solution. The Authority shall provide First Line Support for the Supplier 
Solution as set out in Schedule 7 (Authority Responsibilities). 

3.4.16. The Supplier shall provide an English speaking Help Desk aligned to the Standards 
in Schedule 4 (Standards) Paragraph 7 (Service Management Software & 
Standards), accessible as a minimum via phone and email, which shall serve as a 
single point of contact for First Line Support for all queries relating to support of the 
Supplier Solution.  

3.4.17. The Supplier shall have an appropriate number of suitably skilled and experienced 
Supplier Personnel to operate the Help Desk during Operational Hours. 

3.4.18. The Supplier shall store and maintain records of all communications to the Help 
Desk including, as a minimum, details and categorisation of what was received or 
sent, the communications transmitted, the date and time of communications 
received or sent, and User details. 

3.4.19. The Supplier shall operate an access control regime for the Supplier System (as set 
out in Schedule 5 (Security Management) Annex 1 Paragraph 5 (Identify, 
Authentication and Access Control)) and notify Users within two (2) Working Days 
of any such access being granted. The Authority shall provide and maintain the list 
of the Authority’s staff who are authorised by the Authority to access certain parts of 
the Supplier Solution as set out in Schedule 7 (Authority Responsibilities). 

3.4.20. The Supplier shall inform the Authority of any Permitted Maintenance with ten (10) 
Working Days advance notification, in accordance with the Maintenance Schedule 
and Clause 9.4 to 9.6 (Maintenance). The Suppler shall facilitate a go/no-go 
discussion with the Authority on the day of the Permitted Maintenance so that major 
incidents (such as flooding or a disease outbreak) can be considered. 

3.4.21. The Supplier shall undertake IT Change Management in accordance with ITIL and 
the Authority’s Service Run Manual. 

3.4.22. The Supplier shall monitor and manage the Supplier System. 
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3.4.23. The Supplier shall log software application errors in the Supplier Solution through 
an IT Service Management process that is controlled from receipt of the initial fault 
report to fix of the Supplier System. 

3.4.24. The Supplier shall ensure that all Service Incidents, Problems and any associated 
Upgrades, Updates or New Releases are logged with the Help Desk. 

3.4.25. The Supplier shall provide configuration documentation and release notes for each 
Upgrade, Update or New Release. 

3.4.26. The Supplier shall operate an ITSM Toolset in delivery of its IT Service 
Management activities and provide access to the ITSM Toolset to the Authority. The 
ITSM Toolset shall be capable of integration with the Authority’s ITSM Toolset 
(currently ServiceNow).  

3.4.27. The Supplier shall ensure that the ITSM Toolset is able to segregate the Authority’s 
data and metadata from the Supplier’s other client’s data and metadata captured 
using the same ITSM Toolset. 

3.4.28. The Supplier shall ensure that the ITSM Toolset is able to track when Service 
Incidents, Problems, or other entries in the ITSM Toolset are set to breach a 
Performance Indicator. 

3.4.29. The Supplier shall produce Knowledge Articles and record Knowledge Articles 
within the ITSM Toolset. 

3.4.30. The Supplier shall ensure that the ITSM Toolset provides the capability to log and 
track and report issues, questions and User feedback in a structured and consistent 
format.  

3.4.31. The Supplier shall produce Help Articles and record Help Articles within the 
Supplier System. 

3.4.32. The Supplier shall keep all the Supplier Solution components within support in 
accordance with Clause 5.5(c). 

3.4.33. The Supplier shall ensure its IT asset management processes and procedures 
incorporate the requirements of Clause 9.4 to 9.6 (Maintenance), Schedule 12 
(Software) Paragraph 1 (The Software), and Schedule 32 (Intellectual Property 
Rights) Paragraph 1.6 and Paragraph 4 (Open Source Publication). 

3.4.34. The Supplier shall ensure its service continuity management processes and 
procedures incorporate the requirements of Schedule 26 (Service Continuity Plan). 

Technical management 

3.4.35. The Supplier shall undertake all the IT Service Management technical management 
practices as set out in ITIL and the Standards in Schedule 4 (Standards) Paragraph 
7 (Service Management Software & Standards) in order to deliver the Operational 
Services. 

3.4.36. The Supplier shall use Training Environments and Testing Environments that 
simulate functionality of the Live Environment.  

3.4.37. The Supplier shall minimise the use of Personal Data within the Testing 
Environments and the Training Environments.  

3.4.38. The Supplier shall utilise a Testing Environment and a Training Environment that 
are distinct and separate from the Live Environment. For the avoidance of doubt, 
the Training Environment shall be Available during Operational Hours but the 
Supplier’s performance against Subsidiary Performance Indicator 1 (SPI1) (Service 
Availability of the Training Environment) shall only be measured during Normal 
Working Hours. Should additional support be required for the Training Environment 
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outside Normal Working Hours, then this shall be agreed in accordance with the 
Change Control Procedure and be charged in accordance with the principles set out 
in Schedule 15 (Charges and Invoicing).  

3.4.39. The Supplier shall conduct training in the Training Environment and shall not use 
the Live Environment for conducting training. 

3.4.40. The Supplier’s Training Environments and Testing Environments shall be updated 
no later than seven (7) elapsed days to represent the relevant elements of the Live 
Environment and shall include any test harnesses, simulators and hardware/or 
software Upgrades, Updates or New Releases required in accordance with the Test 
Strategy. 

3.4.41. The Supplier’s Testing Environments shall use Good Industry Practice test 
automation tools to reduce the cost of Testing defined in Schedule 14 (Testing 
Procedures). 

3.4.42. The Supplier’s Testing Environments shall be correctly configured and available on 
an ongoing basis from the date of the first Test for the testing activities defined in 
the Test Strategy. 

3.4.43. The Supplier’s Testing Environments shall be maintained so as to generate 
consistent results from Tests (in accordance with the Test Strategy) that will allow 
new outputs to be comparable to baseline results. 

3.4.44. The Supplier shall provide Users access to the Testing Environments to support 
Testing in accordance with Schedule 14 (Testing Procedures). 

3.4.45. The Supplier shall make available sufficient business and operational IT equipment 
(hardware and software), IT processing power, IT storage and IT bandwidth to 
deliver the Services. 

3.4.46. The Supplier shall manage and control the implementation activities and 
deployment event(s) of Software enhancements, Upgrades, Updates or New 
Releases to the Supplier Solution in accordance with ITIL Change Management 
and release and deployment management. 

3.5. Product Backlog management 

3.5.1. The Supplier shall create and maintain the Product Backlog for the Operational 
Phase. The Authority shall provide the initial list of Deliverables for the Product 
Backlog for the Operational Phase. 

3.5.2. Throughout the Operational Phase, the Authority’s Product Manager(s) and the 
Supplier shall conduct regular Sprint Planning Meetings to review the Product 
Backlog and shall agree a prioritisation for each Deliverable in the Product Backlog. 
In the event of a disagreement between the Parties regarding the prioritisation of 
the Product Backlog during the Operational Phase, the Authority’s Product Manager 
shall provide the final decision. 

3.5.3. In support of the Sprint Planning Meeting, the Supplier shall provide an estimate of 
the effort required to develop each Deliverable in the Product Backlog. The Supplier 
shall prepare these estimates with appropriate care and skill. 

3.5.4. At the Sprint Planning Meetings, the Authority’s Product Manager(s) and the 
Supplier shall identify the Deliverables in the Product Backlog which shall be 
delivered in the next Sprint.  

3.5.5. Should the Authority want to commission a Sprint or a set of Sprints (each an 
“Improvement Project”), this shall be agreed in accordance with the Change 
Control Procedure. To support any Change Request, the Supplier shall produce the 
Sprint Backlog, which shall include the Definition of Done. 
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3.5.6. For the avoidance of doubt, each Improvement Project shall align with the scope as 
set out in Paragraph 1.2 and (unless otherwise agreed by the Authority in writing in 
the relevant Change Request) each Improvement Project shall: 

(a) comply with the non-functional requirements as set out in Annex A; 

(b) be incorporated into the IT Service Management regime as set out in Paragraph 
3.4, upon completion of the Improvement Project until the expiry of the Term; 

(c) be incorporated into the performance monitoring regime as set out in Schedule 
3 (Performance Levels), upon completion of the Improvement Project until the 
expiry of the Term; 

(d) comply with the Standards as set out in Schedule 4 (Standards); 

(e) be incorporated into the security monitoring regime, and comply with the 
associated security requirements, as set out in Schedule 5 (Security 
Management), upon completion of the Improvement Project until the expiry of 
the Term; 

(f) be designed, built, and tested in accordance with the principles as set out in the 
Test Strategy; 

(g) be charged in accordance with the principles as set out in Schedule 15 
(Charges and Invoicing); 

(h) produce Documentation which is deposited in the Virtual Library and 
incorporated into the knowledge management and records management 
processes and procedures outlined in Schedule 24 (Reports and Records 
Provisions) and Schedule 25 (Exit Management) Paragraph 2 (Obligations 
During the Term to Facilitate Exit), upon completion of the Improvement Project 
until the expiry of the Term; 

(i) be incorporated into any annual update to the Exit Plan as set out in Schedule 
25 (Exit Management) Paragraph 5 (Exit Plan), upon completion of the 
Improvement Project until the expiry of the Term; and 

(j) be incorporated into the service continuity planning regime as set out in 
Schedule 26 (Service Continuity Planning), upon completion of the Improvement 
Project until the expiry of the Term. 

3.6. Social Value requirements 

3.6.1. The Supplier shall implement measures in order to support the following Social 
Value policy outcomes: 

Create new businesses, new jobs and new skills 

(a) create opportunities for entrepreneurship and help new organisations to grow, 
supporting economic growth and business creation. 

(b) create employment and training opportunities particularly for those who face 
barriers to employment and/or who are located in deprived areas, and for people 
in industries with known skills shortages or in high growth sectors. 

(c) support educational attainment relevant to the contract, including training 
schemes that address skills gaps and result in recognised qualifications. 

Effective stewardship of the environment 

(d) deliver additional environmental benefits in the performance of the contract 
including working towards net zero greenhouse gas emissions. 

(e) influence staff, suppliers, customers and communities through the delivery of the 
contract to support environmental protection and improvement. 
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Tackle workforce inequality 

(f) demonstrate action to identify and tackle inequality in employment, skills and pay 
in the contract workforce. 

(g) support in-work progression to help people, including those from disadvantaged 
or minority groups, to move into higher paid work by developing new skills 
relevant to the contract. 

(h) demonstrate action to identify and manage the risks of modern slavery in the 
delivery of the contract, including in the supply chain. 

Improve health and wellbeing 

(i) demonstrate action to support health and wellbeing, including physical and 
mental health, in the contract workforce. 

(j) influence staff, suppliers, customers and communities through the delivery of the 
contract to support health and wellbeing, including physical and mental health. 

4. OPTIONAL SERVICES 

4.1. A list of requirements to be delivered as part of the Optional Services is shown in 
Annex E. 































SCHEDULE 2 (SERVICES DESCRIPTION) 
Crown copyright 2024 
 

 
29 

Authorization: Basic xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx 

====== 

Notes: 

• There is functionality in the current Flood Warning System (FWS) that allows an administrative user to associate a message to send with a community to send that message to, and to then save that message-
community combination, with unique reference code, as an "automation rule". 

• There are currently over 4,000 such automation rules configured in FWS, each with a unique reference code (commonly referred to as the "trigger code"). 

• To instruct FWS to send a message, the triggering system (e.g., IMFS) posts an HTTP(S) request to an endpoint URL with the above XML in the request body/payload. The reference ("trigger") code of the 
automation rule that needs to be triggered is placed in the XML's <code> element. For security, the HTTP request needs to contain an API key in the request header (see above). 

• (At present, IMFS takes no further action, regardless of the status or response-body content of the HTTP response from FWS.) 

• The XML itself is adapted from the CAP XML standard – mainly because CAP XML was the design-standard for the transmission of XML within the EA at the time the API was developed. In reality, only the 
values in the <identifier>, <sent> and <code> elements are used by FWS, and a much simpler XML schema could have achieved the desired outcome. We are currently, however, committed to the XML in its 
current form, as this is what IMFS has been developed to transmit. 

• There are also scripts in FWS that allow the 4,000+ automation rules to be bulk-created, activated, deactivated and deleted (to avoid these things having to be done manually). 

INT006 – Current message content, published via HTTPs push, currently via the Flood Warning Information System (FWIS). 

<?xml version="1.0" encoding="UTF-8"?> 

<WarningMessage xmlns="http://www.environment-agency.gov.uk/XMLSchemas/EAFWD" approved="$<System Calender Day>/$<System Calendar Month>/$<System Year> $<System Time Hours (24hrs)>" 
requestId="" language="$<Target Area Language>"> 

                <TargetAreaCode><![CDATA[$<Target Area Code>]]></TargetAreaCode> 

                <SeverityLevel>1</SeverityLevel> 

                <InternetSituation><![CDATA[${Situation}]]></InternetSituation> 

                <FWISGroupedTACodes><![CDATA[]]></FWISGroupedTACodes> 

</WarningMessage> 

INT008 – Current message content, published via HTTPs push to Common Alerting Protocol. 

<?xml version="1.0" encoding="UTF-8"?> 

<alert xmlns="urn:oasis:names:tc:emergency:cap:1.2"> 

        <identifier>$<Message Request ID></identifier> 

        <sender>www.gov.uk/environment-agency</sender> 

        <sent>$<System Date Time TZ (W3C)></sent> 

        <status>Actual</status> 

        <msgType>Alert</msgType> 

        <source>Flood warning service</source> 

        <scope>Public</scope> 

        <info> 

                <language>en-GB</language> 

                <category>Met</category> 

                <event><![CDATA[$<Message Set Name>]]></event> 

                <urgency>Immediate</urgency> 
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                <severity>Minor</severity> 

                <certainty>Likely</certainty> 

                <expires>$<CAP XML Expiry Date +10days></expires> 

                <senderName>Environment Agency</senderName> 

                <description>A flood alert has been issued. <![CDATA[${Situation}]]></description> 

                <instruction><![CDATA[# To check the latest information for your area 

 

- Visit [GOV.UK](https://check-for-flooding.service.gov.uk) to see the current flood warnings, view river and sea levels or check the 5-day flood risk forecast: https://check-for-flooding.service.gov.uk 

- Follow [@EnvAgency](https://twitter.com/EnvAgency) and [#floodaware](https://twitter.com/hashtag/floodaware) on Twitter. 

- Tune into weather, news and travel bulletins on local television and radio. 

- For access to flood warning information offline call Floodline on 0345 988 1188 using quickdial code: $<Target Area Quickdial>. 

 

# What you should consider doing now 

 

- Monitor local water levels and weather conditions. 

- Get ready to act on your flood plan if you have one. 

- Move your car or other vehicles to higher ground, if it is safe to do so. 

- Prepare a flood kit of essential items including a torch with spare batteries, mobile phone and charger, warm clothes, home insurance documents, water, food, first aid kit and any prescription medicines or baby 
care items you may need. 

- Check that you know how to turn off your gas, electricity and water mains supplies. 

- In rural locations, farmers should consider moving livestock and equipment away from areas likely to flood. 

- Avoid walking, cycling or driving through flood water - 30 cm of fast-flowing water can move a car and 6 inches can knock an adult off their feet. 

- Flood water is dangerous and may be polluted. Wash your hands thoroughly if you’ve been in contact with it. 

 

##### Businesses 

 

- Keep your staff and customers informed about the situation. 

 

For media enquiries please contact our media teams: https://www.gov.uk/government/organisations/environment-agency/about/media-enquiries]]> 

                </instruction> 

                <web>https://check-for-flooding.service.gov.uk</web> 

                <contact>0345 988 1188</contact> 

                <area> 

                        <areaDesc><![CDATA[$<Short TA Name>]]></areaDesc> 

                        <!-- variable below will create (possibly several) matching "polygon" tags --> 

                        $<Target Area Shape (simplified)> 

                        <geocode> 
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                        <valueName>TargetAreaCode</valueName> 

                                <value><![CDATA[$<Target Area Code>]]></value> 

                        </geocode>  

                </area> 

        </info> 

</alert> 

  








