Framework Schedule 1 (Specification)

This Schedule sets out the characteristics of the Deliverables that the Supplier will be required to make available to all Buyers under this Framework Contract.
The Supplier must only provide the Deliverables for the Lot to which they have been appointed. 
For all Lots and/or Deliverables, the Supplier must help Buyers comply with any specific applicable Standards of the Buyer.
The Deliverables (including any Standards) set out in this Schedule may be refined (to the extent permitted and set out in Framework Schedule 7 (Call-Off Award Procedure)) by a Buyer as part of a Further Competition Procedure, to reflect the Deliverables requirements of a particular Call-Off Contract.  
1 Scope of the Framework Contract 

1.1 Crown Commercial Service (CCS) is seeking to establish a multi-supplier, multi-Lot Framework Contract for the provision of payment card, prepaid card and fund disbursement solutions across the UK, Europe and Worldwide. 
1.2 The Framework Contract will be accessible to Central Government and Wider Public Sector organisations, throughout the United Kingdom of Great Britain and Northern Ireland (UK).
1.3 CCS has placed a prior information notice on 11th November 2017 (reference number 2017/S 217-451319) in the Official Journal of the European Union (OJEU).
1.4 The procurement for this Framework Contract has been advertised in the OJEU using the Open Procedure.
1.5 The list published in section VI.3 of the OJEU notice details the Crown Bodies and other Buyers who will be able to access the Deliverables pursuant to this Framework Contract.
1.6 The Framework Contract will be managed centrally by CCS and Call-Off Contracts will be manged by individual Buyers.
2 Lot Structure 
2.1 The Framework Contract consists of three (3) Lots. The table in paragraph 2.2 below provides the Lot descriptions; the Deliverables available under each Lot are described separately in each section of this Framework Schedule 1 (Specification).
2.2 A summary of the Lot structure is set out in the table below:
	Lot
	Lot Descriptions

	Lot 1
	Public Sector Card (PSC)

	Lot 2
	Prepaid Cards

	Lot 3
	Fund Disbursement Solutions




3 LOT 1 – PUBLIC SECTOR CARD (PSC) – MANDATORY DELIVERABLES 
A multi-supplier Lot for the provision and maintenance of a Public Sector Card (PSC) which is accessible to UK Central Government and Wider Public Sector organisations.
The purpose of this section is to provide a description of the mandatory Deliverables that the Supplier shall deliver to all Buyers under this Lot 1.
3.1 General
3.1.1 The Supplier shall provide the PSC free of charge.
3.1.2 The Supplier shall supply a PSC which:
(a) includes the provision of Physical and/or Virtual Payment Cards that can be issued to End Users as required, and  allow End Users to make payments, as a minimum, via:
· Card Present transactions; and
· Card Not Present Transactions.
(b) provides the facility to generate individual card numbers for single use, which can be restricted to specific dates, MCC, MCG and values; and
(c) provides the functionality to be embedded and/or lodged with a Merchant. 
3.1.3 The Supplier shall ensure that any Physical and/or Virtual Payment Cards issued as part of the PSC:
(a) conform to the ISO/IEC 7810 ID-1 international standard for card manufacturing; 
(b) conform to Payment Card Industry Security Standard (PCI-DSS); and
(c) includes all security features required by Card Scheme standards.
3.1.4 The Supplier shall:
(a) remain authorised and regulated by the FCA or the PRA to deliver the Services throughout the Framework Contract Period; and
(b) notify the Authority if it loses its authorisation and/or is no longer regulated by either the FCA or the PRA within 24 hours. 
3.1.5 The Supplier shall ensure that the PSC includes the provision and issue of currency cards in sterling, euros and US dollars. 
3.2 Card Design
3.2.1 The Supplier shall offer the Buyer the choice of either the PSC Proprietary Design (refer to Annex 1 – Framework Schedule 1) or the Supplier’s Proprietary Design.
3.2.2 The Supplier’s proprietary card (physical and or virtual) designs shall be made available on a no charge basis. Specific and personalised design requirements will be specified by the Buyer during the Call-Off Process.
3.3 Card Requirements
3.3.1 The Supplier’s PSC shall include the following requirements as a minimum:
(a) Chip and PIN (physical cards only);
(b) Chip and signature (physical cards only);
(c) Named employee or organisation; and
(d) ATM functionality to check balances and change PINs (physical cards only.

3.4 Distribution and Delivery
3.4.1 The Supplier shall issue new Physical Payment Cards as detailed in paragraph 3.2 (Card Design) and Personal Identification Numbers (PINs) to an address or addresses as specified by the Buyer, either in the UK or overseas, using a secure delivery method, on a no charge basis and within five (5) working days of entering into a Call-Off Contract. 
3.4.2 The Supplier shall re-issue Physical Payment Cards (before expiry, theft/lost/damage etc.) via the same method, and to the same address or addresses, as agreed in the Call-Off Contract, unless otherwise specified by the Buyer and within five (5) working days of receipt of the request from the Buyer.
3.4.3 The Supplier shall ensure that all correspondence regarding PINs in respect of Physical Payment Cards is delivered directly to the End User or relevant Programme Administrator (as specified by the Buyer) by the Supplier and that no other person is party to that correspondence.
3.4.4 The Supplier shall be liable for the card and all liabilities arising in respect of that card until it receives confirmation from the relevant End User or Programme Administrator that the card has been securely received.  The Buyer may absolve the Supplier's liability for this clause at the time of Call Off.
3.4.5 The Supplier shall issue Virtual Payment Cards as detailed in paragraph 3.2 (Card Design) using a secure method directly to the End User or relevant Programme Administrator (as specified by the Buyer in the Call-Off Contract).
3.5 Spend Control Measures
3.5.1 The Supplier shall provide spend control functionality as part of the PSC and, as a minimum standard, provide the following:
(a) functionality for the Buyer’s Programme Administrator to stop specific payments being made via the solution in the UK and overseas (as specified by the Buyer in the Call-Off Contract);
(b) functionality to impose and change End User individual transaction limits;
(c) functionality to impose and change daily, weekly, monthly and annual End User spend limits;
(d) functionality to allow the solution to be used only with specific MCG and MCC (as specified by the Buyer in a Call Off Contract);
(e) functionality to suspend the account(s) immediately if requested by the Buyer; and 
(f) functionality to allow/block ATM cash withdrawals by groups and individual cards. These groups could be based on individual projects for a Buyer or even groups within each card programme in the UK and overseas. 
3.5.2 The Supplier shall make the above spend control requirements available at programme level, for groups of End Users and for individual End Users.
3.6 Online Management Tool
3.6.1 From the Framework Contract Start Date, the Supplier shall provide a secure Online Management Tool which, as a minimum standard, meets the requirements listed below:
(a) password protected;
(b) has https and ssl encryption;
(c) does not need any additional software and/or hardware;
(d) able to download data in excel or csv format;
(e) is fully auditable and data is available for up to six years;
(f) has a defined hierarchical account structure that enables reporting across the Buyer’s organisation, which will be specified in a Call-Off Contract;
(g) provides the Buyer’s Programme Administrators with the ability to produce bespoke reports from the data available;
(h) allows data to be backed up and held securely;
(i) is able to identify spend on End Users’ Payment Cards; and
(j) provides online invoicing and supporting information (for example, Level 3 Data), where available.
3.7 Data Capture
3.7.1 The Supplier shall ensure that the PSC captures Level 1 (summary) and Level 2 (summary VAT) Data, if this is captured when a transaction is processed. If the Merchant is Level 3 Data-enabled, the Supplier shall also capture and provide Level 3 Data.
3.8 Customer Service
3.8.1 The Supplier shall ensure that all Buyers, including End Users, are able to contact the Supplier directly, from any country and at any time. 
3.8.2 The Supplier shall provide all Buyers and End Users with a free of charge Customer Service Helpline (telephone service), which shall be available 24 hours a day, 7 days a week and 365 days a year (366 days for leap years).  
3.8.3 The service shall provide support to Buyers and End Users, which includes, but is not limited to:
(a) issues with solutions; and
(b) guidance on use.
3.8.4 The Supplier shall ensure that any issues experienced by Buyers and/or End Users are resolved in a timely manner, with agreed timescales and to the satisfaction of the Buyer and/or End User.
3.9 Training
3.9.1 The Supplier shall provide training and support on the use of their products, services and tools to all Buyers. 
3.9.2 The training provided shall be proportionate to the size and requirements of the Buyer, and will be specified by the Buyer in the Call-Off Contract. 
3.9.3 The Supplier shall ensure that all guidance and/or training documents are kept up to date, readily available to download online, available as hard copy upon request and are provided at no extra charge to all Buyers who request them.
3.9.4 The Supplier shall provide training with accessibility support for all Buyers, in line with the Equality Act 2010.  
3.10 Complaints and Compliments
3.10.1 The Supplier shall have an easily understood, well-published and accessible procedure to enable the Authority, Buyers, End Users, and third parties to make a complaint or compliment, and for complaints to be investigated.
3.10.2 The procedure must be agreed with the Buyer, be provided free of charge, and as a minimum, include:
(a) Escalation route, outlining stages and timescales; 
(b) Acknowledgement of all complaints and an explanation of actions to be taken;
(c) Regular updates to the ‘complainant’ on progress with their complaint;
(d) A written record of all complaints and compliments, including details of any investigation; and
(e) A whistle-blowing policy to protect staff from victimisation.
3.11 On-boarding
3.11.1 Upon receipt of a valid Call-Off Contract and subject to relevant credit checks, the Supplier shall on-board the Buyer onto the Payment Solutions Framework Contract.
3.11.2 The Supplier shall develop a plan to transition the Buyer onto the Payment Solutions Framework Contract, where the award of a Call-Off Contract results in a change of Supplier. The Supplier shall work in collaboration with the incumbent supplier(s) to effect transitional/exit arrangements, using commercially reasonable endeavours to deliver the transition. 
3.11.3 If required by a Buyer, the Supplier shall manage the implementation of the PSC into the Buyer’s organisation, within a timescale agreed between the Buyer and Supplier in the Call-Off Contract. 
3.11.4 If required by the Buyer, the Supplier shall provide an Implementation Plan which sets out how the Buyer’s PSC programme will be implemented. The Implementation Plan shall include, as a minimum standard, the following elements:
(a) a project plan including timescales;
(b) project management methodology as agreed between the parties, including a process for reporting progress against agreed plans;
(c) an Implementation Team structure, including a named Implementation Manager and named technical experts;
(d) a testing and acceptance plan, which must include:
· undertaking user training;
· issuing user guides;
· carrying out test process dry runs; and
· physical PSC card and PIN despatch, delivery and returns process.
3.12 Fraud
3.12.1 The Supplier shall inform the Buyer of all suspected fraud or security breaches.
3.12.2 If separate from the Customer Service Helpline, the Supplier shall implement an Emergency Helpline (telephone facility) for Buyers, including End Users, free of charge, which must be available 24 hours a day, 7 days a week, and 365 days a year (366 days for leap years). The Supplier’s proposed facility shall, as a minimum standard, provide Buyers with the ability to report the following:
(a) lost or stolen cards;
(b) security breaches; and
(c) suspected fraud, theft, misuse or unauthorised use.
3.12.3 The Supplier shall take appropriate action immediately when a security breach or suspected fraud is reported by End Users, Buyers and/or Authority personnel. The Supplier shall confirm such reports and any action taken to the Buyer in writing.
3.12.4 The Supplier shall ensure that all reports are fully investigated and a clear outcome provided to the Buyer, in writing. If necessary, the Supplier shall assist the Buyer with any investigations that are undertaken.
3.12.5 In the case of a suspected security breach or suspected fraud, the Supplier shall immediately deactivate an End User’s PSC and confirm to the Buyer that deactivation has taken place.
3.12.6 The Buyer shall not be liable for any transactions that occur after the fraud or security breach is reported and/or any losses incurred as a result of the Supplier breaching its security obligations. 
3.12.7 The Supplier shall ensure that their procedures are compliant with the requirements of clause 27 of the Core Terms of the Framework Contract.
3.13 Continuous Improvement
3.13.1 The Supplier shall work with the Authority and Buyers in order to highlight continuous improvements in line with Call-Off Schedule 3 (Continuous Improvement).
3.13.2 The Supplier shall offer the service of accounts payable analysis to Buyers. This will include an analysis of all payments made by the Buyer over a specified period. If instructed to carry out accounts payable analysis, the Supplier shall provide this service free of charge, and shall identify:
(a) transactions that are currently made using Physical Payment Cards that can be processed using virtual payment, i.e. processed without using a Physical Payment Card;
(b) payments for which purchase orders are currently raised which can be moved to the PSC to reduce the number of purchase orders raised;
(c) further efficiencies that can be realised through the use of the PSC; and
(d) a benefit analysis of the three points above.
3.13.3 The Supplier shall, throughout the Framework Contract Period, actively seek opportunities to increase the number of Merchants, including those with Level 3 capability that will accept the PSC as a payment method. 
3.14 Social Value
3.14.1 The Supplier shall facilitate and promote social value, complying with Joint Schedule 5 (Corporate Social Responsibility) and all relevant legislation.
3.14.2 Buyers may have specific Social Value priorities, relating to the area in which the PSC is being delivered, which will be specified as part of the Call-Off Procedure. 
3.15 Accessibility
3.15.1 The Supplier shall use commercially reasonable endeavours to support accessibility and offer relevant End User support.
3.15.2 The Supplier shall ensure that all information and support relating to the PSC is provided in Accessible Formats, at no additional cost.
3.15.3 Specific requirements, in respect of accessibility, will be determined by the Buyer as part of the Call-Off Procedure. 
3.16 Invoicing and Payment
3.16.1 The Supplier shall provide electronic invoicing in accordance with the Buyer’s requirements. This may include the uploading of data feeds in specific formats into a Buyer’s finance system to enable invoice settlement by way of email or some other data secure system. This may include information detailing all transactions on an End User’s PSC processed during the agreed monthly invoicing cycle. The Supplier shall provide these data feeds to the Buyer in the format specified by the Buyer in the Call-Off Contract e.
3.16.2 Settlement terms for the payment of Supplier invoices by the Buyer will be specified in the Call-Off Contract.
3.17 Account Management
3.17.1 The Supplier shall appoint an Account Manager with appropriate experience and qualifications, to ensure that all the requirements of each Call-Off Contract are met. The Supplier will have measures in place to ensure any periods of annual leave or any (un)planned absence are covered.
3.17.2 The level of Account Management provided by the Supplier shall be proportionate to the size and requirements of the Buyer. Specific requirements will be agreed between the Buyer and the Supplier as part of the Call-Off Procedure.
3.17.3 The Supplier shall hold operational service meetings with the Buyer as specified within the Call-Off Contract.
3.18 Security
3.18.1 The Supplier shall ensure that the Buyer’s information is kept secure and shall ensure that Payment Card Industry Data Security Standard (PCI DSS) is maintained throughout the Framework Contract Period and any subsequent Call-Off Contracts.
3.18.2 The Supplier shall protect and maintain personal and transactional data ensuring confidentiality, integrity and availability, including data from card transactions, and Buyer and End User data such as names, addresses and statement information.
3.18.3 The Supplier shall provide the Authority with evidence of their compliance with PCI DSS requirements prior to the execution of the first Call-Off Contract.
3.18.4 The Supplier shall provide the Authority with evidence that they remain compliant with PCI DSS requirements on each anniversary of the Framework Contract.
3.19 Reporting to the Authority
3.19.1 The Supplier shall provide reports to the Authority in accordance with Framework Schedule 4 (Framework Management) and Framework Schedule 5 (Management Charges and Information). 
3.20 Reporting to the Buyer
3.20.1 The Supplier shall shall provide reports to the Buyer in accordance with the Call-Off Schedule 14 (Service Levels).
3.20.2 The Supplier shall provide a payment facility (physical or virtual) which shall:
(a) enable one centralised purchaser to place orders on behalf of several cost centres and ledger accounts;
(b) have the functionality to assign single and monthly transaction limits; and
(c) have the functionality to enable reconciliation. 
3.21 Rebate
3.21.1 The Supplier shall ensure that the Rebate is paid to Buyers who have entered into a Call-Off Contract for Lot 1 Services, based on Spend levels and payment settlement terms. 
3.21.2 Where a Buyer has more than one billing account or where a number of Buyers are acting together (e.g. acting collaboratively in an aggregated requirement), then all such accounts shall be added together and the appropriate Rebate percentage applied, unless otherwise specified by the Buyers.

4 LOT 1 – PUBLIC SECTOR CARD (PSC) – OPTIONAL DELIVERABLES
The following optional Deliverables may not be required by every Buyer. The following sections provide a description of the optional Deliverables that the Supplier may wish to make available to a Buyer throughout the Framework Contract Period. Where there are additional costs for the provision of these Deliverables, these will be discussed and agreed as part of the Call-Off Procedure.
4.1 General 
4.1.1 If required by a Buyer, the Supplier shall:
(a) make available currency cards that include for currencies other than sterling, euros and dollars;
(b) make available Enterprise Resource Planning (ERP) and/or Peer-to-Peer (P2P) integration; and
(c) make available wearable devices and mobile applications.
4.2 Card Design
4.2.1 If required by a Buyer, the Supplier shall:
(a) customise the card design to meet the Buyer's requirements ; and
(b) provide Physical Payment Cards in biodegradable plastic.
4.3 Card Requirements
4.3.1 If required by a Buyer, the Supplier shall:
(a) provide cards that are dual interface (i.e. have both contact and contactless functionality);
(b) provide covert cards;
(c) provide cards fitted with biometric security (e.g. fingerprint); and
(d) provide tokenised functionality (e.g. Android Pay, Apple Pay, Samsung Pay).
4.4 Distribution and Delivery
4.4.1 If required by a Buyer, the Supplier shall:
(a) provide the ability to have differing expiry dates on cards across multiple billing units; and
(b) provide a facility to order emergency cards.
4.5 Spend Control Measures
4.5.1 If required by a Buyer, the Supplier shall:
(a) utilise the Society for Worldwide Interbank Financial Telecommunication (SWIFT) system to transfer money and security instructions internationally.
4.6 Online Management Tool
4.6.1 If required by a Buyer, the Supplier shall:
(a) provide a facility to enable HMRC VAT complaint reports to be downloaded;
(b) provide a pre-populated VAT field and/or the ability to input the VAT; and
(c) provide the Online Management Tool as a smart phone application.

4.7 Customer Service
4.7.1 If required by a Buyer, the Supplier shall:
(a) provide additional support services such as chatbots and any other technology- based support; and
(b) provide the ability to make changes to spend controls. 
4.8 Reporting
4.8.1 If required by a Buyer, the Supplier shall:
(a) [bookmark: _8l6ea6xxvik8]provide the facility to request ad-hoc reports that are currently not available within the Online Management Tool and/or issued as part of the contractual MI.
5 LOT 2 – PREPAID CARDS – MANDATORY DELIVERABLES
A multi-supplier Lot for the provision and maintenance of Prepaid Cards which is accessible to UK Central Government and Wider Public Sector organisations. 
The purpose of this section is to provide a description of the mandatory Deliverables that the Supplier shall deliver to all Buyers under this Lot 2.

5.1 General
5.1.1 The Supplier shall supply a Prepaid Card which:
(a) includes the provision of Physical and/or Virtual Payment Cards which can be issued to End Users as required, and allow End Users to make payments at a minimum;
·  Card Present transaction; and
·  Card Not Present Transactions
(b) provides the facility to generate individual card numbers for single use, which can be restricted to specific dates, MCC, MCG and values; and
(c) provides the functionality to be embedded and/or lodged with a Merchant.
5.1.2 The Supplier shall ensure that any Physical and/or Virtual Payment Cards issued as part of the Prepaid Card solution:
(a) conforms to the ISO/IEC 7810 ID-1 international standard for card manufacturing;
(b) conforms to PCI-DSS;
(c) includes all security features required by Card Scheme standards;
(d) are compliant with UK banking legislation; and
(e) are compliant with UK Direct Payments Legislation. 
5.1.3 The Buyer’s funds shall be held within the territorial limits of the United Kingdom. If this is not possible, the Supplier shall provide suitable indemnities and safeguards to protect the Buyer’s funds, as regulated by the Financial Conduct Authority (FCA) and the Prudential Regulation Authority (PRA). The Supplier shall agree such instances with the Buyer as part of the Call-Off Procedure. 
5.1.4 The Buyer shall have the ability to Clawback funds that it has loaded on to individual cards. The Buyer shall agree such instances and timescales with the Supplier as part of the Call-Off Procedure.

5.1.5 The Supplier  shall:
(a) remain authorised and regulated by the FCA or the PRA to deliver the Services throughout the Framework Contract Period; and
(b) notify the Authority if it loses its authorisation and/or is no longer regulated by either the FCA or the PRA within 24 hours.
5.2 Card Design
5.2.1 The Supplier shall make its proprietary card (physical and/or virtual) designs available on a no charge basis. Specific and personalised design requirements may be requested by the Buyer as part of the Call-Off Procedure. 
5.3 Card Requirements
5.3.1 The Supplier shall provide the option to have a Prepaid Card with either an attached Sort Code and Account Number (SCAN) or without a SCAN.
5.3.2 The Supplier shall, where requested, provide alternative card facilities for End Users who are unable to manage their card account themselves, temporarily or permanently. The name on the card(s) shall be agreed as part of the Call-Off Procedure.
5.3.3 Where the Prepaid Card scheme is to be accessed by End Users who may be vulnerable and/or disabled themselves whilst caring for children, the Supplier shall ensure that cards are managed in the same way as a programme for the End User’s parent or guardian. 
5.3.4 The Supplier shall ensure that the word ‘Prepaid’ appears on the card, in order to comply with European Legislation on the use of Prepaid Cards.
5.4 Distribution and Delivery
5.4.1 The Supplier shall issue new physical cards as detailed in paragraph 5.2 (Card Design) and Personal Identification Numbers (PINs) to an address or addresses as specified by the Buyer, either in the UK or overseas, using a secure delivery method, on a no charge basis and within five (5) working days of entering into a Call-Off Contract. 
5.4.2 The Supplier shall re-issue physical Prepaid Cards (before expiry, theft/lost/damage etc.) via the same method, and to the same address or addresses, as agreed in the Call-Off Contract, unless otherwise specified by the Buyer, and within five (5) working days of the request from the Buyer.
5.4.3 The Supplier shall ensure that all correspondence regarding PINs in respect of physical Prepaid Cards  is delivered directly to the End User or relevant Programme Administrator (as specified by the Buyer) by the Supplier and that no other person is party to that correspondence
5.4.4 The Supplier shall be liable for the card and all liabilities arising in respect of that card until it receives confirmation from the relevant End User or Programme Administrator that the card has been securely received.  The Buyer may absolve the Supplier's liability for this clause at the time of Call Off.
5.4.5 The Supplier shall issue Virtual Prepaid Cards as detailed in paragraph 5.2 (Card Design) using a secure method directly to the End User or relevant Programme Administrator (as specified by the Buyer in the Call-Off Contract). 
5.5 Spend Control Measures
5.5.1 The Supplier shall provide spend control functionality as an integral part of the Prepaid Card and, as a minimum standard, provide the following:
(a) functionality for the Buyer’s Programme Administrator to stop specific payments being made via the solution in the UK and overseas (as defined by the Buyer Authority in the Call-Off Contract);
(b) functionality to allow the solution to be used only with specific MCG and MCC (as defined by the Buyer in the Call Off Contract);and
(c) functionality to suspend the account(s) immediately if requested by the Buyer.
5.5.2 The Supplier shall make the above spend control requirements available at programme level, for groups of End Users and, if possible, for individual End Users. 
5.5.3 The Supplier shall ensure that the maximum load value per card at any one time is in line with FCA and PRA regulations. Buyers may seek a waiver for cards to be loaded with larger amounts, which will be discussed as part of the Call-Off Procedure. 
5.5.4 The Supplier shall ensure that End Users cannot ‘overdraw’ the balance on the Prepaid Card. 
5.6 Buyer Funds transfer, Payments and Top-Ups
5.6.1 The Supplier shall ensure that funds are transferable within the programme with minimal manual intervention. This will be in bulk or single transaction(s) to and from the Prepaid Cards without requiring new in-house ICT systems. 
5.6.2 The Supplier shall ensure limits on ATM withdrawals or maximum purchase values are removed only by prior agreement with the Buyer.
5.6.3 The Supplier shall ensure that Prepaid Cards can be loaded by the Buyer, or other organisations nominated by the Buyer as part of a managed service, as specified in the Call-Off Contract.
5.6.4 The Supplier shall ensure Prepaid Cards can be loaded by the End User via bank transfer and debit card, either as a one-off arrangement or regular payments from multiple agencies. It shall be possible to load the card multiple times in any given period, for example, on a daily, weekly or fortnightly basis.
5.6.5 The Supplier shall provide the ability to load cards via EFT.
5.7 Online Management Tool
5.7.1 From the Framework Contract Start Date, the Supplier shall provide a secure Online Management Tool which, as a minimum standard, meets the requirements listed below:
(a) password protected;
(b) has https and ssl encryption;
(c) does not need any additional software and/or hardware;
(d) able to download data in excel or csv format;
(e) is fully auditable and data is available for up to six years;
(f) has a defined hierarchical account structure that enables reporting across the Buyer’s organisation which will be specified in a Call-Off Contract;
(g) provides the Buyer’s Programme Administrators with the ability to produce bespoke reports from the data available;
(h) allows data to be backed up and held securely;
(i) is able to identify spend on End Users’ Prepaid Cards; and
(j) provides online invoicing and supporting information (for example, Level 3 Data) where available.
5.8 Data Capture
5.8.1 The Supplier shall ensure that the Prepaid Card captures Level 1 (summary) and Level 2 (summary VAT) Data, if this is captured when a transaction is processed. If the Merchant is Level 3 Data-enabled, the Supplier shall also capture and provide Level 3 Data.
5.9 Customer Service
5.9.1 The Supplier shall ensure that all Buyers, including End Users, are able to contact the Supplier directly, from any country and at any time. 
5.9.2 The Supplier shall provide all Buyers and End Users with a free of charge Customer Service Helpline (telephone service), which shall be available 24 hours a day, 7 days a week and 365 days a year (366 days for leap years).  
5.9.3 The service shall provide support to Buyers and End Users, which includes, but is not limited to:
(a) issues with solutions; and
(b) guidance on use.
5.10 Training
5.10.1 The Supplier shall provide training and support on the use of their products, services and tools to all Buyers. 
5.10.2 The training provided shall be proportionate to the size and requirements of the Buyer in the Call-Off Contract. 
5.10.3 The Supplier shall ensure that all guidance and/or training documents are kept up to date, readily available to download online, available as hard copy upon request and are provided at no extra charge to all Buyers who request them.
5.10.4 The Supplier shall provide training with accessibility support for all Buyers, in line with the Equality Act 2010.  
5.11 Complaints and Compliments
5.11.1 The Supplier shall have an easily understood, well-published and accessible procedure to enable the Authority, Buyers, End Users, and third parties to make a complaint or compliment, and for complaints to be investigated.
5.11.2 The procedure must be agreed with the Buyer, be provided free of charge, and  as a minimum, include:
(a) Escalation route outlining stages and timescales; 
(b) Acknowledgement of all complaints and an explanation of actions to be taken;
(c) Regular updates to the ‘complainant’ on progress with their complaint;
(d) A written record of all complaints and compliments, including details of any investigation; and
(e) A whistle-blowing policy to protect staff from victimisation.
5.12 On-boarding
5.12.1 Upon receipt of a valid Call-Off Contract and subject to relevant credit checks, the Supplier shall on-board the Buyer onto the Payment Solutions Framework Contract.

5.13 Fraud
5.13.1 The Supplier shall inform the Buyer of all suspected fraud or security breaches. 
5.13.2 If separate from the Customer Service Helpline, the Supplier shall implement an Emergency Helpline (telephone facility) for Buyers, including End Users, free of charge, which must be available 24 hours a day, 7 days a week, and 365 days a year (366 days for leap years). The Supplier’s proposed facility shall, as a minimum standard, provide Buyers with the ability to report the following:
(a) lost or stolen cards;
(b) security breaches; and
(c) suspected fraud, theft, misuse or unauthorised use.
5.13.3 The Supplier shall investigate and take appropriate action immediately when a security breach or suspected fraud is reported by End Users, Buyers and/or Authority personnel. The Supplier shall confirm such reports and any action taken to the Buyer in writing.
5.13.4 The Supplier shall ensure that all reports are fully investigated and a clear outcome provided to the Buyer. If necessary, the Supplier shall assist the Buyer with any investigations that are undertaken.
5.13.5 In the case of a suspected security breach or suspected fraud, the Supplier shall immediately deactivate an End User’s Prepaid Card and confirm to the Buyer that deactivation has taken place.
5.13.6 The Buyer shall not be liable for any transactions that occur after the fraud or security breach is reported and/or any losses incurred as a result of the Supplier breaching its security obligations. 
5.13.7 The Supplier shall ensure that their procedures are compliant with the requirements of clause 27 of the Core Terms of the Framework Contract.
5.14 Continuous Improvement
5.14.1 The Supplier shall work with the Authority and Buyers in order to highlight continuous improvements in line with Call-Off Schedule 3 (Continuous Improvement).
5.15 Social Value
5.15.1 The supplier shall facilitate and promote social value, complying with Joint Schedule 5 (Corporate Social Responsibility) and all relevant legislation.
5.15.2 Buyers may have specific Social Value priorities, relating to the area in which the Prepaid Card is being delivered, which will be specified as part of the Call-Off Procedure.
5.16 Accessibility
5.16.1 The Supplier shall use commercially reasonable endeavours to support accessibility and offer relevant End User support.
5.16.2 The Supplier shall ensure that all information and support relating to the Prepaid Card is provided in Accessible Formats, at no additional cost.
5.16.3 Specific requirements in respect of accessibility will be determined by the Buyer as part of the Call-Off Procedure. 
5.17 Invoicing and Payment
5.17.1 The Supplier shall provide electronic invoicing in accordance with the Buyer’s requirements. This may include the uploading of data feeds in specific formats into a Buyer’s finance system to enable invoice settlement by way of email or some other data secure system. This may include information detailing all transactions on an End User’s Prepaid Card processed during the agreed monthly invoicing cycle. The Supplier shall provide these data feeds to the Buyer in the format specified by the Buyer in the Call-Off Contract.
5.17.2 Settlement terms for the payment of Supplier invoices by the Buyer will be specified in the individual Call-Off Contract.
5.18 Account Management
5.18.1 The Supplier shall appoint an Account Manager with appropriate experience and qualifications, to ensure that all the requirements of each Call-Off Contract are met. The Supplier will have measures in place to ensure any periods of annual leave or any (un)planned absence are covered.
5.18.2 The level of Account Management provided by the Supplier shall be proportionate to the size and requirements of the Buyer. Specific requirements will be agreed between the Buyer Authority and the Supplier as part of the Call-Off Procedure.
5.18.3 The Supplier shall hold operational service meetings with the Buyer as specified within the Call-Off Contract. 
5.19 Security
5.19.1 The Supplier shall ensure that the Buyer’s information is kept secure and shall ensure that Payment Card Industry Data Security Standard (PCI DSS) is maintained throughout the Framework Contract Period and any subsequent Call-Off Contracts.
5.19.2 The Supplier shall protect and maintain personal and transactional data ensuring confidentiality, integrity and availability, including data from card transactions, and Buyer and End User data such as names, addresses and statement information.
5.19.3 The Supplier shall provide the Authority with evidence of their compliance with PCI DSS requirements prior to the execution of the first Call-Off Contract. 
5.19.4 The Supplier shall provide the Authority with evidence that they remain compliant with PCI DSS requirements on each anniversary of the Framework Contract.
5.20 Reporting to the Authority
5.20.1 The Supplier shall provide reports to the Authority in accordance with Framework Schedule 4 (Framework Management) and Framework Schedule 5 (Management Charges and Information). 
5.21 Reporting to the Buyer
5.21.1 The Supplier shall provide reports to the Buyer in accordance with Call-Off Schedule 14 (Service Levels).
5.21.2 The Supplier shall provide a payment facility (physical or virtual) which shall:
(a) enable one centralised purchaser to place orders on behalf of several cost centres and ledger accounts;
(b) have the functionality to assign single and monthly transaction limits; and
(c) have the functionality to enable reconciliation.




6 LOT 2 – PREPAID CARDS – OPTIONAL DELIVERABLES
The following optional Deliverables may not be required by every Buyer. The following sections provide a description of the optional Deliverables that the Supplier may wish to make available to a Buyer throughout the Framework Contract Period. Where there are additional costs, these will be discussed and agreed as part of the Call-Off Procedure.
6.1 General
6.1.1 If required by a Buyer, the Supplier shall:
(a) provide the ability to convert between different currencies; and
(b) make available wearable devices and mobile applications.
6.2 Card Design
6.2.1 If required by a Buyer, the Supplier shall:
(a) customise the card design to meet the Buyer’s requirements; and
(b) provide physical Prepaid Cards in biodegradable plastic.
6.3 Card Requirements
6.3.1 If required by a Buyer, the Supplier shall:
(a) provide cards that are dual interface (i.e. have both contact and contactless functionality);
(b) provide covert cards;
(c) provide cards fitted with biometrics; and
(d) provide tokenised functionality (e.g. Android Pay, Apple Pay, Samsung Pay).
6.4 Distribution and Delivery
6.4.1 If required by a Buyer, the Supplier shall:
(a) provide the ability to have differing expiry dates on cards across multiple billing units; and
(b) provide a facility to order emergency cards.
6.5 Spend Control Measures
6.5.1 If required by a Buyer, the Supplier shall:
(a) utilise the Society for Worldwide Interbank Financial Telecommunication (SWIFT) system to transfer money and security instructions Internationally.
6.6 Online Management Tool
6.6.1 If required by a Buyer, the Supplier shall:
(a) provide a facility to enable HMRC VAT complaint reports to be downloaded;
(b) provide a pre-populated VAT field and/or the ability to input the VAT; and
(c) provide the Online Management Tool as a smart phone application.
6.7 Customer Service
6.7.1 If required by a Buyer, the Supplier shall:
(a) provide additional support services such as chatbots and any other technology-l based support; and
(b) provide the ability to make changes to spend controls.

6.8 Buyer Funds Transfer, Payments and Top-Ups
6.8.1 If required by a Buyer, the Supplier shall:
(a) provide the facility to enable Top-Ups via cash and/or any other method not covered in the mandatory section.
6.9 Reporting
6.9.1 If required by a Buyer, the Supplier shall:
(a) provide the facility to request ad-hoc reports that are currently not available within the Online Management Tool and/or issued as part of the contractual MI.
7 LOT 3 – FUND DISBURSEMENT SOLUTIONS 
7.1 Overview
7.1.1 The requirement for the Deliverables within the scope of this Lot has arisen through discussions with Public Sector Buyers who have identified a need for fund disbursement. This represents a new offering for CCS.
7.1.2 There are a range of fund disbursement solutions including, but not limited to, vouchers (both physical and electronic), SMS and barcodes.
7.1.3 The purpose of this Lot is to provide fund disbursement solutions which enable End Users to access funds quickly, securely and easily. Such solutions must be socially inclusive and provide national coverage.  
7.1.4 The End User personas below provide further information on the situations in which the solution might be utilised.
7.2 End User Personas
7.2.1 The Supplier is required to supply a fund disbursement solution that would facilitate the delivery of funds to the personas in the following scenarios. Please note these examples are illustrative and non-exhaustive:
(a) Person X has just been released from prison. Person X is entitled to a one-off payment for transport and/ or temporary accommodation (for example). The prison needs a solution to disburse funds to Person X and may not want to hold a traditional card solution, perhaps for security reasons. The solution will have to ensure Person X is easily able to use the solution to access the funds.
(b) Buyer A has a requirement to disburse funds immediately to multiple people - for example, in an emergency situation, where the recipients of the funds have lost their homes and their possessions. Buyer A does not have the time to wait for a traditional card solution to be delivered to them which they can then distribute, and needs an immediate solution to disburse funds - one that is simple, secure and easy for the End User to utilise and for the Buyer to administer. 
(c) Person Y is entitled to a benefit payment. Person Y is unable to access technology, has a disability which leaves them homebound and has a casual carer. Person Y needs a solution that allows them to access their benefit payment easily, perhaps with the help of their carer.
(d) Person Z is entitled to a benefit payment. Buyer B is required to make the benefit payment to person Z. Person Z might not have a fixed address and may not have access to a phone, but does rely on the benefit payment. 


8 LOT 3 – FUND DISBURSEMENT SOLUTIONS – MANDATORY DELIVERABLES 
The purpose of this section is to provide a description of the Mandatory Deliverables that the Supplier shall deliver to all Buyers under this Lot 3. 
This is a multi-Supplier Lot which is accessible to UK Central Government Wider Public Sector organisations.
The Supplier shall provide a fund disbursement solution to facilitate the delivery of funds to End Users. 
The Supplier shall ensure that funds are disbursed in sterling. 
8.1 Coverage
8.1.1 The Supplier shall provide a solution which has coverage across the United Kingdom, and the End User should be able to easily use the solution to access funds. Further requirements will be specified by the Buyer as part of the Call-Off Procedure. 
8.1.2 The solution should provide the End User with access to their funds 7 days a week; with timings to be agreed between the Buyer and the Supplier as part of the Call-Off Procedure.  
8.2 ID and Non ID
8.2.1 The Supplier shall provide a solution which can be both linked to the provision of the End User’s ID to access the funds and can also allow an End User to access the funds without the provision of a linked ID check.
8.2.2 The configuration and use of ID and non-ID checks will be specified by the Buyer as part of the Call-Off Procedure.
8.3 Distribution
8.3.1 The Supplier shall provide a solution which can be distributed directly to the End User, distributed via a Buyer and distributed via location(s) nominated by the Buyer. 
8.3.2 Distribution requirements will be specified by the Buyer as part of the Call-Off Procedure. 
8.4 Specified and Non-Specified End Users
8.4.1 The Supplier shall provide a solution which can be linked to a specified, named End User and can also non-specified i.e. not linked or assigned to a specified, named End User). 
8.4.2 The solution functionality in respect of specified and/or non-specified End User requirements will be determined by the Buyer as part of the Call-Off Procedure. 
8.5 Accessibility
8.5.1 The Supplier shall use commercially reasonable endeavours to support accessibility and offer relevant End User support.
8.5.2 The Supplier shall ensure that all information and support relating to the solution is provided in Accessible Formats, at no additional cost.
8.5.3 Specific requirements in respect of accessibility will be specified by the Buyer as part of the Call-Off Procedure. 
8.6 Cancellation and Clawback
8.6.1 The Supplier shall provide a solution which enables the Buyer to cancel and Clawback the fund disbursement. 

8.6.2 The solution functionality in respect of the cancellation and Clawback of funds will be specified by the Buyer as part of the Call-Off Procedure. 
8.7 Configurability and Functionality
8.7.1 The Supplier shall provide a solution that is configurable by the Buyer. Examples of the types of configurability which may be required by the Buyer include, but are not limited to, expiration dates, minimum/maximum value(s) and redeemable amounts per transaction. 
8.7.2 The specific configurability and functionality requirements will be specified by the Buyer as part of the Call-Off Procedure. 
8.8 Design
8.8.1 The Supplier shall make its proprietary designs available on a no charge basis. Specific and personalised design requirements will be specified by the Buyer as part of the Call-Off Procedure. 
8.8.2 The Supplier shall provide a solution which is socially inclusive and this must be considered when offering the generic (i.e. not configured) design(s). There must be no additional cost for complying with this requirement.
8.9 Online Management Tool
8.9.1 From the Framework Contract Start Date, the Supplier shall provide a secure Online Management Tool which, as a minimum standard, meets the requirements listed below:
(a) password protected;
(b) has https and ssl encryption;
(c) does not need any additional software and/or hardware;
(d) able to download data in excel or csv format;
(e) is fully auditable and data is available for up to six years;
(f) has a defined hierarchical account structure that enables reporting across the Buyer’s organisation which will be specified in a Call-Off Contract;
(g) provides the Buyer’s Programme Administrators with the ability to produce bespoke reports from the data available;
(h) allows data to be backed up and held securely; and
(i) provides online invoicing and supporting information (for example Level 3 Data) where available. 
8.10 Customer Service
8.10.1 The Authority shall ensure that all Buyers, including End Users, are able to contact the Supplier directly, from any country and at any time. 
8.10.2 The Supplier shall provide all Buyers and End Users with a free of charge Customer Service Helpline (telephone service), which shall be available 24 hours a day, 7 days a week and 365 days a year (366 days for leap years).  
8.10.3 The service shall provide support to Buyers and End Users, which includes, but is not limited to:
(a) issues with solutions; and
(b) guidance on use.

8.11 Training
8.11.1 The Supplier shall provide training and support on the use of their products, services and tools to all Buyers. 
8.11.2 The training provided by the Supplier shall be proportionate to the size and requirements of the Buyer, and will be specified by the Buyer as part of the Call-Off Procedure. 
8.11.3 The Supplier shall ensure that all guidance and/or training documents are kept up to date, readily available to download online, available as hard copy upon request and are provided at no extra charge to all Buyers who request them.
8.11.4 The Supplier shall provide training with accessibility support for all Buyers, in line with the Equality Act 2010.  
8.12 Complaints and Compliments
8.12.1 The Supplier shall have an easily understood, well-published and accessible procedure to enable the Authority, Buyers, End Users, and third parties to make a complaint or compliment, and for complaints to be investigated.
8.12.2 The procedure must be agreed with the Buyer, be provided free of charge, and  as a minimum, include:
(a) Escalation route outlining stages and timescales; 
(b) Acknowledgement of all complaints and an explanation of actions to be taken;
(c) Regular updates to the ‘complainant’ on progress with their complaint;
(d) A written record of all complaints and compliments including details of any investigation; and
(e) A whistle-blowing policy to protect staff from victimisation.
8.13 On-boarding
8.13.1 Upon receipt of a Call-Off Contract and subject to relevant credit checks, the Supplier shall on-board the Buyer onto the Payment Solutions Framework Contract.
8.14 Fraud
8.14.1 The Supplier shall inform the Buyer of all suspected fraud or security breaches.
8.14.2 If separate from the Customer Service Helpline, the Supplier shall implement an Emergency Helpline (telephone facility) for Buyers, including End Users, free of charge, which must be available 24 hours a day, 7 days a week, and 365 days a year (366 days for leap years). The Supplier’s proposed facility shall, as a minimum standard, provide Buyers Authorities with the ability to report the following:
(a) lost or stolen solutions;
(b) security breaches; and
(c) suspected fraud, theft, misuse or unauthorised use.
8.14.3 The Supplier shall investigate and take appropriate action immediately when a security breach or suspected Fraud is reported by End Users, Buyers and/or Authority personnel. The Supplier shall confirm such reports and any action taken to the Buyer Authority in writing.
8.14.4 The Supplier shall ensure that all reports are fully investigated and a clear outcome provided to the Buyer. If necessary, the Supplier shall assist the Buyer with any investigations that are undertaken.

8.14.5 In the case of a suspected security breach or suspected Fraud, and where possible, the Supplier shall immediately deactivate an End User’s fund disbursement solution and confirm to the Buyer that deactivation has taken place.
8.14.6 The Buyer shall not be liable for any transactions that occur after the Fraud or security breach is reported and/or any losses incurred as a result of the Supplier breaching its security obligations. 
8.14.7 The Supplier shall ensure that their procedures are compliant with the requirements of clause 27 of the Core Terms of the Framework Contract.
8.15 Social Value
8.15.1 The Supplier shall facilitate and promote social value, complying with Joint Schedule 5 (Corporate Social Responsibility) and all relevant legislation.
8.15.2 Buyers may have specific Social Value priorities, relating to the area in which the fund disbursement solution is being delivered, which will be specified as part of the Call-Off Procedure. 
8.15.3 The following social value aspects are particularly relevant to Lot 3:
(a) Equality and diversity:
· Accessibility - supporting accessibility through the inclusion of different formats and languages; and
· Inclusivity -  supporting those without access to digital or traditional banking solutions, including the socially and financially excluded

8.15.4 As part of a Further Competition Procedure, the Supplier may be required to identify Social Value benefits which they believe are relevant and proportionate to the Buyer’s requirement and set out how they will work with the Buyer to deliver those benefits.
8.16 Invoicing and Payment
8.16.1 The Supplier shall provide electronic invoicing in accordance with the Buyer’s requirements. This may include the uploading of data feeds in specific formats into a Buyer’s finance system to enable invoice settlement by way of email or some other data secure system. This may include information detailing all transactions on an End User’s fund disbursement solution during the agreed monthly invoicing cycle. The Supplier shall provide these data feeds to the Buyer in the format specified by the Buyer as part of at the Call-Off Procedure.
8.16.2 Settlement terms for the payment of Supplier invoices by the Buyer will be specified in the individual Call-Off Contract.
8.17 Account Management
8.17.1 The Supplier shall appoint an Account Manager with experience and qualifications to ensure that all the requirements of each Call-Off Contract are met. The Supplier will have measures in place to ensure any periods of annual leave or any (un)planned absence are covered.
8.17.2 The level of Account Management provided by the Supplier shall be proportionate to the size and requirements of the Buyer. Specific requirements will be agreed between the Buyer and the Supplier as part of the Call-Off Procedure.
8.17.3 The Supplier shall hold operational service meetings with Buyers as specified within the Call-Off Contract.

8.18 Security
8.18.1 The Supplier shall ensure that the Buyer’s information is kept secure and shall ensure that Cyber Essentials certification is maintained throughout the Framework Contract Period and any subsequent Call-Off Contracts.
8.18.2 The Supplier shall protect and maintain personal and transactional data ensuring confidentiality, integrity and availability, including data from card transactions, and Buyer and End User data such as names, addresses and statement information.
8.18.3 The Supplier shall provide the Authority with evidence of a valid Cyber Essentials certificate prior to the execution of the first Call-Off Contract. 
8.18.4 The Supplier shall provide the Authority with evidence of a valid Cyber Essentials certificate on each anniversary of the first applicable certificate obtained by the Supplier.
8.19 Reporting to the Authority
8.19.1 The Supplier shall provide reports to the Authority in accordance with Framework Schedule 4 (Framework Management) and Framework Schedule 5 (Management Charges and Information).
8.20 Reporting to the Buyer
8.20.1 The Supplier shall provide reports to the Buyer in accordance with Call-Off Schedule 14 (Service Levels).

9 LOT 3 – FUND DISBURSEMENT SOLUTIONS – OPTIONAL DELIVERABLES 
The following optional Deliverables may not be required by every Buyer. The following sections provide a description of the optional Deliverables that the Supplier may wish to make available to a Buyer throughout the Framework Contract Period. Where there are additional costs for the provisions of these Deliverables, these will be discussed and agreed as part of the Call-Off Procedure.
9.1 General
9.1.1 If required by a Buyer, the Supplier shall:
(a) make available wearable devices and mobile applications.
9.2 Distribution and Delivery
9.2.1 If required by a Buyer, the Supplier shall:
(a) provide a facility to order, distribute and deliver emergency funds.
9.3 Online Management Tool
9.3.1 If required by a Buyer, the Supplier shall:
(a) provide a facility to enable HMRC VAT complaint reports to be downloaded;
(b) provide a pre-populated VAT field and/or the ability to input the VAT; and
(c) provide the Online Management Tool as a smart phone application.
9.4 Customer Service
9.4.1 If required by a Buyer, the Supplier shall:
(a) provide additional support services such as chatbots and any other technology-l based support.

9.5 Reporting
9.5.1 If required by a Buyer, the Supplier shall:
(a) provide the facility to request ad-hoc reports that are currently not available within the Online Management Tool and/or issued as part of the contractual MI.
9.6 Language
9.6.1 If required by a Buyer, the Supplier shall:
(a) provide a user interface in languages other than in English, to support End Users where English is not their first speaking language. Such requests will be specified by a Buyer as part the Call-Off Procedure.
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