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Section 1: Introduction
General Requirements
The purpose of this document is to engage with the suppliers so that their expertise can be fed into the project from the outset. It can also benefit West Northamptonshire Council (WNC) by providing:
An understanding of the market and current technological capabilities to help us inform our approach
· A test for any assumptions being made by the Council.
· An insight into possible innovative approaches to the procurement.
· An assessment of what is realistically affordable given the available funding.
· An understanding of the maturity of various suppliers and their offerings.
· The level of supplier capacity.
· An understanding of the expected level of competition for service provision, which can identify when it is appropriate to develop the market, as this will influence which method of commissioning is chosen;
Please note: this pre-market engagement exercise is not an invitation to tender or a request for formal expressions of interest. This document does not form any part of an invitation to tender. West Northamptonshire Council (WNC) is issuing this request for information only. Any supplier invited to present to WNC is doing so to support market research only and to help make any potential procurement process more focused and efficient. No supplier selection or supplier preference is implied.
Confidentiality and Freedom of Information (FOI)
Please note: all information included in this Pre-Market Engagement is confidential and only for the recipients’ knowledge. No information included in this document or in discussions connected to it may be disclosed to any other party without prior written authorisation.

All responses will be treated confidentially. However, please be aware that we are subject to the disclosure requirements of the FOI Act and that potentially any information we hold is liable to disclosure under that Act. For this reason, we strongly advise that any information you consider to be confidential is labelled as such. If a request is subsequently made for disclosure under FOI, the request will be dealt with in accordance with the legislation.

Pre-Market Engagement Timetable
Please read this document and if you feel that your organisation can contribute to this exercise, please complete the questionnaire at the end of this document and return,  via email to: Procurement@westnorthants.gov.uk by 5pm on 13th February 2026. If you are unable to answer all sections, please state. In addition, we are happy to accept responses where you are partnering with another organisation. Please do not include any brochures with your response.

Following receipt of the questionnaires, we plan to shortlist suppliers based on their ability to meet our key requirements and we will use the pricing to feed into our strategic paper for Lead Authority Board. A decision will then be made internally on the best procurement approach by Lead Authority Board. The timetable is provided below:
	Stage
	Date

	Deadline for receipt of responses to Pre-Market Engagement.
	13/02/2026

	Suppliers' presentation sessions 
	26/02/2026 – 06/ 03/2026

	Decision on way forward.
	20/03/2026



Potential responders will not be prejudiced in any future procurement processes by either responding or not responding to this Pre-Market Engagement.


Section 2: Identification of Requirement
Current Situation

4.1 [bookmark: _Int_oZEQGvAp]West Northamptonshire Council (WNC) is a relatively new Local Authority that has inherited a wide range of electronic document systems and storage methods from predecessor councils. These legacy solutions vary in functionality, levels of automation, and overall maturity, which often results in manual processes to meet compliance, retention, and operational needs.

4.2 Key services such as Housing, Revenues & Benefits, Regulatory Services, the post room and Pensions and Payroll rely heavily on electronic document and records management to process and store critical information from residents, businesses, and other stakeholders. The Council uses several inherited systems for records management, each supporting different service areas. Additionally, WNC have an archive and heritage service that require archiving for long-term retention of digital materials. The project will consider opportunities to bring these capabilities together into a more consistent and modern corporate approach; in some cases, for archive data only.

4.3 The total volume of information held across WNC is significant, spanning both digital records and substantial paper archives. Due to historic differences in systems and recordkeeping practices, the precise number of documents is not currently possible to quantify, but it is understood to be extremely large and growing. This reinforces the need for a consistent, corporate approach to long-term records management.

4.4 The Council’s Digital, Technology, and Innovation Strategy (2025) set out a commitment to improving data quality, strengthening information governance, and ensuring our information assets are well‑managed, compliant, and accessible. This project aims to support those ambitions by introducing a modern, user‑friendly, and value‑for‑money solution capable of managing large‑scale record holdings in a secure and sustainable way.

4.5 A modern EDRMS solution will enable the safe digitisation and appropriate handling of these legacy physical records over time, supporting improved access, reduced storage costs and the freeing up of physical space for other council purposes. 
Current systems
The following EDRMS systems are in use at the council:
	System
	Service
	Estimated volume of documents

	Civica Digital 360 (mostly archive records to be migrated)
	Revenues and Benefits 
	10,041,000

	
	Housing Management
	649, 932

	
	Regulatory services 
	15,170

	
	Planning
	1,074,000

	
	Post Room
	n/a

	SharePoint
	Housing management and other services
	Over 10,000,000

	Columbus DW 
	Pensions payroll
	Over 16,000

	Axiell collections 
	Archives and heritage service
	To be confirmed

	NEC Enterprise Document Management (live and legacy records)

	Revenues and Benefits
	2,371,556

	Stor-a-file
	Various
	Between 25,000,000 and 50,000,000 



6. The Requirements
6.1 We are looking for a solution(s) that will:
· Enable the quick and accurate retrieval of documents.
· Enable strong and where appropriate, automated records management.
· Integrate with key line of business and corporate systems.
· Offer workflow management.
· Enable scanning service integration.
· Provide comprehensive archiving capabilities for our existing repository of digitised paper records.
· Enable future digitisation and digital archiving of any in-scope records within our existing repository of paper records.
· Enable the smooth and streamlined ingestion of “born digital” content for archiving purposes going forward.
· Lock down archived content to prevent edits after ingestion.
· Ensure long-term preservation of digital records (hundreds of years).
· Provide capability for low-resolution previews of heritage and historical records only for public access.
· Enable the preservation of, and ideally improvement upon, existing departmental digital workflows currently enabled by incumbent solutions.
Section 3: Supporting information
Section A: Organisation and Contact Details
	Question
	Response

	Name of your organisation:
	

	Registered office (if applicable):
	

	What is your Central Digital Platform unique identifier?
	

	Trading address (if different from office):
	

	How many local authority customers do you have in the UK?
	

	What if any local connections do you have with the authority?
	

	Name of person whom any queries relating to this questionnaire should be addressed:
	

	Telephone Number(s):
	

	Email:
	

	Please confirm size of organisation: 
	

	Please confirm your annual turnover: 
	

	What accreditation do you hold? 
	

	What capacity do you have to take on new customers? 
	



Please complete all relevant sections below dependent on the offerings you can provide. 
If you are unable to answer all sections below, please state. In addition, we are happy to accept responses where you are partnering with another organisation:
Please tick to confirm the sections completed:

Section B Archiving Questions 
Section C Electronic and Documents Records Management (EDRM) Questions o

Please note that the word limit for the response to each question is 500 words or less. Please do not include any brochure attachments with your response.

Section B: Archiving Questions

PME Evaluation
The evaluation questions covering Section B will need to be completed by the supplier providing full responses. Any questions with a weighting % will be evaluated by the project team, using the evaluation mechanism shown below:
In relation to the requirements for this Pre-Engagement Document will be evaluated based on 30% of marks awarded for suppliers providing a price and innovation and 70% of marks for competency and quality.
A score will be given in relation to the total prices offered in the PME for all scored responses where the lowest cost with innovation receives 30% and other bids receive a score based on the following calculation:

Lowest price / price being evaluated x 40%
i.e. If lowest price was A at £1000 and price being reviewed was B at £1200 the formula applied would be: £1000 / £1200 x 40 = 50%

Supplier responses to the Pre-Market Engagement questions will be evaluated against the specification/ requirements on a scale of 0 to 3 points, using the scoring system detailed below:
	Score 
	Criteria to Award Score  

	0
	Irrelevant or no response provided. 

	1
	Response partially meets requirements. 

	2
	Response meets requirements but lacks clear and detailed evidence.

	3
	Response meets requirements with clear and detailed evidence. 



Please note that Section B will be scored against the appropriate weightings per question independent to Section C.

	Question
	Total Weighting %
	Response

	B. 1. What is the name of the solution you propose?
	
	

	B. 2. Is your solution registered on any existing frameworks?
	
	

	B. 3. The ability to archive and access archive data is a key requirement for the project. Explain and evidence the key functionality of the archiving function. Detail how it will meet all the requirements pertaining to this, including: 
	
35%
	

	B. 4. 
a. The ability to retrieve and access historic records when required and according to access rights.
b. The ability to lock down archived content to prevent edits after ingestion.
c. Ensuring long-term preservation of digital records (hundreds of years).
d. Providing capability for low-resolution previews of heritage and historical records only for public access.
e. Provisions for exporting and importing from other systems including Civica digital 360?
	

35%

	

	B. 5. Price

a. Please provide estimated costs for providing your solution to a mid-sized unitary authority including setup, design, hosting, and support over a 4-year period.

	25%
	

	B. 6. Innovation and Added Value

a. Please indicate any further value-added offerings you wish to highlight that have not already been addressed.

	5%
	



	


Section C: Electronic and Documents Records Management (EDRMS) Questions

PME Evaluation
The evaluation questions covering Section B will need to be completed by the supplier providing full responses. Any questions with a weighting % will be evaluated by the project team, using the evaluation mechanism shown below:
In relation to the requirements for this Pre-Engagement Document will be evaluated based on 30% of marks awarded for suppliers providing a price and 70% of marks for competency and quality.
A score will be given in relation to the total prices offered in the PME for all scored responses where the lowest cost receives 30% and other bids receive a score based on the following calculation:

Lowest price / price being evaluated x 40%
i.e. If lowest price was A at £1000 and price being reviewed was B at £1200 the formula applied would be: £1000 / £1200 x 40 = 50%

Supplier responses to the Pre-Market Engagement questions will be evaluated against the specification/ requirements on a scale of 0 to 3 points, using the scoring system detailed below:
	Score
	Criteria to Award Score

	0
	Irrelevant or no response provided. 

	1
	Response partially meets requirements. 

	2
	Response meets requirements but lacks clear and detailed evidence.

	3
	Response meets requirements with clear and detailed evidence. 



Please note that Section C will be scored against the appropriate weightings per question independent to Section B.



	Question 
	Total Weighting
	Response

	C.1. What is the name of the solution you propose?
	
	

	C.2. Is your solution registered on any existing frameworks?
	
	

	Question 
	Total Weighting
	Response

	C.3. Document Search and Retrievals:

An integral part of the EDRMS will be the ability for users to retrieve documents and archive records quickly and accurately, even when precise details are not known. 
Explain and evidence the key functionality of the Document search and retrievals functions. Detail how it will meet all the requirements pertaining to Document Search & Retrievals, including:

a. The system should incorporate robust document retrieval features that allow users to search and locate records, documents, or their metadata using various search techniques.

b. Ensuring complex services (e.g., Revenues & Benefits, Planning, Regulatory Services) can retrieve documents using the reference types relevant to their service area.

c. The search interface must be user-friendly, enabling users to find documents using keywords, phrases, or document titles, with search capabilities restricted according to their role-based access.

d. Support for advanced searches using multiple search criteria, such as document type, date range, author, citizen, applicant, or custom metadata fields and support search suggestions and auto complete features. 

e. The system should enable users to search for documents based on their content, including the ability to search within scanned or OCR-processed documents.

f. The system must provide a preview or thumbnail view of the document content in the search results, allowing users to quickly determine the relevance of a document without opening it.

	
5%
	

	C. 4. Document Printing:

The EDRMS system should have the capability to print records, metadata summaries, and related lists, providing a tangible output for users who need physical copies for meetings, reports, or archival purposes. 

The EDRMS should deliver on the following requirements:

a. Ability to print documents along with their associated metadata where required. 
b. Ability to print grouped or related records (e.g., documents linked to a case, customer, property, or workflow). 
c. Ability to print selected pages, sections, or views of a document rather than the entire file. 
d. Print access controlled through existing role-based permissions within the system. 

	
4%
	

	C.5. User Interface:

 The EDRMS must provide a modern, intuitive, and accessible user interface that supports staff across a wide range of digital skills and service areas. 
Please ensure you cover the following areas within your response:

a. The EDRMS system must present records and images procured from search queries in a user-friendly manner. The interface should support dual‑page or side‑by‑side document viewing to enable comparison of related records.

b. The system must allow simultaneous read access to the same record by multiple users.

c. It should enable users to bookmark parts or whole records, creating groupings for later review or saving to different media, all subject to Access Rights.

d. The system should incorporate tools for image manipulation, such as cropping, rotation, annotation, and zoom functions.

e. The EDRMS solution must be compatible with specialist software designed to support users with special needs, such as those with vision impairments e.g. support text to speech functionality. 

	
4%
	

	C. 6. Records Management:

The respondent must explain and evidence the key functionality of their records management and archiving within their solution and how they will meet all the requirements pertaining to Records Management and archiving.

Please ensure you cover the following areas within your response:

a. The system should support the application of retention schedules to records that vary by service area (e.g., statutory, regulatory, or business‑driven retention rules).

b. The system should enable alerts for users of the upcoming end of document retention periods, including custom alerts for individual document types/user groups/etc.

c. The system should offer automation features, allowing the scheduling of reports related to record retention, and automating the disposal of records when their retention period ends. This automation should be compliant with all relevant data protection and privacy laws and regulations.

d. Users should be able to customise the information included in these reports, such as details of the employees, record types, and disposal dates. 

e. The EDRMS system should support a robust process for approving records for destruction that have been reviewed. 

f. The system should meet the requirement of retaining a record or folder beyond its initially set Retention Schedule date across the various departments in scope. It should not only allow users to extend the retention period but also mandate the capture of a valid reason for such an action.

g. The EDRMS system should have the ability to improve the end user experience when collecting substantial amounts of information for subject access requests or summarising records.

	
4%
	

	C. 7. Integration and Interoperability:

The respondent must explain and evidence the key functionality of their Integration and Interoperability capabilities.

Please ensure you cover the following areas within your response:

a. Integration capabilities, including (but not limited to) ability to integrate with line of business systems (MRI software, IDOX, Infinity) corporate platform (MS365) via configurable connectors, APIs, and other industry‑standard methods.
b. Configuration and customisation. 
c. User interface compatibility. 
d. Accessibility. 
e. Document signing integration. 
f. Single Sign-On integration.
g. Access Controls.
h. Interoperability Access Controls.
i. Capture & Allocation.
j. Ability to support a migration of historical data from other systems used within the Council.

	
4%
	

	C. 8. Workflow Management:

The respondent must explain and evidence the key functionality of their Workflow Development tools.

Please ensure you cover the following areas within your response:

a. Ability to create rules-based workflows that determine how records or tasks are routed through departments based on defined criteria.
b. Both the manual and automatic workflow functions will alert a User that a File or Record(s) has been sent to the User’s Electronic in-tray for attention and specify the action required.
c. The EDRMS system workflow feature will record all changes to pre-programmed workflows in the Audit Trail.

d. The EDRMS system's workflow feature will track and document the journey of records or files throughout a workflow, enabling users to ascertain the status of any record or file at any given point in the process.

e. The system will monitor the completion of discrete workflows and the time taken to achieve these.

f. The workflow functionality within the EDRMS system will provide the capability to define and manage approval and authorisation processes for documents and records. This functionality will allow for the creation of customisable workflow templates that can be tailored to specific business processes and requirements.

g. The EDRMS system’s workflow feature will manage the files and records in queues which can be prioritised and controlled by authorised users.

h. The EDRMS system will incorporate a manual workflow module, where departmental users can view documents and have the discretion to distribute them to either individual users or groups within their department.

	
4%
	

	C. 9. Exporting and Reporting:

The respondent must explain and evidence the key functionality of their exporting and reporting capabilities.

Please ensure you cover the following areas within your response:

a. The EDRMS system must support the regular and automated extraction of all data collected in the system.

b. It must enable comprehensive or selective exporting of Record content, designed to facilitate secure transfer to other departments, organisations, or stakeholders, in compliance with security protocols.

c. The system should support transfer of data onto digital media devices, ensuring only encrypted devices are used and a full audit trail of transfers is retained.

d. The EDRMS system should empower department users to request, schedule, and automate the generation of both routine and ad-hoc reports.

e. The system should support generating aggregate reports for key terms across records within a specified period.

f. The EDRMS system should include functionality that allows authorised users to generate a report detailing the total number and types of records stored per service in the system across all departments.

g. The EDRMS system must support the ability to export an entire record into a friendly format to support compliance with access requests (e.g. Freedom of Information requests). This should include support for all common file formats, including PDF, CSV, XLSX, XML, etc.

h. The EDRMS system must support Subject Access Request (SAR) processes, including efficient execution of initial searches for data, necessary redactions, and secure transfer of requested data onto encrypted devices or media.

i. The system should offer an advanced facility for the secure redaction of Record content, adhering to guidelines provided by The Information Commissioner’s Office (ICO).

j. The EDRMS system should provide the functionality to encrypt records at the file level using technologies such as IRM (Information Rights Management).

k. The EDRMS system should provide the ability to tag documents for multi purposes and provide notification to users of the process. 

l. The EDRMS system should provide the ability for temporary Users to login and have limited access to requested data when required for applicable data requests.

m. The system should provide the ability to share records to another organisation, complying with AES 256-bit encryption.

n. The system should be compatible with the requirements of UK GDPR Article 20 - Data portability.


	
4%
	

	C. 10. Record Structure and Service Definition:

A level of organisational change is to be expected and must be allowed for in the EDRMS system maintenance and system support facilities. 

The respondent must explain and evidence their approach to record structure and service definition. Please ensure you cover the following areas in your response:

a. The EDRMS system must accommodate organisational changes, including the changing number of users, increasing storage capacity demands, recovery from system failures, and monitoring system errors.

b. The system should provide robust backup capabilities to ensure data integrity and system continuity. This includes the ability to reconstruct system data using restored backups and audit logs.

c. The system should facilitate smooth user transitions between different organisational units.

d. The system should cater to the construction of a Classification Scheme with defined naming conventions for the capture or import of electronic records, allowing efficient browsing, navigation, and retrieval of records.

e. The system should facilitate the configuration of Smart Paper, incorporating optical character recognition (OCR) or barcodes to streamline processes.

f. The system should manage user profiles, data integrity, and security, including user authorization, content modification restrictions, alert mechanisms for incomplete or inconsistent records, password management, and user deletion protocols.
	
4%
	

	C. 11. Scanning Service Integration:

The respondent must explain and evidence their approach to scanning service integration.

Please include detail & evidence of previous work with a scanning partners along with any lessons learnt during the project.

Please ensure you cover the following areas in your response:

a. The EDRMS system should facilitate the ad hoc and batch import of scanned and indexed records/documents, linking them to unique identifiers such as customer, case, property, or reference numbers.
b. This information may be entered by the user, with the system capturing any user verification or confirmation.
c. Bulk digitisation workflows for large back‑file or legacy scanning projects (e.g. paper archiving).
d. The EDRMS system should allow for the batch import of scanned and indexed Smart Paper documents, linking them to unique identifiers. These identifiers could be captured by OCR or barcodes, and any verification or confirmation by users should also be recorded by the system.
e. The EDRMS system should ensure the quality and integrity of digitised data through its quality assurance processes, manual verification mechanisms, and data validation protocols. Specific descriptions of scanning Quality Assurance (QA) processes should be included to ensure that digitised material has been captured effectively.
f. The EDRMS system should validate data at the point of entry and respond with meaningful error messages whenever invalid data is detected using the Metadata or other definable rules to drive validation processing. The EDRMS should issue status reports for all scanned records and allow scheduled and ad hoc queries to locate individual or departmental records.
	
4%
	

	C. 12. User Authentication Management:

The establishment and management of access control and authentication procedures is a critical part of this programme, as is the capacity to audit all system usage. 

The respondent must explain and evidence their approach to user authentication management and the functions available to manage the EDRMS system’s user setup process, including department, service, and assignment.

The Council require the below level of management:

a. The EDRMS system must manage user profiles, data integrity, and security. This includes user authorisation, content modification restrictions, alert mechanisms for incomplete or inconsistent records, password management, and user deletion protocols.

b. The EDRMS system should allow authorised users to modify security attributes, restrict access to system components based on departmental roles, prevent users from deleting documents, and validate users at the start of each session.

c. The EDRMS system should allow resetting of passwords using agreed secure email addresses only to prompt resets. Users with expired passwords will be marked as inactive, barring them from subsequent entry to the EDRMS system. The EDRMS system should support Single Sign-On (SSO) protocols for user authentication and password management.

d. The EDRMS system should provide an authentication mechanism that controls access to the system and validates each user attempting access at the start of each session, linking the user-id and password to a valid user profile.

e. The EDRMS system should be equipped with the capability to integrate with Azure Active Directory (AD) for managing departmental user access rights. This includes leveraging Azure AD’s identity and access management services to automate the assignment, updating, and revocation of access rights based on the user’s department and role within the organisation.
f. The EDRMS system must provide "break glass" and “brick wall” access features, allowing authorised individuals to gain immediate access to critical documents in emergency situations, or else shielding especially confidential documents from view for specific user groups. This feature should maintain the integrity and confidentiality of the documents while logging all 'break glass' access instances for auditing and accountability purposes.

	
4%
	

	C. 13. Data migration

a. What is your strategy for data migration of existing data?

b. What provisions do you have for exporting and importing from other systems including Civica Digital 360? 

c. What formats can you take to translate old systems to new system?

	
5%
	

	C. 14. System Setup:

The respondent must explain and evidence their approach to system setup. 

Please ensure you cover the following areas in your response:

a. The EDRMS system must cater to the requirement for automatic system timeouts following a period of inactivity. This inactive duration should be customisable for different user groups within the organisation. 

b. The EDRMS system should be designed to auto-save data that is in the process of being worked on, even before it is officially submitted. 

c. The EDRMS system should enable individual department members across the organisation to tailor their personal preferences. This may include choosing the portions of a record they see upon selecting a specific case or determining the arrangement of these sections (e.g., by most recently added, by document tab, or by department).

	
4%
	

	C. 15. Implementation Services:

It is essential the there is a close working relationship between all key stakeholders within the Programme Implementation. This will require direct input from the chosen supplier to work with the Council’s PMO team to ensure the smooth running of the programme.

The respondent must explain and evidence their approach to implementation services, including Gantt charts where appropriate.

Please ensure you include the following areas in your response:

a. Outline the typical approach to implementing the system across an organisation, indicating the resources required, potential challenges, and proposed timeline.

b. Outline the handover process, training of Council staff, and post-implementation support.

c. Demonstrate your approach to defining and managing the various stages of the project.

d. Outline your approach to managing risks and issues throughout the entire programme lifecycle of the EDRMS system implementation.

e. Outline your escalation management procedures, highlighting any specific methodologies, tools, or technologies employed.

	4%
	

	C. 16. Training and Configuration:

The respondent must explain and evidence their approach to Training and Configuration, including the several types of training groups and methods.

Please ensure you include the following areas in your response:

a. Outline a typical training model for the EDRMS system, including the estimated duration of training for users, the number of training days necessary before the system goes live, and the method or methods of training employed.

b. Outline the typical approach for specialist training for in-house technical and configuration staff.

c. Provide details of the configuration support provided for the EDRMS system implementation, including details about the API and integration support provided for the EDRMS system implementation.



	4%
	

	C. 17. Go-Live Testing:

The respondent must explain and evidence their approach to Go-live testing.
 
Please ensure to cover the following area in your response:

a. Outline your approach to technical assurance testing, including the testing methodologies, the scope of testing, the frequency of tests, the dedicated personnel involved, and how issues are documented and resolved.

b. Outline your approach to User Assurance Testing (UAT), including methodologies for conducting user testing, scope and frequency, personnel involved, and issue resolution processes.

	4%
	

	C. 18. Application Support:

The respondent is to provide a detailed explanation of their approach to application support. 

Please ensure to include the following area in your response:

a. Confirm your ability to provide a working-hours (08:00-19:00) application support helpline (or software-driven equivalent) for the Council’s IT Support team to contact.

b. Describe your typical provision for out-of-hours support.

c. Describe any comprehensive online assistance that is accessible throughout the entire system.

d. Provide details of the typical guaranteed response and fix times to callouts by priority, both during standard operating hours and outside of these hours. 

	4%
	

	C. 19. Infrastructure 

The respondent shall provide an explanation of their approach to infrastructure. 

Please include the following areas in your response:

a. Confirm that all equipment supporting the systems and its data can be housed in a secure environment such that the data will be stored within the UK or the EU, and compliant with ISO27017 & ISO27018 (if Cloud hosted) or ISO27001.

b. Outline how system performance, upgrade and release schedules and planned/unplanned downtime is managed.

c. Confirm that the EDRMS system can handle the required volume of traffic, specifically the ability to manage and support up to 1000 concurrent users at any given time.

d. Share your approach to managing the system in terms of maintenance, business continuity, and disaster recovery.
	4%
	 

	C. 20. Price

b. Please provide estimated costs for providing your solution to a mid-sized unitary authority including setup, design, hosting, and support over a 4-year period.

	25%
	

	C. 21. Innovation and Added Value

b. Please indicate any further value-added offerings you wish to highlight that have not already been addressed.

	5%
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