[bookmark: _Ref361666370]Framework Schedule 1 (Specification)
This Schedule sets out what we and our buyers want.
The supplier must only provide the Deliverables for the Lot that they have been appointed to. 
For all Lots and/or Deliverables, the Supplier must help Buyers comply with any specific applicable Standards of the Buyer.
The Deliverables and any Standards set out in Paragraph 1 below may be refined (to the extent permitted and set out in the Order Form) by a Buyer during a Further Competition Procedure to reflect its Deliverables Requirements for entering a particular Call-Off Contract.
1. [bookmark: _Toc512506835]OUR SOCIAL VALUE PRIORITIES
1.1 The Supplier shall deliver and promote Social Value, complying with Joint Schedule 5 (Corporate Social Responsibility) and all relevant legislation.
1.2 Buyers may have specific Social Value priorities, relating to the area in which the Procurement Card is being delivered, which will be specified as part of the Call-Off Procedure. 
1.3 The Supplier shall promote Social Value in the delivery of the services. As a minimum this shall reflect the key priorities outlined below and within Framework Schedule 2 Framework Tender. Social value refers to the wider financial and non-financial impacts of projects and programmes including the wellbeing of individuals and communities, social capital and the environment. 
1.4 The Supplier shall ensure that the performance of the contract, or the way in which the contract is performed is within PPN06/21 and all relevant legislation.  Suppliers shall address the following key priorities and their policy outcomes and delivery objectives, 
1.4.1 Fighting climate change: 
Policy Outcome - Effective stewardship of the environment
Delivery Objective - Additional Environmental Benefits
(i) results in environmental protection and improvement, including working towards net zero greenhouse gas emissions. 
(ii) influences staff, suppliers, customers and communities to support environmental protection and improvement.

The buyer can identify specific social value priorities at call-off.  


2. DEFINITIONS
2.1 In this Section, the following words shall have the following meanings and they shall supplement Joint Schedule 1 (Definitions)
	Term
	Meaning

	
	

	APM
	Alternative Payment Method – alternative to payment by card e.g. Paypal, Direct Debit, iDeal, Open Banking 

	Acquirer
	A regulated and authorised financial institution that processes credit and debit card Authorisations (qv) and transactions on behalf of a merchant including full Card Scheme (qv) members and Payment Facilitators or equivalent (which are supported by a Payment Institution)

	Authorisation
	Method of a merchant checking with the payer’s account provider, usually via intermediate entities, that they have sufficient funds or line of credit to purchase the goods or services, and that the funds are allocated to the transaction 

	Blended pricing
	Where the price charged to a merchant for card transactions is aggregated into a single (or a few) rates and which hides the complexity of Interchange++ pricing (qv)  

	Card scheme(s)
	Are payment networks (e.g. Mastercard or Visa) linked to payment cards, such as debit or credit cards, of which a bank or any other eligible financial institution can become a member and by becoming a member of the scheme, the member then gets the possibility to Issue (an Issuer qv) or acquire (an Acquirer, qv) cards operating on the network of that card scheme which may be international in scope or limited to various sub-international jurisdictions and card schemes will levy fees for their services (not being charities)

	Cardholder Not Present (CNP)
	A remote card-not-present (also cardholder-not-present) purchase type (or other e.g., refund) transaction (remote purchase CNP) is one where the cardholder and the card are not present at the point-of-sale for example where the point-of-sale is the merchant’s eCommerce website. Also applies to APMs (qv)

	Cardholder Present (CP)
	A card present (also cardholder present) purchase type (or other e.g. refund) transaction (CP) is one where the cardholder and the card are present at the point-of-sale 

	Clearing
	Method of a merchant (or intermediate entities) presenting a request for payment, usually via intermediate entities, from the payer’s account provider in settlement of the debt incurred when a payer purchases goods or services, often following a successful Authorisation(qv)

	CSC
	Card Security Code (the 3 or 4 digits on a card) that appear on a card (front or back) that a merchant often requires a cardholder to quote or input when making a purchase by card and this is code is also known variously as CID, CVC2, CVD, CVE, CVN2 and CVV2, but not, repeat no, CVV 

	DCC
	Direct Currency Conversion is a method where a cardholder using a card with a normal currency of Eur (example ONLY) purchasing goods or services denominated in GBP (qv) (example ONLY) will be offered an opportunity to complete the sale in Sterling and this process applies to many cross currency sales and cards  

	Dispute Process
	The semi-automated process of managing disputes between Issuers (qv) generally on behalf of account holders and Acquirers (qv)

	[bookmark: _heading=h.uda2oyprm1ce]Electronic point of Sale System (EPOS)
	A hardware or software system that enables Merchants to take card present transactions including POS devices. 

	Dual messaging
	A payment transaction that is split into two, namely an Authorisation (qv) and a Clearing (qv) although the Authorisation is not mandatory but without this certainty of Settlement (qv) is not guaranteed 

	Fraud Prevention Provider
	An entity that attempts to eliminate fraudulent payments acting on behalf of a merchant, Merchant Card Acquiring Service, Acquirer or Issuer or APM provider (and may be an integral part of those entities) by accumulating information about payment activity based on card activity and cardholder activity 

	GBP
	Standard currency code for UK Sterling 

	HTTPS
	Hypertext Transfer Protocol Secure is an extension of the Hypertext Transfer Protocol for secure communication over a computer network, and is widely used on the Internet and communication protocol is encrypted using Transport Layer Security (TLS qv)

	IIN (BIN)
	The Issuer Identification Number is the first six digits of a PAN (qv) and is also known as a BIN (Bank Identification Number)

	Interchange ++ pricing
	[bookmark: _heading=h.ntg6qfdnripp]A pricing model whereby the Acquirer shows the Merchant Service Charge (MSC) broken down into three components: interchange fees, processing charges, and card network scheme fees.

	Issuer
	A regulated and authorised financial institution that provides credit and debit card account on behalf of a card holder 

	Merchant Card Acquiring Service
	An entity that provides an interface to Acquirer (qv) and which may itself be an Acquirer

	Merchant Card Acquiring Equipment
	Equipment that is capable of interfacing payment cards through insertion or non-contact whether in physical or dematerialised form (e.g. payment cards details stored in smart phones) and with relevant payment details e.g. amount to intermediate entities (generally Payment Gateways, qv) and thus to process Authorisations (qv) and Clearing (qv) via intermediate entities and displaying the result to the merchant and the payer

	Merchant Service Charge
	The total charges payable by a Merchant to a Supplier for the Card Acquiring Service

	Merchant ID Number (MID)
	Merchant Identity which identifies a merchant in processing payments and can apply to the top level of a merchant or at many different subordinate levels e.g. branch level   

	MPLS
	Multiprotocol Label Switching is a routing technique in telecommunications networks that directs data from one node to the next based on short path labels rather than long network addresses, thus avoiding complex lookups in a routing table and speeding traffic flows

	PAN
	A payment card number, primary account number (PAN), or simply a card number, is the card identifier found on payment cards, such as credit cards and debit cards and has a standardised range of 10 (rare 13 is usually given and 16 is most common) to 19 digits

	PAR
	Payment Account Reference is a single reference that is a superior value that sits above multiple Token (qv) values for the same PAN (qv)

	Payment Facilitator
	A regulated and authorised entity performing Merchant Card Acquiring Services (qv)

	Payment Gateway
	An entity that sits between merchants (and Merchant Card Acquiring Equipment (qv)) and provides intermediate service for merchants including but not limited to authorisations and clearing to Acquirers (qv) and providers of APMs (qv) and will process Cardholder Not Present (qv) and Cardholder Present (qv) transactions  

Software and servers that enable a merchant to accept payments. Payment gateways securely collect and transmit transaction information to the Merchant Acquirer and send responses from card issuers such as approving or declining transactions

	PCI-DSS
	The Payment Card Industry Data Security Standard (PCI DSS) is a widely accepted set of policies and procedures intended to optimize the security of credit, debit and cash card transactions and protect cardholders against misuse of their personal information

	PISP
	Payment Initiation Service Processor is a regulated and authorised service provider capable of securely initiating a payment on behalf of the payer from an account provider with payment direct to a merchant rather than depending on the infrastructure of payment cards and card schemes

	Stong Customer Authentication (SCA)
	a two-factor authentication process required for online payments and banking transactions within the European Economic Area (EEA) under the Payment Services Directive 2 (PDS2) to increase security

	Settlement
	Represents the flow of funds between account providers and merchants often via intermediate entities to reimburse merchants for goods and services bought by payers and can also include funds that represent fees, interchange and refunds and depending on all values funds flow may be bi-directional  

	Settlement Day 0, 1, 2
	The day of Settlement (qv) in relation to the Transaction Day (qv) where 0 represents the Transaction Day (qv) and 1 represents the next day and so forth  

	Single messaging
	A payment transaction that consists of only one part, namely Clearing (qv) but where the Authorisation (qv) is contained within the Clearing

	Transaction 
	A complete payment request by a Merchant consisting of an Authorisation (qv), if required, and an entry into Clearing (qv), if required  

	Transaction Day
	The day when the merchant (and any intermediate entities) signals completion of a transaction so that it may be entered into Clearing (qv) for eventual Settlement (qv)

	Token
	Produced by at tokenisation process that transforms a PAN into an alternative string of characters and which is meaningless and from which the original PAN cannot be derived to most entities in the payment process although it shall be capable of being turned back into a PAN before application to the payer’s account and maybe other entities in the journey from merchant to account provider such as external fraud checkers

	TID
	Terminal identity is a subordinate entity to a MID (qv) and generally identifies a payment ‘terminal’ which may be physical or logical 

	TLS
	Transport Layer Security is a cryptographic protocol designed to provide communications security over a computer network and is a standard under enhancement as ‘researchers’ discover methods of attacking the security it provides
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