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included as Reliance Parties: 

NOT USED 

8. Public Disclosure 

In accordance with clause 9.7 of the Framework Agreement (Reliance 
and Disclosure), the Parties may agree that certain Deliverables may 
be made available to the public. For the purpose of this Engagement, 
the Parties agree that the following Deliverables can be made available 
to the public: 

 
Summary of findings will be shared with our legal representatives and the 
courts. 

 
9. Data Protection 

Clause 19.1 of the Framework Agreement (Data Protection) 
determines that the factual activity carried out by each Party in respect 
of their data protection obligations under the Framework Agreement 
shall be set out in the Engagement Letter. For the purpose of this 
Engagement, DfE shall act as Controller and the Contractor shall act 
as Processor 

Paragraph 4.3 of Schedule 11 of the Framework Agreement 
(Processing, Personal Data and Data Subjects) determines that, where 
Personal Data processing differs from the instructions given in the table 
within Schedule 11, DfE may include such specific instructions in the 
Engagement Letter and such instructions will apply in respect of that 
Call-Off Contract. For the purpose of this Engagement, the following 
instructions (if populated) shall apply the Call-Off Contract: 

 

Document Storage 

Evidence to support 
 milestone claims, 

to include offer letters, student 
undertaking agreements, 
attendance registers, as set out in 
the Terms of Reference. 

Data will be shared via 
Galaxkey, which has a retention 
period of 3 months. Any data 
required for longer than 3 
months should be downloaded. 

Any data downloaded from 

Galaxkey must be stored in 
accordance with the terms of the 
Framework Agreement as set 
out above. 

 
10. Contractor’s Proposal 

The Contractor shall detail in Annex B how it proposes to perform the 
Services, as per schedule 4 of the Call-Off Contract (The Contractor’s 

Redacted
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Redacted

Redacted
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The DfE is therefore seeking a full audit of 
 claims for milestone payments. 

Redacted

Redacted
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Insert details of any reporting requirements specific to the Call-Off Contract 
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Annex B 

Contractor Proposal 

 
Set out below is the current anticipated scope of the work that, together with any 
other services of a similar nature that may in due course be required (and which we 
can offer), you wish us to perform and your instructions to us as electronic disclosure 
management advisers to the Client for the purpose of this Engagement (the “EDM 
Services”). 

 
We will base our analysis on the information provided to us, and unless agreed 
otherwise, we will not seek to verify that information or seek independent 
confirmation. If information provided to us is inaccurate or incomplete, or if further 
information comes to light, we may need to repeat aspects of our analysis. 

 
It is anticipated that there will be 4 phases to this engagement. These likely phases 
are as follows: 

 

Phase 1: Data preservation 

In this phase we will be undertaking data receipt and preservation as the data will be 
provided by DfE to KPMG. The DfE, where possible, provide the data to us in a 
format and manner such that it can be relied upon in UK court proceedings. We will 
then validate the data you send to us based solely on the information provided by 
you. 

 

Phase 2: Data preparation, processing and extraction 
■ Depending upon the nature of the data secured during the Phase 1, we will 

assess the data format and volume and work with you to agree the key fields / 
data points for extraction. 

■ The data preparation steps may include, but not be limited to, data culling, 
indexing and/or the extraction of the key data points from the materials provided. It 
may also include the conversion or parsing of the files into a format compatible 
with the technology platforms used for indexing and searching of the data during 
processing phase. 

■ Once the data has been prepared, we will process the data into Forensic 
Technology Tools (as specified in appendix C) for analysis. This includes 
metadata and text extraction, data deduplication. We will also run anomaly file 
identification such as password protected or corrupted files and provide resolution 
where possible. 

 
 

Phase 3: Data analysis and identification 
 

KPMG will leverage the extracted data from phase 2 to conduct a 
comprehensive data analysis. The scope and basis of this analysis is to be 
agreed following the results of the data identification and extraction in Phase 
2, once the quality and extent of the available data is understood. 










