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Framework Schedule 6 (Order Form Template, Statement of Work 
Template and Call-Off Schedules) 
 
Order Form 
Call-Off Reference: con_23132 
Call-Off Title: Judicial eLinks Service 
Call-Off Contract Description:  

[REDACTED] 
The Buyer: Secretary of State for Justice acting as part of the Crown 
Buyer Address: 10 South Colonnade, London, E14 4PU 
The Supplier: Pivotl Limited 
Supplier Address: 22 Wycombe End, Beaconsfield, Buckinghamshire, United Kingdom, HP9 
1NB 
Registration Number: 13872524 
DUNS Number: 228621003 
SID4GOV ID: N/A 
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Applicable Framework Contract 
This Order Form is for the provision of the Call-Off Deliverables and dated 20/12/2023 
It’s issued under the Framework Contract with the reference number RM1043.8 for the 
provision of Digital Outcomes Deliverables. 
The Parties intend that this Call-Off Contract will not, except for the first Statement of Work 
which shall be executed at the same time that the Call-Off Contract is executed, oblige the 
Buyer to buy or the Supplier to supply Deliverables. 
The Parties agree that when a Buyer seeks further Deliverables from the Supplier under the 
Call-Off Contract, the Buyer and Supplier will agree and execute a further Statement of Work 
(in the form of the template set out in Annex 1 to this Framework Schedule 6 (Order Form 
Template, Statement of Work Template and Call-Off Schedules). 
Upon the execution of each Statement of Work it shall become incorporated into the Buyer 
and Supplier’s Call-Off Contract. 
Call-Off Lot 
Lot 1 Digital Outcomes 
 
Call-Off Incorporated Terms 
The following documents are incorporated into this Call-Off Contract. Where numbers are 
missing we are not using those schedules. If the documents conflict, the following order of 
precedence applies: 
1 This Order Form including the Call-Off Special Terms and Call-Off Special Schedules. 
2 Joint Schedule 1 (Definitions) RM1043.8 
3 Framework Special Terms 
4 The following Schedules in equal order of precedence: 

● Joint Schedules for RM1043.8 
o Joint Schedule 2 (Variation Form) 
o Joint Schedule 3 (Insurance Requirements) 
o Joint Schedule 4 (Commercially Sensitive Information) 
o Joint Schedule 10 (Rectification Plan) 
o Joint Schedule 11 (Processing Data) RM1043.8 
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● Call-Off Schedules for RM1043.8 
o Call-Off Schedule 1 (Transparency Reports) 
o Call-Off Schedule 2 (Staff Transfer)  
o Call-Off Schedule 3 (Continuous Improvement) 
o Call-Off Schedule 5 (Pricing Details and Expenses Policy) 
o Call-Off Schedule 6 (Intellectual Property Rights and Additional Terms on 

Digital Deliverables) 
o Call-Off Schedule 7 (Key Supplier Staff) 
o Call-Off Schedule 8 (Business Continuity and Disaster Recovery)  
o Call-Off Schedule 9 (Security) 
o Call-Off Schedule 10 (Exit Management) 
o Call-Off Schedule 13 (Implementation Plan and Testing) 
o Call-Off Schedule 14 (Service Levels and Balanced Scorecard)  
o Call-Off Schedule 18 (Background Checks)  
o Call-Off Schedule 20 (Call-Off Specification) 
o Call-Off Schedule 26 (Cyber Essentials Scheme)  

5 CCS Core Terms (version 3.0.11) 
6 Joint Schedule 5 (Corporate Social Responsibility) RM1043.8 
7 Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that 

offer a better commercial position for the Buyer (as decided by the Buyer) take 
precedence over the documents above. 

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on 
the back of, added to this Order Form, or presented at the time of delivery. 
 
Call-Off Special Terms 
The following Special Terms are incorporated into this Call-Off Contract: 

[REDACTED] 
Call-Off Start Date: 20/12/2023 
Call-Off Expiry Date: 19/12/2025 
Call-Off Initial Period: 24 months 
Call-Off Optional Extension Period: 12 months 
Minimum Notice Period for Extensions:  1 month 
Call-Off Contract Value:   

Total Call Off Value: up to £430,000.00 + VAT plus 25% contingency 

[REDACTED] 
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Call-Off Deliverables 
[REDACTED] 
Warranty Period 
The Supplier shall provide digital and Software Deliverables with a minimum warranty of at 
least 90 days against all obvious defects, and in relation to the warranties detailed in 
Paragraphs 4 (licensed Software warranty) and 9.6.2 (Specially Written Software and New 
IPRs) of Call-Off Schedule 6 (IPRs and Additional Terms on Digital Deliverables). 
 
Buyer’s Standards 
From the Start Date of this Call-Off Contract, the Supplier shall comply with the relevant (and 
current as of the Call-Off Start Date) Standards referred to in Framework Schedule 1 
(Specification). The Buyer requires the Supplier to comply with the following additional 
Standards for this Call-Off Contract: 

[REDACTED]
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Cyber Essentials Scheme 
The Buyer requires the Supplier, in accordance with Call-Off Schedule 26 (Cyber Essentials 
Scheme) to provide a Cyber Essentials Plus Certificate prior to commencing the provision of 
any Deliverables under this Call-Off Contract. 
Maximum Liability 
[REDACTED] 
Call-Off Charges 
[REDACTED] 
Reimbursable Expenses 
N/A 
 
Payment Method 
The payment method for this Call-Off Contract is BACS.  

1. Hosting and Support will be invoiced monthly in arrears. 
2. Call Off development days will be invoiced on delivery.  
3. The Buyer will pay the Supplier within 30 days of receipt of a valid invoice.
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Buyer’s Invoice Address 
[REDACTED] 
Buyer’s Authorised Representative 
[REDACTED] 
Buyer’s Environmental Policy 
Ministry of Justice Climate Change and Sustainability - GOV.UK (www.gov.uk) 
Whilst the Supplier will reasonably endeavour to support the Buyer’s environment policy, for 
the purposes of this Call Off Contract there are no specific environmental requirements 
applicable to the provision of consultancy services. 
Buyer’s Security Policy 
Security policy framework: protecting government assets - GOV.UK (www.gov.uk) 
Cloud security guidance - NCSC.GOV.UK 
 
Supplier’s Authorised Representative 
[REDACTED] 
Supplier’s Contract Manager 
[REDACTED] 
Progress Report Frequency 
Insert report frequency: As agreed in each individual SOW but no less than monthly.  
 
Progress Meeting Frequency 
Insert report frequency: As agreed in each individual SOW but no less than monthly. 
 
Key Staff 
See Call-Off Schedule 7 (Key Supplier Staff) 
 
Key Subcontractor(s) 
N/A 
 
Commercially Sensitive Information 
Joint Schedule 4 (Commercially Sensitive Information) 
 
Balanced Scorecard 
See Call-Off Schedule 14 (Service Levels and Balanced Scorecard) 
 

https://www.gov.uk/guidance/ministry-of-justice-climate-change-and-sustainability#sustainable-procurement
https://www.gov.uk/government/publications/security-policy-framework
https://www.ncsc.gov.uk/collection/cloud/the-cloud-security-principles
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Material KPIs 
[REDACTED] 
Service Credits 
Not applicable 
 
Additional Insurances 
Not applicable 
 
Guarantee 
Not applicable 
Social Value Commitment 
[REDACTED] 
Statement of Works 
During the Call-Off Contract Period, the Buyer and Supplier may agree and execute 
completed Statement of Works. Upon execution of a Statement of Work the provisions 
detailed therein shall be incorporated into the Call-Off Contract to which this Order Form 
relates. 
 
For and on behalf of the Supplier: 
Signature: [REDACTED] 
Name: [REDACTED] 
Role: [REDACTED] 
Date: [REDACTED] 
 
For and on behalf of the Buyer: 
Signature: [REDACTED] 
Name: [REDACTED] 
Role: [REDACTED] 
Date: [REDACTED] 
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Appendix 1- SOW001 
1 Statement of Works (SOW) Details 

[REDACTED] 
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Call-Off Schedule 1 (Transparency Reports) 
[REDACTED] 
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Call-Off Schedule 2 (Staff Transfer) 
[REDACTED] 
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Annex D1:  
 
[REDACTED] 
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Annex D2: NHS Pension Schemes 
 

[REDACTED] 
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Annex D3:  
 

[REDACTED] 
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Annex D4: Other Schemes – Not applicable 
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Part E: Staff Transfer on Exit 
 
[REDACTED] 
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Call-Off Schedule 3 (Continuous Improvement) 
 

[REDACTED] 
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Call-Off Schedule 4 (Call-Off Tender) 
 
[REDACTED
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Call-Off Schedule 5 (Pricing Details and Expenses Policy) 
1 Call-Off Contract Charges 

1.1 The Supplier shall provide: 
1.1.1 as part of the Further Competition Procedure, its pricing for the Deliverables is in 

accordance with the Buyer’s Statement of Requirements. 
1.1.2 for each individual Statement of Work (SOW), the applicable Charges shall be 

calculated in accordance with the Pricing Mechanisms detailed in the Order Form 
using all of the following: 
(a) the agreed rates for Supplier Staff and/or facilities (which are exclusive of any 

applicable expenses and VAT) incorporated into the Call-Off Contract; and 
(b) the number of Work Days, or pro rata portion of a Work Day (see Paragraph 

2.3.1 of Framework Schedule 3 (Framework Pricing)), that Supplier Staff work 
solely to provide the Deliverables and/or the provision of facilities solely to be 
used for the Buyer’s stated purposes of providing the Deliverables and to meet 
the tasks sets out in the SOW between the SOW Start Date and SOW End Date. 

1.2 Further to Paragraph 2.2.2 of Framework Schedule 3 (Framework Pricing), the 
Supplier will provide a detailed breakdown of its Charges for the Deliverables in 
sufficient detail to enable the Buyer to verify the accuracy of any invoice submitted. 
This detailed breakdown will be incorporated into each SOW and include (but will not 
be limited to): 

• a role description of each member of the Supplier Staff; 

• a facilities description (if applicable); 

• the agreed day rate for each Supplier Staff; 

• any expenses charged for each Work Day for each Supplier Staff, which must be 
in accordance with the Buyer’s expenses policy (if applicable); 

• the number of Work Days, or pro rata for every part day, they will be actively be 
engaged in providing the Deliverables between the SOW Start Date and SOW End 
Date; and 

• the total SOW cost for all Supplier Staff role and facilities in providing the 
Deliverables. 

1.3 If a Capped or Fixed Price has been agreed for a particular SOW: 

• the Supplier shall continue to work on the Deliverables until they are satisfactorily 
complete and accepted by the Buyer at its own cost and expense where the 
Capped or Fixed Price is exceeded; and 

• the Buyer will have no obligation or liability to pay any additional Charges or cost of 
any part of the Deliverables yet to be completed and/or Delivered after the Capped 
or Fixed Price is exceeded by the Supplier. 

1.4 All risks or contingencies will be
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1.5  included in the Charges. The Parties agree that the following assumptions, representations, risks and contingencies will apply in relation 
to the Charges: 

•  Charges are based on the current understanding of the project scope. Any changes must be mutually agreed upon. 
• It is assumed that the client will provide all necessary project documents and data within 7 working days of request. 
• The client is expected to allocate a dedicated point of contact available for daily contact with the ability to aid problem resolu-

tion within delivery of the service. 
Annex 1 (Expenses Policy) 
Not applicable 
 
[REDACTED] 
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Call-Off Schedule 6 (Intellectual Property Rights and Additional 
Terms on Digital Deliverables) 
1 Definitions 

1.1 In this Schedule, the following words shall have the following meanings and they shall 
supplement Joint Schedule 1 (Definitions): 

Term Definition 
Buyer Property the property, other than real property and IPR, including the 

Buyer System, any equipment issued or made available to the 
Supplier by the Buyer in connection with this Contract; 

Buyer Software any software which is owned by or licensed to the Buyer and 
which is or will be used by the Supplier for the purposes of 
providing the Deliverables; 

Buyer System the Buyer's computing environment (consisting of hardware, 
software and/or telecommunications networks or equipment) 
used by the Buyer or the Supplier in connection with this 
Contract which is owned by or licensed to the Buyer by a third 
party and which interfaces with the Supplier System or which is 
necessary for the Buyer to receive the Deliverables; 

Commercial off the 
shelf Software or 
COTS Software 

Non-customised software where the IPR may be owned and 
licensed either by the Supplier or a third party depending on the 
context, and which is commercially available for purchase and 
subject to standard licence terms; 

Defect any of the following:  
(a) any error, damage or defect in the manufacturing of a 

Deliverable; or 
(b) any error or failure of code within the Software which causes 

a Deliverable to malfunction or to produce unintelligible or 
incorrect results; or 

(c) any failure of any Deliverable to provide the performance, 
features and functionality specified in the requirements of the 
Buyer or the Documentation (including any adverse effect on 
response times) regardless of whether or not it prevents the 
relevant Deliverable from passing any Test required under 
this Call Off Contract; or 

(d) any failure of any Deliverable to operate in conjunction with or 
interface with any other Deliverable in order to provide the 
performance, features and functionality specified in the 
requirements of the Buyer or the Documentation (including 
any adverse effect on response times) regardless of whether 
or not it prevents the relevant Deliverable from passing any 
Test required under this Contract; 

Emergency 
Maintenance 

ad hoc and unplanned maintenance provided by the Supplier 
where either Party reasonably suspects that the ICT Environment 
or the Services, or any part of the ICT Environment or the 
Services, has or may have developed a fault; 

ICT Environment the Buyer System and the Supplier System; 
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Licensed Software all and any Software licensed by or through the Supplier, its Sub-
Contractors or any third party to the Buyer for the purposes of or 
pursuant to this Call Off Contract, including any COTS Software; 

Maintenance 
Schedule 

has the meaning given to it in Paragraph 8 of this Schedule; 

Malicious Software any software program or code intended to destroy, interfere 
with, corrupt, or cause undesired effects on program files, data 
or other information, executable code or application software 
macros, whether or not its operation is immediate or delayed, 
and whether the malicious software is introduced wilfully, 
negligently or without knowledge of its existence; 

New Release an item produced primarily to extend, alter or improve the 
Software and/or any Deliverable by providing additional 
functionality or performance enhancement (whether or not 
defects in the Software and/or Deliverable are also corrected) 
while still retaining the original designated purpose of that item; 

Open Source 
Software 

computer software that has its source code made available 
subject to an open-source licence under which the owner of the 
copyright and other IPR in such software provides the rights to 
use, study, change and distribute the software to any and all 
persons and for any and all purposes free of charge; 

Operating 
Environment 

means the Buyer System and any premises (including the Buyer 
Premises, the Supplier’s premises or third party premises) from, 
to or at which: 
(a) the Deliverables are (or are to be) provided; or 
(b) the Supplier manages, organises or otherwise directs the 

provision or the use of the Deliverables; or 
(c) where any part of the Supplier System is situated; 

Permitted 
Maintenance 

has the meaning given to it in Paragraph 8.2 of this Schedule; 

Quality Plans has the meaning given to it in Paragraph 6.1 of this Schedule; 
Sites has the meaning given to it in Joint Schedule 1 (Definitions), and 

for the purposes of this Call-Off Schedule shall also include any 
premises from, to or at which physical interface with the Buyer 
System takes place; 

Software Specially Written Software COTS Software and non-COTS Supplier 
and third party Software; 

Software Supporting 
Materials 

has the meaning given to it in Paragraph 9.1 of this Schedule; 

Source Code computer programs and/or data in eye-readable form and in 
such form that it can be compiled or interpreted into equivalent 
binary code together with all related design comments, flow 
charts, technical information and documentation necessary for 
the use, reproduction, maintenance, modification and 
enhancement of such software; 

Specially Written any software (including database software, linking instructions, 
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Software test scripts, compilation instructions and test instructions) 
created by the Supplier (or by a Sub-Contractor or other third 
party on behalf of the Supplier) specifically for the purposes of 
this Contract, including any modifications or enhancements to 
COTS Software. For the avoidance of doubt Specially Written 
Software does not constitute New IPR; and 

Supplier System the information and communications technology system used by 
the Supplier in supplying the Deliverables, including the COTS 
Software, the Supplier Equipment, configuration and 
management utilities, calibration and testing tools and related 
cabling (but excluding the Buyer System). 

Call-Off Schedule 7 (Key Supplier Staff) 
1 Key Supplier Staff 

[REDACTED]
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Call-Off Schedule 8 (Business Continuity and Disaster Recovery)  

 

1 Definitions 

1.1 In this Schedule, the following words shall have the following meanings and they shall 
supplement Joint Schedule 1 (Definitions): 

Term Definition 
BCDR Plan has the meaning given to it in Paragraph 2.2 of this Schedule; 
Business Continuity 
Plan 

has the meaning given to it in Paragraph 2.3.2 of this Schedule; 

Disaster the occurrence of one or more events which, either separately 
or cumulatively, mean that the Deliverables, or a material part 
thereof will be unavailable (or could reasonably be anticipated 
to be unavailable); 

Disaster Recovery 
Deliverables 

the Deliverables embodied in the processes and procedures for 
restoring the provision of Deliverables following the occurrence 
of a Disaster; 

Disaster Recovery Plan has the meaning given to it in Paragraph 2.3.3 of this Schedule; 
Disaster Recovery 
System 

the system embodied in the processes and procedures for 
restoring the provision of Deliverables following the occurrence 
of a Disaster; 

Related Supplier any person who provides Deliverables to the Buyer which are 
related to the Deliverables from time to time; 

Review Report has the meaning given to it in Paragraph 6.3 of this Schedule; 
and 

Supplier's Proposals has the meaning given to it in Paragraph 6.3 of this Schedule. 
 
[REDACTED] 
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Call-Off Schedule 9 (Security) 
Part A: Short Form Security Requirements – Not Applicable 
 
[REDACTED] 
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Part B: Long Form Security Requirements 
 
[REDACTED] 
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Part B: Annex 1  
 

[REDACTED] 
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Part B: Annex 2  
 

[REDACTED] 
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Call-Off Schedule 13 (Implementation Plan and Testing) 
Part A: Implementation 

 

[REDACTED] 
 
Part B: Testing 

 

[REDACTED] 



Con_23132 
Call-Off Ref: RM1043.8 
Crown Copyright 2022 
 

Framework Ref: RM1043.8 Digital Outcomes 6 
Project Version: v1.0 
Model Version: v3.1 

30 

Annex 1: Test Issues, Severity Levels 
 

[REDACTED] 
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Annex 2: Satisfaction Certificate 
To:  [insert name of Supplier] 
From:  [insert name of Buyer] 
[insert Date dd/mm/yyyy] 
 
Dear Sirs, 
Satisfaction Certificate 
Deliverable/Milestone(s): [Insert relevant description of the agreed 
Deliverables/Milestones]. 
We refer to the agreement ("Call-Off Contract") [insert Call-Off Contract reference number 
and any applicable SOW reference] relating to the provision of the [insert description of 
the Deliverables] between the [insert Buyer name] ("Buyer") and [insert Supplier name] 
("Supplier") dated [insert Call-Off Start Date dd/mm/yyyy]. 
The definitions for any capitalised terms in this certificate are as set out in the Call-Off 
Contract. 
[We confirm that all the Deliverables relating to [insert relevant description of 
Deliverables/agreed Milestones and/or reference number(s) from the Implementation 
Plan] have been tested successfully in accordance with the Test Plan [or that a conditional 
Satisfaction Certificate has been issued in respect of those Deliverables that have not 
satisfied the relevant Test Success Criteria]. 
[OR] 
[This Satisfaction Certificate is granted on the condition that any Test Issues are remedied in 
accordance with the Rectification Plan attached to this certificate.] 
[You may now issue an invoice in respect of the Milestone Payment associated with this 
Milestone in accordance with Clause 4 (Pricing and payments)]. 
 
Yours faithfully 
[insert Name] 
[insert Position] 
acting on behalf of [insert name of Buyer] 
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Call-Off Schedule 14 (Service Levels and Balanced Scorecard)  
 

[REDACTED] 
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SECTION 2: BALANCED SCORECARD 
 

[REDACTED] 
 

Call-Off Schedule 18 (Background Checks)  
 

[REDACTED] 
 
Annex 1: Relevant Convictions 
N/A 
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Call-Off Schedule 26 (Cyber Essentials Scheme)  
 

[REDACTED] 
 

Joint Schedule 2 (Variation Form) 
This form is to be used in order to change a contract in accordance with Clause 24 (Changing 
the contract): 
Contract Details  
This variation is between: [delete as applicable: CCS / Buyer] ("CCS” / “the Buyer") 

And  
[insert name of Supplier] ("the Supplier") 

Contract name: [insert name of contract to be changed] (“the Contract”) 
Contract reference 
number: 

[insert contract reference number] 

[Statement of Work (SOW) 
reference:] 

[insert SOW reference number and title (if applicable) or 
delete row] 

[Buyer reference:] [insert cost centre/portfolio codes as appropriate] 
Details of Proposed Variation 
Variation initiated by: [delete as applicable: CCS/Buyer/Supplier] 
Variation number: [insert variation number] 
Date variation is raised: [insert date] 
Proposed variation [insert detail here or use Annex 1 below] 
Reason for the variation: [insert reason] 
An Impact Assessment shall 
be provided within: 

[insert number] days 

Impact of Variation 
Likely impact of the 
proposed variation: 

[Supplier to insert assessment of impact]  

Outcome of Variation 

Contract variation: This Contract detailed above is varied as follows: 
• [CCS/Buyer to insert original Clauses or Paragraphs 

to be varied and the changed clause] 

• [reference Annex 1 as appropriate] 

Financial variation: Original Contract Value: £ [insert amount] 
Additional cost due to 
variation: 

£ [insert amount] 

New Contract value: £ [insert amount] 
[Timescale variation/s:] [insert changes to dates/milestones or delete row] 

 
1 This Variation must be agreed and signed by both Parties to the Contract and shall only 

be effective from the date it is signed by [delete as applicable: CCS / Buyer]. 
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2 Words and expressions in this Variation shall have the meanings given to them in the 
Contract.  

3 The Contract, including any previous Variations, shall remain effective and unaltered 
except as amended by this Variation. 

 
Signed by an authorised signatory for and on behalf of the [delete as applicable: CCS / 
Buyer] 
 
Signature: 
Date: 
Name (in capitals): 
Job Title: 
Address: 
 
Signed by an authorised signatory to sign for and on behalf of the Supplier 
 
Signature: 
Date: 
Name (in capitals): 
Job Title: 
Address: 
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Joint Schedule 3 (Insurance Requirements) 
 

[REDACTED] 
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Annex: Required insurances 
1 The Supplier shall hold the following insurance cover from the Framework Start Date in 

accordance with this Schedule: 
1.1 professional indemnity insurance with cover (for a single event or a series of related 

events and in the aggregate) of not less than five million pounds (£5,000,000);  
1.2 public liability and products insurance with cover (for a single event or a series of 

related events and in the aggregate) of not less than five million pounds (£5,000,000); 
and 

1.3 employers’ liability insurance with cover (for a single event or a series of related events 
and in the aggregate) of not less than five million pounds (£5,000,000). 
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Joint Schedule 4 (Commercially Sensitive Information) 
 

[REDACTED] 
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Joint Schedule 5 (Corporate Social Responsibility) RM1043.8 
 

[REDACTED] 
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Joint Schedule 10 (Rectification Plan) 
 
Request for [Revised] Rectification Plan 

Details of the Default: [Guidance: Explain the Default, with clear Schedule, Clause 
and Paragraph references as appropriate] 

Deadline for receiving the 
[Revised] Rectification Plan: 

[add date (minimum 10 days from request)] 
 

Signed by [CCS/Buyer] :  Date:  

Supplier [Revised] Rectification Plan 

Cause of the Default [add cause] 

Anticipated impact 
assessment:  

[add impact] 

Actual effect of Default: [add effect] 

Steps to be taken to 
rectification: 

Steps Timescale  
1. [date] 
2. [date] 
3. [date] 
4. [date] 
[…] [date] 

Timescale for complete 
rectification of Default  

[X] Working Days  

Steps taken to prevent 
recurrence of Default 

Steps Timescale  
1. [date] 
2. [date] 
3. [date] 
4. [date] 
[…] [date] 

Signed by the Supplier:  Date:  

Review of Rectification Plan [CCS/Buyer] 

Outcome of review  [Plan Accepted] [Plan Rejected] [Revised Plan Requested] 

Reasons for rejection (if 
applicable)  

[add reasons] 
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Signed by [CCS/Buyer]  Date:  
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Joint Schedule 11 (Processing Data) RM1043.8 
 

[REDACTED] 
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Annex 2: Joint Controller Agreement – Not applicable 
1 Joint Controller Status and Allocation of Responsibilities  

1.1 With respect to Personal Data under Joint Control of the Parties, the Parties envisage 
that they shall each be a Data Controller in respect of that Personal Data in 
accordance with the terms of this Annex 2 (Joint Controller Agreement) in replacement 
of Paragraphs 3-16 of Joint Schedule 11 (Where one Party is Controller and the other 
Party is Processor) and Paragraphs 18-28 of Joint Schedule 11 (Independent 
Controllers of Personal Data). Accordingly, the Parties each undertake to comply with 
the applicable Data Protection Legislation in respect of their Processing of such 
Personal Data as Data Controllers. 

1.2 The Parties agree that the [Supplier/Relevant Authority]: 
(a) is the exclusive point of contact for Data Subjects and is responsible for all steps 

necessary to comply with the UK GDPR regarding the exercise by Data Subjects 
of their rights under the UK GDPR; 

(b) shall direct Data Subjects to its Data Protection Officer or suitable alternative in 
connection with the exercise of their rights as Data Subjects and for any enquiries 
concerning their Personal Data or privacy; 

(c) is solely responsible for the Parties’ compliance with all duties to provide 
information to Data Subjects under Articles 13 and 14 of the UK GDPR; 

(d) is responsible for obtaining the informed consent of Data Subjects, in accordance 
with the UK GDPR, for Processing in connection with the Deliverables where 
consent is the relevant legal basis for that Processing; and 

(e) shall make available to Data Subjects the essence of this Annex (and notify them 
of any changes to it) concerning the allocation of responsibilities as Joint Controller 
and its role as exclusive point of contact, the Parties having used their best 
endeavours to agree the terms of that essence. This must be outlined in the 
[Supplier’s/Relevant Authority’s] privacy policy (which must be readily available 
by hyperlink or otherwise on all of its public facing services and marketing). 

1.3 Notwithstanding the terms of clause 1.2, the Parties acknowledge that a Data Subject 
has the right to exercise their legal rights under the Data Protection Law as against the 
relevant Party as Controller. 

2 Undertakings of both Parties 

2.1 The Supplier and the Relevant Authority each undertake that they shall:  
(a) report to the other Party every [x] months on: 

(i) the volume of Data Subject Access Requests (or purported Data Subject 
Access Requests) from Data Subjects (or third parties on their behalf); 

(ii) the volume of requests from Data Subjects (or third parties on their behalf) to 
rectify, block or erase any Personal Data; 

(iii) any other requests, complaints or communications from Data Subjects (or third 
parties on their behalf) relating to the other Party’s obligations under applicable 
Data Protection Legislation; 

(iv) any communications from the Information Commissioner or any other 
regulatory authority in connection with Personal Data; and 
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(v) any requests from any third party for disclosure of Personal Data where 
compliance with such request is required or purported to be required by Law, 

that it has received in relation to the subject matter of the Contract during that period; 
(b) notify each other immediately if it receives any request, complaint or 

communication made as referred to in Clauses 2.1(a)(i) to (v); 
(c) provide the other Party with full cooperation and assistance in relation to any 

request, complaint or communication made as referred to in Clauses 2.1(a)(iii) to 
(v) to enable the other Party to comply with the relevant timescales set out in the 
Data Protection Legislation; 

(d) not disclose or transfer the Personal Data to any third party unless necessary for 
the provision of the Deliverables and, for any disclosure or transfer of Personal 
Data to any third party, save where such disclosure or transfer is specifically 
authorised under the Contract or is required by Law) ensure consent has been 
obtained from the Data Subject prior to disclosing or transferring the Personal Data 
to the third party. For the avoidance of doubt, the third party to which Personal 
Data is transferred must be subject to equivalent obligations which are no less 
onerous than those set out in this Annex; 

(e) request from the Data Subject only the minimum information necessary to provide 
the Deliverables and treat such extracted information as Confidential Information; 

(f) ensure that at all times it has in place appropriate Protective Measures to guard 
against unauthorised or unlawful Processing of the Personal Data and/or 
accidental loss, destruction or damage to the Personal Data and unauthorised or 
unlawful disclosure of or access to the Personal Data; 

(g) take all reasonable steps to ensure the reliability and integrity of any of its 
Personnel who have access to the Personal Data and ensure that its Personnel: 
(i) are aware of and comply with their duties under this Annex 2 (Joint Controller 

Agreement) and those in respect of Confidential Information 
(ii) are informed of the confidential nature of the Personal Data, are subject to 

appropriate obligations of confidentiality and do not publish, disclose or divulge 
any of the Personal Data to any third party where the that Party would not be 
permitted to do so; and 

(iii) have undergone adequate training in the use, care, protection and handling of 
personal data as required by the applicable Data Protection Legislation; 

(h) ensure that it has in place Protective Measures as appropriate to protect against a 
Personal Data Breach having taken account of the: 
(i) nature of the data to be protected; 
(ii) harm that might result from a Personal Data Breach; 
(iii) state of technological development; and 
(iv) cost of implementing any measures; 

(i) ensure that it has the capability (whether technological or otherwise), to the extent 
required by Data Protection Legislation, to provide or correct or delete at the 
request of a Data Subject all the Personal Data relating to that Data Subject that it 
holds; and 

(j) ensure that it notifies the other Party as soon as it becomes aware of a Personal 
Data Breach. 
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2.2 Each Joint Controller shall use its reasonable endeavours to assist the other Controller 
to comply with any obligations under applicable Data Protection Legislation and shall 
not perform its obligations under this Annex in such a way as to cause the other Joint 
Controller to breach any of its obligations under applicable Data Protection Legislation 
to the extent it is aware, or ought reasonably to have been aware, that the same would 
be a breach of such obligations 

3 Data Protection Breach 

3.1 Without prejudice to clause 3.2, each Party shall notify the other Party promptly and 
without undue delay, and in any event within 48 hours, upon becoming aware of any 
Personal Data Breach or circumstances that are likely to give rise to a Personal Data 
Breach, providing the other Party and its advisors with: 
(a) sufficient information and in a timescale which allows the other Party to meet any 

obligations to report a Personal Data Breach under the Data Protection Legislation; 
and 

(b) all reasonable assistance, including: 
(i) co-operation with the other Party and the Information Commissioner 

investigating the Personal Data Breach and its cause, containing and 
recovering the compromised Personal Data and compliance with the applicable 
guidance; 

(ii) co-operation with the other Party including taking such reasonable steps as are 
directed by the other Party to assist in the investigation, mitigation and 
remediation of a Personal Data Breach; 

(iii) co-ordination with the other Party regarding the management of public relations 
and public statements relating to the Personal Data Breach; and/or 

(iv) providing the other Party and to the extent instructed by the other Party to do 
so, and/or the Information Commissioner investigating the Personal Data 
Breach, with complete information relating to the Personal Data Breach, 
including, without limitation, the information set out in Clause 3.2. 

3.2 Each Party shall take all steps to restore, re-constitute and/or reconstruct any Personal 
Data where it has lost, damaged, destroyed, altered or corrupted as a result of a 
Personal Data Breach as it was that Party’s own data at its own cost with all possible 
speed and shall provide the other Party with all reasonable assistance in respect of 
any such Personal Data Breach, including providing the other Party, as soon as 
possible and within 48 hours of the Personal Data Breach relating to the Personal 
Data Breach, in particular: 
(a) the nature of the Personal Data Breach; 
(b) the nature of Personal Data affected; 
(c) the categories and number of Data Subjects concerned; 
(d) the name and contact details of the Supplier’s Data Protection Officer or other 

relevant contact from whom more information may be obtained; 
(e) measures taken or proposed to be taken to address the Personal Data Breach; 

and 
(f) describe the likely consequences of the Personal Data Breach. 

4 Audit 

4.1 The Supplier shall permit:  
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(a) the Relevant Authority, or a third-party auditor acting under the Relevant Authority’s 
direction, to conduct, at the Relevant Authority’s cost, data privacy and security 
audits, assessments and inspections concerning the Supplier’s data security and 
privacy procedures relating to Personal Data, its compliance with this Annex 2 and 
the Data Protection Legislation; and/or 

 
(b) the Relevant Authority, or a third-party auditor acting under the Relevant Authority’s 

direction, access to premises at which the Personal Data is accessible or at which it 
is able to inspect any relevant records, including the record maintained under Article 
30 UK GDPR by the Supplier so far as relevant to the Contract, and procedures, 
including premises under the control of any third party appointed by the Supplier to 
assist in the provision of the Deliverables. 

4.2 The Relevant Authority may, in its sole discretion, require the Supplier to provide 
evidence of the Supplier’s compliance with Clause 4.1 in lieu of conducting such an 
audit, assessment or inspection. 

5 Impact Assessments 

5.1 The Parties shall: 
(a) provide all reasonable assistance to each other to prepare any Data Protection 

Impact Assessment as may be required (including provision of detailed information 
and assessments in relation to Processing operations, risks and measures); and 

(b) maintain full and complete records of all Processing carried out in respect of the 
Personal Data in connection with the Contract, in accordance with the terms of 
Article 30 UK GDPR. 

6 ICO Guidance 

The Parties agree to take account of any guidance issued by the Information Commissioner 
and/or any relevant Central Government Body. The Relevant Authority may on not less than 
thirty (30) Working Days’ notice to the Supplier amend the Contract to ensure that it 
complies with any guidance issued by the Information Commissioner and/or any relevant 
Central Government Body. 
7 Liabilities for Data Protection Breach 

[Guidance: This clause represents a risk share, you may wish to reconsider the 
apportionment of liability and whether recoverability of losses are likely to be hindered by 
the contractual limitation of liability provisions] 
7.1 If financial penalties are imposed by the Information Commissioner on either the 

Relevant Authority or the Supplier for a Personal Data Breach ("Financial Penalties") 
then the following shall occur: 
(a) if in the view of the Information Commissioner, the Relevant Authority is 

responsible for the Personal Data Breach, in that it is caused as a result of the 
actions or inaction of the Relevant Authority, its employees, agents, contractors 
(other than the Supplier) or systems and procedures controlled by the Relevant 
Authority, then the Relevant Authority shall be responsible for the payment of such 
Financial Penalties. In this case, the Relevant Authority will conduct an internal 
audit and engage at its reasonable cost when necessary, an independent third 
party to conduct an audit of any such Personal Data Breach. The Supplier shall 
provide to the Relevant Authority and its third party investigators and auditors, on 
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request and at the Supplier's reasonable cost, full cooperation and access to 
conduct a thorough audit of such Personal Data Breach; 

(b) if in the view of the Information Commissioner, the Supplier is responsible for the 
Personal Data Breach, in that it is not a Personal Data Breach that the Relevant 
Authority is responsible for, then the Supplier shall be responsible for the payment 
of these Financial Penalties. The Supplier will provide to the Relevant Authority 
and its auditors, on request and at the Supplier’s sole cost, full cooperation and 
access to conduct a thorough audit of such Personal Data Breach; or 

(c) if no view as to responsibility is expressed by the Information Commissioner, then 
the Relevant Authority and the Supplier shall work together to investigate the 
relevant Personal Data Breach and allocate responsibility for any Financial 
Penalties as outlined above, or by agreement to split any financial penalties 
equally if no responsibility for the Personal Data Breach can be apportioned. In the 
event that the Parties do not agree such apportionment then such Dispute shall be 
referred to the Dispute Resolution Procedure set out in Clause 34 of the Core 
Terms (Resolving disputes). 

7.2 If either the Relevant Authority or the Supplier is the defendant in a legal claim brought 
before a court of competent jurisdiction (“Court”) by a third party in respect of a 
Personal Data Breach, then unless the Parties otherwise agree, the Party that is 
determined by the final decision of the court to be responsible for the Personal Data 
Breach shall be liable for the losses arising from such Personal Data Breach. Where 
both Parties are liable, the liability will be apportioned between the Parties in 
accordance with the decision of the Court. 

7.3 In respect of any losses, cost claims or expenses incurred by either Party as a result of 
a Personal Data Breach (the “Claim Losses”): 
(a) if the Relevant Authority is responsible for the relevant Personal Data Breach, then 

the Relevant Authority shall be responsible for the Claim Losses; 
(b) if the Supplier is responsible for the relevant Personal Data Breach, then the 

Supplier shall be responsible for the Claim Losses: and 
(c) if responsibility for the relevant Personal Data Breach is unclear, then the Relevant 

Authority and the Supplier shall be responsible for the Claim Losses equally. 
7.4 Nothing in either clause 7.2 or clause 7.3 shall preclude the Relevant Authority and the 

Supplier reaching any other agreement, including by way of compromise with a third 
party complainant or claimant, as to the apportionment of financial responsibility for 
any Claim Losses as a result of a Personal Data Breach, having regard to all the 
circumstances of the Personal Data Breach and the legal and financial obligations of 
the Relevant Authority. 

8 Termination 

If the Supplier is in material Default under any of its obligations under this Annex 2 (Joint 
Controller Agreement), the Relevant Authority shall be entitled to terminate the Contract by 
issuing a Termination Notice to the Supplier in accordance with Clause 10 of the Core Terms 
(Ending the contract). 
9 Sub-Processing 

9.1 In respect of any Processing of Personal Data performed by a third party on behalf of 
a Party, that Party shall: 
(a) carry out adequate due diligence on such third party to ensure that it is capable of 

providing the level of protection for the Personal Data as is required by the 
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Contract, and provide evidence of such due diligence to the other Party where 
reasonably requested; and 

(b) ensure that a suitable agreement is in place with the third party as required under 
applicable Data Protection Legislation. 

10 Data Retention 

The Parties agree to erase Personal Data from any computers, storage devices and storage 
media that are to be retained as soon as practicable after it has ceased to be necessary for 
them to retain such Personal Data under applicable Data Protection Legislation and their 
privacy policy (save to the extent (and for the limited period) that such information needs to 
be retained by the a Party for statutory compliance purposes or as otherwise required by 
the Contract), and taking all further actions as may be necessary to ensure its compliance 
with Data Protection Legislation and its privacy policy. 
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Appendix 1 – eLink Refresh RAID v25 
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