
Docusign Envelope ID: E10C2055-D093-46E3-BADD-CCFEB2683845 

TERM SERVICE 
DELIVERY AGREEMENT 

(NEC PROFESSIONAL SERVICES CONTRACT) 

This is a Service Delivery Agreement as defined in the Framework Agreement made 
between Scape Procure Limited (1) and Perfect Circle JV Ltd (2) dated 29th January 2021 
(the ‘Agreement’). Except where the context otherwise requires, all terms defined in the 
Framework Agreement shall have the same meaning in this Service Delivery Agreement. 

THIS AGREEMENT is made on 26/9/2024 

BETWEEN

1. the Client Department for Work and 

Pensions 

2. the 
Consultant 

Perfect Circle JV 
Ltd 

of whose registered office is

Address for 
communications

1 Hartshead Square Sheffield 

S1 2FP 

Address for 
communications

Halford House  

Charles Street  

Leicester 

LE1 1HA 

Telephone REDACTED REDACTEDTelephone

Address for 
electronic

communications

Address for 
electronic

communicationsREDACTED  REDACTED

FOR THE 
SERVICES OF 

Multi-disciplinary design consultancy services for Critical Security 

Infrastructure Programme 

Commission Name Commission No. 

Critical Security Infrastructure Programme - Option G AS 1 TBC 
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Introduction 

NEC3 Professional Services Contract – Option G 

This Delivery Agreement incorporates the NEC 3rd edition Professional Services Contract April 2013 (the 

NEC3 Professional Services Contract). 

Any subsequent amendments to the NEC3 Professional Services Contract shall apply to this Model 
Delivery Agreement, if agreed in writing by Scape and the Partner, but shall only be incorporated into 
Delivery Agreements executed after such amendments are published and their inclusion has been agreed 
accordingly with Scape. 

The following rules apply to the incorporation of clauses into a Delivery Agreement: 

a) The contract clauses are varied by the incorporation of option clauses, or a Z clause. 
b) The Client has sole discretion to the choice of Contract Option and Secondary options as noted 

above 

c) The Client shall act as the Employer in this contract 
d) The ‘Client Proposed Appointment Charge’ from the Framework Commercial Model is shown 

as the ‘Employer Proposed Appointment Charge’ in this agreement 
e) The task schedule must include the appropriate components of the Framework Commercial 

Model uplifted in accordance with the Framework Agreement, e.g. using the Uplift Percentage 
appropriate to the forecast value of the Delivery Agreement 

f) staff rates must include the appropriate rates for the Service drawn from the Framework 

Commercial Model and uplifted in accordance with the Framework Agreement e.g. for regional 
adjustment factor appropriate to the location of services delivered under the Contract and the 
Uplift Percentage appropriate to the forecast value of the Delivery Agreement

Whereas: 

This Delivery Agreement is made pursuant to the Framework Agreement dated 29th January 2021 made 
between Scape Procure Limited and the Perfect Circle JV Ltd (the ‘Framework Agreement’) and 
incorporates those provisions of the Model Delivery Agreement set out in the Framework Agreement. 

When using this Delivery Agreement, the Partner and Client (as stated in the Framework Agreement) are 
the parties named as ‘Consultant’ and ‘Employer’ respectively. 

IT IS AGREED as follows:

1. The Consultant’s Obligations 

The Consultant provides the services and complies with his obligations, acting as the Consultant in 
accordance with the conditions of contract set out in the Contract Data herein. 

2. The Employer’s Obligations 

The Employer pays the amount of money and complies with its obligations in accordance with 
the conditions. 
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Contract Data and Service Information 

Information provided by the Parties 

The following details the Contract Data and associated Scope / Service information which is provided by 
the parties for this Delivery Agreement and Appended for execution. 

The Main Contract Data must be completed in full and uploaded using ONLY the standard 

template provided by Scape’ 

Main Contract Data:
General Project Information, 
Clauses Applicable to Main Options and Secondary options where applicable, 
Data Pertaining to Optional (X) Clauses, 
Y Clauses and Z Clauses where applicable. 

Contract Data Provided by the Client: 

Contract Data Provided by the Consultant: 

Additional Contract Data provided by the parties.

One or more files may be attached in each section of the table below. 

Please itemise and upload in the order you wish documents to be appended. 

Ref Item Description Attach 

001 Service Request Proposal 

Doc 1 CSI Client's Requirements and Scope for PC 

Doc 2 New Z Clauses 

Continues 
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Contract Data and Service Information 

Additional Contract Data provided by the parties.

One or more files may be attached in each section of the table below. 

Please itemise and upload in the order you wish documents to be appended. 

Ref Item Description Attach 
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Offshoring Clauses

Client acceptance of Schedule 6 Clause 3
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[The execution details for the Client below are an example intended for use with DocuSign and may be amended by 
the Client to suit their normal practice, if required. If the Client chooses to sign the Agreement on paper, only this page 
should be returned by upload using the DocuSign Print and Sign function] 

Executed as a deed for and on behalf of )

Department for Work and Pensions )

by )

REDACTED 

Authorised Signatory  

REDACTED 

Full name 

 

Position/title 

Address 

Executed as a deed for and on behalf of ) 

Perfect Circle JV Ltd )
by ) 

OR Authorised Signatory

Executed as a deed by REDACTED
as attorney for 

Perfect Circle JV Ltd Full name
under a power of attorney 
d a t e d D i r e c t o r

Witness/Authorised Signatory  

REDACTED 

Full name 

REDACTED 

Position/title 

 

Position/title 

X 

In the presence of: 

REDACTED 
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Term Service Delivery Agreement 
(NEC3 Professional Services Contract) 

Appendix 1 

Contract Data: Part One – Data provided by the Employer

1. General 

The conditions of contract are (as each has been amended by Option Z) the core clauses and the clauses for main 
Option G, dispute resolution Option W2 and secondary Options X1, X2, X8, X9, X11, X18, Y(UK)2, Y(UK)3 of the 
NEC3 Professional Services Contract April 2013. 

• The Employer is

Name: Department for Work and Pensions

Address: 1 Hartshead Square Sheffield S1 2FP

Telephone: REDACTED

E-mail address: REDACTED 

 The Adjudicator is 

Name: Not named

Address: N/A

Telephone: N/A

E-mail address: N/A

 The services are Multi-disciplinary design consultancy services for Critical Security Infrastructure 
Programme

 The Scope is in the Service Request Form annexed to this contract

 The language of this contract is English

 The law of the contract is the law of England and Wales

 The period for reply is 2 weeks 

 The period for retention is 12 years following Completion or earlier termination 

 The Adjudicator nominating body is the Royal Institution of Chartered Surveyors

 The tribunal is the Courts

 The following matters will be included in the Risk Register; 

o To be agreed at Task Order level

Optional clause 13.9 – electronic communication does apply.

Scape Consultancy Framework - Built Environment Rev M 1 
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Term Service Delivery Agreement 
(NEC3 Professional Services Contract) 

Appendix 1 

2. The Parties’ main responsibilities 

 The Employer provides access to the following persons, places and things 

access to access date 

Site Receipt of Task Order 

Building Receipt of Task Order 

Site Manager Receipt of Task Order 

Reports/Records Receipt of Task Order 

 3. Time 

 The starting date is 01/10/2024

 The Consultant submits revised programmes at intervals no longer than monthly, unless there are no changes 
to the latest submitted programme.

 4. Quality 

 The quality policy statement and quality plan are provided within 2 weeks of the Contract Date. 

 The defects date is 52 weeks after Completion of the whole of the services. 

 5. Payment 

 The assessment interval is monthly

 The currency of the contract is the pound sterling

 The interest rate is REDACTED per annum above the base rate in force from time to time of the Bank of England. 

 6. Indemnity, insurance and liability 

 The amounts of insurance and the periods for which the Consultant maintains insurance are 

event cover period following 
Completion of the whole of 
the services or earlier 
termination 

Liability of the Consultant for REDACTED in respect of each 12 years
claims made against him arising and every claim or series of 
out of his failure to use skill and claims arising out of the same 
care required by this contract. original cause or source (or 

equivalent), without limit to the 
number of claims, save that 
there may be lower and/or 
annual aggregate limits of cover 
in respect of pollution and 
contamination related claims 
and similar where such limited 
cover is the norm 

Scape Consultancy Framework - Built Environment Rev M 2 
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Term Service Delivery Agreement 
(NEC3 Professional Services Contract) 

Appendix 1 

Scape Consultancy Framework - Built Environment Rev M 3 

death or bodily injury to a person REDACTED in respect of each
(not an employee of the claim, without limit to the number 
Consultant) or loss of or damage 
to property resulting from an 
action or failure to take action by 
the Consultant 

of claims 12 years 

death or bodily injury to The greater of the amount
employees of the Consultant required by law and
arising out of and in the course REDACTED in respect of each 12 years
of their employment in claim, without limit to the number 
connection with this contract of claims 

 The Employer provides the following insurances 

 Insurance for all existing buildings and property existing within the Site or at the sole discretion of the Employer he 
may elect to ‘self-insure’ such existing buildings and property and in doing so accepts all of the Employer’s 
associated risks arising out of or in relation to such ‘self-insurance.’ In accordance with an Employer’s decision to 
‘self-insure’ they do not accept any additional insurance premium/cost from the Consultant. The Consultant is to 
assume the Employer insures or “self-insures” as set out above and if this is not the case the Consultant will have 
the opportunity to price for providing these insurances.

 The Consultant’s total liability to the Employer for all matters arising under or in connection with this contract, 
other than the excluded matters is limited to REDACTED in the aggregate.

Within the total liability limit identified above, the Consultant’s liability to the Employer for the provision of 
the following low risk, low value Services arising under or in connection with this contract is limited to: 

N/A at service request stage 

and such other low risk, low value Services 
that are instructed by the Employer as 
Compensation Events 

The amount and basis of professional indemnity 
insurance provided by the Subconsultant(s). 

Optional statements (The following optional clauses apply)

If the Employer has decided the completion date for the whole of the services

 The completion date for the whole of the services is 31/03/2025  

If no programme is identified in part two of the Contract Data

 The Consultant is to submit a first programme for acceptance within 4 weeks of the Contract 

Date. If the Employer has identified work which is to meet a stated condition by a key date

 The key dates and conditions to be met are: 

condition to be met key date 

None 
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Term Service Delivery Agreement 
(NEC3 Professional Services Contract) 

Appendix 1 

If Y(UK)2 is used and the final date for payment is not 14 days after the date when payment is due 

The period for payment is 14 days i.e.
The total period for payment after receipt of invoice is 21 days 

If the Employer states any expenses

 The expenses stated by the Employer are 

Item amount 

None unless stated in individual Task Orders 

If Option G is used 

 The Consultant prepares forecasts of the total Time Charge and expenses at intervals no longer than 4 weeks. 

 The exchange rates are those published in [to be agreed on a commission specific basis] on   (date)  If 

Option X1 is used

 The index is the Framework index: the BCIS Labour Cost Index published by the Building Cost Information Service of 
the Royal Institution of Chartered Surveyors. 

 The base date for indices is 5th January  

If Option X2

 The law of the project is the law of England and Wales  

If Option X8 is used

 The collateral warranty agreements are 

agreement reference third party 

Subcontracts Employer 

The forms of the collateral warranty agreements are set out in the Framework Agreement 

If Option X18 is used 

 The Consultant’s liability to the Employer for indirect or consequential loss for all matters other than 
Cladding Claims is limited to 

o REDACTED 

The Consultant’s liability to the Employer for indirect or consequential loss or for any cost of decamping 
and rehousing in respect of Cladding Claim is excluded. 

 The Consultant’s liability to the Employer for Defects that are not found until after the defects date is 

 REDACTED

Scape Consultancy Framework - Built Environment Rev M 4 
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(NEC3 Professional Services Contract) 

Appendix 1 

 The end of liability date is 12 years after Completion of the whole of the services. 

If Options Y(UK)3 is used 

 Term person or organisation 

None None 

Optional clause Z4.0 – Information Modelling does/does not apply

Scape Consultancy Framework - Built Environment Rev M 5 
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Term Service Delivery Agreement 
(NEC3 Professional Services Contract) 

Appendix 1 

Option Z: ADDITIONAL CONDITIONS OF CONTRACT 

The additional conditions of contract are identified by the amendments, alterations, additions and deletions as contained 
herein apply and take priority over the standard form NEC Professional Services Contract Option G. 

New Z clauses: 

Z1.2 Insert a new clause 1.2: 
“The Security Requirements set out in “Contract Schedule 1 – The Statement of Requirements and Scope – 
Annex 2 will apply.” “Perfect Circle’s (PC) Business Management System (BMS) is certified to ISO 9001, 45001, 
44001 and Constructionline. In addition, the PC BMS is aligned to ISO 27001 and its scope is included within 
third party audits which are undertaken in our Head Office which we co-share with Pick Everard whose BMS is 
certified to ISO 27001. Perfect Circle also has Cyber Essentials and Cyber Essentials Plus certification. 
REDACTED, who is Perfect Circles Head of Central Framework Team, oversees all third-party certification for 
Perfect Circle as well as Pick Everard. Perfect Circle will operate the appointment in accordance with DWP’s 
Security Policy and shall procure that any Sub-consultant (Gleeds Cost Management and Del Bosque) shall 
comply with ISO/IEC 27001 in relation to the services during the Contract.” The Contract Schedule 1 – The 
Statement of Requirements and Scope is attached under Doc 1. 

Z28.8 The Client and the Consultant shall exchange all orders, invoices, claims and payments via electronic 
methods. 

Z28.9 The following information may be required independently from the Consultant in order to verify invoices 
and shall be provided before or at the same time that an invoice or other claim for payment is submitted by the 
Consultant to the Client: 

a) records of any Time Charge or other charge determined by reference to staff rates, including in relation 
to any Task Order issued under time charges and/or where applicable in respect of compensation events. 
Such records shall be in the form of timesheets and/or such other evidence of time spent that the Client 
shall reasonably require and shall be broken down according to each Task to which they relate (including 
details of the specific Task to which each time entry relates); 

b) the Client reserves the right to request all records required under Clause 21 of the Agreement to evidence 
completion of relevant activities as detailed within The Client’s Statement of Requirements and Scope as 
requested in the Task Order issued under fixed price, 

and shall be sent to the person or such replacement person that the Client shall notify. 

Z28.10 The Consultant permits the Client and any person authorised on the Client’s behalf to examine 
documents held or controlled by the Consultant or any employee, Subcontractor or supplier of the Consultant. 

Z29 Amendments to the Secondary Option Clauses – X11 (Termination by the Client)

Z29.1 Option X11.2: delete “and A3” and replace with “and any sums due pursuant to clause X11.3”. 

Z29.2 New Option X11.3: insert new option: The amount due on termination pursuant to X11.1 includes the fee 
percentage applied to any excess of the value of authorised and instructed Task Orders as at the date of 
termination over the Price for Service Provided to Date. 
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Term Service Delivery Agreement 
(NEC3 Professional Services Contract) 

Appendix 1 

Add New Z Clause 222 – Off Shoring  

Protection on Information 

The Contractor and any of its Sub-contractors, shall not access, process, host or transfer Authority Data 
outside the United Kingdom without the prior written consent of the Authority, and where the Authority 
gives consent, the Contractor shall comply with any reasonable instructions notified to it by the Authority 
in relation to the Authority Data in question. The provisions set out in this paragraph shall apply to Landed 
Resources. 

Where the Authority has given its prior written consent to the Contractor to access, process, host or 
transfer Authority Data from premises outside the United Kingdom: - 

a) the Contractor must notify the Authority (in so far as they are not prohibited by Law) where any 
Regulatory Bodies seek to gain or has gained access to such Authority Data; 

b) the Contractor shall take all necessary steps in order to prevent any access to, or disclosure of, 
any Authority Data to any Regulatory Bodies outside the United Kingdom unless required by Law 
without any applicable exception or exemption. 

Z1.0 Core Clause amendments 

1 General 

11.2 (2) Add further bullet point: 
 ‘provided or procured all Collateral Warranties which the Consultant is then obliged under 

this contract to provide or procure.’ 

11.2(13) At the end of the sentence add:  

‘Appropriately spent excludes time; 

 spent on activities included within the Commercial Inclusions Tables contained in the Pricing 
Procedures of the Framework Agreement, 

 not justified by the Consultant’s accounts and records, 

 that should not have been paid to a Subconsultant or supplier in accordance with its contract, 

 was incurred only because the Consultant did not 

- follow an acceptance or procurement procedure stated in the Scope,
- give an early warning which the contract required it to give or
- give notification to the Employer of the preparation for and conduct of an adjudication or 

proceedings of a tribunal between the Consultant and a Subcontractor or supplier,

and the cost of 

 activities included under the Employer Proposed Appointment Charge of the Framework Agreement, 

 correcting Defects after Completion, 

Scape Consultancy Framework - Built Environment Rev M 7 
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 correcting Defects caused by the Consultant not complying with a constraint on how it is to 
Provide the Service stated in the Scope, 

 for staff not used to Provide the Service (after allowing for reasonable availability and utilisation), and 

 preparation for and conduct of an adjudication or proceedings of the tribunal between the Parties.’

11.2(20) Delete the second bullet point and replace with: 

‘the lump sum prices in the Task Schedule for each other item. Where marked accordingly, these lump 
sum prices may be calculated from applying a stated ‘Charge’ percentage from the Task Schedule to 
a forecast or estimated construction project value to establish a single or series of lump sum prices.’ 

11.2(26) Insert a new clause 11.2(6): 

‘Framework Agreement is the framework agreement between Scape Procure Limited and the Consultant 
dated 29th January 2021.’ 

11.2(27) Insert a new clause 11.2(27): 

‘Framework Commercial Model as included in the Framework Agreement between Scape Procure Limited 
and the Consultant dated 29th January 2021.’ 

11.2 (28) Insert a new clause 11.2(28): ‘Data Protection Legislation means: 

i. the UK GDPR (as that term is defined in the Data Protection Act 2018) ) and any applicable national 
implementing laws as amended from time to time; and 

ii. all applicable law about the processing of personal data and privacy.’

11.2 (29) Insert a new clause 11.2(29): 

‘Data Subject has the meaning given to it in the Data Protection Legislation.’ 

11.2 (30) Insert a new clause 11.2(30): 

‘Personal Data has the meaning given to it in the Data Protection Legislation.’ 

11.2 (31) Insert a new clause 11.2(31): 

‘Cladding Claim shall mean any claim in respect of:

The combustibility of any Aluminium Composite Panels (and associated core/filler and insulation) which 
failed the BRE testing programme on behalf of The Department for Communities and Local Government in 
July and August 2017 or fails BS8414 test set out in the current Building Regulations.’

12.4 Insert at the end: 

‘provided that Clauses 23 (Convictions), 29 (Statutory Requirements), 30 (Competition Law, Corrupt Gifts 
and Payments), 31 (Modern Slavery), 33 (Confidentiality and Freedom of Information), 35 (Intellectual 
Property) and 37.11 (Miscellaneous: Whistle Blowing) of the Framework Agreement shall be deemed 
incorporated into this contract, mutatis mutandis, as if references to ‘Scape’ were to ‘the Employer and 
references to the ‘Agreement’ were to ‘the contract.’ 

12.5 Insert a new clause 12.5: 

Scape Consultancy Framework - Built Environment Rev M 8 
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‘A reference to any statute, enactment, order, regulation or other similar instrument shall be construed 
as a reference to the statute, enactment, order, regulation or instrument as amended by any subsequent 
statute, enactment, order, regulation or instrument or as contained in any subsequent re-enactment of it.’ 

13.9 Insert a new clause 13.9: 

‘The following communications shall be deemed to have no effect if made by electronic mail transmission:

 any notification of a wish to terminate this contract or the employment of the Consultant under it; 

 any notification by the Consultant of his intention to suspend performance of his obligations under this 
contract; 

 any invoking by either party of the procedures applicable under this contract to the resolution of disputes 
or differences; and 

 any agreement between the parties amending the provisions of this 

contract.’ (Z clause 13.9 may be deleted at the Employers sole discretion)

14.1 Add after the final sentence: 

‘Notwithstanding any other provision of this contract, the terms ‘acceptance’, ‘approval’ or similar when 
used in the context of any acceptance or approval to be given by or on behalf of the Employer has the meaning 
‘acceptance of general principles only’ and no such acceptance or approval shall diminish or relieve the 
Consultant from any of the Consultant’s obligations or liabilities under this contract.’ 

19. Insert a new Clause 19:

Data Protection 

‘Both Parties will comply with all applicable requirements of the Data Protection Legislation. These clauses 
are in addition to, and does not relieve, remove or replace, each Party’s obligations under the Data 
Protection Legislation. It is agreed that:

19.1. Without prejudice to the generality of clause 19.1, both Parties will ensure that it has all necessary 
appropriate consents and notices in place to enable lawful transfer of any Personal Data to each other for 
the duration and purposes of this agreement. 

19.2. Without prejudice to the generality of clause 19.1, the Consultant shall, in relation to any Personal Data 
processed in connection with the performance by the Consultant of its obligations under this agreement: 

19.2.1. Process that Personal Data only on the written instructions of the Employer and only as required for the 
purpose of the performance of this agreement; 

19.2.2. Ensure that it has in place appropriate technical and organisational measures, reviewed and approved by 
the Employer, to protect against unauthorised or unlawful processing of Personal Data and against 
accidental loss or destruction of, or damage to, Personal Data, appropriate to the harm that might result 
from the unauthorised or unlawful processing or accidental loss, destruction or damage and the nature of 
the data to be protected, having regard to the state of technological development and the cost of 
implementing any measures (those measures may include, where appropriate, pseudonymising and 
encrypting Personal Data, ensuring confidentiality, integrity, availability and resilience of its systems and 
services, ensuring that availability of and access to Personal Data can be restored in a timely manner after 
an incident, and regularly assessing and evaluating the effectiveness of the technical and organisational 
measures adopted by it); 

19.2.3. Ensure that all personnel who have access to and/or process Personal Data are obliged to keep the 
Personal Data confidential; 
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19.2.4. Not transfer any Personal Data outside of the European Economic Area; 

19.2.5. Assist the Employer, at the Consultant’s cost, in responding to any request from a Data Subject and in 
ensuring compliance with its obligations under the Data Protection Legislation with respect to security, 
breach notifications, impact assessments and consultations with supervisory authorities or regulators; 

19.2.6. Notify the Employer without undue delay on becoming aware of a Personal Data breach; 

19.2.7. At the written direction of the Employer, delete or return Personal Data and copies thereof to the Employer 
on termination of the agreement; and 

19.2.8. Maintain complete and accurate records and information to demonstrate its compliance with this clause and 
allow for audits by the Employer or the Employer’s designated auditor. 

19.3. The Employer does not consent to the Consultant appointing any third-party processor of Personal Data 
under this agreement.’ 

2 The Parties’ main responsibilities

21. Amend as follows: 

21.2 Delete and replace with: 

‘The Consultant’s obligation is to use (and warrant that it has used) all the reasonable skill, care and diligence 
normally used by competent and appropriately qualified professionals experienced in providing services 
similar to the service.’ 

21.5 Insert a new clause 21.5: 

‘The Consultant checks the Scope provided by the Employer and satisfies itself that its own provision of the 
service, including any proposals, designs and Scope or specification documents for a subsequent 
construction contract meet the Employer’s Scope with no discrepancy. Where there is ambiguity, 
inconsistency or conflict between these documents the Employer’s Scope will prevail.’ 

21.6 Insert a new clause 21.6: 

‘The Consultant performs the Service in accordance with relevant laws and regulations, statutory and other 
requirements (‘Laws’) and (to the extent that the Consultant can control the same) such that the product of 
the Service complies with all relevant Laws.’ 

24.5 Insert a new clause 24.5: 

‘The Consultant, in relation to any subcontracting of any portion of the service: 

 Procures that the relevant subcontract contains such obligations as necessary to ensure that it is in all 
respects compatible with the terms of this contract and, without limitation, steps down the obligation to 
use the degree of skill, care and diligence specified in this contract and that requires collateral warranties 
in favour of the Employer to be provided in the forms specified in the Framework Agreement and with 
any amendments as permitted by the Framework Agreement; 

 Procures that all relevant subcontracts shall be executed and delivered as a deed; 

 Warrants each Subcontractor’s compliance with this contract’s Modern Slavery Act requirements; 

 Warrants that all Subcontractors are fully aware of their obligations under the CDM Regulations and are 
fully competent and are adequately resourced to meet those obligations; and 
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 Provides to the Employer a certified copy of any subcontract (save for particulars of the cost of such 
subcontract service unless other provisions of this contract or the Framework Agreement oblige the 
Consultant to disclose them). 

The Consultant does not appoint a subcontractor if there are compulsory grounds for excluding the 
subcontractor under regulation 57 of the Public Contracts Regulations 2015.’ 

24.6 Insert a new clause 24.6: 

‘The Consultant includes in any subcontract awarded by him provisions requiring that: 

 payment due to the Subcontractor under the subcontract is made no later than 30 days after receipt 
of a valid and undisputed invoice unless the Framework Agreement required the Consultant to make 
earlier payment to the Subcontractor; 

 Invoices for payment submitted by the Subcontractor are considered and verified by the Consultant 
in a timely fashion; 

 Undue delay in considering and verifying invoices is not sufficient justification for falling to regard an 
invoice as valid and undisputed; and 

 Any contract awarded by the Subcontractor for work included in this contract includes provisions to 
the same effect as these provisions.’ 

26 Insert a new clause 26: 

‘The Consultant shall enter a novation agreement in the form specified in the Framework Agreement with 
the Employer’s contractor within 14 days of being asked to do so in writing and shall, within 14 days of being 
provided with an engrossment, execute and return to the Employer the collateral warranty agreement in 
favour of the Employer, but with such amendments as the Consultant, Employer and Employer’s contractor 
may agree, such agreement not to be unreasonably withheld or delayed.’ 

5 Payment 

50.3 Insert at the end of the second bullet point: 

‘less expenses included in the Commercial Inclusions Tables from the Framework Agreement’s Pricing 
Procedures,’ 

51.6 Insert a new clause 51.6: 

‘In addition to any other legal rights and remedies of the Employer, with the exception of when the Consultant 
is novated to a contractor under the conditions of contract, whenever any sum of money is recoverable from 
or payable by the Consultant under this contract that sum may be deducted from any sum then due, or which 
at any time thereafter becomes due to the Consultant under this contract provided that the Employer notifies 
the Consultant in writing not later than three days before the final date for payment of the amount to be paid 
and the basis on which it is calculated.’ 

6 Compensation events 

63.10 At the end of the sentence add: 

‘Rates for subconsultant staff are calculated by applying the Uplift Percentage to the subconsultant’s 
proposed rate. Unless the Employer otherwise agrees, proposed rates must not exceed the relevant 
regionally adjusted People Rates for the applicable role and seniority stated in the relevant table of the 
Framework Commercial Model. If the Employer and Consultant do not agree on the rate to be used, the 
Employer assesses the rate based on the staff rates. The agreed or assessed rate becomes the staff rate 
for that designation of person.’ 
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63.19 Insert a new clause 63.19: 

‘The Employer and Consultant may agree rates or lump sums to assess the change to Prices or Prices for 
new items in the Task price list. If the Employer and Consultant do not agree on the rate or lump sum to be 
used, the Employer assesses the rate or lump sum based on the staff rates.’ 

8 Indemnity insurance and liability 

81.1 Amend the insurance table: 

delete the words ‘and care normally used by professionals’ in the first insurance of the Insurance Table and 
replace with: 

‘, care and diligence normally used by competent and appropriately qualified professionals 
experienced in’ 

83 Insert a new clause 83: Insurance policies

83.1 ‘Before the starting date and on each renewal of the insurance policy until the defects date, the Consultant 
submits to the Employer for acceptance certificates which state that the insurance required by the contract 
is in force. After the defects date and on each renewal of the insurance policy until the end of the periods 
stated in the Contract Data for which insurance is to be maintained, the Consultant submits to the Employer 
for acceptance certificates which state that insurance required by this contract is in force. The certificates 
are signed by the Consultant’s insurer or insurance broker. The Employer accepts the policies and 
certificates if the insurance complies with the contract and if the insurer’s commercial position is strong 
enough to carry the insured liabilities. The Employer’s acceptance of an insurance certificate provided by 
the Consultant does not change the responsibility of Consultant to provide the insurances stated in the 
Contract Data. 

83.2 The Parties comply with the terms and conditions of the insurance policies which they are a Party.’ 

84 Insert a new clause 84: 

If the Consultant does not insure 

84.1 ‘The Employer may insure an event or liability which the contract requires the Consultant to insure if the 
Consultant does not submit a required certificate. The cost of this insurance to the Employer is paid by the 
Consultant.’ 

85 Insert a new Clause 85: 

Insurance by the Employer

85.1 ‘The Employer submits certificates for insurance provided by the Employer to the Consultant for acceptance 
before the starting date and afterwards as the Consultant instructs. The Consultant accepts the certificates 
if the insurance complies with the contract and if the insurer’s commercial position is strong enough to carry 
the insured liabilities. 

85.2 The Consultant’s acceptance of an insurance certificate provided by the Employer does not change 
the responsibility of Employer to provide the insurances stated in the Contract Data. 

85.3 The Consultant may insure an event or liability which the contract requires the Employer to insure if 
the Employer does not submit a required certificate. The cost of this insurance to the Consultant is 
paid by the Employer.’ 

90.5 Insert a new clause 90.5: 

The Public Contracts Regulations 2015 
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90.5 ‘The Employer may terminate the Consultant's obligation to Provide the Service if any of the provisions of 
regulation 73(1) of The Public Contracts Regulations 2015 apply. 

If the Employer terminates under the provisions of regulation 73(1)(b) of the Public Contracts Regulations 
2015 as a result of information not disclosed by the Consultant at the Contract Date, the procedures and 
amounts due on termination are the same as if the Consultant has substantially failed to comply with his 
obligations. 

If the Employer otherwise terminates under the provisions of regulation 73(1) of the Public Contracts 
Regulations 2015, the procedures and amounts due on termination are the same as if the Employer no longer 
requires the services. 

90.6 The Consultant does not appoint a Subconsultant or supplier if there are compulsory grounds for excluding 
the Subconsultant or supplier under regulation 57 of the Public Contracts Regulations 2015. 

90.7 The Consultant includes in any subcontract awarded by him provisions requiring that: 

 payment due to the Subconsultant or supplier under the subcontract is made no later than 30 days 
after receipt of a valid and undisputed invoice, unless this contract requires the Consultant to make 
earlier payment to the Subconsultant or supplier; 

 invoices for payment submitted by the Subconsultant or supplier are considered and verified by the 
Consultant in a timely fashion, undue delay in considering and verifying invoices is not sufficient 
justification for failing to regard an invoice as valid and undisputed; and 

 any contract awarded by the Subconsultant or supplier for work included in this contract includes 
provisions to the same effect as these provisions.’

Z2.0 Secondary Option Clause amendments 

OPTION X1: Price adjustment for inflation 

Staff rates are fixed at the Contract Date and are not variable with changes in salary paid to individuals.

X1.1 Price Adjustment Factor 

Delete clause and replace with the following: 

Defined Terms 

(a) The People Rate Prices are the Time Charge for items described as time based on the Task Schedule 
and the lump sum price in the Task Schedule for each other item that are derived from the People Rates (or 
alternative rates agreed for inclusion during the establishment of the Prices). 

(b) The Price Adjustment Factor (PAF) at each anniversary of the Framework Effective Date, 5th January 
2021, is equal to (L-B)/B where L is the latest value of the Framework index and B is the value of the 
Framework index applicable at the base date. 

(c) The Annual Price Adjustment Amount is the amount for price adjustment for the upcoming year, 
calculated at each Framework anniversary by applying the PAF to the contracted remaining value for the 
People Rates Prices for the upcoming year. 

X1.2 Price adjustment 

Delete clause and replace with the following: 

Only the People Rate Prices will be subject to price adjustment. The Annual Price Adjustment Amount will 
be apportioned as applicable throughout the year, to amounts due for the People Rates Prices. 
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Each amount due for services related to the People Rates Prices following a Framework anniversary 
includes an amount for price adjustment which is the sum of: 

o the change in the Price for Services Provided to Date since the last assessment of the amount 
due multiplied by the PAF calculated at the latest Framework anniversary and 

o the amount for price adjustment included in the previous amount due. 

Quotations for Task Orders and compensation events notified during the upcoming year will apply the latest 
Framework rates and therefore the Prices for these activities will be excluded from the price adjustment 
calculations during that year. 

The PSC Uplift Percentage and fixed fees paid to Subconsultants (derived from *external rates - identified 
as External Consultancy) are not subject to price adjustment. 

 X1.3 Price adjustment Option C 
Delete clause. 

 X1.6 Expenses adjustment 
Delete clause. 

Z3.0 Statutory Clause amendments 

OPTION Y(UK)2: Housing Grants, Construction and Regeneration Act, 1996 

 Y2.2 delete clause and replace with the following: 

The date on which a payment becomes due is the later of; 

 the date of receipt by the Party making payment of an invoice, issued in accordance with 
these conditions of contract, and 

 fourteen days after the assessment date. 

The date on which the final payment becomes due is the later of; 

 the date of receipt by the Party making payment of an invoice, issued in accordance with 
these conditions of contract, and 

o if the Employer makes an assessment after the defects date or the date the last Defect is 
corrected, six weeks after the defects date or the date the last Defect is corrected, whichever 
is the later, 

o if the Employer does not make an assessment after the defects date or the date the last Defect 
is corrected, two weeks after the Consultant issues its assessment, or 

o if the Employer has issued a termination certificate, fifteen weeks after the issue of the certificate. 

The final date for payment is seven days after the date on which payment becomes due, or a different 
period for payment if stated in the Contract Data. 

The Employer’s certificate is the notice of payment specifying the amount due at the payment due date (the 
notified sum, which may be zero) and stating the basis on which the amount was calculated. If the Employer 
does not make an assessment after the defects date or the date the last Defect is corrected, the 
Consultant’s assessment is the notice of payment. 

Z5.0 People Rates 
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Insert new clause Z5.0: People Rates 

Z5.1 The People Rates will be adjusted annually on 5th January, in accordance with the indexation provisions 
of the Framework Agreement. This is based on the BCIS Labour Cost Index. Any quotations for 
compensation events or Task Orders will apply the latest People Rates. 
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Contract Data: Part Two – Data provided by the Consultant  

Statements given in all contracts: 

 The Consultant is 

Name: Perfect Circle JV ltd

Address: Halford House, Charles Street, Leicester, LE1 1HA

Telephone: 0345 045 0050

Mobile: REDACTED 

E-mail address: REDACTED 

 The key people are 
Name REDACTED
Job Client Account Manager
Responsibilities Client Care and overall responsibility for service delivery
Qualifications Director  
Experience 

Name 
Job 
Responsibilities  
Qualifications  
Experience 

The Lead Partner is Gleeds Cost Management Ltd

 The staff rates are 

category of person: 
Hourly Rate 

Project Management & Quantity (£)  
Surveying 
Technical Director REDACTED
Associates/Principal Consultant
Senior Consultant
Consultant
Senior Technician

Technician/Graduate 

Hourly Rate 
Commercial Surveyin (£) 
Technical Director REDACTED
Associate/Principal Consultant
Senior Consultant
Consultant
Senior Technician
Technician/Graduate 
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Architectural Design, Mechanical Engineer, 
Electrical Engineer, Structural Engineer & Hourly Rate 
Building Surveying (£) 

Technical Director REDACTED
Associate/Principal Consultant
Senior Consultant
Consultant
Senior Technician
Technician/Graduate 

The People Rates will be adjusted annually on 5th January, in accordance with the indexation provisions of the Framework 
Agreement. This is based on the BCIS Labour Cost Index. Any quotations for compensation events or Task Orders will apply 
the latest People Rates. 

Optional Statements 

If the Consultant states any expenses 

The expenses stated by the Consultant are 

Item

amoun

t None

If Option G is used 

The task schedule is in the Service Request Form annexed to this contract

 The Employer Proposed Appointment Charge

to be used in the task schedule is  

 The Uplift Percentage is REDACTED
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Annex 1 – Service Request Form 
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1.0 Commission Overview

Background 

The Client’s existing electronic security systems have been in place since the early 2000s and are now 

obsolete, irreparable and do not meet government minimum standards. The systems frequently fail, 

preventing sites opening and/or creating safety vulnerabilities. The systems also have a short shelf-life 

as they rely on analogue telephony for communication, which will be withdrawn by the end of 2024. This 

will render the systems unable to communicate serious incidents off site to enable a proportionate 

response to take place. 

Given the risks this poses to the security of the Client's staff and customer safety, as well as the Client’s 

data and assets, Critical Security Infrastructure (CSI) is a key strategic priority for the Client, forming a 

major element of the Client’s Spending Review (SR) 24 bid. Funding for this programme (in part) was 

initially granted as part of the Clients SR21 settlement from HMT. Allocation of the settlement is currently 

being worked on with final budgets expected to be approved during April/May 2025. 

The CSI programme launched in April 2022.  

Objectives and Outcomes

This programme is focused on upgrading and modernising the security equipment and systems 
across the Client’s estate. The Client’s strategy is to reduce the size of the estate by c15%. 

The overall programme involves the replacement/installation and upgrading of security equipment 
including: 

Security Work Required No of Affected Sites 

Automated Access Control Door Full Upgrade (AEGIS – AMAG) c408 

Site Wide Video Surveillance System (VSS) Full Upgrade c408 

Panic Alarm Full Upgrade c408 

IDS Full Upgrade c408
Key Management Upgrade c408 

The table below provides information regarding the nature of the Client’s expected breakdown of 
sites across each financial year in the programme. Please note that this is subject to change, and the 
Client is already aware that approximately 60 sites initially expected to complete in FY22/23 will need 
to be rolled into FY23/24. The Consultant will have a key role in supporting the Client to ensure this 
breakdown is up-to-date and accurate over the life of the contract and align their resources 
accordingly. 

Year Number of Sites
FY22/23 10
FY23/24 189
FY24/25 183 
TOTAL 408 
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2.0 Health, Welfare, Safety, Environment and Sustainability Considerations 

No requirements for BREEAM or similar. 

3.0 Value for Money Statement 

The client has selected the following Value Drivers that best match its organisation’s key objectives 
for the successful delivery of the commission. These should be referenced by the Client during any 
subsequent feedback to gauge whether Value for Money has been achieved. 

 Speed of appointment and delivery 
 Access to specialist/local supply chains 
 Collaborative working 

4.0 Project Success Criteria 

In addition to the Value Drivers identified in section 3.0 above, we also monitor the following 
Performance Indicators as standard for each commission: 

 Time Predictability 
 Cost Predictability 
 Local Spend – Percentage of total spend within 20 miles of Client office/site 
 SME Engagement - Percentage of appointments with SME’s compared with total number of 

Supply Chain appointments 
 SME Spend - Percentage spend with SME’s compared with total spend with Supply Chain 
 Fair Payment - Payment of Supply Chain within Government Fair Payment guidelines 
 Client Satisfaction 
 Supply Chain Satisfaction 

5.0 Social Value and Community Benefits 

We recognise that we have a responsibility to the environment, the communities within which we 
work, our own people, our supply chain and society. Perfect Circle’s governance is fully aligned with 
the Public Services Act 2012, Procurement Reform Act 2014 and the Wellbeing of Future 
Generations Act 2015 including the PPN updates to these Acts. 

Social Value & Community benefit is an integral part of Perfect Circle’s approach and operations. 
Perfect Circle collect data in the following areas as part of our business-as-usual activities. 

 Local spend on projects, reporting on spend within 20 miles of commissions. 
 Small and Medium (SME) spend, targeting greater engagement of SME’s in our supply chain 

- our target is 45% of spend with our supplier chain to be SME suppliers. 
 Fair payment, ensuring we pay our supply chain within 30 days of receipt of valid invoices. 

In addition to these core areas of impact for every commission we undertake, we work with clients to 
identify additional benefit activities that we can support. All activities are captured through our PC Hub 
with integrated measures against each activity evidenced with the value add to the local community. 

Having discussed with the client whether they wish us to augment our Social Value offering by setting 
up to 5 targets against the National Data Set of TOMs (Themes, Opportunities, Measures), 
we confirm that these additional measures are not required on this commission. 
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6.0 Detailed Scope of Services

Description of the Services to be Provided 

Professional Services to be provided in accordance with Client Requirements and Scope for Perfect 
Circle to include the following and to be detailed in the individual Task Orders: 

 Project Management Office 
 Cost Consultant 
 Core Team Programme Lead (National) 
 Core Team Commercial Lead (National) 
 Regional Project Manager (2no.) 
 Core Team Communications Lead 
 Technical Support 

Service/Price Exclusions 
To be detailed in the individual Task Orders 

Key Stakeholders, Consultations and Interdependencies 

The key stakeholders are: 
 Department for Work and Pensions (Client) 
 Leading Management Services Ltd 
 Mitie FM Ltd 
 G4S (SS) UK 

Summary of Services at Each Project Stage 

The services and suppliers proposed for this project are summarised below. In addition, we have 
indicated the procurement route that is intended to be adopted for each service. 

Prime Core Services RIBA Stages (✔) 
Procurement 
Route 

Service Provider 
0-1*
on time 
charge 

2
on % 

charge 

3
on % 

charge 

4
on % 

charge 

5
on % 

charge 

6
on % 

charge 

7
on % 

charge 
SFR 

Project 
Management 
Office 

Gleeds Cost
Management Ltd 

✔ SFR  

SFR Quantity 
Surveyor 

Gleeds Cost
Management Ltd ✔

Non-Core Services RIBA Stages (✔) 
Procurement 
Route 

Service Supplier 
0-1*
on time 
charge 

2
on time 
charge

3
on time 
charge

4
on time 
charge

5
on time 
charge

6
on time 
charge 

7
on time 
charge 

SFR, AFR, CPO, 
CT, BM, OB, 
CPS

National 
Core 
Team

Del Bosque Ltd ✔ CPO 

* use RIBA stages 0-1 for non-construction projects 
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Procurement Routes
These are the supply chain procurement routes available through the framework identified in the 
tables above: 

SFR SCAPE Framework Rates
AFR Alternative Framework Rates
CPO Client Proposed Organisation using rates agreed with the Client
CT Competitive tender with 3 or more suppliers
BM Negotiation with a single provider, using an alternative benchmark mechanism
OB Adopting an Open book arrangements with a single provider
CPS Client determines that a Preferred Supplier’s fee offers value for money

Clients should be aware that in order for Perfect Circle to engage Client Proposed Organisations you 
are acknowledging in approving this Service Request that; 

 You requested that Perfect Circle appoint the proposed organisation(s). 
 You have undertaken you own technical, commercial, and legal due diligence for the 

appointment of the proposed organisation(s). 
 The appointment of a Client Proposed Organisation(s) shall only be permitted when other 

Services are procured through the Partner and/or its Preferred Partner(s). Sole appointment of 
a Client Proposed Organisation shall not be permitted unless otherwise agreed by Scape. 

 Perfect Circle’s appointment of a Client Proposed Organisation(s)will be conditional on the 
supplier: 

o Meeting our approval criteria (insurances/ISOs/H&S etc). 
o Agreeing to the terms of the SCAPE National Consultancy Framework Agreement in all other 

respects by way of a Consultancy Agreement with Perfect Circle that is back-to-back with the 
main contract with you. 

o Providing a Collateral Warranty to you. 
 If the risks associated with the appointment of any such organisation(s) are 

considered unacceptable then Perfect Circle may refuse to appoint that organisation. 

Supplier Selection & Competitive Tender Award Criteria 

Del Bosque Ltd are to be engaged as a Client Proposed Organisation. 

Appointment of Principal Designer (CDM) and Principal Designer Building Regulations 

We await confirmation from the Client of his appointment of the Principal Designer (CDM) and 
Principal Designer Building Regulations. 

Task Schedule 

An outline Task Schedule has been provided in Appendix C which details the initial programme of 
activities that are envisaged will be requested under the proposed Term Service Delivery Agreement. 

7.0 Delivery Team 

CVs for key staff can be provided upon request by the Client. 

8.0 Delivery Programme 

The services will be provided between 01 October 2024 and 30 March 2025. 
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9.0 Schedule of Deliverables 

Deliverables are as per Employer's Requirements and Scope for Perfect Circle and will be 
detailed in the individual Task Orders 

10.0 Design Specifications & Technical/Quality/Regulatory Standards 

No design input as part of scope. 

11.0 BIM Requirements & Document Control 

BIM Service Provision does not apply. 

12.0 Client Acceptance Criteria 

Acceptance Criteria are as per Employer's Requirements and Scope for Perfect Circle. 

13.0 Risk & Opportunities 

The following risks apply: 

 Del Bosque Ltd are a small organisation with limited resource capacity. 

14.0 Prerequisites, assumptions & constraints 

To be detailed in the individual Task Orders 

15.0 Requirements for Surveys, Investigations and Third-Party Historic Data 

Requests for third party information will be made to the Client as applicable. 

16.0 Pricing Information 

Fee to be detailed in the individual Task Orders. PSC uplift to be REDACTED as 
previously agreed with DWP 

External Consultancy Costs 

The list below provides a summary of those Suppliers who have been selected to undertake 
services that have been procured using ‘external’ non-framework rates. 

 Non-Core CPO Client Preferred Organisation, Del Bosque Ltd. Part of core team 
01/10/2024 to 30/03/2025 
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17.0 Delivery Agreement Professional Service Contract Model 

A description of the contracting options available to you can be found in Appendix B. We are 
proposing that this appointment be placed using the NEC3 Professional Service Contract Option G – 
Term Service Contract with Task Schedule and Task Order call-off.
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Appendix A 

Schedule of Activities 

See Document Nr 1 attached 
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Appendix B 

NEC Professional Services Contract Options 

Introduction 
Services provided by Perfect Circle JV Limited (the Consultant) to Clients using the Consultancy Framework 
shall (unless otherwise directed by Scape) be based on the terms of one of four Model Delivery 
agreements. Perfect Circle JV Ltd will in turn enter into an agreement with each Supplier providing the 
services, under which the delivery Agreement obligations are “stepped down”. 

The four Model Delivery Agreements available are: 

1: NEC4 Professional Services Short Contract (PSSC) 
2: NEC4 Professional Services Contract (PSC) Option A – Priced Contract with Activity Schedule 
3: NEC4 Professional Services Contract (PSC) Option C – Target Contract 
4: NEC3 Professional Service Contract Option G - Term Service Contract 

A commission that does not have an engrossed Delivery Agreement between Perfect Circle JV Ltd and 
the Client is non-compliant. 

1: NEC4 Professional Services Short Contract (PSSC) 

The PSSC is simplified version of the Professional Services Contract which is suitable for less complex 
appointments. 

The PSSC is for use on commissions that impose only low risks on both the client and the Consultant. 

2: NEC4 Professional Services Contract (PSC) - Option A  
Priced Contract with Activity Schedule 

A lump sum priced contract, in which the risks of being able to provide the service at the agreed prices in the 
Activity Schedule are largely borne by the Consultant. 
The Client carries some risk through the compensation event procedures. 
This contract is only used when the scope of work at tender stage is fully known and capable of being priced 
and programmed. 

This option should also be used where the prices are based on the cost of construction (percentage 
fee). Please note the consultant fees vary in accordance with the construction cost. 

3: NEC4 Professional Services Contract (PSC) - Option C  
Target Contract 

A target fee contract in which the financial risks (savings or over-spend) are shared by the Client and the 
Consultant. 

The Consultant’s share percentages and the share ranges are: 

Share range Consultant’s share percentage 

Less than 95%. REDACTED 
From 95% to 100% 
From 100% to 102.5% 
Greater than 102.5% 
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This contract can only be used when good estimates of scope and price can be made at tender stage or 
where the cost of construction (percentage fee) is used to set the target. 

Also used when the scope of work is finalised after some initial work is undertaken under through a PSSC 
time charge arrangement, or similar. The target is adjusted for compensation events other than changes in 
Scope approved by the Client which are proposed by the Consultant which reduce the total Time Charge. 
This provides an incentive to Consultants to propose changes to reduce costs. 

4: NEC3 Professional Service Contract - Option G  
Term Contract 

Provides the ability to agree a long-term call-off arrangement using Task Orders. 

Option G contains options for time charge and lump sum fee arrangements. The tasks must be defined in the 
Task Schedule and Delivery Agreement. 

This type of contract lends itself to a programme of works where the same contract terms apply for all orders. 
The Task Schedule should define the projects, the anticipated services required, and an outline budget and 
programme 

Summary 
For each of the above model contracts, Scape has prescribed through the Framework Agreement several 
Optional clauses, the inclusion or otherwise is at the discretion of Clients. Other than the above, no other 
variation to the terms of the Model Delivery Agreements shall be made without the agreement of Scape. 

In accordance with the Access Agreement, Clients are entitled to obtain and review a copy of the Framework 
Agreement to assist them in understanding a Delivery Agreement. The Client should advise the Consultant of 
the Options that are at the Client’s discretion prior to preparation of the Delivery Agreement. 
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Appendix C 

Task Schedule 

This Task Schedule provides the flexibility to call off professional services on a defined programme of works (as individual 
projects or activities) as well as calling off professional services on a defined project on a progressive phase-by-phase 
basis. 

Critical Security Infrastructure Programme  

Background/Project Information:

Perfect Circle has been appointed to provide the following services in connection with the Department for Work and 
Pensions Critical Security Infrastructure Programme: 

 Project Management Office 

 Cost Consultant 

 Core Team Programme Lead (National) 

 Core Team Commercial Lead (National) 

 Regional Project Managers (2no.) 

 Core Team Communications Lead (National) 

 Technical Support 

This will include the Services described in Schedule 1 of the Framework Agreement. The Employer may instruct the 
Consultant, by way of a purchase order, to carry out the following Tasks: 

Task Description Location Services Est Start Indicative 
and End Fee Value 
Date 

1. Project Management Office National Project Manager Oct 24 to MaREDACTED

25 

2. Cost Consultant National Quantity Surveyor Oct 24 to Mar  
25 

3. Service Manager National Project Manager Oct 24 to Mar  
25 

4. Core Team (Del Bosque) National Core Programme Oct 24 to Mar  
Team

2
5 

Total Indicative Fee Value  

The fees for the Task Schedule listed above are only indicative fee estimates. Unless agreed otherwise, indicative fee 
estimates shall not be regarded as fixed quotes for each task. There is no obligation for the Employer to call off any or all
of these tasks, and no obligation for the Consultant to provide the services until a Task Order is executed for each of 
the required task. 

Service Request Proposal – Lot 1 Built Environment Rev C 14 

£1,030,000
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Appendix D 

CVs for Key Staff 

CVs for key staff can be provided upon request. 

Service Request Proposal – Lot 1 Built Environment Rev C 15 
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Contract Schedule 1 - The Statement of Requirements and Scope (v1) 

Programme and Commercial Management Professional Services to support 
DWP’s Critical Security Infrastructure (CSI) 
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1. Background to the Client 

The Department for Work and Pensions (the Client) is responsible for welfare, pensions and 

child maintenance policy. As the UK’s biggest public service department, it administers the 

State Pension and a range of working age, disability and ill health benefits to around 20 million 

claimants and customers. 

The Client delivers these services across England, Wales and Scotland across a diverse estate 

of c.715 buildings. This number is made up primarily of Job Centre Plus offices, which the Client 

refers to as its ‘front-of-House’ estate, but also includes Health Assessment Centres and back 

offices. The back-office sites or ‘back-of-House’ estate consists of corporate centres, large 

processing centres and service centres very similar to call centre environments, which are not 

open to the public. The Client’s estate is geographically dispersed due to the high street nature of 

the Job Centre Plus and Health Assessment Centre portfolio - requiring local presence to serve 

customers. 

The Client operates an 'Estates Target Operating Model' (ETOM), which is described further in 

Annex 1. 

2. Background to the Client’s Requirements  

a. Critical Security Infrastructure (CSI) 

CSI Programme

This programme is focused on upgrading and modernising the security equipment and systems 

across the Client’s estate.  

The overall programme involves the replacement/installation and upgrading of security 

equipment including: 
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Security Work Required No of Affected Sites 

Automated Access Control Door Full Upgrade (AEGIS – AMAG) c408 

Site Wide Video Surveillance System (VSS) Full Upgrade c408 

Panic Alarm Full Upgrade c408 

IDS Full Upgrade c408 

Key Management Upgrade c408 

The table below provides information regarding the nature of the Client’s expected breakdown of 
sites across each financial year in the programme. Please note that this is subject to change, and 
the Client is already aware that approximately 60 sites initially expected to complete in FY22/23 will 
need to be rolled into FY23/24. The Consultant will have a key role in supporting the Client to ensure 
this breakdown is up-to-date and accurate over the life of the contract and align their resources 
accordingly. 

Year Number of Sites
FY22/23 10
FY23/24 189
FY24/25 183
TOTAL 408

Effective delivery of the CSI programme requires multiple commercial solutions to be on boarded 

at pace: 

 The Client has appointed Leading Management Services Ltd (LMS) to provide Security 

Technical Advisor services, providing specialist security advice, design assurance, on 

site handovers and project sequencing within the supply chain. The Client has 

appointed Mitie FM Ltd (Mitie) and G4S (SS) UK (G4S) to provide elements of the works 

programme: 

o G4S will supply, install and commission the security components as part of the 

security contract for the Client. 

o Mitie will provide the required enabling and building works, with Mitie also 

providing project coordination and other services to support and discharge 

the Client’s duties as Principal Contractor under The Construction (Design 

and Management) Regulations 2015 (CDM Regs 2015). 

 Del Bosque Ltd has been appointed by the Client as Principal Designer under The CDM 

Regulations 2015, also providing assurance that the Client, through services provided by 

Mitie, and are carrying out all legislative requirements required by the Principal 

Contractor under The CDM Regs 2015. The Principal Designer appointment is 

standalone and defined in two documents: 

o ‘Principal Designer Service to Support DWP’s Critical Security Infrastructure’ 
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o ‘Principal Designer Service to Support DWP’s Critical Security Infrastructure 

Additional Workstreams (ATEP, 2WA and Fire Panel)’

 The Client’s internal information technology team will provide digital infrastructure. 

 Turner and Townsend Project Management Ltd (Turner and Townsend) will support the 

CSI programme through delivery of the new Estates Programme Management Service 

(EPMS. Please see more detail in Annex 1. 

REDACTED
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Overview of Fire Panel Workstream 

As part of the CSI programme, a review of the existing fire alarm systems within buildings has 
been undertaken to ensure they are able to support the interface between the new doors and 
electronic locking mechanisms installed through CSI. For a small number of sites, enhancements 
to the current conventional fire systems were recommended and a programme of works agreed 
with G4S and Mitie to deliver these enhancements ahead of a full fire replacement system which 
is programmed for a later date. 

Identified in January 2023, some of the existing fire alarm systems do not have the capacity to 
interface with all the new or modified doors and a programme of work is now underway to 
replace the fire alarm panels and some other components. This work applies to approx. 60 sites 
and will be undertaken as part of the wider CSI programme. 

G4S will design, supply, install and commission the security components as part of the security 

contract for the Client whilst Mitie will provide the required enabling and building works. Del Bosque 

will provide project coordination and other services to support and discharge the Client’s duties as 

Principal Contractor under The Construction (Design and Management) Regulations 2015 (CDM 

Regs 2015). LMS will be responsible for design assurance on site handovers 

3. The Client’s Requirements 

This requirement is for the Consultant to operate at portfolio level supporting the Department in 

providing oversight of the UK-wide CSI and WTP delivery with the key objectives of providing 

certainty of cost, programme, design and quality requirements. Working with the Estates 

Programme Management Service (EPMS), this function will provide expertise to support the 

Department with the end-to-end programme delivery, commercial assurance, reporting, risk 

management and financial controls. This ‘Programme Delivery Support Service’ is required from 

contract award until 30th 31 March 2025. 

Following expiry on 31 March 2025, the Client reserves the right to exercise a further 6-month 

extension period to the contract, from 01/4/2025 to 30/9/2025. 

The Consultant will co-ordinate and report on activity, progress and risks associated with 

several areas of work being carried out by multiple suppliers. Key duties include: 

a. Critical Security Infrastructure (CSI) 

DWP requires the following roles to be undertaken on the CSI Programme; 

 Project Management Office (PMO) 

 Core Team Delivery Lead 

 Core Team Commercial and Procurement Lead 

 Regional Project Manager (1) 

 Regional Project Manager (2) 

 Communications Lead 

 Technical Support 
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Project Management Office 

The Consultant shall undertake the following services in Table 1 as part of providing Project 

Management Office Support (the “CSI Programme Management Services”) in connection with 

the Client’s CSI programme, as instructed and further specified pursuant to Task Orders to be 

issued by the Client: 

Table 1:  

The “CSI Project Management Office Services” are to: 

 provide input, assurance and advice on, cost, timescales, and risk to support the 

development of key programme documentation to satisfy the Client’s governance 

requirements and HMT reporting. 

 support the Client in briefing engaging, and managing progress of LMS, Mitie, G4S and 

other suppliers to the Client involved in the programme as necessary, using information 

provided by Mitie as the project coordinators. The contractual relationships will be 

managed by the Client. 

 provide quantifiable information and guidance to the Client, challenge and offer 

professional and independent advice such that strategic decisions can be identified, 

considered, and implemented. 

 check that the proposed delivery strategy and pipeline is appropriate and is conducive to 

achieving value for money and maximising opportunities where reasonably practicable; this 

to include being reactive where required to maintain programme momentum. 

 establish a roles and responsibilities matrix and prepare and maintain a project directory. 

 contribute to the communications strategy being developed by the Client’s 

Communications Lead to enable accurate and appropriate information is shared with key 

stakeholders and building occupiers, user groups and other key stakeholders are fully 

informed of the timings, scope, delivery methodology and key contacts for every project. 

 Where agreed, share information with the Client’s Communications Lead to enable wider 

cascade as part of communications strategy. 

 design, implement and facilitate a series of programme level ‘board’ type 

meetings/workshops with senior stakeholders, aimed to provide the Client Programme 

Leads with the appropriate tools, information, and points of contact/escalation to direct 

programme delivery effectively. 

 support governance, programme discipline and effective control of timescales, cost, 

change and risk, providing transparency to the Client. 

 design and provide a suite of progress reports, meeting the reasonable satisfaction of the 

Client, to set milestones and track progress, mitigating risk to delay and proactively 

intervening early to instigate corrective action when timeline slippage occurs. 
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 implement a quantifiable programme level cost report, meeting the reasonable satisfaction 

of the Client, eventually utilising Pace reporting, that tracks every line of project 

expenditure, commitment and risk against approved Full Business Case project budgets, 

tracking the cost of implemented and potential change and providing forecast outturn cost 

estimates. 

 provide a programme cost report, meeting the reasonable satisfaction of the Client, 

eventually utilising Pace reporting, to show the overall forecast spend against the approved 

budget or any subsequent revision. 

 develop and maintain a programme Risk Register, initiating early escalation and requests 

for decisions when appropriate. 

 work in collaboration with supply chain partners, key stakeholders, and user groups to 

support co-ordination and alignment of key activities and workstreams required to 

successfully deliver projects and provide assurance around soft landings and handover into 

operation. 

 provide assurance that all project handover documentation is compiled in accordance with 

the DWP Handover Strategy and handed to the Client in a timely manner. 

 attend scheduled update meetings (assumed to be virtual at present as requested by the 

Client i.e. MS Teams and in line with the Client CSI Communication Strategy in Annex 4. 

 provide support and advice on capturing an overview of enabling works, defects and ‘Day 2 

works’ requirements, setting milestones, forecasting cost and tracking progress in closing 

all issues out in a timely manner.; 

 provide a collaborative forum to report on, lessons learned and added value opportunities 

and implemented from other completed CSI site projects, which are disseminated to the 

supply chain and key stakeholders; and 

 develop and promote actions and behaviours that align with industry best practice and 

lead, develop and champion a partnering and collaborative ethos across the entire supply 

chain, key stakeholders and user groups as far as reasonably practicable and as may be 

expected of a professional supplier in this role. Working groups will be established with 

representatives from the supply chain, key stakeholders and user groups for feedback and 

sharing best practice. 

The Consultant will use reasonable endeavours to align scheduling of works across the CSI and 

WTP programmes as much as possible, recommending efficiencies and advising of any risks to 

the Client. 

A Roles and Responsibilities document should be prepared setting out stakeholder ownership for 

the aforementioned scope of service. Moreover, further detail has been provided below for the 

individual roles referred to above. 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

1.1 

The Core Team Programme Lead will 
manage the national Assurance 
approach and provide oversight and 
strategic direction for the UK wide 
delivery programme. 

The Regional Project Manager is 
tasked with the regional assurance of 
regional projects. 
The Regional Project Manager will 
assure the delivery of batches of 
projects in respect of time / 
programme, cost, and project 
performance metrics to be defined 
and agreed with the Client. 
Regional Project Managers will 
assure that the programme strategy 
and proposed pipeline for projects 
is aligned with industry practice and 
is conducive to achieving best value 
and maximising opportunities. 

The Core Team Commercial Lead is 
tasked with overseeing, validating, 
and reporting capital cost 
information at a national level and 
provide oversight of the UK wide 
commercial delivery programme. 

The Core Team Communications 
Lead will develop and implement 
communications strategies for both 
the national programme, regional 
and project level communications. 

The Core Team 
Communications lead will 
provide regular communications 
in a concise and consistent 
manner to business operations 
and other Client stakeholders. 

1.2 

The Core Team Programme Lead 
will manage overview and manage 
key assurance objectives of 
providing DWP with certainty of cost, 
programme, and technical 
requirements of the UK wide delivery 
programme in so far as reasonably 
practicable and could be expected of 
a consultant performing this role. 

The Regional Project Manager will 
manage overview and manage key 
assurance objectives of providing 
DWP with certainty of cost, 
programme, and technical 
requirements of regional projects in 
so far as reasonably practicable 
and could be expected of a 
consultant performing this role. 

The Core Team Commercial Lead 
will provide accurate cost 
information to the Core Team and 
Project Management Office to 
enable the programme strategy and 
forecasting for programme delivery 
which will endeavour to be 
conducive to achieving best value 
and maximising opportunities of the 
UK wide delivery programme. 

The Core Team Communications 
Lead will work closely with the Core 
Team Programme Lead, the Client, 
Client Technical Advisors and 
Project Management Office to 
manage communications at both 
programme and project level. 

1.3 

The Core Team Programme Lead will 
present key items and delivery issues 
that require discussion / resolving or 
elevating to the DWP Estates Service 
Leadership Team. 

The Regional Project Manager will 
identify key items and issues that 
require discussion / resolving or 
elevating to the CSI Core Team. 

The Core Team Commercial Lead will 
identify key commercial items and 
finance issues that require discussion 
/ resolving or elevating to the DWP 
Estates Service Leadership Team. 

The Core Team Communications 
Lead will liaise with Regional 
Project Managers to identify key 
items and delivery issues that may 
require discussion / resolving prior 
to communicating to the business. 

1.4 

The Core Team Programme Lead will 
collect, review, and interrogate both 
portfolio and national project 
information from both the delivery 
teams and the Project Management 
Office function in order to provide 

The Regional Project Manager will be 
the first point for escalation of issues 
that cannot be resolved at the Project 
Delivery or Supply Chain level. 

The Core Team Commercial Lead 
will be the first point for escalation of 
cost and contractual issues that 
cannot be resolved at Project 
Delivery or Supply Chain level. 

The Core Team Communications 
Lead will liaise with Project 
Management Office to collect, 
review, and interrogate both portfolio 
and national project information prior 
to communicating. 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

informed and robust information 
and guidance to the Client. 

1.5 

The Core Team Programme Lead will 
challenge and offer professional and 
independent advice to the Client such 
that key strategic decisions can be 
identified, considered, and 
implemented. 

The Regional Project Manager will 
review, challenge, and coordinate a 
response to issues and challenges 
that will arise at regional level. They 
will collect relevant information and 
feedback to facilitate a proposed 
response, recommendations and/or 
mitigation and present this to the 
Core Team for consideration. 

The Core Team Commercial Lead 
will review, challenge, and 
coordinate a response to national 
cost issues and challenges that will 
arise across the UK. They will collect 
relevant information and feedback to 
facilitate a proposed response, 
recommendations and/or mitigation 
and present this to the Core Team 
for consideration. 

The Core Team Communications 
Lead will liaise with Project 
Coordinators (third party) to 
confirm project level information 
prior to communicating to business 
operations. 

1.6 

The Core Team Programme Lead will 
establish a key gateway governance 
process that will be utilised at project, 
regional and national level. The 
governance processes, the reporting 
and monitoring processes that will be 
implemented across the programme 
will assure governance, transparency 
for the Client with reducing risk and 
increased certainty as the projects 
and programme evolve. 

The Regional Project Manager will 
assure the gateway governance 
process is utilised at project and 
regional level. They will collect 
relevant information and feedback to 
facilitate a proposed response, 
recommendations and/or mitigation 
and present this to the Core Team 
for consideration. 

The Core Team Commercial Lead 
will, in conjunction with Regional Cost 
Managers, establish key commercial 
governance processes that will be 
utilised at project, regional and 
national level. The governance 
processes, the reporting and 
monitoring processes that will be 
implemented across the programme 
will assure commercial governance, 
transparency for the Client with 
reducing risk and increased certainty 
as the projects and programme 
evolve. 

The Core Team Communications 
Lead will develop and maintain a list 
of business, operations, and local 
office contacts. 

1.7 

The Core Team Programme Lead will 
instigate regular and structured 
meetings. In collaboration with 
Project Management Office, the 
Client, delivery teams, stakeholders 
and supply chain members, formal 
agendas and required outcomes will 
be agreed for each meeting. The 
meetings will be coordinated, chaired 
and minuted by the responsible lead. 
Actions and ownership will be 

The Regional Project Manager will, 
in conjunction with Project 
Management Office, instigate regular 
regional review meetings to facilitate 
upward reporting. This will include 
regular project ‘health checks’ such 
that and ‘early warnings’ that should 
result in delay and cost escalations 
to the Core Team for consideration. 

The Core Team Commercial Lead 
will, in conjunction with Regional Cost 
Managers, instigate regular national 
commercial review meetings to 
facilitate upward reporting. Actions 
and ownership will be assigned, and 
execution of these actions will be 
monitored and expected. 

The Core Team Communications 
Lead will instigate regular and 
structured meetings with the Client 
stakeholders in order to review and 
maintain consistent messaging in 
accordance with the Client’s needs 
and objectives. 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

assigned, and execution of 
these actions will be monitored 
and expected. 

1.8 

The Core Team Programme Lead 
will (where applicable) review the 
national procurement strategy for 
projects to assure it is aligned with 
industry recognised practice and is 
conducive to achieving best value 
and maximising opportunities. 

The Regional Project Manager will 
(where applicable) review the 
regional procurement strategy for 
projects to assure it is aligned with 
industry recognised practice and is 
conducive to achieving best delivery 
value and maximising opportunities. 

The Core Team Commercial Lead 
will (where applicable) review the 
national commercial strategy for 
projects to assure it is aligned with 
industry recognised practice and 
is conducive to achieving best 
commercial value and maximising 
opportunities. 

The Core Team Communications 
Lead will (where applicable) will 
work with the Regional Project 
Managers to review the regional 
communications strategy for 
projects to assure it is consistent. 

1.9 

The Core Team Programme Lead will 
work alongside Project Management 
Office and the delivery team to 
establish and maintain a national 
Programme Risk Register. 

The Regional Project Manager, in 
conjunction with Project Management 
Office, will establish and maintain a 
summary regional assurance Risk 
Register for their region. 

The Core Team Commercial Lead 
will, in conjunction with Regional Cost 
Managers, establish and maintain a 
national commercial Risk Register. 

The Core Team Communications 
Lead will liaise with Client 
Stakeholders to assure that CSI 
communications are consistent with 
and take account of other 
programmes and/or communications 
being delivered by the business. 

1.10

The Core Team Programme Lead will 
lead, develop, and champion a 
partnering and collaborating ethos 
across all aspects of the national 
programme. 

The Regional Project Manager will 
be proactive in facilitating and 
fostering the partnering and 
collaborative ethos championed by 
the Core Team and across the entire 
regional programme. 

The Core Team Commercial Lead 
will lead, develop, and champion a 
partnering and collaborating ethos 
across all aspects of the national 
programme. 

The Core Team Communications 
Lead will communicate and 
champion the partnering and 
collaborating ethos across all 
aspects of the national programme. 

1.11

The Core Team Programme Lead 
will engage with the client financial 
team and Project Management 
Office where specific advice, or 
guidance is required to assure that 
the necessary financial governance 
is being applied across all aspects of 
the national programme. 

The Core Team Commercial Lead 
will engage with the client financial 
team and Project Management 
Office where specific advice, or 
guidance is required to assure that 
the necessary financial governance 
is being applied across all aspects of 
the national programme. 

1.12

The Core Team Programme Lead 
will prepare and deliver an approved 
assurance Programme Execution 
Plan to the national delivery team 
including DWP and service providers 

The Core Team Commercial Lead 
will prepare and deliver support 
workshops across the UK as 
considered necessary to assure the 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

and chair and deliver support 
workshops across the UK as 
considered necessary to assure 
the successful delivery of the 
programme. 

successful delivery of the  
programme. 

1.13

The Core Team Programme Lead will 
prepare and deliver periodical 
national delivery updates to the 
Programme Director and other Senior 
Management teams as considered 
necessary to assure the successful 
delivery of the programme. 

The Core Team Commercial Lead 
will prepare and deliver periodical 
national commercial updates to the 
Programme Director as considered 
necessary to assure the successful 
delivery of the programme. 

1.14

The Core Team Programme Lead 
will, in conjunction with Project 
Management Office, establish and 
maintain a national assurance 
milestone tracker to enable regular 
and detailed reporting the Client 
such that key strategic decisions can 
be identified, considered, and 
implemented. 

The Regional Project Manager will, 
in conjunction with Project 
Management Office, establish and 
maintain a regional assurance 
milestone tracker to enable regular 
and detailed reporting or escalations 
to the Core Team for consideration. 

2.1 

The Core Team Programme Lead 
primary interfaces inside the 
programme will be the programme 
client team, other Core Team 
members, Project Management 
Office, Client stakeholders and 
supply chain members. 

The Regional Project Manager 
primary interfaces inside the 
programme will be the Project 
Management Office, the professional 
services team, the nominated supply 
chain, and Client stakeholders. 

The Core Team Commercial Lead 
primary interfaces inside the 
programme will be the Regional 
Cost Managers, Project 
Management Office, the 
professional services team, principal 
contractors, the nominated supply 
chain, and Client stakeholders. 

The Core Team Commercial Lead 
primary interfaces inside the 
programme will be the programme 
client team, other Core Team 
members, Project Management 
Office, Client stakeholders. 

2.2 

The Core Team Programme Lead 
primary interfaces outside the 
programme will be the client senior 
leadership team and the professional 
services team. 

The Core Team Project Manager 
primary interfaces outside the 
programme will be the professional 
services team. 

The Core Team Commercial Lead 
primary interfaces outside the 
programme will be the client senior 
leadership team, the professional 
services team, and the nominated 
supply chain. 

The Core Team Technical Lead 
primary interfaces outside the 
programme will be the client senior 
leadership team, the professional 
services team, and the nominated 
supply chain. 

3.1 
The Core Team Programme Lead 
Primary Manager will review and 

The Core Team Project Manager 
may be required to conduct Health 

The Core Team Communications 
Lead will, in conjunction with Health 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 
report Health and Safety 
information to the Project 
Management Office and client 
stakeholders (when applicable). 

and Safety audits of projects within 
their region (when applicable). 

and Safety stakeholders report 
Health and Safety information from 
the programme to client 
stakeholders (when applicable). 

3.3 

The Core Team Programme Lead 
shall maintain a valid CSCS card 
for the duration of the programme 
roll- out. 

The Core Team Project Manager 
shall maintain a valid CSCS card 
for the duration of the programme 
roll- out. 

The Core Team Commercial Lead 
shall maintain a valid CSCS card 
for the duration of the programme 
rollout. 

3.4 

The Core Team Programme Lead will 
have the authority to stop any work 
on site if in their opinion the Health 
and Safety of the site, or workers, 
could be compromised. 

The Regional Project Manager will 
have the authority to stop any work 
on site if in their opinion the Health 
and Safety of the site, or workers, 
could be compromised. 

The Core Team Commercial Lead 
will have the authority to stop any 
work on site if in their opinion the 
Health and Safety of the site, or 
workers, could be compromised. 

4.1 

The Core Team Programme Lead 
will, in conjunction with the Client 
Technical Advisors, assure that 
consistent standards as defined 
by the DWP Physical Security 
Team Performance Specification 
are applied across the national 
programme. 

The Regional Project Manager in 
conjunction with the professional 
services team, will assure that 
national and departmental design 
standards as defined by the DWP 
Physical Security Team Performance 
Specification are consistently applied 
across the national programme. 

The Core Team Commercial Lead 
will assure that national and 
departmental commercial and 
governance standards as defined 
by the DWP Physical Security 
Team Performance Specification 
are consistently applied across the 
national programme. 

The Core Team Communications 
Lead will in conjunction with the Core 
Team Project Managers assure that 
consistent and standard reporting 
and communications are applied 
across the national programme. 

5.1 

The Core Team Programme Lead 
will chair senior programme team 
meetings across the national 
programme and provide regular and 
detailed reporting the Client such 
that key strategic decisions can be 
identified, considered, and 
implemented. 

The Regional Project Manager, in 
conjunction with Project Management 
Office, will chair and manage regional 
programme team meetings. They will 
assure that, where relevant, issues 
are debated at regional level 
meetings before being escalated to 
Core Team level. 

The Core Team Commercial Lead 
will, in conjunction with Regional 
Cost Managers, chair and manage 
regional cost review team meetings. 
They will assure that, where relevant, 
issues are debated at regional level 
meetings before being escalated to 
Core Team level. 

The Core Team Communications 
Lead will chair communications 
team meetings across the national / 
regional programme (if required) 

5.2 

The Core Team Programme Lead 
will chair and manage regional 
stakeholder review meetings and 
provide regular and detailed 
reporting. 

The Regional Project Manager 
will chair and manage regional 
stakeholder review meetings and 
provide regular and detailed 
reporting. 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

5.3 
The Core Team Programme Lead will 
provide progress and status updates 
to the Senior Leadership team. 

The Regional Project Manager will 
chair and manage regional 
stakeholder review meetings with the 
Project Management Office and 
other DWP service partners and 
professional services providers. 

6.1 
The Core Team Programme Lead will 
monitor progress against the national 
assurance milestone programme. 

The Regional Project Manager will 
assure that the regional estates 
delivery programme, and 
individual milestone programmes 
are in alignment. 

6.2 

The Core Team Programme Lead will 
regularly liaise with the Project 
Management Office to assure robust 
programme information is 
communicated to the client senior 
leadership team estates milestone 
programme. 

The Regional Project Manager 
monitors progress against the 
regional estate’s milestone 
programme. 

The Core Team Commercial Lead, in 
conjunction with Regional Cost 
Managers, monitors costs against the 
regional estates cost milestone 
programme. 

6.3 

The Core Team Programme Lead in 
conjunction with the Core Team 
Project Manager will assure that key 
dates are achieved for individual 
projects in so far as reasonably 
practicable and could be expected 
of a consultant performing this role. 

The Regional Project Manager in 
conjunction with the Project 
Coordinators, assures that key dates 
are achieved for individual projects in 
so far as reasonably practicable and 
could be expected of a consultant 
performing this role. 

The Core Team Commercial Lead 
in conjunction with the PM’s, 
assures that key cost submission 
and reporting dates are achieved 
for individual projects in so far as 
reasonably practicable and could 
be expected of a consultant 
performing this role. 

6.4 

The Core Team Programme Lead in 
conjunction with the Core Team 
Project Manager will review and 
impact proposed changes in 
programme. Changes in programme 
shall be reported to the Core Team 
and the Project Management Office 
after agreement. 

The Regional Project Manager in 
conjunction with the Project 
Coordinators (third party) will review 
and impact proposed changes in 
programme. Changes in programme 
shall be reported to the Core Team 
and Project Management Office 
after agreement. 

7.1 

The Core Team Programme Lead 
will liaise with the Client Technical 
Advisors (third party) and the DWP 

The Regional Project Manager in 
conjunction with the Project 
Coordinators will regularly review 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 
Transaction Management Team to 
review and maintain an overview in 
respect of obtaining Landlord’s 
approval. 

Landlord approval status and 
highlight concerns to the Core 
Team at the earliest opportunity. 

7.2 

The Core Team Programme Lead 
will assess and report Landlord 
issues to the client senior leadership 
team where impact on programme is 
reported. 

8.1 

The Core Team Programme Lead in 
liaison with the Project Management 
Office will report progress in respect 
of completed handovers to the client 
senior management team. 

The Regional Project Manager will 
assist the Professional Service 
providers with the handover process 
and highlight concerns to the Core 
Team at the earliest opportunity. 

The Core Team Communications 
Lead in liaison with Client 
stakeholders will communicate 
progress in respect of completed 
handovers to the business (if 
required) 

8.2 

The Regional Project Manager will, 
in conjunction with the Project 
Management Office maintain a 
handover tracker identifying key 
dates and measure achievement 
performance against these dates. 
This information will be issued to the 
core team at agreed intervals. 

8.3 

The Regional Project Manager acts 
as an escalation and intervention 
route to Core Team for estates issues 
at the handover meeting, which 
cannot be agreed at project level. 

9.1 

The Core Team Programme Lead will 
provide contractual oversight for 
national assurance and to support the 
Client and the regional and national 
delivery teams. 

The Regional Project Manager will 
provide contractual oversight for 
regional assurance and support to 
the regional teams. 

The Core Team Commercial Lead 
will provide commercial contractual 
oversight and support to the 
regional and national teams. 

9.2 

The Core Team Commercial Lead 
will review and validate instructions 
from a cost perspective in support of 
the regional and national teams. 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

10.1 

The Core Team Programme Lead 
will provide strategic review and 
oversight in respect of statutory 
approvals and consents. 

The Regional Project Manager is the 
point of escalation for issues 
pertaining to statutory approval and 
consents. Issues will be reviewed and 
presented to the core team with an 
action plan and proposed mitigations. 

11.1 

The Core Team Programme Lead 
will, in conjunction with the Project 
Management Office, maintain a 
national risk register and implement 
a process of reviewing and recording 
that assures project risks are 
captured and managed proactively 
throughout the life of the programme. 

The Regional Project Manager, in 
conjunction with the Project 
Management Office, assures that 
project risks are collated and fed into 
the regional risk register, and the 
business risk and assumption log. 

The Core Team Commercial Lead 
will support and provide commercial 
support and input into the regional 
risk register. 

The Core Team Commercial Lead 
will, in conjunction with the Project 
Management Office assist the Core 
Team Programme Lead in 
identifying and mitigating national 
and regional communications risks. 

11.2 

The Core Team Programme Lead 
will assure that team members are 
actively managing risk control 
measures at both project and 
programme level. 

The Core Team Project Manager 
will assure that team members are 
actively managing risk control 
measures at regional level. 

12.1 

The Core Team Programme Lead 
will, in conjunction with the Project 
Management Office, establish and 
implement a change control 
process to be applied across the 
national programme. 

The Core Team Project Manager 
in conjunction with the Project 
Management Office and in liaison 
with the Core Team Commercial 
Lead will manage the regional 
change control system. 

The Core Team Commercial Lead, in 
conjunction with Regional Cost 
Managers and the Project 
Management Office will maintain the 
regional change control log from 
commencement of the programme. 

13.1 

The Core Team Programme 
Lead manages the regional team 
performance review process at 
national level (if required). 

The Regional Project Manager 
manages the Project Coordinators 
performance review process at 
regional level (if required). 

The Core Team Commercial Lead 
provides an assurance overview in 
connection with the principal 
contractor commercial performance 
in respect of cost control at national 
and regional level.

13.2 

The Core Team Programme Lead is 
responsible for regular review and 
assessment of ‘benefits realisation’ 
as set out in the Full Business Case 
(to be provided by the Client). 
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Item 
Core Team Programme Lead 

(National) 
Regional Project Manager 

(Regional) 
Core Team Commercial Lead 

(National) 
Core Team Communications Lead 

(National/ Regional) 

14.1 

The Core Team Programme Lead 
will maintain financial management 
information for the programme at 
national level and report to the 
department senior management 
team. 

The Core Team Commercial Lead, 
in conjunction with Regional Cost 
Managers will validate capital costs / 
Applications for Payment and 
provide commentary as appropriate 
and pass to the Client for approval 
and payment. 

14.2 
The Core Team Commercial Lead 
will maintain actual and forecast cash 
flow information at a national level. 
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Technical Support 

An allowance for Technical Support should be included for the provision of resource(s) to support 
the Core Delivery Team. The purpose is as follows; 

 Cover off the ancillary services that wrap around the Del Bosque Limited professionals 
working on each programme. 

 The fee allowance should also act as a pseudo contingency if required, should the 
Client require to expend small amounts on any resource on an ad hoc basis to avoid the 
bureaucracy of constantly requesting minor Compensation Events. 

 Going forward, the Client Proposed Organisation (Del Bosque Limited) will notify Perfect 
Circle regarding how it has been used during each month. 
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Cost consultancy support to be provided in accordance with the following scope of service: 

Compensation Events & Schedule of Rates Quotes: 
 Undertake desktop check of Contract Sum submissions where based on Schedule of 

Rates (SoR) templates. 
 Review preliminaries costs to check alignment with proposed contract programme based 

on provisional start and completion dates. 
 Undertake quantum check of containment and associated builders work based on initial 

containment drawings. 
 Raise queries via Mitie and maintain records to check that any queries remaining 

open are captured at final account. 
 Maintain Master Compensation Event tracker based on records published to CEMAR, 

identify any Compensation Events that could be pre-agreed prior to final account, raise 
queries as necessary with Mitie until costs are agreed as reasonable. 

Final Accounts: 
 Undertake initial desktop check of the submitted final accounts. 
 Review preliminaries costs to check alignment with actual contract programme based on 

certified start and completion dates. 
 Undertake quantum check of containment, power and associated builders work based on 

As Built drawings. 
 Visit the site and undertake visual audit of the submitted final accounts, in particular to 

check quantum of ceiling and wall mounted equipment to establish basis for additional 
containment drops that may not be identified on as-built drawings, including internal and 
external CCTV cameras, door entry card readers, wired desks (panic alarms), power 
poles (re-used or new/replaced), replacement fire doors, door lock upgrades, decoration 
works, etc. 

 Review fire stopping reports and assess if costs have been adjusted in line with reports. 
 Check that any Compensation Events for ad hoc works have been authorised and costs 

are reasonable. Cross reference with Master Compensation Event tracker to establish if 
any costs are pre-agreed. 

 Raise queries and issue to Principal Contractors, cc to Mitie. 
 Continued liaison with Principal Contractors/Mitie until all queries are resolved and costs 

are agreed. 
 Issue signed Statement of Final Account once agreed. 
 Maintain and update database/tracker of all submitted/agreed accounts, including tracking 

variances to original order values and as submitted final accounts. Costs for prelims, core 
and non-core items to be captured and reported within previously agreed categories. 

 Liaise with Mitie to check monthly Applications for Payment submissions are back-to-back 
with current final account status. 
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The Consultant shall cooperate and liaise with the Client, Mitie, G4S, LMS, McBains Ltd, Mace 

Consult Ltd, Aecom Ltd and WSP UK Ltd, as well as other parties in the ETOM as necessary to 

provide the requirements under this Statement of Requirements and Scope. The Consultant will 

be expected to work collaboratively with the Client in transitioning to a new ETOM (as detailed in 

Annex 1) and provide assistance required by the Client to maintain continuous service delivery. 

All key persons must be professionally qualified and competent in this sector - having relevant 

technical expertise, qualifications and previous experience in programme and 

commercial management of the Client’s works programme. 

Individual Task Orders and the associated activity will be agreed and issued for each tranche of 

work required. The Consultant and Client will cooperate and agree the scope of each Task Order 

as the programme progresses. The Consultant will issue a revised Task Schedule to track the 

works authorised under issued Task Orders. 

The Consultant shall cooperate and liaise with the Client and other parties as necessary to 

provide the requirements under this Statement of Requirements and Scope and Consultant 

Proposal. 

The Consultant acknowledges and agrees that no guarantee is given by the Client in respect of 

the volume of work under this contract, which is non-exclusive. 

a) Reporting  

The Consultant shall provide regular reports and information relating to these services as 

detailed in this Statement of Requirements and Scope or otherwise required by the Client the 

Supply Chain Integrator and the Estates Programme Management Service (EPMS) detailed 

in Annex 1. 

At a minimum, reporting is required to: 

 demonstrate whether the approved budget and cash-flow is being maintained; and 

 identify those matters which require a decision from the Client and where necessary, 

provide assistance for the Client to make an informed decision on all such matters. 

The Consultant is required to align all reporting with the EPMS Playbook v1 dated 18 March 2022 

or any later version as made available from Turner and Townsend. The requirement for reporting 

is expected to reduce following go-live of the EPMS Pace reporting system, which the Consultant 

will be required to input into and draw dashboards from in order to provide appropriate narrative 

on programme delivery. 

b) Client Data 

Data may be shared with and accessed by the Consultant as part of this contract. 

All data will have Government Security Classification of OFFICIAL and may also be marked as 

OFFICIAL-SENSITIVE. The Consultant shall advise the Client regarding whether particular data 

would be needed. 
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c) Site Visits 

The Client anticipates that this review and validation of costs will mainly be undertaken remotely, 

using evidence requested from Mitie. 

If required, the Consultant shall produce a risk assessment and method statement in compliance 

with health and safety legislation for each site visit. 

If required under the latest Government Coronavirus Guidelines, the Client will provide a letter 

confirming that Consultant personnel undertaking site visits are under contract with the Client and 

are considered to be key workers. 

Consultant Personnel undertaking site visits must comply with the Client’s latest coronavirus 

policies and procedures, minimising contact with others as much as possible. 

Consultant Personnel must be fully attuned to the Client’s business environment and the 

sensitive nature of the Client’s operations. When conducting site visits, Consultant Personnel 

must ensure photographs taken do not record identifiable images of other persons or elements of 

the Client’s operations beyond the scope of this Statement of Requirements and Scope. 

d) Consultant Personnel Requirements 

The Client requires that all Consultant staff employed, whether permanent or temporary, on the 

provision of the services are subject to the requirements of the HM Government Baseline 

Personnel Security Standard (BPSS).

There is no requirement to apply to the Client or any other third party for BPSS clearance. BPSS 

clearance is obtained if the following steps have been completed as part of your organisation’s 

pre-employment checks: 

 Verification of identity 

 Verification of Nationality and Immigration Status (including an entitlement to undertake 

the work in question) 

 Verification of Employment history (past 3 years) 

 Verification of Criminal record (unspent convictions only). This will require a basic 

disclosure certificate (at cost via Disclosure and Barring Service, Disclosure Scotland and 

Access Northern Ireland). 

Copies of the current HM Government Baseline Personnel Security Standard, providing further 

information regarding how each of these steps should be verified, can be found via the following 

link Government Baseline Personnel Security Standard. The Consultant is expected to arrange 

the BPSS checks at no additional charge. 

https://www.gov.uk/government/publications/government-baseline-personnel-security-standard
https://www.gov.uk/government/publications/government-baseline-personnel-security-standard
https://www.gov.uk/government/publications/government-baseline-personnel-security-standard
https://www.gov.uk/government/publications/government-baseline-personnel-security-standard
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All personnel must comply with the Client’s Security Policy (Annex 2). The Consultant will only be 

expected to comply with those Security Policies and Standards that are applicable to their 

delivery model and technologies used. 

The Consultant must be able to immediately (on contract award) resource this requirement with 

Consultant personnel meeting the requirements of this section d). 

e) Cooperation, Mobilisation and Handover 

The Consultant will be required to work collaboratively with the Client and all members of the 

Client’s supply chain as necessary to support effective delivery of the CSI and WTP 

programmes. 

Where there is duplication between the Services provided by the Consultant and the services of 

another supplier(s), the Consultant shall bring the matter to the attention of the Client as soon as 

is reasonably practicable, and work in line with the Client’s instructions to resolve the service 

duplication by agreement with the Consultant and the supplier(s) concerned. 

To assist this, mobilisation may require several meetings and/or workshops which include (but 

may not be limited to) introductions with other members of the Client’s supply chain involved in 

CSI and WTP programme delivery e.g. Mitie and G4S, as well as members of the Client’s supply 

chain involved in management of the Client’s ETOM (Please see Annex 1). The Consultant will 

attend meetings and/or workshops required for mobilisation (including any meeting and/or 

workshop held on site) on an inclusive basis, free of charge, as this will define standard ways of 

working across both programmes and all sites over the duration of the contract. 

The Consultant will provide an effective handover to colleagues in the Client’s operations and 

any other persons identified by the Client. If required, the Consultant will also provide any 

assistance required by the Client to exit the contract and tender for any ongoing or future support 

or services free of charge. 
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Annex 1 - The Client’s 'Estates Target Operating Model' (ETOM) 

Within the Department, the Client’s People, Capability and Place Directorate are accountable 

for the delivery of all aspects of real estate services, supported by the Estates Category 

Management Team within Commercial Directorate to undertake all commercial activity required 

within the complex estates portfolio. 

The Client operates an 'Estates Target Operating Model' (ETOM), shown in Figure 1, whereby a 

large proportion of the estates management is out-sourced to an independent third party 

organisation ('the Supply Chain Integrator'). The Supply Chain Integrator is independent from the 

Client’s Supply Chain and provides an aggregated data, reporting and systems service. As of 1st 

May 2022, the Client’s Supply Chain Integrator KBR is responsible for: 

a) providing a single up-to-date and accurate version of all Client data and information, including 

a master asset register; 

b) reporting holistically across the Client’s estate and estate services; 

c) processing all supply chain invoices for payment; 

d) providing a help desk to the Client’s workforce for all estates related problems, incidents or 

maintenance; and 

e) providing a CAFM system and process for the creation, dissemination, management and 

closure of work orders between the Client and members of the Client’s supply chain. 

The Client is also supported by an Estates Programme Management Service (EPMS) delivered 

by Turner & Townsend Project Management Limited (Turner & Townsend. Turner & Townsend 

will provide management and oversight across all types of projects for the Client’s estate. They 

will be responsible for setting governance, providing robust Management Information, and 

oversee cost and risk management for the Client’s project pipeline, including major and minor 

Capex projects, lifecycle works (LCW) and other strategic change programmes. 

Turner & Townsend will work closely with the Client’s construction professional services 

suppliers, listed in Table 3, project delivery suppliers and other supply chain members to ensure 

all project works are initiated, managed and delivered to high standards providing overall value 

for money, and in line with the Client’s strategy and vision. 
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Figure 1: The Client’s Estates Target Operating Model (ETOM) 

ETOM Suppliers 

Suppliers listed within Figure 1 are referred to by the Client as ‘towers:’ 

 FM (Facilities Management): This tower includes the FM and LSS contracts, supplied by 

Mitie FM Ltd, the Client’s Energy Bureau provided by Inspired Energy Plc and furniture, 

fittings and equipment (FFE) contracts, supplied by Southerns Broadstock Ltd and 

Wagstaff Interiors Group;

 Security: The security tower consists of several contracts for physical security guards 

and systems, supplied by G4S (SS) UK (G4S);

 Projects Delivery: This includes the currently appointed providers of construction 

professional services:

McBains Limited – Lifecycle Works Multi Disciplinary Professional Services 

Aecom Ltd – Capex Multi Disciplinary Professional Services 

WSP UK Ltd - Capex Multi Disciplinary Professional Services 

Mace Consult Ltd - Capex Multi Disciplinary Professional Services 

Alongside the Providers of construction contracts appointed under the Taxi Rank 2 

Rotational Procedure. 

 Integrator, EPMS and LLM (Landlord and Lease Management): This tower includes 

the Integrator contract with KBR, the EPMS contract with Turner & Townsend and LLM 

supplied by Cushman and Wakefield Plc.
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Annex 2 - Security Policy 

1. GENERAL 

The Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, comply with 

the Client’s security requirements as set out in the Contract which include the requirements set 

out in this Annex 2 (the “Security Policy”). The Security Policy includes, but is not limited to, 

requirements regarding the confidentiality, integrity and availability of Client Assets, the Client’s 

Systems Environment and the Consultant’s Systems Environment. 

Terms used in this Annex 2 which are not defined below shall have the meanings given to them 

in the Contract Data and/or clause Z1 (Interpretation and the law) of the Call Off Contract. 

“Availability Test” shall mean the activities performed by the 

Consultant to confirm the availability of any 

or all components of any relevant ICT 

system as specified by the Client. 

“Breach of Security” means the occurrence of: 

(I) any unauthorised access to or 

use of Client Data, the Client’s 

Systems Environment (or any 

part thereof) or the Consultant’s 

Systems Environment (or any 

part thereof); 

(II) the loss and/or unauthorised 

disclosure of any Client Data, the 

Client’s Systems Environment (or

any part thereof) or the 

Consultant’s Systems 

Environment (or any part 

thereof); 

(III) any unauthorised event resulting 

in loss of availability of any Client 

Data, the Client’s Systems 

Environment (or any part thereof) 

or the Consultant’s Systems 

Environment (or any part 

thereof); 
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(IV) any unauthorised changes or 

modification to any Client Data, 

the Client’s Systems 

Environment (or any part 

thereof) or the Consultant’s 

Systems Environment (or any 

part thereof). 

“CHECK” shall mean the scheme for authorised 

penetration tests which scheme is 

managed by the NCSC. 

“Client Assets” mean any Client Devices and Client Data. 

“Client Data” means the data, guidance, specifications, 

instructions, toolkits, plans, databases, 

patents, patterns, models, design, text, 

drawings, diagrams, images or sounds 

(together with any database made up of 

any of these) which are embodied in any 

electronic, magnetic, optical or tangible 

media, and which are:-

(i) supplied to the 

Consultant by or on 

behalf of the Client; or 

(ii) which the Consultant 

is required to 

generate, process, 

store or transmit 

pursuant to this 

contract. 

“Client’s Systems  

Environment”

means all of the Client’s ICT systems 

which are or may be used for the provision 

of the services. 

“Cloud” shall mean an off-premise network of remote 

ICT servers on the Internet to store, process, 

manage and transmit data. 

“Consultant’s Systems 

Environment” 

means any ICT systems provided by the 

Consultant (and any Sub-consultant) 

which are or may be used for the provision 

of the services. 
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“Cyber Essentials Plus” shall mean the Government-backed, 

industry-supported scheme managed by the 

NCSC with higher level of security 

requirements to help organisations to protect 

themselves against online threats or the 

relevant successor or replacement scheme 

which is published and/or formally 

recommended by the NCSC. 

“Cyber Security Information 

Sharing Partnership” or “CiSP” 
shall mean the cyber security information 

sharing partnership established by the 

NCSC or the relevant successor or 

replacement scheme which is published 

and/or formally recommended by the NCSC. 

“Client’s Systems  

Environment” 

means all of the Client’s ICT systems 
which are or may be used for the provision 

of the services. 

“Good Security Practice” shall mean: 

a) the technical and organisational 

measures and practices that are 

required by, or recommended in, 

nationally or internationally accepted 

management standards and codes 

of practice relating to Information 

Security (such as published by the 

International Organization for 

Standardization or the National 

Institute of Standards and 

Technology); 

b) security standards and guidelines 

relating to Information Security 

(including generally accepted 

principles regarding the segregation 

of the duties of governance, 

implementation and control) provided 

to the general public or Information 

Security practitioners and 
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stakeholders by generally recognised 

authorities and organisations; and 

c) the Government’s security 

policies, frameworks, standards 

and guidelines relating to 

Information Security. 

“Information Security” shall mean: 

a) the protection and preservation of: 

i) the confidentiality, integrity and 

availability of any Client 

Assets, the Client’s Systems 

Environment (or any part 

thereof) and the Consultant’s 

Systems Environment (or 

any part thereof); 

ii) related properties of information 

including, but not limited to, 

authenticity, accountability, and 

non-repudiation; and 

b) compliance with all Law applicable 

to the processing, transmission, 

storage and disposal of Client 

Assets. 

“Information Security Manager” shall mean the person appointed by the 

Consultant with the appropriate experience, 

authority and expertise to ensure that the 

Consultant complies with the Security Policy. 

“Information Security

Management System (“ISMS”)”
shall mean the set of policies, processes 

and systems designed, implemented and 

maintained by the Consultant to manage 

Information Security Risk as certified by 

ISO/IEC 27001. 

“Information Security 

Questionnaire” 
shall mean the Client’s set of questions 

used to audit and on an ongoing basis 

assure the Consultant’s compliance with the 

Security Policy. The Information Security 

Questionnaire is the Security Management 

Plan. 
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“Information Security Risk” shall mean any risk that might adversely 

affect Information Security including, but 

not limited to, a Breach of Security. 

“ISO/IEC 27001, ISO/IEC 27002 

and ISO 22301

shall mean 

a) ISO/IEC 27001; 

b) ISO/IEC 27002/IEC; and 

c) ISO 22301 

in each case as most recently published by 

the International Organization for 

Standardization or its successor entity (the 

“ISO”) or the relevant successor or 

replacement information security standard 

which is formally recommended by the ISO. 

“NCSC” shall mean the National Cyber 

Security Centre or its successor entity 

(where applicable). 

“Penetration Test” shall mean a simulated attack on any Client 

Assets, the Client’s Systems Environment 

(or any part thereof) or the Consultant’s 

Systems Environment (or any part thereof). 

“PCI DSS” shall mean the Payment Card Industry 

Data Security Standard as most recently 

published by the PCI Security Standards 

Council, LLC or its successor entity (the 

“PCI”). 

“Risk Profile” shall mean a description of any set of risks. 

The set of risks can contain those that 

relate to a whole organisation, part of an 

organisation or as otherwise applicable. 

“SSAE 16” shall mean the Statement on Standards for 
Attestation Engagements (SSAE) No. 16 as 
most recently published by the American 
Institute of Certified Public Accountants or its 
successor entity (“AICPA”) or the relevant 
successor or replacement standard which is 
formally recommended by the AICPA. 
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“Security Test” shall include, but not be limited to, 

Penetration Test, Vulnerability Scan, 

Availability Test and any other security 

related test and audit. 

“Security Policies” mean the Client’s Security Policies published 

by the Client from time to time and shall 

include any successor, replacement or 

additional Security Policies. The Security 

Policies are set out in Annex A. 

“Security Policies and Standards” mean the Security Policies and the 

Security Standards 

“Security Standards” mean the Client’s Security Standards 

published by the Client from time to time and 

shall include any successor, replacement or 

additional Security Standards. The Security 

Standards are set out in Annex B. 

“Tigerscheme” shall mean a scheme for authorised 

penetration tests which scheme is managed 

by USW Commercial Services Ltd. 

“Vulnerability Scan” shall mean an ongoing activity to identify any 

potential vulnerability in any Client Assets, 

the Client’s Systems Environment (or any 

part thereof) or the Consultant’s Systems 

Environment (or any part thereof). 

 1.1 Reference to any notice to be provided by the Consultant to the Client shall be construed 

as a notice to be provided by the Consultant to the Client. 

2. PRINCIPLES OF SECURITY 

 2.1 The Consultant shall at all times comply with the Security Policy and provide a level of 

security which is in accordance with the Security Policies and Standards, Good Security 

Practice and Law. 

3. ISO/IEC 27001 COMPLIANCE AND AUDIT 

 3.1 The Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, 

obtain and maintain certification with ISO/IEC 27001 (the “ISO Certificate”) in relation to 

the services during the Contract. 
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 3.2 The ISO Certificate shall be provided by the Consultant to the Client on the dates as agreed 

by the Parties. 

 3.3 The Consultant shall appoint: 

a. an Information Security Manager; and 

b. a deputy Information Security Manager 

who shall have the appropriate experience, authority and expertise to deputise for the 

Information Security Manager when s/he is on leave or unavailable for any period of time. 

The Consultantshall notify the Client of the identity of the Information Security Manager on 

the starting date and, where applicable, within 5 Working Days following any change in the 

identity of the Information Security Manager. 

 3.4 The Consultant shall ensure that it operates and maintains the Information Security 

Management System during the service period and that the Information Security 

Management System meets the Security Policies and Standards, Good Security Practice 

and Law and includes: 

a) a scope statement (which covers all of the Services provided under this Contract); 

b) a risk assessment (which shall include any risks specific to the Services); 

c) a statement of applicability; 

d) a risk treatment plan; and 

e) an incident management plan 

in each case as specified by ISO/IEC 27001. 

The Consultant shall provide the Information Security Management System to the Client 

upon request within 10 Working Days from such request. 

3.3A 

 3.5 The Consultant shall notify the Client of any failure to obtain an ISO Certificate or a  

revocation of an ISO Certificate within 2 Working Days of confirmation of such failure or 

revocation. The Consultant shall, at its own expense, undertake those actions required in 

order to obtain an ISO Certificate following such failure or revocation and provide such 

ISO Certificate within one calendar month of the initial notification of failure or revocation 

to the Client or on a date agreed by the Parties. For the avoidance of doubt, any failure to 

obtain and/or maintain an ISO Certificate during the service period after the first date on 

which the Consultant was required to provide the ISO Certificate in accordance with 

paragraph 3.1 (regardless of whether such failure is capable of remedy) shall constitute a 

substantial failure to comply with the Consultant’s obligations under the Contract. 

 3.6 The Consultant shall carry out regular Security Tests in compliance with ISO/IEC 27001 

and shall within 10 Working Days after completion of the relevant audit provide 

any associated security audit reports to the Client. 
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 3.7 Notwithstanding the provisions of paragraph Error! Reference source not found. to 

paragraph Error! Reference source not found., the Client may, in its absolute 

discretion, notify the Consultant that it is not in compliance with the Security Policy and 

provide details of such non-compliance. The Consultant shall, at its own expense, 

undertake those actions required in order to comply with the Security Policy within one 

calendar month following such notification or on a date as agreed by the Parties. For the 

avoidance of doubt, any failure to comply with the Security Policy within the required 

timeframe (regardless of whether such failure is capable of remedy) shall constitute a 

substantial failure by the Consultant to comply with his obligations. 

4. CYBER ESSENTIALS PLUS SCHEME 

 4.1 The Consultant shall, and shall procure that any Sub-Consultant (as applicable) shall, 

obtain and maintain certification to Cyber Essentials Plus (the “Cyber Essentials Plus 

Certificate”) in relation to the Services during the service period. The Cyber Essentials 

Plus Certificate shall be provided by the Consultant to the Client annually on the dates as 

agreed by the Parties. 

 4.2 The Consultant shall notify the Client of any failure to obtain, or the revocation of, a Cyber 

Essentials Plus Certificate within 2 Working Days of confirmation of such failure or 

revocation. The Consultant shall, at its own expense, undertake those actions required in 

order to obtain a Cyber Essentials Plus Certificate following such failure or revocation. 

For the avoidance of doubt, any failure to obtain and/or maintain a Cyber Essentials Plus 

Certificate during the service period after the first date on which the Consultant was 

required to provide a Cyber Essentials Plus Certificate in accordance with paragraph 

Error! Reference source not found. (regardless of whether such failure is capable of 

remedy) shall constitute a substantial failure by the Consultant to comply with his 

obligations. 

4.3 
5. RISK MANAGEMENT 

 5.1 The Consultant shall operate and maintain policies and processes for risk management 

(the Risk Management Policy) during the service period which includes standards and 

processes for the assessment of any potential risks in relation to the services and 

processes to ensure that the Security Policy is met (the Risk Assessment). The 

Consultant shall provide the Risk Management Policy to the Client upon request within 10 

Working Days of such request. The Client may, at its absolute discretion, require changes 

to the Risk Management Policy to comply with the Security Policy. The Consultant shall, 

at its own expense, undertake those actions required in order to implement the changes 

required by the Client within one calendar month of such request or on a date as agreed 

by the Parties. 

 5.2 The Consultant shall carry out a Risk Assessment (i) at least annually, (ii) in the event of a 

material change in the Consultant’s Systems Environment or in the threat landscape or 
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(iii) at the request of the Client. The Consultant shall provide the report of the Risk 

Assessment to the Client, in the case of at least annual Risk Assessments, within 5 

Working Days of completion of the Risk Assessment or, in the case of all other Risk 

Assessments, within one calendar month after completion of the Risk Assessment or on a 

date as agreed by the Parties. The Consultant shall notify the Client within 5 Working 

Days if the Risk Profile in relation to the Services has changed materially, for example, 

but not limited to, from one risk rating to another risk rating. 

 5.3 If the Client decides, at its absolute discretion, that any Risk Assessment does not meet 

the Security Policy, the Consultant shall repeat the Risk Assessment within one 

calendar month of such request or as agreed by the Parties. 

 5.4 The Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, co-

operate with the Client in relation to the Client’s own risk management processes 

regarding the services. 

 5.5 For the avoidance of doubt, the Consultant shall pay all costs in relation to undertaking 

any action required to meet the requirements stipulated in this paragraph Error! 

Reference source not found.. Any failure by the Consultant to comply with any 

requirement of this paragraph Error! Reference source not found. (regardless of 

whether such failure is capable of remedy), shall constitute a substantial failure by the 

Consultant to comply with his obligations. 

 6. SECURITY AUDIT AND ASSURANCE 

 6.1 The Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, 

complete the information security questionnaire in the format stipulated by the Client 

(the “Information Security Questionnaire”) at least annually or at the request by the 

Authority. The Contractor shall provide the completed Information Security 

Questionnaire to the Authority within one calendar month from the date of request. 

 6.2 The Consultant shall conduct Security Tests to assess the Information Security of the 

Consultant’s Systems Environment and, if requested, the Client’s Systems Environment. In 

relation to such Security Tests, the Consultant shall appoint a third party which i) in respect 

of any Penetration Test, is duly accredited by CHECK, CREST (International), or 

Tigerscheme and, ii) in respect of any Security Test to which PCI DSS apply, is an 

approved scanning vendor duly accredited by the PCI. Such Security Test shall be carried 

out (i) at least annually, (ii) in the event of a material change in the Consultant’s Systems 

Environment or in the Client’s System Environment or (iii) at the request of the Client which 

request may include, but is not limited to, a repeat of a previous Security Test. The 

content, and format of any report of such Security Tests shall be approved in advance of 

the Security Test by the Client. The Consultant shall provide any report of such Security 

Tests within one calendar month following the completion of such Security Test or on a 

date agreed by the Parties. The Consultant shall, at its own expense, undertake those 
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actions required to rectify any risks identified by any Security Test in the manner and 

within the timeframe required by the Client in its absolute discretion. 

 6.3 The Client shall be entitled to send an agent appointed by it, or such other person it shall 

reasonably require to witness the conduct of any Security Test. The Consultant shall 

provide to the Client notice of any Security Test at least one month prior to the relevant 

Security Test. 

 6.4 Where the Consultant provides code development services to the Client, the Consultant 

shall comply with the Security Policy in respect of code development within the 

Consultant’s Systems Environment and the Client’s Systems Environment. 

 6.5 Where the Consultant provides software development services, the Consultant shall 

comply with the code development practices specified in the Statement of Requirements 

and Scope or in the Security Policy. 

 6.6 The Client, or an agent appointed by it, may undertake Security Tests in respect of the 

Consultant’s Systems Environment after providing advance notice to the Consultant. If 

any Security Test identifies any non-compliance with the Security Policy, the Consultant 

shall, at its own expense, undertake those actions required in order to rectify such 

identified non-compliance in the manner and timeframe as stipulated by the Client at its 

absolute discretion. The Consultant shall provide all such co-operation and assistance in 

relation to any Security Test conducted by the Client as the Client may reasonably 

require. 

 6.7 The Client shall schedule regular security governance review meetings which the 

Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, attend. 

 7. PCI DSS COMPLIANCE AND CERTIFICATION 

 7.1 Where the Consultant obtains, stores, processes or transmits payment card data, the 

Consultant shall comply with the PCI DSS. 

 7.2 The Consultant shall obtain and maintain up-to-date attestation of compliance certificates 

(“AoC”) provided by a qualified security assessor accredited by the PCI and up-to-date 

self-assessment questionnaires (“SAQ”) completed by a qualified security assessor or 

an internal security assessor, in each case accredited by the PCI (each with the content 

and format as stipulated by the PCI and such reports the “PCI Reports”), during the 

service period. The Consultant shall provide the respective PCI Reports to the Client 

upon request within 10 Working Days of such request. 

 7.3 The Consultant shall notify the Client of any failure to obtain a PCI Report or a revocation 

of a PCI Report within 2 Working Days of confirmation of such failure or revocation. The 

Consultant shall, at its own expense, undertake those actions required in order to obtain a 
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PCI Report following such failure or revocation within one calendar month of such failure 

or revocation. 

8. SECURITY POLICIES AND STANDARDS 

 8.1 The Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, 

comply with the Security Policies and Standards set out Annex A and B. 

 8.2 Notwithstanding the foregoing, the Security Policy applicable to the services may be 

subject to change following certain events including, but not limited to, any relevant 

change in the delivery of the Services. The Client may issue instructions to the Consultant 

to comply with any amended Security Policy as required by the Client, provided that 

where such amended Security Policy increases the burden on the Consultant pursuant to 

this contract, the novation shall be a compensation event. Accordingly a new clause 

60.1(14) shall be added that reads “An amendment to a Security Policy pursuant to 

paragraph 8.2 of Contract Schedule 1 occurs which increases the burden on the 

Consultant pursuant to this Contract”. 

 8.3 The Consultant shall, and shall procure that any Sub-consultant (as applicable) shall, 

maintain appropriate records and is otherwise able to demonstrate compliance with the 

Security Policies and Standards. 

3. CYBER SECURITY INFORMATION SHARING PARTNERSHIP 

 9.1 The Consultant shall be a member of the Cyber Security Information Sharing Partnership 

in accordance with the recommendations by the NCSC during the service period. The 

Consultant shall participate in the Cyber Security Information Sharing Partnership for the 

exchange of cyber threat information. 

 9.2 The Consultant shall review the NCSC weekly threat reports on a weekly basis and 

implement recommendations in line with the Consultant’s Risk Management Policy. 
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ANNEX A – CLIENT SECURITY POLICIES AND STANDARDS  

The Security Policies are published on:

https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards

unless specified otherwise:

a) Acceptable Use Policy 

c) Information Security Policy 

d) Physical Security Policy 

e) Information Management Policy 

f) Email Policy 

g) Technical Vulnerability Management Policy 

b) Remote Working Policy 

h) Social Media Policy 

i) Forensic Readiness Policy 

j) SMS Text Policy 

k) Privileged Users Security Policy 

l) User Access Control Policy 

m) Security Classification Policy 

n) Cryptographic Key Management Policy 

o) HMG Personnel Security Controls – May 2018 

(published on https://www.gov.uk/government/publications/hmg-personnel-security-controls) 

c) NCSC Secure Sanitisation of Storage Media 

(published on https://www.ncsc.gov.uk/guidance/secure-sanitisation-storage-media) 

https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards
https://www.gov.uk/government/publications/hmg-personnel-security-controls
https://www.gov.uk/government/publications/hmg-personnel-security-controls
https://www.ncsc.gov.uk/guidance/secure-sanitisation-storage-media
https://www.ncsc.gov.uk/guidance/secure-sanitisation-storage-media
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ANNEX B – SECURITY STANDARDS 

The Security Standards are published on: 

https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards:  

a) SS-001 - Part 1 - Access & Authentication Controls 

p) SS-001 - Part 2 - Privileged User Access Controls 

q) SS-002 - PKI & Key Management 

r) SS-003 - Software Development 

s) SS-005 - Database Management System Security Standard 

t) SS-006 - Security Boundaries 

u) SS-007 - Use of Cryptography 

v) SS-008 - Server Operating System 

w) SS-009 - Hypervisor

x) SS-010 - Desktop Operating System 

y) SS-011 - Containerisation 

z) SS-012 - Protective Monitoring Standard for External Use 

aa) SS-013 - Firewall Security

bb) SS-014 - Security Incident Management 

cc) SS-015 - Malware Protection 

dd) SS-016 - Remote Access 

ee) SS-017 - Mobile Devices 

ff) SS-018 - Network Security Design 

gg) SS-019 - Wireless Network 

hh) SS-022 - Voice & Video Communications 

ii) SS-023 - Cloud Computing 

jj) SS-025 - Virtualisation 

kk) SS-027 - Application Security Testing 

ll) SS-028 - Microservices Architecture 

mm) SS-029 - Securely Serving Web Content 

nn) SS-030 - Oracle Database 

aa) SS-031 - Domain Management

bb) SS-033 - Patching

https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards
https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/691106/dwp-ss009-security-standard-hypervisor.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/793745/dwp-ss013-security-standard-firewall-security.pdf
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Annex 3 - The Client’s Expenses Policy 

DWP Policy on  
Expenses for Busine 
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Annex 4: 

REDACTED
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New Z clauses: 

Z1.2 Insert a new clause 1.2: 
“The Security Requirements set out in “Contract Schedule 1 – The Statement of Requirements and 
Scope – Annex 2 will apply.” “Perfect Circle’s (PC) Business Management System (BMS) is 
certified to ISO 9001, 45001, 44001 and Constructionline. In addition, the PC BMS is aligned to 
ISO 27001 and its scope is included within third party audits which are undertaken in our Head 
Office which we co-share with Pick Everard whose BMS is certified to ISO 27001. Perfect Circle 
also has Cyber Essentials and Cyber Essentials Plus certification. REDACTED, who is Perfect 
Circles Head of Central Framework Team, oversees all third-party certification for Perfect Circle as 
well as Pick Everard. Perfect Circle will operate the appointment in accordance with DWP’s Security 
Policy and shall procure that any Sub-consultant (Gleeds Cost Management and Del Bosque) shall 
comply with ISO/IEC 27001 in relation to the services during the Contract.” The Contract Schedule 
1 – The Statement of Requirements and Scope is attached under Doc 1. 

Z28.8 The Client and the Consultant shall exchange all orders, invoices, claims and payments via 
electronic methods. 

Z28.9 The following information may be required independently from the Consultant in order to 
verify invoices and shall be provided before or at the same time that an invoice or other claim for 
payment is submitted by the Consultant to the Client: 

a) records of any Time Charge or other charge determined by reference to staff rates, including 
in relation to any Task Order issued under time charges and/or where applicable in respect 
of compensation events. Such records shall be in the form of timesheets and/or such other 
evidence of time spent that the Client shall reasonably require and shall be broken down 
according to each Task to which they relate (including details of the specific Task to which 
each time entry relates); 

b) the Client reserves the right to request all records required under Clause 21 of the 
Agreement to evidence completion of relevant activities as detailed within The Client’s 
Statement of Requirements and Scope as requested in the Task Order issued under fixed 
price, 

and shall be sent to the person or such replacement person that the Client shall notify. 

Z28.10 The Consultant permits the Client and any person authorised on the Client’s behalf to 
examine documents held or controlled by the Consultant or any employee, Subcontractor or 
supplier of the Consultant. 

Z29 Amendments to the Secondary Option Clauses – X11 (Termination by the Client)

Z29.1 Option X11.2: delete “and A3” and replace with “and any sums due pursuant to clause 
X11.3”. 
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Z29.2 New Option X11.3: insert new option: The amount due on termination pursuant to X11.1 
includes the fee percentage applied to any excess of the value of authorised and instructed Task 
Orders as at the date of termination over the Price for Service Provided to Date. 
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Protection on Information 

The Contractor and any of its Sub-contractors, shall not access, process, host or 
transfer Authority Data outside the United Kingdom without the prior written 
consent of the Authority, and where the Authority gives consent, the Contractor 
shall comply with any reasonable instructions notified to it by the Authority in 
relation to the Authority Data in question. The provisions set out in this paragraph 
shall apply to Landed Resources. 

Where the Authority has given its prior written consent to the Contractor to access, 
process, host or transfer Authority Data from premises outside the United 
Kingdom: - 

a) the Contractor must notify the Authority (in so far as they are not prohibited 
by Law) where any Regulatory Bodies seek to gain or has gained access to 
such Authority Data; 

b) the Contractor shall take all necessary steps in order to prevent any access 
to, or disclosure of, any Authority Data to any Regulatory Bodies outside the 
United Kingdom unless required by Law without any applicable exception 
or exemption. 

1 
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AMENDMENTS IN EXECUTION 
THIS PAGE IS RESERVED TO RECORD DOCUMENT AMENDMENTS 

REQUIRED DURING THE DOCUSIGN EXECUTION PROCESS 

Please use this space if amendments are required to the Agreement during the 
electronic signing of this contract. Using the DocuSign “markup” tool, please record: 
 Page number 
 Field requiring correction 
 The change you require to be made e.g. the correct wording or updated 

version of an attachment. 
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