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Schedule

 What is metadata, questions to ask before you act, examples of metadata
captured for digital preservation and access.

 Break

 Validating metadata. Generating DROID metadata, running the CSV
validator. Editing metadata and schemas.

 Lunch

 Metadata tools (looking at JHOVE, FITS, Apache Tika)

 Guest speaker (Mark Bell – Automated descriptions)

 Break

 Continuation of metadata tools along with Homework

 Finish



If you want to be the best, and you want to 
beat the rest, metadata’s what you need.

Metadata is commonly described as being data about data*.

*not that Data



Metadata – think before you act

 Metadata can cover technical, administrative, structural, preservation and 
descriptive elements and should assist in the preservation of your digital files, and 
in the provision of access to them. Information such as file name, checksum, 
filepath, date information, copyright status, closure information, hardware used to 
create the digital record and software used to render it are all types of metadata.

 There should be a sense of proportionality regarding metadata capture and 
generation - why are you generating the metadata? What function does it or could 
it serve?

 Metadata should enable you to both ask and answer questions:

 how to produce the records?

 how to mitigate preservation risk?

 how to reliably create copies over time?

 how to make decisions to provide access?

 how to describe the records?

 how to relate the records to other records or events?



Metadata – think before you act
 When determining what metadata to extract and generate it is a valuable exercise 

to first determine:

 The function of the metadata – what core information do you require to 
manage your digital records, preserve them and make them accessible?

 Do you want to adhere to an existing metadata standard or do you need to 
extend existing standards to meet your needs? 

 What format do you want to capture your metadata in e.g. csv, xml?

 How will you store your metadata – how will you maintain the relationship 
between the metadata and the digital records they relate to?

 How will you utilise your metadata to assist access?

 How will you validate your metadata?



Standards for digital objects

PREMIS: ‘The PREMIS Data Dictionary and its supporting documentation is a 
comprehensive, practical resource for implementing preservation metadata 
in digital archiving systems.’ : http://www.loc.gov/standards/premis/v3/

METS: ‘The METS schema is a standard for encoding descriptive, 
administrative, and structural metadata regarding objects within a digital 
library, expressed using the XML schema language of the World Wide Web 
Consortium’: http://www.loc.gov/standards/mets/

http://www.loc.gov/standards/premis/v3/
http://www.loc.gov/standards/mets/


https://xkcd.com/927/
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Metadata – automated extraction

 In the realm of digital records, you can extract metadata using free tools.

 Although you will need to point the tool to the files and start the process, this 
approach falls under automated metadata extraction.

 If costing metadata generation, this approach would be free except for staff time to 
run the software (which would be minutes of dedicated time for each instance).

 Tools such as DROID and Apache Tika enable automated metadata extraction.

 Just running DROID means you’d already have metadata that allows you to both 
make digital preservation decisions and describe your digital records, for example:

 File name

 Checksum

 Filepath

 File type

 Date last modified



Metadata – manual generation

 Some metadata cannot be automatically generated. Often the record creator or 
depositor is best placed to provide this additional metadata due to their knowledge 
of the records. In some cases valuable metadata can be created by archivists or 
other third parties.

 As with all metadata, prior to proceeding you should determine what metadata you 
need to capture and why. 

Costing the generation of metadata in this case will depend on factors such as:

 Are you using staff, volunteers, or a third party company to generate the metadata?

 How many records require metadata generation?

 How many individual fields of metadata are you asking for?

 Are you asking for quality assurance to be carried out in addition to generation of 
the metadata?



Digitisation is not Digital Preservation
• Often in the Digital Preservation realm you will hear the phrase ‘digitisation is not 

digital preservation’

• As we have learnt so far, simply storing digital records is not the same as actively 
carrying out digital preservation but it is remiss to ignore that the outputs of 
digitisation are digital records that also require digital preservation.

• As with born digital records, digitisation projects require metadata to be generated 
and captured in order to make the records accessible and enable them to be 
preserved over time.

• Simply digitising a record will not make it automatically findable or metadata rich in 
relation to the contents of the original record. Often digitisation requires more 
manual metadata generation than for born digital records, as the automatically 
generated metadata will tell you only about the digital image you have created and 
not about the original record. 



Metadata for born digital records at TNA
Metadata is captured in csv format. The minimum metadata requirements for a born
digital records transfer to TNA are:

1. Identifier (URI generated by DROID)
2. File_name (NAME generated by DROID)
3. Date (LAST MODIFIED generated by DROID)
4. Folder or file (TYPE generated by DROID)
5. Checksum (SHA256_HASH generated by DROID)
6. Copyright – usually ‘Crown Copyright’
7. Legal Status – usually ‘Public Record’
8. Held By – always ‘The National Archives, Kew’

We will gladly accept additional metadata fields that depositors want to provide, some
previous examples include:
 Description – this is always gratefully received and is often beneficial as file names can

be very non descriptive e.g. A1021023.docx
 Former reference
 Department



Metadata for born digital records at TNA

We also have mandatory closure fields to enable us to appropriately manage access
to records. These are completed manually by the depositor and are based on the
outcome of Advisory Council schedule applications:

1. Closure start date (date last modified of the record)
2. Closure period
3. Closure type
4. Foi exemption code(s)
5. Foi exemption asserted (date of Advisory Council meeting)
6. Description public
7. Title public
8. Description alternate
9. Title alternate

In addition we require that a checksum file is generated for the metadata csv – this
ensures the metadata file has not been amended intentionally or via corruption or
faulty copying. This file contains the name of the metadata csv two whitespaces and
the checksum for the metadata csv.



Metadata for digitised records at TNA
 For digitised and surrogate records we require metadata around the creation of 

the images that provide both provenance and technical information.

 The technical acquisition metadata covers information such as the image 
resolution, format, filename, date of creation, colourspace information, checksum 
of the image and actions taken on the image e.g. deskew and crop.

 The technical environment metadata covers the hardware and software used to 
create the images and any software used to take action on the images e.g. deskew, 
crop, split.

 The transcription metadata includes all descriptive metadata about the content of 
the image which varies dependent on the project. For example a poor law project 
includes folio numbers and summary of the content of letters, a seal mould project 
includes information on the colour of the original seal and the dimensions of the 
original seal. These metadata fields are determined by the project owner in 
conjunction with the cataloguing team. The ensures consistency with existing series 
available in the catalogue.

 The closure csv provides us with the same fields as the born digital closure 
metadata and allows us to manage access.



It’s good to talk

 On your table, talk about the types of metadata you currently capture, or think you 
need to capture in the future if not already doing so.

 What concerns you most about metadata capture and storage?

 How do/will you store your metadata in relation to the digital records they relate 
to?

 How do/will you validate your metadata?
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Validating metadata

 At TNA all metadata we receive is in csv format. In order to ensure the quality of 
the metadata we receive, we validate it all before proceeding with our pre-ingest 
and ingest processes.

 We utilise a free tool developed at TNA called ‘CSV Validator’ which is open source 
and available to all. 

 CSV validator allows the user to point to a metadata csv and a schema with rules 
for the metadata, and it reports if the metadata adheres to the rules (PASS) or does 
not (FAIL with errors).

 The schemas used by the csv validator adhere to the CSV schema language: 
https://digital-preservation.github.io/csv-schema/csv-schema-1.2.html

https://digital-preservation.github.io/csv-schema/csv-schema-1.2.html


CSV Schema & schema language

 A CSV Schema is a rules based language which defines how data in each cell of a 
csv should be formatted. 

 A schema rule is written in order for each column of the CSV file. Each set of 
column rules are asserted against each row of the CSV file. If validation of a column 
is not desirable, then an empty or optional rule is used.

 Always begin your schema with the version number of the schema language you’re 
using (current version is 1.2) and the number of columns in the metadata csv you 
wish to validate e.g.

version 1.2

@totalColumns 23

 A column rule may express constraints based on the content of other columns in 
the same row. It is possible to check that a cell entry is unique within that column in 
the CSV file (or that the value of a combination of cells is unique)



CSV Schema & schema language

The CSV schema can be used by the CSV Validator to:

 analyse the contents of the metadata CSV file you have completed to ensure it is 
consistent and accurate e.g. check that data falls within in expected numeric or 
character ranges.

 scan the original files to check their integrity 

 check that all files mentioned in the metadata are included in the folder structure 
in your preparation area/on your hard drive

 check if there are any additional files in your preparation area/on your hard drive 
which are not represented in the metadata csv file



Snapshot of a metadata csv

identifier file_name folder date_last_modifiedchecksum rights_copyrightlegal_statusheld_by

T:/ARC3Y19HB001/ARC_3/content/content folder 2018-09-14T10:58:54 Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/Archives School 3folder 2018-09-06T14:44:24 Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Archives Schoolfolder 2018-09-06T14:26:50 Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Barnsley%20-%20UK%20City%20of%20Culture%202013%20Bid.pdfArchives_School.pdffile 2018-09-06T14:17:209c50577d8109a781c5836e26f43c4e62faa57f9b092fb75f1c0671f2abdbca19Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Birmingham%20-%20%20UK%20City%20Of%20Culture%202013%20Bid%20Final.pdfArchives_School1.pdffile 2018-09-06T14:17:20e90e95a58e4da82c893a1b4bed8883a55547270ffc0fd6f82c6d2b9c9120a6a4Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Birmingham%20Initial%20Bid%20UK%20City%20Culture%202013%20Submission%20Document.pdfArchives_School2.pdffile 2018-09-06T14:17:21fe3d5530df9eb4ffb387304da22a7ffba54cb10684447f5280430a92cdfba14bCrown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Carlisle%20-%20UK%20City%20of%20Culture%202013%20initial%20bid.pdfArchives_School3.pdffile 2018-09-06T14:17:2175dc1728e4ba62a072082e8cfd42ed93240828804c3d352631e686820bdf9c7dCrown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Cornwall%20-%20UK%20City%20of%20Culture%202013%20Bid%20-%20Final%20PDF_Redacted.pdfArchives_School4.pdffile 2018-09-06T14:17:21322dec2802f8aa662717fbd4177e4a53558d22fe7af726df82e707c19e834410Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Derry_Londonderry%20-%20UK%20City%20of%20Culture%202013%20Final%20Bid%20Cracking%20the%20Cultural%20Code%20-%20Final%20Version%2020100810%20%281%29.pdfArchives_School5.pdffile 2018-09-06T14:17:219882ae30a5f0502fa138f58bf29689b21c8cd8e38c1bec10d1692422eee2b4b9Crown CopyrightPublic Record(s)The National Archives, Kew

T:/ARC3Y19HB001/ARC_3/content/City%20of%20Culture%20Bids%20for%20TNA/2013%20Bids/Derry_Londonderry%20-%20UK%20City%20of%20Culture%202013%20Initial%20Bid.pdfArchives_School6.pdffile 2018-09-06T14:17:20d78b00029defc84f98c2d2097c0382759877017b0edb89a00adf51b606f6f5e6Crown CopyrightPublic Record(s)The National Archives, Kew



Schema for metadata on previous slide

version 1.2

@totalColumns 8

identifier: uri fileExists unique if($folder/is("folder"),ends("/")) integrityCheck 
("includeFolder")

file_name: length(1,*)

folder: is("folder") or is("file")

date_last_modified: xDateTime 

checksum: if($folder/is("file"),checksum(file($identifier),"SHA-256"),is(""))

rights_copyright: is(“Crown Copyright”)

legal_status: is("Public Record(s)")

held_by: is("The National Archives, Kew")



CSV schema language – some popular expressions
 is(“insert text or value here") e.g. is(“21) or is(“Crown Copyright”)

is allows you to specify exact text or number that should appear in that field  - if it differs at all from what you 
specify within quotation marks, it will fail validation.

 range(lowest number,highest number) e.g. range(1,299)

range allows you to specify the lowest and highest value expected, anything within that specified range would 
pass validation.

 if($columnheadername/empty,empty,is(“text or value")  e.g. if($ordinal/empty,empty,is("6")

if allows you to specify dependencies on the content of other columns in the same row. $ need to be placed 
before the column header name. empty allows for no metadata.

 any(“insert text or value"," insert text or value “ e.g. any(TRUE","FALSE“)

any allows you to specify any text or values that should be expected in the column. They must be within 
quotation marks and any variations must be comma separated. If you have long lists you should look to use 
regex instead of any.

 regex(“insert regex here") e.g. regex("[0-9]{1,4}")

You can use regex within a csv schema, you must declare it by using the word regex followed by round 
brackets and all your regex held within quotation marks.

 length(1,*) e.g. length(1,*)

length checks that the number of characters in the column meets the supplied definition.
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Practical Activity

Screen shots and exact instructions on following slides.

1. Run DROID to generate metadata

2. Run CSV validator pointing at metadata csv and schema 

3. Edit metadata csv and schema

4. Run csv validator again with updated csv and schema



 Go to your desktop and click on 
the file named droid.bat. This will 
launch DROID

 Select ‘preferences’ from the ‘Tools’ 
menu and ensure the box next to 
‘Generate hash for each file using’ 
is ticked, and the drop down box 
next to it shows ‘sha256’. If instead 
of sha256 it is giving the option to 
create an md5 checksum, click on 
the drop down box to select 
sha256. Click OK.

Run DROID



 Click on the New icon (Circle with a 
plus sign in its centre) to create a 
new profile, this ensures that that 
sha256 setting will take effect.

 Select the green ‘Add’ icon on the 
main screen. This will open 
Windows Explorer. At this point, 
navigate to your Documents 
folder then to: 
ArchivesSchoolSession3\1stexercis
e\content

 Click on the content folder. Once 
you’ve selected the folder, it will 
then appear on the main DROID 
screen. Click OK.

 Press the ‘Start’ icon to run DROID 
(this will turn blue after you click 
OK). 

Run DROID



Export DROID report
 Once DROID has finished running, you 

will be able to export the results as a 
CSV (comma separated values) file. To 
do this, first select the ‘Export’ icon and 
tick the box labelled ‘untitled 1’ (or 
whichever profile you wish to export). 
Ensure the encoding at the bottom is 
set to UTF 8. Then, click ‘Export profiles’. 

 You will then be given the option to 
save the report.  Select csv from the 
‘files of type’ drop down underneath 
the filename text box. Save alongside 
the 1stexcercise folder



Schema

• Go to ArchivesSchoolSession3 in your Documents

• Open ArchivesShool_schema.csvs in Notepad++

• Let’s talk through what you see!



Run the CSV Validator

In order to run the CSV 

validator, go to your desktop 

and double click validate-

gui.bat - Shortcut.

A command prompt will 
open and then this screen 
should appear

Click the ‘…’ buttons to 
navigate to the location of 
your metadata.csv file and 
ArchivesShool_schema.csvs 
in the ArchiveSchoolSession3 
folder in your documents.



Run the CSV Validator

This will open up a standard ‘File 
open’ dialogue, allowing you to 
navigate to and select the 
relevant file in the file system.

Once you have selected your csv 
and Schema then click on the 
Validate button.
Once the CSV validator has run it 
will either show the word PASS in 
the white text box or it will say 
FAIL and report errors. 
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Edit the metadata & schema

• Open up the DROID report csv you’ve been running the CSV Validator against.

• The final column heading you see should be ‘FORMAT_VERSION‘

• In the next column along, in the same row as the column headings, type: held_by

• In the row below the column heading type Archive School. Copy that down so you 
now have Archive School in that column for every row that contains data.

• Open the schema you’ve been running the CSV Validator against. At the top of the 
schema change @totalColumns 18 to @totalColumns 19 (as you’ve just added an 
additional column!)

• At the end of the schema you’ll see the final row is currently FORMAT_VERSION. Hit 
enter to create a new row below this.

• In this new row type held_by: is (“Archive School”)

• Save!



Run CSV validator again

You are now running the csv validator again exactly the same as before you 
just have additional metadata and an additional schema rule to check your 
new metadata!



Photo by Lee Cartledge on Unsplash

https://unsplash.com/@the_overxposed?utm_source=unsplash&utm_medium=referral&utm_content=creditCopyText
https://unsplash.com/search/photos/diner?utm_source=unsplash&utm_medium=referral&utm_content=creditCopyText


Tools
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DPC Handbook:

 Sustainability of tools and community 
participation 

 Finding digital preservation tools: tools registries 

 Open source versus commercial software

 Enterprise-level solutions versus micro-services 

 Where will it sit in your workflow

https://dpconline.org/handbook/technical-solutions-
and-tools

Tools!

Illustration by Jørgen Stamp 
digitalbevaring.dk CC BY 2.5 
Denmark

https://dpconline.org/handbook/technical-solutions-and-tools


 Is the tool regularly updated?

 How large is the user base?

 Who supports the tool?

 TNA supports DROID and CSV Validator

 Open Preservation Foundation (OPF has taken up support for 
several tools) https://openpreservation.org/technology/products/

Tool sustainability

https://openpreservation.org/technology/products/


Digital Preservation Tool Registries

https://coptr.digipres.org/

Community Owned digital 
Preservation Tool Registry (COPTR)

This register collates information 
from several independent registers 
e.g.

 Digital Curation Centre

 Library of Congress

462 tools currently, open for anyone 
to add information about tools they 
know about





Metadata Extraction tools -

https://coptr.digipres.org/Category:Metadata_Extraction





 File format identification, validation and 
characterisation (representation information)

 Includes modules for:

 AIFF (audio interchange format)

 ASCII (text)

 GIF (image)

 GZIP (compressed)

 HTML (web)

 JPEG (image

 JPEG 2000 (image)

 PDF (document)

 TIFF (image)
https://openpreservation.org/tec
hnology/products/jhove/

 UTF-8 (text)
 WARC (web archive)
 WAVE (audio)
 XML (data)
 EPUB (book)
 MP3 (audio)
 ZIP (compressed)

 Bytestream 
(default)

JSTOR (Journal Storage)/Harvard Object 
Validation Environment



 Open JHOVE GUI by going to 
‘ArchivesSchoolSession3’ then 
‘Software’ folder, open folder 
‘jhove’ click on ‘jhove-gui.bat’

 Click ‘File’ select ‘open file’ and 
select a file from folder ‘TestFiles’ 
and use the JHOVE GUI to 
compare outputs

Exercise: JHOVE



FITS (File Information Tool set)
https://projects.iq.harvard.edu/fits

The File Information Tool Set (FITS) identifies, validates and extracts technical 
metadata for a wide range of file formats.

It acts as a wrapper, invoking and managing the output from several other 
open source tools.

 ADL Tool 
 Apache Tika 
 DROID 
 Exiftool 
 FFIdent
 File Utility (windows port) 
 Jhove 

 MediaInfo 
 National Library of New Zealand Metadata Extractor 
 OIS Audio Information 
 OIS File Information 
 OIS XML Information 

https://projects.iq.harvard.edu/fits




 Open a terminal window – type ‘cmd’ in 
windows search bar

 Navigate to folder which includes FITS – ‘cd 
Documents\Software\ArchiveSchoolSession3
\Software\fits-1.5.0’

 Run FITS over a single file in ‘TestFiles’ with 
following cmd – e.g. fits.bat –I 
"C:\Users\ASD1\Documents\ArchiveSchoolSe
ssion3\TestFiles\Draft DDRO 05.docx"

 Run FITS over directory ‘TestFiles’ with 
following cmd – fits.bat –i
C:\Users\ASD1\Documents\ArchiveSchoolSes
sion3\TestFiles –o 
“C:\Users\ASD1\Documents\ArchiveSchoolSe
ssion3\FitsOutput”

Exercise: FITS



Detects and extracts metadata and text from over a 

thousand different file types. 



The date problem

“The problem we are encountering relates to dates 

captured as Last Modified. I would welcome any advice on 

how dates can be different, how best to complete a more 

accurate analysis.” - NRW

“missing a lot of dates so I think the only option is to open 

each document and see if there is some kind of date in 

them” - CoRWM





 The ‘date last modified’ field was originally chosen because it was deemed 
the most reliable out of the file system dates. Creation dates can change 
when copying files (often to after the last modified date). 

 After seeing several collections and scenarios where the ‘date last 
modified’ did not provide an accurate date for the file we investigated 
other methods for extracting accurate dates for born-digital records.

 Date last modified is not immune to change, especially when uploading or 
downloading to cloud storage or during migrations.

File System Dates



Windows 
Docx File



Windows Docx file



Adobe PDF



Adobe PDF



 Wanted a tool to extract metadata from file formats

 Tika can detect and extracts metadata and text from 

over a thousand different file types. 



Example:

java –jar 
“C:\Users\ASD1\Documents\ArchiveSchoolSession3\Software\TikaMetadata\ti
ka-app-1.22.jar” –m “C:\Users\ASD1\Documents\Archive School Session 
3\corrupted_Dates\Draft DDRO 05.docx”

And without –m

java -jar H:\DigitalLab\tikameta\tika-app-1.22.jar 
“C:\Users\ASD1\Documents\ArchiveSchoolSession3\corrupted_dates\Draft 
DDRO 05.docx”

Created a script to run TIKA over a directory of folders

https://github.com/paulyoung84/TikaMetadata

https://github.com/paulyoung84/TikaMetadata


 Open folder ‘Software’ and 
then open ‘TikaMetadata’ 
click on TikaMetadata.bat

 This will open a cmd 
terminal window which 
prompts you to add the 
folder you want to scan, 
drag folder 
‘corrupted_dates’ into 
screen, this should populate 
with location of that folder

 Check ‘TikaMetadata’ folder 
for output csv file 
‘TikaMetadata-
Output_corrupted_dates.csv
’, open and compare 
metadata grabbed from 
different formats

Exercise: TikaMetadata



Tika metadata workflow
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https://unsplash.com/search/photos/break-time?utm_source=unsplash&utm_medium=referral&utm_content=creditCopyText


UTF8 Validator

 Used to determine if files which identify be Extension only contain 
characters which are not UTF8 valid

 This is to highlight any possible files which may contain malicious binary 
code. Most extension only files are text based and will commonly have 
UTF8 characters.

 Once we are aware of which files contain invalid UTF8 characters we can 
check if they appear to be malicious or not, most can be ingested safely 
on an exception list

 We also ensure our metadata is completely UTF8 valid so we can ensure 
it can be presented correctly



UTF8 Validator workflow 



 Cmd line tool – validate.bat file.txt

UTF8 Validator https://github.com/digital-preservation/utf8-validator

https://github.com/digital-preservation/utf8-validator




UTF8 validator batch

https://github.com/paulyoung84/utf8validatorbatch/blob/master/utf8batchv
alidator.py

Batch script which runs from a DROID export CSV and validates all files 
which identified as extension only to determine if they contain invalid UTF8 
characters.

 Prints to console all files which are not valid

 Saves to a CSV file all invalid filenames as well

https://github.com/paulyoung84/utf8validatorbatch/blob/master/utf8batchvalidator.py


Homework

 Use the DROID reports which you generated for your own material to 
create your own metadata CSV files. 

 Think about what metadata fields you want to collect for your collection, 
what do you need to ensure the records can be preserved as well as 
findable and reusable?

 Remove columns which you do not require for long term preservation.

 Add in any additional columns which you feel are required.

 Think about (the logic) behind new csv schema rules which you could 
create to ensure any additional columns could be validated.

 Once you have created your metadata CSV, please email it to us at 

 ArchiveSchool@nationalarchives.gov.uk 



 Edit the schema used in this session, so that it can be used to validate 
your new metadata CSV

 Run the CSV validator over your collection and validate the metadata you 
have created using your new schema.

 Please contact us to discuss for help in developing schema rules and 
dealing with any validator errors. We are happy to help 

 ArchiveSchool@nationalarchives.gov.uk 

Bonus Homework (optional)



Photo by Morvanic Lee on Unsplash

ArchiveSchool@nationalarchives.gov.uk

https://unsplash.com/@morvanic?utm_source=unsplash&utm_medium=referral&utm_content=creditCopyText
https://unsplash.com/s/photos/thanks?utm_source=unsplash&utm_medium=referral&utm_content=creditCopyText


Feedback Survey for Session 3

https://tinyurl.com/y3vo5h8t

https://tinyurl.com/y3vo5h8t

