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Joint Schedule 1 (Definitions)
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relevl |t (I hedlJe [ [JhiTh thit (Tt Med el Trel 10 [ lelr[ ][]

12 DU tHTed ellrel11ol] doell Lot hive [ [Iterret to] ([ th( (I hedl e or
[ other OChedJet ChIDID the [t Mt ellbe [IterCreted [ [[Tord e
[ith the Lommol] [Iterlretl tio[ ] [Ith{Ithe relev [t mLriet [eltorIId[ I tr[]here
[ TrolrIteOther et ChlIbe [Tterreted I [[Tordl e [Ith the dtor]
me 0

13 [Mellh Doltrltl el lIthe [oltelt other e re [ Irel 1]

1301
132
133

1310

1310

10310

10310

13

10310

the (1000 M ITdethe 11 d vile ver(11]
relere e to [ el der [ Ide[the other (el der [ 1 d the [elter[]

relerelelJto [J [erlol] [ Ide [ MdndIMiom I T Tlbodl] Loror tel]
Lorlor tol I [IIlorLorted [ITolllto I rml I rtler hll or other e I1]
eltitllor Ueltr(ITJoverCmelt Bod[ ]

Orelerelle to (I 1] 0 1Idel] [ relerel e to th(t (1] [ Lmelded(]
eltelded ol oldlted or rele 1] ted rom time to tmel]

the Jord1"including"Mother""in particular"('for example" [1d [imIIr
Uordl] ChDCot Milthe Celerlil]olthe [reled] [ord] [I'd [h(lIbe
rolItried (17 [Tthell [ere mmedIte] 00 ed bllthe ord1 "without
limitation"[

relerel el 1to "writing" M 1Tde tr T r It tholriChiT T hotolriThiT]
dII0 ol [ [TreeJeleltrollD [I'd [ IImie trl im0l [Id other
model] ol Jrelreleltll] or relrod 11 [Jord(] [ [] viIble ormiId
el lrel [0 Jrelerrlto Cri ChiIbe Colltrled [ Tord L]

relere[ el to "representations” Chillllbe rolltrled [1]relerelTellto
‘relelt IIt(To "warranties" [ relere ellto [relelt (I d [tlre It
[Id to "undertakings" [TrelerelTelto obIItol 1T der the (ol trTt[]

relere[ el to "Clauses" [Id "Schedules" [rell [J e[l otherlle
[rovided(relere I ellto the (11 Iel 1[I d [Thedlello the [lore TermI[Id
relere[[e [N 10ChedTe to (It T rIrihiTlITelel[Idt belllre
[l TelTlotherlIle [rovided(relere I ellto the (It rlIrI h[I I elel]
[I'dtCblelolthe (Chedlle [ [IhIh thele relere el [T elr]

relerel el 1to "Paragraphs" [rell[l]elT]other[1Te [rovidedlreerellel]
tothe (I rlIrlI'holthe [T Irolrlte [IThedl el lel T other[ e [rovided!]

13M0relerel el lto [ lere ol I ellor Lrlrlh]Chllbe [ 11 ve ol the

(M e ('mberll[TellTed[]



130111 the heldl I Mell'h ol tr(I't [re Oorel e olrelerelle ol llIId hlIlobt
[ITelt the [terlret[tolor Co I triItO1o] ol triIt]

130112 [Jhere the Bller [ [J el trLl[lover_melt Bodl il Chiilllbe trelted [IJ
Coltrl It ith the CroJC] (100 [Jholel]

183131 Irelerel e I [J Joltrllt [UhiTh mmed(ltellll belore 1t DI L0 [
relere e to (MIJiThJelet fom tme to timell]

(I (0 OO0 relJIto0 00 del[ 1Mo tertlIr(] e IIIt0] or
provision of the EEA agreement (“‘EU References”) which is
to [orm [ rt oldome X[ b M to o[ e t0]3 olthe
Olrolel 0o [ thdrO It 2010 ChiIbe refd o1 d
(ter Ot DO 0 Orelerel e to the [0 Relere el [[1thel]
orm [Irt olJdomeltll [ bl vitle ollleltlol] 3 ollthe
Olrolell) Do) I kthdriJ00m D0t 2010 [0 modled bl
dome i1 rom time to tmel[ L. d

O 0000 Otirtoe or U0 [Cthoril] or other (I Th [0 bod[
Chlbe reld ol I d Liter LD U relerelLe to the L[]
[tArtlo 1] (I thoril] or bodl] to [ThiTh &1 I TtoOl] [ere
tri[lerred " d

131 Junless otherwise provided, references to “Buyer” shall be construed as
odme COfemCt Blrer 1 d

131 lelT]otherwise provided, references to “Call-Off Contract” and “Contract”
Chibe folltried O mdmE ClemCt Do ol tri i

100 [Mellh Ooltrltl [ lellthe [olteltotherlllle relllrellthe oo Jord ] h[Il]
hlve the o6 I me 1]

“Accounting mel ] ell’h [elr the dl te to [hih the D Ier Crellreld {1 O

Reference (O dited Tt teme 1]

Date”

"Achieve" [ relTelt oIl Teltto [(TITel TN [(TIT][TTh Telt tholt (111 Telt
(Mllell (Id [ rellelt o1l Mleltolellthe [IITe oll[] OCtIIIto
CertlTte MrelTeltolth(tMieltole [1Td"Achieved"[""Achieving" [ d
"Achievement" Chiibe (ol trled ([ Tord ]

"Additional [IIrle rellremeltre[] to [0 OMOMOol triIt [Tellled I the

Insurances"” Order [lorm [ddilol I [to thole oltMled [ (o[t [1Thedle 3 [ rll e
Relllremelt[ 1]

"Admin Fee” me T 1the ot Trred b0 OO0 M de I Dih MOOre [ [T T Tted
[ CTord[[Te [ith the tirMo T dmItritio] Chirel [IblThed blithe
OO0 ol httmm OO blTetoMe Mov I MIMITT LI érim T emelt[]
[Morm tomdmiee ]

"Affected Party" the [t eel 11 1to [10im relle[1TrelTeltol ][ orfe Mllelre [lvel t[]




" Affiliates" [Mrelltollto [Ibod[ ] orlorl tel 1] lothereltil [ hiTh direlt[Tor [IdireltI
Uoltro I ol trolled bl Tor I der direlt or IIdire(t Clommol] [Jo[tro[]
ol th(t bodJorlorte [rom time to timel!

“Annex” eltrl] Morm(to0 Jhith (T TortC [ DChed el

"Approval" the [rior Crittel] ol elt olthe Bl er [ d "Approve" (1 d "Approved"
Chibe [olltrled [ LordI ]

"Audit" the Relevant Authority’s right to:

(OverIithe (I T T rl ol the Uhlrl el d LIl other CLmol I t[I[ I ble bl]
[ Bller [Ider [0 JLUIOM Holtrit mlodi [rololed or [ILtLI1]
viriitioto them I TordJ e [ith the JoltriItl

bOverlll the [oltl] o] the OIer MId] the [oltl] ol [
Ofbloltritor) (Id [IJthird (It L er 1 foll el tiol] [Jith the
[rovliol ol the Jerviiel[ ]

[(Tverlllthe Olel1Bool D[t

diverify the Supplier's and each Subcontractor’'s compliance with the
Col[tri)t [Id [T ble (1]

elldel[tlIlor [Mveltllte (Tt Tor [T Telted bre[1TTh ol I Tel121to 33
[Idlor [olllt [Ilhedlle [I[TlorLorlte o[ I Rel ol bl ITIm rolret]
or I TolltmIt fellor (I brell'horthrelteledbrell'hollellril]
(d [ thele CIriImltll 1 el]lthe Relevlit [ thortl! Chilllh[ve [0
ob[MItoll to MMlorm the [l [er ollthe [Irlole or obeltve ol il
MvetIIrtorT]

M deltllor [Iveltlllte (LI I Mt el Jhith m It (Tolthe
M0 (trbIr] ol the Oiorrmért) LI O ritorl] [Idior [I1]
[l bloltrlltorllor thelr (bl 1to [rovide the DelVer[ble[T]

Cobtlm [(TIrh [Moermitiol] [0 11 CelellTrl] to [ the Relevilt
Authority’s obligations to supply information for parliamentary,
m D TterMDId DT or CdmDdtritive Cirfolel IId I the (T Mol
[lorm[_tio[to the Dom(troler [I'd [ ditor el er Il

hOreviell (I 1boolllolllTollt [Id the [Iter( T oltriit m I [Iemelt
(ITolltOrelt blthe O ér M folTeltol]th el Th [Joltri It

1 carry out the Relevant Authority’s internal and statutory audits and to
‘relrelle[Tmle [T dor Certlllthe Reevilt Othorf 10 (I rrrd
Mterim relort[1[1d [TTolItT]

[ eI bethe Nto Il I difOle to [ITrrolt (eI mIItol (TrIIIt
to Deltol] 10 othe NtOIIJ0rdi Ot 1003 ollthe elollom[L]




elllllle 1! [ d elleltivel el 1] [Ith [IhiTh the Relevl It [ thoritl] h(]]
[I'ed il lre[olrlellor

(DJverdl the [IIIri0] (OUd [omUetelell] oll 1] MIIIIemelt
[MormCtoJdevered or rellJred blithe rimeorJ o trl It

"Auditor"

(1 the Relevant Authority’s internal and external auditors;

bl 'the Relevant Authority’s statutory or regulatory auditors;

[Mthe om(troler (I d [l ditor LlelerlIthelr [t dor LI (1 ollted
re releltl tivellolthe N[ tol L[ TI[dHOlel]

dOHM Trell IrJor the [ bllet Ollllel]

el Lt orm D (I [ ollted bl1the Reev(iit [ thoritllto [[rrllolt
(rditlor CImIIr reviel] M torrrrrd

M [ TellTorlor (I T Jol 1ol the [bovel]

"Authority"

OO0 rd elh Birert

"Authority
Cause"

[0 brelTTh olthe obItiol1] ollthe Relevilt [Ithorill or [T other
del T tfomIII o I T el Melle or [t temel[tolthe Relev( It (I thorilT]
olJtllem[Ioleel Tl ervi It el tl]M ol elto]]th or [Irelltollto the
[Ibeltimltter olithe [loltrlIt [Id [ rellelt oll[lhilh the RelevlIt
C[thoritl ][ Tble to the LI Ierl]

"BACS"

the Bankers’ Automated Clearing Services, which is a [TTheme [or the
eeltroI[role [T oI Itri I T tol0thiDIthe Dted DI dom(]

"Beneficiary"

OOCrthOvD ] lor M0 to hivelthe beleltlo [ 1 [Tdem[ Il der thil
Coltrito

"Buyer"

therelev( [ t [ bMlleltor (I rChiler deltMed (111 h [Mthe Order [lorm(]

"Buyer Assets

the Buyer’s infrastructure, data, software, materials, assets, equipment
or other [rolert[lollled bl dlor [Melled or [e[led to the Bller [Id
Chith T or mil] be [Ted [ [olleltol] [Jth the [roviol] ollthe
DeWerlbell[ThiTh rem[Ithe [Tolert[lothe Bl Ter throlTholt the term
olthe CloltrItr

"Buyer
Authorised
Representative"

the re(relelt[tive [T ollted b ithe Bl er [rom time to tme [Mreltol1to
the MO Mo tr It MMM detMed [0 the Order orm(]

"Buyer
Premises"

[remIlel o] edJ[oltroled or ol [ [[led blIthe Bl ler Uhlh [re m(de
[(v[Ible or [ e bllthe O er or i1 bloltrlltor ] or the [rovlol]
olthe Delveribelllor [T T1o them(T




" Call-Off

the [oltrl It betlleellthe Bl er [ d the LI ler (e tered [[1to [Lrl It

Contract" to the Lrovillo[ I Jolthe [rimellorlIloltrl It Jh(Th (ol It lolthe term[]
(et o[t [Idrelerred to [I/the Order [orm(]
" Call-Off the (ol tr( It [leriod [Mire[ e[t olthe [J[ITOII ol trl I t[]

Contract Period"

" Call-Off Expiry
Date"

the [Thedlled dlte ollthe el d o] IO ol tri't (1 [t ted [T the
Order orm(]

" Call-Off the Lol trltll [termJ I ble to the MO lol trl It [Tellled [ der
Incorporated the relevl it heldIl [the Order Clorm[]

Terms"

" Call-Off Initial the [t eriod ol I MO Jo trl It [TelTed [the Order [lorm[]
Period"

" Call-Off [11h Ceriod or [eriodlIbelold [Ih(Th the CITO MR lerlod mL1]be
Optional eltelded (T Tellled the Order Clorm(]

Extension

Period"

" Call-Off the Lrolel [ Jor L0 rd I O DOMOMMOotrit il tto L le 2 (Hol
Procedure" the [oltrlIt JorlI1][Id [rimellorl] Urhedlle [ [MOmMOM DCrd

Oroledlrel

" Call-Off Special
Terms"

L0 rdditiorriIterm]) (1 d roldioll] [Tellmed 11 the Order [lorm
[ orlorlted [Ito the [T ble DI MOMIotri It

" Call-Off Start
Date"

the dite ol [tlrt o MO Mol triIt (1t ted [Tthe Order Corm!]

"Call-Off Tender"

the tender submitted by the Supplier in response to the Buyer's
Ttltemelt o Rel I lremetl] o011 [ [ rther [lom[etitlo’) [roedlre
I Cet ot [t JTOMhede [ MOTOTITel der]

"CCS"

the MITter [or the [1'bTet OlTe [Trelrelelted bl ro[ 1] Jommer[ ]
Cervle[1Thh M elelltve [Tel T dolerte ] Itrrd I d ol
the [1[bet OlMMel[Thole olell[re O ted [t [th [oor[The [T
O HI treet[ T Iverf ool 13 [111[]

"CCS Authorised
Representative"

the relreleltltive [ [ ollted bJJI[] [rom time to time [ relltlo[]to the
OrCmeor0 Dol tri It [t deted [Mthe Crimelor 0 Crd Dorm(]




"Central
Government
Body"

[l bodl] Mted [ ole ollthe IO [Tb(llteloriel ollthe [leltr[I
CoverCmelt [T TN tO] ol the [ICb[II Celtor LTI to] dell 1]
Ibihed [1d melded rom tme to tme bllthe Ollle [or NI tO[I]]
AR

(1] OoverCmelt DellTrtmelt[]

bNo[IDel[ I rtmet1 b BodJor [ Temb ol ored bl Bodl
(mdvior I elelltNelbr trib 1]

(11 NolIMuteril Dell rtmelt or
dll lelltve e[l

"Change in Law"

U0 ChO e [0 Ohith O tholthe (L1 Mol the Delverblel 1 d
Cerlorml e ol the Dol tr(It hiTh Comellto [orle [Iter the (Jtlrt D te[]

"Change of O[h e olloltro[l]thIthe mel Il lo[lJelto[ 0 ol the [oror tiol]

Control" TOort 20100

"Charges" the (rilel] (e 11 Ve ol T ble VOTIIL I Tble to the LILI T ér bl
the Bl l'er (I der the (J1TO ol trl It (et ol t 111 the Order [lormor
the (I d Croler [erlorm( I e bl Ithe ([ 1 ér ollt[Job[MI tlO ][I der
the IO ol triIt el LI 1Ded I tiOLI 1]

"Claim" 0 Mm Uhih 00 elrOthit OBelelMIr I or mi belomel el tiled

to Mdem It (I der thI Jotriltl]

"Commercially
Sensitive
Information”

the ColTdelt[IITorm tiol] Mted [ the CrCmellor] [I]rd Corm or
Order Torm [T Com I olJfommer 11 (el [1tive MIorm[tiol]
re(tto the DICTTer iR or Ab T TTelTlor [ThiTh the CICCer hiT]
TdT ted to the I thoritIthitITd T oled bithe CrthoriI T old [TT1Te
the CJer (IOt Commer I0dITdviTti e or miter I I
OL1T]

"Comparable

the (TI 1Mol Dewerbel1to [T other B[ er ol the LI Ter th(t [re the

Supply" I'me or [Im[IIr to the Delver[ble ]

"Compliance the Cerfol 1T T T oMted blithe T Ter [Tho [MrelTol b€ [or e[ [Tl

Officer" thit the D1 1er fomJer [ith e T ToblI tiol 1]

"Confidential mel 1] [ ormCtoIholJever 1 [ folveledJth(t retel] to the

Information™ b Tmel T Tldeveol meltl [Itrrde [elret 111 olJ[Hol[I[l[erfollel]

Cd Crrertlo 1100 the Bl "er or the LI er 1L IId I (MR [T tolether
Cith Morm(tio] derived rom the [bovell[ld (1] other Morm tol]
Clelrildel I ted [1belll ] folldeltllITIhether or Cot i Imlried [I]
"confidential"[Jor [JhiTh olT'ht re[TolIbl to be Collldered to be
rolldel (I




"Conflict of U Lollt betlleellthe LI 1 or (erlol I dl tielJolthe LI &r or the

Interest” O mer Jtomrd the ditiell olled to LI or LI Bller [l der [J
Joltrltthe re[ ol ble o]0 lolthe Bl er or ]

"Contract" elther the [rimelJor( ] [Joltrl It or the OLIMOM ol tr(I 't [ 1the oltelt
rel | rel( 1]

"Contract the term ol elther [l rLmeJorlJ ol tri t or LJLITOII ol tri it ol d [rom

Period" the el rler ol thel

OO0 ble Ctlrt Dl telor
blthe [leltve Dl te
[(to [Id Mrmdi the (T ble (rd Dl teld

"Contract Value

the hiTher olthe (I 't[1 TorellTelted tot I TJhirlell[d or LI ble [ der
O OoltrlIt [here [IIobI tol1 ] re met blJthe L Ier(]

"Contract Year"

[ [ollelltve Leriod ol tlleive 12 Mol thll lommel [ 1] ol]the [tlrt
Dite orell h LIl ver[Irlithereolll

"Control" [oltrol ]I elther ol the (e[l elldellled (I (eltO[ 110 (I'd 112 ol the
Oorloritiol]l T it 2010 [(Id "Controlled" [hill be [olltried
(I Tord[Imr]

“Controller” hthe mel ] [velto it Mthe U ODORM

“Core Terms” CCS’ terms and conditions for common goods and services which govern
holl DI ertt mit tert it Cth 00 (d Bllerl) [T der (rlmelJorl]
Ooltr It 1d OOmTOMI ol trirti1]

"Costs" the @O (ot Mitholt dolble relover([to the eltelt th(t theIlre

re(folI' bl (0Id [rolerll MTlrred b the D er [ [rovdll the
Dever(blel 1]

elthe (o[t to the O ér or the Uel] O bloltrlltor (1] the [oltelt
re[re (1N Ted Cer Jor D Tlo0e I M0 the D I@r [t
([ d e

T blTe [TIIr101Td to the DIrTTer T

11 employer’s National Insurance contributions;
M Cel 1o rolftrbtior ]

VO tetrrelr

vl [ other [oltritl I Temiolmelt bel el 1]
v [ (Ot oo

vIIDor e (I Tommod[tol]]




vlllor) Ule [T elllImelt [(Id tooll rellollbll [elelllrl] to
[rovide the DelNer(blel] (bt (ot [T IIdI] tem] [ Ided [ith(D
Imb bbeo M Id

[re[ oI ble relrtmelt [o[t(11 ][I reed [Iith the Bl er(]

I ColtMI Trred [Mrelleltol I I ler [lTeth(Ih [olld be tre ted [
Lt Cot) Cilord I to Celer D i lTelted I Tolt] Cridiilel]
ithmthe COCChTh ChOdmITde the [olt to be Chirled [MrelTelt ol
O er DiTetlbIthe DL Ier to the Bl er or [fo the eltelt thit rilIl]
[d tile [T L0 OO0@er Oilet [ Cot hed bl the D IerJ 1 [olt
(0 T rred bOthe DCCIer [Mrel e[t olthole DI 1er LT et ]

Dolerto I ToltllIh(Th Cre Cot I 1Ided Cth[ID (I or (b bovelto the
eltelt th(t [(11h [oltll[re [elelllr]]d [rolerll [ITrred bl the
O er Mthe Croviol ol the DelVer(be 11 1d

h[JRemb(riIble [JTellellto the eltelt thele h(ve beel] [Tellled [I]
(ol be 1 the Order lorm (I d [re [l lLrred [ delverl] (1]
Deverblel[ 1]

bltellIdm]
[l Overheld[]
[0 [0 or (I IOr ColtiT]

[(OmIte(1 1T e [Id [l ort [blt]to the eltelt th(t thele rellte to
mTte I e [(Idor (11 Tort DeverCbel] [rovided belold the [
Ooltr( It Teriod [hether [Mre([tolto [ @r ([ TetJor otherI1Mel

T thrtior
m(] [MMell(1d CelltlelT]

Ormol It I T ble [der OIMOMI hedlTe 101 (Bel I"ThmrII ) There
‘1Th [(rhed(Te M TedlITd

oo Ih temOirind delre It [T mort tol I Im I rmeltJId
moveme[ t[] [ [rovIIo I 1T]

"CRTPA"

the ol tri 't RiTht 1o Third CCrtle 101t 10000

“Data Protection
Impact
Assessment”

() ITelImelt bl] the [oltrolér olJthe Mt olJthe elwvlIlkd
[ro’e [ollthe [roteltool T lerrol T DItIT]

"Data Protection
Legislation"

[IIthe (1 [JDIIR [ melded fom time to timel [1ithe D11 201 1to the
eltelt th(t Tireltellto Hrolell o erfo I Dt [Id CrNO LTI
(M be [ [boltthe rolel T ol erfo Dt d (rvCITT]




“Data Protection
Liability Cap”

the Cmol 't [ elllled [Ithe rimelJor ]I rd Llorm(]

"Data Protection
Officer"

hthe mell ] (velto 1 Mthe U0 ODORD

"Data Subject”

hthe mel ] [velto t Mthe OO ODORMD

"Data Subject
Access
Request"

Orel e[t mide blllor ollbehlolJ DLt [ blelt [ (I Tord [Ie [ith
rithtJCri I ted CIr( 11 ttothe Dt roteltol 1 el lltO01to [ Telllthelr
Cerlol I DLt

"Deductions"

U0 Dervile Oredil ] Delld Dmelt] I (M bl or 1 other
ded(1'toJJhh the Bl er (1 ]d or I Ible to the Bl er (I der 1D
Olmo tri It

"Default"

[ITbrelT"h othe obI'tlo 1ol the T er (M 1T ] Cbldomelt ol
O oltrlt Mbrel"h oIt Iterm[Tlor (11 Jother de I 1t (I TTd I mterl]
de[lI AT tomII 10 el Mlel e or [t[temelt ollthe L[ er ot
OCbloltritor] or [ DO Jer CiIhollCoever [ 1 [olleltol]
Uith or [ relltiol]to the [T bleltim(tter oll[] ol tr( It (I d [Irelleltoll
UhiTh the D er [ TIble to the Relevl [t [ thoril 1]

"Default
Management
Charge"

h0the mel ] Dvellto © 10 DrIrh 1M ol rCmellor] [ hed[Je
OIMO T lemelt Ohrfe 0 d MormCtom

"Delay
Payments”

the Cmol It T T Tbleblithe (I 1er to the Bller [rellTeltoll]
dellllMrelleltollIMIeltole [ Tel[lled [Ithe mllemelt tO] DL

"Deliverables"

Oood I dior Dervlelth[t mIbe ordered [ [der the Dol tr( It [ 1Td ]
the Dol I melt tio[1]

"Delivery"

delVerllolthe relevl It Dellver ble or Mieltol e [ [[Tord I e [ith the
termJo 1] MO Moltri 1t (ol Ifmed [1d [T Telted blthe Bller bl
the efther (T rol Ifmto] [ [ril to the DT érCor (b There [ITOM]
(Chede 13 ImClemelt[tol] O] [Td TeX I [(Ted I Te bllthe
Bler oI Otmrmrtio] Dert te1"Deliver" [1d "Delivered" Chiilbe
ol trled [ Tord M ITT]

"Disclosing
Party"

the DlrtOdireltlor [IdireltD [rovid1] Dol de t[IMormLtol] to the
other rt[] I Tordllle [th OMle 10 M hit ol milt reel]
ColIde[ L[]




"Dispute"

(0 O0mdIIT I te or dilerel e [Thether ColtriIt( 1T or ColTo trl It
CriII o[t olor Mol lelto]1th the ol tr(Itor (1 [oleltol]]th the
Celotllto el lltel el e [ vdi e lor_el bl lor term(lltoll ol the
Uoltrl 't lhether the [1leled bl ChIDCrle [I-der LI [T or
(I 'der the [ olllome other [olltrl] [Id rellrdlel ! ol][lhether [
LortIOr (I e olLtol) m L el [ be broll'ht [ the LI IIh
rolrtir]

"Dispute
Resolution
Procedure"

the dillllte relolltol] [roledlre (et olt I Ul le 3L [ReloNlIl]
dir I tel1T]

"Documentation

del[r(tlo ol the Cervilel 11 d [lervile [evelllte h IO [T el I toT]
(rer mO OO e O mOC00 0o Cer I mO I T role [T deto ]
[d Croledlrelll[Iltem elvirolmelt dellrtioll] I d [N Th other
dol[Tmelt tol] T hether hirdlolor eeltro lorm]lrellIred to be
(T Ted blithe OCCer to the Bl 'er [I'der [ ol triIt [1T]

[Nolld re[lolI'blIbe relIred b1 lom[etelt third (It [T ble ol
CJood [MdItri]Cr(ItTe Coltr[ted blithe Bl ler to deveol [ Tol Il rel]
brddeIo r UmOmtImCride (I d te(t the MdvALI [ TTtem(]
th(t [rovide the Delverlblel]

(JMrellred blthe D Ier [T order to [rovide the Delver  blel 1] dor

rcJhJ] beel] or Chilbe [elkerted [or the [Irlole o]l rovidIl! the
Deverblel 1]

"DOTAS"

the DIT10Tre ol T [vodlTTe [fhemel rilell [ThiTh relllre [
‘romoter oI T[] [Themel] to tellIHMR] o[l [Tellled [otllble
Crrlemeltl] or [rolo[ 1] [Td to [rovide [relTrbed MTormtol] o]
thole [rrlllemeltl]or [rol ol [1th{ [et time ImEL] [ foltl1Ted [
Ot Dolthe DM e [t 2000 [d [ Celodlr e IIItoIm_de [l der
vire[] Lol t[JTed [ OCrt [ olthe DI e [t 2000 [I'd [ eltelded to
Nto T Tri e HoltrbltolIT]

“DPA 2018”

the Dt roteltior (1t 20101

"Due Diligence
Information”

(0 Mermtol) (1T 1ed to the Ll 1er bllor ol 1beh( 1ol the [ thoritl]
[rior to the [tlrt D tel]

“Effective Date”

the d‘te o] [Jh(Th the I ICrtJhJ (1 ed the Dol tritl]

"EIR"

the (Il virol mel tl I 1Torm[tlol1RelTITtol 112000

“Electronic
Invoice”

(1] Tvoe [Thih hiT] beel] edtriImited (I'd releNed [ [J
[triTtlred eleltrolMMormCt [ThiTh (OO0 0r fT T tomt101Td e@ltrol I
(rolel 110 (ITd [UhTh fomJer 0th [(Mthe Cfrole (trrdird (1rd b




(I olithe [TTtlIel] [IblMhed [ CommiII ol ImJemel tTl] Delllol]
20101000

"Employment

the Tr I Ter oJJ[dert LI [Mrotelto] om0l me t[JRel I It 1]

Regulations™” 2000 720000210000 Cmelded or rel Il ed or [I[]other RelJIItol]
mlemel tlllthe [ rolel ] Dol IDreltve AT
"End Date" the el rler o[l

[Ithe LI Dlte (M Jeltelded bl L] tel 1100 [eriod elerled b}
the Relev( t Ul thoril I der I e 1012 or

tO [0 Dol trit Tterm(I ted belore the di te [Tel[lled [ [T bovelthe
dite ol termI toJolthe Lol tri I t[]

"Environmental
Policy"

to [ollerve eler ][ terllJoodl [ [ Ier [I'd other relolrlelllredl] e
Ulte Id Chile olt the [I'e ollolole delletlll] [[bltlllrell (Id
miIImTe the reel e ol reeCholle [TTellvoltle or I omlold]
[1d other [(Tht T TeldCmI I to helTth [Td the el viroCme t T 1Td 1]
(0 OrfteC elvrolme[t[ I Toll]ol[the B Ler

"Equality and
Human Rights
Commission”

the 1 UoverCmelt bodl] [Imed (I [IIh [ mllJ be rellmed or
re[ Il ed b el vJelt bod(Jrom time to timel

“Estimated Year
1 Charges”

the [t ted tot I JhrCel 11 I ble bllthe Bl er [ the [t ol trit
Lelr [ ellled [1Ithe Order lorm(]

'Estimated Yearly
Charges"

means for the purposes of calculating each Party’s annual liability
(Ider [T e 112 [

[ Mthe [t JoltriIt Delrlthe Dtimited Uelr 1 DJhirCellor

01 the (I [ITblellelt Joltrllt Celr(lIthe Thirlell d or
[ Tble Mthe [reviol[ 1Mool trl It Delrlor

[ [iter the el d ollthe [l lo tri I t(1the [Th{rlel] [1]d or
(I Tbe I the [t Holtr(lt [elr diril] the Mol Dol trilt
Ceriod]

‘Exempt Buyer”

O bireltor (irChiler thit [T

a) ellIbe to [Te the CrimelJor] ol trirtrrTd

b) [MelterlJ Mo ] Jlem[t JOIoM0otrCt th(t 1D Cot [(Iblelt to 11
(M blel ol

i) the RellImtior ]
ii) the [JolTelTlollloltrlIt[1Rel I ITt0 1120101 [MTI20112031




i) the Otltle ol trlt[JRe [ Itio11201 0 201 2011

iv) the DelelTe [1d (el Trill [ b Ioltrilt1Rel Tt 112011 T[]
20114000

v) the RemedieIDireltive (2000111 [T

vi) Direltive 201023100 ol the Olrole ] O rMmelt [Id Co I
vii) Direltive 201020100 ol the Olrole ] O rMmelt [Id Co I
viii) Dire [ tive 201211 o the UlrolelllILrImelt (I d Lol Illor
[IJDreltve 200111 M0 olthe Olrollel ] JrMmelt Cd oIl

“Exempt Call-off
Contract”

the roltri1t betlleel1the [fem(t Bl er (1 d the [ 1ér [or DeverCblel]
UhTh Colmt[] ollthe term(] Cet olt [Id relerred to 1 the Order [Tlorm
[MCorCor(tM ] [ dhere Celel T rTIImeldI re ] or [dd]to the
termJolthe Crimelor] o trit0]

“‘Exempt Procurement
Amendments”

[0 Cmeldmelt[rellemelt] or [ddtlo1]to 111 olJthe term] olJthe
OrCmeJor[1 0ol triIt mide throlTh the Dfem(t Do ol trTt to refelt
the (TellN eedJol1] (Jlem[t Bl er to the eltelt [ermited b1 d [
OTord e Oth 00 e[ re [l remet I [T ble to th(t Jlem[t B[ Lerl

"Existing IPR"

0 00d JmmR thit (re ollled bJor Melled to eltther Ot [ d
[JhiTh (re or hive beelldeveoled [Ideleldeltll ollthe ol tr( It
[([Ihether [rior to the [t rt D te or other[ (e[

“Exit Day”

Chilhive the mel ] [T the [Crolel ) Dlol) (I thdrl LI LIt
20101

"Expiry Date"

the rimeJor(] (O 1r] DIte or the D0ITOM ] Dite [T the
[oltelt dItl tel 11T

"Extension Period"

the (rimellor 1 OLtolI I tel 10l [leriod or the (1LTOMIOtOI ]
[[tel 1o eriod [1the [oltelt dt tel ]

“Financial Reports”

Orelort blithe (I 1er to the Bl er th(t[]

(I Trovidelllltrle [I'd [Mnre®(tol ol the Doltlld Il Ier [roli
M1 [orel 11t b(Jthe OICérr)

bTrovidellltrle (I d [[rrelleltollolthe [olt(I[dellTellellto be
[ Trred bODeOCblol tritorJ M Jre[ [elted bl1the Bl er(!

(10 [ the [Tme [olllre (1 TTTe MIIrololl [[Tellor MIrolol
OordIolt [Id lormLCt [[the b temCIte I [Ih(Th h[Cve beel]
[ Ted blithe B[ 'er to the L[ 1Ter o Jor belore the [itCrt Dl te [or
the ['rlolellolthe Dol trlIt[ I d

11 certified by the Supplier's Chief Financial Officer or Director of
UM e




"FOIA"

the [reedom ol 11lorm(ti0[11t 2000 (1 d [T 1T bord[ te e[ Ito]
mide [T der th(t ([t [rom time to tme tolether [Ith (T IdTTe
[Idlor fodello[ [ r[Itlle [ Ted bllthe [Mlorm[tiol ] JommIl 0o er or
relevl ]t [JloverCmeltdellrtmelt [Irelltolto [T h [e IHItol]]

"Force Majeure
Event"

[I1evel t ol tllde the re[ ol ble [oltrololelther I rtl]ITe ][]
Cerform[ e ot JobMItiol 1 [Ider the Dol trlIt CrIIl] fom [It1]
evel tl [l om0l 1] h{Iell0l or [ollhlI el belod !
re(o[ble o troll I d [hilh [re [Cot [ttrib[tCble to [ OOt
Cellelt or [Ire to t(le re[loI'be [revelttive [[t0l] bl]th(t
OOt COCTd M

CCriotC T v ommoto 1 r or [rmed O[]

bliItlol terrorlim]

‘HrtoloverCmel tllol T Toverlmeltorrelllltor[lbode ]
di] (re(1oodl I torm or e[ rth(I 11 e or other [T tlrlIdIterl]

bt e[ IIdIN] O MdOtrOdII [te ret to the O @rllthe
Ooer 0 or [ other [Mre [ the O J@r or the
OCbColCtr tor T LI Ch O

"Force Majeure
Notice"

[ Urittel] Lotlle [erved bllthe [Lielted I rt[] o] the other [ rt[!
[ttt Ith( t the Dlelted LI rt[IbelevelIth( t there (1[I Jorle M el re
Ovelt]

"Framework Award
Form"

the dolImelt o[t the [rimellor(] (Il or[or(ted Term(! (I d
(0 MermCto] rellJred or the rlCmelJor] [oltr(It[Jto be
elellted blithe D mer Crd C0100d

Contract Period"

"Framework the melor] [Ireemelt elt[bllhed betlleell ] [Id the

Contract” Orer i TordlI e [ith Rel 1 1t0133 blithe [rimeJor 1 rd
[lorm [or the [rov(iol ol the Dellverl blelto Bl ler(IblIthe (1 Ter
[(IrI1ttothe [otlle [ blllhed ollthe [Id [1Telder [lervilel]

"Framework the [eriod fom the [rimelJorl][Jtlrt DI te (I tlthe [1[d Dl te olthe

OrCmeor JoCtrito

"Framework Expiry
Date"

the [(Thed(led dite ol the e[ d ol the [rCmelJor1Joltr(It (1]t ted
[Mthe OrimelorJO0rd Corm(]

Optional Extension
Period"

"Framework the [ort1 1 term] IITITbe to the [rimelorl] [Joltr(It
Incorporated (Telled Mthe CrimeJor1001Crd Clorm(]

Terms"

"Framework [I1'h Ceriod or [eriodlbelold [Jhth the [(rCmellorJJoltrl It Deriod

m(Jbe eltelded [Tkl Med [Mthe Crimelor ] rd Corm[J




"Framework
Price(s)"

the [(rlle T ble to the [rovlioJolthe Delverbell et ol t [T
LrimelJor 1 hed[Je 3 (IrCmelJorl] Lriie [1]

"Framework
Special Terms"

(0] tddiior T term] (7d Coldior] [(Teled 11 the [rCmellorl]
00Crd Corm [ orCor(ted [1to the CrimelorJ ol tri 0]

"Framework Start
Date"

the dite olJ[ilrt ollthe rimelJor] LoltrlIt [ [t[(ted 1T the
LrCmelJorJJULrd Lorm(]

"Framework Tender

the telder [T bmited bl1the I er to U0 [Id (Il eled to or

Response” relerred to [ [rimeljorl1 [ hed e 2 [TrCmellorlI Tel der(T]

"Further the Irther Comettlol 1 roledl re dellribed I rCmeJorJ I hedJe

Competition O MmO rd Croledrell

Procedure"

"UK GDPR" the retllled 1 [ verlIol] ollthe [Jelerl 1Dt [rotel tol]
Relmtioll (Rel It (L1201 LI

"General Anti- el the elItiol] [ rt olthe L e [1(t2013 (1 dird

Abuse Rule"

[ [ [TtCre e Jmmtol] Mtroded [Ito (I rimmeltto (ol ter( It T
(dv [t el Crll] dom (bl ve [rrlllemelt1to [vold N[ to[ 1]
[ Irlle (ol trBltol 1]

"General Change in
Law"

OUhO e W0 Chere the Chil e Mol Ll [ eler [lellltve [t re
MId ] T or ditle ol Lort Cmet ] the (LI @ror [Jhilh
(el tJor relte(Jto [J Jom I riCble O]

“Gold Contract”

O00IOM o trIt [(Ttelorled [ 0old [oltrl It (I 11 1the [ blTet
Oe ol trirt Tler ] Tooll

"Goods"

[oodImide [v[IlIbe bllthe L IImer (1] [Tellled [ [rrmellorl]
(lhedlle 1 (Mel T to0d I relltolto [ JTOMoltrilt (1]
[Tellled [Ithe Order [lorm [

"Good Industry

tordird I tMel TImethod] [1d [roledlrel] (ol lormI] to the

Practice" (0 (I d the eler[ e ollthe delree oI TIMI[Id [Trellde el
[(rfdelIe [1Id Brel1Tht hiTh Jolld reJ ol bl I d ordI Il be
ellelted rom [ [[1led [Id ellkrelled (erfol]or bodllelllled
Oithilthe relevi It Id(Itrllor b 1Tell]leltor[]

"Government" the [overlmelt ollthe [Ited DI dom I 1IdiC] the Northerr

Trelll'd [Tembd [Id [lelltve [Jommiteel] the [[ottllh
Coverimelt [Id the NCtol[I ] [Temb [or [ lel 11 mITdi]
Coverlmelt milter(] [I'd [overfCmelt dellrtmeltl] [Id other
bodlelTTerlol [ TTomml ol lor [Ielllelliromtime totime [[rriill]
ol t M tlol ol & 1beh ]




"Government Data"

the dttetCdr I DdIrCm M el or Lo d[] [folether [ith
(ditCble mide [ ol 1ol thelel1lhTh [re embodied [T (11
eleltrol I m I et ot Tor tLI I ble medIII I (1] ol ithe
Authority’s Confidential Information, and which:

[ Cre [[111ed tothe O er blJor olJbeh(1Iblthe I thoril T or

[ the O Ier (Mrel Lred to (el erl tellrolel [ []ltore ortrl I m({
(r(T 1t to O ol trintl]

"Guarantor"

the Lerloll I I T ho h{ I leltered [[Ito [ rL[tee [[Ilthe [orm (et
ol t ot U hedl e I rl I teelIIrelltol]to thil ol trit]

“HM Government”

Her MIet[ 1T overCmel[t[]

"Halifax Abuse

the [rill e el [TTed [ the LTI e 2007102 HOMIO fd

Principle” other(T]

"HMRC" Her Majesty’s Revenue and Customs;

"ICT Policy" the Bllerll (o[l [ relTelt olJMorm(tiol] [I'd CommI I IO torl]
teChloollTrelerred to [the Order Corm( I Ihilh [T [orle [t the
OOmOm Ctirt Dite (1 foll] olJ[JhIh hiI] beell [TI1ed to the
O tert [ [I'dlted [rom time to time [ [l Tordl e [Ith the
Virtioll roled rel]

"Impact (0 TelITmelt olthe mItolIVirtiolre I eltblithe Relevllt

Assessment” (O thorill fom(eted (11 ood [Tith I ITd T

[I'detl1Nolthe ([ Ttolthe [Tololed V rItiollolthe DelWerblel]
d the OJCrerl [bMl ] to meet i1 other oblMI tlo 1] [T der the
OotriItr]

bldet(IMolthe [olt olIm[Iemel t[Jthe [Tolbled VIt

[Tldet D olJthe ool Coltl]re[Ired b(Jthe [rololed V(ritol
Uhell mCemelted I IIdIIO 0] Orell’e or delrelle [ the
OrlCmeOorl] OrTe 1hrCel] (0 OO blem ] Cterc tio] [T the
reColrlel] (I dor e[leldilre re[Ired bl ether Ulrtl] [d [I]
[Jtertiollto the DorII] [r([teJoether [I[rt[T]

d0timet ble or the mJemelt[ tlo[ I tolether [Iith [ ro ol T or
the te(tll 1ol the V(ritiol I 11 d

elII'h other Morm(tol] [11the Relevilt D thortl i mJrell o bl
re(Telt [Mlor MreTolle tolthe VIritorelTeltl]

"Implementation
Plan"

the (0 (or (rovIo[ ol the Delverble et ol t [T MO hed e
13 ImJemelt[to) O I d TeltI [ Jhere th(t [IChed(le [ [ed
or otherJle [T Treed betlleel1the N1 1@r [1Td the Bl err

"Indemnifier"

OOt rom [Thom [ IIdem i I folrht [T der thh Do trit]




Commissioner"

“Independent Chere [ [oltroller h{1] [rovided [lerfolI 1Dt to [T other [I[rt(]

Control” UhiTh (Mot [JroleTor or [] o[t [Joltrolér bel 1] e the rel11le[t
treldetermlelthe (I rColeJd mell o [rolell1I1bltdoellloD
(el rltelll fom the [oltrolér [rovdll] @ Jith Derfoll Dt (I d
‘Independent Controller” shall be construed accordingly;

"Indexation" the [dlItmelt ol molltor (Im [IJ[[Tord [ le [th rCmelJorl]
[Ilhedlle 3 Mrimellorl] Lrilel 11 d the relevi] t Order [lorm[]

"Information" h{l] the mell ]I [vel] [Ider [eltlo[] (1] ollthe [reedom ol]
[IIerm[tol1I[t 2000

"Information the UK’s independent authority which deals with ensuring

[Mormtiol] relltll ] to ritht] [ the [ b [Iterelt (I d At [rivII 1]
[or Idvd T [MmetIhIt CromotlJolel el b blMbode 1]

"Initial Period"

the [t term ol 1] ol trL it [T ellled [IIthe LrimelJorlJJIrd [Jorm
or the Order Lorm([ 1 [ Ithe [oltelt rel [lrel(]]

"Insolvency Event"

OthrelTeltto (T errol I mel 1]

Mtht Cerlol] (11 Teldlor thre(tel[to [T Teld I melt olJi[]
debt Tor M I'bleto L] iIdebt1 theJMTId e or Cdm i I b}
to (D i Jdebtl Tor]

Mbell] J fom I Jor [ LM deemed [ ble to (111 ]debt]
OithiMthe mel Il 1ol elto(1123 ol the [l oNel [ It 1011 or

Mbe ] O rtCerChT deemed [ ble to (11t debt11thITIthe
mel [ 1l lol I e(tiol1222 ol the Tl oNel [Tt 10111

brith(t Cerfoll fommellel] [elotltiol 1] [Jth o[e or more oll{il]
Credior T COvoMtrICrrl T emelt(TTheme o[ Trril T emeltor

otherJel1Jith [1viell to re[Thed I ] [T lol il ldebt Tlor milel ][]
(rololl1ororelterll[Oto [ 1fomlrom(le or [rrl I 'emelt [Ith ole

or more ol litl! [reditoror tllel] [ [tel]to obtl 1 ] morltorlIm

Cr[Itto Delto10 [I'd Chedlle (1 ol the [Ioel I [Jt 10010
other th{ T [MIthe [TTe o T fom[ I T Jor [ rtCerChIor the

roe [Irioleoll][Theme [or [JfoNvelt (M mrtolloth(t Cerfol]
[1ith ol'e or more other fom(I el or the [oNelt re[o[trlTtl0 ol
th('t Cerfol 1]

(T other Cerloll belomelJeltiled to [ 1 ollt []releNer over the
(I TetJolthlt [erlolJor [lrelelver [ [ ollted over the [ Tetllol]
th(t Cerfol 1]

[d][J [reditor or eI I mbriiler olJth(t [erlol] [tt[Thel]or tllel]
[o[TelTIol] olor [ dtrelTTJelelTtol] or other [TTTh [rolell] I
evied or el Torfed ollor [Ted (T rt'the [Thole or [Tt ol thrt




person’s assets and such attachment or process is not discharged
Othm10dOCrn

[e(Jth(t Cerfol] [IJTeldlor [ellelllor thre(te[lJto (11 Teld or
(ellellTrrlIIJol] J0or O[T bt It ol IbITTel 1]

(M here thit Cerfol] M Com T 00 or O CrtCerChill]

[0 Cetitlol] [0 Lrelelted [IIh(Ih [ Cot dlImIled th10dO ol
it Cerviie [otlle [ Cvel I lreloMtiol] 1[I Tedor [I]order I
midellor or [ Coleltiol] [ith the A [ olth(t [erfol]other
th(1[or the [ole [T r[ole ol l![Theme [or [J[ovelt (mI I mLtollol]
th(t Cerfol] [Jth olle or more other fomlIIlel] or the [olvelt
re[ol [trlItlol 1ol th(t Cerlol ]

LI ) L tiol] [ mide to Colrtlor [ order [l mldellor the
[ olItmelt ol 1] Cdm(IItr torlor [l ] [otlle ollltel tiol Ito (11 o/t
() CdmDitri tor [ (Ted [t Colrt or [ivell or [ CdmiIitr tor [II
[T oltedlover th(t Cerfol1]

M e M [ fom T or [ [I1the holder o [T Ok
[hirle overthe [ITetlolth(t [lerlollh(1belome el titled to [ [blt
or h{IJ[ [ [ollted [ L dmI(Itr( tive re[eNer_or

(IV[Ibe O rtCerChill the hoder ol I I LI rI Ly Ot Chirle
over the [ Tetlolth(t Cerfo1h[ [ Ibelome el titled to (I bl or h( ]
(I oted [ I rO i rl I releer_or

M evelt olI1r[[Jor [roleedl] [MtIelll0th re(Telt to th( t
Cerfol] I [0 MriidMto] to Ohih f [0 [(Tbhelt thi(t hi(1 1] et
el [Iv[lelt or [Im[Irto (1ol the evelt[Imel[tiOolled [bovel]

Property Rights" or
"IPR"

"Installation (0or 1] Uhith the il er Mto [(Lrrllolt [t the bel I I olthe

Works" OO ol tri It Deriod to [t Ithe [Nood[1 I [ITordl [T e [ith the
OmOmootrirtH

"Intellectual (I TolrhtO riTht[] rellted to or [ordIl] [roteltiol] [ImIIr to

CorThtOrThtD [0 ditCbTelT][teltl] [Id rTht(] 10 [Ive tlO 1]
CemIoldtor tololrl I hrIht([trCde mCr[LLrIIht] I [terCet

domII[I'mel][I'd [eblTte [ddreTe ][I d other riTht[I[ItrCde or

b Tel 1 'mellTood]IIde T T olHo I trCde [elret 1 d

other rTht] [ o de tII TIIormto ]

bOOImMIter ] or reJtrL to 11 d the riTht to LI [6r retr tOo 1]
[or (111 ollthe riTht(] Mted t Mthit [re [(TTTbe ollbell]
reltered I (I ol trlJor Mriidtio1Id

[T 00other riThtChivIIJerNvTe t or CImIIr elelt [T Irfol L trljor
rd [t




"Invoicing
Address"”

the [ddrel[ [ 1to [1h(Th the L [1ler Chivolle the Bl Ler L[ [ ellled
[1the Order orm(]

"IPR Claim"

L0 (Mmool Ml emelt or [eled [Mirllemelt [T IIdII the
delell e ol h [remelt or [lleled [r emeltl o] 1] IR
[I'ed to [rovide the Delverlbel] or otherllle [rovided [l dor
Melled bllthe II@r [or to [Thilh the DI er hil] [rovided
(I Tellllto the RelevlIt [ thoril] 1 the [Tmelt oIt obIItlO]
[Ider [J ol triItr

"IR35"

the ol Irorllel] re ] IdnvMAIIIT [Tho Corl] thro[I"h thelr
om0 [ the [(Ime [Mlome tl [d NCto) Wilrlile
Loltribltoll]) 1) 1) emllolee [hih [ be oI d ollle [t[
htt O O [Mov I Od e [F3 CTd (o IR Te 1]

“ISO”

Mter I to 1 Or I T tol] (or CtirdirdII tior ]

“Joint Controller
Agreement”

the [Ireemelt (I [Tleltered [to betleellthe Relevllt [ thoriil’
(I d the Dier (T bt Mthe orm (et ol t [ [ el12 ol ollt
[lhed e 11 [Processing DatalT’

“Joint Controllers”

[lhere t[Jo or more [Joltrolér[] B[t determ(le the [Irlolel ]d
mel ol Jrolel I ]

"Key Staff"

the divdATI (M Tidel tied [(1111h [Wthe Order [Clorm(]

"Key Sub-Contract”

ell’h U blMoltrilt Jith 0 DellUCbloltr 1 torl]

e Key
Subcontractor"

(O Orbrortrirtore]

(I hith I reféd [(Tol to dever (1] OorJ (I T 1Te OthlD the
DelVerblel MIthelrdel tret [ dlor

bOOhITh the o101 ol1JI[] or the Bl er [eriorm(] [or [lolId
Ceriorm [ oMted 10 CrilIT Trole [ the [rovIol] olITor [
[Irt ol the Delver bl T dlor

(D0th O OfbMoltrit Dith O Coltrllt viile JhIh [t the tme ol
[TTolltmelt elTeedl1or [lolld e[Teed M TTollted 101 olthe
O relJte [hirlell orel[It to be [I[Ibe [Ider the IO
Dotrito

['d the D mér Chiommt O T rh CedDOCbroltri I tor] [0 Celtiol110]
olthe [rimelor1000rd Corm (1 d [Mthe De0bloltriTtor [eltiol]
[l Order [orm(]



https://www.gov.uk/guidance/ir35-find-out-if-it-applies

"Know-How"

(Idel[Trol et ThemelTlIormitol [ Tolled el te h I el ]
methodoo 11l d [ thiIlJelle [Ithe [I'tlre ol ol lthol] rellt]
to the Delverlblel] bt e[ TTIdMI] [(Tolltholl [lre[d[] [T the other
Party’s possession before the applicable Start Date;

"Law"

OO M O T bord [ te ellOItol [ithIthe mel I lol[ el tlol121M1[]
olthe [Mterlretto] [t 1 blelll el lorlelble riTht [Ithllthe
mel 1] ollJel[t012 ollthe [rolell] Domm(Ilitlel] (it 11207
re[[ItlolorderCrelItor ] CoMMI I mCIdltor(] [ Id[ e or [ode o]
CritMel] Tdimelt oll[] relevllt [olrt ol I[Jor direltvell or
re[[Ireme[t[]1]ith [Jhih the relevl It Dt [Mbolld to fom L]

"Losses"

Ulollell] Mbmel 1dimlellJ ot [lel lellel] MIIdMI ell]]
leellldIblLrlemelt 1] olt[]ollveltI to @I toll ] ettlemelt
dimeltlterelt (I d [ellltlel] [lthether [riII] [ [oltrl [t tort
MIId ] CeIleleMbreTh ot tltorl dt(TImIre re et tiO[]
or otherJle [1I'd "Loss" Chlibe [terreted [ Tord I

"Lots"

the [Imber ol otl] [(Tellled [ [rCmellorl] [hed e 1
[MNe MMt TT blell

"Management
Charge"

the [Im [(TellIed [0 the [rCmellorJJI[rd Uorm I bie bllthe
Orer to 00 [ OTordl e [Jih COrCmelJorl]l [JChed(Je []
MO emelt OhirCeld MIormCtorT]

"Management
Information" or
“MI”

the mi I emelt [Worm([tol] [(Tellled [ Lrimellorl] [I[hedlle [
MO Temelt Chirfeld IormtorT]

“MI Default”

mel 1] [TheJto 20OMORelort(]re ot [rovided I (1] roIl] [T
(MImoth eriod

"MI Failure"

me 1] hed [1JMrelort[]

(Mot (I mlterd error] or miterIl om0 1 or [ mIIT 1]
m{ I dtor(Jled or

bl [MTbmited (100 ([ orre(t M relortlll ] Tem(Iltel or

(11 [Mlot [Tbmlted blthe relortll1dlte M T ] There [
delllr tlo ol b bl 1lelT]holld h(ve beel ledT

"MI Report"

me 1 0relort CotMMMIMOT emelt MIorm[tO [ bmited to the
OCthorit ) I [T Tord( e [Jith OrCmelor] Chede [ M "emelt
COhirfeld MermCtorm]

"MI Reporting
Template"

melTT] the orm ollrelort et olt M the el to [rimellor(]
(rhedl(Te O IMII T Temelt Chirfe [T d MormCtol T ettlT ] olt the
ormrtiollthe T @r [Mrelllred to [TTT1to the (1thorir 1]




"Milestone"

[IJeveltortllIdellrbed [Ithe mllemel t tio] L]

"Milestone Date"

the tlrlet dite (et o[t [t the relevilt Mieltole [ the
MmJemeltlto b IhTh the Meltol e mLIt be [Chieved[]

"Month" [ [IJeldlr molth [Id"Monthly" Chlilbe [ter reted [ Tord ]

"National (ol trib(tol ] relllred bl the Lol el i) Joltrbltoll] (I d

Insurance" Bele@l 1t 1002 [Td mide [ Tord [ Ie [ith the ol [lellTril!
(ol tribltlol[ T Rel[Itol 112001 (2001100 1]

"New IPR" (IR [ temJrelted blithe L [1er (or blJthird [ rt[ ol beh( Il

ollthe O er]T el I or the [(TrlolellJol] Doltrilt (Id
(i dltel ][ d LmeldmeltJolthele tem[ I 1IdII bt [ot Imited
toldt[b e [Them[ I dlor

bJIPR in or arising as a result of the performance of the Supplier’s
ob[MI tlol [l der [J ol trlit [I'd LI dl tel1d Cmeldmel[tto
the [T me[]

but shall not include the Supplier’s Existing IPR;

"Occasion of Tax
Non—-Compliance"

[herel

L0 TOO retlrl) olJthe LIl ller [(Tbmitted to (1 Relevilt TLI
U thoritl 1ol or [Iter 1 Oltober 2012 [ ol d ol Jor [iter 1 Crl
2013 to be [l orrelt [ rel LItlo[]

[ JRelevlt TOOO thorfl (T Tel [ IINChe I the DO er
[I'der the Celer([10tIbl[le Rlle or the HIIIL [blle
Or[C10e or [ider LT reHor e CItio D [ 0 Mrd [tio [
th(t hDve (1D elelt e[ Iv[Ielt or CIMIIr to the Deler It
[Ible RJe or the HIMTI 1 [ble Crl el

1T the Mre oJ[1] [vod[ITe [Theme [Ihlh the DI er 1]
[voNed [ 1d [hith D Tor Cholld h(ve beel I oted to [
Reevt T O thoril [T der the DOT or [T el[Iv[Jelt or
(IMIr re[me T [ [rdto 1T dor

b0 T retCr] ollthe I Ier [Thmited to [0 Relevilt T
O thoritJollor [Iter 1 OLtober 2012 [hih [Ivellrlello]or [Iter
1 Orm20130to [ [rim Mo vItor [ OO0 [Mrind ol (or T
re(lted olel el [ hih [ ot (Telt [t the [t(rt D te or to [ [Iv[]
Ce It [or ML d or evl 10

"Open Book Data "

romlJete (1 d (I TTrite MITMTTd Col MM Tormtiol [ThiTh
el t to el I'ble the Bl er to ver(lithe [Thirlel I lreCd1Id or
(ITTble [1I'd [hirlelllorelT]tto be [11d drl lthe rem[lIder o the
OOMOMDoltrortmrmd o det 0 Crd CIOT T T mCto I JretII] tol]

[Tthe Supplier's Costs broken down against each Good and/or
Clervile [Tdior Deliverble JIITdIT (IO e[ Teldilre




I ) (Ot Cre M emel t [oltl (1 d the (It [olt (1 d totl]]
[t ToltHolIIIDeNer belT]

bloler(tllJell el ditl re relltlll]to the [ rovliol ol the Delver biel]
(T ) ) OO Cho DN

[ the (It Coltl) (Id [(LUItt) oll Hoodl) [Id [ other
(o[l ITmCbellldbollhtil Dever bert]

[ (tLroltbrolelldolll] [[Ito the [ mber (I d [rldelroe ol I
OOmer COthmiree ol LI [oltM el T TTItoether [1th [ It ol
[ reed rite ][ [t el h (rLdel]

[ 0 It oot [ der I thole rltelJor e[ ILh [r{delbell]
the (I reed rite e[ 1the I ler roMCr 1 d

VIRemblriIble [Te lellll6ed [T der the Order [lorm[]
(11 Overheld[]

diOmMteretJellTellel] [Id (1] other third [t OO0 Col
(I Trred [Drellto[1to the [rov(io[ ol the Dever be[ 1]

ellthe O er Crolft [I'hieved over the rimeJorJ ol tr(It [eriod
(d ol L) LI b

[ [o[JImCtol] thi(t [0 method] o[l [Jolt [l obrtomelt [(Id
Overheld [0l [tiol] [re [ollltelt [Jith [Id [ot more olerol ]
th(1J [T T"h method(J I leéd el erblIthe (IO I@r]

D0 el I tol) ollthe tile (I d viile olril] (I d (ot elllel]
[ Tolllted [Jith the [rovIioll ollthe DeNer ble I ITdI] the
[mol [t ol molelllttriblted to el1"h rlIl [ dor (ot el TTIId

hiithe (It T ot ro(lé [or e[ h Cervile [Leriod]

"Order" mel[ [ 1] (1] order (or the [rovilol] ol lthe Delver bel] [l ed bl []
Bl er [1ith the Il er (der (1oL tri I t[]

"Order Form" [Jfom[Jeted Order [lorm Tem[Ilte [or e[ Iv[Je[t Morm[ tol] [ ed
blthe Bl er(Ied to [frelte []JMOMJo tritl]

"Order Form the temTte [ Crimeorl] (I hedle [J [Order [lorm Tem[te [ d

Template" OTO I Ched el 1]

"Other Contracting
Authority”

(It ror [otel t Bl er [ der the [rimellorll[Jol triIt(]




"Overhead"

thole [molItll[hh [re [telded to refover [] [rolortiol] ollthe
Supplier's or the Key Subcontractor's (as the context requires)
[direlt Corlorite Colt ) [T I MM mCrCet - dvert (I
re[elrCh [Id develolmelt [I'd [ Irlle [oltlId (I [ellor
Celltle[ 11 bt ellInd ol ble [direlt [oltl] [Iortoled to
Mmre [rd Cdmtritiol] [ the Croviol ol ler AT d
CTordMm [ iTded Cith(T imb [(TTol the delMitio lol "ot}

Indicators" or "PIs"

"Parliament" te0 0 trlme 0 () [ter reted b C0I[

"Party" Mthe foltelt olthe CrimelJorll ol tritC 101 or the LI Tlertid
[Ithe [Ilthe [oltelt o 1] IOl Jol trl It the Bl er or the LIl 1&r[]
"Parties" [hllImelboth ol them [Jhere the [oltelt [ermil ]

"Performance the erlormllle melllremelt[] [Id tlrletl] I re[lelt olthe

Supplier's performance of the Framework Contract set out in
Orimellorl]OChedle O rCmelor M T emet[1]

"Personal Data"

hthe mel 1] [vellto {lthe (10 LIDURD

“Personal Data
Breach”

hthe me 1] OvelJto @ Mthe 00 ODORD

“Personnel” LIdreltor[ L oller lem[oleel [ et oI TRt d [T er]
ol J Urt [fdlor olJ [ ClbColtriitor [Idor [ blrolellor
el [1Ted Mthe [erlorm 1 Te ot lobMI to I der (1o trlItl]

"Prescribed DellITdviertITIMor [T rolriIte bodTThiTh [1htleboller

Person” may make a disclosure to as detailed in ‘Whistleblowing: list of
prescribed people and bodies’, 24 November 2016, available online
[l { htt (1 TT0 0 [Mov I [ToverLme t I b tlo I biol I thel]
(hiftleMTtore T ribed Teol el dbodiel 1T2(Th[Itebo T [Tt
olllre [ ribedTeol el dbode[I]

“Processing” hTthe mel 1101 [ivel1to #1the (111 [IDORT

“Processor” hTthe mel 1101 [ivel1to #1the (111 [IDORT

"Progress Meeting"

[0 meetI] betJeel] the Bl er [ thorlled Relrelelt tive (I d the
Ooer D thorled Relrelel t tivel]

"Progress Meeting
Frequency"

the rellell1] [t UhiTh the Oer Chimioldirt [ Crolrel 1]
MeetJ M (TTord( e (Jth Jm e (M 0 [Telled [ the Order
[lorm(]

“Progress Report”

[0 relort (rovided bl the DI 1ér MdITtin the tel 1] tirel] to
[IThieve M(eltolellor deMerld tel ]

“Progress Report
Frequency”

the Mel eI 1]t [IhiTh the O er ChilldeNer [rolre[ ] Relort[]
[ Tord(I e Oith O e (1 (0T el1Ted [Mthe Order Corm[]



https://www.gov.uk/government/publications/blowing-the-whistle-list-of-prescribed-people-and-bodies--2/whistleblowing-list-of-prescribed-people-and-bodies
https://www.gov.uk/government/publications/blowing-the-whistle-list-of-prescribed-people-and-bodies--2/whistleblowing-list-of-prescribed-people-and-bodies
https://www.gov.uk/government/publications/blowing-the-whistle-list-of-prescribed-people-and-bodies--2/whistleblowing-list-of-prescribed-people-and-bodies

“Prohibited Acts”

[I'to dire(tlor [Idre t(loler L rom(le or [Ive [I ][ er ol lor ]
[or or e[ 1 ed bl B er or (11 Jother [T blIIbod1 ] I I or
other [dv[ [ tll e tol]

[ [dilethl(terfollto Ceriorm mlro erIJrelevl [t [T tOlor
[tV or

[0 reJrd th(t Cerfol] [or mlroler [eriormJ e o] relevit
MItoor (It

blto direltll or [Idire tl rell eltlI[Lree to relelve or [[lelt [
IO or other [dviItlle [ [ Id[femelt or [Irell[rd [Or
MmCroler Cerlorme ol O relevt [MIto0 or OtnED [
ol eltoll [th ell’h Dol trlI tlor

(1 Committo] [ ollel el

[l (I der the Brberll [1[t 2010 [or [ 1] el lltol] re[elled or
revoled bJ[(11'h O[tTor

[ (I der e 1tol]l or lommol] [ [ollertl] wrd el t (It
or

[ dem A I ttem [t to delr 1 d or [0l [Irll]to der [ d [
Bl er or other [ I bllllbod[Tor

dO ottt tile or toldiIt [ihiTh Lol Jd (o[ [til te ol e ol the
ollell'el]Ited [ der (I bove M 1I'h [ tNAITTr I tlle or foldlIt
hidbeell[lrried ol t [Ithe (I

“Protective
Measures”

L rolriIte telhII 1] [Id orll Il tol I Imelllrell [UhiTh m(lL]
I TdeedoI'mIIIC [d el r [t Cerfol Dt el [ TrII]
roldetIRAT T Mte A TV [1Td re(1e& e ol l[TTtem] [T d
Cervle[Te I Trth(t DvIbMl oIl d [(ITelllto Cerfo 1Dt
[T be reltored M [JtmelmiIer [Tter (11 M deltCIId rel T1IrT
(I Tel 10 [1d ev IOt the eeltvelelT]olthe [TTh mellTrel]
(dolted bl [t I thole oltlMled [ [rimellorl! [IlChedlle []
[MCber [Teltl [rhemelll [ [T IMIblell [ the [1ITe ollthe
Crimelorl][JoltriIt or MO M IChed e [ [Mel T ri T T bel’
[Mthe [(1[Ie ol IO o triItl]

“Rating Agency”

[Idelllled [Ithe Crimellor ] rd [lorm or the Order Corm([ 1 ]the
[oltelt re[lrelT]

“Recall”

Crellelt bllthe [ er to retlr(] [Jood[]to the 1 1er or the
miI T tlrer [iter the dilToverl] o[l [Tletl] [l Tel] or deleltl]
mrmd i dele 10 [the riTht (TR riThtCTth(t mTht e[d1 1 er hellth
or hilider [eriorm([ I el]

"Recipient Party"

the Dt Jhh reevellor obt I ldrelt[Tor [Idre [t ol lde L]
[ormtiolr]




"Rectification Plan"

the Supplier’s plan (or revised plan) to rectify it's breach using the
tem(te I ot [IfhedJe 10 [Relt[Itiol] I Jhith ChOmD
[ 1Idel

[ Imdet 1Mol the DelJtith(t htDo I T rred I I ] [Jroot [T e
LTI

bl the [t or [t ted ellelt ol the Del trid

[Tthe [te[ L [Jhih the O ér [rololellto t[ e to re tlthe Delll i
I O bel) (Id to [revelt [1I'h Delllt fom rellrrill]
Id M0 timel[L1IeJ[or [T1Th [(te[ ][I d [or the re[t[[tO0] ol the
Delll 1t/ (Tlhere [T blell]

"Rectification Plan
Process"

the [rolell] et olt I L Ie 10311 to 10311 [(Re [t tiol]) [
Urolel 1l

"Regulations”

the Db Dol trit Reto 112010 Ldlor the bl Dol trit]
Mot diRe It 112010 (M the (ol telt re[ rel 1]

"Reimbursable
Expenses”

the rell ol ble ot olllbollet trivell I d [IblItelle [lor e[ mllel]
hotel[1'd lood el TellTel Tl rolerllId elelllrl Irred I the
Cerlorm[I e ollthe Oervilell] [Tl Ited [t the ritel] [(ITd [T
(ITord[ITe [Ith the BilerMellTellell [0l [Trre[t fom time to
tmel bt [ot M IId I

(ItrivelelTelle] I Trred [ Dre [tlo I ler CtlITtrive I to
[d rom thelr LTI [T ]Ile ol Jor[Lorto [ d rom the LremIle[ ][t
Thh the Cerviiel] [re [rI 10 to be Cerlormed [ el T]the
Bl 'er otherl[le [Ireell [l [dv( e [ Or I d

bllTblltelleellellel I rred b &r CtLIT I Cerlormiil]
the Uervile] [t thelr (I 1IJ0Ie ollorTlor to [ d fom the
[rem(lel ][t [Jh{Ih the Cervilelllre [riI I to be [erlormed(]

"Relevant
Authority”

the Othoritl ] (Thith [ [Irtl] to the [Joltr(It to [Ihith [J rTht or
ob[III'tlo ] [Molled 1 the [bltelt rellrell]

"Relevant
Authority's
Confidential
Information”

O T00erCol 0Dt (0d [0 [Merm( tiol [ Thollever [ [ (ol veled]
th(t rellteJto the b 1Me [T T develolmelt[ I rolertIr[Tht[T]
tride Celret[T1Olol0Ho [I'd MR ollthe Relevilt [ thoril]
(MTd ] TRelev It OCthoril ] OCTHEM MR [7d NelD MR

b other MTorm(tior] r1elrll del Tl ted [T1 bell for et
‘Thether or ot 1 [T miried "rolldelt[" 1 or [Thilh ollht
re[T ol bIbe rolTdered fol e[t TIh(Th fomelllor h[Tifomel]
to the Relevant Authority’s attention or into the Relevant
Authority’ 1 ColTelTTol1 [ folTeltol [th [T Joltri It d

[Moerm(tiollderived rom [ ]olthe [bovel]




"Relevant
Requirements”

LM ble [0 rel[1t0 ] to briber [ Lorrl) tol ] d wd I hd ]
the Briber( 1 [J[1 2010 (I d (I JId(I e MTed bllthe el retl rJol]
Otlte LIr(I [ Itto [eltol ol the Briber ]t 20100

"Relevant Tax
Authority”

HMR O Cor I T bielthe t(1] [thoril ] 11 the TrdIto] [ [Jhith
the D Ier [MeltCblMhed]

"Reminder Notice"

[l otlle (el t I Tord e Uth OMIe 100 Cvel ] blithe L er
to the Bller (rovidlll! Lot tol thit (I melt h(l] (ot beell
re(elved ol]timel]

"Replacement
Deliverables"

1) delverlblell [lThiTh [re [TbCtOtIm Omr to [ ollthe
Dever(blel 11 d [Thih the Bl er relelvel] [l [T bltiltiol]or (1oLl
the Delverblel (o011 ]the MO D tel1lhether thole
Coodl]lre [rovided bl the Bl er [Mter I dlor bl third CIrt(1]

"Replacement
Subcontractor”

U Cbloltrltor ol the Relllllemelt LI Ier to (tThom Tri I lerriil]
O er OmColeel I OItri I Ter ol [ Uervile Trl [ ler D( te (or (11
Olbloltriltor o I [1I'h O bloltrl]tor]

"Replacement
Supplier”

(0third CrtC) Crovider o Rel I 'emet Dellver[blel ][I ollted bl
or [t the direltiolJolthe Bl I er [rom time to time or [lhere the Bl er
[l rovidRel I 'emelt Delver blelllor it Jol [ [ Toll ti T hIIITIo
[ 1de the Bl erl]

"Request For

O rellelt ©Or [Iorm(tol] or [IJ [ ITrelt re(lelt re] to O

Information" ol trl It [or the [roviio[ ol the Dever(bellor (1[Il reltrel e[t
[or [T1'h [Moermtio][Tder the O or the [IR[T]

"Required the [MIriIlel] rellired bl (oMt Orhedlle 3 IIIrllle

Insurances” RelremeltTlor (1 fddto OO TriI el [Tellled I the Order
[Jlorm0]

“RTI” ReITime Mormto]

"Satisfaction

the Certll te I(m[terIN 1 the [orm ol the dol T melt [o[t[]led [To[]

Management Plan

Certificate" Ot B ol IO IChedl e 13 [Im(leme t[to] ]I d Teltlll [or
(I reed blithe [lrtle ][ 1here IO IThedlle 13 [l [ ot [Ied 11
thim Doltr It rted blithe B er hellthe CCer h{1Jmet [ITo[]
the re[[Iremel[tl o1 1Order I hieved (M@ tol e or [ Telt[]

"Security the DT Ter el Trilim I Temelt (I [relred [Tl TIItto [T

Orhede [ Mel T rt IO blel

"Security Policy”

the BlIlerrelTril I o relerred to [1the Order [lorm[ I [or(e [ 1]
[tthe OOt rt Dite (11 ol ol hiTh h(T1beell [T &d to the
Orermr 1 rdrted fom time to tme [7d [otled to the DI 1ér]




"Self Audit
Certificate"

mel [ [1the [ert[I te [I1the (orm [ I[et ol t [l Lrlmellorl][I[hedlle
[ el dit Dertml tel1]

"Serious Fraud
Office"

the O DoverCmelt bodJ [Ilmed [ [1TIh [0 mlCIbe re[I_med or
reJIled bJJelLNJelt bod[Jrom tme to tmel]

“Service Levels”

0 Cervile levellll LI TTI'ble to the [roviliol] ol lthe Delver blel]
(I'der the MO Dol trit (MhiTh(Ihere OO hed e 107
[ervile Cevell I [Ted [Mthil Dol triItl're [Tellled [Mthe [T el
to Urt D oI h Ched e[

"Service Period"

hi 1l Ithe mell I [velJto t/[11the Order [lorm(]

"Services"

[ervilelImide [(v[Ibe blIthe DT @r [ [TelIed 11 rCmellorl]
(lhedlle 1 MeII to 1 d [Mrelltol]to [J JUTOMoltrilt (1]
[TellTed [[the Order [lorm[]

"Service Transfer"

[ trl 1 Ter ol the Delverblel[or [1 1[It o[ the Delverl blel [1lor
[hitever rellolllMom the Ul Iler or [II] Ulbloltr(ltor to [
Rellllemelt L[ Ieror [JRellllemelt [I[bloltr ] tor[]

"Service Transfer
Date"

the di te o[ 1] Llervile Tri I lerl]

"Sites" any premises (including the Buyer Premises, the Supplier's
Lrem(lelJor third (I rt[/[ rem{lel [ Jrom(to or [ t [JhIh(]
[I'the Delver(blel[l[re [or [Te to bel [ Tovidedlor
blithe DO @r mOO el or( el or otherJlle dire tl] the
[Tov(llo[lor the [Ie olthe Delver blelT!
"SME" [(Helterrle MM DthMthe (TtellorJolmIIrolImII I d medlIm

[1Ted elter(relldellled bllthe Domm(I 0[] RefommeldtO 1o}
M 2003 [ollerJT] the delMtlo] ollmIIro ] MM d medlIm
elter(rielT]

"Special Terms"

(0 ddie i m rel ] ret ol't 1 the rimelJor(] [101(rd [Jorm or
Order [lorm [Jh{Ih Chilorm [t ol the re(Teltve [loltri1t[]

"Specific Change in
Law"

O0hT e MO thit relIte [ Te [T to the bl el T]olthe Bl er
[I'd [hiTh Dolld [ot [Telt [ lom[Irble (LT[ here the elle[t ol
th(t Del1I Chi e [ 1) ol the Delverblel] T (ot rel ol bl
oreeelble ['tthe [t(rt Dl tel

"Specification”

the (TelMmrtolletolt I rCmellorllJ hedlle 1 M e I tO NIl
m Tl reltoto OO MO ol tr( 't be [T lemelted bl ithe Order
Corm[]

"Standards"

RN




(Itrdird] [Ibllhed bl BO Britlth [t dlrd(l]the Nt
Ctrdirdl) Bodll oll the [Jlited Ul dom(! the [IterlItioll]]
Or I to] lor OtCdirdIIto]or other re[I tCble or e[ IvlIelt
bodel [Tl dthelrl[[[Tellorbodellth(t[J11Ied I dellerelled
olerltor [ the [Ime t(le olJId[ I trl]or bl ITel ] eltor [I]the
Jorrer Uolld rel Lol b [ d ordIL rIbe e[ elted to LomL[I
[ith(]

blirtrrdirdl) detlled [ the [Telllltol] [ [rhedlle 1
MCe T te O

(1t dirdl] detlled bl the Bl er (I the Order [Jorm or [l reed
bet Jeellthe [ rtle[]rom time to timel!

dlrelevl ]t Joverlmelt [odeJolrItlle [Td OJd[ e I ble
[fom time to time(]

"Start Date"

[ the [11'e olJthe OrlmelJorl] ol tritlithe d(te [Tel11ed ol] the
OrimeUor] 0rd Cormd Mthe [(1T1e ol ] JTOMIo tri It the
dlte [Tellled [1the Order [lorm[]

"Statement of
Requirements”

[I[tltemelt (11 ed blithe Bl L er det It Ire[ I Ireme[ tl[lrel e[t
o[ Dellver bel Il Ted [l I Tord I Ie [Iith the IO roledlrel]

"Storage Media"

the Lt ol ldev(e thit I Ible ol torll] I d retrieviiidt[]

"Sub-Contract"

(I Coltr(Jt or [ reemelt [or [rololed [oltr(It or (I reemelt
other thi 1 1 OTO M ol trL 't or the Lrimellor] ol tri il Tyt
to Uhith Cthird Lt

[I'Trovidellthe Delver(belllor (111 rt o them[I

bOlrovide] M MtleJ or Cervilel [(elelllr] or the [rov[Io[] ol the
Dever(belllor (111 rt ol them([I I dor

[ re[Tolble or the mI I emelt]dre(t0] or [oltrolJollthe
[rovilollolthe Delver belllor (I [ Irt ol them(l

"Subcontractor" (I CerCoJother th(1Jthe D er 1 lho M [rtlto D OCbMoltrit
[Id the lCerviitlor (T eltlolth(t Cerlol]

"Subprocessor” CIthird Ot T olted to [rolelT1erfol DI tl1olTbehl ol th 't
[rolelTorrelllted to [ 1ol tr(It]

"Supplier" the [erfolT]fm or fom[I ] deltTed 11 the Crrmellorl] (Il rd

Lorm(]

"Supplier Assets"

O et d ritht 0 [Ced bthe DL 1ér to [ rovide the Delver[blel]
[ (Tord(Te [ith the OOMOMM ol trIt bt eT11dT] the Bl ler
O Tetl 1]




"Supplier
Authorised
Representative”

the relreleltltve [l ollted bl the Ol [Ier [Imed [ the
LrCmeJor1JJLrd Corm(or [lter delllled [ [ JOTOMI ol tril tl]

"Supplier's
Confidential
Information”

L0 [MormCtiol ] hollever [ [l [olveled[/th[t relltel] to the
b Te [T Tdeveo melt[ TR olthe D Ier (M IId the
OrOmer DOm0 MR trCde Celretl T olIHoI[ [ dlor [erlol e[}
olthe I Ier[]

b other [Morm(tiol] [lelrll del Il ted [ bell] [olldeltIl]
[hether or [ot T I mirled [ "lolde t"Jor hIh olLht
re[ Lo bllllto be [0l Idered to be [ollldeltI I d [1hilh Comel]
(or has come) to the Supplier's attention or into the Supplier’s
[olTellloll ol el tol]]th (ol triitl

[HIorm[tollderived rom [ oI d (bl bovel]

"Supplier's
Contract
Manager

the CerlolldeltTed Mthe Order [orm [ [ bollted blithe [ 1er
to overlee the oler(tiol] ollthe (MO ol trilt [1d [
(ter( I tive [erfol] [Thom the O er Mteld1to [T o[t to
the role[ T rovided tht the DT 1€r [ormthe Bl er [rior to
the [T T otmeltl]

"Supplier
Equipment”

the [Oerl hirdliCrell fomiIter [Id teeloml devilell]
el ImeltL I tEmiterd [T1h other tem( [T 1 ed [Id[led
blithe LI 1er (bt (ot hiredl el ed or 01 ed [rom the Bl er[]]
the [erlorm [ 'e o il JobMItiol I der thil (MO ol trl I tl]

"Supplier Marketing
Contact"

[(h(lbe the [erlol]deltlled [Mthe (rimeJor11(1Crd [lorm[]

"Supplier Non-
Performance"

[lhere the (i1 er hi1lmed tol]

(I TICheve [1Mleltole bl IMleltolle Dl tel]

blrovide the oodO I dlor Dervile [ I Tord(1I e [Iith the Cervile
Cevelll [l dlor

(1] ComUOith D obtol i der O Dol trit

"Supplier Profit

[relltiolto [1[eriodlthe diTerell e betlleellthe tot [ 1hlr el I
ComITTh OO term bt el[1IdI [0 Ded o] [I'd totI]
Dot M Com I T TITh o] term T rel[Telt ol ] LILMOMI o trit
or the relev( It [eriod(]

"Supplier Profit
Margin®

I relltolto [1eriod or [1Mleltole [Tl the Coltelt re[lre[IIthe
drrer Croll lor the relevi 't Cerlod or [ rel[ltlol] to the relevi It
Miertole divided bllthe tot I /h(rlellover the [Tme eriod or 1]
relltlol1to the relevi 't Mleltole [T dellrelled [l erleltllel]




"Supplier Staff"

(1 direltor[1] ollller(]!1 emlloleell] [Teltll] o[t [Id
ColtriltorlJolthe LI er (Idior ol Il bloltriltor e[l ed [T
the performance of the Supplier’s obligations under a Contract;

"Supporting
Documentation”

(el t Morm tiol] [ Critlll] to el I'ble the Bl er to rel ol bl
[ Telll [lhether the [IhirCellIRemblriIble [ Tellell I d other
[I'mCdle [rom the Bl er [T der the D[ITOM ol tr( 't det(1led [ the
[IlormCtio[] [re [roler [ Ibel

“Tax”

HN Lllormlo[tL 1 to[ [hether direlt or [Idre[t[]

bl to D Tri e foltribltlol] [ the [Ited [ dom [Id
CIm(TIr Coltribl tiol [ or obII tio 1111 [ ]other [IriidItiol 1]

[ L) (it tor[ 1] CoverCme [t [t tel] leder I [rov( I O]
Coverlmelt or mUIIChirCel L dite 1 mCortlI] o trib[tOo 1]
evielor [MblIlelllotherth [ [Dretlr] [or Cood[lor Lervile ] ] ed
or [erlormed or to be CerlormedJl I d [JthhodI 11 d

do 0 ek TMMe I TrChirCeTtere t[ThirelJor (Ot IreltI]
to [ ol the [bovel]

[ ellth [1Ie [herever [hirlelble [Id [Jhether ollthe [JlJted
O dom [ d [T Jother IrIdtor]

"Termination
Notice"

[ Oriitel] Cotlle olltermII tlol] [vell bl] ole [rtl]to the otherl
Cotm I the CirtlreleNI ] the Cotlle ol the [Mtelt0 o the It
(v the Cotlle to termte [J DoltrlIt o] [J [Tellled dite [Id
CettlIl ot the (rol"dll[or termtor]

"Test Issue"

(0 virll e or [olIollormil] olJthe Delver blel] fom thelr
re[ I IremeltJ[ et ol t 10 OMO Mo trit ]

"Test Plan"

0J (I

[I'Tor the TeltlI[ 1ol the DelMer blel T d

bllett] ot other [ reed [(riterll rellted to the [TThievemelt ol]
M(el(tolel1!

"Tests "

[[telt0relllred to be [Trried ot (I r[I1tto ] MO o trilt
[[ret olt Mthe Telt DIl or elellhere I [ OOMOMIo trit (I d
"Tested" and “Testing” shall be construed accordingly;

"Third Party IPR"

Mteret T TrolerttIRTThtJoed b TIthird [t ThTh Thor Cilbe
[Ted blthe O T@ér or the [Trlole ol [ rovidIlthe DeWer bert]

"Transferring
Supplier
Employees”

those employees of the Supplier and/or the Supplier's
ClfbloltrlTtorl1to [Thom the [Im ol melt Rel Tt M ITol!
the [lervilie Tri [ Ter Dl tel]




"Transparency the Tril I T relITIRelortl1[1d the [oltelt ol ol tri oM ImdIiri]
Information” (L Ch elto thil Dol tril't [Treed [rom time to tmelelTelt [or —
i 00 Moermtoll [hilh [ efem(t [rom dIIIol[Tre [
[Tord(I e [th the Crovoll] ollthe IOMIIIhTh ChiTbe
determ’ed b[the Relev( It [l thortl 11 1d
I Dommer DI el ltive [orm[tlol]]
"Transparency the [Morm(tiollrelltll]to the Dellverlblel ][] d [erlorml e ol the
Reports” Coltritl [hiTh the CCI 1 Ter [Mrelllred to [rovide to the Bl er [T
(I[Tord[1Te [ith the reCortlll 'l re( I Iremel t(1 1 (IO Thed e 1
(Tril T rel I T]Relortl 11!
“TUPE” Tri I Ter oIl dert I (Mrote tol ol lmIolmel tlIRel [ IItlo[ ]

2000 20020011 melded or re Il ed or [ I I lother re [ 11t[0 ]
or L[l el lltlol ] imllemeltlll Jthe [ [ Ired RIIht[!Direltve

“United Kingdom

the (ol triith(t ol It ol LI di I totiidil ! [lel 11 d Norther(!
relllr'd

"Variation"

(O ChO e to [ Cloltri It

"Variation Form"

the orm (et o[t [ (oIt [Thed e 2 [V rItiol Corm(]

"Variation the (roledlre [etolt (I UM e 20 MWhI 1T the Col tritT]

Procedure"

"VAT" ville [dded t[I] I [ITord(IIle [Ith the [rov(loll] ollthe V(e
(dded Tt 1000100

"VCSE" [0 [oJToverCmelt(Dorl I tol] th(t [0 vileldrvel] [ITd Chilh
CriI M reve 0 k0 [T r0Teto [Mrther [ol1lTel vro[ meltl I or
[Tl rrobleltvelT]

"Worker" (I ole ollthe LIl er (tIMIhiTh the Bl ertll t]rellollble
o Mol TolderJ I MdnAII to [ThiTh Crol Tremelt (oIl INote
oo (TOO Ol Temel t[] olJ (b Ol ollteel 1]
(hit T O O [MovII [ ToverC me 1[I b te I ro T remel t(To[IT]
(ote O A Trr I emeltllo I bllteel 1] (I 1@ [ rellelt ol
the De(ver(biel 1]

"Working Day" (0 diry other thill 01 Cftird(0) or DA or (b holdl 11 [T

OoamEd (d O el riel )T ell1ed otherl11e blithe [ rtle[]1the
Order [Jorm(]




"Work Day" M or) Holrill [hether or (ot [II'h holrll [re [Jorled
‘ol lelltvelllId [lhether or [otthelllre [lorled ollthe [T me dl 1]

(rd
"Work Hours" the holrl [(Telt bl the DJer [t [rolerl Dor 11 olJ the

[(rovIio[] o[ lthe DeVer[ ble] I IdII time [Telt trivellll] [other
thllto [I'd (rom the [ [ [ [lerlollellbr to [ d [rom the ite bt

e[ [1IdI [ h brel 1111




Joint Schedule 2 (Variation Form)

Thilllorm [[I1to be [ ed [Morderto Chille loltrilt I Tord e (th e 2]
(Mh I the ColCtrit[]

Contract Details

ThiMvrTtiol MbetDJeel 1] [delete T beII00 (B er] MCCS” “the Buyer"[
ord

[insert Ome oI 1@r] Mthe Supplier"

OoltrlIt OCmeld [insert CCme ol Lol tr(It to be [h{lled(“the Contract”)

OoltriIt refere[ e [lmber(] [insert [oltr(It refere[Te (' mberl]

Details of Proposed Variation

Vritiol [Mited bl1] [delete (T OMTble IO OB erMC I er]
VLritlo - mberd [insert vLrOtoll Cmberl]
Dite viritiol [Mrmded [insert d tel]

Orolbled vITtior]

RelT ol [or the vt [insert re(To]

OO0 MmOt OTelTmelt ChOIm | [insert CCmberCd1T]
be [rovided CthT]

Impact of Variation

(e mCITtolthe [rololed | [Suppliertoinsert [TTel[TmeltolimiIItl]

vITrmtiors]
Outcome of Variation
Coltrit viritior ) Thill Dol tr(I't detl1led [bove Miviried [1]olol[T]
e [CCS/Buyer to insert orII [T Tellor OCrIrIChito
be viried [1'dthe (hilled [ Tel]
OO0 Cridtio 0 Orm ol trlIt VI iTel! O[insert Cmolt[J

Cddtio I Tolt dle to virmtolr 1| [I[insert Cmollt[]

Nell [oltrIt viiTel O[insert Cmot0

10 Th Virdtol mCt be [Ireed [Id [IIled b(]both [rtel]to the Doltrlit [I'd ChDolI be
ele[tve rom the dite 1T ed bI[delete [T ble 10 [BlTer]

21 Dord1Idellrelllo[ 1 Mth@MVirtioll CThlIThlve the mel I I vellto them [Mthe [Joltr(It[]

300 The Doltrirtrmmdm] (I [revio IV IrIto I T h(OremJl eleltve [1d [ tered elTelt [1]
[melded bIthMVIrItior]



OMed bO 0 (T thorTed [ torJor [1d o0 beh[Tolthe [delete T T be 00 CBer]
O tlre

D(te

NCme 1 O O

Uddre[ 1]

UM ed b0 [ thored [ torto LI (or [ d ol behIolthe LI Ier
O tlre

D(Lte

NCme [T OO0

(ddre[ 1]
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Joint Schedule 3 (Insurance Requirements)

1. The insurance you need to have

1M

12

13

The ULIer ChOt e ot [d mUItLII or [rolLre the tL 1 o[t [I'd
m[Itell [ e ol the I Trlil el etolt Mthe [l el lto thil I hedel 1]
Cdditlo T ri I edrellred (der [ L IOM o trlt (T el 11ed [ the
(10T ble Order CormMAdditional Insurances"([1'd [T ]other

M r el mibe relLlred bl LI ble [ [tolether the
‘Insurances”). The Supplier shall ensure that each of the Insurances is
elleltive (o [Iter th( 1]

1.1.1 the (rimellorJtLrt D te rellel(t olthole I Ir [lellletolt [
the DI eJto thi[IChed(1e [ d thole re I red bJ I ble (1]
d

1.1.2 the JUTOMI ol trl It [eltive Dl te [Mrelleltolthe (lddio( 1]
Mrrtirer]

The (M Trl el ChITbel!
1.2.1 mUitffed [ O Tord I e [Iith ood (A tri] I tlel]

1.2.2 [To [Ir [[DJMrelTol I b rItll bellolterm ][0 e[ T]volr ble thil]
thole (el er I [ v[ble to (I [ridelt (ol tr(Itor [Mrelleltolrlll]
[ Tred [Mthe Mter(tO T Tr I e mlriet fom tme to timel]

1.2.3 tilelolt [Id miItiiled [Iith [ rerlloll ood [T trrdm] (d
[lood re[[te [Mthe [Mter( I tO I TrJIe miriet ] 1d

1.2.4 mJItTed (or [t el It [TmrelriCiter the Trd Drter]

The DL 1er Chimell re thit the (b d Crod [t MbM oMot
(0 Idem Ot to CrC IO (IO e [ITder [hTh the Relev 't D thoril ] ChI
be [Idemlled [Mrellelt ol MMmJmide LIt the RelevlIt [ thoril ][I
re[Telt oldelth or bod Il Iror third [(I'rtl]roCertC’/dCm{ e [rII ot o]
or (Il ol eltol][1ith the Dever(bell1d [or [JhiTh the [T er e
Mber]

2. How to manage the insurance

201

[0 tholt ImMAT1the other rovIIoTlothI DoCtriTtlthe DT @r Ch

2.1.1 tlleor [rollrethe tlIloJ Mre ol ble rIml I T emelt I d ril]
[ol[trolmellTrel] M relltio]to Deverble 1 JiJolld be re[Tollble
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toelleltollllridelt [oltriitor LIt (DI Tord e [Jith [lood
(dtr0) Ort e OId [0 the [TveltI toJ 1 d relort[JolreleviIlt
[(MMmJto [ Trer1]

2.1.2  [rom[(t CotlMthe M Trer] [ OrtlIJ oI Jrelevit mlterIImt
der DML r I reJollhlh the LI ér [or belomell [l rel]
d

2.1.3 hod [l oel] Mrelleltolthe I Ir el Id I1le I Trille
broler elle[t[[1l Jthe [T rl I [ellto hod LI Lri e LIIC L d other
evidel e oI 1] Cover re[rel et [ Jolthe [T IrIellto
Ohh o m o ot

3. What happens if you aren’t insured

31

32

The DL ler Chidl ot tlle [T [toJor [Mto t{ e (I ]I tolor (MIolr [I]
MrefoIbmMIthI 1 olerllermi (I [thI1to oI Lr [MreltoJto @ Jhlh
Jolld el title LI I rerto relll e to LI CIMm [ der [ Jo the
CLrt el 1]

[ here the LU ler h{1J(ed to LIrChi e or mUIt I Lol the I Lr el
1 [MTor[e [ d elleltthe Relevilt [Ilthortmielelt (blt Th(IIT ot be
obMed oo 1] Lritte’] [otle to the L ®er to LLrCh( e the relev ]t

M Tre]d relover the re(l oI be [remlm [ d otherre[To[Ible (O t]
' Trred I Lol eltolltherelllth (I [debt dle [rom the DL I@r]

4. Evidence of insurance you must provide

m

The O er ChOJICothe Ctlrt Dite [d Ofh(@M 10 0 orlII DL Citer the
re(el/[Tolellholthe (I Trlelllrovide evide el []orm [t tor]
to the Relev( 't [ thorit[ [ th(tthe [ Tr I lelllre [Iorle [Idelelt[Id
meet 11 [[[the re[Tremel[tJothl [IChedTel]

5. Making sure you are insured to the required amount

M

The D er Chidel Tre thit (M LI Tell0hlh [re [t[ted to hlve [
mIImCm mi" [ the [ rell te" [re mLIt[ITed [t [ITtimelJor the mIIImCm
MitoJIdem i1 [Tellled [IthIIHoltrit [d 0 ImMCO[re mide [JhiTh
do [ot re[[Ite to thIl Dol tr[ 't thellthe L ler Ch( I otMthe Relevl]t
OCthort1d [rovide det[1IlolJtl [ rooled Coltiol] [or mIIItIIII ] the
mIImCm MmiloIdem i ]
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6. Cancelled Insurance

(01 The D er ChI otllthe Relevilt D thoril D Dritll] [t e[t Ve
D0 ortIIDOCLICrior to the [ [ellto I Tel ol termtollor Lol
re(ell[TollTlolthe MITrilTell]

(12 The Oer Chidel [ Tre thit [othIl] [Mdole [Jhith [Jolld el title the
relevi [t [l [rerto ([l elrelllldor [[ITeld I rI e or _overlorto
tre(t (O TrI el lover or [IIIIm [ volded I [JThole or LI rt[1 The LI Ier
Chiol e [re[ Lol ble eldelvolrlito [otlllthe Relevl It [ thoril Il blelt
to third (rtJ o IdetIMJob M to T ool (r It ble [hell
belomel ][Il re ol [ Jrelev ]t [t LI I mCtl e or mlitter Lhilh h{l]

[T Tedlor [Mrel ol blMellto [rovide [roll dltolthe relev(It [l Trer to
[Ive [otlle to [ [T ellre [1IdI [ Teldorvod [ r I elor Il over
or [IIIm [[der (IO IIIr e [ [Jhole or I [Lrt]

7. Insurance claims

(1 The OCIer ChIrom [t Cotlto M Trer]ImCtter CrIII] [fomCor [
reltlol1to  the Delver[ble[ L or e[ h Lol tr[ It [or [h(Ih fmlbe el tiled to
[m [Ider [ Jothe T rI el the evelt th(t the Relevllt [l thoril
reLelvel ][] LIIIm re[[It[Ito or [rII oLt o] JoLtrl It or the Delver be 1]
the D er ChITololer te [1th the Reevit O thortl ] d [0t {100
de1m] Oth (Trh CIWm O CCOd [0 O tho [t ImiArtol Crovid [T [Moerm(tol]
[ddoImelttiol] 1 ItmelIml I er’]

02 [[TLelt [lhere the Relevl It [ thoril](Mthe (MMt [rt(Ithe DL @r ChiD
"ve the Relev(1t [I'thoril TotTe Dthtre 120000 or(10 I DT CIter 1]
M Tr e [IIIm Mellell1ol100 olthe [Im re[red to be [ Tred
Cr[T0t to DrCr"h [ ret1to or [rIIIJolt ol the [rovIIo[ ol the
DelverCblellor thll ol trlIt ol ([ lol the [MIIrllelJor hThCb(t [or the
(JIrtololthe (T be ol elTellllolld be mide ol [ Jolthe
M Irlred (Mrelllred b[Jthe Relevl It [ thort [IIIdet Mol the
Tdelt [V re to the (M

(13 O here I DI rilTerell eI I meltoll] remImlthe DI ér Chlllbe
[IIble [or [ d ChimlromtI 1T h [remIImC]

(0 Chere DO IrI e [M[Ibleltto [ellell]or ded [tble beol] [Thih the
[TdemUJt 1 rom I Lrer] el Idedthe D1 1eér Chibe Ible or [11h
ellelllorded [ tbell The D 1ler Ch{Il ot be el tiled to reCover rom the
Relev( [t DO thort ] [T m [d bO O olelTelllor dedltibe [ der the
M rl el Jhether [I_der the termJolthI ol trC It or other e[l
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ANNEX: REQUIRED INSURANCES

1. The Cer ChiiThod the o0 Mt drd DI TrlI e fover rom the
Crimellort)tlrt Dl te [ [ Tordl [ Te [ith thil [Chedlel]

1M1 [rolel [0l [ MdemtJ I TrlI e [Mih Cover [Ior ][I e evelt or [][erel]
olrellted eveltl I d (the (I relltelloll bt llthillole mo o [dl]
(110000001

12 bbb M Tyl le Mith Cover [Tor [ e evelt or [JLerel ol rellted
eveltl [ d Mthe [ITrelltelol bt e 1th(l] Ve mIol] ol dl]
(rrooomoorrrrd

113 employers’ liability insurance [with cover (for a single event or a series of
rellted evelt[1[1d [Ithe [TTrelltel o[l ot e Tith(ITIve miIoll ol dl]
1100000011

Framework Ref: RM6290
Project Version: v1.0

Model Version: v3.1



Call-Off Schedule 15 (Call-Off Contract Management)

Call-Off Ref:

Crown Copyright 2018

Joint Schedule 4 (Commercially Sensitive
Information)

1. What is the Commercially Sensitive Information?

11 W thil OChedle the [ rtlel1hlve (ol ht to del t(lthe I erll o lideltll]
[Mormtoth(t el Telllommer 11 el 1tive [Id the dI 0 Tre ol1lh(h
[olld be the [Ibleltol[llelem(tiol [ [derthe O [ dthe LIRLIT]

12 here [ollIblellthe [lrtlel] hfve [oll ht to deltlll [lhell [ relevlit
[orm[tol OIlelle to [MIIto the [Ttelor] ol]lormitiol] to [Thilh thl
UChedlle [l [ the tCble beol] [Id [ the Order Corm [Mhith Chilbe
deemed [ or[or ted [Ito the tCble belo 1T

13 tholt Lrellde to the Relevl [t LI thoril I obIIlto[]to dIlole [[lorm[tio[]
[ (I Tord( e [ith 0O or U e 10 () hell [oll (11 [hire [Morm[tol[Tthe
Relev[ [t [ thoritl] (NI 1 [ole dl reto 1[It re[ ol bl leellto I
the relevl it elem(ti0]l et ot [Ithe DO to the IO [MormCto ]

PLEASE REFER TO THE FOLLOWING EMBEDDED PDF: PLEASE DOUBLE CLICK

Appendix B — Confidential/Commercially Sensitive Information
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Joint Schedule 5 (Corporate Social Responsibility)

1. What we expect from our Suppliers

11 [ Ueltember 201HM [overLmelt [ bllhed [ [er [Jode ol loldlt
Cett o[t the (X drd1[1'd behlviolrlellelted o [T er][Jho [or[]
[ith CoverLmelt[]
thtt OO 0 [Mov I [ToverCme Lt oL d I [tem [ o d[[Ttt Thmet[d [T
e 2010001
1300 MIMIIHe L ive L [er[[Jode ol oLd[[t[ e tember 201 1TdT

12 O00elleltOf0 I merd 0 d [(Tbloltr(tor(1to meet the [t dlrd (et ol t
[thit Dodel 1 L dditioll I el et ertid [T bloltrlItorto
fomI[ith the (trdlrdlet ol t Mthil O hedl el

13 The O 1er [[TTollledellth(tthe B[l erml hive [ddilol ]
re[lremeltl][Irelltolto Lorlor te Lol Il re [0 [Ib[MI 1! The Bl Ler
e leltlth(t the DO mer (T d & OCbloltrtor] O om I Lith [(TTh
Lorlor[te Lol re[ [ ol bl rellremel[t] [the Bl er m_LIotlto the
JOOer vom time to timel

2. Equality and Accessibility

21 [MdditiolIto el obItollTthe CCT T T@r ChiIr I ort (10 [1d the
Bl "er [ [T &1 COCb I Deltor DAt [ der (111 o the DT
[t 2010 bOe I Tritht d I i ob MM to 11T der el Th Dol trt [
Cth(t feel T1tol

211 el te dI rmItO T hir(TTmeltor viltimIto ol TI]]
(drrrd

2112 [dviiTe el lolo[TortlI i ]d [ood reltio 1 betleel]
thole [ith [ Crotelted Chir[ItertI I edI bl I e der
re( [T 'melt[rel 11T dmlterCf[ [ relrelllol or
beleMlel el llToreltito 1T Idmirrle (I d[NIMI
(IrtCerth " d thoe Tho do ot Thire AT

3. Modern Slavery, Child Labour and Inhumane Treatment

"Modern Slavery Helpline” mel[1the melh(11Im [or reCort[ 1 T TIITo T eel
helor [dvile (1 d MMorm[tollollthe [Tblelt ol moderl] [ 1ver ][ v[ITble ol e
[t htt(] [1[Imoder[ [ 1Iverhellleor[ rel ort or bl ltele hole o[ 10000 121
(1007
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31 The DI ler:

311

3112

3113

311

311

311

311

311

311

3110

31011

ChI ot (el or (O I bloltr[[tor[Jto [T e [orledbolded or
[Ovo It rJrol] [[Ibolr[]

ChT ot re[re (OO0 mer (Ot Tor O bloltr( I tor [t{Tto ©0dle
delolltlJor deltlII [ er1Jith the mlidler (I d [h(llbe [ree to
el ve themem[oler [Iter re[ Lol ble [otllel]

Olrrlt0 L d reLrel el tIth(t fth(1] ot beelllolvted ol I 1]
[(Iverlor hCm[JtrOJIMI I0 oMel eI T here [rol I d the Jord[]

e t0tht to the belt o[t /[ Tollledle T/ ot (Trreltll I der
[vetIto I Jor e lorlemelt Lroleed[I ] relltlolto LI ]
(el toolIverCor hCmOJtrlIII I oe e ][I Tlhere [roId
the Cordl]

ChiImIerellollbleellllrelltoelllreth(t il lolller ]
emoleel 1 d Ul bloltr(torJhlve (ot beell ol vIited ol [ verL]
or hnCmUtrlIII I lolel el There [roll d the [lorid(]

ChiIhCve [d mUOtDthrol"hot the term olel'h Loltrlt &[]
ol[J[oMIelId [roledrellto e[ Tre f1LomII e [Ith the
Moder(] lver ][t [I°d [ [Tde [ &1 Coltriltl1Dth 11
OCbloltr [ tor 1t Iver ] (I d hCm OO tr OO0 Crov Mo f [

ChImJemeltdle dMelle [roled re(Jto e[l Tre th(t there N[0

[TverJor hCm OO tr 0 [0 00 (ot oD LTI Ch O
Cerlorm I JobMto I der [J ol triIt[]
ChiTrel(Tre [Td delver to OO0 (I T ver [ d him(D

tr I reCort Cettl ol t the (el fhtellto e[l Tre th(t
(Tver D d hCm O tr O [ Cot 00 (e [ OO0 o] LTI
ChiDor [ OO0t ol RO b Me (T ith k01 T ertmi tiollol]
fom[ I e Oth OCrrh 307

Chil ot (elJTor O tfllemioleellor [J[bloltrltorlto [Ie
ChIIII [TblTe or dI el the thre[t o[ Th T Tblellellllor
other hCrI I'melt (I d verb[ I I b[ e or other ormoItimd tol o]
tlemJoleelJor [ICbloltritorT]

Ch{T ot (Te or 6] Chid or [Ive [Ibolr to be [led bl
OCbloltritor 1]

Ch{reort the dToverJor [T IO o] Iverlor tr I
bOfor I 0broltriTtor(to 1000 the B er [Td Moder[] Dver]
Hellmme]
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4. Income Security

M The D mer Chiimn

(1M1 elllrethitth(t el dbeled 1 Id or Ot dlrd
Oor 1] Heellmeet [t UmImMICm o e tirdird]
the (ol trlJoLem[Io[melt[]

12 elllre thit OmOCCer (i Cre [Crovided [ith Critel) (I°d
[dert[I dble IIorm[tOl[bo ttheremio melt (o dilo ]
Mrellelt o[l ellbelore thellelter emlio[melt (I d [bolt
the (It Ir0J oJthelr (e[l [or the [ 1] Cerlod [ol[lerled
el h time th(t theJlre LI Id[]

M3 Cotmlle dedItolIrom I elT]
(a) OO dmOmmrmel T re
(b) el lelt [Jhere Cermited b1 M1 or
(c) tholtellrelled [lermllIololthe [orLer Lol er edl]

(M reCord DA I rCmel T Tretire ) LIt CCrrimer (R
d

1 elllreth(t DL ler (t(llre el I led [Ider [relolllled
emolmelt relto [ hTelt[blhed throll h to 1m0 rd
(ritel]

5. Working Hours

M The DCIer Chiimn

(1M1 el Tlrethltthe Dor(III holrOollI I Ier Ot om I [ith
(ol mrrrrd i rolel tve [ reemel tl 1]

12 thitthe DorlIID holrUollér Ct e T1Id ] overtimel]
Chilbe dellled bl ol triltlld Chilllot e[Teed [T Tholr(]
Cer Neel ][I TelT1the MdnvAITh [T reed M O]

(113 elllrethlt e olovertime [Ied rellol[IBItI ] [Tto
[(ITol It

(a) the eltelt[]
(b) rell el I1IId
(c) holr1Jored[]
bOIdvdIIT 1 d blthe DO er (RO Cholel]
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12 The tot[Tholr!Jorled I I levelld I eriod [h(lll otelleed [0 holr[[]
ellelt Jhere [overed b rr(I"h (13 belol 1]

13 OorlllJholrimilelleed (0 holrll [ Ileve ldl I erlod ol I
eletO T ImtITeJlhere [1Iothe (0061 [Tre metl]

131 thimmoled b oI

132 thI 16l led bl oleéltve [Treemelt [reell el otllted
with a workers’ organisation representing a significant portion
olthe [orllorrel!

appropriate safeguards are taken to protect the workers’
hellth [I'd (Tlet [ [Id

1313 theemioler (11 Jdemolltritethitelleltol I Imtlllel]
OO0 TCh OO0 el T elted (rod 00 (el T TIdelt[Jor
emerlel ] lel]]

100 OO0 rer otmchbe [rovided Cith (1 et ole (10d[1JoII everl]
level ! [dlI I eriod or [ here (1ol led bt I tHo (200dLI oI
everJolTtee1 100 d I eriod]

2. Sustainability

21 The (11 1er Ch(IIImeet the I I ble overlmelt B (it dlrd
(I be to Delver(bel 1 hilh [(T11be 0l d ol e [t[]

htt 10 Mov [T [Tover. mel t[loleltio 11 [t 1T bellroll remeltthel]
[overLmel tb I Tt dird [Tb[]
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Joint Schedule 11 (Processing Data)

Definitions

10

M thi OChedelthe o011 Hord) ChiThCve the 6T mel T Id
theJChUII T lemelt [ollt [I'hedlle 1 [Dellltlol [ 1]

“Processor (Idreltor[lolIlerllemlloleel ][ el t[[]J ot rrd
Personnel” (I rer) oJthe Urolellor [Idor oll 1] Ulblrolellor

e[l Iled [ the [erlormllle ol i] oblltol ] [Ider [J
ColtritH

Status of the Controller

201

[

b

dr

The [lrtlel] (I ITollledle th(t [or the [Lrlolel] ollthe DCtl] [roteltiol!
CeJIItlo[the [I'tre olthe [ItnvE [ Trried ot blJeTh o them [Mreltiollto
thelrre el tive oblI tol 1 der [] ol trlIt dt[ tellthe [t t[[1olelLh [Irtl]
[I"der the D1 2010000 DCrtOm OO et L

“Controller” in respect of the other Party who is “Processor”;
“Processor” in respect of the other Party who is “Controller”;
“Joint Controller” with the other Party;

“Independent Controller” of the Personal Data where the other Party is also
“Controller”,

MrelTeltollertI1T Cerfo I IDtITder (1ol trlt [Td ChIII T el 1011
T el11 (Processing Personal Data) [ThiTh [Tellrio the th Ch O T
el h (irrtioer

Where one Party is Controller and the other Party its Processor

3!

(1]

There DTt Crolel Torthe ol Crole [T tht [ Tthor(led to do M
Mted M0 el11 (Processing Personal Datal blthe ol troer(]

The OrolelTor Chil otthe (ol troleér immedITte(T Mt (o 'iderIthit [0
the Controller’s instructions infringe the Data Protection Legislation.
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(1]

(I

b

dr

(1

NN

bl

The Urolellor [h{ I rovide [llrel ol ble [Tt I e to the ol troller [[1the
(relr(to0 oI DIt0 Urotet0] Mt OlTelIlmelt [rior to Commell 1]
U0 Orole LI OCh CIrimtir e mi Lt the dillretiol] ol lthe [Joltrolérl]
M 1Tdel]

U [ Ttem[tlldel [ rtio ol the el vl ed rolel 11 [ dthe (I rlole olthe
Urolel 1]

(1] [ITellmelt ollthe [elell1tl] (Id [rolortO Il o lthe [rolel ] [
relltiollto the Dellver(be[T]

(I TelImeltolthe rilllto the rilhtl [ d [reedom o Dl tlI [ bleltiTld

the melllreJelvlled to [ddrelTlthe rlI [ dII] (TTe I rd( (el lril]
mel lrel [ d melhl[IIm[lto el lre the [rotel tlollollerlol L ID[t ]

The LrolellTor ChiIDrellltollto LI erfo I Dt rolelled [I[o ke[ to]
Oith 0 obMmItio I der the ol tri1tl]

Orolel[Jth(t Derlo 1Dt oI I I Tord(1I e [th el (Processing
Personal Datalll [ le[T]the [role[Lor [Irelllred to do other(le b
[0 relIred the CrolelTor ChiIl otlllthe ol troler belore [rolelT11]the
Oerlo I Dt [[TelT] rohblted b1

elTre th(t T hiID I 'e Croteltve Mell[Tre I IdII] [T the [T e ollthe
Jorrer the mell Lrell et ot [ UM e 1003 olthe [lore Term[}, [hiIh the
ol troler mi]rellTol[ bl reelt bt Mre to relelt Th{IIot (mollt to
[rovlblithe ol troler o the [del I Tlolthe [roteltve Mel I lrel I hlvII]
treJ[ITolltolthell

il ‘I'tlre olthe d['t[1to be [rotelted(]
1 hirm thit miht re[TTt[rom [ Cerfol T DIt BrelTh(]
o [tite olteChlolol T develol meltlid
v [oltolimilemel tII [T TmelTrell]
ellTrethit [

[ the (rolelTor [Jerlolleldo [ot (rolel[1lerfol I Dl tllellTelt [T
[(ITord(1Te [th the DoltrlIt MId [ [Irtdr O el 1
(Processing Personal Datal1l!

(1 ttrel] re(I ol be (telllto e[l 1Tre the rellbm I d [Ttelril]
o111 rolelTor [erfolTellllho h(ve [(TTelT]to the errol 1]
Dt I d elllre th(tthel[]
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dr

(el

(1]

1 are aware of and comply with the Processor’s duties under
thil [olIt [[hedlJe 1100 MIe110) [Data protectionT11(]
'What you must keep confidential Jlld 10 [When you can
share information( ol the [lore Term( 1]

B[] [re [Ibleltto [ lrolrIte follidel timl ] dert 1111t
the OrolelTor or [ blrolellorl]

[0 Lre [ormed ol the Colldel t[I It re o[ the Uerlo I D[t[]
[I'd do (ot [IbIh{dIIole or div[e [ 1olthe [lerlol ]
Drtiito (third (It el TIdre ted [ [rilI 1to do [0 b[]
the ol troller or (I otherllle ermited bllthe oltriltl]
rd

(D0 hlve [lderlole [delllte troum] [ the [Iel [Trell
(rote(tol (1 d hiIdIo I lerlol I Dt

(ot tri I Ter Uerfo Dt oltlIde ol the ] [[lel1lthe [rior Urittell (ol elt
ol the ol troleér h( I 1beellobtlIled [1d the olo 1o dilo 1l re [led ]

(rm

(v]

the [Joltroler or the Urolellor h[l] [rovided [l I[rolrlte
(TTe I Ird [Mrellto]to the trr I Ter (hether I [ Tord[ e [Ith
00 ODOR Ortdle () or LD [rtle 30101 determled b([]the
Ooltrolért

the DIt (Orbelt hill elJorlelble riht]l [(Td eleltve ©e1]]
remedel ]

the Crolellor [om(lel] [th {1 obltol ] [Ider the DLt
Crote[t0 e IMIt0IbIrovid I [T ][ dellTte levelo I roteltO[]
to L0 Cerfoll LDt tht Mtri [ Terred [orJIIf I Cot Co bolldl]
(e[l &1 belt edelvolrlto [Tt the [Joltrolér 1 meetll] i
ob tior r1mrid

the TrolelTor fom[ @l 1lith [ Jrellol I ble [ trl I tlol1] otled
to W dvil e blthe Lol troler [Jith re[ e[t to the Jrolel 1 ]o[]
the Derfol I IDCtI1d

[t the Uriite) dire(t0[] o the [Joltroléridelete or ret(r[J Derlo I Dt (1T d
(I (ol el ollil to the [lol[troler ol term(Iltiol] ol lthe [loltr( It [[ell]the
OrolelTor Mrellred b1 to retl Il the Dero I Dt

OCbeltto LIrrIh Jolth(Mlollt [IChedlle 11the OrolelTor Chl otlMthe
(ol troller mmedIte[l [N reIt01to { Drole 1111 DerCol I Dt [T der or [
(o[ eltO ith the Dol triit [
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(I

b

dl

lel]

(1]

(1]

([

b

dr

lel]

relelvel I [1DItl1 [l blelt [I[TelTIRellelt [or [Irlorted DIt blelt [I[Tell]
Rell e[t

relevellllrellelttoreltlll bl Jorerlle [[Ilerto [ IDCt ]

re(eivel] [ 1] other re[ et lomIIIt or CommI I to] re[Itl] to ether
OlrtlMoblI tol] [ der the D[ t[] Urotel tiol ] Lel IO 1]

relevel ] I omm I to] fom the Tormto] JommILIoler or [I [ other
re [Itorl] (I thoritl! (I Lol kelto] [Jith Uerlol I ID[t[] Urolelled [l der the
ColtritD

releivellllrel e[t rom [ third Ll rtlJlor dlI10[ [ re ol lerlol I D[ t[][here
Com[ M e ih [T1'h re(elt [Mrellred or [ rlorted to be rel ] Ired b 1]
or

belomell[1lre ol Uerfo I DtBrell’h[]

The Processor’s obligation to notify under paragraph 7 of this Joint Schedule
11 Chimoriode the Crovidiol ol ITrther Morm(tiol1to the [oltroler 1 detl I
belome [v[ITblel]

TUOOD Mo (I Tolt the (I tCre ol the [rolel L1l the [rolellor ChlIl rovide
the Dol troler [Ith (Tt e [Mrelltollto ether JrtlIMobII tio [ der Dt
Uroteltiol! [ellIItiol [d 0 ComUOOt fommULIII tlol] or rell e[t mide
(der [IrIr(h DolthII ot [IThedJe 11 II'd MIollr (I I[olTbe [Ithilthe
tmell1Jell re[ Lo bl rellred bl]the Uoltroler] M IIdI ] bl] mmedIte(l
Crovid I

the Doltroler Oith Mdet D (1'd folleJolthe Com It JCTomm I tio] or
re(1elt[]

[(IITh [ITItre [0 MrellolIbllrel I elted blithe [loltrolér to el ble tito
fommOth ODtO0Orbelt OTelTIRell et [(1thMthe relevilt timellllel et
o[t Mthe D[t roteltol1 (e 11t ]

the Doltrolerl't irellelt00th [0 Derfo Dt ©Thod] [T relltlol]to [J
DIt bleltl]

(1Mt e dre el ted bthe Dol troler o600 L Derlol L IDtBrel1I"h[]
[Idior

(ITIOt T Te [rel Telted blithe ol troler [1th re[Teltto [ Irel e[t [fom the
Information Commissioner’s Office, or any consultation by the Controller with
the Mormtiol] [JommII o erlO[Mlel]
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100

(I
bl

120

130

[
bl

dr

1077

1077

1077

The Urolellor [hiImUIMtI lomete (I d (I TIrlte relord ] Id [orm[ toL]
to demo(Iirite i fomUm e Jih thD follt OChedle 110ThD re[Liremelt
doelll ot LI I Jhere the Lrolel lTorem ol llellerthtJ2(0 Lt el 1]

the Dol troler determleJth(t the Orole[ 111 [ Cot o T I0] 1T

the Lol troler determ(leIthe [rolel [ 1] [ IIdel] Tl [ tellore o dt[]
O relerred to [T Ortllle [110o0the OO UDOR or Uerfo 1Dt relt] to
CrimI Tolvito LI d ollel Lellrelerred to [l [rtille 10 ol the [I[1 [IDIRor

the Dol troleér determleJth(t the Crole 1] [ Mellto re 1]t [ [l rIto the
rithtl L d reedomJol Dt [l blelt( 1]

The CrolelTor Chimrmor] [or [Idir] o 1dr DIt Crole 10 [ItviEr bl the
Controller or the Controller’s designated auditor.

The lrtlel] ChilTdel T [ te (1 D[t [roteltiol ] Olller [Trel I Ired bl1the DIt
Orotet[00] Ce(IIIItOL]

Belore O] [0 OCbrolelTor to Drole I DerloI I Dl trellted to the
Lol trl It the Urolel lor mLIt[]

[otMthe Dol troler [ Jritlll Jolthe [Mtelded [ blTrolellTor (I d [rolel ][]
obt[IIlthe Uritte[ 1 ol e[t ol the [lo troller[]

elter [Mto [ Jritte] [ reemelt [Jith the Ol blrolelTor Jhh [Jve e[t to the
term] (et olt 11 thil (oIt (fhed(le 11 [(1I'h thit thell (1110 to the
[l blrolelTorlId

[rovide the ol troler [Iith [TIh Morm(tol rellrdll]the (Il blrolellor [I]
the Doltrolér mJre ol bMrellrel]

The UrolelTor Chidlrem I I Mble or MOt or om0 oI 1 oJir]
[l blrolellor(l]

The Relevl It [l thortl)mI Tt (I time ol Cot [e[T]th(1Jthirt (301 or[IIl]
Days’ notice, revise this Joint Schedule 11 by replacing it with any applicable
"ol troller to [rolellor [t dlrd (I el)or [ImIr term) [ormIC [t o]
T ble CertlItioll [MTheme [Thilh ChiD 000 Chell [rorCorfted bl
"ttl'hmelt to the (ol tri LT

The [rtlel[Tree totile [ITollt ol [IIIdlI e [MTTed bllthe Mlorm[tiol]
Commissioner’s Office. The Relevant Authority may on not less than thirty (30)
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Working Days’ notice to the Supplier amend the Contract to ensure that it
complies with any guidance issued by the Information Commissioner’s Office.

Where the Parties are Joint Controllers of Personal Data

1000

1 the evelt th(t the [lrtlel]re Lot ol trolér[] [ rel[elt ollero D[t
Ll der the ol trl I t[ the [l rtlellChiImlemelt [IrlrChith(t [re [elelllr]
to ComD 0Jth 00 ODCR Ortlle 20 b ed ollthe term (et o[t I ([ el12 to
thi@ Colt (Ched e 1107

Independent Controllers of Personal Data

1000

1000

200

210

227

([

b

[ th re(Telt to Derlo I D[t[]rovided blJole [[rtl1to [Cother Dt [or [h(Th
el 'h OCrtD Ot U Dol troller bt Jhilh [T Cot [ der the [ollt [lo[trol o[ the
Olrtlel e Th Crtl (I dert[ el lto Com[I [Jith the (11T ble DLt [roteltiol]
CelJOOtlol] [Mrel e[t ol thelr Urolel I Jo I h Herlol I Dt ol trolerl]

OUch Ot Chi rolel Tthe Cerfol I Dt [ fom Il e [lith fJoblm tiol]
(I der the D[t Oroteltio] (el TIIt00 (I d (bt do LI 'th{lllto [(T1 e the other
(lrtlto be [WbrelI'h ol Jtl!

T here O Ot h(J Crovided Clerfo[I"DCt1to the other JCrt I [ TordI e
ith OrCrCh 10othD o[t Ched e 11 Cbovelthe rel1le[t o the erlol 1]
DtO 0 rovide (T Th releviltdo I meltJ[d [Morm toret[to tIdt[]
Crotelt0ol] ColMle 1 Id [roledlrell I the other LrtUm[re o[ blre llre[]

The Mirtlel1ChIbe re[Toll Ible [or theMol 1l fom[ M e [ith (Ortime113 rd
1000 DR Mrelleltolthe rolel 1ol lerfol Dl tlllorthe [(Irlolellol]
the Dol triIt0]

The OrteJChIoM [rovide JerfolI ' D[ t[Ito e[I'h other[]

to the eltelt (elelllr(]to [erlorm thelr re[Teltve obllltiol ] [T der the
ColtritH

[ fom I e [Jith the Dt Oroteltio ] (el IIIItOL] (NI b e Tl [
re[red di ] CrvI T ormCto T h[1beel ] [vellto [ITelted DIt [ blelt[Ito
meet the re( [ Iremelt ol rt(1le 113 (I d 1Jolthe (1] (IDORMIITd

‘lhere thillreforded [t Tel11 (Processing Personal Data).
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230 TOOIO Ito [ITollt the [t te olthe [rt(the [ol[t[lolJmlIemelt[ to[] (I d the
[Itlrelllolelloltelt I d [ [rlolelJol rolel [N [10ell I Ithe rlI 1o vy I
Melhood [Id Ceveril] [or the rThtl] (I d reedom o[ tlr I erolle[Ih
Jirtt) Chinoth rellelt to & Crolel LI ol)erCol LDt (1] [Idel el delt
ColtrolerlIimliemelt [ d mUItC[0 (I rolrilte teChI I d or M tlOI 1]
mellrellto e[l lre [l evellolllellritl] I rolriite to thit r[JOIId O
([rolrltethe mel [ Lrellrelerred to [ Ortllle 321 ITbIITITId [dothe
00 ODORO Id the melllrel] Chimpd [t 0 mmOmO ComI Cith the
re[LIremel[tJolthe D[t Crotelto] Ce It A ] Crte 32 ol the [0
ODORO

200 [ 0J0rtd Orolel 1T Derfoll1JDCt] (or the [Irlolel] olJthe UoltrlIt Ch{I
MmO O relord ot Drole (LI (I tvitle) 1D (I TordI e (ith Ortiile 30 [0
ODOR ' d ChiOIm[ e the relord [ Ible to the other Ut olrel ol ble
re( 1 el t[]

201 Ohere O rtOreleNelDrellelt bl IIDtIOCblelt to eCerlIle [ lol[thelr
ritht) [ der the D[t Croteltiol) [elJIItoL] [ rellto) to the Lerfo D[t
‘rovided to 1 bl the other [Cifrt] CIr(11 It to the [loltriIt (“Request
Recipient”)

N the other LIt Chll rovide LI [ormCtol) (L dor (I Tt e [(Hre oI bl
re(lelted blJthe Rell ke[t Rellllelt to hell i re[Told to the rellelt or
[orre[ [ bl dellelltthe [oltolthe Rellelt Relllleltlor

b1 [Jhere the re(lelt or [orre[Toldelle 1drelted to the other [Irtl] [T dlor
rellte(] to th(t other Ort(1M Crolell11] olJthe Derlo Dt 1the Rell elt
Rellllert

(I CromCtILd [0 evel t DithD Ive MO0 or I DO Tlolrelet
olthe re[elt or [orre[Toldellell[llorm the other CI[rtIth(t i
h relelved the [Ime [Id Ch{orllrd [II'h rellelt or
Corre[ToldelTe to the other CICrt[T1d

(M [rovide (11 [Morm[toll [Idor [ITI00Te [ rellollbll
re[ elted blJthe other [I[rt[Jto hell fire[Io[d to the re[e’t or
forre[Toldelle [the tmelrimell [Tellled bl DItl] [roteltiol]
CeOtoO]
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2017

(I

bl

dr

201

200

200

OUch Dt ChOOC rom Lt Dot the other DLt ol flbelom 1[I ][ re ol 1]
Oerlo 1Dt BreI h ret] to DerColI Dt [rovided blJthe other J[rt[]
L0t to the Dol tri [t (I d ChiIn

do I Ih thim (1 rell ol bl (elelllr]to 1111t the other rtl] (I
Mt the elletJol the Derlo I Dt BrelTh[]

milemelt [ melllrell [elelllr] to reltore the [ellri] o] L]
[om[rom(led Llerlo [ ID[t[]

Cor[J[th the other Urt[Jto mie [l Jrelred CotItoll]to the [lorm[to]
Commissioner’s Office and affected Data Subjects in accordance with the Data
Crote[ tiol] LeJOItiol) ML ITd I the timerCmel et ol t therell 111 d

(ot do [ thI OhiTh mOOJdCm e the re[ [ t[to] olithe other [t or thit
OlrtlreltoChiD ith the relevil t DLt beltl [ Tve (I rellred b1

Oerlol[ I D[t rovided bl ol e [l rt[]to the other L[ rtIm[ [ lbe [Ted el 11 Vel
to elerl e riIhtl] [ d obII tol ] [Ider the Dol tri It (I [Tellled I 1l ell1
(Processing Personal Data).

Cerlol I /D[t Ch{ I ot be retIled or [rolelled [or o[l er thi [ elelllr[]
to perform each Party’s respective obligations under the Contract which is
Tellled [ 1 ell1 (Processing Personal Data)[

NotIth(t(1rdil ] the el er T tol] o JIrIriI"hi]12 to 100 oJthI [olt
(Chedle 11 to Derlo I Dt here the O er [Mrelllred to eler e 1]
rel(] Ttorl][ T dior el T TobmItoMrelTeltol erlol I DIt fIChOmit (0
Tdeleldelt (ol troler o [erCo[[I'Dt] I T Tord e Oth (IrIrThiJ10to
2ol th ot [1Chedl e 117
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Annex 1 - Processing Personal Data

ThimOe Chibe Cometed bl1the Dol trolérll’ho mJtl e [ITolltolthe viel
ol the TrolelTor[ T holJever the I del ol [[to the [oltelt ol th(I [ el]h(Ibe
(th the Relevl It O thoril [t fJ[ blolte dIretio ]

11  The contact details of the Relevant Authority’s Data Protection Officer are:
Lee Cramp (DH{I Dt Crotel tiol 1 OTerndl tl I rote[tol 11 dh[TTTovIII]
12 The contact details of the Suppliers Data Protection Officer are:
david.peters@odgersberndtson.com
13 The Urolellor ChiIlom I ith [0 Trther COritte ) [tri o1 [Iith re[Telt to
Crolel 11 1blthe (ol troler(]
10 OOOCh [rther DCtrtioC 0 Chidbe [MCorCorlted [Ito thl e[ 1]
Description Details
deltil ol
_loltroler [or e I'h
I telorfjol]
Cerlo Dt
Drritiollolthe
Crolel 11l Crom [0rd CCtMe o IO Mo triIt - der RMI20
Nl tre [ d MLOOT the obMtlo ] [ der the [CrimelJorl] [l reemel t[]
[rColellolthe MTdIedtimO emetL1d other [ Tollted [ tvilel ]
CrolelT1]
ThimrormitolimiTlbe Chired [lith the [ thorilito e[Tble
rom[ I Te ChelTTlolthe DT Ter to be (T dert el TThT
[Morm[tiol] [1be Chired dIItIIN I [ [elTre mler(]
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Tl e ollJerloll ]
Dt

All Data Subjects
As following, but not limited to:

Full name, Workplace address, Workplace Phone Number,
Workplace email address, Names, Job Title, Compensation, Tenure
Information, Qualifications or Certifications, Nationality, Education &
training history, Previous work history, Personal Interests,
References and referee details, Driving license details, National
insurance number, Bank statements, Utility bills, Job title or role

Job application details, Start date, End date & reason for
termination, Contract type, Compensation data, Photographic
Facial Image, Biometric data, Birth certificates, IP Address,

Details of physical and psychological health or medical condition

Next of kin & emergency contact details, Record of absence, time
tracking & annual leave

[l telorlello D[ t[]
[ blelt

DrtirberttimimriTdel]

° Ctrrmremiioleel 111 d [NoltriTted [Im[o ee
° el im[Ioed (ol trl I tor(]

° OtomerlImertr]

° Coorert

O for retlr 1 d
deltriItiollolthe
ditJolle the
Lrole [ T10 [M
rom(lete

The CJrer mit ret(1 (17d [tore (el Trell [ T11dt][Mreldtloto [
OOmOMoltrlIt (or (ImIImEm ol ] [elr[I[Iter the e[ TIr ol the
Treemelt Ol le thilerod hillelded the (Il 1er mItdeltrol]
(Idrtl [tored M e [1th 10 ol the [lore Term[ 1]
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ONCOOD

rel iremelt [ der
lJolJor Member
Ctlte M to
‘relerve th(ttile
oldrt
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Annex 2 - Joint Controller Agreement — NOT APPLICABLE
1. Joint Controller Status and Allocation of Responsibilities

1M O threTeltto Cerfol I DIt der [ollt [Joltrololthe [I[rtielTthe [ rtlel]
elvlIl e th(tthellTh(ITelTh be (1Dt ol troler [Mrellelt ol thlt Derfol I DIt
(I Tord[ITe [Ith the termoth[II[I[1el12 [Tollt [Joltrolér (I reemel t[ I
re[ll'emeltol I rlIrlThJ3M1 oot [rhedlle 11 (11 here ole [t [I[Joltroller
[1d the other CIlrt I roCelTor I d (I rlrI"hJ10020 oot [Irhed e 11
[deleldelt (ol troler ol erlol I Dt T TordI I the [ilrtlellelI'h [ dert[ e
to LomI [ ith the (I 1M ble DIt Croteltiol ) el [IItol] [rellelt ol thelr
UrolelT1TIolI 'h Cerloll Dt LDt ol trolier[ 1]

112 The OlrteJ 1 ree th(t the DI 1er(Relev ]t J thoril I

i [ the el ve [ollt ol J[olt[It [or Dt (bt d [Mrellollbe [or [
[tel [ elelllrto fom[M]th the 01 [IDIR rellrdIJthe elerl1le bID[t[]
[l bleltllolthelritht [ der the [I[] DR

1o)Ml Chindiret Dt [ bleltlto k11Dt Uroteltol1Ollller or [l ble [ter(l tive
[ (ol eltiol] [Ith the elerllle ollthelr riIhtl] (1Dt Cibeltd or (1]
el rellolerl1 thelr Derfo I Dtor [rNITT]

111 is solely responsible for the Parties’ compliance with all duties to provide
Morm[tolto Dt OrblerttTder Crt1e 113 [ d 1o the ] DR

d] [ re[lTollble or obt I the [Mormed [ollelt oI DIt [Ilblelti1! I
[(ITord[1 e [ith the (I ODOROoOr Crolel 1] [ [olleltol] [Ith the
Delveriblel [ lhere (o[l elt [Itherelevl It e [IblIMorthit Jrole [T I1Id

(el ChidImile [v[Ible to DI t] [ bleltlithe elTel e ol th el [MId Cotl
them o[ I ChiIelJto &L o[ er I Ithe (IO TtOo re T ol [IBMe ][I oIt
ol troller (I d fllrole el Ive [ollt oot tlthe OlrtleJhvII [ed
therbelteldelvolriito [Treethetermiolth[telTel e ThIm[Itbe oltlled
in the [Supplier's/Relevant Authority’s] privacy policy (which must be readily
CvlIble bl h(Terlll] or otherlllle oll [lol Rl (bl [T fervilel] [1I'd
mCriet 1T
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13 NotIth(tlrdill 1the termol L1l e 12 the [ rtle 1[I 1T ollled e th t (DLt
(Cblelt h(1Jthe riTht to eler e thelr e I rTht[ ][ 1T der the DI t[] [roteltl0o0]
CeIIto0 It the relev It Dt 00 ol trolér]

20 Undertakings of both Parties

201 The D ter [1°d the Relevl It D thorilJell'h [ dert[ e th(t theJCh[IID

1 relort to the other Ulrt0ever ] I molthJol

(rm

(ML

vi]

the volIme oDt [ blelt OTell]Rellelt [or [Ir orted DIt
Ulbelt lellIRel I eltllMom DIt Il beltlllorthird [ rtiel o]
thelr beh

the vollme ollrell elt[] rom D(tl] L[ bleltl] (or third (I Trtel 1ol
thelm behto retMI b TJor erlle [ erlo L IDCt]

(I other rell e[t om[ It or Comm[ I tlo[ ] rom D[t
COCblertl] for third [Irtiel] ol] thelr beh[Ire[tIl] to the other
Party’s obligations under applicable Data Protection Legislation;

0 Comm I o] rom the [Morm(to] DommIl ol er or L[]
other re[ [1IItor 1 [ [thoril [l Lol T eltol]th Derfol Dt IId

(I rel et rom Ithird (It [or AT 0T re ol erfol I 1 DIt[]
[lhere fom(]ll e [th [(TI'h re(elt [Mrelllred or [Irlorted to
be re(1red b1 1[]

thit thilreleved [Mrelltlolto the [Tbelt mltter olthe ol tr( It dlrIIth(t

Cerlod(]

1o)ml (ot ellTh other MmMmeditel [T & relenel] (1] relleltl] lom[ It or
Comm[ T tolImide [(Irelerred to [ (I Te12( T Ito VI

11 [Crovide the other DCrt [Jith T ool ertol] [ d (ITIt e [Mrelltollto (]
re[ et om0t or CommCII'toJmCde [[relerred to [ L[ [el12M [T
to (v to el I'ble the other [[rtl1to fom[ I [1ith the relevi It tmellllel et olt
Mthe DLt Crote tlo] CeIOIt0 ]

[ [otdlliole ortriilTerthe Cerfoll I Dtto (I third [t (1 Iel I elel T[]
[or the [Trovillo[] ol lthe Deeribelr] rrdor [T dII ol lre or trrll1er ol]
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Cerfoll Dt to LI0third [(IrtCTITve [here [11'h dIII0[Lre or trl I ler [
(el I [ thorled [l der the [oltrlit or (I relllred bl LI I elllre
ol elt hIJ beell obt[lled rom the D[t [[belt [rior to dIIIOLI] or
trilerrI] the Cerlol L D[t[]to the third (I rt[ 1 or the [voldlI e olldolbtl]
the third [Irtl] to OhTh Derfoll 0Dt I tri I lerred mIt be [[belt to
el Iv[lelt oblMltO ] Ihih [re (b el[lloleroll]th(l]thole [et ot [ th{I
UlCel ]

el rellelt fom the DIt ([ blelt o[l the mIIImim [orm[tiol] [(elelllrl]to
(rovide the Delver(bel ][ d trelt [1I'h eltrllted [Morm(to] [ odel[ tII]
[oermCtor]

[ elTretht [t tmelthIOMI e ([ Trolrlte [rote tve Me I Trelto (I rd
(Ot (I thorled or (M Orolel 111 ollthe [erfol 11Dt [l dlor
(Tidelt( o ITdeltrl]tolordimlle to the Derlo Dt d [l thorled
or LI dI ol Tre olor [ Lelllto the LerLo I D tI]

M1 tile Ulrellollble [telllto el lre the relllblil] (I d [Itelrtl ] oI olIit]
Oerlolell1Jho hlve [ITelll to the Cerlol DIt [(Id elllre th(t [
Lerlol el

i (re [Ilreol 1 d lom(llliththerd te Il [derthI [ el12 [Tollt
Ooltrolér [[reemeltl] [Id thole [0 rellklt ol HolldeltII]
(mormtior1]

il [re [ormed ol the [olldeltlll It re ol the [Jerfo I Dt re
[Tbelt to [[Irolrilte obltol ] olllolldel tIMi ] (1T d do [ot

[(ITbMhrdriore or dvlile [T 1ol the Cerfol I T DIt 1to [ 1third
[(I'rtl1here the thit Dt Jol1d ot be erm(tted to do (o[ 1 d

mm  hive (I der[ole [del ] te trC/I[Mthe [(Telllrellroteltol1ld
h I dm] ol CerColIdtl] (1 relIred bllthe [T be DIt
Crote(tlo] CelIIITtO]

hl  elllre thit ® h( [ (10e [roteltve MellTlrel] [l [Irolrilte to [rotelt
(Tt O Oerfol I DIt Brelrh hivtilrellITollt olthel]

i [I't(re o the d( t[Jto be [rotelted[]

i hirm tht mTht re(TTt rom O CDerfo T TDtBrelTh]
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212

30
31

([

b

mm  [tte o[teCh(bo I develo meltl 1 d
[M[] (ot ol ImlJemeltlI] [ TTImelllrell]

el Tre th(t T hJthe [T bIl] [hether teChCoO I or otherll[lelto the
eltelt rellred blID[t [roteltiol] [ellllItol I to [rovide or [orre(t or delete
't the re[elt olJJ Dt OCblelt [Tthe Uerfol Dt ret to th(t Dt0
OCblelt th(t Thod11d

el lre th(t it [otliel ] the other Lt (1] [ool] [ [t belomel] [[I[re ol][]
Oerlo [I'DtBrell"h]

Oh Collt Coltroler Chi e fllre[ Lol ble eldelvolrJto (I LIt the other
Lol troller to Lom[I [th [ ob tioll] [I'der LIl ble DLt Croteltiol!
CelIHIte ] [ d Chil ot Cerlorm [t lobII tio ][I derth(I el JMIIh [JOC
[[to [IIIe the other Lot Lol troler to bre[Lh [ olJtlloblMItol ] [ der
(MTble DLt Oroteltlol] [ell1tol] to the eltelt i I [II[relJor ol ht
rel o[ bllllto hCve beell [l rellth(t the (I me [olld be [Jbrel'h oll[IIh
obMI to 1]

Data Protection Breach

[ tholt [red[Te to [T e 32(elTh It ChIT otIthe other It rom [t
[Id Oitholt [Tdle del 1JId [ (1] evelt th{ [ holr(TI[T o] belomill]
(re oI erfo I DtIBrelTh or (I I mit[ [ ellth(t [re Mellto [Ive rlle
to U CerCo ' Dt Bre ThIrovidlthe other Crtl I d 1] dvTorl[Ith[]

[(Mmelt MoermCtol (I d [0 JtmelllJe Jhith 61the other [ rt[1to meet
(I obrtollto relort [ Jerfol I Dtl1Brell"h [T der the DI t[] [roteltl0l]
CelMmtorrrd

CMrellol'ble [TTIOt e mrd ]

(m rololertoll [Jth the other [rrt] 1Td the [orm[tiol]
OommILoCer Mvelt tI] the Cerlol 1Dt Brellth [Id 1
(el foltI] ('d reloverIl] the Comlromled [erfoll ]
Dt d fomI e [Iith the (I T ble (TdITel]

(I rololer  tiol ][ ]ith the other LI rt I IIAMI It [T Threl ol lble
[(te(1] [J [re direlted bl the other [rtl] to [Tt [ the
TvetIto I miltol] [Id remedIto] o] Cerlo 11Dt
Bre[I"h(]
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bl

dr

lel]

L]

m

([

mm  LolerdlIltiol] [Iith the other LI rtIrel Lrd(1l]the mlI I [lemelt ol]
(b rellto ] (I'd [I'bl [t(temeltl] relItlI] to the Lerlol 1]
DI tIBrell'h( I dlor

v [Crovd@the other Dt d to the eltelt [ tr(1Ited blthe other
UlrtlJto do Col Ll dlor the [Mlorm[tiol]Jomm(ILIoler [Ivel tl ti]
the CerloI ' Dt] Bre[ITh(lJth Com[lete [Morm[tol] rellt]to
the Cerlol1J Dt Bre Th(] [ILIIdIII ] (Jtholt Imirtoll]the
[Mform(tol] et ol t [T 1T e 32

UCh Ot ChOtre L tel)to reltorelre(lol [t te (I dor relol triit (1]
Cerfo[ 1Dt here ©Th(1] otfdmeddeltroled[[Ttered or [orr I ted [
a result of a Personal Data Breach as it was that Party’s own data at its own
Tolt Jth (JTolT1ble [Teed [1d ChilIrovide the other (I rtl I 1ith [re[ o[ ble
(il e [Mrellelt o (1ITh Derfoll LDt Bre ThJm Td I [rovid ]
the other Dt Cooll (I ColIIble [Id th{T [(ITholrJolthe Cerfol I Dt[]
Brel'h reit[I /to the Uerlo I [ DL tlIBreLh I It ITr]

the [['t{re ol the Uerfol I Dt1Brell’h[]
the [tlre o Uerfo I Dt el ted]
the [(Ttelorel 11 d [Imberol DIt blelt/[oller edl]

the name and contact details of the Supplier's Data Croteltio OIller or other
relev [t [o[tlt fom [Jhom more [Ilorm[tlolIm[Ibe obtllled ]

mel TrelJt[lellor [ro[oledtobetllellto [ddrelllthe [lerfol I DIt [1Brellhl]
d

dellrbe the MelloTellellellolthe Lerlol I DtlIBrel I hl]
Audit

The D Jmer ChOermitr]

the Relevl 't [I[thorilT]or [ third[ICrt] [Cditor [0 [Cder the Relevit
Authority’s direction, to conduct, at the Relevant Authority’s cost, data privacy
and security audits, assessments and inspections concerning the Supplier’s
ditblellril) I d CriviiTIroledlreldreItI]to Herfo I I Dt Tom I e
Oith thm e 2 [°d the DIt Crote o] CeJOItio L dor
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L]

the Relev( [t [ thorflJor [ thirdIrt0] [(ditor [t [ der the Reevilt
Authority’s direction, access to premises at which the Personal Data is
[Telllbe or [t hiTh T I [ble to [ Telt (I reevlltrelord I IIdII]the
reLord mLIIt[Ied [ der Crtlle 30 /L] DR blithe LI er Lo [Ir [releviit
to the Doltrl 0 d [roledre I A1 ] [remel] [ der the (o tro[olI 1]
third [Irtl] (Il ollted bl the [ Jer to LI [0t [ the [rovol] ollthe
Dever[belT]

The Relevl]t [ thorill mLI ][I & Cole dillretolIrelllre the LIl Ller to
provide evidence of the Supplier's compliance with Clause 4.1 in lieu of
Coldtmo (th DO CidAl i Tel Imelt or [ Tl tol ]

Impact Assessments

The Dirtlel1Ch D

‘rovide Llre[ Lol I'ble I LIt [ e toellhotherto Lrellre (1Dt ] roteltloL!
MmOt OlelImelt [ ml be rellred [ 10dI] [rovillol] olldet led
Mormitiol) [I'd [[Tellmeltl] [rellto]to Jrolel LI ]oler tloll Lrm]Id
mel[ [ Tre11Id

MmO Mrd fomete refordJ o Jrole 110 [Trriéd o[t [MrelTelt ol
the Derfo 11Dt (I folTeltol] [Ith the DoltrItO0 [T Tord[ e [ith the
termColrtre 30 (111 [IDIR[

ICO Guidance

The (rtlel]TreetotilTe (TTolltol I IId e I Ted bllthe TormItor]
CJommITIoler [T dior [T Trelevilt [eltrlITloverrmelt BodTThe ReeviTt
Authority may on not less than thirty (30) Working Days’ notice to the Supplier
‘meld the Coltr(IttoellTre th(t fifomerIith 0 Id e T Ted bl
the [Mormtol] JommiIl o er [ dor [ [ Irelevi It [leltr(I TJoverCmelt Bod[]

Liabilities for Data Protection Breach
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bl

12

[Guidance: Thi 1 e relrelel tI[rll] hirelolImLII[IIh to relol I Ider
the O ortiomelt oMbt [ d [Thether refover bl ool Telllre [Me[lto
be hildered bl the foltriItI T IIMATtO oMb IRI [ rov{IIo I 1]

DI el tel] Cre mlbled bllthe [orm[tol] (lommIL ol er ol elther
the Relevl It [l thoritllor the (I @r [or [ Uerlol I DIt Brell'h MFinancial
Penalties" [ thel1the oo ChITo ]

M0 the viell olthe [MormCtol DommlIolerllthe Reevilt [ thoril] I
re[[ ol Ible (orthe Uerlo I DtBrel [ h[IIth(t #I[I 1 ed [ rel[ltlo the

([tol1] or MIItol] ollthe Reevilt thoril ] 1 emJoleell] (et ]
Coltrltorl]lother thilthe U lerlor ([ ITtemI[I d [roledlrelJ o[ troled bl]
the Relev(t [ thorilTtheJthe Relevl It [ thoriJChIIbe re[T ol be [or the

(U Tmelt ol [ITh O Deltlel 1M thI [T 1'elthe Relevl 't (I thoril ][I
foldlt 0 Mter 1 rdil(1d el 1 e [tk rellbollble (ot lhelllelelllr([]
(1] [Ideleldelt third (I rtll1to foldl It [ [Idil oI [TI'h Cerfoll 1D t]

BreTh(The D1 er Ch( I rovide to the RelevIt [ thori]d & Ithird [t
TveltIltorl] [ d [Idior(llolJre[ et [Id [tthe UL erlre ol ble (o t]
MTroolertol[Id [ITelllto Coldlt [thorol"h [dtlo I T1h Derloll D[t

Brel Lh[]

[ the viel] ol the [Mlorm[tol! lommILIoler_ the UL er [Ire oLl Ible [or
the Cerfo I Dt] BrelThII th(t @ [ Cot [0 Derfo[ Dt Brel1'h th(t the
Relev]t (thortll[Dre Lol be [or thelthe L[ leér Ch(ibe re[ Lol ble [Or
the [T1'melt ollthele I I0elltle[1The O ér (]I rovide to the
Relevant Authority and its auditors, on request and at the Supplier’s sole cost,
MToolertol 11 d [ITelTlto foldrIt [thoroTh (TdifioTTT'h Derfol T DIt
Bre I'hlor

Mo viel] [to re[T o[BI Mellreled bllthe MormCto] Jomm(I o er[]
thellthe Relevl]t [Ilthoritl][[d the L 1Ier ChUIJorltoether to [Ive tlI te

the refeviIt [lerfol T TDItIBrel1TTh [1Td [1I6Tte re[T ol BIRIIOr [T I
Delltle) [ ol tMIed Cbovellor bll[reemelt to (LI [ ML el tlel]
e Mo re[ o[ BT [or the Cerfol I DCtl1Brell"Th [T 1be [T ortoled
1 the evelt thit the [lrteJdo (ot [Iree [1Ih [T ortolmelt thel]l [II'h

DI te Chillbe relerred to the DI [ te RelolItilol[roledlre [etolt [ Te

3ol the Uore TermJ[ReloNIdI [ te 1]

[Telther the Relevit [ thorilor the DT T ér [Mthe deledt 11 1@ T1Im
brought before a court of competent jurisdiction (“Court”) by a third party in
re[Telt o[l Derfol DIt BrelThithell [TTelTthe rrtielother[1Te [Treel]

Framework Ref: RM6290

Project Version: v1.0 27

Model Version: v3.1



Call-Off Schedule 15 (Call-Off Contract Management)

Call-Off Ref:

Crown Copyright 2018

3

(I

bl

i

0

L]
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([

the DOCrtJth(t [Idetermled blithe [ [dellllol o the [olrt to be re[Tol[Ibe
lor the Lerlol I [ID[t]BrelLh [h(lIbe [Ible [or the Ol lel] rlll rom [LIh
CerlollIDCt0] Bre[ILhl [l here both [lrtel [re [Mblellthe [Mb[M] JIIbe
[ "ortioled betleelthe Lilrtle 1 [ [Tord ] e [Ith the dellllol ol the [Jolrt[]

MrellTeltolllJoTellloltImlorellellellMlTrred bllether (It
result of a Personal Data Breach (the “Claim Losses”):

[Ithe Relev(]t (O thorill MrellbllIbe [or the releviit Uerlo I D tIBrelh(]
thellthe Relev( I t (I thoritl I [h(llbe re[ I o[l ble [or the [Ilim (ol lel[l]

[Ithe LI ler [Mrel Lol Ible [or the relev It Lerloll 1 DIt Brell hthellthe
Lrer Chimbe re[Tol1be [or the JIim [olTelll1d

[Mrell ol Ibll] (or the relevi ]t Uerlol 11 D[t Brell'h I (I lelrlithel] the
Relevl It O thoril ] d the D1 ler ChlIbe re(T ol 1ble [or the OIIm [ollel]
e[ [y

NothI] M elther (11 e (12 or [0 e [I3 Chlil re[lIde the Relevl] t [ thoril]
[Id the OJ@er re[ChIl [ other [Ireemeltl] MIIIdII] bl O ol
Comlrom(le ith Cthird (Ot Com OOt or CIMm Ot to the [T ortlo melt
o M I T re Tl (I IBIMI ] [or (I O[Mm (olTell 1] relT1tol] Cerlol I DIt
Bre["hUhvII rellrd to [IIthe CIrf ImtIellolthe Uerlo I D[t Brellh
[1d the e[ T d I [robMItol o the Reevilt [l thoril ]

Termination

Mthe CrTTer M mlter DeMitirrder [T ot obMItior 1T der thi
ffer12 Joint Controller Agreement(Tthe Relev( It [ thoritl1 h[1Tbe eltiled
to term(Ite the TloltriTt b M T [ TermI tiol I NotTe to the T Ter 10
([Tord[I e [ith O e 10 olthe [ore TermJ[Ending the contract(1

Sub-Processing

Mrelelt ol Orolel 1] olerlo DLt [(eriormed b Jthird [Irt1ol]
behMTo 1 Orrt(Ttht OCrt0 ChOm

[(Trrijolt[dellTtedledeTe oI hthird (rt0to el Treth(t ¥ T ble
ol rovidthe level ol rotetlol] [or the Derfo I Dt [Mrellred blJthe
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UoltrlItl1Id [rovideevidelleollll hdledllelle tothe other LiLrt[I[lhere
re(lol [ bMre lelted 1d

b elllre th(t U1l ble [Treemelt [ [ e Oih the third (It 00 rered
(I der (1M ble DIt roteltiol] (el IIIItOL]]

10001 Data Retention

The Clrtell[I ree to erll e erlo I D[t fom I JLom[] ter[ITtor[I e devlel]
[d [tor[I'e medlth(t [re to be retlled [ Lool] LI r [t ble [iter & h(]
Celledtobe Celelllr]orthem toretlI [11"h CDerfo Dt der (I be
D[t Oroteltlol ] CelITIItol] [ d thelr LrivI 1oL ve to the eltelt [ d [or
the Imited [eriodthit [T1h Mormtol]eedl1to be ret[1Ted blithe [t Ior
(it torllom[ I e [LrlolelJor [Iotherllle rell Ired blithe Dol tritd
tO0 O rther (tol0 L0 mil be [elelllrllto el lre {1 om[ e [Jih
Dt roteltol] (el JOIto (I d ] CrivO oM []

Joint Schedule 12 (Supply Chain Visibility)

1. Definitions

1M1 mthrhed el the oMo ] Dord[IChIThCve the MO ITmel T d
theIChIIT T lemelt folt [Thed(Te 1 DeT{lO 11T

"Contracts Finder" the Government's publishing portal for
(Ibimreltor (rolTremelt ol Tort T ItierT’

"SME" (11 elter(rle [ [Jthl the Mtelorl]ol]
mIrol ) m I 1d medIm [1led elterlrilel]
delllled bl the CommII 0[]
Relommeld[to 1ol TIM[ 112003 Coller 1]

Framework Ref: RM6290
Project Version: v1.0 29

Model Version: v3.1



Call-Off Schedule 15 (Call-Off Contract Management)
Call-Off Ref:

Crown Copyright 2018

the deltiol] omIIrollmUI L d medlIm
[1led el terlrilel1]

“Supply Chain Information the doImelt [t ([ el]1 ol th(l [IChed[le
Report Template” 120017d

"VCSE" [ [ollToverimelt[ [ or I tol] thit [
viTeldrve ][I d [OhiTh Crid OO0 relIve [ t0]
T r0reto [rther ColIITel virolmelt[1]
or [[irrCTobleltvelT]

2. Visibility of Sub-Contract Opportunities in the Supply Chain
201 The L er Chiml

211 [Ibleltto Lrllrl i h 23 dvertle ol ol trl It I0der LI bToltrllt
ol lTort[ I Itle ] CrIII ] fom or [l Lol eltlol]1ith the [roviIiollolthe
Dewer[bel1bove [ImIIImCm threChoid o T2[1000 thit [rTe drthe
CJoltr(It Cerodl]

2112 OthIm 0 dirolrd I O Db Mo CtriIt to (T CbroltriTtorl T dl te the
Cotlle ol 1ol trl 't [ITTder [1ith detl ol the [TITel 1T blroltrlItorl]

213 molltor the [T mber(tiTe [Id vl ile olthe [Il'blloltrlIt ol ort [tlel]
[ed olJ Doltrit)JIder Cdvertled [I°d [ rded [ &L LTI ChCTD
dirilIthe Dol trilt Ceriod!]

20 [rovide relort[loIthe MMormto ]t IrIrTh 213 to the Relevilt
Cthoril ] the [orm(t [1d re[Tel I T][re[Tol bIlTellled blithe
ReleviIt (I thorfr111d

211 [romote (ol triItl]MIder to AT Ter [ TdellTolrile thole
orl I tiol1to relITter ol ] ol trlI 1 [Tder(]

22 [I'h [dvertrelerred to [t C(r(Ir(1h 211 ol th(M I hed(le 12 Ch{ Il rovide
O d det(1ied delTri0tio ol the OCbMoltrit ol T ort It ith e 1Th o]
the mTdtorCI@dbelll fomJeted o] Dol tri1tl]Tder blthe O @r]
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23 Theoblltollollthe Lier [etolt [t Olrrih 21 ChOHo O] [
re[[elt oI bMoltrlIt o ortll ile ] rIm] [Iter the Ul tve Dl tel]

2 Notihtrdmm Orilr"h 2 the (O thordlIm b v &0 Cridr
O rovid I ree thit O Ob[Moltrl It ollort[ It [T Lot rel] red to be
[dvertlled bl Jthe LI ller o] ol trl It Iderl]

3. Visibility of Supply Chain Spend

31 [ [ddiiollto (I JothermlI I 'emelt [llorm[tiolrellremeltl i etolt [
the Lol trl [t the LI er [1reel 1l d [l Il ollledlellth(t &ICh{(IIt o
Chirlellrovide tmel I [TTrlte (I d lomllete M m[l I emelt
information reports (the “SME Management Information Reports”) to the
Relevlit [ thoritl ][ h(Ih [ orlorltelthe d[tlldellrbed [Ithe LI
OhD Iormto] Relort Tem[te [hiTh TI]

[T the tot[ I Toltr(I't revel e relelved direltlllolthe [Jo[tr(It[]

‘bl the tot[ T v[ille oI Tbiloltrited revel el [T der the [loltr(It
MIId I reve el or Do MO To VO OO d

[T the tot[Tv[Ile ol I TbiToltrIted revel el lto IMOCITd VIO

32 The MO MIIITemelt IIormto]Relort[1Chbe [rovided blithe
O Ter [Mthe Correlt lormt [T rel(red blithe DT AT TormCto0]
Relort Tem[IIte (1 d (T d e [ITed blithe Relev It (I thorillrom
time to tmeThe D11 Ter [Treel1thit I ChII e the DT hITD
Morm[tlo1Relort Tem[Ite to [rovide the Torm[tioldet Iled [t
OCrCrCh 3A M- d (T Toedel1thCt the tem[lte mIbe
ChilTed [rom time to time [ 1Id I the d t[re I red [ dior [orm[t[b[]
the Relev( It [l thortl M T rel 1 emelt ver[ 10 The Relev(]t
Authority agrees to give at least thirty (30) days’ notice in writing of any
(Ih Cthil e [I'd ChO el 1the dl'te fom [JhiTh ©m([It be [Ted[]

33 The L Jer (Irther [reel 1[I d [] olledledthit ImI1I ot miTe (1]
[Cmeldmel(t to the DI DhOm Mormto] Relort Tem[ilte [1ithol[t the
(rior O rovllolthe D thoril ]
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Annex 1

Supply Chain Information Report template

Supply Chain Information
Report templat
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Call-Off Schedule 1 (Transparency Reports)

11 The L er relol el 1th(t the Bl ler [T bleltto JIIN 011 [ dltel]to
trl L Cre 0 CridCITie v (1
thtt DO O Mov D [ToverLme k[T b to[ [ [Iroll remel t[lollTote011[]]
ditetotr I [T re [ [[Ir Me [TThe O er ChiIlomII[th the [rovIoll]
ol th{l [J'hed[Te M order to [Tt the Bl 'er [1ith i1 fomI e [Iith {1
obMto 1 derth(t OCOND

121 tholt [relld[Ie to the LI [ llerDrelortlllre I Iremel[t /[ etolt [Ithe
Urimelorl] Dol tritl 1 th(T three (3L Mol thi ol the [t rt Dl te the LI 1i@r Chi
(I bmitito the Bl er [or L[l rovl 1111 h [l rovilIotto be [l rellollbllllithhed
ordelll ed drl it Tril I I relTIRelortl /[ ol 1telt [Ith the [oltelt rell lremelt[]
[d lorm[t (et ol t [Ilthe ([ ellolth{I[I hed[lel]

13 [Mthe Bl Ierreelt I 1rololed Tril Tl re[IT/Relort [Tbmited blithe
O Terthe O er ChO Tbmi Creviied verllol ol the relev( It relort [or
Trther O rov L Tth(T [ve (T[T T]olrelellt o[ I 11 otle ol reetlo [t II]
Tolltolll I recommeldltiol [ ][orreviol ][] d imlrovemelt to the re ort
‘rovided bl ithe Bl 'erlITthe [Irtlel][ITto [1ree o1 Ldrlit Tril I Tl re[ [T/Relort
the Bl 'er [h{Ideterm(le [1h(t [holld be T TTded[ I other dII I reemelt I
folleltlol1th Tri T re[IT/Relortl 1 h[Ibe trelted (11D tel]

10 The DL er Chill rovide (1 TTrite [Id [([toldlte ver[Io[l ol el h
Tril Tl rellTIRelortto the Bl er [ tthe [re[ e[l [Irelerred to [Ithe ([T ellol]
thil Drhedl el
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Annex A: List of Transparency Reports

Title Content Format Frequency
(MerlormiITel]

L] L0 L]
MOTOM Dol trit
Chirlell] L] o L]
el bloltrlItorl ]

L] o L]
Tel h[JII I

L] L L]
(TerlormiITe
mL [ emelt[] L] o L]

Call-Off Schedule 8 (Business Continuity and Disaster

Recovery)

Note: This schedule is only applicable with the conditions stated in the section 10 of this
schedule ‘Amendments to this Schedule in respect of Bronze Contracts’

1. Definitions

1M In this Schedule, the following words shall have the following meanings and they
shall supplement Joint Schedule 1 (Definitions):

“Annual Revenue”

Framework Ref: RM6290
Project Version: v1.0

Model Version: v3.1

means, for the purposes of determining whether
an entity is a Public Sector Dependent Supplier,
the audited consolidated aggregate revenue
(including share of revenue of joint ventures and
Associates) reported by the Supplier or, as
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“Appropriate Authority” or
“Appropriate Authorities”

“Associates”

"BCDR Plan"

"Business Continuity Plan"

“Class 1 Transaction”

Framework Ref: RM6290
Project Version: v1.0

Model Version: v3.1

appropriate, the Supplier Group in its most
recent published accounts, subject to the
following methodology:

figures for accounting periods of other than 12
months should be scaled pro rata to produce a
proforma figure for a 12 month period; and

where the Supplier, the Supplier Group and/or
their joint ventures and Associates report in a
foreign currency, revenue should be converted to
British Pound Sterling at the closing exchange
rate on the Accounting Reference Date;

means the Buyer and the Cabinet Office Markets
and Suppliers Team or, where the Supplier is a
Strategic Supplier, the Cabinet Office Markets
and Suppliers Team;

means, in relation to an entity, an undertaking in
which the entity owns, directly or indirectly,
between 20% and 50% of the voting rights and
exercises a degree of control sufficient for the
undertaking to be treated as an associate under
generally accepted accounting principles;

has the meaning given to it in Paragraph 2.2 of
this Schedule;

has the meaning given to it in Paragraph 2.3.2 of
this Schedule;

has the meaning set out in the listing rules issued
by the UK Listing Authority;
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“Control”

“Corporate Change Event”

Framework Ref: RM6290
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the possession by a person, directly or indirectly,
of the power to direct or cause the direction of
the management and policies of the other person
(whether through the ownership of voting
shares, by contract or otherwise) and “Controls”
and “Controlled” shall be interpreted
accordingly;

means:

(] any change of Control of the Supplier or a
Parent Undertaking of the Supplier;

b any change of Control of any member of
the Supplier Group which, in the reasonable
opinion of the Buyer, could have a material
adverse effect on the Deliverables;

[(IIJ  any change to the business of the Supplier
or any member of the Supplier Group which, in
the reasonable opinion of the Buyer, could have a
material adverse effect on the Deliverables;

[d] acClass 1 Transaction taking place in
relation to the shares of the Supplier or any
Parent Undertaking of the Supplier whose shares
are listed on the main market of the London
Stock Exchange plc;

(@[] an event that could reasonably be
regarded as being equivalent to a Class 1
Transaction taking place in respect of the
Supplier or any Parent Undertaking of the
Supplier;

(I payment of dividends by the Supplier or
the ultimate Parent Undertaking of the Supplier
Group exceeding 25% of the Net Asset Value of
the Supplier or the ultimate Parent Undertaking
of the Supplier Group respectively in any 12
month period;

(I an orderis made or an effective
resolution is passed for the winding up of any
member of the Supplier Group;
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“Critical National
Infrastructure”

Framework Ref: RM6290
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th]  any member of the Supplier Group
stopping payment of its debts generally or
becoming unable to pay its debts within the
meaning of section 123(1) of the Insolvency Act
1986 or any member of the Supplier Group
ceasing to carry on all or substantially all its
business, or any compromise, composition,
arrangement or agreement being made with
creditors of any member of the Supplier Group;
i the appointment of a receiver,
administrative receiver or administrator in
respect of or over all or a material part of the
undertaking or assets of any member of the
Supplier Group; and/or

(I any process or events with an effect
analogous to those in paragraphs (e) to (g)
inclusive above occurring to a member of the
Supplier Group in a jurisdiction outside England
and Wales;

means those critical elements of UK national
infrastructure (namely assets, facilities, systems,
networks or processes and the essential workers
that operate and facilitate them), the loss or
compromise of which could result in:

major detrimental impact on the availability,
integrity or delivery of essential services —
including those services whose integrity, if
compromised, could result in significant loss of
life or casualties — taking into account significant
economic or social impacts; and/or

significant impact on the national security,
national defence, or the functioning of the UK;
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“Critical Service Contract”

“CRP Information”

“Dependent Parent
Undertaking”

"Disaster"

"Disaster Recovery
Deliverables"

Framework Ref: RM6290
Project Version: v1.0

Model Version: v3.1

a service contract which the Buyer has
categorised as a Gold Contract using the Cabinet
Office Contract Tiering Tool or which the Buyer
otherwise considers should be classed as a
Critical Service Contract;

means, together, the:

Group Structure Information and Resolution
Commentary; and

UK Public Sector and CNI Contract Information;

means any Parent Undertaking which provides
any of its Subsidiary Undertakings and/or
Associates, whether directly or indirectly, with
any financial, trading, managerial or other
assistance of whatever nature, without which the
Supplier would be unable to continue the day to
day conduct and operation of its business in the
same manner as carried on at the time of
entering into the Contract, including for the
avoidance of doubt the provision of the
Deliverables in accordance with the terms of the
Contract;

the occurrence of one or more events which,
either separately or cumulatively, mean that the
Deliverables, or a material part thereof will be
unavailable (or could reasonably be anticipated
to be unavailable);

the Deliverables embodied in the processes and
procedures for restoring the provision of
Deliverables following the occurrence of a
Disaster;
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"Disaster Recovery Plan"

"Disaster Recovery System"

“Group Structure Information
and Resolution Commentary”

“Parent Undertaking”

“Public Sector Dependent
Supplier”

"Related Supplier"

"Review Report"

)

“Strategic Supplier

Part A: BCDR Plan

Framework Ref: RM6290
Project Version: v1.0

Model Version: v3.1

has the meaning given to it in Paragraph 2.3.3 of
this Schedule;

the system embodied in the processes and
procedures for restoring the provision of
Deliverables following the occurrence of a
Disaster;

means the information relating to the Supplier
Group to be provided by the Supplier in
accordance with Paragraphs 2 to 4 and Appendix
1 to Part B;

has the meaning set out in section 1162 of the
Companies Act 2006;

means a supplier where that supplier, or that
supplier’s group has Annual Revenue of £50
million or more of which over 50% is generated
from UK Public Sector Business;

any person who provides Deliverables to the
Buyer which are related to the Deliverables from
time to time;

has the meaning given to it in Paragraph 6.3 of
this Schedule;

means those suppliers to government listed at

https://www.gov.uk/government/publications/st
rategic-suppliers;
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112

103

100

201

BCDR Plan

The Buyer and the Supplier recognise that, where specified in Framework Schedule 4
(Framework Management), CCS shall have the right to enforce the Buyer's rights
under this Schedule.

At least ninety (90) Working Days prior to the Start Date the Supplier shall prepare
and deliver to the Buyer for the Buyer’s written approval a plan (a “BCDR Plan”),
which shall detail the processes and arrangements that the Supplier shall follow to:

1.2.1 ensure continuity of the business processes and operations supported by the
Services following any failure or disruption of any element of the
Deliverables; and

1.2.2 therecovery of the Deliverables in the event of a Disaster
The BCDR Plan shall be divided into four sections:
1.3.1 Section 1 which shall set out general principles applicable to the BCDR Plan;

1.3.2 Section 2 which shall relate to business continuity (the "Business Continuity
Plan");

1.3.3 Section 3 which shall relate to disaster recovery (the "Disaster Recovery
Plan"); and

1.3.4 Section 4 which shall relate to an Insolvency Event of the Supplier, and Key-
Subcontractors and/or any Supplier Group member (the “Insolvency
Continuity Plan”).

Following receipt of the draft BCDR Plan from the Supplier, the Parties shall use
reasonable endeavours to agree the contents of the BCDR Plan. If the Parties are
unable to agree the contents of the BCDR Plan within twenty (20) Working Days of
its submission, then such Dispute shall be resolved in accordance with the Dispute
Resolution Procedure.

General Principles of the BCDR Plan (Section 1)

Section 1 of the BCDR Plan shall:

2.1.1 set out how the business continuity and disaster recovery elements of the
BCDR Plan link to each other;

2.1.2 provide details of how the invocation of any element of the BCDR Plan may
impact upon the provision of the Deliverables and any goods and/or services
provided to the Buyer by a Related Supplier;
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213

2.14

2.1.5

2.1.6

(]

b

dr
2.1.7

2.1.8

2.1.9
2.1.10

2.1.11

2.1.12

2.1.13

contain an obligation upon the Supplier to liaise with the Buyer and any
Related Suppliers with respect to business continuity and disaster recovery;

detail how the BCDR Plan interoperates with any overarching disaster
recovery or business continuity plan of the Buyer and any of its other Related
Supplier in each case as notified to the Supplier by the Buyer from time to
time;

contain a communication strategy including details of an incident and
problem management service and advice and help desk facility which can be
accessed via multiple channels;

contain a risk analysis, including:

failure or disruption scenarios and assessments of likely frequency of
occurrence;

identification of any single points of failure within the provision of
Deliverables and processes for managing those risks;

identification of risks arising from the interaction of the provision of
Deliverables with the goods and/or services provided by a Related Supplier;
and

a business impact analysis of different anticipated failures or disruptions;

provide for documentation of processes, including business processes, and
procedures;

set out key contact details for the Supplier (and any Subcontractors) and for
the Buyer;

identify the procedures for reverting to "normal service";

set out method(s) of recovering or updating data collected (or which ought to
have been collected) during a failure or disruption to minimise data loss;

identify the responsibilities (if any) that the Buyer has agreed it will assume in
the event of the invocation of the BCDR Plan;

provide for the provision of technical assistance to key contacts at the Buyer
as required by the Buyer to inform decisions in support of the Buyer’s
business continuity plans;

set out how the business continuity and disaster recovery elements of the
BCDR Plan link to the Insolvency Continuity Plan, and how the Insolvency

Framework Ref: RM6290

Project Version: v1.0 41

Model Version: v3.1



Call-Off Schedule 15 (Call-Off Contract Management)

Call-Off Ref:

Crown Copyright 2018

212

203

2(10

31

Continuity Plan links to the business continuity and disaster recovery
elements of the BCDR Plan;

2.1.14 contain an obligation upon the Supplier to liaise with the Buyer and (at the
Buyer’s request) any Related Supplier with respect to issues concerning
insolvency continuity where applicable; and

2.1.15 detail how the BCDR Plan links and interoperates with any overarching
and/or connected insolvency continuity plan of the Buyer and any of its other
Related Suppliers in each case as notified to the Supplier by the Buyer from
time to time.

The BCDR Plan shall be designed so as to ensure that:

2.2.1 the Deliverables are provided in accordance with this Contract at all times
during and after the invocation of the BCDR Plan;

2.2.2 the adverse impact of any Disaster is minimised as far as reasonably possible;

2.2.3 it complies with the relevant provisions of ISO/IEC 27002;
1SO22301/15022313 and all other industry standards from time to time in
force; and

2.2.4 it details a process for the management of disaster recovery testing.

The BCDR Plan shall be upgradeable and sufficiently flexible to support any changes
to the Deliverables and the business operations supported by the provision of
Deliverables.

The Supplier shall not be entitled to any relief from its obligations under the
Performance Indicators (PI’s) or Service levels, or to any increase in the Charges to
the extent that a Disaster occurs as a consequence of any breach by the Supplier of
this Contract.

Business Continuity (Section 2)

The Business Continuity Plan shall set out the arrangements that are to be invoked
to ensure that the business processes facilitated by the provision of Deliverables
remain supported and to ensure continuity of the business operations supported by
the Services including:

3.1.1 the alternative processes, options and responsibilities that may be adopted in
the event of a failure in or disruption to the provision of Deliverables; and
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3.1.2 the steps to be taken by the Supplier upon resumption of the provision of
Deliverables in order to address the effect of the failure or disruption.

The Business Continuity Plan shall:

3.2.1 address the various possible levels of failures of or disruptions to the
provision of Deliverables;

3.2.2 set out the goods and/or services to be provided and the steps to be taken to
remedy the different levels of failures of and disruption to the Deliverables;

3.2.3 specify any applicable Performance Indicators with respect to the provision
of the Business Continuity Services and details of any agreed relaxation to the
Performance Indicators (PI’s) or Service Levels in respect of the provision of
other Deliverables during any period of invocation of the Business Continuity
Plan; and

3.2.4 set out the circumstances in which the Business Continuity Plan is invoked.
Disaster Recovery (Section 3)

The Disaster Recovery Plan (which shall be invoked only upon the occurrence of a
Disaster) shall be designed to ensure that upon the occurrence of a Disaster the
Supplier ensures continuity of the business operations of the Buyer supported by the
Services following any Disaster or during any period of service failure or disruption
with, as far as reasonably possible, minimal adverse impact.

The Supplier's BCDR Plan shall include an approach to business continuity and
disaster recovery that addresses the following:

4.2.1 loss of access to the Buyer Premises;

4.2.2 loss of utilities to the Buyer Premises;

4.2.3 loss of the Supplier's helpdesk or CAFM system:;
4.2.4 loss of a Subcontractor;

4.2.5 emergency notification and escalation process;
4.2.6 contact lists;

4.2.7 staff training and awareness;

4.2.8 BCDR Plan testing;

4.2.9 postimplementation review process;
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4.2.10

4.2.11

4.2.12

4.2.13

any applicable Performance Indicators (PI’s) with respect to the provision of
the disaster recovery services and details of any agreed relaxation to the
Performance Indicators (PI’s) or Service Levels in respect of the provision of
other Deliverables during any period of invocation of the Disaster Recovery
Plan;

details of how the Supplier shall ensure compliance with security standards
ensuring that compliance is maintained for any period during which the
Disaster Recovery Plan is invoked;

access controls to any disaster recovery sites used by the Supplier in relation
to its obligations pursuant to this Schedule; and

testing and management arrangements.

Insolvency Continuity Plan (Section 4)

The Insolvency Continuity Plan shall be designed by the Supplier to permit continuity
of the business operations of the Buyer supported by the Deliverables through
continued provision of the Deliverables following an Insolvency Event of the Supplier,
any Key Sub-contractor and/or any Supplier Group member with, as far as reasonably
possible, minimal adverse impact.

The Insolvency Continuity Plan shall include the following:

521

5.2.2

5.2.3
524

communication strategies which are designed to minimise the potential
disruption to the provision of the Deliverables, including key contact details in
respect of the supply chain and key contact details for operational and contract
Supplier Staff, Key Subcontractor personnel and Supplier Group member
personnel;

identification, explanation, assessment and an impact analysis of risks in
respect of dependencies between the Supplier, Key Subcontractors and
Supplier Group members where failure of those dependencies could
reasonably have an adverse impact on the Deliverables;

plans to manage and mitigate identified risks;

details of the roles and responsibilities of the Supplier, Key Subcontractors
and/or Supplier Group members to minimise and mitigate the effects of an
Insolvency Event of such persons on the Deliverables;
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5.2.5 details of the recovery team to be put in place by the Supplier (which may
include representatives of the Supplier, Key Subcontractors and Supplier
Group members); and

5.2.6 sufficient detail to enable an appointed insolvency practitioner to invoke the
plan in the event of an Insolvency Event of the Supplier.

Review and changing the BCDR Plan

The Supplier shall review the BCDR Plan:
6.1.1 on aregular basis and as a minimum once every six (6) Months;

6.1.2 within three (3) calendar Months of the BCDR Plan (or any part) having been
invoked pursuant to Paragraph 8; and

6.1.3 where the Buyer requests in writing any additional reviews (over and above
those provided for in Paragraphs 6.1.1 and 6.1.2 of this Schedule) whereupon
the Supplier shall conduct such reviews in accordance with the Buyer’s
written requirements. Prior to starting its review, the Supplier shall provide
an accurate written estimate of the total costs payable by the Buyer for the
Buyer’s approval. The costs of both Parties of any such additional reviews
shall be met by the Buyer except that the Supplier shall not be entitled to
charge the Buyer for any costs that it may incur above any estimate without
the Buyer’s prior written approval.

Each review of the BCDR Plan pursuant to Paragraph 6.1 shall assess its suitability
having regard to any change to the Deliverables or any underlying business
processes and operations facilitated by or supported by the Services which have
taken place since the later of the original approval of the BCDR Plan or the last
review of the BCDR Plan, and shall also have regard to any occurrence of any event
since that date (or the likelihood of any such event taking place in the foreseeable
future) which may increase the likelihood of the need to invoke the BCDR Plan. The
review shall be completed by the Supplier within such period as the Buyer shall
reasonably require.

The Supplier shall, within twenty (20) Working Days of the conclusion of each such
review of the BCDR Plan, provide to the Buyer a report (a "Review Report") setting
out the Supplier's proposals (the "Supplier's Proposals") for addressing any changes
in the risk profile and its proposals for amendments to the BCDR Plan.

Following receipt of the Review Report and the Supplier’s Proposals, the Parties shall
use reasonable endeavours to agree the Review Report and the Supplier's Proposals.
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If the Parties are unable to agree Review Report and the Supplier's Proposals within
twenty (20) Working Days of its submission, then such Dispute shall be resolved in
accordance with the Dispute Resolution Procedure.

The Supplier shall as soon as is reasonably practicable after receiving the approval of
the Supplier's Proposals effect any change in its practices or procedures necessary so
as to give effect to the Supplier's Proposals. Any such change shall be at the
Supplier’s expense unless it can be reasonably shown that the changes are required
because of a material change to the risk profile of the Deliverables.

7.Testing the BCDR Plan

m

(12

3

min

min

The Supplier shall test the BCDR Plan:
7.1.1 regularly and in any event not less than once in every Contract Year;
7.1.2 inthe event of any major reconfiguration of the Deliverables

7.1.3 at any time where the Buyer considers it necessary (acting in its sole
discretion).

If the Buyer requires an additional test of the BCDR Plan, it shall give the Supplier
written notice and the Supplier shall conduct the test in accordance with the Buyer’s
requirements and the relevant provisions of the BCDR Plan. The Supplier's costs of
the additional test shall be borne by the Buyer unless the BCDR Plan fails the
additional test in which case the Supplier's costs of that failed test shall be borne by
the Supplier.

The Supplier shall undertake and manage testing of the BCDR Plan in full
consultation with and under the supervision of the Buyer and shall liaise with the
Buyer in respect of the planning, performance, and review, of each test, and shall
comply with the reasonable requirements of the Buyer.

The Supplier shall ensure that any use by it or any Subcontractor of "live" data in
such testing is first approved with the Buyer. Copies of live test data used in any such
testing shall be (if so required by the Buyer) destroyed or returned to the Buyer on
completion of the test.

The Supplier shall, within twenty (20) Working Days of the conclusion of each test,
provide to the Buyer a report setting out:

7.5.1 the outcome of the test;

7.5.2 any failures in the BCDR Plan (including the BCDR Plan's procedures) revealed
by the test; and
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7.5.3 the Supplier's proposals for remedying any such failures.

Following each test, the Supplier shall take all measures requested by the Buyer to
remedy any failures in the BCDR Plan and such remedial activity and re-testing shall
be completed by the Supplier, at its own cost, by the date reasonably required by
the Buyer.

Invoking the BCDR Plan

In the event of a complete loss of service or in the event of a Disaster, the Supplier
shall immediately invoke the BCDR Plan (and shall inform the Buyer promptly of such
invocation). In all other instances the Supplier shall invoke or test the BCDR Plan only
with the prior consent of the Buyer.

The Insolvency Continuity Plan element of the BCDR Plan, including any linked
elements in other parts of the BCDR Plan, shall be invoked by the Supplier:

8.2.1 where an Insolvency Event of a Key Sub-contractor and/or Supplier Group
member (other than the Supplier) could reasonably be expected to adversely
affect delivery of the Deliverables; and/or

8.2.2 where there is an Insolvency Event of the Supplier and the insolvency
arrangements enable the Supplier to invoke the plan.

9.Circumstances beyond your control

M

The Supplier shall not be entitled to relief under Clause 20 (Circumstances beyond
your control) if it would not have been impacted by the Force Majeure Event had it
not failed to comply with its obligations under this Schedule.

10. Amendments to this Schedule in respect of Bronze Contracts

1001

Where a Buyer’s Call-Off Contract is a Bronze Contract, if specified in the Order
Form, the following provisions of this Call-Off Schedule 8, shall be disapplied in
respect of that Contract:

10.1.1 Paragraph 1.3.4 of Part A so that the BCDR plan shall only be required to be
split into the three sections detailed in paragraphs 1.3.1 to 1.3.3 inclusive;

10.1.2 Paragraphs 2.1.13 to 2.1.15 of Part A, inclusive;
10.1.3 Paragraph 5 (Insolvency Continuity Plan) of Part A;
10.1.4 Paragraph 8.2 of Part A; and
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10.1.5 The entirety of Part B of this Schedule.

102 Where a Buyer’s Call-Off Contract is a Bronze Contract, if specified in the Order
Form, the following definitions in Paragraph 1 of this Call-Off Schedule 8, shall be
deemed to be deleted:

10.2.1 Annual Review;
10.2.2 Appropriate Authority or Appropriate Authorities;
10.2.3 Associates;
10.2.4 Class 1 Transaction;
10.2.5 Control;
10.2.6 Corporate Change Event;
10.2.7 Critical National Infrastructure;
10.2.8 Critical Service Contract;
10.2.9 CRP Information;
10.2.10 Dependent Parent Undertaking;
10.2.11 Group Structure Information and Resolution Commentary;
10.2.12 Parent Undertaking;
10.2.13 Public Sector Dependent Supplier;
10.2.14 Subsidiary Undertaking;
10.2.15 Supplier Group;
10.2.16 UK Public Sector Business; and
10.2.17 UK Public Sector/CNI Contract Information.
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Part B: Corporate Resolution Planning

1M1
112

201

212

203

Service Status and Supplier Status

This Contract [insert ‘is’ or ‘is not’] a Critical Service Contract.

The Supplier shall notify the Buyer in writing within 5 Working Days of the Effective
Date and throughout the Call-Off Contract Period within 120 days after each
Accounting Reference Date as to whether or not it is a Public Sector Dependent
Supplier.

Provision of Corporate Resolution Planning Information

Paragraphs 2 to 4 of this Part B shall apply if the Contract has been specified as a
Critical Service Contract under Paragraph 1.1 of this Part B or the Supplier is or
becomes a Public Sector Dependent Supplier.

Subject to Paragraphs 2.6, 2.10 and 2.11 of this Part B:

2.2.1 where the Contract is a Critical Service Contract, the Supplier shall provide
the Appropriate Authority or Appropriate Authorities with the CRP
Information within 60 days of the Effective Date; and

2.2.2 except where it has already been provided, where the Supplier is a Public
Sector Dependent Supplier, it shall provide the Appropriate Authority or
Appropriate Authorities with the CRP Information within 60 days of the date
of the Appropriate Authority’s or Appropriate Authorities’ request.

The Supplier shall ensure that the CRP Information provided pursuant to Paragraphs
2.2, 2.8 and 2.9 of this Part B:

2.3.1 s full, comprehensive, accurate and up to date;
2.3.2 issplitinto two parts:
(117 Group Structure Information and Resolution Commentary;

I UK Public Service / CNI Contract Information and is structured and
presented in accordance with the requirements and explanatory notes
set out at Annex | of the latest published version of the Resolution
Planning Guidance published by the Cabinet Office Government
Commercial Function and available at
https://www.gov.uk/government/publications/the-
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outsourcingplaybook and contains the level of detail required (adapted
as necessary to the Supplier’s circumstances);

2.3.3 incorporates any additional commentary, supporting documents and
evidence which would reasonably be required by the Appropriate Authority
or Appropriate Authorities to understand and consider the information for
approval;

2.3.4 provides a clear description and explanation of the Supplier Group members
that have agreements for goods, services or works provision in respect of UK
Public Sector Business and/or Critical National Infrastructure and the nature
of those agreements; and

2.3.5 complies with the requirements set out at Appendix 1 (Group Structure
Information and Resolution Commentary) and Appendix 2 (UK Public Sector /
CNI Contract Information) respectively.

21  Following receipt by the Appropriate Authority or Appropriate Authorities of the CRP
Information pursuant to Paragraphs 2.2, 2.8 and 2.9 of this Part B, the Buyer shall
procure that the Appropriate Authority or Appropriate Authorities shall discuss in
good faith the contents of the CRP Information with the Supplier and no later than 60
days after the date on which the CRP Information was delivered by the Supplier either
provide an Assurance to the Supplier that the Appropriate Authority or Appropriate
Authorities approves the CRP Information or that the Appropriate Authority or
Appropriate Authorities rejects the CRP Information.

211  If the Appropriate Authority or Appropriate Authorities rejects the CRP Information:

2.5.1 the Buyer shall (and shall procure that the Cabinet Office Markets and
Suppliers Team shall) inform the Supplier in writing of its reasons for its
rejection; and

2.5.2 the Supplier shall revise the CRP Information, taking reasonable account of
the Appropriate Authority’s or Appropriate Authorities’ comments, and shall
re-submit the CRP Information to the Appropriate Authority or Appropriate
Authorities for approval within 30 days of the date of the Appropriate
Authority’s or Appropriate Authorities’ rejection. The provisions of paragraph
2.3 to 2.5 of this Part B shall apply again to any resubmitted CRP Information
provided that either Party may refer any disputed matters for resolution by
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2(10

2(10

the Dispute Resolution Procedure under Clause 34 of the Core Terms at any
time.

Where the Supplier or a member of the Supplier Group has already provided CRP
Information to a Department or the Cabinet Office Markets and Suppliers Team (or, in
the case of a Strategic Supplier, solely to the Cabinet Office Markets and Suppliers
Team) and has received an Assurance of its CRP Information from that Department
and the Cabinet Office Markets and Suppliers Team (or, in the case of a Strategic
Supplier, solely from the Cabinet Office Markets and Suppliers Team), then provided
that the Assurance remains Valid (which has the meaning in paragraph 2.7 below) on
the date by which the CRP Information would otherwise be required, the Supplier shall
not be required to provide the CRP Information under Paragraph 2.2 if it provides a
copy of the Valid Assurance to the Appropriate Authority or Appropriate Authorities
on or before the date on which the CRP Information would otherwise have been
required.

An Assurance shall be deemed Valid for the purposes of Paragraph 2.6 of this Part B
if:

2.7.1 the Assurance is within the validity period stated in the Assurance (or, if no
validity period is stated, no more than 12 months has elapsed since it was
issued and no more than 18 months has elapsed since the Accounting
Reference Date on which the CRP Information was based); and

2.7.2 no Corporate Change Events or Financial Distress Events (or events which
would be deemed to be Corporate Change Events or Financial Distress Events
if the Contract had then been in force) have occurred since the date of issue
of the Assurance.

If the Contract is a Critical Service Contract, the Supplier shall provide an updated
version of the CRP Information (or, in the case of Paragraph 2.8.3 of this Part B its
initial CRP Information) to the Appropriate Authority or Appropriate Authorities:

2.8.1 within 14 days of the occurrence of a Financial Distress Event (along with any
additional highly confidential information no longer exempted from
disclosure under Paragraph 2.11 of this Part B) unless the Supplier is relieved
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of the consequences of the Financial Distress Event under Paragraph 7.1 of
Joint Schedule 7 (Financial Distress) (if applicable);

2.8.2 within 30 days of a Corporate Change Event unless not required pursuant to
Paragraph 2.10;

2.8.3 within 30 days of the date that:

[ the credit rating(s) of each of the Supplier and its Parent Undertakings
fail to meet any of the criteria specified in Paragraph 2.10; or

I none of the credit rating agencies specified at Paragraph 2.10 hold a
public credit rating for the Supplier or any of its Parent Undertakings;
and

2.8.4 in any event, within 6 months after each Accounting Reference Date or within
15 months of the date of the previous Assurance received from the
Appropriate Authority (whichever is the earlier), unless:

(MJ updated CRP Information has been provided under any of Paragraphs
2.8.1 2.8.2 or 2.8.3 since the most recent Accounting Reference Date
(being no more than 12 months previously) within the timescales that
would ordinarily be required for the provision of that information under
this Paragraph 2.8.4; or

(bl unless not required pursuant to Paragraph 2.10.

211  Where the Supplier is a Public Sector Dependent Supplier and the Contract is not a
Critical Service Contract, then on the occurrence of any of the events specified in
Paragraphs 2.8.1 to 2.8.4 of this Part B, the Supplier shall provide at the request of the
Appropriate Authority or Appropriate Authorities and within the applicable timescales
for each event as set out in Paragraph 2.8 (or such longer timescales as may be notified
to the Supplier by the Buyer), the CRP Information to the Appropriate Authority or
Appropriate Authorities.

210 Where the Supplier or a Parent Undertaking of the Supplier has a credit rating of
either:

2.10.1 Aa3 or better from Moody’s;
2.10.2 AA- or better from Standard and Poors;
2.10.3 AA- or better from Fitch;

the Supplier will not be required to provide any CRP Information unless or until
either (i) a Financial Distress Event occurs (unless the Supplier is relieved of the
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consequences of the Financial Distress Event under Paragraph 7.1 of Annex 3 to Joint
Schedule 7 (Financial Distress), if applicable) or (ii) the Supplier and its Parent
Undertakings cease to fulfil the criteria set out in this Paragraph 2.10, in which cases
the Supplier shall provide the updated version of the CRP Information in accordance
with paragraph 2.8.

Subject to Paragraph 4, where the Supplier demonstrates to the reasonable
satisfaction of the Appropriate Authority or Appropriate Authorities that a particular
item of CRP Information is highly confidential, the Supplier may, having orally
disclosed and discussed that information with the Appropriate Authority or
Appropriate Authorities, redact or omit that information from the CRP Information
provided that if a Financial Distress Event occurs, this exemption shall no longer apply
and the Supplier shall promptly provide the relevant information to the Appropriate
Authority or Appropriate Authorities to the extent required under Paragraph 2.8.

Termination Rights

The Buyer shall be entitled to terminate the Contract if the Supplier is required to
provide CRP Information under Paragraph 2 of this Part B and either:

3.1.1 the Supplier fails to provide the CRP Information within 4 months of the
Effective Date if this is a Critical Service Contract or otherwise within 4
months of the Appropriate Authority’s or Appropriate Authorities’ request; or

3.1.2 the Supplier fails to obtain an Assurance from the Appropriate Authority or
Appropriate Authorities within 4 months of the date that it was first required
to provide the CRP Information under the Contract,

which shall be deemed to be an event to which Clause 10.4.1 of the Core Terms applies and

4.

m

12

Clauses 10.6.1 and 10.6.2 of the Core Terms shall apply accordingly.

Confidentiality and usage of CRP Information

The Buyer agrees to keep the CRP Information confidential and use it only to
understand the implications of an Insolvency Event of the Supplier and/or Supplier
Group members on its UK Public Sector Business and/or services in respect of CNI and
to enable contingency planning to maintain service continuity for end users and
protect CNI in such eventuality.

Where the Appropriate Authority is the Cabinet Office Markets and Suppliers Team,
at the Supplier’s request, the Buyer shall use reasonable endeavours to procure that
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min

i

the Cabinet Office enters into a confidentiality and usage agreement with the Supplier
containing terms no less stringent than those placed on the Buyer under paragraph
4.1 of this Part B and Clause 15 of the Core Terms.

The Supplier shall use reasonable endeavours to obtain consent from any third party
which has restricted the disclosure of the CRP Information to enable disclosure of that
information to the Appropriate Authority or Appropriate Authorities pursuant to
Paragraph 2 of this Part B subject, where necessary, to the Appropriate Authority or
Appropriate Authorities entering into an appropriate confidentiality agreement in the
form required by the third party.

Where the Supplier is unable to procure consent pursuant to Paragraph 4.3 of this Part
B, the Supplier shall use all reasonable endeavours to disclose the CRP Information to
the fullest extent possible by limiting the amount of information it withholds including
by:

4.4.1 redacting only those parts of the information which are subject to such
obligations of confidentiality;

4.4.2 providing the information in a form that does not breach its obligations of
confidentiality including (where possible) by:

(I summarising the information;

(bl grouping the information;

(IT] anonymising the information; and

[dl] presenting the information in general terms

The Supplier shall provide the Appropriate Authority or Appropriate Authorities with
contact details of any third party which has not provided consent to disclose CRP
Information where that third party is also a public sector body and where the Supplier
is legally permitted to do so.
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Appendix 1: Group structure information and resolution
commentary

1. The Supplier shall:

1.1 provide sufficient information to allow the Appropriate Authority to understand
the implications on the Supplier Group’s UK Public Sector Business and CNI
contracts listed pursuant to Appendix 2 if the Supplier or another member of the
Supplier Group is subject to an Insolvency Event;

1.2 ensure that the information is presented so as to provide a simple, effective and
easily understood overview of the Supplier Group; and

1.3 provide full details of the importance of each member of the Supplier Group to
the Supplier Group’s UK Public Sector Business and CNI contracts listed pursuant
to Appendix 2 and the dependencies between each.
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Appendix 2: UK Public Sector / CNI Contract Information

1. The Supplier shall:

1.1 provide details of all agreements held by members of the Supplier Group where those
agreements are for goods, services or works provision and:

111

1.1.2

1.1.3

are with any UK public sector bodies including: central Government
departments and their arms-length bodies and agencies, non-
departmental public bodies, NHS bodies, local authorities, health bodies,
police fire and rescue, education bodies and the devolved administrations;

are with any private sector entities where the end recipient of the service,
goods or works provision is any of the bodies set out in paragraph 1.1.1 of
this Appendix 2 and where the member of the Supplier Group is acting as
a key sub-contractor under the agreement with the end recipient; or

involve or could reasonably be considered to involve CNI;

1.2 provide the Appropriate Authority with a copy of the latest version of each underlying
contract worth more than £5m per contract year and their related key sub-contracts,

which shall

be included as embedded documents within the CRP Information or via a

directly accessible link.
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Call-Off Schedule 9 (Security)

Part A: Short Form Security Requirements

1. Definitions

1M1 In this Schedule, the following words shall have the following meanings and they shall
supplement Joint Schedule 1 (Definitions):

"Breach of Security"
1 the occurrence of:

[JJ any unauthorised access to or use of the
Deliverables, the Sites and/or any Information
and Communication Technology ("ICT"),
information or data (including the Confidential
Information and the Government Data) used by
the Buyer and/or the Supplier in connection with
this Contract; and/or

b the loss and/or unauthorised disclosure of any
information or data (including the Confidential
Information and the Government Data),
including any copies of such information or data,
used by the Buyer and/or the Supplier in
connection with this Contract,

2 in either case as more particularly set out in the
Security Policy where the Buyer has required
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compliance therewith in accordance with paragraph
2.2;

"Security Management
bian" 3 the Supplier's security management plan prepared

pursuant to this Schedule, a draft of which has been
provided by the Supplier to the Buyer and as updated
from time to time.

2. Complying with security requirements and updates to them

201

212

213

2(10

2(10

The Buyer and the Supplier recognise that, where specified in Framework Schedule 4
(Framework Management), CCS shall have the right to enforce the Buyer's rights
under this Schedule.

The Supplier shall comply with the requirements in this Schedule in respect of the
Security Management Plan. Where specified by a Buyer that has undertaken a
Further Competition it shall also comply with the Security Policy and shall ensure
that the Security Management Plan produced by the Supplier fully complies with the
Security Policy.

Where the Security Policy applies the Buyer shall notify the Supplier of any changes
or proposed changes to the Security Policy.

If the Supplier believes that a change or proposed change to the Security Policy will
have a material and unavoidable cost implication to the provision of the Deliverables
it may propose a Variation to the Buyer. In doing so, the Supplier must support its
request by providing evidence of the cause of any increased costs and the steps that
it has taken to mitigate those costs. Any change to the Charges shall be subject to the
Variation Procedure.

Until and/or unless a change to the Charges is agreed by the Buyer pursuant to the
Variation Procedure the Supplier shall continue to provide the Deliverables in
accordance with its existing obligations.

3. Security Standards

31

The Supplier acknowledges that the Buyer places great emphasis on the reliability of
the performance of the Deliverables, confidentiality, integrity and availability of
information and consequently on security.
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312 The Supplier shall be responsible for the effective performance of its security
obligations and shall at all times provide a level of security which:

3.2.1 isin accordance with the Law and this Contract;
3.2.2 as a minimum demonstrates Good Industry Practice;

3.2.3 meets any specific security threats of immediate relevance to the
Deliverables and/or the Government Data; and

3.2.4 where specified by the Buyer in accordance with paragraph 2.2 complies
with the Security Policy and the ICT Policy.

313 The references to standards, guidance and policies contained or set out in
Paragraph 3.2 shall be deemed to be references to such items as developed and
updated and to any successor to or replacement for such standards, guidance and
policies, as notified to the Supplier from time to time.

3 In the event of any inconsistency in the provisions of the above standards, guidance
and policies, the Supplier should notify the Buyer's Representative of such
inconsistency immediately upon becoming aware of the same, and the Buyer's
Representative shall, as soon as practicable, advise the Supplier which provision the
Supplier shall be required to comply with.

4. Security Management Plan

(01 Introduction

4.1.1 The Supplier shall develop and maintain a Security Management Plan in
accordance with this Schedule. The Supplier shall thereafter comply with its
obligations set out in the Security Management Plan.

(]2 Content of the Security Management Plan
4.2.1 The Security Management Plan shall:

[ comply with the principles of security set out in Paragraph 3 and any
other provisions of this Contract relevant to security;

b identify the necessary delegated organisational roles for those
responsible for ensuring it is complied with by the Supplier;

(1] detail the process for managing any security risks from Subcontractors
and third parties authorised by the Buyer with access to the
Deliverables, processes associated with the provision of the
Deliverables, the Buyer Premises, the Sites and any ICT, Information
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and data (including the Buyer’s Confidential Information and the
Government Data) and any system that could directly or indirectly
have an impact on that Information, data and/or the Deliverables;

d[] be developed to protect all aspects of the Deliverables and all processes
associated with the provision of the Deliverables, including the Buyer
Premises, the Sites, and any ICT, Information and data (including the
Buyer’s Confidential Information and the Government Data) to the
extent used by the Buyer or the Supplier in connection with this
Contract or in connection with any system that could directly or
indirectly have an impact on that Information, data and/or the
Deliverables;

el[] set out the security measures to be implemented and maintained by
the Supplier in relation to all aspects of the Deliverables and all
processes associated with the provision of the Goods and/or Services
and shall at all times comply with and specify security measures and
procedures which are sufficient to ensure that the Deliverables
comply with the provisions of this Contract;

1] set out the plans for transitioning all security arrangements and
responsibilities for the Supplier to meet the full obligations of the
security requirements set out in this Contract and, where necessary in
accordance with paragraph 2.2 the Security Policy; and

[ be written in plain English in language which is readily comprehensible
to the staff of the Supplier and the Buyer engaged in the provision of
the Deliverables and shall only reference documents which are in the
possession of the Parties or whose location is otherwise specified in
this Schedule.

(I3 Development of the Security Management Plan

4.3.1 Within twenty (20) Working Days after the Start Date and in accordance
with Paragraph 4.4, the Supplier shall prepare and deliver to the Buyer for
Approval a fully complete and up to date Security Management Plan which
will be based on the draft Security Management Plan.

4.3.2 If the Security Management Plan submitted to the Buyer in accordance with
Paragraph 4.3.1, or any subsequent revision to it in accordance with
Paragraph 4.4, is Approved it will be adopted immediately and will replace
the previous version of the Security Management Plan and thereafter
operated and maintained in accordance with this Schedule. If the Security
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433

43.4

Management Plan is not Approved, the Supplier shall amend it within ten
(10) Working Days of a notice of non-approval from the Buyer and re-
submit to the Buyer for Approval. The Parties will use all reasonable
endeavours to ensure that the approval process takes as little time as
possible and in any event no longer than fifteen (15) Working Days from
the date of its first submission to the Buyer. If the Buyer does not approve
the Security Management Plan following its resubmission, the matter will
be resolved in accordance with the Dispute Resolution Procedure.

The Buyer shall not unreasonably withhold or delay its decision to Approve
or not the Security Management Plan pursuant to Paragraph 4.3.2.
However a refusal by the Buyer to Approve the Security Management Plan
on the grounds that it does not comply with the requirements set out in
Paragraph 4.2 shall be deemed to be reasonable.

Approval by the Buyer of the Security Management Plan pursuant to
Paragraph 4.3.2 or of any change to the Security Management Plan in
accordance with Paragraph 4.4 shall not relieve the Supplier of its
obligations under this Schedule.

[l Amendment of the Security Management Plan

44.1

4.4.2

The Security Management Plan shall be fully reviewed and updated by the
Supplier at least annually to reflect:

[ emerging changes in Good Industry Practice;

b] any change or proposed change to the Deliverables and/or associated
processes;

(1] where necessary in accordance with paragraph 2.2, any change to the
Security Policy;

d[] any new perceived or changed security threats; and
elJ any reasonable change in requirements requested by the Buyer.

The Supplier shall provide the Buyer with the results of such reviews as
soon as reasonably practicable after their completion and amendment of
the Security Management Plan at no additional cost to the Buyer. The
results of the review shall include, without limitation:

(17 suggested improvements to the effectiveness of the Security
Management Plan;

b1 updates to the risk assessments; and
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(1] suggested improvements in measuring the effectiveness of controls.

4.4.3 Subject to Paragraph 4.4.4, any change or amendment which the Supplier
proposes to make to the Security Management Plan (as a result of a review
carried out in accordance with Paragraph 4.4.1, a request by the Buyer or
otherwise) shall be subject to the Variation Procedure.

4.4.4 The Buyer may, acting reasonably, Approve and require changes or
amendments to the Security Management Plan to be implemented on
timescales faster than set out in the Variation Procedure but, without
prejudice to their effectiveness, all such changes and amendments shall
thereafter be subject to the Variation Procedure for the purposes of
formalising and documenting the relevant change or amendment.

5. Security breach

{11 Either Party shall notify the other in accordance with the agreed security incident
management process (as detailed in the Security Management Plan) upon becoming
aware of any Breach of Security or any potential or attempted Breach of Security.

(12 Without prejudice to the security incident management process, upon becoming
aware of any of the circumstances referred to in Paragraph 5.1, the Supplier shall:

5.2.1 immediately take all reasonable steps (which shall include any action or changes
reasonably required by the Buyer) necessary to:

HN minimise the extent of actual or potential harm caused by
any Breach of Security;

b remedy such Breach of Security to the extent possible and
protect the integrity of the Buyer and the provision of the
Goods and/or Services to the extent within its control against
any such Breach of Security or attempted Breach of Security;

1] prevent an equivalent breach in the future exploiting the
same cause failure; and

dr as soon as reasonably practicable provide to the Buyer,
where the Buyer so requests, full details (using the reporting
mechanism defined by the Security Management Plan) of the
Breach of Security or attempted Breach of Security, including
a cause analysis where required by the Buyer.
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(I3 In the event that any action is taken in response to a Breach of Security or potential
or attempted Breach of Security that demonstrates non-compliance of the Security
Management Plan with the Security Policy (where relevant in accordance with
paragraph 2.2) or the requirements of this Schedule, then any required change to the
Security Management Plan shall be at no cost to the Buyer.
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Part B: Long Form Security Requirements

1. Definitions

1 In this Schedule the following words shall have the following meanings and they shall
supplement Joint Schedule 1 (Definitions):

"Breach of Security"

[Imeans the occurrence of:

(07 any unauthorised access to or use of the Goods
and/or Deliverables, the Sites and/or any
Information and Communication Technology
("ICT"), information or data (including the
Confidential Information and the Government
Data) used by the Buyer and/or the Supplier in
connection with this Contract; and/or

b the loss and/or unauthorised disclosure of any
information or data (including the Confidential
Information and the Government Data), including
any copies of such information or data, used by
the Buyer and/or the Supplier in connection with
this Contract,

Uin either case as more particularly set out in the
security requirements in the Security Policy where the
Buyer has required compliance therewith in
accordance with paragraph 3.4.3 d;

IIISMSH
Uthe information security management system and
process developed by the Supplier in accordance with
Paragraph 3 (ISMS) as updated from time to time in
accordance with this Schedule; and
"Security Tests"

[Jtests to validate the ISMS and security of all relevant
processes, systems, incident response plans, patches

Framework Ref: RM6290
Project Version: v1.0

Model Version: v3.1

64




Call-Off Schedule 15 (Call-Off Contract Management)
Call-Off Ref:

Crown Copyright 2018

to vulnerabilities and mitigations to Breaches of
Security.

2. Security Requirements

2[1The Buyer and the Supplier recognise that, where specified in Framework Schedule 4
(Framework Management), CCS shall have the right to enforce the Buyer's rights
under this Schedule.

212 The Parties acknowledge that the purpose of the ISMS and Security Management
Plan are to ensure a good organisational approach to security under which the
specific requirements of this Contract will be met.

2[3The Parties shall each appoint a security representative to be responsible for Security.
The initial security representatives of the Parties are:

2.3.1 [insert security representative of the Buyer] TBC
2.3.2 [insert security representative of the Supplier] TBC

2[1The Buyer shall clearly articulate its high level security requirements so that the
Supplier can ensure that the ISMS, security related activities and any mitigations are
driven by these fundamental needs.

2[11Both Parties shall provide a reasonable level of access to any members of their staff
for the purposes of designing, implementing and managing security.

2[1The Supplier shall use as a minimum Good Industry Practice in the day to day
operation of any system holding, transferring or processing Government Data and
any system that could directly or indirectly have an impact on that information, and
shall ensure that Government Data remains under the effective control of the
Supplier at all times.

2[1IThe Supplier shall ensure the up-to-date maintenance of a security policy relating to
the operation of its own organisation and systems and on request shall supply this
document as soon as practicable to the Buyer.

2[The Buyer and the Supplier acknowledge that information security risks are shared
between the Parties and that a compromise of either the Supplier or the Buyer’s
security provisions represents an unacceptable risk to the Buyer requiring immediate
communication and co-operation between the Parties.
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3. Information Security Management System (ISMS)

31 The Supplier shall develop and submit to the Buyer, within twenty (20) Working Days
after the Start Date, an information security management system for the purposes of
this Contract and shall comply with the requirements of Paragraphs 3.4 to 3.6.

312 The Supplier acknowledges that the Buyer places great emphasis on the reliability of
the performance of the Deliverables, confidentiality, integrity and availability of
information and consequently on the security provided by the ISMS and that the
Supplier shall be responsible for the effective performance of the ISMS.

3[3The Buyer acknowledges that;

3.3.1 If the Buyer has not stipulated during a Further Competition that it requires
a bespoke ISMS, the ISMS provided by the Supplier may be an extant ISMS
covering the Services and their implementation across the Supplier’s
estate; and

3.3.2 Where the Buyer has stipulated that it requires a bespoke ISMS then the
Supplier shall be required to present the ISMS for the Buyer’s Approval.

3The ISMS shall:

3.4.1 if the Buyer has stipulated that it requires a bespoke ISMS, be developed to
protect all aspects of the Deliverables and all processes associated with the
provision of the Deliverables, including the Buyer Premises, the Sites, the
Supplier System, the Buyer System (to the extent that it is under the
control of the Supplier) and any ICT, information and data (including the
Buyer’s Confidential Information and the Government Data) to the extent
used by the Buyer or the Supplier in connection with this Contract;

3.4.2 meet the relevant standards in ISO/IEC 27001 and ISO/IEC27002 in
accordance with Paragraph 7;

3.4.3 atall times provide a level of security which:
00 is in accordance with the Law and this Contract;
bl complies with the Baseline Security Requirements;
1 as a minimum demonstrates Good Industry Practice;

dr] where specified by a Buyer that has undertaken a Further
Competition - complies with the Security Policy and the ICT
Policy;
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3.4.4

3.4.5

3.4.6

el complies with at least the minimum set of security measures
and standards as determined by the Security Policy
Framework (Tiers 1-4)
(https://www.gov.uk/government/publications/security-
policy-framework/hmg-security-policy-framework)

I takes account of guidance issued by the Centre for Protection
of National Infrastructure (https://www.cpni.gov.uk)

oo complies with HMG Information Assurance Maturity Model
and Assurance Framework
(https://www.ncsc.gov.uk/articles/hmg-ia-maturity-model-
iamm)

hJ meets any specific security threats of immediate relevance to
the ISMS, the Deliverables and/or Government Data;

i addresses issues of incompatibility with the Supplier’s own
organisational security policies; and

il complies with ISO/IEC27001 and ISO/IEC27002 in accordance
with Paragraph 7;

document the security incident management processes and incident
response plans;

document the vulnerability management policy including processes for
identification of system vulnerabilities and assessment of the potential
impact on the Deliverables of any new threat, vulnerability or exploitation
technique of which the Supplier becomes aware, prioritisation of security
patches, testing of security patches, application of security patches, a
process for Buyer approvals of exceptions, and the reporting and audit
mechanism detailing the efficacy of the patching policy; and

be certified by (or by a person with the direct delegated authority of) a
Supplier’s main board representative, being the "Chief Security Officer",
"Chief Information Officer", "Chief Technical Officer" or "Chief Financial
Officer" (or equivalent as agreed in writing by the Buyer in advance of issue
of the relevant Security Management Plan).

3[ISubject to Paragraph 2 the references to Standards, guidance and policies contained
or set out in Paragraph 3.4 shall be deemed to be references to such items as
developed and updated and to any successor to or replacement for such standards,
guidance and policies, as notified to the Supplier from time to time.
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3[JIn the event that the Supplier becomes aware of any inconsistency in the provisions
of the standards, guidance and policies set out in Paragraph 3.4, the Supplier shall
immediately notify the Buyer Representative of such inconsistency and the Buyer
Representative shall, as soon as practicable, notify the Supplier as to which provision
the Supplier shall comply with.

31If the bespoke ISMS submitted to the Buyer pursuant to Paragraph 3.3.1 is Approved
by the Buyer, it shall be adopted by the Supplier immediately and thereafter
operated and maintained in accordance with this Schedule. If the ISMS is not
Approved by the Buyer, the Supplier shall amend it within ten (10) Working Days of a
notice of non-approval from the Buyer and re-submit it to the Buyer for Approval.
The Parties shall use all reasonable endeavours to ensure that the Approval process
takes as little time as possible and in any event no longer than fifteen (15) Working
Days from the date of the first submission of the ISMS to the Buyer. If the Buyer does
not Approve the ISMS following its resubmission, the matter shall be resolved in
accordance with the Dispute Resolution Procedure. No Approval to be given by the
Buyer pursuant to this Paragraph 3 may be unreasonably withheld or delayed.
However any failure to approve the ISMS on the grounds that it does not comply with
any of the requirements set out in Paragraphs 3.4 to 3.6 shall be deemed to be
reasonable.

3[IJApproval by the Buyer of the ISMS pursuant to Paragraph 3.7 or of any change to the
ISMS shall not relieve the Supplier of its obligations under this Schedule.

4. Security Management Plan

(11 Within twenty (20) Working Days after the Start Date, the Supplier shall prepare and
submit to the Buyer for Approval in accordance with Paragraph 4 fully developed,
complete and up-to-date Security Management Plan which shall comply with the
requirements of Paragraph 4.2.

(T2 The Security Management Plan shall:

4.2.1 be based on the initial Security Management Plan set out in Annex 2
(Security Management Plan);

4.2.2 comply with the Baseline Security Requirements and, where specified by
the Buyer in accordance with paragraph 3.4.3 d, the Security Policy;

4.2.3 identify the necessary delegated organisational roles defined for those
responsible for ensuring this Schedule is complied with by the Supplier;
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4.2.4 detail the process for managing any security risks from Subcontractors and
third parties authorised by the Buyer with access to the Goods and/or
Services, processes associated with the delivery of the Goods and/or
Services, the Buyer Premises, the Sites, the Supplier System, the Buyer
System (to the extent that it is under the control of the Supplier) and any
ICT, Information and data (including the Buyer’s Confidential Information
and the Government Data) and any system that could directly or indirectly
have an impact on that information, data and/or the Deliverables;

4.2.5 unless otherwise specified by the Buyer in writing, be developed to protect
all aspects of the Deliverables and all processes associated with the
delivery of the Deliverables, including the Buyer Premises, the Sites, the
Supplier System, the Buyer System (to the extent that it is under the
control of the Supplier) and any ICT, Information and data (including the
Buyer’s Confidential Information and the Government Data) to the extent
used by the Buyer or the Supplier in connection with this Contract or in
connection with any system that could directly or indirectly have an impact
on that Information, data and/or the Deliverables;

4.2.6 set out the security measures to be implemented and maintained by the
Supplier in relation to all aspects of the Deliverables and all processes
associated with the delivery of the Deliverables and at all times comply
with and specify security measures and procedures which are sufficient to
ensure that the Deliverables comply with the provisions of this Schedule
(including the requirements set out in Paragraph 3.4);

4.2.7 demonstrate that the Supplier’s approach to delivery of the Deliverables
has minimised the Buyer and Supplier effort required to comply with this
Schedule through consideration of available, appropriate and practicable
pan-government accredited services (for example, ‘platform as a service’
offering from the G-Cloud catalogue);

4.2.8 set out the plans for transitioning all security arrangements and
responsibilities from those in place at the Start Date to those incorporated
in the ISMS within the timeframe agreed between the Parties;

4.2.9 set out the scope of the Buyer System that is under the control of the
Supplier;

4.2.10 be structured in accordance with ISO/IEC27001 and ISO/IEC27002, cross-
referencing if necessary to other Schedules which cover specific areas
included within those standards; and
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4.2.11 be written in plain English in language which is readily comprehensible to
the staff of the Supplier and the Buyer engaged in the Deliverables and
shall reference only documents which are in the possession of the Parties
or whose location is otherwise specified in this Schedule.

(I3 If the Security Management Plan submitted to the Buyer pursuant to Paragraph 4.1 is
Approved by the Buyer, it shall be adopted by the Supplier immediately and
thereafter operated and maintained in accordance with this Schedule. If the Security
Management Plan is not approved by the Buyer, the Supplier shall amend it within
ten (10) Working Days of a notice of non-approval from the Buyer and re-submit it to
the Buyer for Approval. The Parties shall use all reasonable endeavours to ensure that
the Approval process takes as little time as possible and in any event no longer than
fifteen (15) Working Days from the date of the first submission to the Buyer of the
Security Management Plan. If the Buyer does not Approve the Security Management
Plan following its resubmission, the matter shall be resolved in accordance with the
Dispute Resolution Procedure. No Approval to be given by the Buyer pursuant to this
Paragraph may be unreasonably withheld or delayed. However any failure to approve
the Security Management Plan on the grounds that it does not comply with the
requirements set out in Paragraph 4.2 shall be deemed to be reasonable.

L DApproval by the Buyer of the Security Management Plan pursuant to Paragraph 4.3 or
of any change or amendment to the Security Management Plan shall not relieve the
Supplier of its obligations under this Schedule.

5. Amendment of the ISMS and Security Management Plan

(11 The ISMS and Security Management Plan shall be fully reviewed and updated by the
Supplier and at least annually to reflect:
5.1.1 emerging changes in Good Industry Practice;

5.1.2 any change or proposed change to the Supplier System, the Deliverables
and/or associated processes;

5.1.3 any new perceived or changed security threats;

5.1.4 where required in accordance with paragraph 3.4.3 d, any changes to the
Security Policy;

5.1.5 any new perceived or changed security threats; and

5.1.6 any reasonable change in requirement requested by the Buyer.
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(12 The Supplier shall provide the Buyer with the results of such reviews as soon as
reasonably practicable after their completion and amend the ISMS and Security
Management Plan at no additional cost to the Buyer. The results of the review shall
include, without limitation:

5.2.1 suggested improvements to the effectiveness of the ISMS;
5.2.2 updates to the risk assessments;

5.2.3 proposed modifications to the procedures and controls that affect
information security to respond to events that may impact on the ISMS;
and

5.2.4 suggested improvements in measuring the effectiveness of controls.

(I3 Subject to Paragraph 5.4, any change which the Supplier proposes to make to the
ISMS or Security Management Plan (as a result of a review carried out pursuant to
Paragraph 5.1, a Buyer request, a change to Annex 1 (Security) or otherwise) shall be
subject to the Variation Procedure and shall not be implemented until Approved in
writing by the Buyer.

O The Buyer may, acting reasonably, Approve and require changes or amendments to
the ISMS or Security Management Plan to be implemented on timescales faster than
set out in the Variation Procedure but, without prejudice to their effectiveness, all
such changes and amendments shall thereafter be subject to the Variation Procedure
for the purposes of formalising and documenting the relevant change or amendment.

6. Security Testing

(11 The Supplier shall conduct Security Tests from time to time (and at least annually
across the scope of the ISMS) and additionally after any change or amendment to the
ISMS (including security incident management processes and incident response plans)
or the Security Management Plan. Security Tests shall be designed and implemented
by the Supplier so as to minimise the impact on the delivery of the Deliverables and
the date, timing, content and conduct of such Security Tests shall be agreed in
advance with the Buyer. Subject to compliance by the Supplier with the foregoing
requirements, if any Security Tests adversely affect the Supplier’s ability to deliver the
Deliverables so as to meet the KPIs, the Supplier shall be granted relief against any
resultant under-performance for the period of the Security Tests.

[12The Buyer shall be entitled to send a representative to witness the conduct of the
Security Tests. The Supplier shall provide the Buyer with the results of such Security
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Tests (in a form approved by the Buyer in advance) as soon as practicable after
completion of each Security Test.

(13 Without prejudice to any other right of audit or access granted to the Buyer pursuant
to this Contract, the Buyer and/or its authorised representatives shall be entitled, at
any time upon giving reasonable notice to the Supplier, to carry out such tests
(including penetration tests) as it may deem necessary in relation to the ISMS and the
Supplier's compliance with the ISMS and the Security Management Plan. The Buyer
may notify the Supplier of the results of such tests after completion of each such test.
If any such Buyer’s test adversely affects the Supplier’s ability to deliver the
Deliverables so as to meet the KPIs, the Supplier shall be granted relief against any
resultant under-performance for the period of the Buyer’s test.

OWhere any Security Test carried out pursuant to Paragraphs 6.2 or 6.3 reveals any
actual or potential Breach of Security or weaknesses (including un-patched
vulnerabilities, poor configuration and/or incorrect system management), the
Supplier shall promptly notify the Buyer of any changes to the ISMS and to the
Security Management Plan (and the implementation thereof) which the Supplier
proposes to make in order to correct such failure or weakness. Subject to the Buyer's
prior written Approval, the Supplier shall implement such changes to the ISMS and
the Security Management Plan and repeat the relevant Security Tests in accordance
with the timetable agreed with the Buyer or, otherwise, as soon as reasonably
possible. For the avoidance of doubt, where the change to the ISMS or Security
Management Plan is to address a non-compliance with the Security Policy or security
requirements (as set out in Annex 1 (Baseline Security Requirements) to this
Schedule) or the requirements of this Schedule, the change to the ISMS or Security
Management Plan shall be at no cost to the Buyer.

LIIf any repeat Security Test carried out pursuant to Paragraph 6.4 reveals an actual or
potential Breach of Security exploiting the same root cause failure, such circumstance
shall constitute a material Default of this Contract.

7. Complying with the ISMS

11 The Buyer shall be entitled to carry out such security audits as it may reasonably
deem necessary in order to ensure that the ISMS maintains compliance with the
principles and practices of ISO 27001 and/or the Security Policy where such
compliance is required in accordance with paragraph 3.4.3 d.

[121f, on the basis of evidence provided by such security audits, it is the Buyer's
reasonable opinion that compliance with the principles and practices of ISO/IEC
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27001 and/or, where relevant, the Security Policy are not being achieved by the
Supplier, then the Buyer shall notify the Supplier of the same and give the Supplier a
reasonable time (having regard to the extent and criticality of any non-compliance
and any other relevant circumstances) to implement and remedy. If the Supplier
does not become compliant within the required time then the Buyer shall have the
right to obtain an independent audit against these standards in whole or in part.

[I31f, as a result of any such independent audit as described in Paragraph the Supplier is
found to be non-compliant with the principles and practices of ISO/IEC 27001 and/or,
where relevant, the Security Policy then the Supplier shall, at its own expense,
undertake those actions required in order to achieve the necessary compliance and
shall reimburse in full the costs incurred by the Buyer in obtaining such audit.

8. Security Breach

{11 Either Party shall notify the other in accordance with the agreed security incident
management process as defined by the ISMS upon becoming aware of any breach of
security or any potential or attempted Breach of Security.

(12 Without prejudice to the security incident management process, upon becoming
aware of any of the circumstances referred to in Paragraph 8.1, the Supplier shall:

8.2.1 immediately take all reasonable steps (which shall include any action or
changes reasonably required by the Buyer) necessary to:

1

bl
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minimise the extent of actual or potential harm caused by
any Breach of Security;

remedy such Breach of Security or any potential or
attempted Breach of Security in order to protect the integrity
of the Buyer Property and/or Buyer Assets and/or ISMS to the
extent that this is within the Supplier’s control;

apply a tested mitigation against any such Breach of Security
or attempted Breach of Security and provided that
reasonable testing has been undertaken by the Supplier, if
the mitigation adversely affects the Supplier’s ability to
provide the Deliverables so as to meet the relevant Service
Level Performance Indicators, the Supplier shall be granted
relief against any resultant under-performance for such
period as the Buyer, acting reasonably, may specify by
written notice to the Supplier;
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drl prevent a further Breach of Security or any potential or
attempted Breach of Security in the future exploiting the
same root cause failure; and

el supply any requested data to the Buyer (or the Computer
Emergency Response Team for UK Government
("GovCertUK")) on the Buyer’s request within two
(2) Working Days and without charge (where such requests
are reasonably related to a possible incident or compromise);
and

[ as soon as reasonably practicable provide to the Buyer full
details (using the reporting mechanism defined by the ISMS)
of the Breach of Security or attempted Breach of Security,
including a root cause analysis where required by the Buyer.

(I3 In the event that any action is taken in response to a Breach of Security or potential
or attempted Breach of Security that demonstrates non-compliance of the ISMS with
the Security Policy (where relevant) or the requirements of this Schedule, then any
required change to the ISMS shall be at no cost to the Buyer.

9. Vulnerabilities and fixing them

(11 The Buyer and the Supplier acknowledge that from time to time vulnerabilities in the
ICT Environment will be discovered which unless mitigated will present an
unacceptable risk to the Buyer’s information.

[T2The severity of threat vulnerabilities for COTS Software shall be categorised by the
Supplier as ‘Critical’, ‘Important’ and ‘Other’ by aligning these categories to the
vulnerability scoring according to the agreed method in the ISMS and using the
appropriate vulnerability scoring systems including:

9.2.1 the ‘National Vulnerability Database’ ‘Vulnerability Severity Ratings’: ‘High’,
‘Medium’ and ‘Low’ respectively (these in turn are aligned to CVSS scores
as set out by NIST http://nvd.nist.gov/cvss.cfm); and

9.2.2 Microsoft’s ‘Security Bulletin Severity Rating System’ ratings ‘Critical’,
‘Important’, and the two remaining levels (‘Moderate’ and ‘Low’)
respectively.

[I3The Supplier shall procure the application of security patches to vulnerabilities within
a maximum period from the public release of such patches with those vulnerabilities
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categorised as ‘Critical’ within 14 days of release, ‘Important’ within 30 days of release
and all ‘Other’ within 60 Working Days of release, except where:

9.3.1 the Supplier can demonstrate that a vulnerability is not exploitable within
the context of any Service (e.g. because it resides in a software component
which is not running in the service) provided vulnerabilities which the
Supplier asserts cannot be exploited within the context of a Service must
be remedied by the Supplier within the above timescales if the
vulnerability becomes exploitable within the context of the Service;

9.3.2 the application of a ‘Critical’ or ‘Important’ security patch adversely affects
the Supplier’s ability to deliver the Services in which case the Supplier shall
be granted an extension to such timescales of 5 days, provided the Supplier
had followed and continues to follow the security patch test plan agreed
with the Buyer; or

9.3.3 the Buyer agrees a different maximum period after a case-by-case
consultation with the Supplier under the processes defined in the ISMS.

O0The Specification and Mobilisation Plan (if applicable) shall include provisions for
major version upgrades of all COTS Software to be upgraded within 6 Months of the
release of the latest version, such that it is no more than one major version level
below the latest release (normally codified as running software no older than the ‘n-1
version’) throughout the Term unless:

9.4.1 where upgrading such COTS Software reduces the level of mitigations for
known threats, vulnerabilities or exploitation techniques, provided always
that such upgrade is made within 12 Months of release of the latest
version; or

9.4.2 s agreed with the Buyer in writing.
UDThe Supplier shall:

9.5.1 implement a mechanism for receiving, analysing and acting upon threat
information supplied by GovCertUK, or any other competent Central
Government Body;

9.5.2 ensure that the ICT Environment (to the extent that the ICT Environment is
within the control of the Supplier) is monitored to facilitate the detection
of anomalous behaviour that would be indicative of system compromise;
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9.5.3

9.5.4

9.5.5

9.5.6

9.5.7

9.5.8

ensure it is knowledgeable about the latest trends in threat, vulnerability
and exploitation that are relevant to the ICT Environment by actively
monitoring the threat landscape during the Contract Period;

pro-actively scan the ICT Environment (to the extent that the ICT
Environment is within the control of the Supplier) for vulnerable
components and address discovered vulnerabilities through the processes
described in the ISMS as developed under Paragraph 3.3.5;

from the date specified in the Security Management Plan provide a report
to the Buyer within five (5) Working Days of the end of each Month
detailing both patched and outstanding vulnerabilities in the ICT
Environment (to the extent that the ICT Environment is within the control
of the Supplier) and any elapsed time between the public release date of
patches and either time of application or for outstanding vulnerabilities the
time of issue of such report;

propose interim mitigation measures to vulnerabilities in the ICT
Environment known to be exploitable where a security patch is not
immediately available;

remove or disable any extraneous interfaces, services or capabilities that
are not needed for the provision of the Services (in order to reduce the
attack surface of the ICT Environment); and

inform the Buyer when it becomes aware of any new threat, vulnerability
or exploitation technique that has the potential to affect the security of the
ICT Environment and provide initial indications of possible mitigations.

LIIf the Supplier is unlikely to be able to mitigate the vulnerability within the timescales
under this Paragraph 9, the Supplier shall immediately notify the Buyer.

LA failure to comply with Paragraph 9.3 shall constitute a Default, and the Supplier
shall comply with the Rectification Plan Process.
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Part B - Annex 1:

Baseline security requirements

1. Handling Classified information

11 The Supplier shall not handle Buyer information classified SECRET or TOP SECRET
except if there is a specific requirement and in this case prior to receipt of such
information the Supplier shall seek additional specific guidance from the Buyer.

2. End user devices

21 When Government Data resides on a mobile, removable or physically uncontrolled
device it must be stored encrypted using a product or system component which has
been formally assured through a recognised certification process of the National
Cyber Security Centre (“NCSC”) to at least Foundation Grade, for example, under the
NCSC Commercial Product Assurance scheme ("CPA").

2(2 Devices used to access or manage Government Data and services must be under the
management authority of Buyer or Supplier and have a minimum set of security
policy configuration enforced. These devices must be placed into a ‘known good’
state prior to being provisioned into the management authority of the Buyer. Unless
otherwise agreed with the Buyer in writing, all Supplier devices are expected to meet
the set of security requirements set out in the End User Devices Security Guidance
(https://www.ncsc.gov.uk/guidance/end-user-device-security). Where the guidance
highlights shortcomings in a particular platform the Supplier may wish to use, then
these should be discussed with the Buyer and a joint decision shall be taken on
whether the residual risks are acceptable. Where the Supplier wishes to deviate from
the NCSC guidance, then this should be agreed in writing on a case by case basis with
the Buyer.

3. Data Processing, Storage, Management and Destruction

31 The Supplier and Buyer recognise the need for the Buyer’s information to be
safeguarded under the UK Data Protection regime or a similar regime. To that end,
the Supplier must be able to state to the Buyer the physical locations in which data
may be stored, processed and managed from, and what legal and regulatory
frameworks Government Data will be subject to at all times.
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312 The Supplier shall agree any change in location of data storage, processing and
administration with the Buyer in accordance with Clause 14 (Data protection).

3[3The Supplier shall:

3.3.1 provide the Buyer with all Government Data on demand in an agreed open
format;

3.3.2 have documented processes to guarantee availability of Government Data
in the event of the Supplier ceasing to trade;

3.3.3 securely destroy all media that has held Government Data at the end of life
of that media in line with Good Industry Practice; and

3.3.4 securely erase any or all Government Data held by the Supplier when
requested to do so by the Buyer.

4. Ensuring secure communications

[11The Buyer requires that any Government Data transmitted over any public network
(including the Internet, mobile networks or un-protected enterprise network) or to a
mobile device must be encrypted using a product or system component which has
been formally assured through a certification process recognised by NCSC, to at least
Foundation Grade, for example, under CPA.

[12The Buyer requires that the configuration and use of all networking equipment to
provide the Services, including those that are located in secure physical locations, are
at least compliant with Good Industry Practice.

5. Security by design

(11 The Supplier shall apply the ‘principle of least privilege’ (the practice of limiting
systems, processes and user access to the minimum possible level) to the design and
configuration of IT systems which will process or store Government Data.

(T2 When designing and configuring the ICT Environment (to the extent that the ICT
Environment is within the control of the Supplier) the Supplier shall follow Good
Industry Practice and seek guidance from recognised security professionals with the
appropriate skills and/or a NCSC certification
(https://www.ncsc.gov.uk/section/products-services/ncsc-certification) for all
bespoke or complex components of the ICT Environment (to the extent that the ICT
Environment is within the control of the Supplier).
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6. Security of Supplier Staff

(11 Supplier Staff shall be subject to pre-employment checks that include, as a minimum:
identity, unspent criminal convictions and right to work.

(12 The Supplier shall agree on a case by case basis Supplier Staff roles which require
specific government clearances (such as ‘SC’) including system administrators with
privileged access to IT systems which store or process Government Data.

(13 The Supplier shall prevent Supplier Staff who are unable to obtain the required
security clearances from accessing systems which store, process, or are used to
manage Government Data except where agreed with the Buyer in writing.

LIDAI Supplier Staff that have the ability to access Government Data or systems holding
Government Data shall undergo regular training on secure information management
principles. Unless otherwise agreed with the Buyer in writing, this training must be
undertaken annually.

LTWhere the Supplier or Subcontractors grants increased ICT privileges or access rights
to Supplier Staff, those Supplier Staff shall be granted only those permissions
necessary for them to carry out their duties. When staff no longer need elevated
privileges or leave the organisation, their access rights shall be revoked within one
(1) Working Day.

7. Restricting and monitoring access

(11 The Supplier shall operate an access control regime to ensure all users and
administrators of the ICT Environment (to the extent that the ICT Environment is
within the control of the Supplier) are uniquely identified and authenticated when
accessing or administering the Services. Applying the ‘principle of least privilege’,
users and administrators shall be allowed access only to those parts of the ICT
Environment that they require. The Supplier shall retain an audit record of accesses.

8. Audit

(11 The Supplier shall collect audit records which relate to security events in the systems
or that would support the analysis of potential and actual compromises. In order to
facilitate effective monitoring and forensic readiness such Supplier audit records
should (as a minimum) include:

8.1.1 Logs to facilitate the identification of the specific asset which makes every
outbound request external to the ICT Environment (to the extent that the
ICT Environment is within the control of the Supplier). To the extent the
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design of the Deliverables allows such logs shall include those from DHCP
servers, HTTP/HTTPS proxy servers, firewalls and routers.

8.1.2 Security events generated in the ICT Environment (to the extent that the
ICT Environment is within the control of the Supplier) and shall include:
privileged account log-on and log-off events, the start and termination of
remote access sessions, security alerts from desktops and server operating
systems and security alerts from third party security software.

[I2The Supplier and the Buyer shall work together to establish any additional audit and
monitoring requirements for the ICT Environment.

(13 The Supplier shall retain audit records collected in compliance with this Paragraph 8
for a period of at least 6 Months.
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Part B — Annex 2 - Security Management Plan

Call-Off Schedule 15 (Call-Off Contract Management)

1. Definitions

1M1 In this Schedule, the following words shall have the following meanings
and they shall supplement Joint Schedule 1 (Definitions):

"Operational Board" the board established in accordance with paragraph 4.1
of this Schedule;

"Project Manager" the manager appointed in accordance with paragraph
2.1 of this Schedule;

2. Project Management

21 The Supplier and the Buyer shall each appoint a Project Manager for the
purposes of this Contract through whom the provision of the Services
and the Deliverables shall be managed day-to-day.

22 The Parties shall ensure that appropriate resource is made available on
a regular basis such that the aims, objectives and specific provisions of
this Contract can be fully realised.

213 Without prejudice to paragraph 4 below, the Parties agree to operate the
boards specified as set out in the Annex to this Schedule.
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3. Role of the Supplier Contract Manager

3.1 The Supplier's Contract Manager's shall be:

3.1.1 the primary point of contact to receive communication from
the Buyer and will also be the person primarily responsible
for providing information to the Buyer;

3.1.2 able to delegate his position to another person at the
Supplier but must inform the Buyer before proceeding with
the delegation and it will be delegated person's responsibility
to fulfil the Contract Manager's responsibilities and

obligations;

3.1.3 able to cancel any delegation and recommence the position
himself; and

3.1.4 replaced only after the Buyer has received notification of the

proposed change.

3.2 The Buyer may provide revised instructions to the Supplier's Contract Manager's in
regards to the Contract and it will be the Supplier's Contract Manager's
responsibility to ensure the information is provided to the Supplier and the actions
implemented.

3.3 Receipt of communication from the Supplier's Contract Manager's by the Buyer
does not absolve the Supplier from its responsibilities, obligations or liabilities
under the Contract.

4. Role of the Operational Board

1 The Operational Board shall be established by the Buyer for the
purposes of this Contract on which the Supplier and the Buyer shall be
represented.

(12 The Operational Board members, frequency and location of board
meetings and planned start date by which the board shall be established
are set out in the Order Form.

"I3 In the event that either Party wishes to replace any of its appointed
board members, that Party shall notify the other in writing for approval
by the other Party (such approval not to be unreasonably withheld or

Framework Ref: RM6290
Project Version: v1.0 82

Model Version: v3.1



Call-Off Schedule 15 (Call-Off Contract Management)

Call-Off Ref:

Crown Copyright 2018

delayed). Each Buyer board member shall have at all times a counterpart
Supplier board member of equivalent seniority and expertise.

(1 Each Party shall ensure that its board members shall make all

reasonable efforts to attend board meetings at which that board
member’s attendance is required. If any board member is not able to
attend a board meeting, that person shall use all reasonable endeavours
to ensure that a delegate attends the Operational Board meeting in
his/her place (wherever possible) and that the delegate is properly
briefed and prepared and that he/she is debriefed by such delegate after
the board meeting.

"1 The purpose of the Operational Board meetings will be to review the

Supplier’s performance under this Contract. The agenda for each
meeting shall be set by the Buyer and communicated to the Supplier in
advance of that meeting.

5. Contract Risk Management

5.1

5.2

53

54

Both Parties shall pro-actively manage risks attributed to them under the terms of
this Call-Off Contract.

The Supplier shall develop, operate, maintain and amend, as agreed with the
Buyer, processes for:

5.2.1 the identification and management of risks;
5.2.2 theidentification and management of issues; and
5.2.3 monitoring and controlling project plans.

The Supplier allows the Buyer to inspect at any time within working hours the
accounts and records which the Supplier is required to keep.

The Supplier will maintain a risk register of the risks relating to the Call Off
Contract which the Buyer's and the Supplier have identified.
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Annex: Contract Boards

The Parties agree to operate the following boards at the locations and at the frequencies set

out below:

[Guidance note: Details of additional boards to be inserted.]
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Cr[I1 It to the TermItlo] LMt e

Notlle[]
"Termination Assistance | 11 h[1the mell 1] [Ivellto [l Il
Notice" Or[rTh (1 o th(M Ched(Tel]

"Termination Assistance |12 the Ceriod [Tel1led [ TermIILtoL]
Period" (10t e Not(le [or [hilh the DO Cer [
re[ [ Ired to [rovide the Term[Itio[]
DLt e (I Th Cerod mibe
eltelded [ ri1][tto Lrlirllh 2ol
thi [ hed(1e]

"Transferable Assets" 13 Ol ve Ol et h(Th (re (11 ble
ollell [ trl ITer to the Bl L er(]

"Transferable Contracts" | 10 OlbMoltrl [t [IMTellelllor
Orer D Dot Cre el el llor Third
Ut Do) Cre or other [ reemel t]Jh(Ih
(re [elel[lr[to e[ ble the Bl er or (I
RelI'emelt LI er to [rovide the
Dever bellor the Rell'eme’t [Jood[]
[dlor Re[ll'eme(t Uerv(e LI Td [ [
reltioto MelTellreevit

Dol melt tlo[ ]

"Transferring Assets” 10 hi 1 the mel 1111 [velJto M1
OrrCh (021 ol thI I hed e[}

"Transferring Contracts" | 10 hi'the mel 1111 [velJto M1
Orr-h (1213 ol thI [ hed e[}

2. Supplier must always be prepared for contract exit

21 The D mer ChOmthm 30 d 1 rom the [t(rt D te [rovide to the B er [
fo[JollildelrelTto [0l 1to be [Ted or the [(Triolrelol T It Net
BoollVIel]

22D(ri the (Joltr(1t [leriod(the (I 1@r ChIO rom[tII]

2201 [relte [ILd mItD [detled reIter oI I@r D Tetl] M Td [
delTrIto [ Toldtlol oI tol]ddetlMolblIlerCh@d trtl 1 elther
O ve Ol etor NoI M ve LT et d Net BoollV[ el I[d [ b[]
Coltri1tOd other relevi it [T reemeltlirellIred (I Lol eltlol]lith the
Delverlbel 1l 1d
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2212 [relte (Id mimti ol ritoIdlt[blile det I 1the teCh(II ]
e tritlre [ d olerl I [roledlrellthroll h [Ih(lIh the DL ier [rovidel]
the Delver(blel]

MRegisters"(1]
23 The DL Ter Chmn

231 elllrethlt O[T Ive [ TetIted [Ithe Relllterl ] re [lel Il h{CI I
deltmed (1 Irhirrd

2312 [rollreth(t Imellelor Third Ot Do 1lre (Id DD CbMHoltri It Ch]
be [ 11 ['ble [l dor [IIIbleollovitolllt o oltorrel trltollto the
B er[ 't the re[I"el[t o[ the Bl er to the B[ Ler [T dlor 11 ComTeel [ dor
L RellIlemelt LCLLIer (ol lthe L er Lel I 1l 1to [rovide the
DeverCbellor [Irt olthemId [the DI [ér [I[[Ibe to do Lo thellthe
HO0orer ChIrom [t CotIthe Bller [I.d the BLller m_Lre[lre the
Jrer to Crollre [ [terlI tve Il bloltr(Itor or [rovider ol DeNer[belT]

20000 h Ot ChOD oMt OO JrMO Cer Cikhim three [30Mol th(Jol the
(tlrt DL tel(IThe Ll rtle T KM erl ) J[IIIe [ith ole [ other [l relltiol!
to I Tellrelevl It to the el LirlJor termI toJ o thl o tritl

3. Assisting re-competition for Deliverables

31 The U er ChiIorel o[ ble [otlle lrovide to the Bl er [ dlor il!
CotetI RelIl'emelt (Il Terl]ITbeltto the Cote tII Rel 1l emelt
JOrerel terl ] [Ito re[ Lol ble Urite ] Lol lde tIIRl] I dert I
(TTh [MoermCtol M Tdo 0 el T 0the Blrer Chirel Tol I bl
re(Ire [l order to I 1Ml te the [re[lIrt01blIthe Bl er oI [ 1JIviltiol]to
telder [l dlor to [ 1Ml te [ [ ote tI RellIlemelt LI erl I dert 1]
dle dlel e the "Exit Information"1]

32The U er [T olledlellth(t the Bl er mlJdI[I0ole the LI Ierll
Confidential Information (excluding the Supplier’s or its Subcontractors’
‘rHelJor [oltTto (It or [ro[leltve Rel Il emelt [ er to the
elteltthit (TThdlIoTre Mlelelllrlolleltollth [(TTh
el 'emelt[]

33 The 1 er Ch{Trovide fom[lete [d teJolthe [T Tormit@1o] ]
(I Trelelted bl lool] [T rellTolIblMr [t ble [Id Cotlthe Bl ler
(th ve (O0 or (1D Do I mterI Th T e to the LTt MIormtoC]
UhiTh mOJ [dverle mCI It [(Tollthe [rovIioJol 1 1Delver be] 1 d
CThOOmolI TItithe Bl er [Mretoto (I T h Ch{I T el

3The Ot [Mormto] Ch(Ibe [ TTrlte (I 'd Comllete [ LIIm[terlre[[el[tl]
(Jd Chiibe [Tel[tto e[’ ble [Ithird [Lrtllto [relre [ Iormed oller or
thole Delver[be 11 1d [ot be dIIIdv I t[led [ I ][rolIremelt [rolell]
fom[Ired to the I ierd]
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4. Exit Plan

(1 The U er ChIC thD three (BCMoLth(l [iter the CitCrt D te[dever to the
Bller [ UL DI Chilh ComUel] ith the rellremelt ][ et o[t [II
OrCrCh (13 oth([I Chedle [ d [Motherle re[ o bt tor]to
the Bl er[

[2The Llrte1[hIl e re[I o[ ble e delvolLrIto [[ree the [o[te t[lo the
Ot DO Ithe Cirtlell[re [ ble to [ ree the Lol teltlJolthe [t I
OthMtOe 02000 orlII Dol the [telt dl te or i bmIIO[
CrCL0Ct to UlrrCh A Cthel C1Ch DI te ChiIbe relolved [
([Tord[I e [Jith the DIl "te Relolt0l] roledlrel]

13 The Dt OMO ChoT et ot I mIImEm{]

131 [detllled del I rltiolJolboth the tril [ Ter [1d (el [Ttlol]rolel el TITIIdI]
Ctimetblel]

(132 holl the Dellver bel [ trl I [ ler to the Rel Il emelt LILI [ er [Idor the
Bl er(]

(33 detlloll I loltrtI 10NN OIbe (v Ible [or tri 1 ler to the Bl er [ dlor
the RellI'emelt D er [olJthe DD te tolether Oith (I re(l ol ble
[oltlirelllred to ellelt [ h tril I lerl]

L3 proposals for the training of key members of the Replacement Supplier’s staff
T lolTeltlol][ith the ColtlITtol 1ol the [roviol o the Delveribel!
ool the LTI D[ tel]

(I3 [rololllor [rovidllthe Bl eror [IRelllllemelt L[l er [olle JolILI
dolTmeltltolreltll to the [1Te (1 dolertol o the Delver(blel ][I d
re( ] Ired [or theld fot1led [ el]

(I3[0 [rolol[I[or the [TTIII meltor [ovl tollol [ ITerviiel l tlled bllthe
Orrer Mol eltol]th the [T Mol the Delver bielT]

(I3 [rolollIlorthe deltlltolIdretrilolIIBLer [rolert][lthe
[olTelTIoJollIdlor [oltrololthe (I &r or (I Ithird (I rt(1T]

(I3 [rololllorthedll ol [loll Il Ired dlItDelver bel 1 dmlterllll]

(I3 hol] the DI Jer JMellTre thi(tthere I o dIIr( I tiollto or delr[d tio ol the
Deverlbelldlrilthe TermI[tlo [t Te eriodllld

(1310 I Dother Tormtoor LTIt [ e re[l ol bllrelred bllthe Bl er or [J
Rellmremert Orrer

ITThe DL Ier Chiimn

O mOmton rd Crdrte the DCfI O (00d rldDmOCC Cemel t CIT0To el
rel el tlth)

(a) everl ] T [T ImothiTthrol"holt the [loltr(It [erod(]
d
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(b) Co [Mter thi f0et(1200000 or[ 10 DT T [ter [
re( e[t rom the Bller [or [ [ [fold[te (o] Jolthe
O oD

(c) (ool ] [re[ oI bI[bllIble ole] ][]
TermIIto O e Notlle [I'd I [ Jevelt [0
[Mter th(1 e (1000 or( I DI T I 1ter the d(te ol the
TermlI tlol] LTIt e Notllel

(d) (oo L0reJ ol lbMMolIIbe oo IiId I
evelt Lo [ter th 1 tel 2000 or 10 DL
oI I mCterd ThI e to the Delver blel]
(MCIId ] JCCh O e L der the VIx[Ito Oroled [ re(1]
rd

(2 ©OMtilreviell (1 d verlllthe OO [relred bJthe Bl er [ d [rom[t{]
[orrelt [ [ 1deltlled [[rel[ ]

MO U b0 Lot tolto the DL ier [ Lrill I the BLLer [l reel]ith [
driIt O 0 Crovided blithe D ier (I der LILrLrh (12 or LI (1 the
(ol telt re[re [ [1ICh{Itht drii belome the 1) I [or th(D Dol trt[]

L0 vertlo ol DL U] [ reed betlleel1the [ rtiel I h[ Il ot be
(I erleded b dr1fl [Tbmited blthe D @r

5. Termination Assistance

1 The BlLer [h(IIbe el titled to rel I ire the [rovIIoJo TermIto[]
OIMe Ot (00tme dir the DoltriIt Ceriod b v Crite] Cotlle to
the O Jer (" Termination Assistance Notice" [l t [e[ 't [0[T [TI' Mol th[
‘rior to the DM IDte or [ [ooll [Ire[ oI b rItllIble bt ]
evel[t[ ot [Tter thilJole M1 Mol thllolol the Cerviie bllether Drtoll]
Term(I' tolINotle[The Term@I tio1 I[TTIt[ T e Notle ChiII T e 1IT]

(011 the [Itlre olthe TermItO [t e re[ I Ired 1 d

(1172 the [tlrtdite [ d i Teriod dlri Chith f00 Ot ted thit Term(I O]
O e [be rel T red(1ThTh ChiToltlll e (o O erth(11tIenve (12
Mo (th(l[iter the ([ d Dl tel

[12The Bl er Chihlve [JJoltoto elteld the TermI tio0 Tt e [eriod
belold the I Teriod [Tellled the TermI tol 1 [Tt [Te Notlle [T
o[k or more elte I IO [Mellh [TIe [rovided th(t[]

(121 [o [IlheltellI0l]h(Telteld the Term(IIto] ] t(1e [erlod belold the
dite tlleve (12 Mol th([Iter the (J[d D(tel( 11 d

[12(2 the Bl er (hill otllthe CIIIer ol LI [Ih eltel 1ol o [Iter thiltleltl]
(2000 or1IDIITILrior to the d(te o1 Jh(Th the Term[I to] Tt e [eriod
[MotherJle de to el Tlrel]

[13The Biler Ch(Thlve the riTht to term(Ilte &llrelllremelt [or TermIl tio]
] t(re bOrervilll ot elT1th(1] (2000 orl 10 DT [rittel ] [otlle [Tol]
the D ter
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L the evelt th(t TermItiol] LIt e [Drelllred blJthe Bl Ler b( t [t the
relevl [t time the [ rtle]re [t [reelll] ] d te to the LI
CrCI0Ct to DLrrh Cthe DCOCIer LI rovide the Term(l tioL!
OOt e [ [ood [Mith [fd [ [ Tord(I e [ith the [rI e ] th(D
Ulhedlle [ d the [t Bl lLer [l roved ver[lo[ ol the [t DI (Colr L1
toore 11

6. Termination Assistance Period

(U1 Throl_holt the Term[II tO[1 [Tt I e [erod the LI Ier Chiil

(011 [oltlle to [rovide the DelVer(be] ]I bl Td otherIle [eriorm il
ob tol I der thll[loltr(It (I dIrel I Ired bl ithe Bl Ler( I rovide the
TermDto0 O Imtirrel]

(12 [rovide to the Bl er (I dlor I /RelI'emet D [1ler (I re ol be
LTt e Cdlor [ TelJrel elted bl Ithe Bl er (I dlor t[JRel Il emelt
OJrer [Mod I e Crdior [ TelTto [ 1M te the ordertrl I Ier o[]
re( Lol [IbMl(or [I'd Lo d[Itolthe Delver bellto the Bl er [ dor il
Rell'emet D 1Ierd]

(13 [Ie [rellollble e delvolrJtorel6[te re[olrlellto [rovide [[Ih
(LIt re Otholt [ddilol I Toltlto the Bl L erl]

M [Ibleltto Urllrih (I3 rovide the Delver(blel][1"d the Term(Itio]
Assistance at no detriment to the Performance Indicators (PI’'s) or Service
Cevelll the [rovIlollolthe ML 'emelt [Mlorm[tiollor [l [Jother re_ortl][or
to [ Jother ol'the CIC T Termob I tio 1T der thil ol tritl]

(10 (tthe Bilerlrellelt ([ Idollrellollble [otlle delver [ [toldlte Relllter[]
to the Bl er]

(10 [eellthe Bl erl[rior [rittel 1 [olleltto [(ITel[I[IIBller [rem(lellfom
Uhih the deMI tTt0O0 or remov ol I Ier DiTetllMrell red]

(T2 Mt Mot ColT1ble or the I Ter to re[ 10 [ te refolrlelto [rovide [TTh
(Tt e [ Mrelerred to [ OCrIrTh (1172 Otholt Cdditiol I [ Tolt[to
the Bller[ 1 ddilo I Tolt]M Trred blJthe D ér M [rovidII][TTh
re(LolI'ble [Tt e Ch(Ibe [Tbelttothe VLrItiol [roled rel]

(I3 [Ithe O er demoltrlte[]to the Bl erlre o I'ble [Tt to1th(t the
‘rovIlo[lol[the TermItoJ [Tt e UMhive OmiterII [ vodlble
"dverle ellelt ollthe (I Ierll bl to meet olle or more [Tt IIr
Cervile [evelllthe Ortle1ChIvLrCthe relevl [t Cervile [evelll [l dor the
(M ble Cervile Credtl] (T ord [T

7. Obligations when the contract is terminated

M The DL er ChimTom T ith (Mot Job M tol 1 o tiTed [Mthe [T
QI
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2 OoOtermItoor el LIrJor [t the eld ol the TermII to] [ [[t[ e
Uerlod [or el rler [Ith{lldoell bt [dverl el et the LI erllerlormllle
olthe Deler( b1 d the TermII tiol DTt [ellthe CCIer ChI

(121 villte (IIBLILer Uremllel1]

(22 remove the LI er ULImelt tolether [Jith (I other mLterIlIl[Led blithe
Orer to [I1Ithe Deverlbel 1[I d Chilelve the Oite ][0 (e[ Te
[I'd tdlfolditiol The D Jer [I[oelrel bl Ible [or m LI ood [
dim[le to the OfeJor [ JobleltlI ol t[ITed thereo other th( I [IIr el r
[Id te(r I h(Th M1 Ted blithe LI 1erl]

(123 [(rovide [[TellldlrIorm I or I Tholrto the Bl er [I dor the
ReJl'emelt Der or [IJto teve (1200Moth{J[Iter e TIrlor termII tio[]
tol]

(a) (TT"h [Mormtiolrelltlto the Delver biel 1]
rem ][I the ColTell1ol]or (ol trololthe LI Ter[]
(rd

(b) [T1T"h memberlolthe DIl @r OtCII T Thve beel]
[voled [[Ithe del Il [ develomel[t [ d [rovIIol ol
the Delver(ble1[1Td [Tho [re [tMlem[Joled bl the
U rer I rovided th( t the BL I er [I_dlor the
Relr'emelt O 1@r ChII 1 Ithe re[T o[ ble [O[t[]
olthe U er Lt I Trred [MreLold[I1to [Ih
reCet]or OTell]

(30 elt Uhere thIl Lol trl 't [rovidellotherl[Me el el llellelllld
(thorIto 1 rIted bllthe B(Ier to the DI er [Mrelltolto the
DelverCblell [hliIbe termIted Jith elle[t [rom the e[ d o the TermII tio[!
Ot e Cerlod(]

8. Assets, Sub-contracts and Software

(1 Doo ] [otle ol term(I[ to ol th(ll [JoltriIt [Id dlrIl1the Term(Il tio]
Ot e Deriodthe DCer ChIT ot [itholt the Bl erl[rior [rittel]
folleltH]

(1M1 termItelelter [to or virJ I [ bMoltr(Itor [Melle [or [(I1][ofl1Te [
[ol[leltol]1th the Delverblel T or

(12 OIbeltto lormImlte IIle re[llremelt[IImle mterll modIltoll]tol]
ordTbole oM eIt O ér DiTetlor (T T re (I Cel] DL Iér
O Tetl 1]

(20 thilltOelt2000 orl 10Dl TIol relellt ol the [[told[ te Relllter(]
[rovided bl1the D lerCthe Bl er ChI btllthe D1 er Cettll ol tl]

(121 OhhO T Tolthe Tril I TerCbe [ Tet1the Bl er re[TIrel1to be tr( [ Terred
to the Bl ler (1 dior the Rel 1Tl 'emelt [I[1 1 1er "Transferring Assets"[T!
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(212 ChhOo ol

(a) the [T Ive [ Tetl1th(t [re Cot Tril ' ler(ble [I[Tet 1]
d

(b)  the No 1Tl [ 1l ve (i Tet ]

the BlLLer (I dlor the Rel 1l emelt LILI I ér re [ rethe (o[t ed
[Te ol Id

(23 UOhhI I TolTrl I ler[ble Holtriltlthe Bller re[ I Irel1to be [ 111 ed or
"ovited to the Bl er [Idior the Rellll emelt (Il Ier the "Transferring
Contracts" [1J

[Morder [or the B(Ler (I dlor fl]Re[II_’emelt [J_ [ Iér to [rovide the
Dellver.bel]rom the el LIrl ol the Term([I tol] LIt e [lerlod The
Orer ChIIrovide [Ire ol ble [Tt e re[lIred bllthe B er
[ dior 1 /RellI'emelt L[] 1er to e[ ble tito determle [hih
Trl ' TerCble OTetll[Id Trll [TerCbe ColtrlItl ] re re[lred to [rovide the
DellverLbellor the Rellll'emelt [Jood ][I dlor Rellllemelt Lervile[ 1]

(3] ith ele[t rom the e Ir o[ the TermI't0 ] [Tt e [eriod the
JOOrer Chidle(Mthe Tri I lerrI ] D T et 1to the Bl er [ dlor the
RellI"'emet I 1er or ther Net BooV e e[ [11mol [t [reld[]
(Id [or them throll"h the Uh(rlell]

ORI M the TriIerril) D let I ChIL 1 to the Bl I er or the Rel Il emelt
OOrer 0 O rolriTte Lt the e[ d ol the Term It Tt e [erlod
[ d title Ch O [ TJo (I melt [or them[]

(0 here the Bl er [T dor the Relllll'emelt D er re[Ire( 1ot ed [Ie
ol I ve [ Tetl1th(t (re (ot Tril [ ler(ble [ Tetllor [LTINolI]
O Ive D TetlTthe DO méer ChOmr I food [Mrel oI bInr It bel]

(1 [rollre [l bllelllllve ler et [ Ilrol [t [ree [lelle [orthe Bl ler (I dior
the Relll'emelt D ér to (e [1h (I TetlMith OriTht ol T bTlel e or
(I T melt ol lthe [T me term([lor (I [Th(Th

(2 [rollre [I[1lirble [Tter(Itive to [(1I'h [ TetlTthe B[ er or the Rellllr'emelt
Ol er to belrthere(l oI be [rovellloltllollrollrlIthe [T mel]

(M The Omer Chim I fool ] [rel TolThII It ble (I or [rollre the
Tov[tollolthe TrlTerrm ] Dol trlIt[Jto the B(ler [T'dor the Rellllemelt
JOrer The DCCmer Chidelellte (I Th doImeltl1[Id [rovide [TTh
other (I Tt 'e [1the Ber re[T ol blrelllre[Jto elle t th ov[tollor
T TCmelt0

(IThe BT er Chm

(1 OTelt (M meltllrom the I 1Tér or O [1th the OO ér I (rol [ LrI ]
[ovitololelh TrilTerr ] Dol trrtrrrd

(2 olle OTrlIerrl] Dol trIt M bv ted or (I 11 ed to the Bl er (I dlor the
Rellmremert Orrrmerrdirhirle [the obMIIto111Td MbIie 1 relted bl]
or [riIm] (I'der th(t Tri I Terr0 Doltrlt (1 d eler e & IriTht(]CrIIm]
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Urole[t VerIo[Iv10



OUIOMI I hed e 20 (MO e I to ]
(MO ReT
Orol)J JolrIht 2010

(I der th(t TriIerrll Dol trl [ tlor LI blellrollre th(t the
Relllremelt L Iler doellthe (I mel]

ODThe OO ter Chihod OO0 Tri I Terr] Joltril to0trC It [or the Bl er
[ tIthe tri [ 1er ol the relevl I t Tril [ lerrll ][ Joltr(Itto the Bl er [l dor
the Rel[lllremelt O Mer h( It el Omrel]

(IThe O fer ChiOIdemIthe B er (I dor the Relllemelt L erl]
OO bemt e Ch O TMIbMICd folt Crilldlolt ol LI IImMC]
mide bO O o terlrtlto O Tri[IerrI] ColtrCt Chith T ed or
Covlted to the Bl er (Il dlor Rel Il emelt L Ler )l rC LIt to
OrCrCh 000 MreltoJto D0 mitter CrIIIC Crior to the dte o]

(T melt or Covito oI TI'h Tri I Terr] DoltrtI I e 10 [Other
CeolleDrThtMthiI ol tri [t hIT ot (L Mto thil Cr L rl"h T ChiTh [T
[te[ded to be el lorle[ble blIThird [ILrtle[/1BelelllrielIblvirt[e ol the
ORTOO

9. No charges

(1 e TJotherJle [t ted[the Bl er [h{II ot be obllled to (1 1or [O[t[]
[ Trred blJthe D ler [Mrelto1to t lom I e [ith thDChedl el

10.Dividing the bills

1001 ot oI Tellellellre tllroll]tlel 11 d other [erodl T meltl]
reCeN[be [Mrel[eltolthe TrilTerr O letl]d TroIerrl] ol trC [t
ChlIbe [ ortloled betleellthe Bl Ler (I dlor the Relllllemelt [ d the
UOrCCrer eIl

10111 the Cmol 't Chlbe O med ['d divided bl03[1Jto re[I’Th OdMIr tel]

1012 the Bller or Re[lll'emelt O Mer 0 M bleThbe re[T ol 1be [or or
el tifled to (M1 the [TTe mlIbelth(t (It olthe v ITe olthe Tvole [ro r t[]to
the [(Imber ollTom(lete d I TJ @611 1the tri I TerCmJtilred bithe dITT
ritel 1 d

1013 the DI ler Chlbe relTol1ble [or or el tiled to (T the [T e mlIlbelthe
re(t ol the Mvollel]
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Call-Off Schedule 20 (Call-Off Specification)

ThimOrthede [etlJolt the ChirterItIJolthe Deverblelth(t the I 1@r [
be relllred to m(l e to the Bl erlJ[ [ der th{I [ TO Mo tri it

Service Specification

Service Description
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INTRODUCTION

The [elretlrllollt[te [or Hellth [1'd o[l [I[re (I dthe DellrtmeltolHellth [I'd [lo[Il[Ire
(DHUOOOCre re[ Lol Ible [or mI ] (ol lelelltvel I bl olltme tlto the bolrd ol rl e olJ
DHSC’s Arm’s Length Bodies (ALBs) and Committees. Those appointed play a key leadership role
Lot [t (or the orJ [ tl0Jto Uhilh thelLre 1l olted bt [or the [hole hellth (I d (o[l IIre

(I TtemThI Coltrlt Mrellred to (L ort DHOO M mOI00 thele U oItmelt[ ]

PURPOSE

The Coltrt O T Cort DHOO MtHo mUM [re I MmN CCb MM 0o Mme X e (1]
candidate’s written applications and ii) maintaining and developing our talent pipeline. The contract
O[MTo [rovide [Tole to (M rovide olJol T 1Io][[d ollrell'eltlTome [dditio [T ort [ervilell]

The Coltr( t DMbe eleltve [rom the 1 November 2023 [or 12 molth[[IThe U thoril [t {1 ole
dlretoIm e te[d the [oltr[ [t [or [Ito 12 molth [ blelted to relevlt [ rov I d bldlet
(v Mb [T

BACKGROUND

DHSC'’s Public Appointments include the Chairs and Nol[TIlelTtve DreltorJoolr BT TIh [T
NHO O0Omcd Cid the Ore U OO@AD Domm IO M mOCI0 OCb M O0CoMime (tC1L 1 e [re e[ e[ ted to
[blde blthe UoverLLe [ode ol ULb L [oltmelt [ [Jh(Ih re[re[IMIterIto reL rtlol e
Ud tri [ retMd to me [ oMmeltblled ol merirDHOO O mI e the [rolel 1]

[ h{mt the Crole M rimrMm ] ed [MholTeDH [eedlelter I ellertile (I d[IIITillto
hell [ Tell]the h{lldred Do LM to [ or ICb [ otmeltireLeved e[ 'h LelrId to mLIt ]
[Id [rol] Udverle tllelt [lellle o Lote tM I dd te ]

SCOPE OF REQUIREMENT

The rell'Iremelt [I[or the [rovIo ol ervilelIto [T ort the (relllTellmeltolllldd te
applications for public appointments; maintain and develop DHSC's talent pipeline for such roles; and
[rovide ol1olTTI 1001 d re[TeltTome [ddilo T T ort CervilelT]

The Crovider Lholld delver [l loverlIv[ e [or molel] ervIe I IdI] [MtermUJ oL Ly ] I"heved
throLh [Mlovitol elme [le I 1d (ot ol mLrovemeltl]

Othol"h the [ [Mthit the [T TelT1II bdder M Trrijolt [T ort [or [ITreev It [ oltmeltl]
re[[Ir1the CervilelldelIrbed here[DH[I] reCervellthe riTht to ColtrIt [ith [JdTerelt

orlI It 1ol Ithe odd ol T 11100 [t [eellth(tthe [TITellTll bdder 1[I ble to meet [l
re(llremet[T]

Pre-assessment

ToeleltveD [ Telllthe (M1 d Mol T ddltelllor (b1 T oltmelt T both O el Id
MOTterOrere [ AT reM TelITmelt o I rite [T ddlte (T tOT]

The Coltr(Ttor (Mbe rel[red to [rod(e tmell 1 d hiThII T (reMITelTmelt relortl]or e[Th
Comm(ILIo[ed relrJtmelt om et ] rolorm 1Jed bODHOO [d ool ] IdI e
from DHSC, whereby each candidate’s written application (CV and s T ortT] etter(M [TTelTed
(Tt the [FbMMhed Cerfol [(Te[MMIT O[T d or elTh [T ddl te the @M1 1 rovidedl]

. UChort bolrIChOthCt brie [ tlrellthe L(ellelemeltlolthelr IV — [[Jto OmCImCm ol L0
[Jord[]
. OritMDoJBO or D [TelTed IOt the del[rIt0 ] or e[ Th rit JhiTh Ulbe

[rovided blODHO

(rCmelJor[]ReTRMI2[0
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° the [ It the Cerlol (eI tlOL [or the role — [ LrollLd 100 UordJ(or [ (LI ddte[ 110
Uordlor BLd 20 Dord [or [ (d DU

. a completed ‘tickibox’ exercise (from a list supplied by DHSC) on the candidate’s main
skills/experience (e.g. finance’; ‘lawyer’; ‘clinical’; etc) — [hilh o0 d [ to be more e[l
[Iterro 1 ted bLJDHOLD

DHULD OMorm the Doltrltor Jhell [ Cdvert [Mde to Lo el o] [ith the U ed [0 M 1d[te
[I'd Uhelthe e[ elted deld(Ie [ or [relll el I meltto be Lom[lete[The Uoltrl tor [Ire eNe or
hlve [ Telllto the U I tolelther belore LI dor [Jhellthe [dvert [lo[e[1]

It isn’t possible to confirm exactly how many recruitments will take place over the time of the contract
(0d holJ mOJ0 (T to 1] [be refeved HoeverCb(Ted oJeltmltel] e bel@ve the [(I'mber o]
O tieImIbe Mthe ril e o700 to T00 HoeverthM Mo [ [ Jde [1d Cot [ flommimert to
OmIImCm or mIImCm CCmber(]

D(e to the [I't(re ol the Horll[Id relrCitmelt ([ m I ([ TIe I thm]Cote tIrel [t [ erodl]
ol el [11Id trolI"h[]Ithe [relll el lmelt [orlIthroll"ho[tthe d(r[tol[lolthe [oltrlIt DHI [
Chire L Uder orllrd bolloll I I otmeltlth(t mLbe ComI [Jover the Lelr to hellthe
contractor’'s advanced planning.

OUoll o [d o re e[t the Lol trltor mJJilo be [ Ted to (I Lome [ddilol [Trite[]
[eedb [ 11to DHUU Uhih el dJoUthe Urittel) [ TelImelt ol 11l dd te thelhld Lred[]
provided. This would be to support DHSC’s feedback to a very limited number o L[ e 1]
(11 did te[11h{Th m O 0de [(TTelllhel] 0 el Imeltritll1h{I1beell[[e[toledl]

The ColtrlI tor Cholld (1o [rovide [I1eld ol oltrl]trelortth(t (I tire](Id [IterLretl][ Lo L miled
ditl [rol L] [the [rellTeImeltllthe(Jhlve [LIried o[t over the [elr [ILd mllel]
reCcomme’d[tol]or hol] the [role 1[I [][oltlIle to ML rovel]

Talent list

DHO (TrretImC el [Tt olover 2(0 (I mel ol eolJe [Jho [le thIl ] [olld be [troll ote[ t[I]
[TTdidltel1lor Come ol olr [ITbI[ToltmeltT11d [Tho hfve e[Trelled [1][terelt [Molrroell]

The Coltr( I tor [[Ibe relllred tol!

. [eellthe bolrThielll[lddledelle (hellT]t I drd [(loolle [Id ol lllmedll [ helllloll
thele [otetIITT I ddltel1[[Jto dltel 1t (e[t everJ[Imolth(THTheve IIIdII 1] Trom Chellll holld
be [(ITmmCred lor DHOOODkh O ool [lertl ] DHO to CotetI Trel 1ol ol Ter ]

. [tre[ I thel[lthe (It [1ith the [ddtio 1ol e[l [ mell Over the [olrle olthe [oltr([t e [lolld
ellelt(tellt30 (ellChThmrrdd tel1to hive beelllellred [Id [or DH[I[] to h{ve [Ireed
th(t the I re [dded to the [Mt[Nell (I melJlholld [elerl I 0L ollthole (el to [ b

[ ToItmelt1 1 dlor the hellth [ d (ol ITre Leltorll_eolle [lho brlllJellerie e rom the Lrv[te
Leltor [I_d thole [Jho [IIo brillderle ChirtermtII I DHOO Dl rovide (I ddiflol I I Tteer ollthe
Lel] I d ellLere e e Hold del e [el] Cote( 11 dd tellto olerlhllh mLevole
over the [elr[]

. Lellre [ reemelt rom the CeJ I dditlo I [ote tII [ dd tellth(t DHUO (10 hold thelr
ditod (T rol1h them [or role[ 1]

Additional support services

The [oltr(1tor [1[Tbe elTkel(ted to [Tovide ol 1ol 111001 dollrel[lelt[lome [ddilOo[ T ort
Lervilell]

(rCmelJor[]ReTRMI2[0
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Rellollble [dIltmel[t[]

DHUOL mUO [ [or hellto oler Lome re[ Lo ble [dIItmel[t[lto U1 didte [oth(tthel [l mlLe
(0 Cmrtiordror thit theln (M tlo [T be [T [ TelTedThe [Itlre ol the [T1 [ ort [
(tirMIbe [(Ile (Tel I d Lot [(LTre[ tlel e ted to be re[lle[ ted more thCJ ol e or tLe [
[elrl]

Leedb[] 1]

OlUlolL 1ol It (Lrre te elted to be more th[ ol e or tlle [l elrlJle mU_ L 1]or [Ibrlel]
[eedb I [1[ellIollto be held Uith U TellIM T dd te (el omeole [lho LIJed thro[lLh the
DI bl Jollide t Chemel[to oller [Lreer [ dor dr ] (dviie [Mrellt0to It re LM tO ]

Ldvert[ ) [ d [romot[ll Iroel]

[ hit the CrolelTlol [ dvertIII1 [ d [romot[ll lrole I [Im[ 1 [ed blIDHI[ e mIlbllellTeltO[]
re(l'lre (I ort (Tot el lelted ollmore th{ [ rolIm(tell2 o [T ol elrilthe (rellritollol]
Cdvert (1 d [Mel 00 Dith [(Tel 10t medDor Cetlor [T ThIImCI ][I Ide [Tole to oller [dvile [Id
[triteJe[loJeleltve [dvertIrolte 1T 1IdMthe [I'e ol oI med[l (I dor to mL e the
advertising process in agreed media/publications on DHSC’s behalf.

Liter[ I tve [orm[t[]

e [Je [llo [eed [Tole [rom the [oltrl[tto [rovide [ ort (or I ddl te relleltl]or
[ter( 1 tive lorm[tl(or relr[Itmelt m[ter(llthe (ol ver ool T dd[te (I I tlol I tollfom
briinme1dio et 111 d trl [1tlo[] Cervilellor Lome relr[itmeltl el eThIMh] e do
Cot [(Lrre(tlelleltto Clomm(IlIo] [ 1'h [T ort more th(1]3 tmellover the [0l r(e olthe
LoltriIt

M Mvitlto el lrethit I Id (Tollled e [Illed bllthe [oltr(ltor [Ildelerllthe [bove

re( I iIremelt[][re trll [ lerred to DHOIL throll'h e[Tolllelrled (elllol]lbetleelI1DH [ d the
Coltr[Itor to be held thro[l"ho(t [1d [t the e[ d ol the [oltr[ It d the [rovollol [ Joverlr hl]
[relll TelImeltrelort[l oted el rlér [IthIdo[ T meltlto [ tlre d[t[1[dtomllereommeldltio]]
[or [Cervile mMCrovemet[T]

SERVICE LEVELS AND PERFORMANCE

The (ol tritor Cholld [ ollt [ O Ier Doltrli't MU er to overlee the Uorl] [ d [Ile [ith (I d
report as DHSC requires, to DHSC’s Contract Manager.

The D Jmer Doltrl It MO Cer [
7 Oerlorm OO T Ty e o] I Teltlolthe [(rol[rCmmel]

bl Urovide the Dell rtmelt [ith tmell [ d ollloMlevIltio [d ORI T e
[Morm[tollredtto the [rolrCmmel]

(1) Orovide molthl[d tellolJ Lol t[1]
dl Urovide [eedbl[1]rom Lel![t[]eholder L]

e[l [rovide mI [ Temelt Morm tol[thIrelTolIble tmellllel] el I Ith3 Jor(IO]
dr] [ lorm[t th(t B/ be el IMImCIIted (eI M Ole [ [Mto I 1Id(tlo
[ddilol [ Toltto the Del L rtmelt]]

(M1 Hol (I rterMreviel] meet[ 1] ]ith the Dellrtmelt[ [ TJoltr(It M1 erto dlI I T]the
Coltri It 1d OhiTh mO @ 0de bt (1T ot be Mmited tol]

(rCmelJor[]ReTRMI2[0
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Uervle deVer]d [0 [ el MICOdIO OO0 Com Ot Do oor Cerlorm e [I'd
O toitre1]

UolldertoJol ] imLrovemel[t_Jor develo[ melt[]
U0 ChOOelto (el [er[ol el ro e e[l or delver et 1]

The Key Performance Indicators thit (Tbe [Ted to melITre the [TITelTlolthe [oltr(It [I[Tbe [T]

oo

N

bl

do

el!

Orelll TelImeltrelortllor IlommlIlIoled relrltmelt (I m 1] re [e[tto
DHUD Oth[D3 DorlIdI HolreleN I MO T tOU T re oChTh LR th
[tteltiolto det 1M1 d th(t (I Tellmeltlimide [re (1[I tthe Cerloll el tol]
lor rolel 1 d [ e Oith (OO (Mrther COd e (rom DHOOO

BolrllhieJ ddledlelle Chell]tl[dlrd [(bolle [ d Lo il medll [ he lI[0]
potential candidates on DHSC's talent list are accurate and up to d(te(DHU[ [re
[erted to ol erJldelted [dle dllel e Chell[1]

NCmeloll t e[t 30 CellChThI i otetI [ ddte[[ [ reed b DHO [ re
added to DHSC's talent list.

U heloUoll ol d re e[t the CddiloI I [ ort Cervilell et olt [th{l ol trt
[re Comm(I o eddelverh(llbeellellle[t [ d o hIThII [ H ]

The [oltrlltor h{llevidell ed (B[ IbIRIId the b ITCRDCCd (LT CbIRITto
re(Loldtore el tlor Chl el lommILIO0L]or Lervilell overed blthl o trlt[]
[t [hort Lotlellor e[ImLle d_e to Lel! [teerll [rom MIter ]

(Tthere [re M TeJith Cervile deer(the D er Dol tri it MO er [T
acknowledge the DHSC Programme Manager’s concerns/issues within 24 hours and
QM rolole [lerellolremed T 1to 1] JthIl 2 holr[Tto [revelt (Trther
olllrrellell]

DHOO miCeellleedbTT]olJthe Doltritor] erform e T Id ] [ote tIII Ffom MIITter 1]
Cellor oM I TelTmelt ([Tell[TIddtel[Id (I difor][Tt[I]olbehJTothe Jomm oler
[or b oltme t[ 1]

The DoCtritor [

N

b0

drl

Mo(itor the [l 1ol the Cervie [TrovIio]to e[ Tre [T tomer [Tt t0]1T
[l Tord e Ulth the Lellerlorm] e [Id{IItorJo tIled [the HoltrlI tl el 1]
otherIe [ roved bl lthe DHUL UroLrCmme ML er[]

Lrovide Crelort oLl LroLre[ [l [Idelver(the re[ [ Ireme(t to the DHUU LroLrCmme
MO er ol Orel I r b1t (et [ Crterll]

Utte[d meet[I]1to reviel] [(roLre[ 1] d dI I TIthe Lervilel I re[lred bllthe
DHOL CrolrCmme MCLCerl]

(tte(d (1 (o[t [oltr(Itreviel] [Iith the Dellrtmeltto reviel] [JThether the obleltivellol]
the [oltrlIt [ere metlto reviel] the bel el ][ I"hleved [ d to delt[ I ]e o]
elrit or (Itlre [roe[t[ 1]

SECURITY REQUIREMENTS

[MormCtorerdI ([ ddltel [ [ol et 11 d relllremelt o the Jeler (D[t rote t0[]
Relllto[MDUROCeed to be oo led DHLL oI ([ ree [l [rolel1]th the Uoltr[ I tor to
ellTre fom e [Jith DR RelIIto 1]

(rCmelJor[]ReTRMI2[0
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BUDGET

The mTTmICm bdCet lor thil Coltr(It 20232020 TId MM Cot M eI 11 [1Td blTed othe
[MdMTtive (TtNAT [MCre O Doted M thM T MO t00 [ IB8M030 e TIIdmIVITO

Notelllthe [oltr( ] tor (1[I Ted to [rriie [dvertII It olllddilo I I T ort Cervilellthe [o[t[]
oldo(] o MthioltrlIt Cholld ol Lover the [oltlloll dmIiOterl]the [role [T ITdIII]
Crelril0) Cd (el dIm (0 Cdvert olle (Mrelllred to do [ollllolt[1rovided here [holld [ot

[ 1Tde the Chirle blithe (b tiol] (or (dvertIII ]

Supplier Bid Responses for IRG: All responses embedded as PDF.

Technical response

e Bl i

Subject Leadership and Resource Plan
Provide details of leadership, qualifications and experience to deliver: i) the assessment of candidate’s written applications: i)
maintaining and developing our talent pipeline; and iii) provide on occasion and on request, some additional recruitment support
Question services. i i
Within your response please highlight any you have had of national and
in particular Ministerial public appointments. Please Dﬂw!ﬂedehls of how vou will ensure these requirements will be sufficiently
including a resource plan.

The Tenderer's response should show that it:

Has project and plans that are sufficient and suitable to ensure successful delivery,

including contingency arman
- Leadership have relevant aualifications and experience.
- Has provided sufficient resource to deliver the requirement.
- Has identified appropriate mananement of these resources with defined roles and respansibilities.
- Has assigned suitably qualified and experienced resource for Service delivery.
Considers how it will handle data and for jon including GDFR security, ethics, consent,

Response
Guidance

and
‘A market leading specialist healthcare practce for ¢.30 years and the DHSC's pre-assessment supplier for ChaifNED
appeintments since 2016. We understand the policy context and are expenemed at senior levels regionallyinationally. As the UK's
largest search firm, we: deliver i sestors. This is the basis of
success in recruiting many influential roles, including several ChaifNED appumtmmns for the Department and its ALBs, notably
Chair of NHS England-Richard Medgdings.

L L structure:

We bring a dedicated senior project team, combining recruitment expertise within and across g
The Proiect Team will be led by Carmel Gibbons. Head of Healthcare Practice. who will be the lead engagement partner with
mmm.whhmmdm She will be supported by Peter Mason, Ruth Lewis and Gillian Powell, experienced

wha have and bring extensive sector intelligence. As with previous
contrace, ﬂusmtaamwibeﬂexeﬁanmmmgbmqnmm:mmadﬁhunﬂmscuummmmmeHeﬂmmprmas
necessary. Proven resource planning back fill for holi absences.

(rCmelJor[]ReTRMI2[0
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Social Value response

Theme And Award Criterion
Theme 4 Equal Opportunity

Word Count] | [page himit]

750 words

Policy ODutcome Tackle
MAC 6.1

for Section

10%

Subject and Response Guidance

MAC 6.1 Demonsirate action o idently and tackle nequality in your workforoe: and in your proposals for
growing DHEC's talent pipeline for public appointments set out how you will identify pecple who wil bring
a diverse range of backgrounds, including for example those groups currently under-represented, such
as people with disability.

Sub criteria:

Activities that demonstrate and describe the tenderer’s existing or planned:

« Understanding of the issues affecting inequality in employment, skills and pay in the market, industry or
sactor relevant to the contract, and in the tenderer's own organisation and those of its key sub-
contractors.

- o tackle

quality in skills and pay in the contract workforce.

Flease describe the commitment your organisation will make to ensure that opportunities under the
contract deliver the  Poliey Outcome and Model Award Criteria.

Please include:
~your "Method Statement, stating how you will achieve this and how your commitment meets the Award
Criteria, and

~a timed project plan and process, including how you will implement your commitment and by when. Alsa,
how you will monitor, measure and report on your i impact of your You should
include but not be limitad to:

timed action plan
use of metrics

tools/processes used to gather data
reporting

feedback and improvement
transparency

cooooo

- how you will influence staff, suppliers, customers and communities through the delivery of the
contract to support the Policy Outcome, £.g. ion, training and v

(rCmelJor[]ReTRMI2[0
Urole[t VerIo[Iv10




Framework Schedule 6 (Order Form Template and Call-Off Schedules)
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JoMMOROmED ROoDooNDD

TOTAL

£2,200

Our fees exclude the following:
The prevailing rate of VAT (20%) will be applied

Payment

Commercial and in confidence
‘We consider our fees and track record to be commercially sensitive information and request that they not be disclosed outside this tender process.

Freedom of Information

The content of the tender we are submitting is naturally confidential, particularty regarding track record, fees and costs elements and is intended only for the client. It therefore
should be protected from disclosure under the FOIA for a period of three years from the date of the tender. To release prior to this date could give a competitor information to
‘enable them to prejudice future tenders that we may submit for other public bodies.

Cancellations
An assignment may be cancelled at any time. If an assignment is cancelled once work has been commissioned, the full invoice for that assignment will be payable

GDPR - Position as a Data Processor

UrCmelorl]ReIRM[2[0
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