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Call-Off Schedule 24 (Lot 1 Procurement Card Terms)
1. Introduction 
1.1 This Schedule sets out additional terms that are applicable to this Call-Off Contract where the Supplier has been appointed to provide to the Buyer any Services relating to Lot 1 (Procurement Card) (as further described in Call Off Schedule 20 (Specification). The terms set out in this Call Off Schedule 24 (Lot 1 Procurement Card Terms) shall only apply in relation to Lot 1 (Procurement Card) Services. 

2. Definitions
2.1 In this Schedule, the following words shall have the following meanings and they shall supplement Joint Schedule 1 (Definitions):
	"3D Secure"
	means the 3D Secure authentication scheme;

	"Additional Terms"
	means either the Cardholder Terms and / or the Payment Instrument Product Terms; 

	"Authentication Requirements"
	means any authentication process or protocol mandated or recommended by a Card Scheme, a Regulator or Law and which is applicable to the Goods, Deliverables and/or Services to be supplied by the Supplier under this Call-Off Contract, including 3D Secure, VBV and SecureCode;

	"Cardholder"
	means the employee, agent, contractor or other individual authorised by the Buyer from time to time to use a Payment Instrument issued in their name;

	"Cardholder Terms"
	means any additional terms and conditions which:
a.) licence Cardholders to use a Supplier Portal and which are accepted on first use of the Supplier Portal by way of "click-wrap" terms (or similar); or
b.) apply to the Cardholder's use of a Payment Instrument and which are supplied to the Cardholder at the same time as the relevant Payment Instrument,
and "Cardholder Term" shall be construed accordingly; 

	"Card Schemes"
	means VISA or MasterCard or any other payment scheme utilised by the Supplier or involved in connection with any Payment Instrument or Transaction, and "Card Scheme" shall be construed accordingly;

	"Payment Instrument"
	means any payment card, device, payment mechanism (including virtual mechanisms) or other payment instrument issued by the Supplier under this Call-Off Contract;

	"Payment Instrument Product Terms"
	means any additional terms and conditions which a Buyer is required to enter into with the Supplier by Law, a Regulator and / or Card Scheme in order for the Supplier to provide a Payment Instrument to the Buyer or its representatives; 

	"PCI DSS"
	means the Payment Card Industry (PCI) Data Security Standard (DSS) version 3.0, its supporting documentation and any subsequent version(s) of said standard published by the PCI Security Standards Council or its successor(s);

	"Regulator"
	means any regulator, regulatory or supervisory body (including the Prudential Regulation Authority, the Financial Conduct Authority, the Information Commissioner’s Office and the Bank of England or their successors, and equivalent authorities outside of the UK) to which the Supplier, the Goods, the Deliverables and/or Services, are subject from time to time, or whose consent, approval or authority is required so that the Supplier can lawfully carry on its business, and "Regulatory" shall be construed accordingly;

	"Scheme Portal"
	means any electronic portal or other data or account management tool or software accessible in connection with this Call-Off Contract but which is made available by the relevant Card Scheme independently from the Supplier; 

	"SecureCode"
	means the MasterCard approved authentication product designed to authenticate individual electronic transactions using MasterCard and Maestro cards;

	"Supplier Portal"
	means any electronic portal or other data or account management tool or software which is proprietary or licenced to the Supplier and which is made available to the Buyer in connection with this Call-Off Contract, but which is not a Scheme Portal; 

	"Transactions"
	means all purchases, cash advances and other transactions made, or attempted to be made, by an authorised person using a Payment Instrument, and "Transaction" shall be construed accordingly;

	"Unsuccessful Transaction"
	means any Transaction which is declined, not processed or is otherwise unsuccessful; 

	"VBV"
	means Verified by Visa, the Visa approved authentication product designed to authenticate individual electronic transactions using Visa cards.


3. Exclusion of certain Core Terms
	This Paragraph 3 sets out changes to the documents forming part of the Call-Off Contract:
3.1 The obligations set out at Clauses 6.3 and 6.4 of the Core Terms shall not apply to this Call-Off Contract. In lieu of those obligations the Supplier must make available to the Buyer, CCS and any Auditor copies of the records and accounts referenced at Clause 6.2 of the Core Terms and allow them access to such records and accounts. The Supplier shall provide all reasonable assistance required by the Buyer, CCS and/or any Auditor in connection with this Call-Off Contract.
3.2 The obligations set out at Paragraph 7 of Call-Off Schedule 6 (ICT Services) shall not apply to this Call-Off Contract. In lieu of those obligations the Supplier must make available to the Buyer, CCS and any Auditor copies of the records created during the design and development of the Supplier System and pre-operational environment such as information relating to Testing. 
3.3 Clause 24.4 of the Core Terms shall not apply to the extent that a Variation to this Call-Off Contract is required in order for the Supplier to comply with any change in the requirements of any Card Scheme or Regulator ("Mandatory Regulatory Change"). 
3.4 If there is a Mandatory Regulatory Change or one is likely to happen during the Contract Period the Supplier must give CCS and the Buyer notice of the likely effects of the changes as soon as reasonably practical. They must also say if they think any Variation is needed either to the Deliverables, Framework Prices or a Contract and provide evidence of how it has affected the Supplier’s costs. 
3.5  Variations following a Mandatory Regulatory Change must be implemented using Clauses 24.1 to 24.3 of the Core Terms
4. [bookmark: _heading=h.30j0zll]Supplier Regulatory Compliance
4.1 [bookmark: _heading=h.1fob9te] Subject to Paragraph 4.2, the Supplier shall not be liable for any failure to comply with any obligation under this Call-Off Contract to the extent that compliance with such obligation would cause the Supplier to breach any Law, the requirements of any Regulator or the requirements of any Card Scheme.
4.2 [bookmark: _heading=h.3znysh7]The Supplier shall only be relieved of liability pursuant to Paragraph 4.1 if it:
4.2.1 notifies CCS and the Buyer in writing at least 14 days before the date on which it is due to comply with such obligation;
4.2.2 complies with such obligation to the maximum extent permitted by Law, the Regulator or the Card Scheme (as applicable); and
4.2.3 uses all reasonable endeavours to mitigate the effects of its failure to comply with the relevant obligation.
4.3 [bookmark: _heading=h.2et92p0]Within 7 days of service of the notice referred to in Paragraph 4.2.1, the Project Managers shall meet and agree in good faith a reduction in the Charges to reflect the Supplier's inability to comply with the relevant obligation(s). 
4.4 The Supplier shall at all times comply with: 
4.4.1 the Authentication Requirements; and
4.4.2 PCI DSS;
in each case to the extent applicable to the performance of this Call-Off Contract. The requirements of this Paragraph 4.4 are in addition to, and do not detract from, the requirement for the Supplier to comply with Framework Schedule 9 (Cyber Essentials Scheme) and any other provision of this Call-Off Contract.
5. [bookmark: _heading=h.tyjcwt]Liability for Unsuccessful Transactions
5.1 [bookmark: _heading=h.3dy6vkm]Subject to Paragraph 5.2 the Supplier shall be liable for any Losses suffered or incurred by CCS or the Buyer arising from an Unsuccessful Transaction. 
5.2 Paragraph 5.1 shall not apply to the extent that an Unsuccessful Transaction:
5.2.1 is declined pursuant to the terms of this Call-Off Contract including any applicable Cardholder Terms; 
5.2.2 would result in any credit limit being exceeded if processed;
5.2.3 is declined or not processed due to the Supplier reasonably suspecting fraud or in order to comply with any Law or the requirements of any Regulator or any Card Scheme; or
5.2.4 arises from a Force Majeure Event or the acts or omissions of a third party.

6. Additional right for Supplier to end Contract
6.1 In addition to its right of termination pursuant to Clause 10.6 of the Core Terms, the Supplier may terminate this Call-Off Contract by giving the Buyer notice in writing if:
6.1.1 the Buyer or any Cardholder commits a fraudulent act in connection with this Call-Off Contract; or
6.1.2 required by a Regulator, a Card Scheme or if required to comply with any Law. 
7. [bookmark: _heading=h.1t3h5sf]Regulatory approvals
7.1 The Supplier has, and shall maintain at its own cost, all consents, permits, authorisations, permissions, approvals and licences that are required and which are necessary for the Supplier to provide and for the Buyer to receive the Goods, Deliverables and the Services under this Call-Off Contract in accordance with all Laws and the requirements of all Regulators and Card Schemes.
7.2 In addition to its rights of termination under the Core Terms, CCS may terminate the Framework Contract and the Buyer may terminate this Call-Off Contract with immediate effect if the Supplier fails to comply with Paragraph 7.1.
8. Supplier Portals 
8.1  Supplier Portals shall be Licenced Software for the purposes of Call-Off Schedule 6 (ICT Services) and a Deliverable for the purposes of the Core Terms. 
8.2 The Supplier warrants that the information and data accessible via, and the outputs from, the Supplier Portal(s) shall be complete and accurate. 
9. [bookmark: _heading=h.4d34og8]Additional Terms 
9.1 [bookmark: _heading=h.2s8eyo1]Subject to Paragraphs 9.2 and 9.3, the Additional Terms (if any) shall apply in spite of Clause 18 of the Core Terms. 
9.2 [bookmark: _heading=h.17dp8vu]To the extent of any conflict or inconsistency between any Additional Terms and the terms of this Call-Off Contract then the terms of this Call-Off Contract shall apply and prevail. 
9.3 Any Additional Terms which: 
9.3.1 purports to limit or exclude the Supplier's or any third party's liability in any way; 
9.3.2 entitles the Supplier or any third party to exercise a right of termination or set-off;
9.3.3 relates to any payment due to the Supplier or any third party, including in respect of a Transaction or any Charges; or
9.3.4 relates to a matter already dealt with in the terms of this Call-Off Contract;
[bookmark: _heading=h.3rdcrjn]shall be excluded and shall not apply. 
9.4 Where the Supplier requires a Cardholder and / or Buyer (as applicable) to enter into Additional Terms in order to receive and/or have access to a Procurement Card issued by the Supplier, then the Supplier shall:
9.4.1 make the Buyer and/or said Cardholder aware of any Additional Terms which will apply to the Buyer and /or the use by the Cardholder of its Procurement Card throughout the Term of this Call-Off Contract;
9.4.2 shall use its reasonable endeavours to ensure that where the Buyer and/or a Cardholder (as applicable) is required to complete any additional documentation as part of the Additional Terms that any information captured from the Buyer and/or a Cardholder (as applicable) is limited to such information as is required by a Regulator, Card Scheme and/or by Law in order for a Cardholder to receive and/or have access to a Procurement Card issued by the Supplier.
9.5 [bookmark: _heading=h.26in1rg][bookmark: bookmark=id.lnxbz9]CCS, the Buyer and the Supplier each agree that Paragraphs 9.1 to 9.4 above shall apply in spite of any provision of the Additional Terms, including any provision which states that the Additional Terms apply to the exclusion of any other document.

Framework Ref: RM	                                           
Project Version: v1.0	 	
Model Version : v2.9		

70809380.2
Framework Ref: RM6248 Payment Solutions 2
Project Version: v1.0	 	
Model Version: v3.0
