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SCHEDULE 2.1 - SERVICES DESCRIPTION (SPECIFICATION)

Description of the Services
[bookmark: _DV_M1505]The Supplier will comply with the detail set out within the following additional documents which shall be deemed to be incorporated into this Agreement;
	Document
	Dated

	Specification
	Document name ‘Restart Specification Final’ issued on the E-Procurement System as part of the ITT on 26/02/2021 at 16:10:32, a copy of which is attached at Annex A to this Schedule 2.

	Q&A Log (Q&A)
	Document name ‘Updated Q&A log 26.02.21’ as posted on the E-Procurement System on 26/02/2021 at 16:56:28,  a copy of which is attached at Annex B to this Schedule 2.



[bookmark: _DV_M1506][bookmark: _DV_M1507]
Annex A: Specification



Annex B: Q&A Log



Annex C: Contract Package Area
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SCHEDULE 2.2 – performance
[bookmark: _DV_M1516]Calculation of Required Number of Outcomes (RNOs)
	Minimum Performance Expectation: 25% 
[bookmark: _GoBack]Tender Performance Expectation: [REDACTED]% 
Performance Curve Percentages:
	Months
(month 1 being the month in which the Start Cohort starts, and the following months to be read accordingly)
	Performance Curve Percentage


	1
	0.05%

	2
	0.26%

	3
	1.50%

	4
	3.44%

	5
	5.15%

	6
	6.91%

	7
	8.07%

	8
	8.87%

	9
	8.62%

	10
	8.27%

	11
	7.79%

	12
	7.21%

	13
	6.90%

	14
	6.32%

	15
	5.86%

	16
	5.29%

	17
	4.59%

	18
	4.31%

	19
	0.56%

	20
	0.03%

	21
	0.01%



Staging Percentages:
	Months
(month 1 being the month in which the Referral Period Start Date falls, and the following months to be read accordingly)
	Staging Percentage

	1 – 12
	85%

	13 – 24
	90%

	25 – 36
	100%

	37 – 48
	115%

	49 – 60
	115%






The Authority shall calculate the MRNOs at the Performance Measurement Point by applying the Minimum Performance Expectation, relevant Performance Curve Percentage(s) and relevant Staging Percentage(s) set out in this paragraph 1 of Schedule 2.2 to each Start Cohort for the Performance Measurement Period.    
The Authority shall calculate the TRNOs at the Performance Measurement Point by applying the Tender Performance Expectation, relevant Performance Curve Percentage(s) and relevant Staging Percentage(s) set out in this paragraph 1 of Schedule 2.2 to each Start Cohort for the Performance Measurement Period.  
Without prejudice to the Authority’s right to undertake check(s) pursuant to Clause C4, for performance management purposes only, the Authority may measure the Supplier’s performance against RNOs at any time based on the assumption that each Outcome in the period for which the Authority is measuring the Supplier’s performance against such RNOs would satisfy all of the relevant qualifying criteria and requirements (in respect of that Outcome).  For the avoidance of doubt, this includes any Performance Improvement Notice issued by the Authority in relation to a Service Failure pursuant to Clause B5.
[bookmark: _DV_M1517][bookmark: _DV_M1518][bookmark: _DV_M1519][bookmark: _DV_M1520][bookmark: _DV_M1521][bookmark: _DV_M1522][bookmark: _DV_M1523][bookmark: _DV_M1524][bookmark: _DV_M1525][bookmark: _DV_M1526][bookmark: _DV_M1527][bookmark: _DV_M1528][bookmark: _Ref464813518]Customer Service Standards
	CUSTOMER SERVICE STANDARDS

	Specification CSSs

	CSS 1:

	Providers must ensure that a Face to Face Initial Meeting is conducted with a Participant and a start is recorded on ICT systems as a minimum:
(a) 85% of cases within 30 working days of referral and 
(b) 70% of cases within 15 working days of referral.

	CCS 2:
	For all Participants who ‘Start’ on the programme an initial Diagnostic Assessment must be completed and recorded within 8 weeks of the referral.

	CSS 3:
	For all Participants who ‘Start’ on the programme an Initial SMART Action Plan must be completed and signed by the Provider and the Participant within 8 weeks of the referral. 

	CSS 4:
	For all Participants, the Provider must deliver 1-2-1 support at least fortnightly.

	CSS 5:
	For all Participants, the Provider must conduct a 1-2-1 Face to Face review meeting no less frequently than every 4 weeks. 

	CSS 6:
	For all Participants the Provider must formally reassess the Diagnostic Assessment no less frequently than every 4 months. This must include evaluation of the Participant’s circumstances/barriers, with agreed next steps reviewed and recorded.

	CSS 7:
	For all Participants the Provider must review and update the SMART Action Plan no less frequently than every 4 weeks. Action Plans must be signed by both parties and include agreed next steps and activities reflective of Participant and Provider activity and the Participants Diagnostic Assessment.

	CSS 8:
	Providers are required to achieve a high overall Customer Satisfaction rate based on a Customer Satisfaction Survey as detailed in paragraphs 1.32 – 1.33 in this Specification. Success will be measured relative to other CPAs.



Contract Performance Reviews
The Authority will conduct regular formal Contract Performance Review meetings (“CPRs”) at a frequency determined by the Authority from time to time to monitor, measure and review the Supplier’s performance, utilising the Authority’s Performance Management and Intervention Regime (“PMIR”), which is described in the Provider Guidance.  CPRs will encourage an open and regular dialogue between the Authority and the Supplier with the purpose of ensuring that the Services are being supplied in accordance with the Tender Minimum Performance Levels (TMPLs) and the Customer Service Standards and that the RNOs are being achieved.  CPRs will be formally conducted and documented.
The Supplier shall:
(a)	co-operate fully with the Authority; and
(b)	supply all information requested by the Authority; and
(c)	arrange access to Sites requested by the Authority,
for the purposes of conducting the CPRs.
Supplier Systems Assurance
The Supplier shall comply with the Authority’s requirements for Supplier Systems Assurance as described in this paragraph 4 of Schedule 2.2 and notified to the Supplier by the Authority from time to time.
The primary purpose of the Supplier Systems Assurance is to provide the Authority with an assurance that payments to Suppliers are in accordance with the Authority and HM Treasury policies, that public funds are protected and that value for money has been obtained.
Provider Assurance Review(s) (“PAT Reviews”) will be carried out on the Suppliers’ internal control systems to assess the Suppliers’ ability to manage risk across three key areas:
a) Governance Arrangements – covering the Supplier’s governance arrangements, systems for tracking and reporting performance and their anti-fraud measures;
b) Service Delivery – includes the Supplier’s systems for starting, ending and moving Participants through the Services and generally looks to ensure that the Authority is getting the services for which it is paying.  This section also covers management of the supply chain; and
c) Claim Procedures and Payments – looks to ensure that Suppliers have in place effective systems to support their claims for payment, including appropriate segregation of duties.
On completion of each review by the Authority, the Supplier will be awarded an assurance rating in one of the following four categories – (i) weak: (ii) limited; (iii) reasonable; or (iv) strong (each a “Supplier Assurance Rating”).  The Authority shall also send a formal report to the Supplier which details the PAT Review findings including key strengths and areas for improvement; where weaknesses have been identified the Supplier will be asked to complete an action plan setting out appropriate steps for improvement (a “PAT Action Plan”) and this is followed up at an agreed point.
The timescale for a subsequent review is determined at the sole discretion of the Authority.
If the Supplier is attributed a “Weak” or “Limited” Supplier Assurance Rating, as notified to the Supplier by the Authority from time to time, the Supplier shall deploy all additional resources and take all remedial action that is necessary to remedy the “Weak” or “Limited” Supplier Assurance Rating or to prevent the “Weak” or “Limited” Supplier Assurance Rating from recurring by a date specified by the Authority.
If in the opinion of the Authority, the Supplier has failed to deploy the required additional resources and to take the remedial action in accordance with the PAT Action Plan by the date specified by the Authority, the Authority may treat such failure as a Non Service Failure Default and issue a Formal Warning Notice in accordance with Clause B15.
The Authority shall be entitled to terminate the Agreement by issuing a Termination Notice to the Supplier in the following circumstances:
a) where the Supplier has been awarded a Supplier Assurance Rating of “Weak” or “Limited”, as notified to the Supplier by the Authority from time to time, in two (2) separate consecutive PAT Reviews for reasons which the Authority regards, at its sole discretion, as similar reasons; or
b) where the Supplier has been awarded a Supplier Assurance Rating of “Weak” or “Limited” as notified to the Supplier by the Authority from time to time, in three (3) separate consecutive PAT Reviews regardless of the reasons for such award; or
c) on-going or repeated failures on the part of the Supplier to comply with and implement a PAT Action Plan.
Notwithstanding any other term of this Agreement the Supplier hereby gives its consent for the Authority to publish from time to time any of the Supplier’s Supplier Assurance Ratings to the general public and to provide the Supplier’s Supplier Assurance Ratings to any person as the Authority deems appropriate.  The Supplier shall assist and cooperate with the Authority to enable the Authority to publish and provide the Supplier’s Supplier Assurance Ratings to any person the Authority deems appropriate in accordance with this paragraph.
The Authority will from time to time publish the Supplier’s Supplier Assurance levels and will identify the Supplier by name and the Supplier hereby consents to such publication.
Further information regarding to the PAT Reviews can be found in the Provider Guidance:
Generic guidance for DWP providers - GOV.UK
[bookmark: _Ref464824127]Performance Indicators
The Authority shall carry out regular Performance Indicator Reviews at a frequency determined by the Authority from time to time to review the Supplier’s performance against the Performance Indicators.  The Supplier shall co-operate fully with such Performance Indicator Reviews and shall promptly provide the Authority with all Management Information the Authority requires for the purpose of carrying out such Performance Indicator Reviews.
Where as a result of the Performance Indicator Review the Authority believes that:
a) the Performance Indicators fall below the required standard; or
b) the Authority, acting reasonably, believes that without intervention the Performance Indicators will fall below the required standard,
then, without prejudice to any other right or remedy it may have under this Agreement, the Authority may issue a Performance Indicator Course of Action Notice requiring the Supplier to implement a Performance Indicator Course of Action in accordance with this Schedule 2.2, paragraph 5.
A Performance Indicator Course of Action Notice given, in accordance with this Schedule 2.2 paragraph 5, to the Supplier by the Authority may include:
a) confirmation as to how the Performance Indicators fall below or are anticipated to fall below the required standard;
b) the actions the Authority in its absolute discretion requires the Supplier to take to satisfy the Authority that the Supplier can ensure compliance with its contractual obligations in relation to Performance Indicators; and
c) the time period during which the Supplier is expected to follow the Performance Indicator Course of Action to achieve improvement of the Performance Indicators.
For the avoidance of doubt, the Authority may initiate the Performance Indicator Course of Action at any time after a Performance Indicator Review and any delay in exercising its right to initiate the Performance Indicator Course of Action shall not constitute a waiver or cause of diminution of the Authority’s right to do so.
For the avoidance of doubt, the Authority shall be under no obligation to initiate the Performance Indicator Course of Action and it may choose in its absolute discretion to exercise any other right or remedy available to it under this Agreement instead of or running in parallel with such right.
The Supplier shall have the right to respond in relation to the Performance Indicator Course of Action within ten (10) Working Days following notification under paragraph 5.2 and either confirm its acceptance or following discussions with the Authority submit its revised plan.  If such revised plan is agreed by the Authority, it shall be the revised Performance Indicator Course of Action.
Once agreed the Supplier shall immediately implement the Performance Indicator Course of Action.  For the avoidance of doubt, any agreement between the Parties in relation to the Performance Indicator Course of Action shall not relieve the Supplier of any of its liabilities and obligations under this Agreement.
If a revised Performance Indicator Course of Action cannot be agreed within the period of ten (10) Working Days (or such other period as notified by the Authority to the Supplier) (“PICA Non-Agreement”) then the Authority may elect to refer the matter for resolution by the Dispute Resolution Procedure.  If, upon or after the occurrence of a PICA Non-Agreement: (a) the Authority elects to refer the matter for resolution by the Dispute Resolution Procedure; and (b) the Parties agree a revised Performance Indicator Course of Action; that PICA Non-Agreement shall no longer be deemed as a PICA Non-Agreement.
Performance Indicator(s)
	PERFORMANCE INDICATOR(S)
1. The earnings performance indicator agreed between the Parties or, where the Parties fail to agree within 30 days of contract award, as set by the Authority unilaterally.



Delivery Fee Standards 
The Supplier shall meet the Delivery Fee Standards set out in this paragraph 6 of Schedule 2.2 by the first Working Day of the corresponding Delivery Fee Month. 
For the purpose of the Delivery Fee Standards, one (1) FTE shall mean the equivalent of one (1) employee working their employer’s standard full-time working hours each week exclusively on the delivery of the Agreement and multiples and fractions of one (1) FTE shall be interpreted accordingly.
	Delivery Fee Month
	Delivery Fee Standard


	1
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	2
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	3
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	4
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	5
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	6
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	7
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels 

	8
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	9
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	10
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels

	11
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels 

	12
	[REDACTED]  Supplier and Sub-contractor FTE used in the delivery of the Agreement, per the Supplier’s declared staffing levels
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SCHEDULE 2.3 - STANDARDS
Standards
Definitions
In this Schedule, the following definitions shall apply:
	“Standards Hub”
	the Government’s open and transparent standards adoption process as documented at http://standards.data.gov.uk/; and

	“Suggested Challenge”
	a submission to suggest the adoption of new or emergent standards in the format specified on Standards Hub.


General
Throughout the term of this Agreement, the Parties shall monitor and notify each other of any new or emergent standards which could affect the Supplier’s provision, or the Authority’s receipt, of the Services.  Any changes to the Standards, including the adoption of any such new or emergent standard, shall be agreed in accordance with the Change Control Procedure.
Where a new or emergent standard is to be developed or introduced by the Authority, the Supplier shall be responsible for ensuring that the potential impact on the Supplier’s provision, or the Authority’s receipt, of the Services is explained to the Authority (in a reasonable timeframe), prior to the implementation of the new or emergent standard.
Where Standards referenced conflict with each other or with Good Industry Practice, then the later Standard or best practice shall be adopted by the Supplier.  Any such alteration to any Standard(s) shall require the prior written agreement of the Authority and shall be implemented within an agreed timescale.
Technology and digital services practice
The Supplier shall (when designing, implementing and delivering the Services) adopt the applicable elements of HM Government’s Technology Code of Practice as documented at https://www.gov.uk/service-manual/technology/code-of-practice.html.
Open data standards & Standards Hub
[bookmark: _Toc324838587][bookmark: _Toc342310990]The Supplier shall comply to the extent within its control with UK Government’s Open Standards Principles as documented at https://www.gov.uk/government/publications/open-standards-principles/open-standards-principles, as they relate to the specification of standards for software interoperability, data and document formats in the IT Environment.
Without prejudice to the generality of Paragraph 2.2, the Supplier shall, when implementing or updating a technical component or part of the Software or Supplier Solution where there is a requirement under this Agreement or opportunity to use a new or emergent standard, submit a Suggested Challenge compliant with the UK Government’s Open Standards Principles (using the process detailed on Standards Hub and documented at http://standards.data.gov.uk/).  Each Suggested Challenge submitted by the Supplier shall detail, subject to the security and confidentiality provisions in this Agreement, an illustration of such requirement or opportunity within the IT Environment, Supplier Solution and Government’s IT infrastructure and the suggested open standard.
The Supplier shall ensure that all documentation published on behalf of the Authority pursuant to this Agreement is provided in a non-proprietary format (such as PDF or Open Document Format (ISO 26300 or equivalent)) as well as any native file format documentation in accordance with the obligation under Paragraph 4.1 to comply with the UK Government’s Open Standards Principles, unless the Authority otherwise agrees in writing.
Technology architecture standards
The Supplier shall produce full and detailed technical architecture documentation for the Supplier Solution in accordance with Good Industry Practice.  If documentation exists that complies with TOGAF 9.1 or its equivalent, then this shall be deemed acceptable.
Accessible digital standards
The Supplier shall comply with (or with equivalents to):
(a) the World Wide Web Consortium (W3C) Web Accessibility Initiative (WAI) Web Content Accessibility Guidelines (WCAG) 2.0 Conformance Level AA; and
(b) ISO/IEC 13066-1: 2011 Information Technology – Interoperability with assistive technology (AT) – Part 1: Requirements and recommendations for interoperability.
[bookmark: _Toc340747033][bookmark: _Toc340747129][bookmark: _Toc342310997][bookmark: _Toc310512494][bookmark: _Toc310512561][bookmark: _Toc310512627][bookmark: _Toc310512707][bookmark: _Toc310512850][bookmark: _Toc310512930][bookmark: _Toc310513077][bookmark: _Toc310513157][bookmark: _Toc310513326][bookmark: _Toc310513403][bookmark: _Toc310512495][bookmark: _Toc310512562][bookmark: _Toc310512628][bookmark: _Toc310512708][bookmark: _Toc310512851][bookmark: _Toc310512931][bookmark: _Toc310513078][bookmark: _Toc310513158][bookmark: _Toc310513327][bookmark: _Toc310513404][bookmark: _Toc310512497][bookmark: _Toc310512564][bookmark: _Toc310512630][bookmark: _Toc310512710][bookmark: _Toc310512853][bookmark: _Toc310512933][bookmark: _Toc310513080][bookmark: _Toc310513160][bookmark: _Toc310513329][bookmark: _Toc310513406][bookmark: _Toc310512498][bookmark: _Toc310512565][bookmark: _Toc310512631][bookmark: _Toc310512711][bookmark: _Toc310512854][bookmark: _Toc310512934][bookmark: _Toc310513081][bookmark: _Toc310513161][bookmark: _Toc310513330][bookmark: _Toc310513407][bookmark: _Toc310512499][bookmark: _Toc310512566][bookmark: _Toc310512632][bookmark: _Toc310512712][bookmark: _Toc310512855][bookmark: _Toc310512935][bookmark: _Toc310513082][bookmark: _Toc310513162][bookmark: _Toc310513331][bookmark: _Toc310513408][bookmark: _Toc310510785][bookmark: _Toc310512464][bookmark: _Toc310512531][bookmark: _Toc310512597][bookmark: _Toc310512677][bookmark: _Toc310512820][bookmark: _Toc310512900][bookmark: _Toc310513047][bookmark: _Toc310513127][bookmark: _Toc310513296][bookmark: _Toc310513373][bookmark: _Toc310512465][bookmark: _Toc310512532][bookmark: _Toc310512598][bookmark: _Toc310512678][bookmark: _Toc310512821][bookmark: _Toc310512901][bookmark: _Toc310513048][bookmark: _Toc310513128][bookmark: _Toc310513297][bookmark: _Toc310513374][bookmark: _Toc310512470][bookmark: _Toc310512537][bookmark: _Toc310512603][bookmark: _Toc310512683][bookmark: _Toc310512826][bookmark: _Toc310512906][bookmark: _Toc310513053][bookmark: _Toc310513133][bookmark: _Toc310513302][bookmark: _Toc310513379][bookmark: _Toc310512479][bookmark: _Toc310512546][bookmark: _Toc310512612][bookmark: _Toc310512692][bookmark: _Toc310512835][bookmark: _Toc310512915][bookmark: _Toc310513062][bookmark: _Toc310513142][bookmark: _Toc310513311][bookmark: _Toc310513388][bookmark: _Toc310512480][bookmark: _Toc310512547][bookmark: _Toc310512613][bookmark: _Toc310512693][bookmark: _Toc310512836][bookmark: _Toc310512916][bookmark: _Toc310513063][bookmark: _Toc310513143][bookmark: _Toc310513312][bookmark: _Toc310513389][bookmark: _Toc310512482][bookmark: _Toc310512549][bookmark: _Toc310512615][bookmark: _Toc310512695][bookmark: _Toc310512838][bookmark: _Toc310512918][bookmark: _Toc310513065][bookmark: _Toc310513145][bookmark: _Toc310513314][bookmark: _Toc310513391][bookmark: _Toc310512483][bookmark: _Toc310512550][bookmark: _Toc310512616][bookmark: _Toc310512696][bookmark: _Toc310512839][bookmark: _Toc310512919][bookmark: _Toc310513066][bookmark: _Toc310513146][bookmark: _Toc310513315][bookmark: _Toc310513392][bookmark: _Toc310512484][bookmark: _Toc310512551][bookmark: _Toc310512617][bookmark: _Toc310512697][bookmark: _Toc310512840][bookmark: _Toc310512920][bookmark: _Toc310513067][bookmark: _Toc310513147][bookmark: _Toc310513316][bookmark: _Toc310513393][bookmark: _Toc310512485][bookmark: _Toc310512552][bookmark: _Toc310512618][bookmark: _Toc310512698][bookmark: _Toc310512841][bookmark: _Toc310512921][bookmark: _Toc310513068][bookmark: _Toc310513148][bookmark: _Toc310513317][bookmark: _Toc310513394][bookmark: _Toc310512488][bookmark: _Toc310512555][bookmark: _Toc310512621][bookmark: _Toc310512701][bookmark: _Toc310512844][bookmark: _Toc310512924][bookmark: _Toc310513071][bookmark: _Toc310513151][bookmark: _Toc310513320][bookmark: _Toc310513397][bookmark: _Toc310512489][bookmark: _Toc310512556][bookmark: _Toc310512622][bookmark: _Toc310512702][bookmark: _Toc310512845][bookmark: _Toc310512925][bookmark: _Toc310513072][bookmark: _Toc310513152][bookmark: _Toc310513321][bookmark: _Toc310513398][bookmark: _Toc310512490][bookmark: _Toc310512557][bookmark: _Toc310512623][bookmark: _Toc310512703][bookmark: _Toc310512846][bookmark: _Toc310512926][bookmark: _Toc310513073][bookmark: _Toc310513153][bookmark: _Toc310513322][bookmark: _Toc310513399][bookmark: _Toc310512491][bookmark: _Toc310512558][bookmark: _Toc310512624][bookmark: _Toc310512704][bookmark: _Toc310512847][bookmark: _Toc310512927][bookmark: _Toc310513074][bookmark: _Toc310513154][bookmark: _Toc310513323][bookmark: _Toc310513400][bookmark: _Toc310512492][bookmark: _Toc310512559][bookmark: _Toc310512625][bookmark: _Toc310512705][bookmark: _Toc310512848][bookmark: _Toc310512928][bookmark: _Toc310513075][bookmark: _Toc310513155][bookmark: _Toc310513324][bookmark: _Toc310513401][bookmark: _Toc310512501][bookmark: _Toc310512568][bookmark: _Toc310512634][bookmark: _Toc310512714][bookmark: _Toc310512857][bookmark: _Toc310512937][bookmark: _Toc310513084][bookmark: _Toc310513164][bookmark: _Toc310513333][bookmark: _Toc310513410][bookmark: _Toc310513334][bookmark: _Toc310513411][bookmark: _Toc310512508][bookmark: _Toc310512575][bookmark: _Toc310512641][bookmark: _Toc310512721][bookmark: _Toc310512864][bookmark: _Toc310512944][bookmark: _Toc310513091][bookmark: _Toc310513171][bookmark: _Toc310513337][bookmark: _Toc310513414][bookmark: _Toc310512510][bookmark: _Toc310512577][bookmark: _Toc310512643][bookmark: _Toc310512723][bookmark: _Toc310512866][bookmark: _Toc310512946][bookmark: _Toc310513093][bookmark: _Toc310513173][bookmark: _Toc310513339][bookmark: _Toc310513416][bookmark: _Toc324838598][bookmark: _Toc342311008][bookmark: _Ref313351028]Service management software & standards 
Subject to Paragraphs 2 to 4 (inclusive), the Supplier shall reference relevant industry and HM Government standards and best practice guidelines in the management of the Services, including the following and/or their equivalents:
ITIL v3 2011;
ISO/IEC 20000-1 2011 “ITSM Specification for Service Management”;
ISO/IEC 20000-2 2012 “ITSM Code of Practice for Service Management”;
ISO 10007 “Quality management systems – Guidelines for configuration management”; and
BS25999-1:2006 “Code of Practice for Business Continuity Management” and, ISO/IEC 27031:2011, ISO 22301 and ISO/IEC 24762:2008 in the provision of “IT Service Continuity Strategy” or “Disaster Recovery” plans.
For the purposes of management of the Services and delivery performance the Supplier shall make use of Software that complies with Good Industry Practice including availability, change, incident, knowledge, problem, release & deployment, request fulfilment, service asset and configuration, service catalogue, service level and service portfolio management. If such Software has been assessed under the ITIL Software Scheme as being compliant to “Bronze Level”, then this shall be deemed acceptable.
[bookmark: _Toc310512512][bookmark: _Toc310512579][bookmark: _Toc310512645][bookmark: _Toc310512725][bookmark: _Toc310512868][bookmark: _Toc310512948][bookmark: _Toc310513095][bookmark: _Toc310513175][bookmark: _Toc310513341][bookmark: _Toc310513418][bookmark: _Toc310512581][bookmark: _Toc310512647][bookmark: _Toc310512727][bookmark: _Toc310512870][bookmark: _Toc310512950][bookmark: _Toc310513097][bookmark: _Toc310513177][bookmark: _Toc310513343][bookmark: _Toc310513420][bookmark: _Toc310509490][bookmark: _Toc310509643][bookmark: _Toc310510086][bookmark: _Toc310510534][bookmark: _Toc310510660][bookmark: _Toc310510687][bookmark: _Toc310510713][bookmark: _Toc310510800][bookmark: _Toc310512517][bookmark: _Toc310512584][bookmark: _Toc310512650][bookmark: _Toc310512730][bookmark: _Toc310512873][bookmark: _Toc310512953][bookmark: _Toc310513100][bookmark: _Toc310513180][bookmark: _Toc310513346][bookmark: _Toc310513423][bookmark: _Toc310509491][bookmark: _Toc310509644][bookmark: _Toc310510087][bookmark: _Toc310510535][bookmark: _Toc310510661][bookmark: _Toc310510688][bookmark: _Toc310510714][bookmark: _Toc310510801][bookmark: _Toc310512518][bookmark: _Toc310512585][bookmark: _Toc310512651][bookmark: _Toc310512731][bookmark: _Toc310512874][bookmark: _Toc310512954][bookmark: _Toc310513101][bookmark: _Toc310513181][bookmark: _Toc310513347][bookmark: _Toc310513424][bookmark: _Toc310509492][bookmark: _Toc310509645][bookmark: _Toc310510088][bookmark: _Toc310510536][bookmark: _Toc310510662][bookmark: _Toc310510689][bookmark: _Toc310510715][bookmark: _Toc310510802][bookmark: _Toc310512519][bookmark: _Toc310512586][bookmark: _Toc310512652][bookmark: _Toc310512732][bookmark: _Toc310512875][bookmark: _Toc310512955][bookmark: _Toc310513102][bookmark: _Toc310513182][bookmark: _Toc310513348][bookmark: _Toc310513425][bookmark: _Toc340747141][bookmark: _Toc342311009][bookmark: _Toc324838600][bookmark: _Toc342311011]Environmental standards
The Supplier warrants that it has obtained ISO 14001 (or equivalent) certification for its environmental management and shall comply with and maintain certification requirements throughout the Term.  The Supplier shall follow a sound environmental management policy, ensuring that any Goods and the Services are procured, produced, packaged, delivered, and are capable of being used and ultimately disposed of in ways appropriate to such standard.
The Supplier shall comply with relevant obligations under the Waste Electrical and Electronic Equipment Regulations 2006 in compliance with Directive 2002/96/EC and subsequent replacements (including those in compliance with Directive 2012/19/EU).
The Supplier shall (when designing, procuring, implementing and delivering the Services) ensure compliance with Article 6 and Annex III of the Energy Efficiency Directive 2012/27/EU and subsequent replacements.
The Supplier shall comply with the EU Code of Conduct on Data Centres’ Energy Efficiency.  The Supplier shall ensure that any data centre used in delivering the Services are registered as a Participant under such Code of Conduct.
The Supplier shall comply with the Authority and HM Government’s objectives to reduce waste and meet the aims of the Greening Government: IT strategy contained in the document “Greening Government: ICT Strategy issue (March 2011)” at https://www.gov.uk/government/publications/greening-government-ict-strategy.
Hardware safety standards
The Supplier shall comply with those BS or other standards relevant to the provision of the Services, including the following or their equivalents:
any new hardware required for the delivery of the Services (including printers), shall conform to BS EN 60950-1:2006+A12:2011 or subsequent replacements. In considering where to site any such hardware, the Supplier shall consider the future working user environment and shall position the hardware sympathetically, wherever possible;
any new audio, video and similar electronic apparatus required for the delivery of the Services, shall conform to the following standard: BS EN 60065:2002+A12:2011 or any subsequent replacements;
any new laser printers or scanners using lasers, required for the delivery of the Services, shall conform to either of the following safety Standards: BS EN 60825-1:2007 or any subsequent replacements; and
any new apparatus for connection to any telecommunication network, and required for the delivery of the Services, shall conform to the following safety Standard: BS EN 41003:2009 or any subsequent replacements.
Where required to do so as part of the Services, the Supplier shall perform electrical safety checks in relation to all equipment supplied under this Agreement in accordance with the relevant health and safety regulations.
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SCHEDULE 2.4 – PART 1 
SECURITY REQUIREMENTS TIER 1 AND 2
[bookmark: _Toc35260439][bookmark: _Toc35260853]General
[bookmark: _Toc35260440][bookmark: _Toc35260854]The Supplier shall, and shall procure that any Key Sub-contractor (as applicable) shall, comply with the Authority’s security requirements as set out in the Agreement which include the requirements set out in this Schedule 2.4 Part 1 to the Agreement (the “Authority’s Security Requirements”).  The Authority’s Security Requirements include, but are not limited to, requirements regarding the confidentiality, integrity and availability of Authority Assets, the Authority System and the Supplier System.
[bookmark: _Toc35260441][bookmark: _Toc35260855]Terms used in this Schedule 2.4 Part 1 which are not defined below shall have the meanings given to them in Schedule 1 (Definitions) of the Agreement.
[bookmark: _Toc35260856]1.	Definitions
1.1	In this Schedule 2.4 Part 1, the following definitions shall apply:
	“Authority Personnel”
	shall mean all persons employed by the Authority including directors, officers, employees together with the Authority’s servants, agents, consultants, contractors and suppliers but excluding the Supplier and any Sub-contractor (as applicable).

	“Availability Test”
	shall mean the activities performed by the Supplier to confirm the availability of any or all  components of any relevant ICT system as specified by the Authority.

	“CHECK”
	shall mean the scheme for authorised penetration tests which scheme is managed by the NCSC.

	“Cloud”
	shall mean an off-premise network of remote ICT servers on the Internet to store, process, manage and transmit data.

	“Cyber Essentials Plus”
	shall mean the Government-backed, industry-supported scheme managed by the NCSC with higher level of security requirements to help organisations to protect themselves against online threats or the relevant successor or replacement scheme which is published and/or formally recommended by the NCSC.

	“Cyber Security Information Sharing Partnership” or “CiSP”
	shall mean the cyber security information sharing partnership established by the NCSC or the relevant successor or replacement scheme which is published and/or formally recommended by the NCSC.

	“Good Security Practice”
	shall mean:
a) the technical and organisational measures and practices that are required by, or recommended in, nationally or internationally accepted management standards and codes of practice relating to Information Security (such as published by the International Organization for Standardization or the National Institute of Standards and Technology);
b) security standards and guidelines relating to Information Security (including generally accepted principles regarding the segregation of the duties of governance, implementation and control) provided to the general public or Information Security practitioners and stakeholders by generally recognised authorities and organisations; and
c) the Government’s security policies, frameworks, standards and guidelines relating to Information Security.

	“Information Security”
	shall mean:
a) the protection and preservation of:
i) the confidentiality, integrity and availability of any Authority Assets, the Authority System (or any part thereof) and the Supplier System (or any part thereof);
ii) related properties of information including, but not limited to, authenticity, accountability, and non-repudiation; and
b) compliance with all Law applicable to the processing, transmission, storage and disposal of Authority Assets.

	“Information Security Manager”
	shall mean the person appointed by the Supplier with the appropriate experience, authority and expertise to ensure that the Supplier complies with the Authority’s Security Requirements.

	“Information Security Management System (“ISMS”)”
	shall mean the set of policies, processes and systems designed, implemented and maintained by the Supplier to manage Information Security Risk as certified by ISO/IEC 27001.

	“Information Security Questionnaire”
	shall mean the Authority’s set of questions used to audit and on an ongoing basis assure the Supplier’s compliance with the Authority’s Security Requirements.

	“Information Security Risk”
	shall mean any risk that might adversely affect Information Security including, but not limited to, a Breach of Security.

	“ISAE 3402”
	shall mean the International Standard on Assurance Engagements No. 3402 (ISAE) as most recently published by the International Auditing and Assurance Standards Board or its successor entity (“IAASB”) or the relevant successor or replacement standard which is formally recommended by the IAASB.

	“ISO/IEC 27001,  ISO/IEC 27002 and ISO 22301
	shall mean:
a) ISO/IEC 27001;
b) ISO/IEC 27002/IEC; and
c) ISO 22301
in each case as most recently published by the International Organization for Standardization or its successor entity (the “ISO”) or the relevant successor or replacement information security standard which is formally recommended by the ISO.

	“NCSC”
	shall mean the National Cyber Security Centre or its successor entity (where applicable).

	“Penetration Test”
	shall mean a simulated attack on any Authority Assets, the Authority System (or any part thereof) or the Supplier System (or any part thereof).

	“PCI DSS”
	shall mean the Payment Card Industry Data Security Standard as most recently published by the PCI Security Standards Council, LLC or its successor entity (the “PCI”).

	“Risk Profile”
	shall mean a description of any set of risks. The set of risks can contain those that relate to a whole organisation, part of an organisation or as otherwise applicable.

	“Security Test”
	shall include, but not be limited to, Penetration Test, Vulnerability Scan, Availability Test and any other security related test and audit.

	“SSAE 16”
	shall mean the Statement on Standards for Attestation Engagements (SSAE) No. 16 as most recently published by the American Institute of Certified Public Accountants or its successor entity (“AICPA”) or the relevant successor or replacement standard which is formally recommended by the AICPA.

	“Tigerscheme”
	shall mean a scheme for authorised penetration tests which scheme is managed by USW Commercial Services Ltd.

	“Vulnerability Scan”
	shall mean an ongoing activity to identify any potential vulnerability in any Authority Assets, the Authority System (or any part thereof) or the Supplier System (or any part thereof).


1.2	Reference to any notice to be provided by the Supplier to the Authority shall be construed as a notice to be provided by the Supplier to the Authority Representative.
0. [bookmark: _Toc35260857]Principles of security
2.1	The Supplier shall at all times comply with the Authority’s Security Requirements and provide a level of security which is in accordance with the Security Policies and Standards, Good Security Practice and Law.
[bookmark: _Toc35260858]ISO/IEC 27001 compliance, certification and Audit
[bookmark: _Ref29992781]3.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, obtain and maintain certification to ISO/IEC 27001 (the “ISO Certificate”) in relation to the Services during the Term.  The ISO Certificate shall be provided by the Supplier to the Authority on the dates as agreed by the Parties.
3.2	The Supplier shall appoint: 
a) [bookmark: _Toc35260445][bookmark: _Toc35260859]an Information Security Manager; and
b) [bookmark: _Toc35260446][bookmark: _Toc35260860]a deputy Information Security Manager who shall have the appropriate experience, authority and expertise to deputise for the Information Security Manager when s/he is on leave or unavailable for any period of time.
[bookmark: _Toc35260447][bookmark: _Toc35260861]The Supplier shall notify the Authority of the identity of the Information Security Manager on the Effective Date and, where applicable, within five (5) Working Days following any change in the identity of the Information Security Manager.
3.3	The Supplier shall ensure that it operates and maintains the Information Security Management System during the Term and that the Information Security Management System meets the Security Policies and Standards, Good Security Practice and Law and includes:
a) [bookmark: _Toc35260448][bookmark: _Toc35260862]a scope statement (which covers all of the Services provided under this Agreement);
b) [bookmark: _Toc35260449][bookmark: _Toc35260863]a risk assessment (which shall include any risks specific to the Services); 
c) [bookmark: _Toc35260450][bookmark: _Toc35260864]a statement of applicability;
d) [bookmark: _Toc35260451][bookmark: _Toc35260865]a risk treatment plan; and
e) [bookmark: _Toc35260452][bookmark: _Toc35260866]an incident management plan 
[bookmark: _Toc35260453][bookmark: _Toc35260867]in each case as specified by ISO/IEC 27001.
[bookmark: _Toc35260454][bookmark: _Toc35260868]The Supplier shall provide the Information Security Management System to the Authority upon request within ten (10) Working Days from such request.
[bookmark: _Ref29992044]3.4	The Supplier shall notify the Authority of any failure to obtain an ISO Certificate or a revocation of an ISO Certificate within two (2) Working Days of confirmation of such failure or revocation.  The Supplier shall, at its own expense, undertake those actions required in order to obtain an ISO Certificate following such failure or revocation and provide such ISO Certificate within one calendar month of the initial notification of failure or revocation to the Authority or on a date agreed by the Parties.
[bookmark: _Ref30495001]3.5	The Supplier shall carry out regular Security Tests in compliance with ISO/IEC 27001 and shall within ten (10) Working Days after completion of the relevant audit provide any associated security audit reports to the Authority.
[bookmark: _Ref30494878]3.6	Notwithstanding the provisions of paragraph 3.1 to paragraph 3.5, the Authority may, in its absolute discretion, notify the Supplier that it is not in compliance with the Authority’s Security Requirements and provide details of such non-compliance.  The Supplier shall, at its own expense, undertake those actions required in order to comply with the Authority’s Security Requirements within one calendar month following such notification or on a date as agreed by the Parties.
[bookmark: _Toc35260869]Cyber Essentials Plus scheme
[bookmark: _Ref30074090]4.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, obtain and maintain certification to Cyber Essentials Plus (the “Cyber Essentials Plus Certificate”) in relation to the Services during the Term.  The Cyber Essentials Plus Certificate shall be provided by the Supplier to the Authority annually on the dates as agreed by the Parties.
4.2	The Supplier shall notify the Authority of any failure to obtain, or the revocation of, a Cyber Essentials Plus Certificate within two (2) Working Days of confirmation of such failure or revocation.  The Supplier shall, at its own expense, undertake those actions required in order to obtain a Cyber Essentials Plus Certificate following such failure or revocation.
[bookmark: _Ref30071796][bookmark: _Toc35260870]Risk Management
5.1	The Supplier shall operate and maintain policies and processes for risk management (the Risk Management Policy) during the Term which includes standards and processes for the assessment of any potential risks in relation to the Services and processes to ensure that the Authority’s Security Requirements are met (the Risk Assessment).  The Supplier shall provide the Risk Management Policy to the Authority upon request within ten (10) Working Days of such request.  The Authority may, at its absolute discretion, require changes to the Risk Management Policy to comply with the Authority’s Security Requirements.  The Supplier shall, at its own expense, undertake those actions required in order to implement the changes required by the Authority within one calendar month of such request or on a date as agreed by the Parties.
5.2	The Supplier shall carry out a Risk Assessment:
(i)	at least annually;
(ii)	in the event of a material change in the Supplier System or in the threat landscape; or
(iii)	at the request of the Authority.
The Supplier shall provide the report of the Risk Assessment to the Authority, in the case of at least annual Risk Assessments, within five (5) Working Days of completion of the Risk Assessment or, in the case of all other Risk Assessments, within one calendar month after completion of the Risk Assessment or on a date as agreed by the Parties.  The Supplier shall notify the Authority within five (5) Working Days if the Risk Profile in relation to the Services has changed materially, for example, but not limited to, from one risk rating to another risk rating.
5.3	If the Authority decides, at its absolute discretion, that any Risk Assessment does not meet the Authority’s Security Requirements, the Supplier shall repeat the Risk Assessment within one calendar month of such request or as agreed by the Parties.
5.4	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, co-operate with the Authority in relation to the Authority’s own risk management processes regarding the Services.
5.5	For the avoidance of doubt, the Supplier shall pay all costs in relation to undertaking any action required to meet the requirements stipulated in this paragraph 5.
[bookmark: _Toc35260871][bookmark: _Toc413835921][bookmark: _Toc471298185]Security Audit and Assurance
[bookmark: _Ref33796296]6.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, complete the information security questionnaire in the format stipulated by the Authority (the “Information Security Questionnaire”) at least annually or at the request by the Authority.  The Supplier shall provide the completed Information Security Questionnaire to the Authority within one calendar month from the date of request.
6.2	The Supplier shall conduct Security Tests to assess the Information Security of the Supplier System and, if requested, the Authority System.  In relation to such Security Tests, the Supplier shall appoint a third party which:
i)	in respect of any Penetration Test, is duly accredited by CHECK, CREST (International), or Tigerscheme; and
ii)	in respect of any Security Test to which PCI DSS apply, is an approved scanning vendor duly accredited by the PCI.
Such Security Test shall be carried out:
i) at least annually;
ii) in the event of a material change in the Supplier System or in the Authority System; or 
iii) at the request of the Authority which request may include, but is not limited to, a repeat of a previous Security Test.
The content, and format of any report of such Security Tests shall be approved in advance of the Security Test by the Authority.  The Supplier shall provide any report of such Security Tests within one calendar month following the completion of such Security Test or on a date agreed by the Parties.  The Supplier shall, at its own expense, undertake those actions required to rectify any risks identified by any Security Test in the manner and within the timeframe required by the Authority in its absolute discretion.
6.3	The Authority shall be entitled to send the Authority Representative to witness the conduct of any Security Test.  The Supplier shall provide to the Authority notice of any Security Test at least one month prior to the relevant Security Test.
6.4	Where the Supplier provides code development services to the Authority, the Supplier shall comply with the Authority’s Security Requirements in respect of code development within the Supplier System and the Authority System.
6.5	Where the Supplier provides software development services, the Supplier shall comply with the code development practices specified in the Specification or in the Authority’s Security Requirements.
6.6	The Authority, or an agent appointed by it, may undertake Security Tests in respect of the Supplier System after providing advance notice to the Supplier.  If any Security Test identifies any non-compliance with the Authority’s Security Requirements, the Supplier shall, at its own expense, undertake those actions required in order to rectify such identified non-compliance in the manner and timeframe as stipulated by the Authority at its absolute discretion.  The Supplier shall provide all such co-operation and assistance in relation to any Security Test conducted by the Authority as the Authority may reasonably require.
6.7	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, engage an independent auditor registered with the AICPA or, as the case may be, the IAASB (such auditors, the “SOC Auditors”) to conduct a service organisation control (“SOC”) 1 Type 2 audit (“SOC1T2”) and a SOC2 Type 2 audit (“SOC2T2”) in accordance with the SSAE 16 and/or ISAE 3402.
6.8	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, maintain at least annual renewals of SOC1T2 and SOC2T2 in accordance with SSAE 16 and/or ISAE 3402 during the Term and provide the Authority with a copy of the applicable SOC1T2 report and SOC2T2 report on the dates as agreed by the Parties.
[bookmark: _Ref33796302]6.9	The Supplier shall agree in advance with the Authority the trust services criteria which shall apply to SOC1T2 and SOC2T2 (the “TSC”) in respect of security, confidentiality, integrity, availability and privacy (each as defined by the TSC published by the AICPA or, as the case may be, the IAASB).  The Supplier shall provide the SOC1T2 report and SOC2T2 report to the Authority within ten (10) Working Days after receipt from its SOC Auditors. 
6.10	In addition to the provisions set out in paragraphs 6.1 to 6.9, the Supplier shall provide a bridge letter in relation to SOC1T2 and SOC2T2 at the reasonable request of the Authority.  The content and format of such bridge letter shall be approved by the Authority in advance and shall be provided within one calendar month of the Authority’s request.
6.11	The Authority shall schedule regular security governance review meetings which the Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, attend.
[bookmark: _Toc35260872]PCI DSS compliance and certification
7.1	Where the Supplier obtains, stores, processes or transmits payment card data, the Supplier shall comply with the PCI DSS.
7.2	The Supplier shall obtain and maintain up-to-date attestation of compliance certificates (“AoC”) provided by a qualified security assessor accredited by the PCI and up-to-date reports on compliance (“RoC”) provided by a qualified security assessor or an internal security assessor, in each case accredited by the PCI (each with the content and format as stipulated by the PCI and such reports the “PCI Reports”), during the Term.  The Supplier shall provide the respective PCI Reports to the Authority upon request within ten (10) Working Days of such request.
7.3	The Supplier shall notify the Authority of any failure to obtain a PCI Report or a revocation of a PCI Report within two (2) Working Days of confirmation of such failure or revocation. The Supplier shall, at its own expense, undertake those actions required in order to obtain a PCI Report following such failure or revocation within one calendar month of such failure or revocation.
[bookmark: _Toc35260873]Security policies and standards
[bookmark: _Ref30772795]8.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, comply with the Security Policies and Standards set out Annex A and B.
8.2	Notwithstanding the foregoing, the Authority’s Security Requirements applicable to the Services may be subject to change following certain events including, but not limited to, any relevant change in the delivery of the Services.  Where any such change constitutes a Change to the Agreement, any change in the Authority’s Security Requirements resulting from Change (if any) shall be agreed by the Parties in accordance with the Change Control Procedure.  Where any such change constitutes an Operational Change, any change in the Authority’s Security Requirements resulting from such Operational Change (if any) shall be implemented in accordance with the paragraphs in Schedule 8.2 (Change Control Procedure) concerning Operational Changes.
8.3	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, maintain appropriate records and is otherwise able to demonstrate compliance with the Security Policies and Standards.
[bookmark: _Toc35260874]Cyber Security Information Sharing Partnership
9.1	The Supplier shall be a member of the Cyber Security Information Sharing Partnership during the Term.  The Supplier shall participate in the Cyber Security Information Sharing Partnership for the exchange of cyber threat information.
9.2	The Supplier shall review the NCSC weekly threat reports on a weekly basis and implement recommendations in line with the Supplier’s Risk Management Policy.
[bookmark: _Toc471298188][bookmark: _Toc35260875]
ANNEX A – AUTHORITY SECURITY POLICIES AND STANDARDS
The Security Policies are published on:
https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards unless specified otherwise:
a)  	Policy: Acceptable Use
b)  	Policy: Information Security
c)  	Policy: Physical Security
d)  	Policy: Information Management
e) 	Policy: Email
f) 	Policy: Technical Vulnerability Management
g) 	Policy: Remote Working Security
h) 	Policy: Social Media
i) 	Policy: Forensic Readiness
j) 	Policy: SMS Texting
k) 	Policy: Privileged Users Security
l) 	Policy: User Access Control
m) 	Policy: Security Classification
n) 	Policy: Cryptographic Key Management

o) HMG Personnel Security Controls – May 2018
(published on https://www.gov.uk/government/publications/hmg-personnel-security-controls)
p) NCSC Secure Sanitisation of Storage Media 
(published on https://www.ncsc.gov.uk/guidance/secure-sanitisation-storage-media)



[bookmark: _Toc35260876]ANNEX B – SECURITY STANDARDS
The Security Standards are published on: 
https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards: 
a)  	Security standard SS-001 (part 1): Access and Authentication Controls 
b)  	Security standard SS-001 (part 2): Privileged User Access Controls
c)  	Security standard SS-002: Public Key Infrastructure & Key Management
d)  	Security standard SS-003: Software Development
e)  	Security standard SS-005: Database Management System
f)  	Security standard SS-006: Security Boundaries
g)  	Security standard SS-007: Use of Cryptography
h)  	Security standard SS-008: Server Operating System
i)  	Security standard SS-009: Hypervisor
j)  	Security standard SS-010: Desktop Operating System
k)  	Security standard SS-011: Containerisation
l)  	Security standard SS-012: Protective Monitoring Standard
m)  	Security standard SS-013: Firewall Security
n)  	Security standard SS-014: Security Incident Management
o)  	Security standard SS-015: Malware Protection
p)  	Security standard SS-016: Remote Access
q)  	Security standard SS-017: Mobile Device
r)  	Security standard SS-018: Network Security Design
s)  	Security standard SS-019: Wireless Network
t)  	Security standard SS-022: Voice & Video Communications
u)  	Security standard SS-023: Cloud Computing
v)  	Security standard SS-025: Virtualisation 
w)      Security standard SS-027: Application Security Testing
x)      Security standard SS-028: Microservices Architecture
y)  	Security standard SS-029: Securely Serving Web Content
z)  	Security Standard SS-030: Oracle Database Security
aa)  	Security Standard SS-031: Domain Management
ab)  	Security Standard SS-033: Security Patching
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[bookmark: _Toc35260877][bookmark: _Toc35260881][bookmark: _Toc413835918][bookmark: _Toc471298182][bookmark: _DV_M1722][bookmark: _DV_M1723][bookmark: _DV_M1724][bookmark: _DV_M1725][bookmark: _DV_M1726][bookmark: _DV_M1727][bookmark: _DV_M1729][bookmark: _DV_M1730][bookmark: _DV_M1731][bookmark: _DV_M1732][bookmark: _DV_M1733][bookmark: _DV_M1734][bookmark: _DV_M1735][bookmark: _DV_M1736][bookmark: _DV_M1738][bookmark: _DV_M1740][bookmark: _DV_M1741][bookmark: _DV_M1742][bookmark: _DV_M1743][bookmark: _DV_M1744][bookmark: _DV_M1745][bookmark: _DV_M1746][bookmark: _DV_M1748][bookmark: _DV_M1749][bookmark: _DV_M1750][bookmark: _DV_M1751][bookmark: _DV_M1752][bookmark: _DV_M1753][bookmark: _DV_M1755][bookmark: _DV_M1756][bookmark: _DV_M1757][bookmark: _DV_M1759][bookmark: _DV_M1761][bookmark: _DV_M1763][bookmark: _DV_M1764][bookmark: _DV_M1765][bookmark: _DV_M1766][bookmark: _DV_M1770][bookmark: _DV_M1771][bookmark: _DV_M1773][bookmark: _DV_M1776][bookmark: _DV_M1777][bookmark: _DV_M1778][bookmark: _DV_M1779][bookmark: _DV_M1780][bookmark: _DV_M1781][bookmark: _DV_M1782][bookmark: _DV_M1784][bookmark: _DV_M1785][bookmark: _DV_M1786][bookmark: _DV_M1787][bookmark: _DV_M1788][bookmark: _DV_M1789][bookmark: _DV_M1791][bookmark: _DV_M1792][bookmark: _DV_M1793][bookmark: _DV_M1794][bookmark: _DV_M1795][bookmark: _DV_M1796][bookmark: _DV_M1797][bookmark: _DV_M1798][bookmark: _DV_M1799][bookmark: _DV_M1803][bookmark: _DV_M1804][bookmark: _DV_M1805][bookmark: _DV_M1806][bookmark: _DV_M1807][bookmark: _DV_M1809][bookmark: _DV_M1810][bookmark: _DV_M1811][bookmark: _DV_M1812][bookmark: _DV_M1813][bookmark: _DV_M1814][bookmark: _DV_M1815][bookmark: _DV_M1816][bookmark: _DV_M1817][bookmark: _DV_M1818][bookmark: _DV_M1819][bookmark: _DV_M1821][bookmark: _DV_M1823][bookmark: _DV_M1824][bookmark: _DV_M1825][bookmark: _DV_M1826][bookmark: _DV_M1827][bookmark: _DV_M1828][bookmark: _DV_M1829][bookmark: _DV_M1830][bookmark: _DV_M1831][bookmark: _DV_M1832][bookmark: _DV_M1833][bookmark: _DV_M1835][bookmark: _DV_M1836][bookmark: _DV_M1837][bookmark: _DV_M1839][bookmark: _DV_M1841][bookmark: _DV_M1842][bookmark: _DV_M1843][bookmark: _DV_M1844][bookmark: _DV_M1845][bookmark: _DV_M1847][bookmark: _DV_M1848][bookmark: _DV_M1849][bookmark: _DV_M1850][bookmark: _DV_M1851][bookmark: _DV_M1852][bookmark: _DV_M1853][bookmark: _DV_M1854][bookmark: _DV_M1855][bookmark: _DV_M1856][bookmark: _DV_M1857][bookmark: _DV_M1858][bookmark: _DV_M1859][bookmark: _DV_M1860][bookmark: _DV_M1861][bookmark: _DV_M1862][bookmark: _DV_M1863][bookmark: _DV_M1864][bookmark: _DV_M1865][bookmark: _DV_M1866][bookmark: _DV_M1867][bookmark: _DV_M1868][bookmark: _DV_M1869][bookmark: _DV_M1870][bookmark: _DV_M1871][bookmark: _DV_M1872][bookmark: _DV_M1873][bookmark: _DV_M1875][bookmark: _gjdgxs][bookmark: _30j0zll][bookmark: _1fob9te][bookmark: _3znysh7][bookmark: _2et92p0][bookmark: _tyjcwt][bookmark: _3dy6vkm][bookmark: _1t3h5sf][bookmark: _4d34og8][bookmark: _2s8eyo1][bookmark: _17dp8vu][bookmark: _3rdcrjn][bookmark: _26in1rg][bookmark: _lnxbz9][bookmark: _35nkun2][bookmark: _1ksv4uv][bookmark: _44sinio][bookmark: _2jxsxqh][bookmark: _z337ya][bookmark: _3j2qqm3][bookmark: _1y810tw][bookmark: _4i7ojhp][bookmark: _2xcytpi][bookmark: _1ci93xb][bookmark: _Toc511300700][bookmark: _Toc511300913][bookmark: _Toc511301079][bookmark: _Toc511301249][bookmark: _Toc511301081][bookmark: _Toc511301251][bookmark: _Toc511301082][bookmark: _Toc511301252][bookmark: _Toc511300716][bookmark: _Toc511300929][bookmark: _Toc511301096][bookmark: _Toc511301266][bookmark: _Toc511300724][bookmark: _Toc511300937][bookmark: _Toc511301104][bookmark: _Toc511301274][bookmark: _Toc511300732][bookmark: _Toc511300945][bookmark: _Toc511301112][bookmark: _Toc511301282][bookmark: _Toc511300947][bookmark: _Toc511301114][bookmark: _Toc511301284][bookmark: _Toc511300734][bookmark: _Toc511300948][bookmark: _Toc511301115][bookmark: _Toc511301285][bookmark: _Toc511300742][bookmark: _Toc511300956][bookmark: _Toc511301123][bookmark: _Toc511301293][bookmark: _Toc511300743][bookmark: _Toc511300957][bookmark: _Toc511301124][bookmark: _Toc511301294][bookmark: _Toc511300751][bookmark: _Toc511300965][bookmark: _Toc511301132][bookmark: _Toc511301302][bookmark: _Toc511300755][bookmark: _Toc511300969][bookmark: _Toc511301136][bookmark: _Toc511301306][bookmark: _Toc511300759][bookmark: _Toc511300973][bookmark: _Toc511301140][bookmark: _Toc511301310][bookmark: _Toc511300760][bookmark: _Toc511300974][bookmark: _Toc511301141][bookmark: _Toc511301311][bookmark: _2bn6wsx][bookmark: zLastPageB4Annex]  



SCHEDULE 2.4 – PART 2 
SECURITY REQUIREMENTS TIER 3 AND 4
[bookmark: _Toc35260463][bookmark: _Toc35260878]GENERAL

[bookmark: _Toc35260464][bookmark: _Toc35260879]The Supplier shall, and shall procure that any Sub-contractor other than a Key Sub-contractor (as applicable) shall, comply with the Authority’s security requirements as set out in the Agreement which include the requirements set out in this Schedule 2.4 Part 2 to the Agreement (the “Authority’s Security Requirements”). The Authority’s Security Requirements include, but are not limited to, requirements regarding the confidentiality, integrity and availability of Authority Assets, the Authority System and the Supplier System. 

[bookmark: _Toc35260465][bookmark: _Toc35260880]Terms used in this Schedule 2.4 Part 2 which are not defined below shall have the meanings given to them in clause A1 (Definitions and Interpretations) of the Agreement.

1.  	DEFINITIONS

0. In this Schedule 2.4 Part 2, the following definitions shall apply:
	
	“Authority Personnel”

	shall mean all persons employed by the Authority including directors, officers, employees together with the Authority’s servants, agents, consultants, contractors and suppliers but excluding the Supplier and any Sub-contractor (as applicable).

	
	

	“Availability Test”
	shall mean the activities performed by the Supplier to confirm the availability of any or all  components of any relevant ICT system as specified by the Authority.

	
	

	“CHECK”
	shall mean the scheme for authorised penetration tests which scheme is managed by the NCSC.


	“Cloud”
	shall mean an off-premise network of remote ICT servers on the Internet to store, process, manage and transmit data.

	
	

	“Cyber Essentials”
	shall mean the Government-backed, industry-supported scheme managed by the NCSC to help organisations to protect themselves against online threats or the relevant successor or replacement scheme which is published and/or formally recommended by the NCSC.

	
	

	“Cyber Security Information Sharing Partnership” or “CiSP”
	shall mean the cyber security information sharing partnership established by the NCSC or the relevant successor or replacement scheme which is published and/or formally recommended by the NCSC.

	
	

	“Good Security Practice”   
	shall mean: 

a) the technical and organisational measures and practices that are required by, or recommended in, nationally or internationally accepted management standards and codes of practice relating to Information Security (such as published by the International Organization for Standardization or the National Institute of Standards and Technology); 
 
b) security standards and guidelines relating to Information Security (including generally accepted principles regarding the segregation of the duties of governance, implementation and control) provided to the general public or Information Security practitioners and stakeholders by generally recognised authorities and organisations; and

c) the Government’s security policies, frameworks, standards and guidelines relating to Information Security. 

	
	

	“Information Security”
	shall mean:

a) the protection and preservation of:

i) the confidentiality, integrity and availability of any Authority Assets, the Authority System (or any part thereof) and the Supplier System (or any part thereof);
ii) related properties of information including, but not limited to, authenticity, accountability, and non-repudiation; and
b) compliance with all Law applicable to the processing, transmission, storage and disposal of Authority Assets.


	“Information Security Manager”
	shall mean the person appointed by the Supplier with the appropriate experience, authority and expertise to ensure that the Supplier complies with the Authority’s Security Requirements.


	“Information Security Management System (“ISMS”)”
	shall mean the set of policies, processes and systems designed, implemented and maintained by the Supplier to manage Information Security Risk as certified by ISO/IEC 27001.


	“Information Security Questionnaire”
	shall mean the Authority’s set of questions used to audit and on an ongoing basis assure the Supplier’s compliance with the Authority’s Security Requirements.


	“Information Security Risk”
	shall mean any risk that might adversely affect Information Security including, but not limited to, a Breach of Security.


	“ISO/IEC 27001,  ISO/IEC 27002 and ISO 22301
	shall mean 

a) ISO/IEC 27001; 
b) ISO/IEC 27002/IEC; and 
c) ISO 22301

in each case as most recently published by the International Organization for Standardization or its successor entity (the “ISO”) or the relevant successor or replacement information security standard which is formally recommended by the ISO. 


	“NCSC”
	shall mean the National Cyber Security Centre or its successor entity (where applicable).


	“Penetration Test”
	shall mean a simulated attack on any Authority Assets, the Authority System (or any part thereof) or the Supplier System (or any part thereof).


	“PCI DSS”
	shall mean the Payment Card Industry Data Security Standard as most recently published by the PCI Security Standards Council, LLC or its successor entity (the “PCI”).

	
	

	“Risk Profile”

	shall mean a description of any set of risk. The set of risks can contain those that relate to a whole organisation, part of an organisation or as otherwise applicable. 


	“Security Test”
	shall include, but not be limited to, Penetration Test, Vulnerability Scan, Availability Test and any other security related test and audit.


	“Tigerscheme”
	shall mean a scheme for authorised penetration tests which scheme is managed by USW Commercial Services Ltd.


	“Vulnerability Scan”
	shall mean an ongoing activity to identify any potential vulnerability in any Authority Assets, the Authority System (or any part thereof) or the Supplier System (or any part thereof).

	
	


0. Reference to any notice to be provided by the Supplier to the Authority shall be construed as a notice to be provided by the Supplier to the Authority’s Representative. 

2. [bookmark: _Toc35260882] 	PRINCIPLES OF SECURITY

2.1 		The Supplier shall at all times comply with the Authority’s Security Requirements and provide a level of security which is in accordance with the Security Policies and Standards, Good Security Practice and Law.  

3. [bookmark: _Toc35260883] 	ISO/IEC 27001 COMPLIANCE AND AUDIT 

3.1 	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, comply with ISO/IEC 27001 in relation to the Services during the Term. 

3.2	The Supplier shall appoint an Information Security Manager and shall notify the Authority of the identity of the Information Security Manager on the Commencement Date and, where applicable, within 5 Working Days following any change in the identity of the Information Security Manager. 

3.3	The Supplier shall ensure that it operates and maintains the Information Security Management System during the Term and that the Information Security Management System meets the Security Policies and Standards, Good Security Practice and Law and includes:

a) [bookmark: _Toc35260469][bookmark: _Toc35260884]a scope statement (which covers all of the Services provided under this Agreement);
b) [bookmark: _Toc35260470][bookmark: _Toc35260885]a risk assessment (which shall include any risks specific to the Services); 
c) [bookmark: _Toc35260471][bookmark: _Toc35260886]a statement of applicability;
d) [bookmark: _Toc35260472][bookmark: _Toc35260887]a risk treatment plan; and
e) [bookmark: _Toc35260473][bookmark: _Toc35260888]an incident management plan 
[bookmark: _Toc35260474][bookmark: _Toc35260889]in each case as specified by ISO/IEC 27001.

[bookmark: _Toc35260475][bookmark: _Toc35260890]The Supplier shall provide the Information Security Management System to the Authority upon request within 10 Working Days from such request.



3.4	The Supplier shall carry out regular Security Tests in compliance with ISO/IEC 27001 and shall within 10 Working Days after completion of the relevant audit provide any associated security audit reports to the Authority.

3.5	Notwithstanding the provisions of paragraph 3.1 to paragraph 3.4, the Authority may, in its absolute discretion, notify the Supplier that it is not in compliance with the Authority’s Security Requirements and provide details of such non-compliance. The Supplier shall, at its own expense, undertake those actions required in order to comply with the Authority’s Security Requirements within one calendar month following such notification or on a date as agreed by the Parties.  

4. [bookmark: _Toc35260891] 	CYBER ESSENTIALS SCHEME

4.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, obtain and maintain certification to Cyber Essentials (the “Cyber Essentials Certificate”) in relation to the Services during Term. The Cyber Essentials Certificate shall be provided by the Supplier to the Authority annually on the dates as agreed by the Parties.  

4.2	The Supplier shall notify the Authority of any failure to obtain, or the revocation of, a Cyber Essentials Certificate within 2 Working Days of confirmation of such failure or revocation. The Supplier shall, at its own expense, undertake those actions required in order to obtain a Cyber Essentials Certificate following such failure or revocation.  

5. [bookmark: _Toc35260892] 	RISK MANAGEMENT

5.1	The Supplier shall operate and maintain policies and processes for risk management (the Risk Management Policy) during the Term which includes standards and processes for the assessment of any potential risks in relation to the Services and processes to ensure that the Authority’s Security Requirements are met (the Risk Assessment). The Supplier shall provide the Risk Management Policy to the Authority upon request within 10 Working Days of such request. The Authority may, at its absolute discretion, require changes to the Risk Management Policy to comply with the Authority’s Security Requirements. The Supplier shall, at its own expense, undertake those actions required in order to implement the changes required by the Authority within one calendar month of such request or on a date as agreed by the Parties.

5.2	The Supplier shall carry out a Risk Assessment (i) at least annually, (ii) in the event of a material change in the Supplier System or in the threat landscape or (iii) at the request of the Authority. The Supplier shall provide the report of the Risk Assessment to the Authority, in the case of at least annual Risk Assessments, within 5 Working Days of completion of the Risk Assessment or, in the case of all other Risk Assessments, within one calendar month after completion of the Risk Assessment or on a date as agreed by the Parties. The Supplier shall notify the Authority within 5 Working Days if the Risk Profile in relation to the Services has changed materially, for example, but not limited to, from one risk rating to another risk rating. 

5.3	If the Authority decides, at its absolute discretion, that any Risk Assessment does not meet the Authority’s Security Requirements, the Supplier shall repeat the Risk Assessment within one calendar month of such request or as agreed by the Parties.
	
5.4	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, co-operate with the Authority in relation to the Authority’s own risk management processes regarding the Services.

5.5	For the avoidance of doubt, the Supplier shall pay all costs in relation to undertaking any action required to meet the requirements stipulated in this paragraph 5. 

6. [bookmark: _Toc35260893] 	SECURITY AUDIT AND ASSURANCE 

6.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, complete the information security questionnaire in the format stipulated by the Authority (the “Information Security Questionnaire”) at least annually or at the request by the Authority. The Supplier shall provide the completed Information Security Questionnaire to the Authority within one calendar month from the date of request. 

6.2	The Supplier shall conduct Security Tests to assess the Information Security of the Supplier System and, if requested, the Authority System. In relation to such Security Tests, the Supplier shall appoint a third party which i) in respect of any Penetration Test, is duly accredited by CHECK, CREST (International), or Tigerscheme and, ii) in respect of any Security Test to which PCI DSS apply, is an approved scanning vendor duly accredited by the PCI. Such Security Test shall be carried out (i) at least annually, (ii) in the event of a material change in the Supplier System or in the Authority System or (iii) at the request of the Authority which request may include, but is not limited to, a repeat of a previous Security Test. The content, and format of any report of such Security Tests shall be approved in advance of the Security Test by the Authority. The Supplier shall provide any report of such Security Tests within one calendar month following the completion of such Security Test or on a date agreed by the Parties. The Supplier shall, at its own expense, undertake those actions required to rectify any risks identified by any Security Test in the manner and within the timeframe required by the Authority in its absolute discretion. 

6.3	The Authority shall be entitled to send the Authority’s Representative to witness the conduct of any Security Test. The Supplier shall provide to the Authority notice of any Security Test at least one month prior to the relevant Security Test. 

6.4	Where the Supplier provides code development services to the Authority, the Supplier shall comply with the Authority’s Security Requirements in respect of code development within the Supplier System and the Authority System.

6.5	Where the Supplier provides software development services, the Supplier shall comply with the code development practices specified in the Specification or in the Authority’s Security Requirements. 

6.6	The Authority, or an agent appointed by it, may undertake Security Tests in respect of the Supplier System after providing advance notice to the Supplier.  If any Security Test identifies any non-compliance with the Authority’s Security Requirements, the Supplier shall, at its own expense, undertake those actions required in order to rectify such identified non-compliance in the manner and timeframe as stipulated by the Authority at its absolute discretion. The Supplier shall provide all such co-operation and assistance in relation to any Security Test conducted by the Authority as the Authority may reasonably require. 

6.7	The Authority shall schedule regular security governance review meetings which the Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, attend. 

7. [bookmark: _Toc35260894] 	PCI DSS COMPLIANCE AND CERTIFICATION

7.1	Where the Supplier obtains, stores, processes or transmits payment card data, the Supplier shall comply with the PCI DSS.

7.2	The Supplier shall obtain and maintain up-to-date attestation of compliance certificates (“AoC”) provided by a qualified security assessor accredited by the PCI and up-to-date self-assessment questionnaires (“SAQ”) completed by a qualified security assessor or an internal security assessor, in each case accredited by the PCI (each with the content and format as stipulated by the PCI and such reports the “PCI Reports”), during the Term.  The Supplier shall provide the respective PCI Reports to the Authority upon request within 10 Working Days of such request.

7.3	The Supplier shall notify the Authority of any failure to obtain a PCI Report or a revocation of a PCI Report within 2 Working Days of confirmation of such failure or revocation. The Supplier shall, at its own expense, undertake those actions required in order to obtain a PCI Report following such failure or revocation within one calendar month of such failure or revocation.  

8. [bookmark: _Toc35260895] 	SECURITY POLICIES AND STANDARDS

8.1	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, comply with the Security Policies and Standards set out Annex A and B.
 
8.2	Notwithstanding the foregoing, the Authority’s Security Requirements applicable to the Services may be subject to change following certain events including, but not limited to, any relevant change in the delivery of the Services. Where any such change constitutes a Change, any change in the Authority’s Security Requirements resulting from such Change (if any) shall be agreed by the Parties in accordance with the Change Control Procedure. Where any such change constitutes an Operational Change, any change in the Authority’s Security Requirements resulting from such Operational Change (if any) shall be implemented in accordance with paragraphs in Schedule 8.2 (Change Control Procedure) concerning Operational Changes.

8.3	The Supplier shall, and shall procure that any Sub-contractor (as applicable) shall, maintain appropriate records and is otherwise able to demonstrate compliance with the Security Policies and Standards.  

9. CYBER SECURITY INFORMATION SHARING PARTNERSHIP 

9.1	The Supplier may become a member of the Cyber Security Information Sharing Partnership in accordance with the recommendations by the NCSC during the Term. The Supplier may participate in the Cyber Security Information Sharing Partnership for the exchange of cyber threat information.

9.2	Where the Supplier becomes a member of the Cyber Security Information Sharing Partnership, it shall review the NCSC weekly threat reports on a weekly basis and implement recommendations in line with the Supplier’s Risk Management Policy. 



[bookmark: _Toc35260896]
ANNEX A – AUTHORITY SECURITY POLICIES AND STANDARDS

The Security Policies are published on: 
https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards unless specified otherwise:
a) 		Acceptable Use Policy 

b)  	Information Security Policy

c)  	Physical Security Policy 

d)  	Information Management Policy

e)  	Email Policy

f)  	Technical Vulnerability Management Policy 

g) 	Remote Working Policy

h)  	Social Media Policy

i)  	Forensic Readiness Policy

j)  	SMS Text Policy

k)  	Privileged Users Security Policy

l)  	User Access Control Policy

m)  	Security Classification Policy

n)  	Cryptographic Key Management Policy

o)     HMG Personnel Security Controls – May 2018
(published on https://www.gov.uk/government/publications/hmg-personnel-security-controls)

p) 	NCSC Secure Sanitisation of Storage Media 	(published on https://www.ncsc.gov.uk/guidance/secure-sanitisation-storage-media)





[bookmark: _Toc35260897]ANNEX B – SECURITY STANDARDS 

The Security Standards are published on: 
https://www.gov.uk/government/publications/dwp-procurement-security-policies-and-standards: 

a) 	SS-001 - Part 1 - Access & Authentication Controls 
b)  	SS-001 - Part 2 - Privileged User Access Controls
c)  	SS-002 - PKI & Key Management
d)  	SS-003 - Software Development
e)  	SS-005 - Database Management System Security Standard
f)  	SS-006 - Security Boundaries
g)  	SS-007 - Use of Cryptography
h)  	SS-008 - Server Operating System
i)  	SS-009 - Hypervisor
j)  	SS-010 - Desktop Operating System
k)  	SS-011 - Containerisation
l)  	SS-012 - Protective Monitoring Standard for External Use
m)  	SS-013 - Firewall Security
n)  	SS-014 - Security Incident Management
o)  	SS-015 - Malware Protection
p)  	SS-016 - Remote Access
q)  	SS-017 - Mobile Devices
r)  	SS-018 - Network Security Design
s)  	SS-019 - Wireless Network
t)  	SS-022 - Voice & Video Communications
u)  	SS-023 - Cloud Computing
v)  	SS-025 - Virtualisation 
w)  	SS-027 - Application Security Testing
x)  	SS-028 - Microservices Architecture
y)  	SS-029 - Securely Serving Web Content
z)  	SS-030 - Oracle Database 
aa)  	SS-031 - Domain Management
ab)      SS-033 - Patching











SCHEDULE 2.5 - Insurance Requirements
Obligation to maintain Insurances
Without prejudice to its obligations to the Authority under this Agreement, including its indemnity and liability obligations, the Supplier shall for the periods specified in this Schedule take out and maintain, or procure the taking out and maintenance of the insurances as set out in Annex 1 and any other insurances as may be required by applicable Law (together the “Insurances”).  The Supplier shall ensure that each of the Insurances is effective no later than the date on which the relevant risk commences.
The Insurances shall be maintained in accordance with Good Industry Practice and (so far as is reasonably practicable) on terms no less favourable than those generally available to a prudent contractor in respect of risks insured in the international insurance market from time to time.
The Insurances shall be taken out and maintained with insurers who are:
of good financial standing;
appropriately regulated;
regulated by the applicable regulatory body and is in good standing with that regulator; and
except in the case of any Insurances provided by an Affiliate of the Supplier, of good repute in the international insurance market.
The Supplier shall ensure that the public and products liability policy shall contain an indemnity to principals clause under which the Authority shall be indemnified in respect of claims made against the Authority in respect of death or bodily injury or third party property damage arising out of or in connection with the Agreement and for which the Supplier is legally liable.
General obligations
Without limiting the other provisions of this Agreement, the Supplier shall:
take or procure the taking of all reasonable risk management and risk control measures in relation to the Services as it would be reasonable to expect of a prudent contractor acting in accordance with Good Industry Practice, including the investigation and reports of relevant claims to insurers;
promptly notify the insurers in writing of any relevant material fact under any Insurances of which the Supplier is or becomes aware; and
hold all policies in respect of the Insurances and cause any insurance broker effecting the Insurances to hold any insurance slips and other evidence of placing cover representing any of the Insurances to which it is a party.
Failure to insure
The Supplier shall not take any action or fail to take any action or (insofar as is reasonably within its power) permit anything to occur in relation to it which would entitle any insurer to refuse to pay any claim under any of the Insurances.
Where the Supplier has failed to purchase any of the Insurances or maintain any of the Insurances in full force and effect, the Authority may elect (but shall not be obliged) following written notice to the Supplier to purchase the relevant Insurances, and the Authority shall be entitled to recover the reasonable premium and other reasonable costs incurred in connection therewith as a debt due from the Supplier.
Evidence of Insurances
The Supplier shall upon the Effective Date and within fifteen (15) Working Days after the renewal or replacement of each of the Insurances, provide evidence, in a form satisfactory to the Authority, that the Insurances are in force and effect and meet in full the requirements of this Schedule.  Receipt of such evidence by the Authority shall not in itself constitute acceptance by the Authority or relieve the Supplier of any of its liabilities and obligations under this Agreement.
Cancellation
Subject to Paragraph 5.2, the Supplier shall notify the Authority in writing at least five (5) Working Days prior to the cancellation, suspension, termination or non-renewal of any of the Insurances.
Without prejudice to the Supplier’s obligations under Paragraph 4, Paragraph 5.1 shall not apply where the termination of any Insurances occurs purely as a result of a change of insurer in respect of any of the Insurances required to be taken out and maintained in accordance with this Schedule.
Insurance claims, premiums and deductibles
The Supplier shall promptly notify to insurers any matter arising from, or in relation to, the Services and/or this Agreement for which it may be entitled to claim under any of the Insurances.  In the event that the Authority receives a claim relating to or arising out of the Services and/or this Agreement, the Supplier shall co-operate with the Authority and assist it in dealing with such claims at its own expense including without limitation providing information and documentation in a timely manner.
The Supplier shall maintain a register of all claims under the Insurances in connection with this Agreement and shall allow the Authority to review such register at any time.
Where any Insurance requires payment of a premium, the Supplier shall be liable for and shall promptly pay such premium.
Where any Insurance is subject to an excess or deductible below which the indemnity from insurers is excluded, the Supplier shall be liable for such excess or deductible.  The Supplier shall not be entitled to recover from the Authority any sum paid by way of excess or deductible under the Insurances whether under the terms of this Agreement or otherwise.


ANNEX 1: Required Insurances
Part A: Insurance claim notification
Except where the Authority is the claimant party, the Supplier shall give the Authority notice within twenty (20) Working Days after any insurance claim in excess of £100,000 relating to or arising out of the provision of the Services or this Agreement on any of the Insurances or which, but for the application of the applicable policy excess, would be made on any of the Insurances and (if required by the Authority) full details of the incident giving rise to the claim.


Part B: Third party public and products liability insurance
0. Insured
The Supplier
Interest
To indemnify the Insured in respect of all sums which the Insured shall become legally liable to pay as damages, including claimant's costs and expenses, in respect of accidental:
death or bodily injury to or sickness, illness or disease contracted by any person; and
loss of or damage to physical property;
happening during the period of insurance (as specified in Paragraph 5) and arising out of or in connection with the provision of the Services and in connection with this Agreement.
Limit of indemnity
Not less than £10,000,000 (ten million pounds) in respect of any one occurrence, the number of occurrences being unlimited in any annual policy period, but £15,000,000 (fifteen million pounds) in the aggregate per annum in respect of third party public and products liability.
Territorial limits
United Kingdom
Period of insurance
From the date of this Agreement for the Term and renewable on an annual basis unless agreed otherwise by the Authority in writing.
Cover features and extensions
Indemnity to principals clause under which the Authority shall be indemnified in respect of claims made against the Authority in respect of death or bodily injury or third party property damage arising out of or in connection with the Agreement and for which the Supplier is legally liable.
Principal exclusions
War and related perils.
Nuclear and radioactive risks.
Liability for death, illness, disease or bodily injury sustained by employees of the Insured arising out of the course of their employment.
Liability arising out of the use of mechanically propelled vehicles whilst required to be compulsorily insured by applicable Law in respect of such vehicles.
Liability in respect of predetermined penalties or liquidated damages imposed under any contract entered into by the Insured.
Liability arising out of technical or professional advice other than in respect of death or bodily injury to persons or damage to third party property.
Liability arising from the ownership, possession or use of any aircraft or marine vessel.
Liability arising from seepage and pollution unless caused by a sudden, unintended and unexpected occurrence.
Maximum deductible threshold
Not to exceed the applicable maximum deductible threshold in the insurance policy that Insured has in place as at the Effective Date for each and every third party property damage claim (personal injury claims to be paid in full).
Part C: United Kingdom compulsory insurances
The Supplier shall meet its insurance obligations under applicable Law in full, including, United Kingdom employers' liability insurance and motor third party liability insurance.
Part D: Professional indemnity insurance
1 Insured
The Supplier
2 Interest
To indemnify the Insured for all sums which the Insured shall become legally liable to pay (including claimants’ costs and expenses) as a result of claims first made against the Insured during the period of insurance (as specific in paragraph 5) by reason of any negligent act, error and/or omission arising from or in connection with the provision of the Services.
3 Limit of indemnity
Not less than £5,000,000 (five million pounds) in respect of any one occurrence, the number of occurrences being unlimited in any annual policy period, but £10,000,000 (ten million pounds) in the aggregate per annum in respect of professional indemnity liability.
4 Territorial limits
As in the insurance policy that Insured has in place as at the Effective Date.
5 Period of insurance
From the Effective Date and renewable on an annual basis unless agreed otherwise by the Authority in writing (a) throughout the Term or until earlier termination of this Agreement and (b) for a period of six (6) years thereafter.
6 Cover features and extensions
Retroactive cover to apply to any "claims made policy wording" in respect of this Agreement or retroactive date to be no later than the Effective Date.
7 Principal exclusions
7.1 War and related perils.
7.2 Nuclear and radioactive risks.
8 Maximum deductible threshold
Not to exceed the applicable maximum deductible threshold in the insurance policy that Insured has in place as at the Effective Date for each and every third party professional indemnity claim. 
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[bookmark: _Toc520805101][bookmark: _Toc58505295]Introduction

1.1 COVID-19, and the public health measures introduced in response to it have had unprecedented economic impacts in the UK and globally. The impact on out of work benefit claims was immediate, with over 1 million declarations to Universal Credit (UC) alone in the first few months of the pandemic. 

1.2 After nine years of sustained improvements in the labour market leading to successive record employment levels before the downturn, this presents a radical shift in the challenges facing the Government’s economic policies in general, and the Department for Work and Pensions (DWP) in particular.

1.3 While all labour market downturns are different, evidence from previous downturns suggests that some of those falling out of work will be able to bounce back quickly with light touch or no support, while others will take longer to find work and are likely to benefit from more intensive support. The uneven sectoral impacts of this downturn suggest that many people may also need help to retrain and move sectors or occupations.

1.4 DWP’s immediate response focused on ensuring that it could sustain core services in the face of massive increases in demand, while developing plans to assist with economic recovery. 

1.5 In July, the Chancellor’s Plan for Jobs set out that ‘the immediate focus for the government’s economic and fiscal strategy is now on ensuring that it continues to support workers and businesses as the UK recovers from the COVID-19 pandemic’. The plan announced funding for a range of ‘targeted and temporary support to assist employment through the recovery period, and by doing so help to minimise structural damage to the economy and public finances’.

1.6 For DWP this contained significant additional measures to help people back to work quickly and prevent new labour market scarring including doubling the number of work coaches, increasing the Flexible Support Fund by £150m, expanding sector based work academies, and the Work & Health Programme Job Entry Targeted Support (JETS), Job Finding Support (JFS) and Kickstart schemes.

1.7 It also set out that ‘the government intends to support those who are out of work for a longer period with a new, large-scale employment support offer’ with further details to be announced shortly. DWP has been working with HM Treasury and others to design this offer which will become an important element of the economic response, helping to maximise employment and reduce the impacts of rising long-term unemployment.

1.8 At the Spending Review on 25th November, HM Treasury confirmed a ‘new 3-year long £2.9 billion Restart programme to provide intensive and tailored support to over 1 million unemployed people and help them find work’.

1.9 Restart will provide intensive support designed to help Participants into sustained work. It will initially target people who have spent between 12 and 18 months claiming UC in the Intensive Worksearch Regime (IWSR). Restart will also offer a proportion of spaces for claimants at other points in their journey at the discretion of the work coach, although harder to help claimaints should still be referred to more appropriate provision such as WHP or IPES. This may also include claimants at an earlier or later point than 12-18 months, for example the claimaint may be 10 months into ISWR or 20 months.

1.10 Restart will provide additional intensive support above what is available through Jobcentre Plus (JCP), supporting claimants into sustainable work. Full Provider Guidance on this will be set out. This will contain the information required without the need to analyse DWP work coach training.

[bookmark: _Toc467871046][bookmark: _Toc485809560][bookmark: _Toc485818485][bookmark: _Toc520805102][bookmark: _Toc58505296]The Call-Off Specification

1.11 The Secretary of State for Work and Pensions is inviting Providers, who have entered into Tier 1 of the Commercial Agreement for Employment & Health Related Services (CAEHRS) to participate in Mini Competition(s) in respect of each of the Lots to which they have been appointed, to submit tenders for a Call-Off contract to deliver Restart services in the relevant Contract Package Areas (CPA(s)). This Call-Off Specification supplies information about DWP’s requirements with the intention that potential bidders can develop comprehensive, high quality delivery proposals and relative pricing and performance schedules. 

1.12 The Call-Off Specification comprises two parts:

·  the main requirements for delivery, and

·  the Annexes. 

[bookmark: _Toc485809561][bookmark: _Toc485818486][bookmark: _Toc520805103][bookmark: _Toc58505297]The Restart Offer

1.13 [bookmark: _Toc485809562][bookmark: _Toc485818487][bookmark: _Toc520805105]Restart fits directly with Objective 1 of the Single Departmental Plan[footnoteRef:1]:  [1:  www.gov.uk/government/publications/department-for-work-and-pensions-single-departmental-plan/department-for-work-and-pensions-single-departmental-plan--2] 


Build a more prosperous society by supporting people to enter into, and progress in, work.

1.14 To ensure the provision fits into both the wider DWP and cross-government response, and delivers the Ministerial intent, there are four objectives which need to be met:

· Job outcomes - The programme should help long-term unemployed claimants to get back into work on a secure, sustained basis. The programme should provide job Outcome focussed support, tailored towards the Participants’ needs.  

· Providing a locally tailored, adaptable support offer - The programme should design and tailor interventions in accordance with the labour market at a local level. This means seeking out and taking advantage of opportunities such as local growth sectors and local training initiatives and flexing the offer throughout the lifetime of the programme based on emerging labour market challenges and opportunities. The programme should maintain strong working relationships with key local stakeholders to ensure the programme’s offer is complementary to local efforts on an ongoing basis. 

· Value for Money - The programme should deliver support as effectively as possible, so that the fiscal return measured for the programme (from additional employment gained and time on benefits reduced) should exceed the cost of the programme.

· Evidence - The programme should build the evidence base for the design and delivery of large scale employment programmes for long-term benefit claimants

NB. Participants will continue to meet their benefit conditionality requirements such as regular interviews with JCP work coaches whilst on Restart provision, and participation in the programme will be incorporated into their claimant commitment

Provision Duration

1.15 Once a Participant has started on the programme the Provider will have a maximum of 365 days to offer support to the Participant.

1.16 After the 365 days has elapsed, there will be a tracking period of 182 days, where a Provider may claim an Outcome. During this period the Provider will not be required to provide support to the Participant.

1.17 The duration of support offer may be less than 365 days in circumstances where the Participant exits the programme.

[bookmark: _Toc58505298]Participant Journey                                                                                                      

1.18 To ensure that all Participants receive appropriate support and have a positive and  meaningful experience on Restart, DWP expects to see evidence[footnoteRef:2] of an Initial Face to Face meeting within designated timescales followed by regular engagement through Face to Face meetings every four weeks and fortnightly review meetings which can be Face to Face or digital contact. If the fortnightly meeting is held Face to Face, this can count towards the requirement to have one Face to Face meeting every four weeks. A Diagnostic Assessment will be made to identify Participant aspirations, needs and barriers to work (see paragraph 2.57) and a Specific, Measurable, Achievable, Realistic and Timebound (SMART) Action Plan (see paragraph 2.60) of how progress will be made towards employment, or self-employment will be agreed and regularly updated. Providers are responsible for undertaking a comprehensive and appropriate Diagnostic Assessment and reviewing it no less frequently than every four months. Providers are responsible for overseeing, documenting and reviewing activities outlined in the Action Plan no less frequently than on a four weekly basis. Discussions between the Provider and the Participant regarding progress against the Action Plan may include (but would not be limited to) whether, since the Action Plan was put in place, there is: [2:  The Department will expect Providers to keep internal records including wet signatures, the date of the meeting, any initial action planning and agreed first steps. These will be checked by Performance and Compliance Officers (PCO) as part of the regular PCO checks and potentially by the Provider Assurance Team (PAT).] 


• evidence of Participant ongoing needs and barriers to employment being identified and addressed

• evidence of additional activities undertaken 

• evidence of job seeking activity

Further details of the Participant Journey can be found at Annex 1.






Overview of Service Requirements

1.19 A summary of the Restart service requirements is set out below. Further details of the Service Requirements are outlined in Section 2 of this Specification. 

Restart Providers must:

· Complete a Diagnostic Assessment for each Participant on provision which identifies the Participant’s current employment barriers, skills and requirements within 8 weeks of referral and review no less frequently than every four months;

· Complete a SMART Action plan within 8 weeks of referral and review no less frequently than every 4 weeks;

· Maintain meaningful contact with each Participant, including conducting quality Face to Face meetings in person no less frequently than every four weeks, starting with Initial Meeting, and 1-2-1 contact no less frequently than fortnightly;

· Identify and address sources of concern and barriers for each Participant as they progress towards employment or self-employment;

· Deliver personalised support tailored to meet the needs of each Participant to help them move into work;

· Engage with employers, local employer bodies and community partners to deliver appropriate high quality, individualised employment support and identify suitable vacancies and work opportunities; 

· Work with the Participant to support them into obtaining and securing sustainable employment/self-employment during their time on Restart which will include job vacancy identification, job applications and ad-hoc support/advice through and into employment;             

· Ensure each Participant is made aware of the possible impact on any benefits they may be in receipt of, prior to commencement of paid employment and self-employment; and

· [bookmark: _Toc520805106]Manage the Participant’s exit from Restart provision either when they meet the Employed Outcome / Self-Employed Outcome definition, are an Early Completer or complete their Allotted Time on provision and return to JCP.

[bookmark: _Toc58505299]Critical Success Factors

1.20 The Critical Success Factors (CSF(s)) which will be used by DWP to determine the overall effectiveness of Restart are set out below. 

· CSF 1: The programme should increase the average time (and average earnings) in employment for programme Participants.

· CSF 2: The programme should reduce the total number of long-term unemployed people and generate a fiscal return that exceeds the cost of the provision. 

· CSF 3: Evidence should be generated and collected in a timely way, to enable DWP to make informed decisions on performance management, continuous improvement, and on optimising future employment support.

· CSF4: Provision should be commercially viable by allowing Providers to deliver the specification while making a reasonable profit, retaining value for money for DWP and allowing successful Outcomes for Participants.

· CSF 5: Provision should be tailored to support the localism agenda within the CPA to ensure that local areas’ priorities are embedded into the programme and the programme supports local integration plans.

· [bookmark: _Toc462066092][bookmark: _Toc485809569][bookmark: _Toc485818494][bookmark: _Toc520805108]CSF 6: Ensure a personalised support offer is available for all Participants, particularly in being ready to adapt to new ways of working.

[bookmark: _Toc58505300]Contract Package Areas

1.21 Restart will be provided in 12 CPAs across England and Wales. The 12 CPAs will be called off the following CAEHRS Lots: 

· Lot 1 Central England

· Lot 2 North East England

· Lot 3 North West England 

· Lot 4 Southern England

· Lot 5 London and the Home Counties

· Lot 6 Wales

1.22 Further details are included in Section 3 of the Specification. 


Expected Volumes and Contract Values

1.23 DWP has established that the eligible group can be clearly identified. DWP analysts have looked at current national economic conditions and forecasts to develop projections of volumes of persons who we would estimate to be eligible for Restart.  Any regional or geographic variation should be reflected in bidders’ performance offers. The table below shows these estimate of Universal Credit claimants in the IWSR who are expected to look for and be available for work and are likely to meet the eligibility and suitability criteria.  

1.24 The table below sets out DWP’s estimate of the starts and anticipated contract value for each CPA for the duration of the contract (up to three years of referrals). Please note the figures in the table below are estimates only. 

DWP has made these estimates in good faith and DWP cannot give any guarantee of volumes of starts or contract values. The figures in the table below are given on a non-reliance basis and are subject to change in the absolute discretion of DWP. The Authority will monitor volumes at regular intervals and will seek to discuss with the Provider if there are material and sustained changes. It should be noted that the potential volume of customers is greater than the places being procured under the contracts and DWP therefore believes the risk of these volumes not materialising is low. All outcomes achieved are paid, and there is no financial contract cap as a consequence. 






Table 1 Estimated Contract volumes and values



		

		

		Estimated

Starts

		Estimated

Contract Value

(£ rounded to nearest £100k)



		CPA 1a

		West Central

		      126,100 

		£252.2million



		CPA 1b

		East Central

		      111,200 

		£222.4 million



		CPA 2a

		North East and Humberside

		      108,500 

		£217.0 million



		CPA 2b

		South and West Yorkshire, Derbyshire and Nottinghamshire

		      145,900 

		£291.8 million



		CPA 3a

		North West

		      108,800 

		£217.6 million



		CPA 3b

		Greater Manchester

		       86,200 

		£172.4 million



		CPA 4a

		South West

		      106,100 

		£212.2 million



		CPA 4b

		South Central

		      112,000 

		£224.0 million



		CPA 5a

		Central and West London

		      174,300 

		£348.6 million



		CPA 5b

		South and East London

		      116,900 

		£233.8 million



		CPA 5c

		Home Counties

		      166,100 

		£332.2 million



		CPA 6

		Wales

		       71,000 

		£142.0 million



		TOTAL 

		1,433,100

		£2,866.2million







Note: referral numbers/rates will be adjusted, from time to time, to try and match the estimated starts.

[bookmark: _Toc58505301]Payment Model

1.25 There will be two distinct elements to the Restart payment model.  Providers will be paid subject to the conditions set out in Section 5 of this Specification;


· Delivery Fee;

· Outcome Payment




Programme Evaluation

1.26 Understanding the efficacy of Restart is a central requirement for DWP. DWP will therefore be seeking to deliver a comprehensive, multi-strand programme evaluation which will support continuous improvement at programme level, and also provide evidence on what works to support our target group into sustained employment.

1.27 The programme evaluation will use data held by DWP, Management Information (MI) contractually required from Providers, and other quantitative and qualitative primary or secondary data to build up a picture of the support delivered and its impact.

1.28 The programme evaluation will consider factors including, but not limited to, the early implementation of the programme, the delivery and nature of provision, Participant experience and Outcomes, the cost effectiveness of the programme, and Providers’ interaction with other local services and stakeholders. A control group of Participants may be used to determine additional impact delivered by Restart against a counterfactual. The size of any control group has yet to be determined.

1.29 The programme evaluation will be delivered by a combination of DWP researchers and externally-commissioned evaluators. Providers must fully co-operate with this evaluation and all activity conducted or commissioned by DWP for that purpose. DWP or researchers on behalf of DWP may visit, interview, observe, and survey a sample of Participants, the Providers, and their supply chain. DWP will also require Providers to provide information on local partners and networks, who may be included in the research.

1.30 In accordance with Government Social Research (GSR) protocols DWP reserves the right to publish the findings of the programme evaluation.

1.31 DWP is also developing a cross-programme evaluation strategy to understand the impact of the range of policies being delivered by DWP to support jobs. Providers may also be required to contribute to this research.


Customer Satisfaction Survey

1.32 DWP will instruct a third party to carry out a survey of customer satisfaction rates to commence within a year of contract Start Date. The aim of the survey activity will be to use feedback from the results to identify best practice and drive continuous improvement in provision delivery. The survey will be conducted independently of Providers, on a quarterly basis, using a statistically significant sample. The Provider will not be required to facilitate or manage this activity; DWP survey activity will not preclude the Provider from carrying out their own survey or customer insight activity.

1.33 The Survey will include one overall question on customer satisfaction; “Thinking about your overall experience of the services provided, how satisfied are you with the programme?” - together with supplementary questions broadly following the customer journey. DWP may periodically change the survey frequency and supplementary questions to dig deeper into emerging trends identified through findings. The results of the overall question will become Customer Service Standard 8, as desribed in paragraph 4.10. DWP reserves the right to publish customer satisfaction rates.

[bookmark: _Toc316196440][bookmark: _Toc485809581][bookmark: _Toc485818506][bookmark: _Toc520805117][bookmark: _Toc58505302][bookmark: _Toc485809582][bookmark: _Toc485818507]Section 2: Service Requirements 

[bookmark: _Toc58505303][bookmark: _Toc524014830][bookmark: _Toc520805118]Participant Group Eligibility and Suitability

2.1 The provision will initially be targeted at UC claimants who have been in the IWSR receipt of UC for 12 - 18 months, with time claiming New Style Jobseekers Allowance (JSA) counting towards this. Claimants will be referred to this provision as the next step of their journey towards employment. The focus will be on engagement and encouragement, with the mandation process being available where other engagement attempts have been unsuccessful (see section beginning at 2.91 titled ‘Mandation’). Places will be allocated via a pre-determined standardised process determined by DWP. 

2.2 There will be an opportunity for discretionary referral at other points in a claimant’s journey, where claimant/JCP work coach discussions suggest someone would benefit from the programme. Discretionary referrals will be no more than 10% of overall referrals. Discretionary referrals will include:

· those who are eligible but have not yet been selected for the provision,

· those who have not reached eligibility but who are not suitable for any other provision specifically designed for those less than 12 months in the IWSR on UC. Those who need more intensive support should be placed on the appropriate provision,

· those who have been unemployed for over 18 months.

Where the Restart Provider believes the referral is not appropriate they can challenge such referral.

[bookmark: _Toc58505304]Eligibility

2.3 To be eligible the claimant must:

· be on UC in the IWSR for between 12 and 18 months, with time in receipt of new style JSA counting towards this,

· have no sustained earnings at the point of referral,

· have the right to work in the UK,

· reside in England or Wales,

· be of working age (16* to State pension age),

· not be currently participating in other DWP Contracted Employment Provision,

· not be in a Control Group or Public Sector Comparator where participation on this programme would affect the validity of those groups.

*Note: For Restart in England and Wales, “working age” is defined as starting from 16 years of age. However, in England 16 to 17 year olds who are not in work are required to stay in education or training, so whilst 16-17 year olds can access Restart in Wales, in England they cannot. 18 year olds can apply if they are both eligible and suitable for Restart. The programme will not operate in Scotland or Northern Ireland which will receive consequential funding. 

[bookmark: _Toc58505305]Suitability

2.4 Checks will be carried out prior to referral to determine if the provision is suitable for the claimant and their current circumstances. Alongside re-confirming eligibility as above, the following factors will be considered:

· Is the claimant considering self-employment? Depending on the type of self-employment, other forms of self-employment support will need to be considered. If the claimant is seeking to start or grow their own business they should be referred instead to specialist self-employment support where available. Any claimant seeking self-employment at the point of Restart referral should not be referred to Restart as this constitutes grounds for rejection. If, during their time on Restart, they wish to seek self-employment, then Restart should accommodate for this and progress this option.

· Are there any Easements in place? (although this does not automatically exclude someone)

· Is there another provision which may be more appropriate?

· Has the claimant previously completed the provision?

· Is there a Work Capability Assessment or appeals interest? (although this does not automatically exclude someone)

· Is the claimant ready to take advantage of the support? (i.e. there aren’t more complex barriers to work that will need addressing before they can benefit from Restart support)

These criteria will be available to the JCP work coach to support the assessment of suitability of the provision for potential Participants. 

[bookmark: _Toc58505306]Eligibility and Suitability Check

2.5 Once eligible claimants have been identified, a suitability check will be undertaken by the work coach to ensure the provision is appropriate for the claimant based on their circumstances. 

2.6 Some claimants may be assigned to a control group, which will be used to inform the programme evaluation. Those not allocated to the provision or control group will be considered for allocation in the future, providing they continue to meet the eligibility criteria. Those assigned to any control group will be assigned prior to establishing potential participants, no claimant attending a warm handover will be placed in the control group.

[bookmark: _Toc58505307]Participant Identification

2.7 Participants who are eligible and suitable for Restart provision will be identified by a JCP work coach.

2.8 To facilitate the JCP referral, Providers are required to supply marketing material to the JCP work coaches. This will be used to help the JCP work coaches, and potential Participants, to be informed of the Provider’s support offer.  The Restart Provider should agree the medium of such material with JCP.

[bookmark: _Toc58505308]Identity Checks

2.9 Providers are required to ensure that in all communications with Participants, they are satisfied they are engaging with the correct person.  To do this, they may decide to ask Participants to confirm their personal information such as:

• Full name 

• Address

• National Insurance Number (NINO) 

• Date of Birth

• Other personal information e.g. details included within the original referral from JCP

[bookmark: _Toc58505309]The Restart Delivery Model 

2.10 Restart will provide individual support, tailored to Participants’ needs, helping them to get back into work on a secure, sustained basis.

2.11 DWP considers that Providers are best placed to understand what works to help individuals back to work to achieve the Restart objectives. This will be by providing Participants with job focused support, tailored to their needs, barriers, skills and aspirations. Interventions should be designed and tailored in accordance with the prevailing local labour market; utilising opportunities from local growth sectors and local training initiatives. 

2.12 The key elements of the Restart offer are:

· Complete a Diagnostic Assessment for each Participant on provision which identifies Participant’s current employment barriers, skills and requirements within 8 weeks of referral and review no less frequently than every four months;

· Complete a SMART Action plan within 8 weeks of referral and review no less frequently than every 4 weeks;

· Maintain meaningful contact with Participants, including conducting quality Face to Face meetings in person every four weeks, starting with Initial Meeting, and 1-2-1 contact no less frequently than fortnightly;

· Identify and address sources of concern and barriers for each Participant as they progress towards employment or self-employment;

· Deliver personalised support tailored to meet the needs of each Participant to help them move into work; 

· Engage with employers, local employer bodies and community partners to deliver appropriate high quality, individualised employment support and identify suitable vacancies and work opportunities;

· Work with each Participant to support them into obtaining and securing sustainable employment/self-employment during their time on Restart which will include job vacancy identification, job applications and ad-hoc support/advice through and into employment;


· Check the possible impact on each Participant’s welfare benefits of any paid employment undertaken by each Restart Participant and ensure these are understood by each Participant;

· Participant exit from Restart provision either when they meet the employed/Self-Employed Outcome definition, are an Early Completer or complete their Allotted Time on provision and return to JCP. 

(See Annex 1 Participant Journey).

[bookmark: _Toc58505310]Length of Support

2.13 The maximum time the Provider is required to support the Participant on provision is 365 days. Once a Participant starts on Restart, they remain on provision until they become a Completer or an Early Completer. Where a Participant enters employment or self-employment before day 365, they remain on provision until they become a Completer or Early Completer.  

2.14 While the Provider will not be required to support the Participant after this period, they may choose to. Please see paragraph 2.131 regarding In-Work Support. 

[bookmark: _Toc58505311]JCP Interview, Warm Handover and Referral

2.15 Following identification of the potential for a claimant to be referred and the suitability check taking place, the JCP work coach will confirm the claimant’s eligibility and that the provision is still suitable for the claimant based on their circumstances at their next booked meeting. 

2.16 If a claimant has an Easement in place, the JCP work coach will determine if it is suitable to wait until the Easement has ended before referring the claimant to the provision, or if the Easement makes the provision unsuitable for the claimant.

2.17 If the claimant is eligible and provision is still suitable, the JCP work coach will explain this provision is the next stage of their journey towards employment and advise them of their responsibilities when participating in the provision. The JCP work coach will contact the Provider and arrange a Warm Handover conversation (virtual and not in person). This conversation, once arranged, will take place between the Participant, JCP work coach and the Provider. Accessing the supplier’s diary booking system, if possible, would be the most optimal approach to arranging warm handovers. The Provider will be allocated 6 PRaP licences per contract.

2.18 During the three-way Warm Handover conversation (approx. 15-minutes), the JCP work coach will introduce the claimant to the Provider and the Provider will explain how the claimant can benefit from the provision. The claimant will be able to raise any issues or concerns they may have and discuss reasonable adjustments. The date, time and location of the Initial Face to Face Meeting with the Provider will also be agreed during this conversation, with the PRaP referral being sent immediately after the Warm Handover call to the Provider. This initial referral will provide standard basic claimant information (such as name, email address and telephone number).[footnoteRef:3] The three-way conversation will be concluded before the referral is made and this will take place via telephone conversation with the claimant, WC and Provider. The booking costs associated with Warm Handover calls rest with JCP and the booking tool with the Provider.  In the event of participant no-show after a warm handover is booked, JCP would request reasons for non-attendance and rebook if required. A PRaP referral would not be made in this instance.  The following information will be included in the referral: [3: ] 




· The work coach’s current office location

· The name of the provision

· The name and ID number of the Provider

· The claimant’s National Insurance number

· The claimant’s email address

· The claimant’s telephone number

· The claimant’s address

· The details of any special requirements the claimant has due to a disability, mental or physical condition

· The details of any safeguarding requirements

· If the claimant requires any childcare support during their participation on the provision

· If the claimant falls into any of the following disadvantaged groups: ex-offender, misuser of drugs, misuser of alcohol

2.19 The Restart Provider can choose any additional methods of notifying the potential Participant of the agreed Initial Face to Face meeting following the Warm Handover. They may wish to utilise more than one method to encourage attendance, including reminders in advance of the meeting.

2.20 The Restart Provider must not mandate the potential Participant to attend the Initial Face to Face meeting at this point. See paragraph 2.46 on mandating to the Initial Face to Face meeting. The Work Coach will not mandate potential Participants to attend the initial Face to Face meeting with the Restart Provider. The Restart Provider can choose to mandate the potential Participant to the initial Face to Face meeting, but only where non-mandatory attempts have been unsuccessful.

2.21 Immediately after the Warm Handover, the JCP work coach will issue the claimant with information about the Provider and Provision (this will be supplied by the Provider).  

2.22 As far as possible, DWP will ensure that there is a JCP work coach available for the Warm Handover. DWP will endeavour to have a JCP work coach available in a minimum of 90% of cases. If the three-way conversation is not going to happen the Provider would be notified. In this instance, the Restart Provider will be required to utilise the initial engagement activity to discuss the Restart with the potential Participant, identify any support needs and arrange the Initial Face to Face meeting. See paragraph 2.28 on initial engagement activity.

2.23 Exceptional circumstances where this target may not be met could include COVID-19 restrictions (either local or national), office outages, exceptionally high levels of claims, where resources across an area (or nationally) are targeted at making payments or exceptionally high levels of sickness within a JCP. Note, this list is not exhaustive. With regards to COVID-19 restrictions, DWP require that Face to Face meetings take place as expected unless and until advised otherwise, where the Parties will seek to agree reasonable changes to services to ensure that the Restart service continues to be delivered for the benefit of Participants and potential Participants. DWP will consider the position with regards to COVID-19 as summer approaches. In the event of COVID-19 disruption, DWP will take a range of measures to ensure the contracts are deliverable, potentially including full digital delivery. All changes will be made in consultation with Providers.

2.24 Three-way conversations will also be available should an issue arise whilst the Participant is on Programme. This can happen at the request of any of the three parties (JCP work coach, Provider or Participant). The expectation is there will be on average, no more than two three-way calls per Participant whilst on programme.

2.25 There will be an escalation process through district Single Point of Contacts (SPOC)(s)) to address any non-compliance in attending three-way conversations by either JCP work coaches or Providers. Further detail will be contained within the Provider Guidance (PG).

2.26 If the potential Participant is eligible and the provision is suitable for the potential Participant’s circumstances and following the Warm Handover, the JCP work coach will generate a referral to the Restart Provider using the DWP Information Technology (IT) system. This will generate a referral on the Provider Referral Payment System (PRaP) which will include the relevant customer information including contact details and any other special requirements. Restart Providers must check and acknowledge the referral on PRaP.

2.27 A Participant cannot start on Restart without a DWP IT systems referral being received by the Restart Provider (see also 2.18). Further information regarding the activities to undertake where an IT systems referral is not received will be contained within the Provider Guidance.

[bookmark: _Toc58505312]Initial Engagement

2.28 Where the potential Participant’s referral to Restart has included a Warm Handover, the Restart Provider must fully utilise the time before the Initial Face to Face meeting to maximise the likelihood of attendance. This may include issuing a reminder via a variety of possible communication methods. 

2.29 There may be instances where a potential Participant’s referral to Restart has not included a Warm Handover, for example due to social distancing requirements. Where a Warm Handover has not taken place, the Restart Provider must undertake initial engagement on receipt of the IT systems referral.  The IT system referral will contain customer contact information, including as a minimum:

· The Participant’s telephone number

· The Participant’s email address

· The Participant’s address

2.30 The Restart Provider must identify any safeguarding needs from information shared in the IT systems referral and tailor their initial engagement accordingly.

2.31 In this instance, the Restart Provider must contact the potential Participant to discuss and make arrangements for the Initial Meeting to take place Face to Face (in-person and not virtual), and must use a variety of communication methods to do this. 

2.32 Should the initial engagement attempt not be successful, the Restart Provider must make repeated attempts to engage with the potential Participant. Whilst the Department does not define the number of times, the expectation is that Providers will undertake intensive activity including multiple attempts to maximise the 30 working day period to maximise starts on the programme. Providers must make as many attempts as possible, using a variety of engagement methods within the timescales.

2.33 Should the Restart Provider be unable to contact the potential Participant, the Restart Provider must continue to book an Initial Face to Face meeting and notify the potential Participant via other methods, with enough advance notice.  In booking such appointments the Restart Provider should ensure adherance to Customer Service Standard 1 

2.34 The Restart Provider can choose the methods of arranging the Initial Face to Face meeting, and may wish to utilise more than one to encourage attendance, including reminders in advance of the meeting.

2.35 A potential Participant must not be mandated to attend the Initial Face to Face meeting at first attempt. The Restart Provider must attempt to conduct the meeting on a non-mandatory basis to enable the potential Participant to demonstrate engagement voluntarily.

2.36 Mandation must only be utilised following repeated attempts (there is no maximum) to conduct the Face to Face meeting where the potential Participant has failed to engage voluntarily. See paragraph 2.47 on mandating to the Initial Face to Face meeting. Providers must make repeated attempts within the timescales required as per CSS1.

2.37 All initial engagement actions need to be recorded on internal Restart Provider systems as part of the audit process. In the event of non-attendance, JCP would request reasons for non-attendance and rebook if required. A PraP referral would not be made in this instance.

Initial Meeting with Provider

2.38 Providers must ensure that an Initial Face to Face meeting is conducted with the Participant in line with Customer Service Standard (CSS) 1. See paragraph 4.10 CSS’s. Whilst the Initial Meeting must be Face to Face, Providers should have digital solutions available to be used if advised by or in consultation with DWP, should circumstances mean Face to Face meetings are not appropriate e.g. COVID19, local restrictions.  See paragraph 2.163 Digital Technology.

2.39 If the Participant does not attend, then further meetings must be booked to achieve a start by 30 working days of referral. The Restart Provider through a fast, responsive and flexible appointment system, must utilise a variety of communication methods and attempts to fully utilise the 30 working days and maximise the chance of the Participant starting on provision. 

2.40 Where the Restart Provider has made repeated attempts to conduct the Initial Face to Face meeting on a non-mandatory basis and these have not been successful, they may consider utilising mandation to require the Participant to attend. See paragraph 2.45 for further information where the Participant does not attend the Initial Face to Face meeting. See section titled ‘Mandation’ beginning at 2.91 for further information regarding mandation.

2.41 The Provider should consider additional safeguarding requirements to enable vulnerable Participants to start on programme. Information should be available via the Warm Handover and/or PRAP referral. See section titled ‘Safeguarding’ beginning at 2.81 for further information on safeguarding vulnerable Participants, as well as section titled ‘sharing information regarding Participants with a disability, complex needs and/or vulnerabilities’ beginning at 2.87. Where warm handovers are not available, the Provider should refer to the PRaP referral for information that ‘additional support is required’ and contact JCP to obtain further information where needed.

2.42 The date of the Initial Face to Face meeting will be recorded on PRaP as the day the Participant starts on provision (‘Start Date’). See section titled ‘Delivery Location’ beginning at  2.151 on delivery location requirements. At this meeting the Provider must check:

· the Participant’s identification, and;

· whether the Participant is in any form of employment, including zero-hour contracts. If the Participant was in a form of employment at the point of referral, or the Participant secures employment between referral and the initial meeting, and this is identified by the Provider, the Provider must agree with the JCP work coach prior to actioning in PRaP. Guidance on the process will be contained within the Restart Provider Guidance for the correct action to be taken and the rejection reason.

2.43 At the Initial Face to Face meeting, the Provider will issue the Participant with a hard-copy induction pack which must include as a minimum: Health and Safety Instructions; Data Protection Act (DPA)/General Data Protection Regulation (GDPR) responsibilities of the Provider; travel and expenses declaration, to be signed by the Participant (wet signature); Provider complaint process; location/contact details of the Provider, along with the Participant attendance and appointment requirements.  

2.44 [bookmark: _Toc524014836]The Outcome of the Initial Meeting must be recorded in the DWP IT systems within 30 working days from the date the referral was made by JCP in the DWP IT systems as a Start (the Start Date on the provision). The date recorded may be a retrospective date if the Provider enters a Start Date after the Initial Meeting was conducted.

Did Not Attend

2.45 Should the potential Participant fail to attend their Initial Face to Face meeting, the Restart Provider must attempt to understand the reason for the missed meeting and use this information to inform ongoing engagement. This may include identifying and working around any challenges the potential Participant may face to help them engage. 

2.46 The Restart Provider must make further arrangements for the Face to Face meeting, repeating several times (no maximum) should the potential Participant continue to fail to attend.  Several attempts should be made using a variety of engagement methods within the timescales required as per CSS1. After the potential Participant has repeatedly failed to attend the Initial Meeting, then the Provider can consider mandating the potential Participant to encourage them to start on the programme within 30 working days since the referral was received.

2.47 Mandating the potential Participant to attend the Initial Face to Face meeting will make it a compulsory requirement, with sanctionable consequences. If the potential Participant fails to complete a requirement without good reason for this, they may be sanctioned.

2.48 Therefore mandation must only be used where the activity the potential Participant is required to undertake – in this instance attendance at the Initial Face to Face meeting – is reasonable for the individual. This must take into account all information provided by JCP at referral and any initial engagement the Restart Provider has undertaken, for example any possible safeguarding concerns. See section titled ‘Safeguarding’ beginning at 2.81 for further information on safeguarding vulnerable Participants.

2.49 The Restart Provider must first attempt to conduct the Initial Face to Face meeting 

with the potential Participant on a voluntary basis. Where this has not been successful, the Restart Provider may consider utilising mandation within the time period as outlined in CSS1. See paragraph 4.10 for further information on CSSs. 

2.50 The Restart Provider must only consider utilising mandation where the potential Participant has repeatedly failed to attend the Initial Face to Face meeting, and the Provider has not identified any challenges which need to be overcome to support engagement. See section titled ‘Mandation’ beginning at paragraph 2.91 for further information on mandation.

2.51 Where the Restart Provider has mandated the potential Participant to the Initial Face to Face meeting and the potential Participant has failed to attend, the Restart Provider must raise a compliance doubt and send to DWP via unencrypted email, for DWP’s consideration as to whether a sanction is appropriate. The compliance doubt must be raised promptly following the failure, the Restart Provider must not wait until the potential Participant subsequently starts or at the end of 30 working days. See section titled ‘Raising a compliance doubt to the department’ beginning at 2.112 for further information on raising a compliance doubt. 

2.52 The Restart Provider must continue attempting to engage with the potential Participant for the remainder of the 30 working days time period, and conduct the Initial Face to Face meeting. As with all other engagement, the Restart Provider must record the attempts to engage with the Participant on their internal systems.

2.53 Where the potential Participant attends the meeting (having previously failed to attend a meeting they were mandated to), the Restart Provider must send a notification to DWP to confirm engagement, to enable any sanction imposed to be brought to an end. The Restart Provider must send the notification promptly to DWP by unencrypted email. The notification template included within the Provider Guidance must be used. See section titled ‘Participant Compliance’ beginning at 2.121 for further information.

2.54 Where the potential Participant does not attend a meeting by the end of 30 working days, the Restart Provider must record the potential Participant as “Did Not Attend” in PRaP immediately after the end of Day 30. The Restart Provider must input this  promptly to enable the JCP work coach to follow up with the potential Participant. At this point the Restart Provider must also send a notification to DWP to confirm there is no longer a requirement for the potential Participant to start, to enable any sanction imposed to be brought to an end. The notification template included within the Provider Guidance must be used.

2.55 After 40 working days of the referral from JCP, the potential Participant’s PRaP record will be auto-closed with an Outcome of “auto cancelled referral” where a start has not been entered.  Auto-cancelled referrals will not be recorded as a Start and therefore not included in any MPL/TPL calculation.

2.56 The JCP work coach will follow up the ‘Did Not Attend’ with the claimant and will consider a new referral to the Restart provision. There is no limit to the number of subsequent referrals a claimant may have to the Restart provision.

[bookmark: _Ref58492043][bookmark: _Toc58505313]Diagnostic Assessment

2.57 [bookmark: _Ref58492078]The Diagnostic Assessment is a fundamental step in the Participant’s progress towards employment.  Providers will be required to have a Diagnostic Assessment in place which identifies the Participant’s current employment barriers, skills and requirements, including the resources required to achieve goals.  The Diagnostic Assessment must be fully completed within eight weeks of Participant’s referral to Restart.

2.58 The Diagnostic Assessment must be reviewed and reassessed no less frequently than every 4 months and clearly show progress towards or completion of requirements.  The review and reassessment needs to capture any changes, including safeguarding issues or concerns, that could impact on achieving employment either negatively or positively, along with key needs for moving forward. Results from the most recent Diagnostic Assessment should drive the customer journey and must be reflected in the Action Plan.

Action Plan

2.59 The Action Plan is a detailed plan that reflects information gathered from the most recent Diagnostic Assessment and the Participant’s circumstances. It will be used to inform and outline the sequence of support and/or actions needed for the Participant to reach one or more goals. The initial diagnostic assessment must be completed within 8 weeks of the date of referral, and must be reviewed and reassessed no less frequently than every four months after the initial assessment is completed. The exact month into the Participant’s journey may vary, but all participants completing 12 months on provision should have had a minimum of three diagnostic assessments, including the initial assessment.

2.60 [bookmark: _Ref58492301]The Provider is required to create and agree the Action Plan in collaboration with the Participant.  The Action Plan must be SMART and designed to help the Participant identify barriers to work and set out the steps required to overcome them, it must reflect any safeguarding issues or concerns that are identified by, or communicated to the Provider. The Action Plan must reflect steps/activities carried out by the Provider/Participant and include progress towards employment, along with the findings and subsequent actions identified through the periodic review of the Diagnostic Assessment. 

2.61 The initial Action Plan must be created and agreed within eight weeks of the Participant’s referral. Providers will be required to monitor, review and update the Action Plan in collaboration with the Participant throughout the duration of the Participant’s Journey and no less frequently than every four weeks.  

2.62 Providers are required to obtain the Participant and Provider signatures on the Action Plans and Participants must be issued with a copy of the Action Plan once it has been signed by both parties.  Where Participants cannot sign (wet signature) the updated Action Plan, reasons for this must be recorded. This must only occur under exceptional circumstances, as notified by the Authority, such as regional lockdowns due to COVID-19. In light of this, digital methods would be acceptable. The Provider must retain the updated Action Plan throughout the Participant’s time on Restart provision and for the duration of the contract for audit and compliance purposes. 

[bookmark: _Toc58505314]Caseload Management and Frequency and Nature of Contact 

2.63 Providers will be required to monitor and review caseload sizes to ensure they do not exceed their agreed maximum levels, and how they will ensure they have sufficient time to deliver the appropriate level of support to each Participant. Caseload sizes will be regularly reviewed as part of DWP’s performance management regime.  

2.64 Participants must have a 1-2-1 Face to Face meeting no less frequently than every 4 weeks throughout their time on Restart provision. For the purposes of this programme, a Face to Face meeting is defined as taking place in person and not over a digital platform. Providers should have digital solutions available, if DWP advise that circumstances mean Face to Face meetings are not appropriate eg COVID-19, local restrictions. See paragraph 2.163 Digital Technology

2.65 1-2-1 support must be delivered to Participants no less frequently than fortnightly. 1-2-1 support outside of the 4 weekly Face to Face meeting can utilise digital options if this meets the needs of the Participant. Contact should be meaningful, clearly addressing barriers to work and helping to progress the Participant. Communication via a text message(s) will not suffice. 

2.66 If a Participant moves into a different conditionality regime the frequency of contact may be reduced, for example where the Participant is found to have limited capability for work related activity following a Work Capability Assessment. JCP will communicate the change in conditionality regime to the Restart Provider to inform any changes to contact with the Participant.

[bookmark: _Toc524014837][bookmark: _Toc58505315][bookmark: _Toc524014838]Pre-Work Support

2.67 Providers must deliver personalised support tailored to meet the needs of each Participant to help them move into work. 

2.68 Participants will need a range of support in order to ensure barriers to employment are addressed. If it is identified during the Participant’s journey that they wish to pursue self-employment opportunities, the Provider will deliver appropriate support package to help them achieve this.  

2.69 Examples of support activities are listed below. This list is not exhaustive, the support activities required will depend upon and be driven by each Participant’s needs as identified through ongoing discussion and review of the Diagnostic Assessment:

· providing the Participant with job search skills and career guidance;

· providing the Participant with job interview experience;

· helping Participants overcome non-work based barriers, for example skills gaps, to support focus on moving towards employment;

· providing the Participant with work-related skills, for example use of IT; 

· addressing social and personal barriers to work such as housing issues, addiction problems, debt and/or long-term unemployment.

Please note in considering support activities that Restart Participants cannot access any other DWP-funded provision, including provision funded through Jobcentre Plus grant funding, Dynamic Purchasing System or Flexible Support Fund. Restart Participants cannot access ESF-funded provision where the Co-Financing Organisation (CFO) is DWP.  Restart Participants may be eligible for additional provision which is not DWP-funded, for example the National Lottery Community Fund.

[bookmark: _Toc58505316]Local Tailoring and Stakeholder Engagement 

2.70 Providers must design and implement a locally tailored, adaptable support offer, which complements local initiatives in each CPA. In support of this, providers must design interventions which are aligned to local growth sectors, opportunities (e.g., training initiatives) and challenges (e.g., transport barriers, skills gaps). Providers must work closely with employers and stakeholders to maximise job opportunities for Participants. Providers must ensure that the design of the provision complements local initiatives (where applicable) in order to add value and avoid duplication.

2.71 To support this activity, providers must identify and engage with key stakeholders in each CPA to inform the design, implementation and delivery of their support offer. 

2.72 Where present, DWP would expect the following specific organisations to be engaged with in England:

a. Mayoral Combined Authorities (MCAs)

b. Local Authorities

c. Local Employment Partnerships (LEPs) (including European Structural Investment Fund subcommittees)

d. Skills Advisory Panels (SAPs)

e. Local recovery boards (these may be called different names in each area)

f. Association of Employment and Learning Providers

Bidders may also wish to approach sector bodies such as the National Council for Voluntary Organisations to discuss their proposals.

2.73 DWP would expect the following specific organisations to be engaged with in Wales:

a. The Welsh Government

b. Local Authorities (including European funded Regional Engagement Teams)

c. Careers Wales

d. Regional Skills Partnerships

e. National Training Federation Wales

f. Wales Council for Voluntary Action 

2.74 The list of organisations set out in paragraphs 2.72 and 2.73 are not exhaustive, and DWP acknowledge that the key organisations will differ in each CPA due to the unique compositions of local areas.

2.75 In addition to engaging with the types of organisations listed in paragraphs 2.72 and 2.73, Providers must engage with employers as part of the design, implementation and delivery of their support offer.

2.76 Providers must be proactive in engaging with employers and employer representative bodies. They must develop a strong employer engagement model based on their knowledge and expertise, tailored to national and local labour markets. The employer engagement model must be flexible, anticipating and responding to emerging labour market challenges throughout the life of the contract.

2.77 Employer engagement should be linked to the development of the support offer. For example, engagement could support efforts to provide Participants with individual bespoke training / work-based sector training. Engagement could be aimed at identifying forthcoming job opportunities or creating employment pipelines/guaranteed interviews for Participants.

2.78 Providers must produce and maintain an engagement plan which sets out how they will carry out the engagement requirements set out in this section in order to deliver appropriate high quality, individualised employment support and maximise job Outcomes throughout the lifetime of the contract. These engagement plans will inform and be available for review and performance management discussions with DWP.

2.79 Providers will be required to engage with DWP representatives including JCP Partnership Managers and Employment Account Division (EAD) Performance Managers or equivalent roles and report back to DWP, using the performance management contractual meetings to verbally feedback actions and outputs

[bookmark: _Toc58505317]Engagement with Jobcentre Plus

2.80 Building strong working relationships with JCP work coaches and employers and maintaining these throughout the duration of the contract, is essential. Building on previous good practices across other programmes, we expect Local Engagement Meetings (LEM) in each CPA to be held no less frequently than monthly. These will be delivered by Providers and attended by JCP Partnership Managers, DWP EAD Performance Managers (or equivalent roles) and other representatives from local authorities, training providers, employer forums and employment sectors. Providers should also collaborate and have a joined up approach to engage with and account manage national and large employers whose vacancies span multiple CPAs.

[bookmark: _Toc524014853][bookmark: _Toc58505318]Safeguarding  

[bookmark: _Toc58505319]Support to Participants with a disability, complex needs and/or vulnerabilities

Participants with a disability

2.81 Claimants may be referred to the Restart provision with a disability/disabilities as defined by the Equality Act 2010 (hyperlink in Annex 6) or develop them during their Allotted Time. This may be identified by the JCP work coach or the Restart Provider.

2.82 The Restart Provider must ensure they deliver support in line with the Equality Act 2010 to enable these Participants to access the provision equally.

Participants with complex needs

2.83 Claimants may be referred to the Restart provision with a variety of complex needs, or may develop them during their Allotted Time. This may be identified by the JCP work coach or the Restart Provider. The Restart Provider must deliver support in response to these needs throughout a Participant’s time on provision. The Restart Provider must continually monitor their interaction, assess information from JCP and, where necessary, adapt their approach to ensure clear appropriate support is in place.




Vulnerable Participants

2.84 Vulnerable claimants may be referred to the Restart provision, or may be deemed vulnerable during their Allotted Time. This may be identified by the JCP work coach or the Restart Provider. Claimants with MAPPA status may be referred to Restart, or Participants may acquire MAPPA status during their time on provision. This will always be notified to JCP by the relevant authorities, and will only be shared with the Restart Provider if it is considered to be appropriate and necessary for participation. For the purposes of Restart, a Participant is not deemed vulnerable due to MAPPA status.

2.85 A vulnerable Participant is defined as a Participant who is at greater than normal risk of abuse or neglect. The Restart Provider must have safeguarding measures in place to protect the health and well-being of Participants during their time on provision, and to make sure they are supported in getting access to the help they need. The Restart Provider is required to engage with the Participant using a variety of methods which are reflective of their individual circumstances. This must also take into account any known or potential vulnerabilities where the Restart Provider or JCP work coach have safeguarding concerns. The Restart Provider must tailor their engagement accordingly, and this may include home visits where appropriate during a Participant’s time on provision.

2.86 DWP does not prescribe the safeguarding measures which the Restart Provider must include within their approach. However, to support DWP’s safeguarding approach, the Restart Provider is required to incorporate the following elements within their approach:

· Prevention – the Participant must remain at the heart of the approach, adopting a range of information to identify problems which may cause safeguarding concerns, including actions undertaken by the Restart Provider. The Restart Provider must take actions to address this as quickly as possible before harm occurs.

· Review and continuous improvement – the Restart Provider must frequently review and update their safeguarding policy in response to customer experience and emerging safeguarding concerns.

· Provide targeted support to those needing additional support – Participants who may be or become a safeguarding concern must be aware of the support available and able to access it during their time on provision. The Restart Provider must ensure all staff members are familiar with the safeguarding policy, and are aware of how they can access available support where appropriate. Participants should be encouraged to make their own decisions and access support without intrusion.

· Build relationships with external organisations to ensure that Participants can access the support they need – where support cannot be provided internally, the Restart Provider must have relationships with external organisations to identify and signpost Participants to be able to access this.

[bookmark: _Toc58505320]Sharing information regarding Participants with a disability, complex needs and/or vulnerabilities

2.87 The JCP work coach will notify the Restart Provider via a marker in the PRaP referral where a Participant has a known disability/disabilities, complex needs or vulnerabilities. The PRaP referral will not contain any additional information, and the Restart Provider must use the marker to establish more information during initial Participant engagement.

2.88 This information may also be shared where a three-way call/Warm Handover is undertaken during the referral between the potential Participant, JCP work coach and Restart Provider.

2.89 A Participant may develop a disability, complex need and/or vulnerability during their Allotted Time, or one may be identified following referral. This may be identified by the JCP work coach or Restart Provider. Where safeguarding issues are identified and action is undertaken, DWP and the Restart Provider must notify each other, so both are up-to-date and providing appropriate aligned support.  There are various routes which may be utilised for this sensitive information, depending on the extent of safeguarding required and its impact on participation in Restart. Three-way conversations are a key route for communicating in this scenario and Providers should utilise these in the first instance. In addition, Providers should have strong relationships with local Jobcentre offices to support these conversations. This may also be followed up with a change of circumstances notification sent via unencrypted email, provided GDPR requirements are adhered to. Further information on these routes will be supplied in the Provider Guidance.

2.90 Three-way conversations will be available throughout a Participant’s Allotted Time, and may be utilised as an opportunity to share information regarding safeguarding concerns. The Restart Provider, the JCP work coach and Participant can jointly discuss any possible concerns and/or additional support. Where appropriate, the JCP work coach will also issue a change of circumstances notification to the Restart Provider.

[bookmark: _Toc58505321]Mandation

[bookmark: _Toc58505322]Mandating a Participant to undertake activities

2.91 Mandating a Participant to undertake an activity will make it a compulsory requirement, with sanctionable consequences. Where the Participant fails to complete a reasonable requirement and has no good reason for this, they may be sanctioned.

2.92 A benefit sanction is a penalty imposed on a Participant’s benefit by DWP. It is a reduction or loss in benefit when someone has not met conditions imposed by DWP without good reason. The UC sanctions regime will be contained within the Provider Guidance.

2.93 Participants who are referred to the Restart provision may be mandated to undertake activities during their time on provision. Participants will be advised of this by the JCP work coach during referral. The Restart Provider will have the delegated authority to require Participants to undertake activity but only those which would help them find and retain work. The Restart Provider has the discretion to utilise mandation.

2.94 The Restart Provider must utilise mandation in a careful and considered manner. Mandation must only be considered when the Participant has not demonstrated the willingness to engage with the Restart Provider on a voluntary basis and there are no known challenges which may prevent their ability to engage which cannot be overcome.

2.95 This approach to mandation will provide the Participant with the opportunity to demonstrate their willingness to take part in the Restart provision and to build a positive engaging relationship with the Restart Provider. Mandation must only be considered where this has not taken place, to encourage engagement.

2.96 Mandation must only be used where the activity the potential Participant is required to undertake is reasonable for the individual and they are expected to be able to comply. The decison to mandate the activity must take into account all information provided by JCP at referral and engagement with the Restart Provider to date, for example any possible safeguarding concerns.

2.97 The Restart Provider may also use the opportunity of three-way conversations between the JCP work coach and Participant to discuss and resolve any issues regarding engagement before considering mandation.

2.98 Where a Participant has failed to undertake a mandatory activity and a compliance doubt has been raised, the Restart Provider must not mandate further to the same activity type until they have received outcome of the referral and a sanction is not imposed. Where a sanction has been imposed, the Restart Provider must not mandate further to the same activity type until the Participant has complied.

2.99 The Restart Provider can mandate the Participant to activity which may attract a low level sanction, which is to attend an appointment or complete an activity. The activity must be something that will enhance the Participant’s employment prospects in order to achieve sustained employment.

2.100 A low level sanction is applied when a claimant fails to comply with a specific work-related requirement without good reason. A low level sanction comprises two elements - an open-ended sanction, followed by a fixed period of 7, 14 or 28 calendar days.

The open-ended sanction element will run from the date of the failure until the earliest of the day before the:

• claimant complies with the requirement;

• claimant moves to any new conditionality regime;

• claimant is no longer required to undertake the requirement; or

• date on which a Universal Credit award ends.

The duration of the fixed period which follows is determined by whether there have been one or more previous low level sanctions within 365 days, but not within 14 days of the current sanctionable failure:

• where there has none, a fixed period of 7 days will be applied

• where there has been one previous failure as defined above, the fixed period will escalate to 14 days.

• where there have been more than one previous failures as defined above, the fixed period will escalate to 28 days.

2.101 Participants cannot be mandated to activity which may attract a high level sanction, which is to apply for or take up employment opportunities.

2.102 When mandating a Participant to undertake an activity, the Restart Provider must issue a written notification to the Participant. The written notification can be issued to the Participant either Face to Face or via post only. The notification template will be provided by DWP which the Restart Provider must use every time they mandate a Participant to undertake an activity. Further information regarding mandating a Participant to undertake activity including the notification template will be included within the Provider Guidance.

2.103 The Restart Provider must retain a copy of the notification of mandation issued to the Participant. 

2.104 Alongside details of the mandatory activity, the notification will inform the Participant of a compliance condition. A compliance condition is the action the Participant needs to take to stop the open-ended element of the low level sanction continuing.

2.105 Where the Participant fails to undertake the mandatory activity and a sanction is imposed, the inclusion of the compliance condition in the notification provides them with the opportunity to be able to comply as quickly as possible. DWP will supply a list of pre-approved compliance conditions which the Restart Provider can choose from. The Restart Provider must notify the Participant of the compliance condition within the notification when they set the mandatory activity. The pre-approved compliance conditions will be included within the Provider Guidance.

2.106 All Participants will be in the IWSR at the initial referral to Restart. Claimants in the IWSR may have work-related requirements switched off or reduced in particular circumstances during their time on the Restart provision. This may mean they cannot be mandated to activities. Participants may also change regimes during their time on programme, which may mean the types of activity they can be mandated to is limited, or they cannot be mandated to activities at all. Changes during participation will be notified by DWP. See Section titled ‘Change of Circumstances’ beginning at 2.146 for further information.

2.107 UC claimants in the IWSR can be mandated to attend an appointment or undertake an activity. Where a Participant moves regimes during their time on the Restart provision, they may only be able to be mandated to certain kinds of activities or may not be mandated at all. Further information on each regime and the impact to mandation will be included within the Provider Guidance.

2.108 Where a claimant moves to the Work Preparation Regime (WPR) they are required to attend Work Focussed Interviews, prepare for work and report any change of circumstances to the UC Service Centre. The Restart Provider may mandate Participants in the WPR to attend appointments where the aim is any or a combination of:

· assessing prospects for remaining in or finding paid work;

· coaching Participants to remain in or find work; or

· identifying training or educational opportunities.

2.109 The Restart Provider may mandate Participants in the WPR to undertake work preparation activities, for example attending a skills assessment or preparing a CV. The Restart Provider must not mandate the Participant to undertake work search activities, for example carrying out work searches or registering with employment agencies.

2.110 Where a claimant moves to the Work Focussed Interview Regime (WFIR) they are required to attend Work Focussed interviews. The Restart Provider may mandate Participants in the WFIR to attend appointments to encourage them to think about work now and in the future and consider the steps they could take to prepare for work. The Restart Provider must not mandate them to any other activity.

2.111 Where a claimant moves to the No Work Related Requirements Regime (NWRRR) or Light Touch Regime (LTR) they can access support on a voluntary basis. The Restart Provider must not mandate them to undertake any activity.

[bookmark: _Toc58505323]Raising a compliance doubt to the department

2.112 If a Participant fails to undertake a mandatory activity, the Restart Provider must notify the UC Service Centre via unencrypted email promptly for consideration. This notification is a compliance doubt referral. There is no minimum or maximum timeframe for raising a compliance doubt outlined in legislation, however the policy requirement is that the Restart Provider must raise a doubt as quickly as possible after the mandatory failure, to support quick decision-making to the right outcome.

2.113 A compliance doubt referral must be made for every instance a Participant fails to undertake a mandatory activity. 

2.114 DWP have included a compliance doubt referral template in the Provider Guidance which must be used to notify every mandatory failure.

2.115 The Restart Provider will be required to confirm within the compliance doubt referral that they have made non-mandatory attempts to engage with the Participant before utilising mandation. They will not be required to evidence them, but must record these efforts on internal systems.

2.116 The Restart Provider must continue to attempt engagement with the Participant after making a compliance doubt referral – they must not wait for the referral outcome to be notified. The Restart Provider must continue to attempt engagement as quickly as possible to make the best use of the Participant’s remaining time on provision. It also provides the Participant with the earliest opportunity to comply and bring any sanction applied to an end. Whilst DWP does not prescribe what this engagement looks like, this should be in line with the Restart Provider’s non-mandatory engagement and may include a variety of methods, including home visits where possible and safeguarding concerns exist.

2.117 Where the Restart Provider has raised a compliance doubt, further mandation must only be utilised where the Participant continues to not engage on a non-mandatory basis and the outcome has been returned with no sanction being imposed.

2.118 The only exception is where a sanction has been imposed for activity and the Restart Provider feels it is appropriate to mandate the Participant to a different type of activity. For example, a sanction may be imposed for failure to attend a training session and the Restart Provider would like to mandate the Participant to attend an appointment. The policy intent is not to repeatedly mandate to the same type of activity while there is an open-ended sanction in place.

2.119 DWP will notify the Restart Provider of the outcome for every compliance doubt referred, including where a referral has been cancelled. An SLA on turnaround time will not be in place with DWP Decision Makers, as each case is determined taking into account the individual and their circumstances. DWP recognises the importance of outcomes being notified in a timely manner to inform ongoing engagement including the future use of mandation and will monitor this during live running.

2.120 Where a sanction has not been imposed, for example where it is established the claimant has good reason for the failure, the reasons will be contained in the notification to inform ongoing engagement.

[bookmark: _Toc58505324]Participant Compliance

2.121 Where the Participant has subsequently undertaken the mandatory activity, or has met the agreed compliance condition, the Restart Provider must notify DWP of the compliance.

2.122 Where the Restart Provider makes a compliance doubt referral and subsequently the requirement is no longer appropriate, they must also notify DWP.

2.123 The Restart Provider must always notify DWP promptly, even if they have not been notified that a sanction has been imposed.

2.124 DWP will include a notification template within the Provider Guidance which must be used to notify compliance.

[bookmark: _Toc58505325]Identifying a potential Work Search, Work Availability or Work Preparation doubt


2.125 Participants in the IWSR will have agreed work search, work preparation and work availability requirements with their JCP work coach to claim benefit.

2.126 During interactions with the Participant, the Restart Provider may identify a potential doubt. They may notify DWP using a notification which will be included within the Provider Guidance.

2.127 The JCP work coach responsible for the Participant will consider the information provided and determine next steps. 

2.128 Depending on their assessment, the JCP work coach may discuss the potential doubt further with the Participant, and may utilise three-way conversations to involve the Restart Provider.

2.129 The JCP work coach will consider the information alongside all other agreed requirements and where they identify a doubt exists they will raise a formal doubt to a DWP Decision Maker for consideration.

2.130 The JCP work coach will notify the Restart Provider of the outcome of every potential doubt notified to them, including where they have not progressed to a formal doubt.

[bookmark: _Toc524014844][bookmark: _Toc58505326]In-Work Support 

2.131 There is no requirement for Providers to offer in-work support once the Participant enters employment. Providers may continue to offer support to Participants to maximise the chance of achieving a Job Outcome within the tracking period.

[bookmark: _Toc58505327]Completing Provision 

[bookmark: _Toc58505328]Completer

2.132 A Participant is deemed as completing Restart provision (a Completer) in either of the following circumstances: 

· they have completed 365 days on Restart provision and have not achieved the Job Outcome;

· where the Participant has achieved the employed or self-employed Job Outcome.

2.133 There is no requirement for the Provider to deliver support beyond this point.

2.134 Restart Completers who are in receipt of UC in the following regimes will return to the JCP work coach for further support:

· Intensive Work Search Regime

· Work Preparation Regime

· Work Focussed Interview Regime.

2.135 There is no requirement for the Restart Provider to produce a separate formal exit product.

2.136 The JCP work coach will have received ‘real time’ updates on support delivered during a Participant’s time on programme, through their existing interventions and where ad hoc three-way conversations have taken place. The ‘real time’ updates relate to the regular contact the Work Coach will be having with the Participant throughout their time on Restart, and the opportunity for three-way conversations between the Participant, Provider and Work Coach. These offer the Work Coach and Participant the chance to discuss progress. The ‘real time’ updates do not require Work Coaches to have access to Provider Systems.

2.137 In addition, the JCP work coach may find information about the Restart Completer’s journey useful to ensure they go on to deliver appropriate support. The final Action Plan will outline all individual activities agreed between the Provider and Participant during their time on the Restart provision. This can be utilised to supplement the Restart Completer’s post-exit discussion with the JCP work coach. See section titled ‘Action Plan’ beginning at 2.59 for further information about the Action Plan process.

2.138 Following final scheduled review and issue of the Action Plan, the Restart Provider must encourage the Participants to share the Action Plan with the JCP work coach following their return to JCP.  The JCP work coach will also encourage the Participant as they approach the end of their Allotted Time on the Restart provision to share the Action Plan.

2.139 The Restart Provider is not required to issue a copy of the Action Plan to the JCP work coach.

[bookmark: _Toc58505329]Automatic End Dates


2.140 Restart provision will automatically end on PRaP:

· when day 365 has been reached 

· on achievement of a Job Outcome.

2.141 Once a Participant starts on Restart provision they will remain on provision on the DWP IT systems until they become a Completer or an Early Completer. 

[bookmark: _Toc58505330]Early Completer  

2.142 A Participant is an Early Completer if Restart provision is no longer appropriate for them. 

2.143 Restart provision will no longer be appropriate when a Participant:

· moves outside of England or Wales for a period longer than the remaining time on Restart provision; or

· has a custodial sentence and is residing at Her Majesty’s prison for a period longer than the remaining time on Restart provision; or

· has been diagnosed with a terminal illness and chooses to leave Restart provision; or

· has moved into the UC No Work Related Requirements regime and chooses to leave Restart provision.

2.144 The Provider will need to input an early end date into the DWP IT systems for Early Completers, following notification from JCP. The Provider will also have to do this if a Participant has died. 

[bookmark: _Toc58505331]Manual End Dates


2.145 [bookmark: _Toc524014849][bookmark: _Toc58505332]Providers must manually input the end date on the DWP IT systems for a Participant when they complete Restart provision early (see section titled Early Completer at 2.142).

Change of Circumstances

2.146 It is essential that Providers are in regular contact with the Participant to ensure the latest personal information is held by the Provider. It is the responsibility of the Participant to notify UC of any change in their circumstances that occur whilst attending Restart. If a Provider becomes aware of any change of circumstances which would impact a Participant and their welfare benefits they must remind the Participant of their obligation to notify UC of the change(s).  

2.147 Providers must have processes in place to receive notifications of changes of circumstances from DWP, consider them, and take action when appropriate. When JCP becomes aware of any relevant changes in the Participant’s circumstances, a notification will be sent to a dedicated email inbox which has been agreed by DWP and the Restart Provider via unencrypted email.  Three-way conversations will be used where appropriate to support sharing of change of circumstance (see paragraph 2.24 regarding three-way ongoing conversations).

2.148 Providers will be notified if, as a result of a change in circumstances, the Participant has work search/work availability requirements switched off for a limited period or conditionality is tailored to limit work-related requirements. Where a Participant has a change of circumstances resulting in a change of labour market regime the requirements imposed on the claimant will change to reflect the characteristics of the labour market regime. If Participants move to the No Work Related Requirements regime, they can choose to remain on the programme and JCP will notify Providers so they are aware and Providers should adapt their support accordingly. These Participants will not be able to be mandated to undertake activity. Further information regarding the UC labour market regimes will be included within Provider Guidance.

2.149 A UC agent or JCP work coach will notify the Provider of the following change of circumstances using the appropriate notification form:

· Name

· Address

· Phone number 

· Email address 

· Entitlement to benefit and / or change of Labour Market Regime

· Work search and work availability requirements (including Easements, switching off and tailored conditionality) 

· Vulnerability status

· Appointee / Power of Attorney

· Outcome of a Self-Employment Gateway Interview

· Change of Jobcentre and / or work coach

· Participant is in prison or leaves prison

· Participant decides to leave the programme after moving into NWRR

· Participant death

Please Note: this list is not exhaustive. 

More information about Changes of Circumstances will be included within the Provider Guidance.
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2.150 If a Participant moves to another CPA within England or Wales they will remain the responsibility of the original Provider. It will be the responsibility of the original Provider to arrange appropriate support via their strategic partners to deliver the service requirement until the end of the Participant’s Restart provision. For Participants who move outside of England and Wales for a period that is expected to be longer than the Participant’s remaining time on Restart provision, their Restart provision will end. Any potential Participants who move to England or Wales from Scotland or Northern Ireland will be considered for any relevant provision, including Restart, using the agreed JCP referral routes.  

[bookmark: _Toc58505334]Delivery Location  

2.151 The Provider is required to deliver the Restart provision across the entire CPA via a range of approaches that may include, but is not limited to, fixed delivery premises and outreach services (on a permanent and/or temporary basis). 

2.152 To ensure that Restart is accessible to all Participants, all premises must be easily accessible to Participants, including those using public transport. Premises must meet all legal requirements and provide facilities commensurate with the requirements of this Restart Specification, and be compliant with the Equality Act 2010. Providers will be required to ensure that if Participants have to travel to meetings at the Provider’s premises, they can do so by public transport and such travel will take no longer than 90 minutes in each direction, by a route and means appropriate to their circumstances. Where a Participant’s health condition limits their ability to travel, or for any other reason where DWP have agreed a cap below 90 minutes, the Provider is expected to make appropriate arrangements to meet the Participant, for example at outreach locations. 

2.153 DWP cannot confirm that Providers will be able to locate themselves in JCP sites. If permission is granted, Providers will be able to use DWP premises for business reasons such as meeting the customer for part of their engagement and support on the programme.

[bookmark: _Toc58505335]Inappropriate Referrals

2.154 An inappropriate referral is defined as a referral made where a Participant is either not eligible or not suitable for the provision (see section beginning at 2.1).

2.155 Inappropriate referrals may be identified in exceptional cases, for example where information regarding a claimant’s circumstances is identified after referral. They could be identified either before the Initial Face to Face meeting has happened (potential Participants) or after someone has started on the provision (Participants). In this section, “Participant” means both Participant and potential Participant.

2.156 Should the eligibility and suitability criteria not be met, the Participant will be removed from the provision. However, if the suitability criteria are met, and the Participant meets the discretionary referrals criteria, the Participant will be given the choice whether to continue on the provision. The JCP work coach will discuss this with the Participant and confirm the decision via a change of circumstances notification.

2.157 Likewise, where the eligibility criteria are met, but not the suitability criteria, the Participant will be given the choice to continue on the provision, unless they are already on another DWP contracted employment programme. In such circumstances, they will be removed from the Restart provision to enable them to continue on the first provision. 

2.158 Providers will be informed of the Participant’s decision and any impact that this may have, i.e. of any Easement that has been applied or whether any remedial activity is required by the JCP work coach.

2.159 Where an inappropriate referral is identified by the Provider, the Provider must agree with the JCP work coach prior to actioning in PRaP. Should the inappropriate referral be identified by the JCP work coach, then the JCP work coach will inform the Provider. Guidance on the process will be contained within the Restart Provider Guidance for the correct action to be taken and the rejection reason.

[bookmark: _Toc58505336]Duplicate Referrals

2.160 A duplicate referral is a referral made for a Participant who has already been referred to or is already taking part in the Restart provision.

2.161 Should a potential Participant be referred more than once to this provision but not started on the provision, the earlier referral is deemed to be correct. If the duplication is discovered after the Participant has started, the referral with the (earliest) start is deemed correct. The Participants Allotted Time on the provision will be calculated from this Start Date.

2.162 Where a potential duplicate referral is identified by the Provider, the Provider must confirm with the JCP work coach prior to actioning the new referral in PRaP. Should the duplicate be identified by the JCP work coach, then the JCP work coach will inform the Provider. Guidance on the process will be contained within the Restart Provider Guidance for the correct action to be taken and the rejection reason.

[bookmark: _Toc58505337]Digital Technology

2.163 Providers are encouraged to use existing digital technology and explore the potential of new and emerging technologies, as part of the package of support they provide for Participants. This is both in terms of providing more choice over how the Participant engages with the Provider and the provision of employment support, improving the digital skills of the Participant. This use should recognise the different needs of Participants and adhere to DWP’s confidentially, data sharing policies, security polices and security standards. The Provider must be able to communicate with and receive communications from DWP in line with the DWP email policy. To note, use of technologies may require security risk assessment and Authority approval before commencement.  

[bookmark: _Toc524014856][bookmark: _Toc58505338]Communications, Marketing and Naming Convention

2.164 Restart Providers can decide the best way to promote Restart services and can use their own branding on marketing materials, however ‘Restart´ should appear prominently within all public facing materials. The following sets out acceptable Restart naming conventions:

· the ‘Restart’ name cannot be used merely as a page footer, it must be prominent; 

· the ‘Restart’ name can appear along-side Provider branding within a logo but it must be prominent;

 

· ‘Restart’ must be written in full; and,

· use the correct DWP logo, as set out in the Generic DWP Provider Guidance, and accessed through the DWP Communications Centre.

2.165 The Restart Provider will be required to supply marketing material to JCP outlining the service they will offer to Participants. This will be used to support discussions between the JCP work coach and Participant during referral.

2.166 The Restart Provider can decide the most appropriate format and style of the marketing material and can make local arrangements with JCP how this will be supplied.

2.167 DWP must pre-approve marketing and publicity material which will be shared with JCP to be held on their IT systems only.  This is in addition to the naming conventions at paragraph 2.164.
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Implementation, Service Duration and Outcomes

2.168 The Restart Call-Off services will consist of:

· An implementation period from the Contract Commencement Date to the Service Start Date (by which time the Provider must be ready to receive referrals); then

· Referrals will take place between the Service Start Date and the Referral End Date of up to three years of referrals, dependent upon when the Call-Off Service Start Date occurs; and

· Service delivery will continue for a maximum of 365 days after the last start on provision.

· For both Employed and Self-Employed Outcomes - any Outcome(s) must be achieved within the total of 547 calendar days qualifying period to be eligible for a payment (see paragraphs 5.12 and 5.15).

· Providers will need to track and claim Self-Employed Outcomes themselves and submit claims through the DWP PRaP system.  Claims for a Self-Employed Outcome payment need to be submitted within (i) a maximum of 90 calendar days from the date the conditions for such Self-Employed Outcome have been met and (ii) within a maximum of 637 calendar days from the date the Participant, in respect of whom the Self-Employed Outcome payment is being claimed, started provision.

· Prior to claiming, Providers must have satisfied themselves, hold and can supply upon request  evidence that conditions for a self-employment Outcome have been met. See paragraph 5.14 for evidence requirements.
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Section 3: The Commercial Approach
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3.1 Restart will be called off the CAEHRS Tier 1 under the Light Touch Regime, as defined in the Public Contract Regulations 2015 (PCR). CAEHRS Providers in each of the six Lots will be invited to tender for a contract in that Lot. 

3.2 The six CAEHRS lots will be further divided to produce the following 12 Restart CPAs across England and Wales. DWP will let one Restart contract per CPA. 



		

		

		Estimated

Starts

		Estimated

Contract Value

(£ rounded to nearest £100k)



		CPA 1a

		West Central

		      126,100 

		£252.2million



		CPA 1b

		East Central

		      111,200 

		£222.4 million



		CPA 2a

		North East and Humberside

		      108,500 

		£217.0 million



		CPA 2b

		South and West Yorkshire, Derbyshire and Nottinghamshire

		      145,900 

		£291.8 million



		CPA 3a

		North West

		      108,800 

		£217.6 million



		CPA 3b

		Greater Manchester

		       86,200 

		£172.4 million



		CPA 4a

		South West

		      106,100 

		£212.2 million



		CPA 4b

		South Central

		      112,000 

		£224.0 million



		CPA 5a

		Central and West London

		      174,300 

		£348.6 million



		CPA 5b

		South and East London

		      116,900 

		£233.8 million



		CPA 5c

		Home Counties

		      166,100 

		£332.2 million



		CPA 6

		Wales

		       71,000 

		£142.0 million



		TOTAL 

		1,433,100

		£2,866.2 million







Figure 1 – Map of Restart CPA Structure:
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3.3 The following table shows the local authority regions that are aligned to each Restart CPA:



		CPA Number

		Contract Package Area

		Local Authorities



		1a

		West Central

		Birmingham, Bromsgrove, Coventry, Dudley, Herefordshire, County of, Malvern Hills, Redditch, Sandwell, Shropshire, Solihull, Telford and Wrekin, Walsall, Wolverhampton, Worcester, Wychavon, Wyre Forest



		1b

		East Central

		Aylesbury Vale, Bedford, Blaby, Boston, Cannock Chase, Central Bedfordshire, Charnwood, Corby, Daventry, East Lindsey, East Northamptonshire, East Staffordshire, Harborough, Hinckley and Bosworth, Kettering, Leicester, Lichfield, Lincoln, Luton, Melton, Milton Keynes, Newcastle-under-Lyme, North Kesteven, North Warwickshire, North West Leicestershire, Northampton, Nuneaton and Bedworth, Oadby and Wigston, Rugby, South Holland, South Kesteven, South Northamptonshire, South Staffordshire, Stafford, Staffordshire Moorlands, Stoke-on-Trent, Stratford-on-Avon, Tamworth, Warwick, Wellingborough, West Lindsey



		2a

		North East and Humberside

		County Durham, Craven, Darlington, East Riding of Yorkshire, Gateshead, Hambleton, Harrogate, Hartlepool, Kingston upon Hull, City of, Middlesbrough, Newcastle upon Tyne, North East Lincolnshire, North Lincolnshire, North Tyneside, Northumberland, Redcar and Cleveland, Richmondshire, Ryedale, Scarborough, Selby, South Tyneside, Stockton-on-Tees, Sunderland, York



		2b

		South and West Yorkshire, Derbyshire and Nottinghamshire

		Amber Valley, Ashfield, Barnsley, Bassetlaw, Bolsover, Bradford, Broxtowe, Calderdale, Chesterfield, Derby, Derbyshire Dales, Doncaster, Erewash, Gedling, High Peak, Kirklees, Leeds, Mansfield, Newark and Sherwood, North East Derbyshire, Nottingham, Rotherham, Rushcliffe, Sheffield, South Derbyshire, Wakefield



		3a

		North West

		Allerdale, Barrow-in-Furness, Blackburn with Darwen, Blackpool, Burnley, Carlisle, Cheshire East, Cheshire West and Chester, Chorley, Copeland, Eden, Fylde, Halton, Hyndburn, Knowsley, Lancaster, Liverpool, Pendle, Preston, Ribble Valley, Rossendale, Sefton, South Lakeland, South Ribble, St. Helens, Warrington, West Lancashire, Wirral, Wyre



		3b

		Greater Manchester

		Bolton, Bury, Manchester, Oldham, Rochdale, Salford, Stockport, Tameside, Trafford, Wigan



		4a

		South West

		Bath and North East Somerset, Bournemouth, Christchurch and Poole, Bristol, City of, Cheltenham, Cornwall, Cotswold, Dorset, East Devon, Exeter, Forest of Dean, Gloucester, Mendip, Mid Devon, North Devon, North Somerset, Plymouth, Sedgemoor, Somerset West and Taunton, South Gloucestershire, South Hams, South Somerset, Stroud, Swindon, Teignbridge, Tewkesbury, Torbay, Torridge, West Devon, Wiltshire



		4b

		South Central

		Adur, Arun, Basingstoke and Deane, Bracknell Forest, Brighton and Hove, Cherwell, Chichester, Chiltern, Crawley, East Hampshire, Eastleigh, Elmbridge, Epsom and Ewell, Fareham, Gosport, Guildford, Hart, Havant, Horsham, Isle of Wight, Mid Sussex, Mole Valley, New Forest, Oxford, Portsmouth, Reading, Reigate and Banstead, Runnymede, Rushmoor, Slough, South Bucks, South Oxfordshire, Southampton, Spelthorne, Surrey Heath, Tandridge, Test Valley, Vale of White Horse, Waverley, West Berkshire, West Oxfordshire, Winchester, Windsor and Maidenhead, Woking, Wokingham, Worthing, Wycombe



		5a

		Central and West London

		Barnet, Brent, Camden, City of London, Ealing, Hackney, Hammersmith and Fulham, Haringey, Harrow, Hillingdon, Hounslow, Islington, Kensington and Chelsea, Lambeth, Lewisham, Southwark, Tower Hamlets, Wandsworth, Westminster



		5b

		South and East London

		Barking and Dagenham, Bexley, Bromley, Croydon, Enfield, Greenwich, Havering, Kingston upon Thames, Merton, Newham, Redbridge, Richmond upon Thames, Sutton, Waltham Forest



		5c

		Home Counties

		Ashford, Babergh, Basildon, Braintree, Breckland, Brentwood, Broadland, Broxbourne, Cambridge, Canterbury, Castle Point, Chelmsford, Colchester, Dacorum, Dartford, Dover, East Cambridgeshire, East Hertfordshire, East Suffolk, Eastbourne, Epping Forest, Fenland, Folkestone and Hythe, Gravesham, Great Yarmouth, Harlow, Hastings, Hertsmere, Huntingdonshire, Ipswich, King's Lynn and West Norfolk, Lewes, Maidstone, Maldon, Medway, Mid Suffolk, North Hertfordshire, North Norfolk, Norwich, Peterborough, Rochford, Rother, Rutland, Sevenoaks, South Cambridgeshire, South Norfolk, Southend-on-Sea, St Albans, Stevenage, Swale, Tendring, Thanet, Three Rivers, Thurrock, Tonbridge and Malling, Tunbridge Wells, Uttlesford, Watford, Wealden, Welwyn Hatfield, West Suffolk



		6

		Wales

		Blaenau Gwent, Bridgend, Caerphilly, Cardiff, Carmarthenshire, Ceredigion, Conwy, Denbighshire, Flintshire, Gwynedd, Isle of Anglesey, Merthyr Tydfil, Monmouthshire, Neath Port Talbot, Newport, Pembrokeshire, Powys, Rhondda Cynon Taf, Swansea, Torfaen, Vale of Glamorgan, Wrexham







3.4 The procurement process will consist of the following stages:

1. Stage 1:	Restart Mini-Competition Commercial Dialogue Responses

2. Stage 2a:	Commercial Dialogue Sessions 

3. Stage 2b: Tender Assurance

4. Stage 3:	Restart Final Offer
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3.5 The table below sets out the proposed procurement timetable. This is intended as a guide and whilst DWP does not intend to depart from the timetable, it reserves the right to do so at any stage. Should DWP need to depart from this timetable it will inform Bidders of changes as soon as practicable:

Table 3 – The Commercial Timeline



		Activity

		Date



		Stage 3: Final Offer documentation Issued

		26th February 2021



		Stage 3: Final Offer question and answer log closes

		10:00am 4th March 2021



		Deadline for return of Stage 3: Final Offer responses

		10:00am 15th March 2021



		Stage 3: Final Offer bid evaluation and clarification

		15th March 2021 to 2nd April 2021



		Internal/external governance & approvals

		5th April 2021 to 12th April 2021



		Restart Mini-Competition Contracts awarded

		13th April 2021



		Standstill period

		13th April 2021 to 23rd April 2021



		Restart Contract signature

		26th April 2021



		Go Live Date

		28th June 2021 (see 3.11)












[bookmark: _Toc468459176][bookmark: _Toc471799142][bookmark: _Toc485809603][bookmark: _Toc485818528][bookmark: _Toc527119661][bookmark: _Toc58505343]Contract Duration and Start Date

3.6 The contract duration will incorporate an implementation phase, referral period, service delivery to remaining Participants and a final period to claim payments. The implementation phase will consist of 9 weeks prior to the service delivery date from which new referrals will commence. The referral period will consist of the remaining days of the calendar month in which the service delivery date occurs followed by another 35 months with an option to extend referrals by up to a further 24 months, subject to policy intent, available funding and satisfactory performance. As the Services will be delivered to each Participant for up to 365 days, Providers will continue to deliver the service until 365 days after the last start on the programme. The service delivery period will then be followed by a period of 182 days to achieve and claim final Employed Outcomes and Self-Employed Outcomes and a further 90 days to claim Self-Employed Outcomes. DWP reserves the right to reduce this period, at no cost to DWP, by giving notice to the Provider in accordance with the termination clause in the contract Terms and Conditions. 

3.7 The indicative call-off service delivery Start Date will be 28th June 2021. On the service delivery Start Date, Providers must be ready to receive referrals and offer Participants a place on the Restart programme in line with the requirements outlined in Section 2 of this Call-Off Specification.

[bookmark: _Toc468459177][bookmark: _Toc471799143]The indicative call-off service delivery Start Date will be 28th June 2021. On the service delivery Start Date, Providers must have ready a process or system in place for JCP Work Coaches to book Warm Handovers from 12th July 2021. This can be (but not restricted to):

· An online tool

· A list of available appointments

· Someone to book appointments

Warm Handover appointments will be booked to be undertaken from 12th July 2021. Providers immediately following the warm handover meeting will receive PRaP referrals (from 13th July 2021).

Providers must have Work Coaches available for the Claimant initial Face to Face meeting by 13th July 2021. Not all Face to Face initial meetings need to take place on 13th July 2021, in line with CSS’s Providers having 30 working days to complete this initial meeting with the claimant.
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[bookmark: _Toc58505344]Market Share 

3.8 DWP will limit the number of Contracts awarded under this Restart call-off to any one organisation to a maximum of two Contracts and reserves the right to limit the number of contracts awarded to any one organisation up to 20% of market share in order to preserve, as far as possible, a diverse supply base. Organisations within the same group of companies are considered as one organisation for this purpose.

3.9 DWP will limit a single Provider to being awarded one CPA in any CAEHRS Lot region.

3.10 DWP will consider the extent to which the market share provisions apply before going on to consider whether any of the contracts to be awarded to any single Bidder should be combined. Further information on Market Share is contained in the Instructions to Bidders.
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3.11 DWP anticipates that it will be in a position to name the preferred Providers during Spring/ in accordance with para 3.5 above. DWP may at that stage require the preferred Providers to enter into an Access Agreement to facilitate access to IT systems, sites, data and people.

[bookmark: _Toc471799145][bookmark: _Toc485809606][bookmark: _Toc485818531][bookmark: _Toc527119665][bookmark: _Toc58505346]Standstill Period and Award of contracts

3.12 When the contract documents are ready to be signed, DWP will notify all Bidders of its intention to award the contracts. DWP will not conclude the awards until the end of the standstill period, which will last ten calendar days. Contract signature will follow the end of the standstill period. 

[bookmark: _Toc468459181][bookmark: _Toc471799146][bookmark: _Toc485809607][bookmark: _Toc485818532][bookmark: _Toc527119666][bookmark: _Toc58505347]




Debrief to Unsuccessful Bidders

3.13 At the commencement of the standstill period, DWP will provide all Bidders with feedback on their responses. Unsuccessful Bidders will be provided with details of the characteristics and relative advantages of the successful tender(s). DWP will provide an opportunity for debriefing of unsuccessful Bidders after the standstill period. 

[bookmark: _Toc468459182][bookmark: _Toc471799147][bookmark: _Toc485809608][bookmark: _Toc485818533][bookmark: _Toc527119667][bookmark: _Toc58505348]Transfer of Undertaking (Protection of Employment) Regulations 2006 

3.14 [bookmark: _Toc471799148][bookmark: _Toc485809609][bookmark: _Toc485818534]The parties to any Contract recognise that the Transfer of Undertakings (Protection of Employment) (TUPE) Regulations 2006 may apply in respect of the Services provided, although the DWP makes no representations or warranties in this regard. All Bidders should obtain their own legal advice on the applicability of TUPE. 

[bookmark: _Toc527119668][bookmark: _Toc58505349]Open Book Accounting

3.15 As part of the Cabinet Office Guidance on Open Book Contract Management in Public Sector Contracts, there will be an annual contract review between the Provider and DWP Commercial, Finance and Operational leads. 

3.16 [bookmark: _Toc471799149][bookmark: _Toc485809610][bookmark: _Toc485818535]Open Book Contract Management is a structured process for the sharing and management of costs and operational and performance data between the Provider and DWP. The aim is to promote collaborative sharing of data between parties as part of financial transparency. The outcomes should be a fair price for the Provider, value for money for DWP and performance improvement for both parties over the life of the Contract.

[bookmark: _Toc527119669][bookmark: _Toc58505350]Costs and Expenses

3.17 Bidders are not entitled to claim from DWP any costs or expenses which may be incurred in preparing and/or submitting a tender.  This applies whether or not the Bidders or any other organisation is successful and also applies to any additional cost a Bidder may incur if DWP modifies or amends its requirements or if DWP cancels this procurement for whatever reason.

3.18 DWP reserves the right to discontinue this tendering process at any time and not to award a contract.

[bookmark: _Toc58505351]Working with Small and Medium Enterprises and Voluntary, Community and Social Enterprises

3.19 DWP is committed to supporting the Government commitment to increased spending with third party Providers to go to Small and Medium Enterprises (SMEs) through either direct or indirect spend where it is relevant to the contractual requirement and provides value for money. For Restart, DWP has an aspirational target of at least 40% spend, either directly or indirectly, to be with SMEs. DWP therefore requires Providers to make their sub-contracting (if applicable) opportunities accessible to SMEs and implement SME-friendly policies by:

· opening their supply chain to SMEs by splitting requirements into smaller elements to make them more attractive to the SME market whilst bringing innovation, flexibility and value for money;

· advertising any sub-contracting opportunities above a minimum sub-contract threshold of £25,000 using Contracts Finder or equivalent;

· paying SMEs earlier than the contractual requirement of 30 days from receipt of valid invoice where possible; and

· working with SMEs throughout the contract to develop innovative and cost-effective solutions delivered through the supply chain. 

3.20 DWP is required to provide regular reports to the Cabinet Office on the level of procurement spend with SMEs and Voluntary, Community and Social Enterprises (VCSEs). To measure and accurately report on this, each Restart Provider shall be required to provide and ensure that, where applicable, its sub-contractors provide DWP with such information as it requires to identify the amount the Provider spends on sub-contracting, and separately how much the Provider spends directly with SME or VCSE organisations in the delivery of the contract. Such information shall be provided by Restart Providers on a quarterly basis to DWP or Cabinet Office as required.

3.21 Regular contract review meetings in respect of each Restart Contract will be used to enable both DWP and each Restart Provider to explore continued and increased use of SMEs and VCSEs where appropriate throughout each Restart Contract. Additional information may be requested by DWP from each Restart Provider as regards the volume of business undertaken throughout the supply chain in respect of each Restart Contract.
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[bookmark: _Toc58505353]Introduction

4.1 This section provides an overview of performance management; the Performance Metrics, the approach and requirements of performance management, performance delivery and expectations; and Provider management information.  

4.2 Performance management of all contracted employment provision is underpinned by a robust and prescriptive Performance Management Intervention Regime (PMIR); a structured and escalating course, over four levels, of interaction and intervention, focused on qualitative and quantitative assessment of Provider performance on an in-month, cohort, and cumulative basis.

4.3 The base approach takes a standard monthly view of activity, which includes but is not limited to analysis of MI, review and managing service delivery changes, customer record checks, and on-site delivery reviews. 

[bookmark: _Toc58505354]Performance Metrics

4.4 Provider performance will be reviewed using a suite of measures, the ‘Performance Metrics’. These are the:

· Delivery Fee Standards 

· Customer Service Standards (CSSs)

· Performance Indicator (PI)  

· Tender Performance Level (TPL)

· Minimum Performance Level (MPL)

· Relative Performance

4.5 Where Providers fail to meet one or more of the Performance Metrics, DWP reserves the right to consider failure against the measure(s) as a Performance Indicator/Non Service Failure/Service Failure notifiable to the Provider.   

[bookmark: _Toc58505355]Delivery Fee Standards

4.6 The Year 1 Delivery Fee paid will be contingent upon the respective in-month staffing levels, in both a management and direct delivery role across both the prime Provider and its supply chain, as detailed in the Best and Final Offer (BAFO) received. 

4.7 The Delivery Fee will be distributed as per the detail provided in Section 5 of this Specification.

4.8 If Providers do not meet the required levels as detailed in the BAFO received, performance improvement action may be taken and financial remedy may apply. Further details can be found under the section titled ‘Deferral and Forfeiture of the Delivery Fee’ below, beginning at paragraph 4.47. 

4.9 See paragraphs 4.47 – 4.51 for further details on payment of the Delivery Fee in Y1.  

[bookmark: _Toc58505356]Customer Service Standards (CSSs)

4.10 The Customer Service Standards, reflect the minimum acceptable level of service, to be used on this contract are detailed below:

		

CSS

		1

		Providers must ensure that a Face to Face Initial Meeting is conducted with a Participant and a start is recorded on ICT systems as a minimum: 

(a) 85% of cases within 30 working days of referral and 

(b) 70% of cases within 15 working days of referral.





		

		2

		For all Participants who ‘Start’ on the programme an initial Diagnostic Assessment must be completed and recorded within 8 weeks of the referral.





		

		3

		For all Participants who ‘Start’ on the programme an Initial SMART Action Plan must be completed and signed by the Provider and the Participant within 8 weeks of the referral.



		

		4

		For all Participants, the Provider must deliver 1-2-1 support at least fortnightly.





		

		5

		For all Participants, the Provider must conduct a 1-2-1 Face to Face review meeting no less frequently than every 4 weeks.





		

		6

		For all Participants the Provider must formally reassess the Diagnostic Assessment no less frequently than every 4 months. This must include evaluation of the Participant’s circumstances/barriers, with agreed next steps reviewed and recorded. 



		

		7

		For all Participants the Provider must review and update the SMART Action Plan no less frequently than every 4 weeks.  Action Plans must be signed by both parties and include agreed next steps and activities reflective of Participant and Provider activity and the Participants Diagnostic Assessment.





		

		8

		Providers are required to achieve a high overall Customer Satisfaction rate based on a Customer Satisfaction Survey as detailed in paragraphs 1.32 – 1.33 in this Specification. Success will be measured relative to other CPAs. 







4.11 Attainment against CSS 1 will be determined by MI and attainment against CSSs 2-7 will be determined by a manual, randomly generated and monthly, sample check approach. Where more than one failure is identified, in a given reporting period, against one or more of CSSs 2-7, further investigation will be undertaken.

4.12 Where a Provider fails against any of the CSSs 1-7 this may result in a CSS Service Failure, notified to the Provider, and financial consequences. CSSs 1-7 are independent of eachother and failure to meet any of these CSSs may result in the delivery fee payment being deferred, as described at 4.52. Where a Provider fails against CSS 8, this may result in a Non-Service Failure. Further details on the financial consequences that may result from a CSS Service Failure can be found under the section tited ‘Deferral and Forfeiture of the Delivery Fee’, beginning at 4.47. In applying any deferral the Authority will be fair and reasonable.

[bookmark: _Toc58505357]Performance Indicator 

4.13 DWP will agree a predicted Earnings Performance Indicator with the Provider. This is the number of Participants each Month which the Bidder anticipates would need to have earned an income from employment for the Provider to achieve the relevant Required Number of Outcomes (RNOs). 

4.14 DWP will carry out PI Reviews as part of the performance management of this contract.

[bookmark: _Toc58505358]Tender Performance Level and Minimum Performance Level

4.15 The performance management regime within Restart will be based on monthly Minimum Performance Level (MPL) and Tender Performance Level (TPL) expectations.

4.16 The MPL is set by the Department and is the same for each CPA. The TPL will be agreed with each Provider through the Commercial tender process.

4.17 The MPL and TPL are dynamic measures that produce the Minimum Required Number of Outcomes (MRNOs) and Tender Required Number of Outcomes (TRNOs) respectively, which are to be achieved in any given month of the programme – both are calculated using the same methodology.

4.18 The Minimum Performance Expectation which is used to define the Minimum Performance Level will be 25%. Further information on the MPL, TPL, MRNOs and TRNOs is provided at Annex 8.

4.19 Should the TPL or MPL level fail to be achieved, contractual action may be instigated.

[bookmark: _Toc58505359]




Performance Management approach and requirements

4.20  DWP operates a robust PMIR to ensure contracts deliver value for money for the taxpayer and to ensure Providers are accountable for delivering what is outlined in their contract. Further information can be found in Annex A attached to this Section.

4.21  Providers will be responsible for managing the contract, including addressing poor performance with their sub-contractors. Providers will need to ensure that all systems and processes used for the monitoring of Participants and recording of performance are robust and provide a clear audit trail of evidence, and give confidence to DWP that the Provider and its supply chain are delivering in accordance with the Provider’s contractual obligations. 

4.22 The Provider must appoint named contacts who will work with the DWP Performance Manager (PM) to ensure that the required Performance Metrics are met. 

4.23 DWP will use MI received monthly, quarterly and as requested for the on-going management of the contract, for monitoring and evaluation purposes and for discussion with Providers. This MI includes information obtained from DWP and Her Majesty’s Revenue & Customs (HMRC) IT systems and Providers. Further information can be found in ‘Provider Management Information’ below (paragraphs 4.56 – 4.59).

4.24 DWP PM will review performance and will hold regular Contract Performance Review (CPR) meetings with Providers on an individual contract basis which will focus on achievement of the Performance Metrics and driving continuous improvement.

4.25  Provider performance will be managed on both quantitative and qualitative aspects of the contracts, including, but not limited to, an in-month, rolling three-month, rolling 12-month, cohort, and cumulative basis from day one of the contract. Restart Providers are required to achieve or exceed MPL and TPL in all reporting periods regardless of any over performance in any previous period(s).

4.26 Performance Compliance Officer (PCO) checks will be conducted periodically to assess Provider performance against, but not limited to, CSSs 2-7 as part of the PMIR. 

4.27 DWP will specify the logistics of conducting the checks including use of digital channels.  Where this is Face to Face, the expectation is that they will be centralised in DWP offices. 

4.28 A sample of Participants to be checked will be identified by DWP and sent to Providers five working days prior to the PCO checks being carried out. It is expected that Providers will undertake their own compliance checks on the sample and will return their completed checks to the PCO before the agreed compliance meeting date. This five working day requirement is to ensure Providers can have fully informed discussions with DWP regarding the sample when the compliance checks are carried out.

4.29 Providers are expected to have IT equipment which must comply with the relevant DWP policies for Face to Face and digital use as defined in the Restart Terms & Conditions.  If the meeting is to be Face to Face, Providers must bring the necessary equipment to the meeting to enable DWP to carry out centralised checks of Providers’ systems; this includes the provision of any necessary electronic evidence that is required by the PCO to undertake the checks effectively.

4.30 Providers must update their DWP PM immediately on any changes to information, data, progress, processes, procedures and issues relating to this contract.

4.31 DWP’s performance teams may visit Provider’s premises on an ad hoc (announced and unannounced) basis to investigate performance. 

4.32 At a national level, DWP will host regular Operations, partnership/engagement and stakeholder forums to give a strategic focus to provision performance and delivery. 

4.33 DWP will conduct annual contract reviews providing an opportunity for DWP and the Provider to consider changes to the programme in a collaborative approach. Five key elements have been identified as “in scope” for review at each stage. They are “performance expectations”, “flexibility and future-proofing”, “incentives and improvements”, “customer groups” and “volumes and flows”. More information about annual contract reviews will be included within the Provider Guidance.

Note: This list is not exhaustive and DWP reserve the right to discuss other changes and risks as appropriate. 

4.34 DWP is committed to transparency on how its provisions are working, so Providers need to be aware that MI will be shared with other Providers and may also be included in published official statistics. Providers must treat MI they have access to as confidential, and for their sole use, ahead of formal publication. Official statistics may also include DWP’s assessment of delivery of the services, including but not limited to, the MPLs and CSSs at contract and/or provision level.

4.35 DWP reserves the right to publish data in the public domain on Provider performance against up to three Key Performance Indicators (KPIs) as part of the cross-Government effort to increase transparency around Government’s most important contracts. Data will be reported via the Cabinet Office and will be publicly available. DWP reserves the right to publish the data in the form of a league table either at a contract or provider level and reserves the right to apply weightings to the KPIs at its discretion to create a single, published league table based on the KPIs or any other metric. DWP reserves the right to publish such league tables at any time during or after the contract term.

[bookmark: _Toc58505360]Performance Delivery and Expectations

4.36 On award of the contract to the successful Bidders we expect the Providers to deliver the Performance Metrics.

4.37 The PMIR will be used to manage and measure Providers against the Performance Metrics and DWP will utilise appropriate contractual levers to ensure a high-quality service for all Participants. 

4.38 [bookmark: _Toc3382682]Performance against the Performance Metrics will be reviewed on an in-month, rolling three-month, rolling 12-month cohort, and a cumulative basis from day one of the contract. DWP may carry out reviews over such other periods as it considers appropriate.  

4.39 Where Providers fail to meet one or more of the Performance Metrics, DWP reserves the right to consider failure against the measure(s), and use of the appropriate contractual lever, notifiable to the Provider. 

4.40 All contractual levers may be used both separately and cumulatively from the start of the contract. 

4.41 DWP reserves the right to recover from a Provider any costs or expenses incurred by DWP as a result of invoking formal performance improvement action. 

4.42 HMRC Pay As You Earn (PAYE) data will be used to monitor progress towards meeting the PI (see above). The PMIR framework will be used to address under performance.  If the PI is not met, a plan of action may be implemented including submitting a suitable performance flight path to avoid any future failure to meet TPL/MPL. Nothing in the PMIR shall in any way prejudice the remedies available to DWP for failure to meet the PI or any other Performance Metric. 

4.43 Employed Job Outcomes and Self-Employed Job Outcomes will both count towards the achievement of the TPL/MPL.  However, only one Outcome per Participant will be paid to the Provider and this will need to meet the appropriate Job Outcome criteria. 

4.44 Any Outcome cannot be a mix of self-employment and paid employment. 

4.45 For those in employment, achievement of these Outcomes will be identified automatically by DWP. Further information can be found in Section 5 of the Specification.

4.46 More information on how Self-Employed Outcomes are identified and achieved can be found in Section 5 of this Specification.

[bookmark: _Toc58505361]Deferral and Forfeiture of the Delivery Fee

[bookmark: _Toc58505362]Delivery Fee Standards

4.47 In year 1 of the referral period, if the Provider fails to achieve a Delivery Fee Standard by more than 5%, DWP may require the Provider to forfeit the same percentage less five percentage points of the corresponding Delivery Fee Periodic Payment.

4.48 For example, if the Provider fails to meet 10% of the Delivery Fee Standard to be met by the first Working Day of Delivery Fee Month 1, DWP may require the Provider to forfeit 5% of the Delivery Fee Periodic Payment in respect of Delivery Fee Month 1.

4.49 Where a Provider meets 95% or more of a Delivery Fee Standard, DWP will not require the Provider to forfeit any of the corresponding Delivery Fee Periodic Payment.

4.50 Failure to achieve the respective Delivery Fee Standard and failure to achieve one or more of the CSSs will be treated independently of each other.

4.51 Where a Provider falls below 75% of the respective Delivery Fee Standard this will be considered a Termination Event.

[bookmark: _Toc58505363]


Customer Service Standards (CSSs)

4.52 Where a Provider fails to meet any of the CSSs 1-7 listed in this Specification, DWP has the right to defer each monthly Delivery Fee payment which is due for payment after that CSS measurement point by up to an equivalent amount of fifty percent (50%) of the months 14-36 monthly Delivery Fee payments (the cap), until the Service Failure is rectified. Where deferral has been ongoing for at least six months DWP has the right to require a Provider to forfeit any payments which had been deferred during that period.  In considering and applying such remedies the Authority will seek to act faily and reasonably.

4.53 Where the service delivery period comes to an end, any payments which are deferred at that point are automatically forfeited.  

4.54 The cap on the level of Delivery Fee Payment deferral, as described in 4.52 above, only applies to the amount of Delivery Fee Payment deferred as a result of Service Failure against CSSs. There is no similar or equivalent cap applied against the amount of Delivery Fee Payment forfeiture resulting from Delivery Fee Standard failure.

4.55 DWP’s right to defer or require Providers to forfeit payment of the Delivery Fee where there has been a failure to meet CSSs shall not limit or prejudice in any way DWP’s right to require Providers to forfeit payment of the Delivery Fee where there has been a failure to meet Delivery Fee Standards, nor will it limit or prejudice in any way DWP’s right to take performance management action in respect of such Service Failure. Furthermore, nothing in the PMIR shall in any way prejudice DWP’s ability to withhold payment of the Delivery Fee. 

[bookmark: _Toc58505364]Provider Management Information

4.56 The Provider will be required to provide a Monthly Performance Return (MPR) as part of the MI, containing key data that drives the performance of the contract. The content of the MPR will be determined by DWP and informed by dialogue with the Provider. 

4.57 The MPR will include, but is not limited to, the:

· current caseload sizes per Key Worker against the Provider’s contract specific cap;

· current number of staff across both prime Provider and Supply Chain, role, name, location, and the total FTE assigned to Restart;

· Details of all Participants not having received a Face to Face intervention in the reporting period. 

· Provider view of own performance achieved against the CSSs 2 to 7 inclusive, with applicable narrative to support each performance level; and

· detail of the current supply chain, including delivery share and performance attainment (including job starts and Job Outcomes). 

4.58 The above information will be reviewed by Performance Managers at the Contract Package Review meetings and form part of, as required, additional discussions, which may be Face to Face at a local level.

4.59 DWP may amend and/or supplement the information it requires in the MPR at any time, including but not limited to, amendments to cover the Provider’s organisational structures and mechanisms for delivery of the Services. 

4.60 Providers will also be expected to provide DWP with any information it may require in order to fulfil its legal obligations under legislation including, but not limited to, the Freedom of Information Act 2000, the Data Protection Act 2018 and the General Data Protection Regulatio

[bookmark: _Toc58505365]Annex A

[bookmark: _Toc58505366]Overview of the Performance Management Intervention Regime (PMIR)

DWP operates a robust PMIR to hold Providers to account for performance offers within their Contract and has been developed to support the delivery of Provision.

The aim is to ensure Providers meet the performance levels and CSSs stipulated in the Contract and, where required, take formal action against a Provider, where such performance levels and CSSs are not met.

There are 4 levels of this regime:

· Level 1: Performance Management Regime

· Level 2: Informal action: Performance Manager Led

· Level 3: Informal action: Senior Management Led

· Level 4: Formal action: Senior Management Led

All levels of the PMIR can run independently or concurrently. DWP will be able to take action at any level at any time.

All Contracts must have in place a provider action plan submitted by the Contract Operational Lead to the PM regardless of what intervention level they are in. The provider action plan is required to be in place immediately following the contract implementation period and reviewed at each CPR meeting.

The provider action plan should include how and over what timescale the Provider expects to achieve or exceed MPLs. All actions in the plan should be SMART and longer-term actions should incorporate SMART milestone targets.

[bookmark: _Toc58505367]Level 1: Performance Management Regime (PMR)

May include actions such as:

· DWP holding regular CPR meetings with the Provider at CPA level, which will focus on achieving contractual performance levels and CSSs including but not limited to, on an in-month, rolling 3 month, rolling 12 month, cohort or cumulative basis, in line with the Contract, from Day 1.

· Performance Management on both the quantitative and qualitative aspects of the Contract. Other staff, including those representing JCP districts, may also attend these meetings. Providers will be required to provide monthly MI prior to the CPR 

[bookmark: _Toc58505368]Level 2: Informal action: Performance Manager led

May include actions such as:

· if Level 1 (PMR) shows that the performance levels and customer service standards set out in the Contract may not be achieved, DWP PMs may, but are not obliged to, undertake informal action, by requiring Providers to set up a performance Action Plan regardless of any DWP input. The Action Plan will be used to capture all agreed actions for performance improvement including incremental performance and pipeline data that may lead to outcomes, review dates and the Cohort Management Information to improve the achievement of the performance levels and customer service standards in line with the Contract. The PM may ask for data relating to this to be supplied in the format of a flightpath; the PM will agree the format for this with the Provider if it’s deemed appropriate.

· the Action Plan is to be populated by the Provider and must fully address all concerns. The actions must be specific about the required improvement, and the improvements must be specific, measurable, achievable, realistic and time bound. 

[bookmark: _Toc58505369]Level 3: Informal action: Senior Management led

Can take place regardless of any actions at Level 1 and Level 2 but may include actions such as:

· if the remedial actions captured on the Provider Action Plan are unable to lift performance in order to meet the performance levels and CSSs in the Contract, the DWP PMs can escalate this to enable DWP to undertake further informal action from a central point within DWP Performance Management Team, supported by DWP Commercial

· The Provider will be invited to a meeting to discuss performance and receive a Management letter to request that performance improves. At this stage the Provider will be informed that formal action could be taken in the event that performance doesn’t improve

[bookmark: _Toc58505370]Level 4: Formal action – Referred to DWP Commercial and Commercial Senior Management led

At this stage, DWP will take formal action to address the performance issues, considering and applying where applicable all the remedies available to DWP under the terms and conditions of the Contract.




[bookmark: _Toc58505371]Section 5: Payment Model 

[bookmark: _Toc58505372]Background

5.1 The Restart Payment Model will predominantly be Payment by Results (PbR) to drive sustainable Job Outcomes. 

5.2 DWP will automatically pay for Employed Outcomes, using earnings data provided by HMRC to measure achievement. Self-Employed Outcomes will be based on evidence of trading during the period of self-employment. Providers will track and claim Self-Employed Outcomes. 

[bookmark: _Toc58505373]Summary

5.3 There will be two elements to the Restart Payment Model: 


· a Delivery Fee (see paragraphs 5.4 – 5.9); 

· An Outcome Payment - subject to the conditions set out at paragraphs 5.10 to 5.13 (Self-Employed Outcomes are covered in paragraphs 5.14 – 5.17)

[bookmark: _Toc58505374]Delivery Fee

5.4 The Delivery Fee will be an amount payable by DWP to the Provider on a monthly basis in respect of each month in which referrals are made and the 12 months following up to a maximum of 48 Months. The Delivery Fee will be calculated as follows:

· 30% of the estimated Total Contract Value (TCV) as estimated by DWP.


· it will be paid monthly in arrears at a date to be agreed (without the Provider needing to claim);




5.5 Where the Delivery Fee is determined by DWP in its absolute discretion as due: 

· it will be paid monthly in arrears at a date to be agreed (without the Provider needing to claim);

· the Delivery Fee will be paid for each month throughout the period from the Referral Start Date up to month 48 with the amounts varying through the period to the total 30% of the TCV at inception of the contract;

· Each respective month is paid according to the profile below:



		Month

		Percentage of Total Contract Value Per Month



		1

		4.00%



		2-12

		1.00%



		13-36

		0.50%



		37-48

		0.25%





		

5.6 DWP will conduct pre and post payment validation checks to determine whether the Provider is entitled to receive payment(s) against the respective monthly Delivery Fee Standards of the Delivery Fee in Year 1 of Restart. 

5.7 Providers will be required to submit HR/Payroll information at regular intervals upon which DWP will carry out checks to confirm the numbers/staff in post meet the expected levels.

5.8 In addition, DWP may, at their discretion, carry out checks on a sample-basis or via a full census to ensure staff in post are employed by the Provider and/or Sub-Contractor.

 

5.9 DWP will recover any overpayment(s) including any associated with cost claims failing validation.

[bookmark: _Toc58505375]


Outcome Payments

5.10 The Funding available for Outcome Payments equates to 70% of TCV at inception of the contract.  There is no cap on the number of Outcome Payments that can be achieved.

[bookmark: _Toc58505376]Employed Outcome Payment

5.11 An Employed Outcome payment will be triggered when a Participant earns, in the 547-day (365 + 182) qualifying period from the Participant’s Start Date on Restart, the equivalent of someone working cumulatively for 16 hours per week for 26 weeks earning the National Living Wage 25+ (NLW).  This is called the ‘earnings threshold.’

NOTE: The National Living Wage is reviewed annually, any changes to the rate will be reflected in the earnings threshold expectation for Employed Outcomes. The ‘earnings threshold’ used for measuring achievement of an Employed Outcome will be based on the NLW rate applicable at the point the Outcome criteria described above are met.

5.12 DWP will track HMRC earnings data for a maximum period of 547-days, from the Participant’s Start Date on provision. Annex 2 contains worked examples showing how earnings are tracked and the Employed and Self-Employed Outcome criteria are met.

5.13 For automated Employed Outcomes, any Outcome(s) must be achieved within the total 547 calendar days qualifying period to be eligible for a payment.

[bookmark: _Toc58505377]Self-Employed Outcome Payment

5.14 For any self-employed Participant, a Provider is entitled to claim a Self-Employed Job Outcome payment when the Participant has achieved a cumulative period of not less than 6 months of self-employment within the 547-day qualifying period, having started that 6-month period of self-employment within their 365 days on provision, and the following three requirements are met:


1. the Provider is responsible for assuring themselves that their claim is valid, they hold and can supply upon request, evidence that the Participant was self-employed for the required duration.  In addition, the self-employment itself was organised, developed, regular and carried out in reasonable expectation of profit (although the Participant does not need to have made a specific level of profit the activity across the claim period should be in expectation of profit).

Provider audit-evidence may include, but is not limited to: 

· confirmation that the UCD151 has been uploaded to the Participant’s UC Journal following attendance at a Gateway Intervention

· a business plan or other evidence demonstrating the activity was marketed/advertised in order to generate and or increase income;

· evidence of work generated including ‘jobs’ quoted for and work or delivery of services undertaken or in the pipeline;

· a record of hours spent each week working on the activity and the regularity of the work demonstrating the activity was the Participant’s main employment and was self-employment.

2. the self-employed Participant is considered by DWP, at its reasonable discretion, by checking evidence that is independent of the Provider and their supply chain, to be self-employed for the required duration.  Where UC-defined periods of gainful self-employment and 6 separate self-declared SE earnings recorded on the UC system confirm the Outcome definition requirements are met, an Outcome claim will be paid.  Where initial UC system checks are inconclusive, other sources of evidence utilising DWP systems or confirming the nature and duration of self-employment directly with the Participant will be considered.

Sources considered by DWP could include, but are not limited to:

· UC Gainfully Self-Employed marker plus additional supporting evidence used by JC work coach

· HMRC registration

· Participant contact/confirmation

· Bank statements showing details of recent transactions/earnings

· Invoices, purchase orders received/sent in relation to the running of a business 

· Websites/Social Media

· Where appropriate, evidence that goods sold were obtained for that express intention 

· Additional UC system checks for supporting evidence as required

3. the individual has, if claiming UC for one or more assessment period within the Provider’s cumulative 6-month Job Outcome claim period, fully complied with the requirements of UC in respect of being gainfully self-employed.

Providers should work with the Participant to understand if they have and/or encourage them to: 

· Report a Change of Circumstance / Change of Work & Earnings on UC

· Declare within each 30-day UC Assessment Period all relevant Self-Employed Earnings                 

Please note: 

· Within five working days of a Participant informing a Provider that they have commenced self-employment, the Provider must update the DWP PRaP system with the date the self-employment started. It is important that self-employment details are input to PRaP as failure to do this could result in the payment line in PRaP being closed for the Participant and associated Outcomes will not be claimable. 

· Claims submitted which are incomplete or do not supply enough information to allow the validator to attempt to verify the Outcome will fail the check and will count as attempt 1 of 3 as per paragraph 5.38.  

5.15 Any period of self-employment can only be counted once regardless of whether the Participant has one or multiple self-employed occupations during that period.

5.16 A Provider can only receive one Outcome Payment in respect of a Self-Employed Participant. An Outcome cannot be a mix of self-employment and paid employment.

5.17 For Self-Employed Outcomes, the overall final date that any claims for payment can be accepted will be within a maximum of 637 calendar days from a Participant’s start on Restart provision and within 90 days of the date when the conditions for an Outcome have been met (whichever is sooner). The 637-day figure is made up of the maximum 365 + 182 calendar days qualifying period in which Outcomes are achievable, and a 90-day period to claim the Outcome Payment.

[bookmark: _Toc58505378]Employment of a Participant by a Provider

5.18 Providers cannot claim or receive an Outcome Payment for anyone they or their supply chain partner(s) have employed directly or indirectly, or use/contract with on a self-employed basis. The earnings from any such periods of employment or self-employment with the Provider or its supply chain partner(s) cannot count towards the achievement of an Outcome for either payment or performance purposes. (See Section 4 for more information about performance management). Vacancies with another prime Provider or their suppler chain partner(s), however, will be considered acceptable outcomes. DWP does not foresee a change to its position on participant employment within provider organisations in the near future.

5.19 Providers must notify DWP when they, or a supply chain partner(s) employs a Restart participant within a part of their business directly related to Restart provision, i.e. where the participant is in a role carrying out activities related directly to or supporting delivery of Restart. An example of self-employed work would be where a Provider or a supply chain partner uses/contracts with a participant on the Restart as a private IT contractor to work on their systems.

[bookmark: _Toc58505379]Non-Qualifying Periods and Payments

5.20 Restart Outcome Payments are intended to be made in response to Participants entering sustainable, genuine employment (which can include seasonal work). 

5.21 Situations that are not considered as qualifying periods of employment, or ad-hoc payments that may trigger a non-qualifying Outcome Payment are, Tax refunds, payments in lieu of notice, payments made as a part of being Armed Forces Reservists and other retainer payments.  Providers must inform DWP when they are aware of these payments so that an Outcome Payment is not made. Some scenarios that may trigger a non-qualifying Outcome Payment include, but are not limited to:

· Retainer payments are payments made to employees for periods when no actual work is done. If a retainer fee is paid as an inducement to return to work, the payment cannot be treated as earnings

· A payment for late/outstanding period in lieu of notice from a previous employer

· A payment for outstanding holiday pay from previous employer(s)

· Regular payments made to Armed Forces Reservists as part of their ongoing commitments and activities with HM Forces

· In addition to the above, see paragraphs 5.18-5.19 for information on employing Participants from the Restart programme.

5.22 Providers will also not be eligible to receive an Outcome Payment based on earnings derived from Intermediate Labour Market (ILMs) opportunities. ILMs are designed to provide those that are a long way from the labour market a route into sustainable, genuine employment. They are waged placements together with training, personal support and job search activities, undertaken on a temporary contract. The intent of Restart is to move Participants into sustained employment. Employment that is available through partners that receive payments from providers is inconsistent with this overall intent. As such, earnings through employment obtained via these means should not be counted towards an outcome.

[bookmark: _Toc58505380]Providing Financial Incentives

5.23 Providers must not provide any financial incentive, however funded, to employers (for example funding and/or payment) to support the employment of Participants.

5.24 Providers may provide appropriate services and support to employers to help with the engagement and employment of Participants. Providers must not make a payment, from whatever source, to an employer or offer employers either a full or part contribution towards a Participant’s wage.

5.25 Should a Provider provide funding for equipment or training, this must not be paid directly to the employer in any circumstances. 

5.26 For Participants in self-employment, where the Participant has a clear business plan which would benefit from financial support through either working capital and or equipment, the Provider may provide up to a maximum of £1,000 for working capital and/or equipment per Participant for the purpose of the self-employed business. The Provider must retain evidence of the Business Plan and any payments related to the working capital and/or equipment. A failure to do so could result in the Outcome Payment being disallowed for payment and performance purposes.

5.27 For the purpose of Restart, if the Provider decides to provide working capital and or equipment to an individual to support their self-employed business they should not consider this to be in any form a loan to the individual.

5.28 If DWP discover, upon request or via other means, that a Provider has failed to retain evidence of equipment or training purchases, or has offered a financial incentive (either directly or indirectly e.g. purchased a product from the Participant at an over-inflated price) to secure an employment Outcome, DWP will treat this seriously. Depending on the circumstances, DWP may seek to terminate the contract. 

5.29 [bookmark: _Toc58505381]If an Outcome Payment has been made in the above circumstances and DWP later discover this, DWP will seek to recover these funds.




Accelerator Payment Mechanism

5.30 Price Acceleration takes place when the number of Outcomes achieved by a Provider in respect of a Start Cohort Volume exceeds the volume of Outcomes specified by DWP to allow an increased Outcome Payment to be paid in respect of each Outcome achieved above the volume specified by DWP.

5.31 For each Start Cohort Volume (as defined in Annex 8) starting on the programme, a standard Outcome Payment will be paid for each Outcome up to 21% of Participants achieving Outcomes and a higher Outcome Payment will be paid in respect of all further Outcomes achieved in respect of that Start Cohort Volume. This higher rate payment is set at 140% of the standard rate.

[bookmark: _Toc58505382]Validation of Outcome 

5.32 The validation of job Outcomes will be determined by the type of employment. The Participant will either be:

a. Employed; or 

b. Self-employed

[bookmark: _Toc58505383]Employed Participants

5.33 Employed Restart Participants will be identified by DWP solely using HMRC on-line data submitted by employers each time an employee is paid. Outcomes achieved by Restart Providers will be based on this data.

5.34 DWP will share the following information with Providers, via the RTE Notifications Report, relating to the validation of earnings based Outcomes:

· when a Participant’s earnings are first declared to HMRC, following a confirmed start on the Restart provision; and

· when Participants’ earnings reach both £1,000 and £2,000

· when the earning threshold is reached, and

· when notification is received that a participant’s employment has ended.

5.35 DWP systems will interrogate the data supplied by HMRC to identify when a Restart Participant, during their time on Restart, has cumulative earnings equal to or exceeding the minimum threshold set to constitute an Outcome. Following either the release of an Outcome Payment or on completion of the 547-day qualifying period, a 61-day data consolidation period will follow. This is an accounting process to ensure that all payments are accurate, justified and take into account any late recording, non qualifying payments or adjustments made to HMRC RTI data. DWP reserves the right to review and/or recover payments if we later find errors or subsequent changes/adjustments to the RTI/RTE data that may have contributed to an Outcome Payment being released in error.

[bookmark: _Toc58505384]Self-Employed Participants

5.36 The data supplied by HMRC does not contain earnings from self-employment. Therefore, Self-Employed Outcomes will be based on evidence of trading during the period of self-employment, as set out in paragraph 5.14. Providers will track and claim Self-Employed Outcomes themselves and submit claims through the DWP IT systems. The Provider will retain evidence to support their claims and provide this to DWP on request. Further guidance on evidence will be contained in Restart Provider Guidance. There is no cap on the proportion of Self-Employed Outcomes Providers can claim. 

5.37 DWP will conduct pre and/or post-payment validation checks to determine whether a Provider is entitled to receive/retain payment(s) for the claims submitted. Validation checks will be performed at the optimum time(s) to allow the DWP IT systems to be updated. Eligibility for payment will depend on validation being confirmed independently of the Provider and/or its Supply Chain partners. If DWP identifies any fails whilst completing manual pre-payment validation, the claim will be backed out of the DWP IT systems and will not be paid. If it is found to be a fail at the post-payment stage it will, where extrapolation is not being employed (see paragraphs 5.40 – 5.41) be backed out of the DWP IT systems and the payment recovered from the Provider. If a Provider establishes a subsequent valid Self-Employed Outcome for the Participant, they will be able to update the DWP IT systems and resubmit a claim. Providers should take all reasonable steps to establish the validity of a claim and the information supplied with it. 

5.38 Providers will, in relation to each Self-Employed Outcome for each Participant be afforded up to three attempts to submit a valid claim. Where the Provider submits three individual/separate claims for an Outcome, which do not pass validation or are removed at the Provider’s request, the Provider will relinquish any and all rights to that Outcome Payment including any associated performance).  If a Provider attempts to submit a third claim for that Participant it will be subject to a final reassessment, overseen by a senior member of DWP staff, to ensure all procedures have been followed correctly. DWP will monitor the number of failed claims for assurance and performance management purposes. For the avoidance of doubt three attempts by a Provider to claim a Self-Employed Outcome in respect of a Participant will not prevent the conditions for an Employed Outcome being met in respect of that Participant. 

5.39 Claims which fail any pre-payment validation checks may not be paid. Claims which DWP is unable to conclusively validate or invalidate in post payment validation will be apportioned as passes or fails. Apportioning of these ‘unable to validate’ claims will correspond to the proportion of claims from the same period which were conclusively passed or failed. DWP will recover any overpayment(s) including any associated with claims failing validation and any claims which DWP has been unable to conclusively validate or invalidate and which are apportioned as fails. This will be in accordance with the terms and conditions of the contract.

5.40 Where DWP checks less than 100% of the available claims in any period, it may extrapolate across the total number of self-employed claims from the same period the error rate consequent to checks conducted on a random sample of claims and recover any overpayment(s). Claims validated post payment via sampling and extrapolation will not be individually backed out of PRaP if they fail validation checks. The contract terms and conditions will detail how the error rate will be derived.

5.41 DWP may undertake validation on the basis of a sample or samples of claims. Samples will be drawn on a random basis and may be drawn from some or all of the Provider’s Restart contracts CPAs (with the error rate being extrapolated across the claims from those contracts); from each contract (with the consequent error rate being extrapolated across the claims from the contract from which the sample was drawn); or through a combination of approaches.

[bookmark: _Toc58505385]Payment Qualifying Period 

5.42 Any Outcome must be achieved within the period that a Participant is on Restart or the tracking period; this is a maximum of 547 days from the Participant’s Start Date on Restart. Only Outcomes achieved in this qualifying period are eligible for Outcome Payments. Annex 2 contains worked examples to demonstrate payment qualifying period.

[bookmark: _Toc58505386]Payments to Providers

5.43 All payments will be triggered by the DWP IT systems and paid through a Single Operating Platform (SOP) in line with the amounts agreed in the contract payment schedules, which will be attached to the terms and conditions. DWP can only make direct payments to United Kingdom (UK) bank accounts.




[bookmark: _Toc527119690][bookmark: _Toc58505387][bookmark: _Toc524014892]Section 6: Provider Assurance and Governance

[bookmark: _Toc527119691][bookmark: _Toc58505388]Provider Assurance Team

6.1 The primary purpose of the DWP Contract Management and Partner Delivery (CMPD) Provider Assurance Team (PAT) is to provide the DWP with assurance that Providers’ internal control systems are such that payments made to Providers are in accordance with DWP’s and the Treasury’s requirements. 

6.2 PAT reviews test Providers’ internal control systems to establish how effective they are at managing risk to DWP in relation to CMPD expenditure and service delivery including the arrangements they have with supply chain partners. 

6.3 PAT will review Providers’ internal control systems to assess their ability to manage risk across the following key areas: 

Governance Arrangements – this covers the Providers’ governance arrangements, their systems for tracking and reporting performance and their anti-fraud measures, along with the management of any supply chain partners.

Service Delivery – this includes the Providers’ systems for starting, ending and moving Participants through provision and aims to ensure that DWP receives the service it pays for. 

Claim Procedures and Payments – this aims to ensure that Providers have effective systems in place to support claims for payment, including segregation of duties where appropriate. 

6.4 The PAT operates at a national level enabling it to present Providers operating across regions with a single view of the effectiveness of their systems. Each Provider will have a nominated Senior Provider Assurance Manager who will be their point of contact within DWP for management of assurance related issues/concerns.

6.5 On completion of each PAT review, PAT awards each Provider with an assurance rating from four categories – weak, limited, reasonable, strong.  PAT issues a formal report, detailing the review findings including key strengths and areas for improvement. Where weaknesses are identified the Provider is required to complete an action plan setting out appropriate steps for improvement and this is followed up by the PAT at an agreed time.

6.6 The timescale for a subsequent PAT review is determined by several risk factors; these include the Provider’s current assurance rating, the contract value and intelligence from internal stakeholders. PAT reviews are conducted over a period of up to five months. The resource allocated to each review depends on the complexity of the contract delivery.

6.7 Findings from each review are routinely reported to the relevant Category Managers/ PM’s and other DWP stakeholders. DWP may take action in the following circumstances:

· if, following a weak or limited assurance level from PAT, the Provider’s subsequent assurance level is the same or worse for the same reasons, or if the Provider is awarded a consecutive third weak or limited assurance, regardless of the reasons.

· following a review, if the Provider fails to submit and/or implement the Action Plan within the agreed timescale.

· where there are suspicions that a Provider may be acting inappropriately PAT will refer to the DWP’s Internal Investigations team who are trained to carry out formal investigations.

6.8 DWP may periodically publish Provider assurance levels (but this will not include reports).

6.9 The PAT will work with Providers to ensure they understand what is expected of them, to develop robust systems to support their service delivery model throughout the duration of the Contract.

[bookmark: _Toc58505389]DWP Supplier Code of Conduct

6.10 The Code outlines the standards and behaviours that the government expects of all its Providers when they are working with government, and how Providers can help the government deliver for taxpayers.  Providers that contract with DWP will be expected to operate in accordance with the Code.

Data Security

6.11 DWP has legal and regulatory obligations to verify that the Providers we work with have a reasonable standard of security in place to protect Authority data and assets.  DWP is committed to the protection of its information, assets and personnel and expects the same level of commitment from its Providers (and sub-contractors if applicable). In order to protect the Department appropriately, DWP have recently reviewed its Security Supplier Assurance process and requirements and have made the applicable changes in line with industry good practice. 

6.12 These changes include but are not limited to:

· Updated ‘Security Schedule’.

· Replacement of ‘Security Plans’ with the completion of the ‘Information Security Questionnaire’ as part of the tender submission.

· Compliance with the DWP’s relevant policies and standards, found at gov.uk.

· Certification to industry good practice certifications such as ‘ISO27001’ and ‘Cyber Essentials Plus’.

6.13 Full information about DWP’s security safeguards and requirements can be found in the Terms and Conditions.




Legislation

6.14 Providers must ensure that they remain compliant with current and future changes in the law including any DWP Policy, supporting the Secretary of State in meeting all obligations under the relevant legislation and regulations as set out in the Terms and Conditions. This includes (but is not limited to):

· ensuring Restart supports the DWP’s Public Sector Equality Duty as outlined in the Equality Act 2010;

· providing appropriate services to ensure compatibility with the Equality Act 2010 eg, to enable communication with Participants who do not speak English as a first language, or who are deaf, hearing impaired or have a speech impediment; 

· where the Provider is operating in an area with a high minority ethnic population, materials in the appropriate minority ethnic language must be made available on request; and

· the requirements set out in the GDPR.




[bookmark: _Toc58505390]Glossary of Abbreviations



		

Abbreviation



		Description



		BAFO

		Best and Final Offer



		CAEHRS

		Commercial Agreement for the provision of Employment and Health Related Services



		CMPD

		Contract Management & Partner Delivery



		CPA

		Contract Package Area



		CPR

		Contract Performance Review



		CSF

		Critical Success Factors



		CSS

		Customer Service Standard



		DBS

		Disclosure & Barring Service



		DDA

		Devolution Deal Areas



		DPA

		Data Protection Act



		DWP

		Department for Work and Pensions



		EAD

		Employment Account Division



		GDPR

		General Data Protection Regulation



		GSR

		Government Social Research



		HMRC

		Her Majesty’s Revenue & Customs



		ICE

		Independent Case Examiner



		ILM

		Intermediate Labour Market



		IT

		Information Technology



		ItT

		Invitation to Tender



		IWSR

		Intensive Work Search Regime



		JCP

		Jobcentre Plus



		JETS

		Work & Health Programme Job Entry Targeted Support



		JFS

		Job Finding Support



		JSA

		Jobseekers Allowance



		KPI

		Key Performance Indicator



		LA

		Local Authority



		LEM

		Local Engagement Meetings



		LEP

		Local Enterprise Partnership



		LTR

		Light Touch Regime



		MCA

		Mayoral Combined Authority



		MI

		Management Information



		MPL

		Minimum Performance Level



		MPR

		Monthly Performance Return



		MRNO

		Minimum Required Number of Outcomes



		NINo

		National Insurance Number



		NLW

		National Living Wage



		NWRRR

		No Work Related Requirements Regime



		OFSTED

		Office of Standards in Education



		PAT

		Provider Assurance Team



		PAYE

		Pay As You Earn



		PbR

		Payment by Results



		PCO

		Performance Compliance Officer



		PCR

		Public Contracts Regulations 2015



		PG

		Provider Guidance



		PI

		Performance Indicator



		PM

		Performance Management



		PMIR

		Performance Management and Intervention Regime



		PRaP

		Provider Referral Payment System



		RNOs

		Required Number of Outcomes



		RTE

		Real Time Earnings



		RTI

		Real Time Information



		SAP

		Skills Advisory Panels



		SMART

		Specific, Measurable, Achievable, Realistic and Timebound



		SME

		Small and Medium Enterprise



		SOP

		Single Operating Platform



		SPOC

		Single Point Of Contact



		TCV

		Total Contract Value



		TPL

		Tender Performance Level



		TRNO

		Tender Required Number of Outcomes



		TUPE

		Transfer of Undertakings (Protection of Employment) Regulations



		UC

		Universal Credit



		UK

		United Kingdom



		VCSE

		Voluntary, Community and Social Enterprise



		WFIR

		Work Focussed Interview Regime



		WPR

		Work Preparation Regime
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[bookmark: _Toc58505392]Annex 2: Length of Time on Provision Support and the Tracking Period 

The maximum time on provision is 365 days. Once a Participant starts on Restart provision they remain on provision until they become a Completer or an Early Completer.

When a participant who has started on Restart enters employment, earnings will be tracked until the conditions for an Outcome Payment to be made have been met or up to a maximum of 547 days from their Start Date on provision.  For clarity, the 547-day period is made up of 365 days on provision plus a further 182 days. This 182-day period is known as the “tracking period”.  

A Self-Employed Outcome is achieved when the Participant starts self-employment within the 365-day allotted time on provision and has a cumulative period of 6 months’ self-employment within 547 days from their Start Date on provision.  

The following three pages give examples to demonstrate how length of time on provision, tracking periods on and off employment and tracking period impact on achievement of an Outcome.

· Scenario 1: Participant achieves Employed / Self-Employed Outcome within on-provision support period; single continuous period of employment

· Scenario 2: Participant achieves Employed / Self-Employed Outcome within on-provision support period; multiple periods of employment

· Scenario 3: Participant enters employment within on-provision support period; achieves Employed / Self-Employed Outcome after on-provision support period and within tracking period.
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· Participant starts on provision in June 21 and then starts work in September 21

· Earnings / self-employment is tracked from September 21

· Outcome criteria is met (employed earnings threshold is met or a cumulative period of self-employment is achieved) in March 22. 

· Outcome Payment is made and Participant end date (March 22) automatically recorded on PRaP 

· Note: If this is a self-employed job, the Provider has 90 days from the Outcome becoming valid (Day 273 + 90 days) to submit a claim for payment on PRaP.






Annex 2Scenario 2
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· Participant starts on provision in June 21 and then starts work September 21

· Earnings / self-employment is tracked until work ends in December 21

· As Outcome criteria has not been met and Participant is still on provision, Participant returns to Provider for further pre-work support.

· Participant starts a new period of work in March 22

· Earnings / self-employment is tracked until Outcome criteria is met (employed earnings threshold is met or a cumulative period of 6 months’ self-employment is achieved) in May 22

· Outcome payment is made and participant end date (June 22) is input to PRaP

· Note: If this is a self-employed job, the provider has 90 days from the Outcome becoming valid (Day 364 + 90 days) to submit a claim for payment on PRaP.

Annex 2Scenario 3
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· Participant starts provision in June 21 and then starts work March 22

· Earnings / Self-Employment tracked from March 22 (tracking period starts June 22)

· At Day 365 provision end date is input into PRaP, but as the Outcome criteria has not been met at Day 365, tracking can continue into the tracking period for a further 182 days.

· In September 22 Outcome criteria is met - employed earnings threshold is met or a cumulative period of 6 months’ self-employment is achieved.

· Payment is made and line is closed in PRaP.

· Note: If this is a self-employed job, the Provider has 90days from the Outcome becoming valid (Sept 22 + 90 days) to submit a claim for payment on PRaP.
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[bookmark: _Toc58505393][bookmark: _Toc485809645][bookmark: _Toc485818570]Annex 3: Payment Model  [Not used]

[bookmark: _Annex_4:_Additional][bookmark: _Toc527119699][bookmark: _Toc58505394]Annex 4: Additional Information 

A4.1 This section provides additional information potential Providers should consider when setting out their tender, and expected delivery standards. 

Financial Support for Participants

A4.2 Participants must not be financially worse off by virtue of attending Restart provision. Providers are responsible for travel and additional support costs while Participants are participating. The following paragraphs provide the guidelines used by Jobcentre Plus when determining financial support in these areas. 

Additional Support

A4.3 Additional support is defined as any support that allows a Participant who needs extra help to attend and participate fully in provision (for example clothing, childcare and specialist equipment, for example a specialist keyboard). Providers must, as part of their obligations under the Equality Act 2010, take the necessary steps to obtain and provide special aids or services that might be needed for participation. Potential Providers must include these costs within the financial part of their proposal. Further information relating to specialist equipment can be found at:

https://www.gov.uk/reasonable-adjustments-for-disabled-workers

Travel Expenses

A4.4 The Provider is responsible for funding the Participant’s travel costs to attend Restart provision. If the Participant attends interviews arranged by the Provider, for example to undertake work related activities, job interviews, or other related interviews, then the Provider is responsible for funding their travel costs. 

A4.5 The Provider will be required to actively promote the access to funding for travel expenses to Participants throughout their time on provision.   

A4.6 There is no requirement to provide a Participant with travel expenses once they have moved into work, however, should the Provider wish to offer to fund travel costs, this will be at the Provider’s discretion, will not be claimable from DWP and must be funded by the Provider.

Childcare

A4.7 Where it is a barrier to participation in Restart, childcare must be funded by the Provider. Childcare for attendance should only be funded for an approved activity, if it is provided by:

· carers registered with OFSTED;

· a carer accredited under the Childcare Approval Scheme, run on school premises out of school hours or as an out of hours’ club by a Local Authority; or

· schools or establishments exempted from registration under the Children Act 1989 or operated on Crown property. 

A4.8 The Provider will be required to actively promote the access to funding for childcare costs to the Participant throughout their time on provision.  

A4.9 The Participant can make alternative arrangements. However, costs should not be paid unless the carer is in one of the above categories (see paragraph A4.7). 

A4.10 The child/children must satisfy the age requirement (see below) and be a dependant of and reside with, the Participant. 

A4.11 DWP currently sets its costs for childcare up to the Tax Credit limits. Potential Providers should consider the following limits when developing and pricing their proposals:  

· help with childcare costs can be paid up to, but not including, the first Tuesday in the September following the child’s sixteenth birthday; 

· parents requiring childcare for five days a week can claim up to a maximum of £175 per week for one child and £300 per week for two or more children; and 

· if the Participant is attending an approved activity of less than five days a week, they can claim up to the maximum daily rates of £35 per day for one child and £60 per day for two or more children. 

A4.12 Providers must not recommend particular childcare facilities to Participants. This is to ensure that DWP and/or the Provider does not take on liability for the safety of children. It is the parents’ responsibility to decide with whom they entrust the care of their children. 

A4.13 Providers may choose to arrange for a crèche facility to be on their premises. However, they must ensure it is the parents’ choice whether their child uses the facility. Providers should also ensure that any crèche facilities adhere to current legislation.  

Replacement Caring Costs

A4.14 Providers are expected to fund replacement care costs for Participants who:

· are aged 18 or over; 

· are eligible and currently on Restart; and  

· have spent a significant proportion of their lives providing unpaid support to relatives, partners or friends who are ill, frail, disabled or have a mental health or substance misuse problem. 

A4.15 Carers must be participating in an approved activity and/or incur one-off replacement care costs when attending an interview with a Provider or employer which has been pre-arranged/agreed by the Provider. Other alternatives, such as moving the time/date, should be considered before replacement care costs are paid. 

A4.16 The Providers will be required to actively promote the access to funding for replacement caring costs to Participants throughout their time on provision. 

A4.17 Replacement care costs should not be paid if the replacement care is provided by family members.  

A4.18 Replacement care must be provided by a Local Authority registered Providers, a Local Authority preferred Provider, or a recognised care organisation within the local area. Programme Providers should work with Jobcentre Plus to ensure they meet these criteria. 

A4.19 Providers must not recommend particular replacement care to Participants. The carer, or the person being cared for, must do this. 

Checks for the Disclosure and Barring Service

A4.20 Should any activity agreed between the Participant and Restart Provider require a check as permitted by the Disclosure and Barring Service (DBS), Providers are responsible for the associated costs.  






DWP IT Systems

A4.21 Providers will use the DWP IT systems to receive their referrals, record Participant activity (when Participant starts, completes, ends provision, starts a job and remains in a job for the specified sustained period) and make claims for payments. 

A4.22 Providers will need to have met relevant security requirements before contracts go live.  More information on the DWP IT systems can be found at: 

  https://www.gov.uk/government/publications/provider-referrals-and-payments-prap-system-for-dwp

A4.23 Direct access to the DWP IT systems will be made to the lead Provider. Further information regarding the DWP IT systems actions will be detailed in the Restart PG. 

Interaction with other Provision/Participation in other Programmes/Initiatives

A4.24 For each specific provision, the Generic DWP PG will detail information relating to participation in other programmes and initiatives.

A4.25 Providers are expected to help Participants to access other relevant services for which they are eligible so that Restart provision is experienced as part of a coherent package of support. When Participants are referred to other services, Providers must ensure an effective exchange of information to help deliver a seamless service to the Participant. Any exchange must be in accordance with the Data Protection Act 2018 and the GDPR.

Partnership Working

Providers Working with Government, DWP and JCP

A4.26 During the lifetime of the contracts, there will be regular interactions between Providers and DWP to ensure the effective delivery of the provision. Providers should ensure they establish robust links with local JCP representatives to facilitate effective partnership working. The Provider will be required to inform the JCP when Participants start/leave/complete provision. Guidance on the process will be contained in Restart PG.

A4.27 The Provider will be required to work collaboratively with both DWP and sub-contractors (where applicable) throughout the life of the contract to resolve any delivery and/or supply chain issues and deliver continuous improvement.

A4.28 Transparency throughout the Supply Chain will be key to collaborative working and DWP will require the Provider to share market information and good practice via contract review meetings.

Participant Feedback and Complaints Handling

A4.29 Providers must have an appropriate complaints process (this should apply to the whole supply chain, if appropriate) to attempt to resolve Participants’ complaints. Where complaints cannot be resolved, a Participant can complain to the Independent Case Examiner (ICE), who will mediate between the Provider and Participant to attempt to broker a resolution. 

A4.30 Providers must explain the feedback and complaints processes to Participants at the start of provision as part of their induction. Further information regarding complaint resolution will be detailed in the Restart PG, the Terms and Conditions and DWP Providers complaint resolution core briefing pack.  

https://www.gov.uk/government/publications/complaint-resolution-core-briefing-pack-dwp-provider-guidance/complaint-resolution-core-briefing-pack-dwp-provider-guidance

DWP Customer Charter

A4.31 DWP is committed to providing high quality and efficient services to our customers. The DWP Customer Charter sets out the standards that customers can expect and what their responsibilities are in return.  DWP are dedicated to raising the standards of all our contracted provision and require all Providers and sub-contractors to embed the principles of the Customer Charter into the services they deliver on DWP behalf. The customer charter can be found at: https://www.gov.uk/government/publications/our-customer-charter

Business Continuity

A4.32 As part of the contract implementation, Providers will be asked to supply details of how business continuity arrangements will be implemented and how these requirements will be covered. As part of the contract, DWP expects Providers to:

· provide robust Business Continuity Plans and Disaster Recovery arrangements for all services;

· provide DWP with sufficient evidence to demonstrate these are in place;

 

· regularly test all contingency arrangements, providing relevant evidence and outcomes of tests to DWP via Category  Managers; and

· immediately notify DWP in the event of a business continuity incident or a significant disaster.

Data Sharing and Data Protection

A4.33 DWP treats its information as a valuable asset and considers that it is essential that information must be protected, together with the systems, equipment and processes which support its use. 

A4.34 DWP and Providers will be sharing sensitive personal data about Participants. In order to ensure that data is shared only when appropriate and necessary and in accordance with the Data Protection Act 2018 and the GDPR, all data sharing with DWP is tested in a privacy impact assessment.  This is an internal document designed to provide assurance to DWP as the data controller that the data sharing is lawful and appropriate processes are in place to protect DWP information.
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		Active Definition



		Accelerator Payment

		A higher rate outcome payment which will be paid to providers when the volume of outcomes claimed exceeds the volume specified by DWP.



		Allotted Time

		Is the maximum period of 365 days that a participant can remain on provision from their start date.



		Assessment Period

		A period of one month in which a claimant’s Universal Credit is calculated. For self-employment outcome purposes a month is an Assessment Period.



		Category Manager

		A DWP Manager responsible for dedicated DWP Contract’s and Providers. 



		Claimant

		An individual who is receipt of a DWP benefit



		Cohort period

		All starts on the programme in a calendar month (Cohort management information may be referenced in performance discussions)



		Completer

		An individual who has completed the Restart Programme to which this Call-Off specification relates.

 



		Contract Review Point

		An annual review of costs associated with service delivery 



		Customer Satisfaction Measure

		An independent quarterly survey to establish Participant satisfaction levels with the Restart programme



		Customer Service Standard (CSSs)

		The service levels to which the Call-Off Services are to be supplied by the Provider as set out in Section 4 (MPLs and CSSs) of this Specification.





		Delivery Fee

		The amount(s) payable by DWP to the Provider on a monthly basis in respect of each month in which referrals are made. 



		Delivery Fee Standard

		The required staffing level in both a management and direct delivery role across both the prime Provider and its supply chain, as agreed at BAFO.





		Did Not Start

		“Did not Start” means an individual who has been Referred to the Contractor, and attends the Initial Face to Face meeting with the Contractor, but does not go on to receive Restart Services from the Contractor.



		Did Not Attend

		“Did not Attend” means an individual who has been Referred to the Contractor, but does not attend the Initial Face to Face meeting with the Contractor.



		Early Completer

		A Participant is an Early Completer if Restart provision is no longer appropriate for them as stated in this specification.





		Easement

		A situation where part of a participant Labour Market regime conditionality will not apply or has been relaxed for a set period of time, depending on the participants circumstances.



		Employed Outcome

		When a participant’s cumulative earnings, in the 547-day (365 + 182) qualifying period from the participant’s Start Date on Restart, are the equivalent of someone working for 16 hours per week for 26 weeks earning the National Living Wage (NLW)



		Face to Face

		A meeting where all attendees attend in person (not a Skype meeting or similar).



		Initial Face to Face Meeting

		The Initial Meeting is a Face to Face meeting between the provider and Participant at which the provider will issue the Participant with an induction pack, complete a Diagnostic Assessment and develop a SMART Action Plan



		Jaggaer

		means the DWP e-Procurement Solution (ePS) Portal provided by Jaggaer (previously Bravo Solutions) or such replacement or successor system which the Authority may notify to the Bidder from time to time, which is accessible by the Bidder.



		Key Worker

		A member of the Provider’s staff who supports a Participant with interventions to overcome barriers to work in order to help them move into employment.  




		Local Engagement Meeting

		Monthly CPA-level meetings that include a range of key stakeholders



		Minimum Performance Levels (MPLs)

		The performance levels to which the Services are to be supplied by the Provider, as set out in Section 4 of this Specification. 





		Minimum Required Number of Outcomes (MRNOs)

		The number of outcomes a Provider is required to achieve in a given period, calculated using the Minimum Performance Level (MPL). 



		Month

		A calendar month. 



		Multi Agency Public Protection Arrangements (MAPPA)

		Statutory arrangements for managing sexual, violent and certain other offenders in the community



		Outcome

		An Employed Outcome or a Self-Employed Outcome.





		Outcome

Payment 

		The fee payable by the Authority to the Provider on achievement of an Outcome as set out in Section 5 of this Specification. 



		Participant

		An individual who is taking part in the Restart provision



		Potential Participant

		A claimant who has been identified as eligible and suitable for Restart and has not yet started provision



		PRaP

		Provider Referral Payment System or any alternative system used by DWP for the referral of claimants. 



		Referral

		The referral of a Participant by the JCP to a Provider for participation in Restart provision.	



		Self-Employed Outcome

		When the Participant has achieved a cumulative period of not less than 6 months of self-employment within the 547-day qualifying period, having started that 6-month period of self-employment within their 365 days on provision.



		Start Date

		The Start Date is the date on which the Participant commences the provision and will be the date that the Participant attends their Initial Face to Face meeting with the Provider.



		Tender Required Number of Outcomes (TRNOs)

		The number of Outcomes a Provider is required to achieve in a given period, calculated using the Tender Performance Level (TPL).



		Total Contract Value

		The estimated value of the contract at contract inception and as set out in the Contract Cost Register.



		Validation

		A series of checks carried out by DWP to confirm the criteria and conditions for payments have been met.  These checks can be carried out pre and/or post payment.



		Warm Handover

		The initial conversation between the JCP work coach, Provider and Participant.



		Working Age

		Working Age is defined as starting from 16 years of age. However, in England 16 to 17 year olds who are not in work are required to stay in education or training, so whilst 16-17 year olds can access provision in Wales, in England they cannot. 18 year olds can apply if they are both eligible and suitable.



		Working Day

		Means any day other than a Saturday, Sunday or Public Holiday in England and Wales.
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Annex 6: Other Additional Information 

· Jaggaer e-procurement Portal

http://bravosolution.co.uk/

· DWP Commissioning Strategy 2014

https://www.gov.uk/government/publications/dwp-commissioning-strategy-2014

· DWP Generic Provider Guidance

https://www.gov.uk/government/collections/dwp-Provider-guidance

· Equality Act 2010 (Guidance)

https://www.gov.uk/guidance/equality-act-2010-guidance

· The DWP Single Departmental Plan 2015 - 2020 

https://www.gov.uk/government/publications/dwp-single-departmental-plan-2015-to-2020/dwp-single-departmental-plan-2015-to-2020

· United Nations Convention on the Rights of Person with Disabilities

https://www.un.org/development/desa/disabilities/convention-on-the-rights-of-persons-with-disabilities.html

· Improving Lives, The Work Health and Disability Green Paper

https://www.gov.uk/government/consultations/work-health-and-disability-improving-lives
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		Name



		Produced by

		Retained by/Issued to

		Purpose

		When Produced/Updated

		Notes



		1

		Diagnostic assessment

		Provider

		Retained by Provider

		· To diagnose and record Participant’s current employment barriers, skills and requirements

· Used to support Action Plan development



		· Produced within 8 weeks of Participant referral (at or following Initial Meeting).

Thereafter updated no less frequently than every 4 months during Participant’s time on provision

		Current diagnostic assessment used to inform and support Action Plan.

Provider retains diagnostic assessment for period of contract for audit and compliance checking purposes.



		2

		Action Plan

		Provider 

		Issued to Participant.

Retained by Provider

		· Records Participant’s goals, progress and agreed next steps whilst on provision.

· Helps identify barriers and sets out steps to address them 

· The Action Plan must be completed in collaboration with the Participant and be reflective of the Participants personal needs as well as their barriers to work.

		· Produced within 8 weeks of Participant referral (at or following Initial Meeting). 

· Thereafter updated no less frequently than every 4 weeks during Participants time on provision and signed by Provider and Participant. 



		Provider retains Action Plan for period of contract for audit and compliance checking purposes.
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A8.1 The performance management regime within Restart will be based on    monthly Minimum Performance Level (MPL) and Tender Performance Level (TPL) expectations.

A8.2 The MPL and TPL are dynamic measures that produce the respective Required Number of Outcomes (RNOs) which are to be achieved in any given month of the programme – both are calculated using the same methodology.

A8.3 The Minimum Required Number of Outcomes (RNOs) is produced through Minimum Performance Level. This depends on:

a. Start Cohort Volumes – The number of Participants in each monthly cohort;

b. Minimum Performance Expectation – The minimum proportion of starts the Department expect to achieve an Outcome;

c. Performance Curve – The speed at which the Department expects these Outcomes to accumulate (for an average cohort of starts). i.e. what proportion of the expectation will be achieved in each of the 21 months that a member of a cohort can achieved an Outcome.

A8.4 The performance expectation and curve are produced for each month of starts and then are overlaid on one another as per Figure 2 to generate an in-month expectation for any month of the programme. 

A8.5 The sum of the expectations in any given month (the black dotted line within Figure 2), provides the Minimum Performance Level (MPL) for each month of the programme.

Figure 2: Minimum Performance Level visualisation

[image: ]

A8.6 The final number of Outcomes a provider must achieve in each month of the programme is calculated by applying a Performance Staging adjustment to the MPL for any given month.

A8.7 Performance staging sees a Department determined modifier, which is guided by past economic scenarios, applied to the MPL within each of the 5 years of the programme where an Outcome can be achieved (profile below) - the product of this will be known as the Minimum Required Number of Outcomes (MRNOs).

Year 1 – 85%

Year 2 – 90%

Year 3 - 100%

Year 4 - 115%

Year 5 – 115%



Figure 3: Required Number of Outcomes visualisation
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Tender Performance Level

A8.8 The Tender Performance Level (TPL) will be created in the same way as the MPL described above. However, the Tender Performance Expectation (proportion of starts the Department expect to achieve an Outcome) within it will be derived from the Provider bid, as opposed to being set by the Department.

 

A8.9 The TPL will be used to produce Tender Required Number of Outcomes (TRNOs) by applying the same Performance Staging modifiers used to create MRNOs from the MPL.













Work coach determines potential  Participants eligibility and suitability for Restart



Work coach holds 'Warm Handover' with potential Participant and Provider representative (if no 'warm handover' Provider engages directly) to make introduction, arrange an Initial Face to Face Meeting with the Participant and make the referral on IT systems to Restart.  



Following referral, Provider undertakes initial engagement activity with potential Participant. 







The Provider must engage with the Participant using methods which are appropriate to their individual circumstances.



Provider may utilise mandation where the Participant has not engaged on a non-mandatory basis.



Participants will notify change of circumstances to JCP via their claimant commitment. 



Participant information is shared between JCP and Provider to inform support during Allotted Time.



The Provider must reassess and adapt their support to reflect any change in Participant circumstances.





For all Participants the Provider must formally reassess the Diagnostic Assessment no less frequently than every four months. This must include evaluation of the Participant's circumstances / barriers, with agreed next steps reviewed and recorded. 



For all Participants the Provider must review and update the SMART Action Plan no less frequently than every four weeks.  Action Plans must be signed by both parties and include agreed next steps and activities reflective of Participant and Provider activity and the Participant's Diagnostic Assessment. 













Completer





The Participant achieves a Job Outcome or reaches end of Allotted Time on Restart.



If the Participant reaches end of Allotted Time and is in receipt of UC they return to JCP. They are encouraged to share a copy of their final Action Plan with the JCP WC.

If the Participant is in work at the end of their Allotted Time, a tracking period of 182 days will continue.













Early Completer



The Participant will exit Restart if they have a change in circumstance which means participation is no longer appropriate.



Provider is not required to deliver support beyond this point.





Provider works with the Participant for 365 days to secure sustained employment.



For all Participants, the Provider must deliver 1-2-1 support at least fortnightly.



For all Participants, the Provider must conduct a 1-2-1 Face to Face review meeting no less frequently than every four weeks.







Provider holds initial Face to Face meeting with potential Particiant within 15/30 working days of date the referral was made by Jobcentre Plus and Participant Starts Restart.



For all Participants who Start Restart, the Provider must complete a Diagnostic Assessment within 8 weeks of referral.



For all Participants who Start Restart, the Provider and Participant must complete and sign a SMART Action Plan within 8 weeks of referral. 
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		Restart Question & Answer Log

		Question Number		Question		Answer		Date Answered

		A399		We note that there have been a number of questions raised regarding what documents would be accepted as PDF, for which the Departments default response has been 'see E58, A PDF document is acceptable for the implementation plan but other documents should be in Microsoft Word or Microsoft Excel.' However, like other bidders we request that PDF format should be allowable for certain appendixes, specifically where a word or excel template has not been provided by DWP. In particular, we would like to submit the following in PDF format:

 - Supporting letters - We have previously been required to submit these as PDF to protect the signatures of those providing them and as this is the form in which we receive them. If PDF is not acceptable we would need to convert them into less secure word formats which we do not think advisable.
 - Requested Maps - These are image files which it is more efficient to provide in PDF than to paste as an image into a word document
 - Organisation Charts - As above these are substantial image files and it is more efficient to provide these printed to PDF than inserted into a word document

 Could the Department please confirm it is comfortable for PDF to be used in these circumstances.
		The Authority has reviewed its position on attachments and annexes and revokes all previous questions and answers in favour of the following:

Supporting letters - PDF format
Maps - PDF format
Organisation charts - PDF format
Implementation gantt chart - PDF format

All other documents and annexes are to be provided in Microsoft Office format e.g. word		22 February 2021

		A400		For the avoidance of doubt, will the Authority be re-issuing all response templates which currently contain incorrect references to the specification; for example question 1.1.14 spec reference to be updated to 1.151-1.153?		The Authority will be issuing a full Invitation to Tender pack including, but not limited to, the specification, tender response templates, contract, instructions to bidders at Stage 3: Final Offer		22 February 2021

		A401		 Are bidders able to add additional stakeholders and Specialist supply chain partners into our BAFO response, even though the Tender Assurance process would have been completed by this stage, and those additional partners will not have had the ability to be Tender Assured by DWP?		Bidders can amend stakeholders and supply chain at Stage 3: Final Offer. The Tender Assurance process will have been completed and potentially identified risks of stakeholder and supply chain engagement and involvement in the Restart tender process. In amending / adjusting and / or responding to Stage 3: Final Offer the bidder should also mitigate the risks identified.		22 February 2021

		A402		4.13 - Performance Indicator. Can the Department clarify what the 'Earnings Performance Indicator' is? Is it the number of Job Outcomes expected each month or the number of initial Job Starts each month?		This question will be clarified in the Stage 3: Final Offer documentation. A first earning curve in a similar format to the Tender Performance Level will be set representing a % of cohort expected to achieve first earning. The Authority has also released some data to bidders (19/02/21) providing further detail to support bids.  For Stage 3 Final Offer the Authority is unlikely to now request this curve instead seeking to agree the curver woth preferred bidders prior to contract signature, details will be contained in the STage 3 Final Offer documentation		22 February 2021

		A403		When will we get visibility of the final questions for BAFO?		The Authority will be issuing a full Invitation to Tender pack including, but not limited to, the specification, tender response templates, contract, instructions to bidders at Stage 3: Final Offer		22 February 2021

		A404		Are bidders allowed to change paragraph formatting such as paragraph alignment e.g. to centre text; or line spacing, in order to better present our responses in the templates provided?		Bidders can amend text format with the exception of font style, size and margins.		22 February 2021

		A405		In relation to Self-Employment we have modelled [xx%] with [yy%] reaching outcome – how have DWP factored SE into their curve? Example if they forecast payment within 24 hours rather than the 2 weeks then their curve would not be that different to ours.  		The job Outcome data and curve published by the Authority reflected earned outcomes only and did not include self-employment outcomes.		22 February 2021

		A406		Can we please have clarification around EPI?		See Stage 1 Q and A Log Q A402.  This question will be clarified in the Stage 3: Final Offer documentation. A first earning curve in a similar format to the Tender Performance Level will be set representing a % of cohort expected to achieve first earning. The Authority has also released some data to bidders (19/02/21) providing further detail to support bids.  For Stage 3 Final Offer the Authority is unlikely to now request this curve instead seeking to agree the curver woth preferred bidders prior to contract signature, details will be contained in the STage 3 Final Offer documentation		22 February 2021

		A407		Is there avilability to include an annex alongside HR/Recruitment submissions, focusing on roles and requirements, which would then free up space for further write-up on HR/Recruitment processes instead. 		The Authority will be including an annex to support the HR/Recruitment question at Stage 3: Final Offer.		22 February 2021

		A408		Would DWP place restrictions on advertising job roles during standstill? 		Any activity undertaken by any party during Standstill is at the party's own risk.		22 February 2021

		A409		Has the RTI delay been factored into DWP Curve? 		The illustrative Authority curves include expected data delay - See Stage 1 Q and A Log Q91. The interpretation is correct. The presentation of performance expectation reflects what has been observed in actual earnings data for the period after reaching 12 months in unemployment. The Department recognises that earnings within those early months on programme will be limited and that is reflected in the performance curve presented in the supplementary ‘Guidance for Providers’ document. However, we have evidence that a small proportion of the outcomes achieved will be done so in a period more timely than your explanation within the question.		22 February 2021

		A410		Can an additional Annex be inserted so that a table of individual skills at each role level can be populated? This would free up space for rationale in pages 		The Authority will be including an annex to support the HR/Recruitment question at Stage 3: Final Offer.		22 February 2021

		A411		Performance Staging – If we were to overachieve in year 1 does that offset requirement at back end? 		No, each period of the contract will be managed against the MPL and TPL and therefore each period needs to meet and/or exceed MPL/TPL and in that regard there is no cap on the contract for outcomes achieved		22 February 2021

		A412		Can we share the assumptions made in our curve and how the RTI runs? 		This can be included within your tender response where you believe they support your tender response and the tender question.		22 February 2021

		A413		How does extrapolation operate in respect of earned outcomes and HMRC RTI/RTE data		Extrapolation does not apply to earned outcomes and/or HMRC RTI/RTE data as this is based on actuals.		22 February 2021

		A414		As a prime provider we understand the commitment within the T&C’s for accreditations to be in place or working towards. What is the Authority's view on pass down of these T&Cs to Tier 1, Tier 2 and below supply chain?		See Stage 1 Q and A Log Q A185. We expect the same levels of security to be applied across the provision. The applicability will depend on the services that subcontractor is providing, for instance if a subcontractor is not managing customer data then terms relating to data security would not apply. 
• It is important to note, that if a supplier cannot meet any of the requirements stipulated within the security schedule, that the supplier provides an action plan for meeting the requirement or declares where they will not comply with a requirement within the ISQ response. This will be risk assessed by the Authority in context of the bid and how the preferred bidder intends to deliver the services. An action plan or an agreement to revise the requirements will then be agreed by both parties at preferred bidder stage.
• It is not the Authority’s expectation that the whole supply chain must hold and maintain the Schedule certification requirements (e.g. ISO27001 and Cyber Essentials Plus).  In terms of filtering certification requirements down the supply chain, it will not be applicable in all cases. Following the review of bids, the Authority will decide supply chain certification requirements on a case by case basis. This decision will be a risk based approach and dependent on how the supplier intends to deliver the services through its sub-contractors. If the Supplier does not currently hold the applicable certification, the Authority will work with the Supplier to determine requirement and agree an action plan and timeline for obtaining these accordingly. The final Ts&Cs will be updated to reflect the decision.
		26 February 2021

		A415		T&Cs Subcontractor Accreditations - As a prime provider we understand the commitment within the T&C’s for accreditations to be in place or working towards. What is the Authority's view on pass down of these T&Cs to Tier 1, Tier 2 and below supply chain?		See Stage 1 Q and A Log Q A185. We expect the same levels of security to be applied across the provision. The applicability will depend on the services that subcontractor is providing, for instance if a subcontractor is not managing customer data then terms relating to data security would not apply. 
• It is important to note, that if a supplier cannot meet any of the requirements stipulated within the security schedule, that the supplier provides an action plan for meeting the requirement or declares where they will not comply with a requirement within the ISQ response. This will be risk assessed by the Authority in context of the bid and how the preferred bidder intends to deliver the services. An action plan or an agreement to revise the requirements will then be agreed by both parties at preferred bidder stage.
• It is not the Authority’s expectation that the whole supply chain must hold and maintain the Schedule certification requirements (e.g. ISO27001 and Cyber Essentials Plus).  In terms of filtering certification requirements down the supply chain, it will not be applicable in all cases. Following the review of bids, the Authority will decide supply chain certification requirements on a case by case basis. This decision will be a risk based approach and dependent on how the supplier intends to deliver the services through its sub-contractors. If the Supplier does not currently hold the applicable certification, the Authority will work with the Supplier to determine requirement and agree an action plan and timeline for obtaining these accordingly. The final Ts&Cs will be updated to reflect the decision.
		26 February 2021

		A416		Please can the Authority provide a more detailed description of the Warm Handover process and the systems that will support it? e.g. the system and process for booking the Warm Handover, who will initiate the phone call etc.		See Stage 1 Q and A Log Q A174. The Work Coach will arrange the 3 way conversation towards the end of a conversation with the customer, where they have discussed the customers suitability for the provision. The appointment will be for a future date and as the work coach will still be with/or on the phone to the customer, this will ensure the appointment is arranged for a time convenient to all three parties

. The scheduling of appointments does not necessarily have to be by phone. The Department is open to ideas from suppliers around how this could be done more effectively (access to diaries, available appointment slots etc) given the volume of referrals to be made a more digital option may be more optimal.		26 February 2021

		A417		Recent responses from the Department state that go-live will be 9 weeks after contract signature. Previous clarifications had stated 9 weeks from contract award. Please could the Department confirm whether the 9 week window is from the point of contract award (i.e. before standstill) or from contract signing (i.e. after standstill)?		The Authority will clarify the dates at Stage 3 Final Offer		26 February 2021

		A418		Q1.1.6 asks bidders to specify predicted Earnings Performance Indicator (Earnings PI) figures by month for the contract period, as per paragraph 4.12 of the specification. Please could DWP authorise use of a table as an addendum for this response. A monthly profile for the life of the contract could take up a substantial part of the three pages limit for the question meaning there is less space to answer the qualitative elements of the question. As this is purely a numerical/profile question it would be beneficial for ease of review to present this in a separate Excel document		This question will be clarified in the Stage 3: Final Offer documentation. The Authority is seeking an earning curve in a similar format to the Tender Performance Level and therefore should be a % of cohort expected to achieve first earning.  The Authority has also released some data to bidders (19/02/21) to help bidders determine a potential First Earnings Indicator cohort curve. See Question A402		26 February 2021

		A419		Reference CQ A332 regarding Clause H7 of the Contract. The Authority’s response to A332 (as supported by Clause B2.9 (a)) and the current drafting of Clause H7 means that as a remedy for / or consequence of a Supplier Termination Event, the Authority can cease to make any further payments of the Delivery Fee and claw back any Delivery Fee then being withheld (for potentially completely unrelated CSS failure) and yet require the Supplier to continue to deliver Services indefinitely. Has the Authority considered any of the following (and if so, please can the Authority explain its position on each):

 1. That requiring an organisation to deliver services and fulfil obligations with no consideration (payment of its costs / fees) could lead the significant financial distress of the supplier which might;
 i. exacerbate any delivery issues in relation to RESTART; and /or 
 ii. impact any of the Supplier’s other public sector contracts; and / or
 iii. be wholly at odds with Cabinet Office policy on Corporate Resolution Planning; and /or
 iv. may in itself gives rise to events necessitating the triggering of Schedule 8.6 due to service and financial distress; and/ or
 2. That this could be detrimental to Participants of RESTART who are either ‘in flight’ or ‘new referrals’ entering an unfunded programme? and / or
 3. By implication any of the above could be detrimental to not only the public reputation of the Supplier but also of the Department and public sector procurement in general?		Clause H7.1 (a) and (b), to which the question refers, only relate to the Delivery Fee element of the Fees. The Supplier would still be entitled to receive Outcome Payments in the event the Authority took any action under H7.1(a) and/or (b) following the Supplier triggering a Supplier Termination Event. As an ethical commissioner we will act reasonably in reaching a decision on the degree and course of action to be taken in the event the Supplier triggers a Supplier Termination Event. 		26 February 2021

		A420		Schedule 7 Financial Matters, 7.1 Fees and Payment

 With regard to paragraph 1.4, can the Department clarify how it would intend to address an increase in volumes (against the estimates given in the specification and CCR which form the basis of bidder pricing)? Could the Department also clarify that in the event that there are excess volumes, its intention would be to agree the impact (if any - on the basis that some excess may be absorbable) of such increased volumes both on the services and the fees with the Supplier (both parties acting reasonably)?		The Authority is reviewing this Clause and will provide a  response as soon as possible via a revised draft contract		26 February 2021

		A421		For Q1.1. 6 the second bullet asks:

 Describe how you will proactively manage the achievement of performance levels and customer service standards as detailed at paragraphs 2.5 and 2.6 and paragraph 4.23 of the Specification or outlined within your response below, by you and your supply chain, including the frequency and level of detail of monitoring activity and trend analysis.

 a) Paragraph 2.5 and 2.6 do not relate to performance levels or customer service standards - please can DWP clarify the correct specification reference.
 b) Paragraph 4.23 details the action DWP will take with MI - please confirm this is the correct reference.
 c) It is unclear what "or outlined in your response below" means. Please could DWP clarify the wording of the question.		See Stage 1 Q and A Log Q A258, A259 and A260. The paragraph references are not correct and will be updated prior to BAFO stage. See references 4.4, 4.5 and 4.10. The paragraph references are not correct and will be updated prior to BAFO stage. See references 4.4, 4.5 and 4.10.		26 February 2021

		A422		Can DWP confirm if it expects all organisations listed in appendix 8 to also be listed on 1.4.5 and therefore expect that all organisations have had contact with the Prime bidder?		Question 1.4.5 at stage 1 asked bidders to provide contact details for all organisations named within the bid. This included all organisations named in Appendix 8. The Stage 3 final offer ITT may include different questions so please ensure that you respond to the question as asked at that stage. 		26 February 2021

		A423		Under section 26.3 in the Invitations to Bidders, DWP have set the cohort profiling for the job outcomes achieved at the point when the Bidder expects to receive the payments and not when the outcomes actually occur. Can the Authority confirm once the contract has gone live, this is the profile DWP will follow for payments to the provider and NOT when the outcomes actually occur?		We can confirm that the profile assessed in live running will align to that included in the contract. To  ensure a like for like comparison.		26 February 2021

		A424		Please can you clarify to what extent you expect to see bidders define cohort-specific offers within their Restart proposals?		Bidders should define their offers in accordance with the specification and if there is cohort specific elements of that offer this should be reflected in the bid. 		26 February 2021

		A425		Can DWP provide more clarity on how they see mandation working and how DWP will be involved in that process? At present, [Redacted} do not feel that there is sufficent clarity. 		The department has made mandation available to Restart providers as a tool to encourage engagement, and expects it to be considered where it may be appropriate and reasonable for the Participant and other non-mandatory attempts have not been successful. The department would like to encourage alternative approaches to mandation being explored where relevant. 

Participants in the IWSR will have agreed work search, work preparation and work availability requirements with their JCP work coach to claim benefit. During interactions with the Participant, the Restart Provider may identify a potential doubt. They may notify DWP using a notification which will be included within the Provider Guidance. The JCP work coach responsible for the Participant will consider the information provided and determine next steps. Depending on their assessment, the JCP work coach may discuss the potential doubt further with the Participant, and may utilise three-way conversations to involve the Restart Provider. The JCP work coach will consider the information alongside all other agreed requirements and where they identify a doubt exists they will raise a formal doubt to a DWP Decision Maker for consideration.		26 February 2021

		A426		Point 16 of the Tender Assurance Strategy states that the Tender Assurance Team will prepare a Tender Assurance Report in respect of each Restart Bidder, with a copy provided to the Commercial Dialogue Team and the Bidder themselves for discussion at the third Commercial Dialogue Session. Please confirm when Bidders will receive their Tender Assurance Report		Tender Assurance reports were sent out 3 working days prior to the bidder's 3rd commercial dialogue session. 		26 February 2021

		A427		Could the Authority confirm that where a notice has to be given in writing, this will include the use of email?		Yes, email will be considered 'in writing'. 		26 February 2021

		A428		In question 1.1.9 (supply chain/delivery partners), do bidders have to detail all their supply chain providers and their delivery areas etc, or in the interests of saving space, can we refer to Appendix 2 which provides all this information?		Please respond to the question(s) at set out at Stage 3 Final Offer		26 February 2021

		A429		Will the Caseload response be required at BAFO? If so, and there were no risks raised with the response during Commercial Dialogue, can the original response be resubmitted?		Bidders are likely to be asked about their caseload numbers in some form at stage 3 final offer. Please note the question may be presented differently so the same response may not be appropriate but If no risks were identified on caseloads during tender assurance then no further mitigation will be required. 		26 February 2021

		A430		We understand a new annex will be provided to list roles, including staff numbers. Can we request that this also allows us to put all of the detail required by bullet 1 of Q1.1.12 to prevent duplication (i.e. number of staff, job title, key responsibilities, relevant skills, experience & qualifications)		Your request will be considered. 		26 February 2021

		A431		Can we share any assumptions around how many jobs result in a sustained outcome measure? 		Analysis on the relationship between 1st earnings and outcomes was shared on the 19th February via Jaggaer Messaging. 		26 February 2021

		A432		Will Bidders be asked for a ranked order of CPA preference for BAFO? If so, how/where should that be presented? 		Bidders will be asked for a ranked order of preference and a template will be included in the Stage 3 final offer ITT		26 February 2021

		A433		Will the warm handover be utilising JCP telephony or will this have to be provided by bidders? 		The cost associated with warm handover calls rests with the department and any booking tool with the provider. 		26 February 2021

		A434		Will the updated contract contain any new provisions about DWP’s management of referral volumes? 		The DWP does not intend to include any new drafting within an updated contract in respect of DWP's management of referral volumes.		26 February 2021

		A435		In the Stakeholder Engagement (B) questions for CPA5a and CPA5b there is a reference to London Employer Adviser Network (LEAN). Can DWP clarify whether this is the London Enterprise Adviser Network instead and if so what is the relevance to Restart participants considering that this involves careers advice in schools/colleges?		Yes LEAN does refer to London Enterprise Advisor Network rather than Employer. This was used as an example of the types of organisations you need to consider but we agree that this is an inappropriate reference for our participant group. The reference to LEAN has been removed from the question and will be updated in the ITT documentation. 		26 February 2021

		A436		Q1.1.3 Stakeholder Engagement and Local Integration (B) for CPA2a North East and Humberside refers to "beneficiaries". Can the authority please confirm whether this refers to participants, employers, or both?		Beneficiaries refers to participants on the Restart programme. 		26 February 2021

		A437		Performance Offer table format – Are DWP fully wedded to this or is there scope to allow different format 		The Authority is reviewing the instructions and format of this table and will confirm its position at Stage 3: Final Offer 		26 February 2021






image4.emf
CPA Number Contract Package Area Local Authorities

2b

South and West 

Yorkshire, Derbyshire 

and Nottinghamshire

Amber Valley, Ashfield, Barnsley, Bassetlaw, Bolsover, 

Bradford, Broxtowe, Calderdale, Chesterfield, Derby, 

Derbyshire Dales, Doncaster, Erewash, Gedling, High Peak, 

Kirklees, Leeds, Mansfield, Newark and Sherwood, North 

East Derbyshire, Nottingham, Rotherham, Rushcliffe, 

Sheffield, South Derbyshire, Wakefield
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