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Processing takes place for the purposes of research. This will
include sharing (between DESNZ and the contractor) of the
contact details of relevant stakeholders in other
governmental departments as well as third party
researchers and companies that have interests and
expertise in the non-domestic building space. The
engagement of these individuals is expected under the
terms of the ITT to facilitate identification of sector-specific
data and support recruitment for sector survey samples.

Survey respondent contact details will also held and processed
for the purpose of administering the survey roll out and will
not feature in any final deliverables.

The nature of processing will include the storage and use of
names and business contact details of staff of both the
Authority and the Contractor as necessary to deliver the
services and to undertake contract and performance
management. The Contract itself will include the names and
business contact details of staff of both the Authority and
the Contractor involved in managing the Contract.

Type of
Personal
Data

Names, email addresses, office location, position, and
telephone numbers (which for sole traders may be their
personal telephone number as well as business telephone
number).

Names, business telephone numbers and email addresses,
office location and position of staff of both the Authority and
the Contractor as necessary to deliver the services and to
undertake contract and performance management. The
Contract itself will include the names and business contact
details of staff of both the Authority and the Contractor
involved in managing the Contract.

Categories of
Data
Subject

Staff of the Authority or the Contractor (including volunteers,
agents, and temporary workers), customers/clients,
patients, students/pupils, staff of other governmental
departments and the devolved administrations, academics
working the fields related to the project and companies and
representatives of these companies that own or occupy
non-domestic buildings to be surveyed.

Staff of the Authority and the Contractor, including where those
employees are named within the Contract itself or involved
within contract management.
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Plan for return The Personal Data will be retained by the Contractor for a 6
and month retention period, following which the Contractor will
destruction provide the Authority with a complete and uncorrupted
of the data version of the Personal Data in electronic form (or such
once the other format as reasonably required by the Authority) and
Processing erase from any computers, storage devices and storage
is complete media that are to be retained by the Contractor after the

UNLESS expiry of the Contract and the Contractor retention period.
requiremen The Contractor will certify to the Authority that it has
t under law completed such deletion.
to preserve Where Personal Data is contained within the Contract
that type of documentation, this will be retained in line with the
data Department’s privacy notice found within the Invitation to

Tender.

Locations at All personal data handled by the supplier and its sub-contractors
which the will be handled in line with data sharing best practices, and
Supplier not stored or transferred to servers located outside the UK.
and/or its
Sub-
contractors
process
Personal
Data under
this
Contract

Protective All data will be transferred in line with data sharing best
Measures practices. Only authorised individuals within the Contractor’s
that the organisation (named individuals explicitly part of the project
Supplier team) should be able to access the data for the purposes of
and, where this project only. All data should be held and processed on a
applicable, Data Safe Haven which is ISO 27001 compliant and not
its Sub- transferred (including temporary transfer) or stored on
contractors servers located outside of the UK.
have
implemente
d to protect
Personal
Data
processed
under this
Contract
Agreement
against a
breach of
security
(insofar as
that breach
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of security
relates to
data) or a
Personal
Data
Breach
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Annex 2 - Joint Controller Agreement

1. Joint Controller Status and Allocation of Responsibilities

1.1 With respect to Personal Data under Joint Control of the Parties, the Parties envisage that they shall each be a
Data Controller in respect of that Personal Data in accordance with the terms of this Annex 2 (Joint Controller
Agreement) in replacement of Paragraph 2 of this Schedule 20 (Where one Party is Controller and the other
Party is Processor) and Paragraphs 3.2 -3.12 of this Schedule 20 (Independent Controllers of Personal Data).
Accordingly, the Parties each undertake to comply with the applicable Data Protection Legislation in respect of
their Processing of such Personal Data as Data Controllers.

1.2 The Parties agree that the Supplier:

1.2.1 is the exclusive point of contact for Data Subjects and is responsible for using all rea-
sonable endeavours to comply with the UK GDPR regarding the exercise by Data
Subjects of their rights under the UK GDPR,;

1.2.2 shall direct Data Subjects to its Data Protection Officer or suitable alternative in con-
nection with the exercise of their rights as Data Subjects and for any enquiries con-
cerning their Personal Data or privacy;

1.2.3 is solely responsible for the Parties’ compliance with all duties to provide information
to Data Subjects under Articles 13 and 14 of the UK GDPR;

1.2.4 is responsible for obtaining the informed consent of Data Subjects, in accordance
with the UK GDPR, for Processing in connection with the Services where consent is
the relevant legal basis for that Processing; and

1.2.5 shall make available to Data Subjects the essence of this Annex (and notify them of
any changes to it) concerning the allocation of responsibilities as Joint Controller and
its role as exclusive point of contact, the Parties having used their best endeavours
to agree the terms of that essence. This must be outlined in the Supplier’s privacy
policy (which must be readily available by hyperlink or otherwise on all of its public
facing services and marketing).

1.3 Notwithstanding the terms of Paragraph 1.2, the Parties acknowledge that a Data Subject has the right to ex-
ercise their legal rights under the Data Protection Legislation as against the relevant Party as Controller.

2. Undertakings of both Parties

2.1 The Supplier and the Buyer each undertake that they shall:
2.1.1 report to the other Party every 3 months on:

a) the volume of Data Subject Access Request (or purported Data Subject Ac-
cess Requests) from Data Subjects (or third parties on their behalf);

b) the volume of requests from Data Subjects (or third parties on their behalf) to
rectify, block or erase any Personal Data;

C) any other requests, complaints or communications from Data Subjects (or
third parties on their behalf) relating to the other Party’s obligations under ap-
plicable Data Protection Legislation;
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2.1.2

2.1.3

2.1.4

2.1.5

2.1.6

2.1.7

2.1.8

d) any communications from the Information Commissioner or any other regula-
tory authority in connection with Personal Data; and

e) any requests from any third party for disclosure of Personal Data where com-
pliance with such request is required or purported to be required by Law,

that it has received in relation to the subject matter of the Contract during that period;

notify each other immediately if it receives any request, complaint or communication
made as referred to in Paragraphs 2.1.1(a) to (e);

provide the other Party with full cooperation and assistance in relation to any re-
quest, complaint or communication made as referred to in Paragraphs 2.1.1(¢c) to (e)
to enable the other Party to comply with the relevant timescales set out in the Data
Protection Legislation;

not disclose or transfer the Personal Data to any third party unless necessary for the
provision of the Services and, for any disclosure or transfer of Personal Data to any
third party, (save where such disclosure or transfer is specifically authorised under
the Contract or is required by Law) that disclosure or transfer of Personal Data is oth-
erwise considered to be lawful processing of that Personal Data in accordance with Article 6
of the UK GDPR or EU GDPR (as the context requires). For the avoidance of doubt, the
third party to which Personal Data is transferred must be subject to equivalent obliga-
tions which are no less onerous than those set out in this Annex;

request from the Data Subject only the minimum information necessary to provide
the Services and treat such extracted information as Confidential Information;

ensure that at all times it has in place appropriate Protective Measures to guard
against unauthorised or unlawful Processing of the Personal Data and/or accidental
loss, destruction or damage to the Personal Data and unauthorised or unlawful dis-
closure of or access to the Personal Data;

use all reasonable endeavours to ensure the reliability and integrity of any of its Per-
sonnel who have access to the Personal Data and ensure that its Personnel:

a) are aware of and comply with their duties under this Annex 2 (Joint Controller
Agreement) and those in respect of Confidential Information

b) are informed of the confidential nature of the Personal Data, are subject to
appropriate obligations of confidentiality and do not publish, disclose or di-
vulge any of the Personal Data to any third party where the that Party would
not be permitted to do so;

C) have undergone adequate training in the use, care, protection and handling
of personal data as required by the applicable Data Protection Legislation;

ensure that it has in place Protective Measures as appropriate to protect against a
Personal Data Breach having taken account of the:

a) nature of the data to be protected,
b) harm that might result from a Personal Data Breach;
C) state of technological development; and
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2.1.9

2.1.10

2.1.11

2.1.12

d) cost of implementing any measures;

ensure that it has the capability (whether technological or otherwise), to the extent
required by Data Protection Legislation, to provide or correct or delete at the request
of a Data Subject all the Personal Data relating to that Data Subject that the Supplier
holds; and

ensure that it notifies the other Party as soon as it becomes aware of a Personal
Data Breach:;

where the Personal Data is subject to UK GDPR, not transfer such Personal Data outside of
the UK unless the prior written consent of the non-transferring Party has been obtained and
the following conditions are fulfilled:

a) the transfer is in accordance with Article 45 of the UK GDPR or DPA 2018 Section
73; or
b) the transferring Party has provided appropriate safeguards in relation to the transfer

(whether in accordance with Article 46 of the UK GDPR or DPA 2018 Section 75)
as agreed with the non-transferring Party which could include the International Data
Transfer Agreement (the “IDTA”), or International Data Transfer Agreement Ad-
dendum to the European Commission’s SCCs (the “Addendum™), as published by
the Information Commissioner’s Office from time to time, as well as any additional

measures;
c) the Data Subject has enforceable rights and effective legal remedies;
d) the transferring Party complies with its obligations under the Data Protection Legis-

lation by providing an adequate level of protection to any Personal Data that is trans-
ferred (or, if it is not so bound, uses its best endeavours to assist the non-transferring
Party in meeting its obligations); and

e) the transferring Party complies with any reasonable instructions notified to it in ad-
vance by the non-transferring Party with respect to the processing of the Personal
Data; and

where the Personal Data is subject to EU GDPR, not transfer such Personal Data outside of
the EU unless the prior written consent of non-transferring Party has been obtained and the
following conditions are fulfilled:

a) the transfer is in accordance with Article 45 of the EU GDPR; or

b) the transferring Party has provided appropriate safeguards in relation to the transfer
in accordance with Article 46 of the EU GDPR as determined by the non-transfer-
ring Party which could include relevant parties entering into Standard Contractual
Clauses in the European Commission’s decision 2021/914/EU as well as any addi-
tional measures;

c) the Data Subject has enforceable rights and effective legal remedies;

d) the transferring Party complies with its obligations under the EU GDPR by provid-
ing an adequate level of protection to any Personal Data that is transferred (or, if it is
not so bound, uses its best endeavours to assist the non-transferring Party in meeting
its obligations); and
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e)

the transferring Party complies with any reasonable instructions notified to it in ad-
vance by the non-transferring Party with respect to the processing of the Personal
Data.

2.2 Each Joint Controller shall use its reasonable endeavours to assist the other Controller to comply with any obli-
gations under applicable Data Protection Legislation and shall not perform its obligations under this Annex in
such a way as to cause the other Joint Controller to breach any of its obligations under applicable Data Protec-
tion Legislation to the extent it is aware, or ought reasonably to have been aware, that the same would be a
breach of such obligations

3. Data Protection Breach

3.1 Without prejudice to Paragraph 3.2, each Party shall notify the other Party promptly and without undue delay,
and in any event within 48 hours, upon becoming aware of any Personal Data Breach or circumstances that
are likely to give rise to a Personal Data Breach, providing the Buyer and its advisors with:

3.2

3.1.1

3.1.2

sufficient information and in a timescale which allows the other Party to meet any ob-
ligations to report a Personal Data Breach under the Data Protection Legislation;

all reasonable assistance, including:

a)

b)

d)

co-operation with the other Party and the Information Commissioner investi-
gating the Personal Data Breach and its cause, containing and recovering
the compromised Personal Data and compliance with the applicable guid-
ance;

co-operation with the other Party including using such reasonable endeav-
ours as are directed by the Buyer to assist in the investigation, mitigation and
remediation of a Personal Data Breach;

co-ordination with the other Party regarding the management of public rela-
tions and public statements relating to the Personal Data Breach; and/or

providing the other Party and to the extent instructed by the other Party to do
so, and/or the Information Commissioner investigating the Personal Data
Breach, with complete information relating to the Personal Data Breach, in-
cluding, without limitation, the information set out in Paragraph 3.2.

Each Party shall use all reasonable endeavours to restore, re-constitute and/or reconstruct any Personal Data
where it has lost, damaged, destroyed, altered or corrupted as a result of a Personal Data Breach as it was
that Party’s own data at its own cost with all possible speed and shall provide the other Party with all reasona-
ble assistance in respect of any such Personal Data Breach, including providing the other Party, as soon as pos-
sible and within 48 hours of the Personal Data Breach relating to the Personal Data Breach, in particular:

3.2.1
3.2.2
3.2.3
3.2.4

3.2.5
3.2.6

the nature of the Personal Data Breach;

the nature of Personal Data affected:;

the categories and number of Data Subjects concerned;

the name and contact details of the Supplier's Data Protection Officer or other rele-
vant contact from whom more information may be obtained,;

measures taken or proposed to be taken to address the Personal Data Breach; and

describe the likely consequences of the Personal Data Breach.
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4. Audit

4.1 The Supplier shall permit:

411

41.2

the Buyer, or a third-party auditor acting under the Buyer’s direction, to conduct, at
the Buyer’s cost, data privacy and security audits, assessments and inspections con-
cerning the Supplier's data security and privacy procedures relating to Personal
Data, its compliance with this Annex 2 and the Data Protection Legislation; and/or

the Buyer, or a third-party auditor acting under the Buyer’s direction, access to prem-
ises at which the Personal Data is accessible or at which it is able to inspect any rel-
evant records, including the record maintained under Article 30 UK GDPR by the
Supplier so far as relevant to the Contract, and procedures, including premises under
the control of any third party appointed by the Supplier to assist in the provision of
the Services.

4.2 The Buyer may, in its sole discretion, require the Supplier to provide evidence of the Supplier’'s compliance
with Paragraph 4.1 in lieu of conducting such an audit, assessment or inspection.

5. Impact Assessments

The Parties shall:

5.1 provide all reasonable assistance to each other to prepare any Data Protection Impact Assessment as may be
required (including provision of detailed information and assessments in relation to Processing operations,
risks and measures); and

5.2 maintain full and complete records of all Processing carried out in respect of the Personal Data in connection
with the Contract, in accordance with the terms of Article 30 UK GDPR.

6. ICO Guidance

The Parties agree to take account of any guidance issued by the Information Commissioner and/or any relevant Central
Government Body. The Buyer may on not less than thirty (30) Working Days’ notice to the Supplier amend the Contract
to ensure that it complies with any guidance issued by the Information Commissioner and/or any relevant Central
Government Body.

7. Liabilities for Data Protection Breach

7.1 Iffinancial penalties are imposed by the Information Commissioner on either the Buyer or the Supplier for a
Personal Data Breach ("Financial Penalties") then the following shall occur:

7.1.1

if in the view of the Information Commissioner, the Buyer is responsible for the Per-
sonal Data Breach, in that it is caused as a result of the actions or inaction of the
Buyer, its employees, agents, contractors (other than the Supplier) or systems and
procedures controlled by the Buyer, then the Buyer shall be responsible for the pay-
ment of such Financial Penalties. In this case, the Buyer will conduct an internal au-
dit and engage at its reasonable cost when necessary, an independent third party to
conduct an audit of any such Personal Data Breach. The Supplier shall provide to
the Buyer and its third party investigators and auditors, on request and at the Suppli-
er's reasonable cost, full cooperation and access to conduct a thorough audit of such
Personal Data Breach;
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7.2

7.3

7.4

7.1.2 if in the view of the Information Commissioner, the Supplier is responsible for the
Personal Data Breach, in that it is not a Personal Data Breach that the Buyer is re-
sponsible for, then the Supplier shall be responsible for the payment of these Finan-
cial Penalties. The Supplier will provide to the Buyer and its auditors, on request and
at the Supplier’s sole cost, full cooperation and access to conduct a thorough audit of
such Personal Data Breach; or

7.1.3 if no view as to responsibility is expressed by the Information Commissioner, then
the Buyer and the Supplier shall work together to investigate the relevant Personal
Data Breach and allocate responsibility for any Financial Penalties as outlined
above, or by agreement to split any financial penalties equally if no responsibility for
the Personal Data Breach can be apportioned. In the event that the Parties do not
agree such apportionment then such Dispute shall be referred to the Dispute Resolu-
tion Procedure set out in Clause 39 of the Core Terms (Resolving disputes).

If either the Buyer or the Supplier is the defendant in a legal claim brought before a court of competent juris-
diction (“Court”) by a third party in respect of a Personal Data Breach, then unless the Parties otherwise agree,
the Party that is determined by the final decision of the court to be responsible for the Personal Data Breach
shall be liable for the losses arising from such Personal Data Breach. Where both Parties are liable, the liability
will be apportioned between the Parties in accordance with the decision of the Court.

In respect of any losses, cost claims or expenses incurred by either Party as a result of a Personal Data Breach
(the “Claim Losses”):

7.3.1 if the Buyer is responsible for the relevant Personal Data Breach, then the Buyer
shall be responsible for the Claim Losses;

7.3.2 if the Supplier is responsible for the relevant Personal Data Breach, then the Supplier
shall be responsible for the Claim Losses: and

7.3.3 if responsibility for the relevant Personal Data Breach is unclear, then the Buyer and
the Supplier shall be responsible for the Claim Losses equally.

Nothing in either Paragraph7.2 or Paragraph7.3 shall preclude the Buyer and the Supplier reaching any other
agreement, including by way of compromise with a third party complainant or claimant, as to the apportion-
ment of financial responsibility for any Claim Losses as a result of a Personal Data Breach, having regard to all
the circumstances of the Personal Data Breach and the legal and financial obligations of the Buyer.

8. Termination

If the Supplier is in material Default under any of its obligations under this Annex 2 (Joint Controller Agreement), the
Buyer shall be entitled to terminate the Contract by issuing a Termination Notice to the Supplier in accordance with
Clause 14 of the Core Terms (Ending the contract).

9. Sub-Processing

In respect of any Processing of Personal Data performed by a third party on behalf of a Party, that Party shall:

9.1

9.2

carry out adequate due diligence on such third party to ensure that it is capable of providing the level of pro-
tection for the Personal Data as is required by the Contract, and provide evidence of such due diligence to the
other Party where reasonably requested; and

ensure that a suitable agreement is in place with the third party as required under applicable Data Protection
Legislation.

32



DocuSign Envelope ID: 30808A0D-245E-4A66-8A30-4E6F750CE029

Crown Copyright 2022
Version: v1.1

10. Data Retention

The Parties agree to erase Personal Data from any computers, storage devices and storage media that are to be
retained as soon as practicable after it has ceased to be necessary for them to retain such Personal Data under
applicable Data Protection Legislation and their privacy policy (save to the extent (and for the limited period) that such
information needs to be retained by the Party for statutory compliance purposes or as otherwise required by the

Contract), and taking all further actions as may be necessary to ensure its compliance with Data Protection Legislation
and its privacy policy.

Schedule 21 (Variation Form)
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This form is to be used in order to change a contract in accordance with Clause 28 of the Core
Terms (Changing the Contract)

Contract Details

This [Buyer] (“the Buyer")
variation is
between:

And

[insert name of Supplier] ("the Supplier™)

Contract [insert name of contract to be changed] (“the
name: Contract”)

Contract [insert contract reference number]

reference

number:

Details of Proposed Variation
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Variation
initiated by:

[delete as applicable: Buyer/Supplier]

Variation
number:

[insert variation number]

Date
variation is
raised:

[insert date]

Proposed
variation

Reason for
the

variation:

[insert reason]

An Impact
Assessmen
t shall be

provided

[insert number] days
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within:
Impact of Variation
Likely [Supplier to insert assessment of impact]
impact of
the
proposed
variation:
Outcome of Variation
Contract This Contract detailed above is varied as follows:
variation:
° [Buyer to insert original Clauses or Paragraphs
to be varied and the changed clause]
Financial Original Contract Value: £ [insert amount]
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variation:
Additional cost due to £ [insert amount]
variation:
New Contract value: £ [insert amount]

1. This Variation must be agreed and signed by both Parties to the Contract and shall only be effective
from the date it is signed by the Buyer

2. Words and expressions in this Variation shall have the meanings given to them in the Contract.

3. The Contract, including any previous Variations, shall remain effective and unaltered except as
amended by this Variation.
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Signed by an authorised signatory for and on behalf of the Buyer

Signature

Date

Name (in Capitals)

Address
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Signed by an authorised signatory to sign for and on behalf of the Supplier

Signature

Date

Name (in Capitals)

Address
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Schedule 22 (Insurance Requirements)

1. The insurance you need to have

1.1 The Supplier shall take out and maintain or procure the taking out and maintenance of the
insurances as set out in the Annex to this Schedule and any other insurances as may be re-
quired by applicable Law (together the “Insurances”). The Supplier shall ensure that each of
the Insurances is effective no later than the Start Date in respect of those Insurances set out
in the Annex to this Schedule and those required by applicable Law; and

1.2

The Insurances shall be:

121
1.2.2

1.2.3

1.24

maintained in accordance with Good Industry Practice;

(so far as is reasonably practicable) on terms no less favourable than those generally
available to a prudent contractor in respect of risks insured in the international insur-
ance market from time to time;

taken out and maintained with insurers of good financial standing and good repute in
the international insurance market; and

maintained until the End Date except in relation to Professional Indemnity where re-
quired under the Annex Part C which shall be maintained for at least six (6) years after
the End Date.
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1.3 The Supplier shall ensure that the public and products liability policy contain an indemnity to
principals clause under which the Buyer shall be indemnified in respect of claims made
against the Buyer in respect of death or bodily injury or third party property damage arising
out of or in connection with the Deliverables and for which the Supplier is legally liable.

2. How to manage the insurance

2.1 Without limiting the other provisions of this Contract, the Supplier shall:

2.1.1 take or procure the taking of all reasonable risk management and risk control
measures in relation to Deliverables as it would be reasonable to expect of a prudent
contractor acting in accordance with Good Industry Practice, including the investiga-
tion and reports of relevant claims to insurers;

2.1.2 promptly notify the insurers in writing of any relevant material fact under any Insur-
ances of which the Supplier is or becomes aware; and

2.1.3 hold all policies in respect of the Insurances and cause any insurance broker effecting
the Insurances to hold any insurance slips and other evidence of placing cover repre-
senting any of the Insurances to which it is a party.
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3. What happens if you aren’t insured

3.1 The Supplier shall not take any action or fail to take any action or (insofar as is reasonably
within its power) permit anything to occur in relation to it which would entitle any insurer to
refuse to pay any claim under any of the Insurances.

3.2 Where the Supplier has failed to purchase or maintain any of the Insurances in full force and
effect, the Buyer may elect (but shall not be obliged) following written notice to the Supplier to
purchase the relevant Insurances and recover the reasonable premium and other reasonable
costs incurred in connection therewith as a debt due from the Supplier.

4. Evidence of insurance you must provide

4.1 The Supplier shall upon the Start Date and within 15 Working Days after the renewal of each
of the Insurances, provide evidence, in a form satisfactory to the Buyer, that the Insurances
are in force and effect and meet in full the requirements of this Schedule.

5. Making sure you are insured to the required amount

5.1 The Supplier shall ensure that any Insurances which are stated to have a minimum limit "in
the aggregate" are maintained at all times for the minimum limit of indemnity specified in this
Contract and if any claims are made which do not relate to this Contract then the Supplier
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shall notify the Buyer and provide details of its proposed solution for maintaining the mini-
mum limit of indemnity.

6. Cancelled Insurance

6.1

6.2

The Supplier shall notify the Buyer in writing at least five (5) Working Days prior to the can-
cellation, suspension, termination or non-renewal of any of the Insurances.

The Supplier shall ensure that nothing is done which would entitle the relevant insurer to can-
cel, rescind or suspend any insurance or cover, or to treat any insurance, cover or claim as
voided in whole or part. The Supplier shall use all reasonable endeavours to notify the Buyer
(subject to third party confidentiality obligations) as soon as practicable when it becomes
aware of any relevant fact, circumstance or matter which has caused, or is reasonably likely
to provide grounds to, the relevant insurer to give notice to cancel, rescind, suspend or void
any insurance, or any cover or claim under any insurance in whole or in part.

7. Insurance claims

71

7.2

The Supplier shall promptly notify to insurers any matter arising from, or in relation to, the De-
liverables, or the Contract for which it may be entitled to claim under any of the Insurances.

In the event that the Buyer receives a claim relating to or arising out of the Contract or the
Deliverables, the Supplier shall co-operate with the Buyer and assist it in dealing with such
claims including without limitation providing information and documentation in a timely man-
ner.

Except where the Buyer is the claimant party, the Supplier shall give the Buyer notice within
twenty (20) Working Days after any insurance claim in excess of 10% of the sum required to
be insured pursuant to Paragraph 5.1 relating to or arising out of the provision of the Deliver-
ables or this Contract on any of the Insurances or which, but for the application of the appli-
cable policy excess, would be made on any of the Insurances and (if required by the Buyer)
full details of the incident giving rise to the claim.
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7.3 Where any Insurance requires payment of a premium, the Supplier shall be liable for and
shall promptly pay such premium.

7.4 Where any Insurance is subject to an excess or deductible below which the indemnity from
insurers is excluded, the Supplier shall be liable for such excess or deductible. The Supplier
shall not be entitled to recover from the Buyer any sum paid by way of excess or deductible
under the Insurances whether under the terms of this Contract or otherwise.
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ANNEX: REQUIRED INSURANCES

1

PART A: THIRD PARTY PUBLIC AND PRODUCTS LIABILITY INSURANCE

Insured

1.1 The Supplier

Interest

To indemnify the Insured in respect of all sums which the Insured shall become legally liable to
pay as damages, including claimant's costs and expenses, in respect of accidental:

(a) death or bodily injury to or sickness, illness or disease contracted by any person;
and
(b) loss of or damage to physical property;

happening during the period of insurance (as specified in Paragraph 5) and arising out of or in

3

connection with the provision of the Deliverables and in connection with this Contract.

Limit of indemnity

The Supplier shall hold the following insurance cover from the Start Date in accordance with this
Schedule:

3.1

professional indemnity insurance [with cover (for a single event or a series of related events
and in the aggregate) of not less than] two million pounds (£2,000,000);

3.2

3.3

public liability insurance [with cover (for a single event or a series of related events and in the
aggregate)] of not less than five million pounds (£5,000,000); and

employers’ liability insurance [with cover (for a single event or a series of related events and in
the aggregate) of not less than] five million pounds (£5,000,000).
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4

Territorial limits

United Kingdom

71
7.2
7.3

7.4

7.5

7.6

7.7
7.8

8.1

Period of insurance

From the date of this Contract for the period of the Contract and renewable on an annual basis
unless agreed otherwise by the Buyer in writing.

Cover features and extensions

Indemnity to principals clause under which the Buyer shall be indemnified in respect of claims
made against the Buyer in respect of death or bodily injury or third party property damage aris-
ing out of or in connection with the Contract and for which the Supplier is legally liable.

Principal exclusions
War and related perils.
Nuclear and radioactive risks.

Liability for death, illness, disease or bodily injury sustained by employees of the Insured aris-
ing out of the course of their employment.

Liability arising out of the use of mechanically propelled vehicles whilst required to be compul-
sorily insured by applicable Law in respect of such vehicles.

Liability in respect of predetermined penalties or liquidated damages imposed under any con-
tract entered into by the Insured.

Liability arising out of technical or professional advice other than in respect of death or bodily
injury to persons or damage to third party property.

Liability arising from the ownership, possession or use of any aircraft or marine vessel.

Liability arising from seepage and pollution unless caused by a sudden, unintended, unex-
pected and accidental occurrence.

Maximum deductible threshold

Not to exceed [Insert: Supplier to insert figure on contract award, such figure will be reviewed
by DESNZ to ensure it is suitable and reasonable] for each and every third party property dam-
age claim (personal injury claims to be paid in full).

PART B: UNITED KINGDOM COMPULSORY INSURANCES

The Supplier shall meet its insurance obligations under applicable Law in full, including, United

Kingdom employers' liability insurance and motor third party liability insurance.
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Schedule 25 (Rectification Plan)

Request for [Revised Rectification Plan

Details of the [Guidance: Explain the Notifiable Default, with
Notifiable Default: clear schedule and clause references as
appropriate]
Deadline for receiving [add date (minimum 10 days from request)]

the [Revised]
Rectification Plan:

Signed by Buyer: Da

Supplier [Revised] Rectification Plan

Cause of the [add cause]
Notifiable Default

Anticipated impact [add impact]
assessment:
Actual effect of [add effect]

Notifiable Default:

Steps to be taken to Steps Timescale
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rectification: 1

[date]
2. [date]
3. [date]
4. [date]
L=l [date]
Timescale for [X] Working Days
complete
Rectification of
Notifiable Default
Steps taken to Steps Timescale
prevent
recurrence of y [date]
Notifiable Default
2, [date]
3. [date]
4. [date]
[...] [date]
Signed by the Dat
Supplier: €
Review of Rectification Plan Buyer
Outcome of review [Plan Accepted] [Plan Rejected] [Revised Plan
Requested]
Reasons for rejection [add reasons]
(if applicable)
Signed by Buyer Dat
€
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Schedule 26 (Sustainability)

Definitions

“Modern Slavery
Assessment Tool”

“Supply Chain Map”

“Waste Hierarchy”

Part A

means the modern slavery risk identification and
management tool which can be found online at:
https://supplierregistration.cabinetoffice.gov.uk/msat

means details of (i) the Supplier, (ii) all
Subcontractors and (iii) any other entity that the
Supplier is aware is in its supply chain that is not a
Subcontractor, setting out at least:

the name, registered office and company
registration number of each entity in the
supply chain;

the function of each entity in the supply chain;
and

the location of any premises at which an
entity in the supply chain carries out a
function in the supply chain;

means prioritisation of waste management in the
following order of preference as set out in the Waste
(England and Wales) Regulation 2011:

(d)
(e)
(f)
(9)
(h)

Prevention;
Preparing for re-use;
Recycling;

Other Recovery; and
Disposal.
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1. Public Sector Equality Duty

1.1.1n addition to legal obligations, where the Supplier is providing a Deliverable to which the
Public Sector Equality duty applies, the Supplier shall support the Buyer in fulfilling its Public
Sector Equality duty under S149 of the Equality Act 2010 by ensuring that it fulfils its
obligations under the Contract in a way that seeks to:

1.1.1. eliminate discrimination, harassment or victimisation and any other conduct prohibited
by the Equality Act 2010; and

1.1.2. advance:

1.1.2.1. equality of opportunity; and

1.1.2.2. good relations,

between those with a protected characteristic (age, disability, gender reassignment, preg-
nancy and maternity, race, religion or belief, sex, sexual orientation, and marriage

and civil partnership) and those who do not share it.
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2. Employment Law

2.1. The Supplier must perform its obligations meeting the requirements of all applicable Law
regarding employment.

3. Modern Slavery

3.1. The Supplier:

3.1.1.

3.1.5.

shall not use, nor allow its Subcontractors to use forced, bonded or involuntary prison
labour;

shall not require any Supplier Staff or Subcontractor Staff to lodge deposits or identity
papers with the employer and shall be free to leave their employer after reasonable
notice;

warrants and represents that it has not been convicted of any slavery or human
trafficking offences anywhere around the world;

warrants that to the best of its knowledge it is not currently under investigation, inquiry
or enforcement proceedings in relation to any allegation of slavery or human trafficking
offences anywhere around the world;

shall make reasonable enquires to ensure that its officers, employees and
Subcontractors have not been convicted of slavery or human trafficking offences
anywhere around the world;
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3.1.6. shall have and maintain throughout the Term its own policies and procedures to
ensure its compliance with the Modern Slavery Act 2015 and include in its contracts
with its Subcontractors anti-slavery and human trafficking provisions;

3.1.7. shall implement due diligence procedures to ensure that there is no slavery or human
trafficking in any part of its supply chain performing obligations under the Contract;

3.1.8. shall prepare and deliver to the Buyer, an annual slavery and human trafficking report
setting out the steps it has taken to ensure that slavery and human trafficking is not
taking place in any of its supply chains or in any part of its business with its annual
certification of compliance with this Paragraph 3;

3.1.9. shall not use, nor allow its employees or Subcontractors to use physical abuse or
discipline, the threat of physical abuse, sexual or other harassment and verbal abuse
or other forms of intimidation of its employees or Subcontractors;

3.1.10. shall not use or allow child or slave labour to be used by its Subcontractors; and

3.1.11. shall report the discovery or suspicion of any slavery or trafficking by it or its
Subcontractors to the Buyer and Modern Slavery Helpline.

4. Environmental Requirements

4.1.The Supplier must perform its obligations meeting in all material respects the requirements of
all applicable Laws regarding the environment.
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4.2.In performing its obligations under the Contract, the Supplier shall, where applicable to the
Contract, to the reasonable satisfaction of the Buyer:

4.2 1. prioritise waste management in accordance with the Waste Hierarchy as set out in Law;

4.2.2. be responsible for ensuring that any waste generated by the Supplier and sent for
recycling, disposal or other recovery as a consequence of this Contract is taken by a
licensed waste carrier to an authorised site for treatment or disposal and that the
disposal or treatment of waste complies with the Law; and

4.2 3. ensure that it and any third parties used to undertake recycling, disposal or other
recovery as a consequence of this Contract do so in a legally compliant way, and can
demonstrate that reasonable checks are undertaken to ensure this on a regular basis
and provide relevant data and evidence of recycling, recovery and disposal.

4 3.In circumstances that a permit, licence or exemption to carry or send waste generated under
this Contract is revoked, the Supplier shall cease to carry or send waste or allow waste to be
carried by any Subcontractor until authorisation is obtained from the Environment Agency.

4.4. In performing its obligations under the Contract, the Supplier shall to the reasonable
satisfaction of the Buyer (where the anticipated Charges in any Contract Year are above £5
million per annum (excluding VAT)), where related to and proportionate to the contract in
accordance with PPN 06/21), publish and maintain a credible Carbon Reduction Plan in
accordance with PPN 06/21.

4.5. The Supplier shall meet the applicable Government Buying Standards applicable to
Deliverables which can be found online at:
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https://www.gov.uk/government/collections/sustainable-procurement-the-government-buying-
standards-gbs.

5. Supplier Code of Conduct

5.1.In February 2019, HM Government published a Supplier Code of Conduct setting out the
standards and behaviours expected of suppliers who work with government which can be
found online at:

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/779660/
20190220-Supplier_Code_of_Conduct.pdf

The Buyer expects to meet, and expects its suppliers and subcontractors to meet, the standards set out in
that Code.

6. Reporting

The Supplier shall comply with reasonable requests by the Buyer for information evidencing compli-
ance with any of the requirements in Paragraphs 1-5 of this Part A above within fourteen (14)
days of such request, [provided that such requests are limited to [two] per requirement per
Contract Year].

Part C

1. Social Value

1.1 The Supplier shall provide a Social Value Report to the Buyer as outlined in Table A.

Table A: Social Value Report
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Required Detail Frequency

A high-level summary of the Supplier's | Quarterly
performance against the
Social Value priorities over the
relevant period

Performance by the Supplier against Quarterly
each of the Social Value KPlIs set
out at Table B over the relevant
period

Table B: Social Value KPIs

No. Social Value Description of Target Frequency of Publishabl
Title Deliverable Measurement e
Performan
ce
Informatio
n
Soci Influence staff, | Social value delivery Quarterly NO
al suppliers, plan is focussed on
Valu customer, and three key activities:
e communities to
4) Development of
KPI support an exemplar
1 environmental FaEeel
protection and environmental
improvement impact strategy
5) Dissemination
of
Environmental
Impact Case
Studies
6) Signposting
best practice to
survey
participants
Part D
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Department for

Business, Energy
& Industrial Strategy

BEIS: ENVIRONMENTAL POLICY

BEIS is the lead UK Government department on energy and climate change. We are committed to protecting
the environment and preventing pollution. We undertake all our activities in a responsible manner, using best
practice, to reduce the environmental impacts of our operations and to enhance and improve environmental
performance and the Environmental Management System. BEIS is committed to fulfilling all environmental
compliance obligations as a minimum and will strive to continually improve the environmental performance of
our building at 1 Victoria Street, London.

BEIS will:

* Proactively reduce our carbon footprint by implementing energy saving practices and technologies, to
be more energy efficient;

* Mitigate the impacts of business travel through relevant policies and procedures;

* Preserve and enhance biodiversity on our sites where we have opportunities and scope to do so;

* Proactively use innovation and technology to ensure efficient use of water;

*  Embed the Waste Hierarchy of Reduce, Re-use and Recycle into all waste procedures while also manag-
ing waste according to our duty of care;

* Consider sustainability in all procurement decisions, opting for recycled and recyclable materials and
avoiding single use items where possible to minimise consumption of natural resources and environ-
mental impacts;

* Manage fuels and hazardous substances appropriately to minimise environmental risks;

* Regularly review performance of environmental objectives and targets;

* Regular, formal reporting of progress to the senior responsible officer;

* Communicate this policy to our staff, to everyone working for or on behalf of BEIS and interested par-
ties to ensure they understand the environmental impacts of their job and how to minimise these.

BEIS shall monitor and review effectiveness of this policy through 1ISO 14001:2015 Environmental
Management System and in conjunction with the ISO 50001:2018 Energy Management System.

Endorsed and signed by:

Greg Chammings

( ( C Deputy Director
j A T Estates Strategy and Sustainability, September 2021
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Unrestricted

Schedule 27 (Key Subcontractors) [to be used if applicable]

2. Restrictions on certain subcontractors

1. The Supplier is entitled to sub-contract its obligations under the Contract to the Key Subcontractors set out in
the Award Form.

2. Where during the Contract Period the Supplier wishes to enter into a new Key Sub-contract or replace a Key
Subcontractor, it must obtain the prior written consent of the Buyer and the Supplier shall, at the time of
requesting such consent, provide the Buyer with the information detailed in Paragraph 1.4. The decision of the
Buyer to consent or not will not be unreasonably withheld or delayed. Where the Buyer consents to the
appointment of a new Key Subcontractor then they will be added to Key Subcontractor section of the Award
Form. The Buyer may reasonably withhold their consent to the appointment of a Key Subcontractor if it
considers that:

1. the appointment of a proposed Key Subcontractor may prejudice the provision of the Deliverables or
may be contrary to its interests;

2. the proposed Key Subcontractor is unreliable and/or has not provided reliable goods and or
reasonable services to its other customers; and/or

3. the proposed Key Subcontractor employs unfit persons.

3. The Supplier shall provide the Buyer with the following information in respect of the proposed Key

Subcontractor:

1. the proposed Key Subcontractor’s name, registered office and company registration number;

2. the scope/description of any Deliverables to be provided by the proposed Key Subcontractor;

3. where the proposed Key Subcontractor is an Affiliate of the Supplier, evidence that demonstrates to

the reasonable satisfaction of the Buyer that the proposed Key Sub-Contract has been agreed on
"arm’s-length" terms;

4. the Key Sub-Contract price expressed as a percentage of the total projected Charges over the
Contract Period; and

5. (where applicable) Credit Rating Threshold (as defined in Schedule 24 (Financial Difficulties)) of the
Key Subcontractor.

4. If requested by the Buyer, within ten (10) Working Days of receipt of the information provided by the Supplier
pursuant to Paragraph 1.3, the Supplier shall also provide:

1. a copy of the proposed Key Sub-Contract; and
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2.

any further information reasonably requested by the Buyer.

5. The Supplier shall ensure that each new or replacement Key Sub-Contract shall include:

1.
2.

provisions which will enable the Supplier to discharge its obligations under the Contract;

a right under CRTPA for the Buyer to enforce any provisions under the Key Sub-Contract which
confer a benefit upon the Buyer;

a provision enabling the Buyer to enforce the Key Sub-Contract as if it were the Supplier;

a provision enabling the Supplier to assign, novate or otherwise transfer any of its rights and/or
obligations under the Key Sub-Contract to the Buyer;

obligations no less onerous on the Key Subcontractor than those imposed on the Supplier under the
Contract in respect of:

1. the data protection requirements set out in Clause 18 (Data protection);

2. the FOIA and other access request requirements set out in Clause 20 (When you can share
information);

3. the obligation not to embarrass the Buyer or otherwise bring the Buyer into disrepute;

4, the keeping of records in respect of the goods and/or services being provided under the

Key Sub-Contract, including the maintenance of Open Book Data; and
5. the conduct of audits set out in Clause 6 (Record keeping and reporting);

provisions enabling the Supplier to terminate the Key Sub-Contract on notice on terms no more
onerous on the Supplier than those imposed on the Buyer under Clauses 14.4 (When the Buyer can
end this contract) and 14.5 (What happens if the contract ends) of this Contract;

a provision restricting the ability of the Key Subcontractor to sub-contract all or any part of the
provision of the Deliverables provided to the Supplier under the Key Sub-Contract without first
seeking the written consent of the Buyer; and

a provision enabling the Supplier, the Buyer or any other person on behalf of the Buyer to step-in on
substantially the same terms as are set out in Clause 13 (Step-in rights).

6. The Supplier shall not terminate or materially amend the terms of any Key Sub-Contract without the Buyer's
prior written consent, which shall not be unreasonably withheld or delayed.

Schedule 28 (ICT Services)
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1. Definitions

1.1. In this Schedule, the following words shall have the following meanings and they shall
supplement Schedule 1 (Definitions):

"Buyer Property" the property, other than real property and
IPR, including the Buyer System, any
equipment issued or made available to
the Supplier by the Buyer in connection
with this Contract;

"Buyer Software" any software which is owned by or licensed to
the Buyer and which is or will be used by

the Supplier for the purposes of providing
the Deliverables;

"Buyer System" the Buyer's computing environment
(consisting of hardware, software and/or
telecommunications networks or
equipment) used by the Buyer or the
Supplier in connection with this Contract
which is owned by or licensed to the
Buyer by a third party and which
interfaces with the Supplier System or
which is necessary for the Buyer to
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“Commercial off
the shelf
Software” or
“COTS
Software”

receive the Deliverables:

"Defect"”

non-customised software where the IPR may
be owned and licensed either by the
Supplier or a third party depending on the
context, and which is commercially
available for purchase and subject to
standard licence terms;

any of the following:

a)

b)

any error, damage or defect in the
manufacturing of a Deliverable; or

any error or failure of code within the
Software which causes a Deliverable to
malfunction or to produce unintelligible or
incorrect results; or

d)

any failure of any Deliverable to provide the
performance, features and functionality
specified in the requirements of the Buyer or
the Documentation (including any adverse
effect on response times) regardless of
whether or not it prevents the relevant
Deliverable from passing any Test required
under this Contract; or

any failure of any Deliverable to operate in
conjunction with or interface with any other
Deliverable in order to provide the
performance, features and functionality
specified in the requirements of the Buyer or
the Documentation (including any adverse
effect on response times) regardless of
whether or not it prevents the relevant
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Deliverable from passing any Test required
under this Contract;

"Emergency ad hoc and unplanned maintenance provided

Maintenance™ by the Supplier where either Party
reasonably suspects that the ICT
Environment or the Services, or any part
of the ICT Environment or the Services,
has or may have developed a fault;

"ICT Environment" the Buyer System and the Supplier System;
"Licensed all and any Software licensed by or through
Software" the Supplier, its Sub-Contractors or any

third party to the Buyer for the purposes
of or pursuant to this Contract, including

any COTS Software;
"Maintenance has the meaning given to it in Paragraph 8of
Schedule" this Schedule;
"Malicious any software program or code intended to

destroy, interfere with, corrupt, or cause
undesired effects on program files, data
or other information, executable code or
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Software"

"New Release

application software macros, whether or
not its operation is immediate or delayed,
and whether the malicious software is
introduced wilfully, negligently or without
knowledge of its existence;

"Open Source
Software"

an item produced primarily to extend, alter or

improve the Software and/or any
Deliverable by providing additional
functionality or performance
enhancement (whether or not defects in
the Software and/or Deliverable are also
corrected) while still retaining the original
designated purpose of that item;

"Operating
Environment"

computer software that has its source code

made available subject to an open-
source licence under which the owner of
the copyright and other IPR in such
software provides the rights to use, study,
change and distribute the software to any
and all persons and for any and all
purposes free of charge;

means the Buyer System and any premises

(including the Buyer Premises, the
Supplier's premises or third party
premises) from, to or at which:
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a) the Deliverables are (or are to be) provided;
or

b) the Supplier manages, organises or otherwise
directs the provision or the use of the
Deliverables; or

c) where any part of the Supplier System is

situated:;
"Permitted has the meaning given to it in Paragraph
Maintenance" 8.20f this Schedule;
"Quality Plans" has the meaning given to it in Paragraph

6.10of this Schedule;

"Sites" has the meaning given to it in Schedule 1
(Definitions), and for the purposes of this
Schedule shall also include any premises
from, to or at which physical interface
with the Buyer System takes place;

"Software" Specially Written Software, COTS Software
and non-COTS Supplier and third party
Software;
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