Framework Schedule 6 (Order Form Template and Call-Off Schedules)
Crown Copyright 2018
Framework Schedule 6A (Order Form Template and Call-Off Schedules – Direct Award)
Crown Copyright 2018
Framework Schedule RM6217 (Order Form and Call-Off Schedules – Direct Award)

Order Form – Department for Education                        Including – Education and Skills Funding Agency, Institute for Apprenticeship, Standard Testing Agency, Teaching Regulation Agency


CALL-OFF REFERENCE:	con_13884 – Travel and Venue Services RM6217 

THE BUYER:			Secretary of State for Education
 
BUYER ADDRESS			xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx

THE SUPPLIER: 			Calder Conferences
SUPPLIER ADDRESS: 		xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx
REGISTRATION NUMBER: 	3702902
DUNS NUMBER:       		237077883
SID4GOV ID:                 		237077883
CALL-OFF START DATE:		1st June 2022

CALL-OFF EXPIRY DATE: 		28th February 2026

CALL-OFF INITIAL PERIOD:		4 years

CALL-OFF OPTIONAL EXTENSION PERIOD: 0 months

GO LIVE DATE: Transitioning from RM6016 on 1st June 2022. 



APPLICABLE FRAMEWORK CONTRACT

This Order Form is for the provision of the Deliverables and dated 1st June 2022.

This Order Form is issued under the Framework Contract with the reference number RM6217 for the provision of Travel and Venue Solutions.
[bookmark: _heading=h.30j0zll]

CALL-OFF LOT(S) AND APPLICABLE SCHEDULE 20 (CALL-OFF SPECIFICATION) TERMS:


	Column 1
	Column 2

	LOT NUMBER AND DESCRIPTION
	Tick as applicable
	SCHEDULE 20 (CALL-OFF SPECIFICATION) APPLICABLE PARAGRAPHS

	Lot 1: Booking Solutions UK Points of Sale – Low Touch
	☐
	Paragraph 3 (Mandatory Service Requirements All Lots)
Paragraph 4 (Mandatory Service Requirements: Lots 1-3)
Paragraph 5 (Lot 1: Booking Solutions UK Points of Sale – Low Touch)

	Lot 2: Booking Solutions UK & Overseas Points of Sale – High Touch
	☐
	Paragraph 3 (Mandatory Service Requirements All Lots)
Paragraph 4 (Mandatory Service Requirements: Lots 1-3)
Paragraph 6 (Lot 2: Booking Solutions UK &  Overseas Points of Sale – High Touch)

	Lot 3: Booking Solutions Specialist Needs
	☐
	Paragraph 3 (Mandatory Service Requirements All Lots)
Paragraph 4 (Mandatory Service Requirements: Lots 1-3)
Paragraph 7  (Lot 3: Booking Solutions Specialist Needs)

	Lot 4: Booking Solutions Venues & Events
	X
	Paragraph 3 (Mandatory Service Requirements All Lots)
Paragraph 8 (Lot 4: Booking Solutions Venues & Events)



Only those paragraphs of Schedule 20 (Call-Off Specification) listed in “column 2” of the above table (which, for the avoidance of doubt apply to the Call-Off Lot(s) selected by the Buyer) shall be incorporated into the Call-Off Contract, and those which do not apply to the Call-Off Lots(s) selected by the Buyer, shall not be incorporated into the Call-Off Contract. 

The Buyer must comply with its obligations set out in Schedule 20 (Call-Off Specification).
[bookmark: _heading=h.gjdgxs]
CALL-OFF INCORPORATED TERMS

The following documents are incorporated into the Call-Off Contract. Where Schedule numbers are missing, this is intentional as they do not apply to the Call-Off Contract. If the documents conflict, the following order of precedence applies:
1. This Order Form including the Call-Off Special Terms.
2. Joint Schedule 1 (Definitions and Interpretation) RM6217. 
3. Framework Special Terms 
4. The following Schedules in equal order of precedence:
5. The Core Terms (version 3.0.11)
6. Joint Schedule 5 (Corporate Social Responsibility) RM6217

If the Buyer is the Ministry of Defence (MOD) then Call-Off Schedule 9B (MOD Security) and Call-Off Schedule 17 (MOD Additional and Data Processing Terms) shall be deemed to be incorporated into this Order Form. The Parties agree that if Call-Off Schedule 9B (MOD Security) is incorporated into this Order Form, then Call-Off Schedule 9A (Security) shall not apply to the Call-Off Contract.  

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on the back of, added to this Order Form, or presented at the time of delivery/performance. 

CALL-OFF SPECIAL TERMS

The clauses in the Core Terms shall be amended in accordance with the following Call-Off Special Terms which shall be incorporated into the Call-Off Contract:
Clause 2.4 shall be deleted and replaced with the following wording:
“If the Buyer decides to buy Deliverables under the Framework Contract it must use Framework Schedule 7 (Call-Off Award Procedure) and must state its requirements using either Framework Schedule 6A (Order Form Template and Call-Off Schedules - Direct Award) or Framework Schedule 6B (Order Form Template and Call-Off Schedules – Further Competition). If allowed by the Regulations, the Buyer can:
(a) make changes to the  Order Form Template;
(b) create new Call-Off Schedules;
(c) exclude optional template Call-Off Schedules; and/or 
(d) use Special Terms in the Order Form to add or change terms.”
Clause 3.1.2 does not apply to the Call-Off Contract;
Clause 3.2 does not apply to the Call-Off Contract;
Clause 4.3(a) shall be deleted and replaced with the following wording:
“exclude VAT (and any other similar or equivalent taxes, duties, fees and levies imposed from time to time by any government or other authority), which is payable in addition to the Charges and the Management Charge in the manner and at the rate prescribed by applicable law, in the jurisdiction in which the relevant supply takes place, from time to time, subject to the provision of a valid VAT invoice (or its local equivalent) as prescribed by local law or practice”
Clause 7.5 shall be amended by the inclusion of the following wording at the end of Clause 7.5: “including arising out of or in connection with the termination of their employment and/or the exercise of the Buyer’s right under Clause 7.2”;
Clause 10.6.3(b) shall be amended so that the words “in the Contract Year in which termination occurs” will be added before the words “if the Contract” in the second sub-clause of Clause 10.6.3(b); 
Clause 10.6.5 shall be amended so that the cross-reference “3.2.10” is deleted; 
Clause 14.4 shall be amended by the inclusion of the words “(including, but not limited to, the Supplier System)” after the words “Supplier system; 
Clause 14.8(c), shall be deleted and replaced with the following wording: “must securely (i) destroy all Storage Media that has held Government Data at the end of life of that media, or (ii) erase all Government Data from all Storage Media prior to any sale, gift or other transfer of that media, in each case using Good Industry Practice”; 
A new Clause 15.8 shall be added at the end of Clause 15 as follows:
“15.8	Nothing in this Clause 15 shall prevent a Recipient Party from using any techniques, ideas or Know-How which the Recipient Party has gained during the performance of the Contract in the course of its normal business to the extent that this use does not result in a disclosure of the Disclosing Party’s Confidential Information or an infringement of its Intellectual Property Rights.”.

1. xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx
2. The supplier must be able to receive/process card payments from the DfE.
3. Adhere to the specified billing cycle (ideally 22nd – month 1 – 21st month 2).
4. The Consolidated Invoice for the billing period need to be sent by email into xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx by the 22nd of the Month.
5. Submit the transactional payment from supplier’s internal system into Smart Data OnLine (SDOL) with 6 Level Accounting information (4 as a minimum, Cost Centre, Activity, Analysis, GL Account code).
6. Line level SDOL transaction payment details must match the Consolidated invoice value.
7. All Cost must be processed in the correct Billing period.
8. Incorrect charges/corrections notified by booker or Supplier must be amended and processed within SDOL by the end following two month billing Cycle (credit notes) . If this can not be met, notification needs to go to xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx
9. Line level SDOL transaction payment details must match the Consolidated invoice value.
10. Both parties to provide 60 days notice in writing in the event any of the above needs to change.
11. Provide dedicated operational contact(s) for the account contact name, contact details (telephone, email address) both Finance and Contract Manager.
12. Provide details of the escalation process and resolution timescales.


CALL-OFF DELIVERABLES 

See details in Call-Off Schedule 20 (Call-Off Specification).

Overseas Points of Sale 

Not Applicable

MAXIMUM LIABILITY 

The Estimated Year 1 Charges used to calculate liability in the first Contract Year is 
(financial year 2019) xxxxxxxxxxx

CALL-OFF CHARGES

Free of charge


CALL-OFF CONTRACT ANTICIPATED POTENTIAL VALUE

state the anticipated potential value of the Call-Off Contract (this can be expressed as a range) over the Call-Off Period Demand led, non-specific

The total anticipated potential value of the Call-Off Contract is in the following potential range [not specified]. 

Notwithstanding anything to the contrary contained in the Call-Off Contract, the total anticipated potential value set out above does not create a commitment of any kind from the Buyer in relation (or bind the Buyer in any way) to any minimum committed spend, volume or otherwise and such anticipated potential value will not be taken into account when calculating any reasonable committed and unavoidable Losses under Clause 10.6.3(b) of the Core Terms. 

REIMBURSABLE EXPENSES

Not applicable

PAYMENT METHOD

Current Payment Options: - Government payment card – billing to project and/or cost centre
Current Invoice Option: Monthly Consolidated invoice – 10 day settlement terms

The Supplier must facilitate payment by the Buyer of the Charges under a Call-Off Contract under any method agreed with the Buyer in the Order Form.

The Supplier must facilitate a change of payment method during the term of any Call-Off Contract.

The Supplier shall not charge the Buyer for a change in payment method during the term of the Call-off Contract


BUYER’S INVOICE ADDRESS: 

[bookmark: _heading=h.1fob9te]
Xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx
No postal invoices accepted


BUYER AUTHORISED REPRESENTATIVE

Xxxxxxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxx


BUYER’S ENVIRONMENTAL POLICY

N/A


BUYER’S SECURITY POLICY





ICT POLICY 

Not applicable – this is not an online solution

SUPPLIER AUTHORISED REPRESENTATIVE

Xxxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxx


SUPPLIER’S CONTRACT MANAGER

Xxxxxxxxxxxxxxx
Xxxxxxxxxxx
Xxxxxxxxxxxxxx
xxxxxxxxxxxxxxxxx

PROGRESS REPORT FREQUENCY

On the first Working Day of each calendar month on a quarterly basis

PROGRESS MEETING FREQUENCY

Quarterly on the first Working Day of each quarter or other, as agreed with Calder Operation Director, xxxxxxxxxxxxx
QUALITY PLANS 
 
Please see attached Service Levels - to be agreed in the first month of transitioning with Calder Operations Director

KEY STAFF

Xxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxxxx
xxxxxxxxxxxxxxxxxxx

KEY SUBCONTRACTOR(S)

Xxxxxxxxxxxxxxxxxxx
Xxxxxxxxxxxxxxxxxxxxxx


COMMERCIALLY SENSITIVE INFORMATION

Not applicable 


SERVICE CREDITS

Service Credits will accrue in accordance with Call-Off Schedule 14 (Service Levels). 
The Service Credit Cap is: Uncapped
The Service Period is: One Month
A Critical Service Level Failure is: 
· Supplier inability to provide venue/end supplier options
· Supplier being unavailable for offline contact
· Supplier unable to provide suitable and accurate management information


ADDITIONAL INSURANCES

Not applicable
	
GUARANTEE

Not applicable

SOCIAL VALUE COMMITMENT

The Supplier agrees, in providing the Deliverables and performing its obligations under the Call-Off Contract, that it will comply with the social value commitments in Call-Off Schedule 3 (Continuous Improvement) and/or Call-Off Schedule 4 (Call-Off Tender)]

	For and on behalf of the Supplier:
	For and on behalf of the Buyer:

	Signature:
	xxxxxxxxxxxxxxxxx
	Signature:
	xxxxxxxxxxxx

	Name:
	
	Name:
	

	Role:
	xxxxxxxxxxxxxxxxxxxx
	Role:
	xxxxxxxxxxxxxxxxx

	Date:
	
	Date:
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1. [bookmark: _Toc61595182][bookmark: _Toc328122777][bookmark: _Toc328122778]Purpose 

The purpose of the Information Security Policy is to ensure that the Department for Education (DfE) has enabling mechanisms in place to allow its information to be:

· Legally stored, accesed and processed.

· Correctly labelled and stored.

· Readily available in a helpful format to those who should have access to it.

· Securely protected from those who should not have access to it.

· Preserved for an appropriate period of time. 

· Disposed of securely.

2. [bookmark: _Toc61595183]Scope 

All information that is created, processed, stored, transmitted or destroyed (physically or electronically) during the course of DfE business activity is an asset of the organisation and as such is governed by this policy and those in the ISMS suite of related policies.

3. [bookmark: _Toc473030508][bookmark: _Toc55999215][bookmark: _Toc61595184]Applicability

This Policy is applicable to all DfE employees and third party staff (e.g. consultants, resource company employees, temporary employees) that use or have access to DfE and associated customer systems and/or information.  The specific requirements and responsibilities for particular roles are captured in this policy.

4. [bookmark: _Toc61595185]Terminology

		Term

		Meaning/Application



		SHALL

		This term is used to state a Mandatory requirement of this policy



		SHOULD

		This term is used to state a Recommended requirement of this policy



		MAY

		This term is used to state an Optional requirement









5. [bookmark: _Toc61595186]Policy Principles

The Information security policy outlines the approach, methodology and responsibilities for preserving the confidentiality, integrity and availability of DfE.  It is the overarching policy for information security, supported by specific technical security, operational security and security management policies. This policy covers:

· Information Security Principles.

· Governance – outlining the roles and responsibilities.

· Supporting specific information security policies – Technical Security, Operational Security and Security Management.

· Compliance Requirements



5.1 [bookmark: _Toc55999228][bookmark: _Toc61595187][bookmark: _Toc357771640][bookmark: _Toc346793418]Information Security Principles

The core information security principles are to protect the following information/data asset properties:

· Confidentiality (C) – property that information is not made available or disclosed to unauthorised individuals, entities or processes

· Integrity (I) – property of accuracy and completeness.

· Availability (A) – property of being accessible and useable on demand by an authorised entity.

In addition to the core principles of C, I and A, information security also relates to the protection of reputation, as reputational loss can occur when any of the C, I or A properties are breached resulting in financial losses from regulatory fines.  The aggregation effect, by association or volume of data, can also impact upon the Confidentiality property.

Personal, Sensitive and/or Special Characteristic data SHALL only be hosted in live environments, following assessment that the environment or service is secure enough to host the data. NB: assessment May include, but is not limited to, DPIA and Authority to Operate.



5.2 [bookmark: _Toc55999229][bookmark: _Toc61595188]Governance – Roles and Responsibilities

[bookmark: _Toc55999230][bookmark: _Toc61595189]5.2.1 	All Staff

Information security and the appropriate protection of information assets is the responsibility of all users, and individuals are expected at all times to act in a professional and responsible manner whilst conducting DfE business.  All Staff remain accountable for their actions in relation to DfE and other UK Government information and information systems.  Staff Shall ensure that they understand their role and responsibilities, and that failure to comply with this policy May result in disciplinary action.  This Shall be reinforced by annual mandatory training.

5.2.2 [bookmark: _Toc55999231][bookmark: _Toc61595190]Senior Information Risk Owner

The Senior Information Risk Owner (SIRO) is accountable for information risk within DfE and advises Senior Management on the effectiveness of information risk management across the organisation.  Operational responsibility for Information Security May be delegated by the SIRO to the DfE Chief Information Security Officer (CISO).

All Information Security risks Shall be managed in accordance with the DfE Risk Management Policy.

5.2.3 [bookmark: _Toc55999232][bookmark: _Toc61595191]Chief Information Security Officer

The Chief Information Security Officer (CISO) is accountable for the day to day operational effectiveness of cyber security controls, policies and processes.

The CISO Shall:

· Lead on the provision of expert advice to the organisation on all matters concerning information security, compliance with policies, setting standards and ensuring best practice.

· Provide a central point of contact for information security.

· Ensure the operational effectiveness of security controls and processes.

· Monitor and co-ordinate the operation of the Information Security Management System.

· Be accountable to the SIRO and other bodies for Information Security across DfE.

· Monitor potential and actual security breaches with appropriate expert security resource.

· Facilitate risk escalation to IAO/SIRO.

5.2.4 [bookmark: _Toc55999233][bookmark: _Toc61595192]Data Protection Officer

The Data Protection Officer (DPO) is responsible for ensuring that the DfE and its constituent business areas remain compliant at all times with Data Protection, Privacy & Electronic Communications Regulations, Freedom of Information Act and the Environmental Information Regulations. 

The DPO Shall:

· Lead on the provision of expert advice to the organisation on all matters concerning the Data Protection Act, compliance, best practice and setting and maintaining standards.

· Provide a central point of contact for the Act both internally and with external stakeholders (including the Office of the Information Commissioner).

· Communicate and promote awareness of the Act across DfE.

· Lead on matters concerning individuals right to access information held by the DfE and the transparency agenda.

[bookmark: _Toc473031713][bookmark: _Toc473036579][bookmark: _Toc473099557][bookmark: _Toc55999234][bookmark: _Toc61595193]5.2.5 	Information Asset Owners

The Information Asset Owners (IAOs) are senior/responsible individuals involved in running the business area and Shall be responsible for:

· Understanding what information is held.

· Knowing what is added and what is removed.

· Understanding how information is moved.

· Knowing who has access and why.

5.2.6 [bookmark: _Toc473031714][bookmark: _Toc473036580][bookmark: _Toc473099558][bookmark: _Toc55999235][bookmark: _Toc61595194]Senior Responsible Owners

All Senior Managers, Heads of Department, Information Risk Owners and Directors, designated as Senior Responsible Owners (SROs), are individually responsible for ensuring that this policy and information security principles Shall be implemented, managed and maintained in their business area of responsibility. This includes:

· Appointment of Information Asset Owners (IAO) to be responsible for Information Assets in their area(s) of responsibility.

· Awareness of information security risks, threats and possible vulnerabilities within the business area and complying with relevant policies and procedures to monitor and manage such risks

· Supporting personal accountability of users within the business area(s) for Information Security

· Ensuring that all staff under their management have access to the information required to perform their job function within the boundaries of this policy and associated policies and procedures.



5.3 [bookmark: _Toc55999236][bookmark: _Toc61595195]Security Policy Framework

The standards, best practice guidelines and approaches that are required to protect UK Government assets.

5.3.1 [bookmark: _Toc473031716][bookmark: _Toc473036582][bookmark: _Toc473099560][bookmark: _Toc55999237][bookmark: _Toc61595196]Technical Security

The technical security policies detail and explain how information security is to be implemented.  These policies cover the security methodologies and approaches for elements such as: network security, patching, protective monitoring, secure configuration and legacy IT hardware & software. 

5.3.2 [bookmark: _Toc473031717][bookmark: _Toc473036583][bookmark: _Toc473099561][bookmark: _Toc55999238][bookmark: _Toc61595197]Operational Security

The operational security policies detail how the security requirements are to be achieved.  These policies explain how security practices are to be achieved for matters such as: data handling, mobile & remote working, disaster recovery and use of social media.

5.3.3 [bookmark: _Toc473031718][bookmark: _Toc473036584][bookmark: _Toc473099562][bookmark: _Toc55999239][bookmark: _Toc61595198]Security Management

The security management practices detail how the security requirements are to be managed and checked.  These policies describe how information security is to be managed and assured for processes such as: information security incident response, asset management and auditing.



5.4 [bookmark: _Toc473031719][bookmark: _Toc473036585][bookmark: _Toc473099563][bookmark: _Toc55999240][bookmark: _Toc61595199]Compliance Requirements

5.4.1 [bookmark: _Toc473031720][bookmark: _Toc473036586][bookmark: _Toc473099564][bookmark: _Toc55999241][bookmark: _Toc61595200]Legislation

DfE is obliged to comply by all relevant UK and European Union legislation.  The requirement to comply with this legislation Shall be devolved to employees and agents of DfE, who May be held personally accountable for any breaches of information security for which they May be held responsible.  DfE Shall comply with all relevant legislation appropriate; this includes but is not limited to:

· Data Protection Act 2018

· European Union General Data Protection Regulation 2018

· Freedom of Information Act 2000

· Computer Misuse Act 1990

· Investigatory Powers Act 2016 

· The Telecommunications (Lawful Business Practice) (Interception of Communications) Regulations 2000 

· Copyright, Designs and Patents Act 1988 

· Police and Justice Act 2006 

· Police and Criminal Evidence Act 1984 

· Human Rights Act 1998 

· The Privacy and Electronic Communications Regulations 2003 

· The Terrorism Act 2000

· Public Records Act



5.4.2 [bookmark: _Toc61595201]Data Handling

All DfE employees and third-party staff (e.g., consultants, resource company employees, temporary employees) Shall ensure that departmental data is treated according to its sensitivity and handled in accordance with the Government Classification Scheme.

5.4.3 [bookmark: _Toc473031721][bookmark: _Toc473036587][bookmark: _Toc473099565][bookmark: _Toc55999242][bookmark: _Toc61595202]Audit

Audit will be performed as part of the ongoing DfE Audit Programme and the CISO Shall ensure appropriate evidence and records are provided to support these activities at least on an annual basis.

5.4.4 [bookmark: _Toc473031722][bookmark: _Toc473036588][bookmark: _Toc473099566][bookmark: _Toc55999243][bookmark: _Toc61595203]Review

This policy Shall be reviewed intermittantly by the reviewers noted within the Reviewers section of this policy. The CISO Shall be responsible for ensuring the review is conducted in good order and follows due process for approval.

The CISO is accountable for providing the results of ongoing reviews of information security implementation across DfE. 





Version & Date

		Version

		1.1



		Approval Date

		24 Feb 21



		Review Date

		24 Feb 23 [Approval date + 24 months]





[bookmark: _Toc61595204]Revision History

		Version

		Date

		Summary of Changes



		0.a

		07 Oct 20

		New document



		0.b

		08 Jan 21

		Updated following peer review



		1.0

		24 Feb 21

		Final changes to SIRO, CISO role definitions.



		[bookmark: _Hlk74826124]1.1

		

		Cosmetic update to include Review Date





[bookmark: _Toc350250554][bookmark: _Toc61595205]Reviewers

This document has been reviewed by the following people: 

		Reviewer name

		Title / Responsibility

		Date

		Version



		

		Peer review

		

		0.a



		Jon Gilbert

		CISO

		24 Feb 21

		1.0





[bookmark: _Toc350250556][bookmark: _Toc61595206]Approved by

This document must be approved by the following people: 

		Name

		Signature

		Title

		Date 

		Version



		Jon Gilbert

		JG

		CISO

		24 Feb 21

		1.0



		

		

		

		

		





NB. The version of the policy posted on the intranet must be a pdf copy of the signed approved version.

[bookmark: _Toc61595207]Document Status

This is a controlled document. Whilst this document may be printed, the electronic version posted on the intranet is the controlled copy. Any printed copies of the document are not controlled.

[bookmark: _Toc61595208]Related References, Links and Documents

These documents will provide additional information.

		NCSC 10 Steps to Cyber Security



		CPNI Top 20 Critical Security Controls



		NCSC Cloud Security Principles



		Cyber Essentials



		ISO 27001 & 27002



		Computer Misuse Act 1990



		HMG Security Policy Framework



		NCSC Minimum Cyber Security Standards (v1.0 June 2018)







[bookmark: _Toc385406061]
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