DEFFORM 8

(Edn 05/24)

	[image: image1.png]Mlnlstry
of Defence




	
	


	
	[REDACTED]
	
	

	
	Senior Commercial Officer 
	
	

	
	
	
	

	
	Kentigern House
65 Brown Street
Glasgow
G2 8EX

	
	

	
	Email: [REDACTED]
	
	

	
	
	
	

	
	
	
	

	Reward Gateway | Edenred 
265 Tottenham Court Road 
London 
W1T 7RQ
England
	
	
	Your Reference: 



	
	
	
	

	
	
	
	Our Reference: 711856462


	
	
	
	

	
	
	
	Date: 31/07/2024


	
	
	
	

	
	
	
	
	


Dear Sirs,

Offer Of Contract No. 711856462 for the provision of Voucher Scheme and other Employee Benefits for MOD using CCS Framework RM6273 Lot 1. 
1. As you are aware, the Authority intends to enter into the above contract with you.

2. Please sign and return the enclosed final version of the Contract within 10 working days of the date of this letter to acknowledge your acceptance of the Terms and Conditions. 

3. Please note that no Contract will come into force until both parties have signed it. The Authority will countersign the Contract and return a copy of the same to you.
4. Payment will be made in accordance with the attached Terms and Conditions.  If your company has not already provided its banking details to the Defence Business Services (DBS) Finance Branch, you will be contacted by the named Commercial Officer to provide this information as part of the Onboarding process to Contracting, Purchasing and Finance (CP&F). 
5. The Authority may publish notification of the Contract and shall publish Contract documents under the FOI Act except where publishing such information would hinder law enforcement; would otherwise be contrary to the public interest; would prejudice the legitimate commercial interest of any person or might prejudice fair competition in the supply chain.
6. If you wish to make a similar announcement you must seek approval from the named Commercial Officer.
7. Under no circumstances should you confirm to any third party that you are entering into a legally binding contract for the Provisions of Voucher Scheme and other Employee Benefits for MOD prior to both parties signing the Terms and Conditions, or ahead of the Authority's announcement of the Contract award.
8. Please take note of the Personal Data Aspects Letter that is attached and will form part of the contract. 
9. Please note that DEFCON 532B applies to this contract and is enclosed. 

10. Please take note of the IR35 and Cybersecurity assessment enclosed. 
Yours sincerely, 
[REDACTED]

Statement of Requirement for Provision of Voucher Scheme and other Benefits for MoD using CCS Framework RM6273 
Introduction  
1. This requirement is for a single access platform that enables the purchasing of electronic gift vouchers whilst offering a range of other employee benefits to all Civilian employees who work for the Authority. An online system is required to grant single access to all the Authority’s employees, so they can access current benefits and any additional benefits, this will be undertaken to increase the overall Employee Benefits offered by the authority. The benefits which will be on offer are the following:  
· Employee Discounts -Essential 
· Reward and Recognition -Essential 
· Childcare Vouchers -Essential 
· Cycle to Work -Essential 
· Charity Giving -Essential 
· Car Benefit -Optional 
· Discounted Gym Membership -Essential 
· Gym membership Flex -Optional 
· Home Technology & Smartphone -Essential 
· Dental Insurance -Optional 
· Financial Wellbeing -Optional 
· Health Cash Plan - Optional 
· Private Medical Insurance - Optional 
· Dining Card- Optional 
2. By digitalising and consolidating the benefits on offer, it will save the department and employee time and money while offering further savings on benefits that were previously inaccessible. Savings shall arrive from the following:   
· Reward and Recognition: Efficiency and Time savings will occur by having an online system for administering reward and recognition. At present gift cards and paper vouchers are purchased directly from stores. Travel time and administrational costs will be heavily reduced.  
· Cycle to Work scheme:  [REDACTED] 
3. There is a critical need to replace the current processes for reward and recognition and consolidate / digitise the employee benefits on offer for the Authority’s Civilian employee.  Currently there is no contract for our reward in place; the department is reliant on the direct purchasing of vouchers by a few employees in each Top Level Budget (TLB) who hold Electronic Purchasing cards. Currently we use Electronic Purchasing cards which are admin heavy. This will have a positive impact on the environment due to reduced use of paper of plastic currently and carbon emissions (postage / transportation).  Our current system does not record data on how they are used, by bringing in Electronic Vouchers we will be able to have a more auditable process.  
4. Our Civilian Employee Benefit offer is not aligned or competitive with most OGDs (Other 

Government Departments) which can negatively affect the department’s ability to recruit and retain employees. A deficit of benefits can also undermine our ability to support our employee's Financial Wellbeing.  
5. We are currently lacking a Cycle to work Scheme. DE&S launched a Cycle to Work scheme in 2017 which drew attention to the fact that this benefit was not available for MOD Civilian employees. This resulted in the Permanent Secretary publicly committing to resolving this (26 April 2018).  
Description of the Core Services 
6. Childcare Voucher Scheme: The Supplier shall supply vouchers for all types of childcare provision such as but not exclusive to; Child-minders, Nurseries and Pre-schools. It is a mandatory requirement that all childcare providers are formally registered or approved with the statutory authorities e.g. Ofsted. In addition to introducing the scheme, the Supplier will need to provide on-going support and maintenance of the scheme throughout the duration of the Call Off Contract. 
7. Cycle to Work Scheme: The Supplier shall supply cycles at several approved cycle outlets nationwide, eligible equipment includes cycles and cyclists' safety equipment. The Supplier shall offer a full range of cycles including electric, road, mountain, folding and hybrid cycles (children’s cycles shall not be included). Cyclist’s safety equipment is not defined in legislation and a common-sense approach should be taken to the equipment provided.  
8. Discounted Gym Membership: The supplier shall provide access to discounted gym membership. There should be a range of gym and health clubs. There should be coverage nationally across the UK to accommodate the Authorities diverse geographical locations.  
9. Employee Discount Scheme: The Supplier shall provide access to an Employee Discount Scheme, where employees can voluntarily take advantage of meaningful discounts on a range of goods and services. The range of products and services on offer via discounts, retail vouchers and cash-backs. The scheme shall offer a sustainable and wide range of established, branded products and services at attractive discounted rates from an extensive range of retailers and service providers.   
10. Reward and Recognition Voucher Scheme the Supplier shall provide on-demand access to a range of multi-choice, branded, high quality, loyalty, reward and recognition vouchers and gift cards, made available in both paper and e-vouchers and are valid for 18 months from the date of voucher issue. The Supplier shall ensure the vouchers and gift cards are: accepted as full or part payment; accepted and exchangeable throughout a wide range of retail outlets, retails groups, specific retailers and high street stores; redeemable against an entertainment event, outlets and leisure attractions; redeemable against hotel bookings; redeemable for online purchases. The value of the vouchers shall start from £5 and shall not exceed £100. Approval for vouchers should be available for up to 200 nominated individual’s that can approve.  
11. Charity Giving Scheme: The Supplier shall deliver a Payroll Giving Scheme administered and approved by HM Revenue & Customs (HMRC) Payroll Giving Agency. The service can be supplemented with a 'Voucher' scheme’, which will allow employees, for whom Payroll Giving deductions have been taken from their pay source, to have such monies held onaccount. At any point the User can distribute all or part of such funds to one or more nominated charities by providing instructions through completion of a voucher either manually or electronically. Such donations will be subsequently distributed to appropriate charities via BACS or cheque payment. The Framework Agreement shall provide a vehicle for the delivery of replacement Contracting Authorities current Payroll Giving scheme, provision and the launching of new schemes.   
12. The supplier shall facilitate the employee benefits at a competitive commercial rate and reduce overall administration costs for the Authority.  
13. The supplier must provide quarterly reports stating employees’ benefits choice and the value of the salary deductions to be made. They must aggregate all the benefits into a single payroll deduction file, simplifying administration and realising efficiencies.   
14. Not used  
Implementation  
15. The supplier shall provide a proposal of how they will deliver this requirement and a methodology statement. As part of this we will require to view the CVs of the team who will be implementing the project. 
Performance/Quality requirements  
16. The supplier shall have in place robust and auditable procedures for logging, investigating, managing, escalating and resolving complaints or problems initiated by the Authority, and their employees. The procedure should allow for the identification and tracking of individual complaints from initiation to resolution. 
17. At a minimum, complaints must be acknowledged within 24 hours and satisfactorily resolved within 10 working days. There shall be an adequate escalation process provided by the supplier to reach a resolution. Additionally, the issue is to be recorded and flagged with contractor manager.  
18. The supplier shall give the administrator rights for the Authority to monitor the effectiveness of their schemes. There is full Management Information (MI) reporting, including a dashboard which shows real-time activity and savings.  
19. The supplier will provide MI reports quarterly outlining information spending and usage of the thank you scheme.  
Location (where the work/task is to be performed)  
20.  The work shall be undertaken online; the supplier shall ensure that all data is kept within the UK and EU. Employees of the supplier shall have had training in handling sensitive data and undergone security checks – Please see Security Requirements and Data Handling. 
Security Requirements and Data Handling 
21. The supplier shall meet all the Authorities security requirements as such the supplier shall be compliant with the Data Protection Act 2018 and the UK’s implementation GDPR (General Data Protection Regulation).   
22. The supplier shall ensure that no data is held outside of the EU. This includes single unique fields that are fused with independently collected data extracted from the individual outside of the Authority’s channels. The Authority’s data is to be handled, processed, transferred and stored in the UK/EU only, administered in the UK/EU only, access permitted in the UK/EU only and back up data requirements to remain in the UK /EU only, on systems suitably protected (an in most cases, accredited) to the Authority’s standards. 
Under no circumstances can the Authority’s data be placed on the internet (encrypted or unencrypted) to be shared between parties. 
23. Companies and organisations shall maintain a record of the Authorities’ information stored on every ICT system. As a minimum this must include just sufficient detail that the impact of loss of confidentiality, integrity and availability can be ascertained by the authority and minimised if the ICT system should be lost or compromised. This information shall be stored in a manner that is retrievable within 48 hours and easily used by the Authority if the ICT system it pertains to becomes unavailable. The supplier’s storing of data shall be in compliance with GDPR.  
24. As a minimum, the prime supplier shall confirm that their immediate sub-contractors, for each of the Authority’s contract, have met the Authority’s security requirements. The prime supplier shall not provide or enable the Authority’s information to be stored, processed or generated on their sub-contractor’s ICT systems until they have confirmed these requirements have been achieved and will be maintained. Throughout the chain of subcontractors, the authority’s information shall not be provided to lower level sub-contractors, to be stored, processed or generated on the sub-contractor’s ICT systems, until the contracting company has confirmed these requirements have been achieved and will be maintained by their sub-contractor.  
25. The service shall also put in place appropriate controls to: Protect the Authorities 

Employee’s personal data. The Supplier, their subcontractors and any third-party suppliers, assured as part of the service, shall show that they are compliant with ISO 27001. In addition, it is mandatory that the suppliers storage of data must be compliant with NCSC Cloud Security Principles.  In addition the suppliers processing of data must adhere to Bulk Personal Data Controls to systems processing. 
26. The Supplier shall provide, when requested by the Authority, full details of the Supplier’s Employee Benefits online platform software and hardware construction including, but not limited to, the current architectural design associated with this requirement.  In regard to the disposal of broken data storage devises. The supplier will need to agree to provide a certificate to confirm the correct disposal process has taken place (in the event of broken data storage) or provide a documented disposal process which captures the disposal process.  
27. It is mandatory for Suppliers by the date of the Framework Agreement or at a later date when Cyber Essentials Data are received by the Supplier to demonstrate that they meet the technical requirements prescribed by Cyber Essentials. This is in order to further reduce the levels of cyber security risks in their supply chains. The Cyber Essentials Scheme and the related Assurance Framework both indicate that there are two levels of protection in dealing with cyber security risks. These include a more basic level of assurance which is known as Cyber Essentials and a more advanced level of assurance known as "Cyber Essentials Plus". Suppliers shall demonstrate that they have achieved the level of assurance known as Cyber Essentials. Suppliers shall demonstrate this in one of the ways listed below. 
28. The Supplier shall throughout the Framework Period and any Call Off Contract Period renew its Cyber Essentials certificate immediately after the expiration of a period of 12 consecutive months from the date that the same was first issued or last renewed; or where the Supplier does not have a Cyber Essentials certificate but has provided evidence from a technically competent and independent third party that its organisation demonstrates compliance with Cyber Essentials requirements, it shall immediately after the expiration of a period of 12 months from any date that such evidence was provided, provide the Authority or a Customer as the case may be with evidence of the same kind by way of a renewal of the demonstration that it is able to comply with Cyber Essentials requirements. 
 Security Vetting  
29. All employees and key representatives of the Supplier working on the Framework Agreement and/or Call Off Contracts shall comply with the Contracting Authorities employees vetting procedures – More detail can be found at: https://www.gov.uk/government/organisations/disclosure-and-barring-service 
30. In addition, where an employee of the Supplier is undertaking a security critical function it may be appropriate to have an SC clearance. The requirement for this more robust screening shall be agreed with the Authorities security representative. More detail can be found at:  https://www.gov.uk/guidance/security-vetting-and-clearance 
31. The Supplier shall present evidence to enable the Authority to assure the service compliance against the personnel and physical security requirements.
32. Service from a Contracting Authority’s site they will also need to comply the specific Contracting Authorities personnel and physical security requirements. 
33. The Supplier shall conduct pre-engagement checks, completing a Basic Check Verification Record (BCVR). A Basic Check is essential to formalise the checks into the background and identity of individuals. Basic Checks are a pre-requisite to any security vetting.  
34. Where appropriate the Supplier shall be expected to carry out verification of nationality and immigration status in accordance with the Baseline Standard. 
35. The Supplier shall keep a record of the Baseline Standard or equivalent and Basic Disclosure to ensure that it has been carried out to the required standards and as part of the regular contract management procedures. 
36. The Authority reserves the right, throughout the duration of the contract, to review its security checking procedures and to require all Supplier employees and all Sub Contractors engaged to provide the Service to have obtained either National Security Vetting clearance or a full criminal records disclosure; Costs for the above shall be borne by the Supplier. The Authority accepts no liability for costs incurred in the process of obtaining such disclosure certification.  
37. The Authority may perform audits which may include checking compliance with the security requirements above and/or the additional requirements specified by the Contracting Authority and as mandated by HM Government.  
Training

38. During implementation, the supplier shall provide as necessary training on the use of the online platform, including, but not limited to, classroom, one-to-one training sessions, videos and road shows, appropriate to the Authority’s location free of charge. 
39. Not Used..   
Delivery details 
40. The supplier shall support with the implementation of their service including the registration of new users.  
41. The supplier shall provide to the Authority a staffed helpline free of charge after each Go Live stage has been completed to assist with any system difficulties, for example where assistance is required to log onto the online platform. The helpline support must be provided by supplier personnel who are competent and experienced in the online platform system.  
42. To ensure smooth delivery the telephone helpline (for both Implementation and up to Go Live) shall be available from Monday to Friday 08:00 to 18:00 GMT (or BST as appropriate) including UK Bank Holidays. The helpline shall be a non-premium rate (0800) number and/or an 01, 02, 03 prefix telephone number shall be offered. 
43. A customer service needs to be available to all employees, with access to FAQ’s, online help and a single dedicated phone line, where they can select the most suitable option for their specific query. This must include a centre manages employee enquiries, benefits order management, technical queries, finance, contracts and more.   
44. The supplier is resourced to effectively deliver this service.  

Terms and Conditions (Please note this is an extract from the core terms of framework RM6273 other than non-applicable aspects having been deleted)
CCS Order Form Template and Call-Off Schedules
Order Form 

CALL-OFF REFERENCE:

711856462
THE BUYER:



Ministry of Defence Head Office BP3
BUYER ADDRESS


Kentigern House, 







65 Brown Street  







Glasgow 






G2 8EX 

THE SUPPLIER: 


Reward Gateway | Edenred
SUPPLIER ADDRESS: 

265 Tottenham Court Road 

London 

W1T 7RQ

England
REGISTRATION NUMBER: 

05696250  

DUNS NUMBER:       


348987574
SID4GOV ID:                 

[Insert if known]
This Order Form, when completed and executed by both Parties, forms a Call-Off Contract. A Call-Off Contract can be completed and executed using an equivalent document or electronic purchase order system. 

If an electronic purchasing system is used instead of signing as a hard-copy, text below must be copied into the electronic order form starting from ‘APPLICABLE FRAMEWORK CONTRACT’ and up to, but not including, the Signature block

It is essential that if you, as the Buyer, add to or amend any aspect of any Call-Off Schedule, then you must send the updated Schedule with the Order Form to the Supplier.
APPLICABLE FRAMEWORK CONTRACT

This Order Form is for the provision of the Call-Off Deliverables and dated 01/05/2024. 

It’s issued under the Framework Contract with the reference number RM6273 for the provision of Employee Benefits and Services.   

CALL-OFF LOT(S):

Framework Contract issued under Lot 1
CALL-OFF INCORPORATED TERMS

The following documents are incorporated into this Call-Off Contract. Where numbers are missing we are not using those schedules. If the documents conflict, the following order of precedence applies:

1. This Order Form including the Call-Off Special Terms and Call-Off Special Schedules.

2. Joint Schedule 1(Definitions and Interpretation) RM6273
3. Framework Special Terms 

4. The following Schedules in equal order of precedence:

· Joint Schedules for RM6273 Employee Benefits and Services
· Joint Schedule 2 (Variation Form) 

· Joint Schedule 3 (Insurance Requirements)

· Joint Schedule 4 (Commercially Sensitive Information)

· Joint Schedule 6 (Key Subcontractors) Not Applicable




· Joint Schedule 7 (Financial Difficulties) Not Applicable




· Joint Schedule 8 (Guarantee) Not Applicable





· Joint Schedule 9 (Minimum Standards of Reliability)
Not Applicable


· Joint Schedule 10 (Rectification Plan) 




· Joint Schedule 11 (Processing Data)


· Joint Schedule 12 (Supply Chain Visibility) Not Applicable

· Call-Off Schedules for RM6273 Employee Benefits and Services



· Call-Off Schedule 1 (Transparency Reports)

· Call-Off Schedule 2 (Staff Transfer)

· Call-Off Schedule 3 (Continuous Improvement)

· Call-Off Schedule 5 (Pricing Details)






· Call-Off Schedule 6 (ICT Services) 






· Call-Off Schedule 7 (Key Supplier Staff)
Not Applicable 


· Call-Off Schedule 8 (Business Continuity and Disaster Recovery)

· Call-Off Schedule 9 (Security)

 

  
 

· Call-Off Schedule 10 (Exit Management) 




· Call-Off Schedule 11 (Installation Works) 




· Call-Off Schedule 12 (Clustering) 






· Call-Off Schedule 13 (Implementation Plan and Testing) 


· Call-Off Schedule 14 (Service Levels) 





· Call-Off Schedule 15 (Call-Off Contract Management) 


· Call-Off Schedule 16 (Benchmarking) 





· Call-Off Schedule 17 (MOD Terms) 





· Call-Off Schedule 18 (Background Checks) 


 

· Call-Off Schedule 20 (Call-Off Specification) As per attached Schedule 1
· Call-off Schedule 22 (Lease Terms)






CCS Core Terms (version 3.0.11)

5. Joint Schedule 5 (Corporate Social Responsibility) RM6273 Employee Benefits and Services
6. [Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that offer a better commercial position for the Buyer (as decided by the Buyer) take precedence over the documents above.]

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on the back of, added to this Order Form, or presented at the time of delivery. 

CALL-OFF SPECIAL TERMS (Not Applicable)
The following Special Terms are incorporated into this Call-Off Contract:

Should the Deliverables under the Call-Off Contract include any of the following Services:

a)    Financial Wellbeing;

b)    Green Cars

c)    Payroll Giving; or

d)    Cycle to work,

as these Services constitute regulated financial activities or have other regulatory requirements, the Buyer will be required to sign an agreement directly with the Supplier’s Subcontractor, being the provider of those Services, in addition to the Call-Off Contract, in a form to be agreed between the Buyer and the Subcontractor.

CALL-OFF START DATE:


01/05/2024
CALL-OFF EXPIRY DATE: 


30/04/2027
CALL-OFF INITIAL PERIOD:

3 YEARS
CALL-OFF DELIVERABLES 

As per Schedule 1: SOR 
MAXIMUM LIABILITY 

The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core Terms.

The Estimated Year 1 Charges used to calculate liability in the first Contract Year is estimated Charges in the first 12 months of the Contract. The Buyer must always provide a figure here.
CALL-OFF CHARGES

Option B: See details in Call-Off Schedule 5 (Pricing Details).
All changes to the Charges must use procedures that are equivalent to those in Paragraphs 4, 5 and 6 (if used) in Framework Schedule 3 (Framework Prices).
The Charges will not be impacted by any change to the Framework Prices. The Charges can only be changed by agreement in writing between the Buyer and the Supplier because of:

· [Indexation]

· [Specific Change in Law]

· [Benchmarking using Call-Off Schedule 16 (Benchmarking)]

REIMBURSABLE EXPENSES

None
PAYMENT METHOD

CP&F
BUYER’S INVOICE ADDRESS: 

Via CP&F
BUYER’S AUTHORISED REPRESENTATIVE

[REDACTED]
Senior Commercial Officer
[REDACTED]
Kentigern House, 65 Brown St, Glasgow, G2 8EX
BUYER’S ENVIRONMENTAL POLICY

[Insert details [Document name] [version] [date] [available online at:] 

or insert: [Appended at Call-Off Schedule X]]

BUYER’S SECURITY POLICY

GovS 007: Security
SUPPLIER’S AUTHORISED REPRESENTATIVE (TBC)
[REDACTED]
Public Sector Sales Manager 
[REDACTED]
50 Vauxhall Bridge Road, London, SW1V 2RS
SUPPLIER’S CONTRACT MANAGER (TBC)
[Insert name]

[Insert role] 

[Insert email address]

[Insert address]
PROGRESS REPORT FREQUENCY

On the first Working Day of each calendar month.
PROGRESS MEETING FREQUENCY

Quarterly on the first Working Day of each quarter

KEY STAFF (TBC)
[Insert name]

[Insert role] 

[Insert email address]

[Insert address]

[Insert contract details]
KEY SUBCONTRACTOR(S) (TBC)
[Insert name (registered name if registered)] 

COMMERCIALLY SENSITIVE INFORMATION

Not applicable 
SERVICE CREDITS

Not applicable

ADDITIONAL INSURANCES

Not applicable

GUARANTEE

Not applicable

SOCIAL VALUE COMMITMENT

Not applicable 

	For and on behalf of the Supplier:
	For and on behalf of the Buyer:

	Signature:
	
	Signature:
	

	Name:
	
	Name:
	

	Role:
	
	Role:
	

	Date:
	
	Date:
	


Call-Off Schedule 3 - Pricing Details (Please note this is an extrapolation of schedule 5 of framework RM6273)
This contract will be priced in accordance with the existing terms and RM6273 rates. 
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(Edn 10/22)
Appendix - Addresses and Other Information

	
	1. Commercial Officer
Name: [REDACTED]
Address: Kentigern House
65 Brown St

Glasgow

G2 8EX
Email:  [REDACTED] 
          
	
	8. Public Accounting Authority
1.  Returns under DEFCON 694 (or SC equivalent) should be sent to DBS Finance ADMT – Assets In Industry 1, Level 4 Piccadilly Gate, Store Street, Manchester, M1 2WD

 44 (0) 161 233 5397

2.  For all other enquiries contact DES Fin FA-AMET Policy, Level 4 Piccadilly Gate, Store Street, Manchester, M1 2WD  

 44 (0) 161 233 5394
	

	

	
	2. Project Manager, Equipment Support Manager or PT Leader (from whom technical information is available)
Name: [REDACTED] 
Address: MOD Abbey Wood
Bristol

BS34 8QW
Email:  [REDACTED]
            
	
	9.  Consignment Instructions
The items are to be consigned as follows:

     
	

	

	
	3. Packaging Design Authority
Organisation & point of contact:
     
(Where no address is shown please contact the Project Team in Box 2) 
          
	
	10.  Transport. The appropriate Ministry of Defence Transport Offices are:

A. DSCOM, DE&S, DSCOM, MoD Abbey Wood, Cedar 3c, Mail Point 3351, BRISTOL BS34 8JH                      

Air Freight Centre

IMPORTS  030 679 81113 / 81114   Fax 0117 913 8943

EXPORTS  030 679 81113 / 81114   Fax 0117 913 8943

Surface Freight Centre

IMPORTS  030 679 81129 / 81133 / 81138   Fax 0117 913 8946

EXPORTS  030 679 81129 / 81133 / 81138   Fax 0117 913 8946
	

	
	
	

	
	4. (a) Supply / Support Management Branch or Order Manager:
Branch/Name:      
       
   (b) U.I.N.   D0664C
	
	B. JSCS
JSCS Helpdesk No. 01869 256052 (select option 2, then option 3)

JSCS Fax No. 01869 256837

Users requiring an account to use the MOD Freight Collection Service should contact UKStratCom-DefSp-RAMP@mod.gov.uk in the first instance.
	

	

	
	5. Drawings/Specifications are available from
     

	
	11. The Invoice Paying Authority
Ministry of Defence

 0151-242-2000

DBS Finance

Walker House, Exchange Flags
Fax:  0151-242-2809

Liverpool, L2 3YL                    
Website is: https://www.gov.uk/government/organisations/ministry-of-defence/about/procurement
	

	

	
	6.  Intentionally Blank
	
	12.  Forms and Documentation are available through *:
Ministry of Defence, Forms and Pubs Commodity Management 

PO Box 2, Building C16, C Site

Lower Arncott

Bicester, OX25 1LP (Tel. 01869 256197 Fax: 01869 256824)

Applications via fax or email: 
Leidos-FormsPublications@teamleidos.mod.uk
	

	

	
	7. Quality Assurance Representative:

     
Commercial staff are reminded that all Quality Assurance requirements should be listed under the General Contract Conditions. 

AQAPS and DEF STANs are available from UK Defence Standardization, for access to the documents and details of the helpdesk visit http://dstan.gateway.isg-r.r.mil.uk/index.html  [intranet] or https://www.dstan.mod.uk/ [extranet, registration needed]. 
	
	* NOTE
1. Many DEFCONs and DEFFORMs can be obtained from the MOD Internet Site:  https://www.kid.mod.uk/maincontent/business/commercial/index.htm
2. If the required forms or documentation are not available on the MOD Internet site requests should be submitted through the Commercial Officer named in Section 1.  
	

	

	


	Personal Data Particulars
	DEFFORM 532

Edn 10/19




This Form forms part of the Contract and must be completed and attached to each Contract containing DEFCON 532B.

	Data Controller
	The Data Controller is the Secretary of State for Defence (the Authority).

The Personal Data will be provided by:

DBS will provide the base information then employees will provide subsequent personal information

	Data Processor
	The Data Processor is the Contractor.

The Personal Data will be processed at: 

[insert address(es) and contact details]

	Data Subjects
	The Personal Data to be processed under the Contract concern the following Data Subjects or categories of Data Subjects: [please specify]

Users of the Mylifestyle site who submit information via the online portal

	Categories of Data 
	The Personal Data to be processed under the Contract concern the following categories of data: [please specify] 

The data being processed will include contact information for the individual submitting the form but could also include other confidential elements including names & addresses and bank details

	Special Categories of data (if appropriate)
	The Personal Data to be processed under the Contract concern the following Special Categories of data: [please specify]

See above, any form of personal data to ensure benefits contracts are established

	Subject matter of the processing
	The processing activities to be performed under the contract are as follows: [please specify]
The data being provided to the 3rd party via the website portals will only be processed to the relevant and selected organisation.

	Nature and the purposes of the Processing 
	The Personal Data to be processed under the Contract will be processed as follows: [please specify]

The data should be collected online and only used for the intended purposes to provide the employee with the selected benfefit and records only held for the specific purpose, including taxation purposes.



	Technical and organisational measures
	The following technical and organisational measures to safeguard the Personal Data are required for the performance of this Contract: [please specify] 

The cyber risk for the Edenred / Reward website is moderate due to specific elements of sensitive date held. Through the Crown Commercial framework they have demonstrated the Security standards are high.

	Instructions for disposal of Personal Data 
	The disposal instructions for the Personal Data to be processed under the Contract are as follows (where Disposal Instructions are available at the commencement of Contract): [please specify]

The data will only be recorded during the current period of service. As per the current supplier arrangements

	Date from which Personal Data is to be processed
	Where the date from which the Personal Data will be processed is different from the Contract commencement date this should be specified here: 
This is an ongoing service from Edenerd /Reward Gateway, however, the new contract commences 01/05/2024.


The capitalised terms used in this form shall have the same meanings as in the General Data Protection Regulations.

END OF DOCUMENT

2

