










 

 

required by the Customer, the ICT Policy) and provide the Goods to the reasonable 
satisfaction of the Customer. 

• The Supplier shall ensure that the Goods are Delivered in accordance with the Specifications, 
requirements in the Order Form and Terms and Conditions, the manufacturer’s specification (as 
applicable) and the Contract. 

• The Supplier shall ensure the Goods are free from defects in design and workmanship and are fit 
for the purpose. 

• All goods and services supplied are to conform to and maintain the following Standards/ 
accreditations as a minimum:  

o BS EN ISO 9001 Quality Management System  
o BS EN ISO 14001 Environmental Management System  
o ISO/IEC 27001 Information Security Management  
o Directive 2002/96/EC Waste Electrical & Electronic Equipment  
o Directive 2002/95/EC Restriction of Use of Certain Hazardous Substances in Electrical or 

Electronic Equipment. 
 

(2.5) Security Requirements 
 
Security Policy 
 
The Supplier shall comply with the ARP Security Policy (Schedule 7 of the Terms and Conditions) and 
where specified by the Customer, including the Security Management Plan (if any) and shall ensure that 
the Security Management Plan produced by the Supplier fully complies with the ARP Security Policy. 
 
The Customer shall notify the Supplier of any changes or proposed changes to the Security Policy. 
 
If the Supplier believes that a change or proposed change to the ARP Security Policy will have a material 
and unavoidable cost implication to the provision of the Goods it may propose a Variation to the Customer. 
In doing so, the Supplier must support its request by providing evidence of the cause of any increased costs 
and the steps that it has taken to mitigate those costs. Any change to the Contract Charges shall then be 
subject to the Variation Procedure. 
 
Until and/or unless a change to the Contract Charges is agreed by the Customer pursuant to the Variation 
Procedure the Supplier shall continue to provide the Goods in accordance with its existing obligations. 
 
Additional Security Requirements 
 
The Supplier (and any Sub-Contractors) accessing delivery locations of the Customer, or any Service 
Recipient shall comply with all Service Recipient / data centre security policies (which shall include any 
prior registration and security clearance requirements). 
 
Processing personal data under or in connection with this contract 
 
NO 
 

(2.6) Exit Plan (where required) 
 
EXIT PLAN  
To facilitate uninterrupted continuity and the smooth running of the facilities provided by the Supplier 
under this contract it is important that at the conclusion of the agreement that data/information be 
provided to the Customer before the end of term.  
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profile and method of payment (e.g. Government Procurement Card (GPC) or BACS)) 
 

 
 

 
 

(5.2) Invoicing and Payment 
 

 
 

 
 

 
 
 
 
 
 

  
 

  
 

 
 
 
 

  
 

 
 

 
   

 
 

  
 

    
 

 
  

 
 
 
 
 
 

  
 

 
  

 
 

 
 

 





 

 

BY SIGNING AND RETURNING THIS ORDER FORM THE SUPPLIER AGREES to enter a legally binding 
contract with the Customer to provide the Goods and/or Services. The Parties hereby acknowledge and agree 
that they have read the NHS Conditions of Contract for purchase of goods and/or Services and by signing 
below agree to be bound by the terms of this Contract. 

 

For and on behalf of the Supplier: 

For and on behalf of the Customer: 




