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Order Form 
 
This Order Form is for the provision of the Call-Off Deliverables.  It is issued under the DIPS Framework Contract 
with a unique reference number starting with RM6249.  The DIPS Framework and this Call-Off Contract are to be 
for the delivery of Outcomes only.  This Framework is not for the request and delivery of resource.  If specific 
resources are needed alternative sourcing methods must be used. 
 
During the Call-Off Contract Period, the Requirement Holder and the Supplier may agree and execute a Statement 
of Work (in the form of the template set out in Appendix 4 to this Framework Schedule 6 (Order Form Template, 
Statement of Requirements Template)). Upon execution of any Statement of Work the provisions detailed therein 
shall be incorporated into the Call-Off Contract to which this Order Form relates. 
 
The Parties agree that when the Requirement Holder seeks further Deliverables within the initial scope of the 
original Call-off contract from the Supplier that are not provided for in this Call-Off Contract, the Requirement 
Holder and Supplier will agree and execute a Call-Off Variation Form. 
 
All capitalised terms in this Order Form shall have the meanings set out in Joint Schedule 1 (Definitions) unless 
otherwise stated. 

 

1a. Identification  
 

 
 
 
 
 
 
 

Call-Off Lot 
Lot 2 - Dev, Apps, UX, Dev Ops, Sys Design & Support 

 

Call-Off Reference RM6249/DIPS(2) 05 

Version 
Number 
 
 
 
 
 

1 Date 
28th March 

2024 

Business Case Reference 

Original FBC 
Number 

IP-00005953 

 
 

Amendment FBC 
Number 

N/A 

Project / equipment for which 
Services are in support 

Services 
Urgent Capability 
Requirement (UCR) 

 

Call-Off Contract title: Appivate – Application Software and Data Delivery 

Call-Off Contract 

description: 
Application Software and Data Delivery 

 
1b. Contact details 

Government 

Directorate / 

Organisation Title 

Royal Air Force (RAF) 
Name of Supplier  
 PA Consulting Services Ltd – 

(Prime) 

Name of Requirement 

Holder’s Authorised 

Representative 

James Palfrey 

Name of Supplier’s   

Authorised 

Representative 

Alan Clarke 
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Post title Head of Appivate RAF Digital Post title 
Member of PA’s Management 

Board 

Requirement Holder’s 

Address 

Royal Air Force (RAF) Digital, 

Gauntlet Block, 1 Site, Royal Air 

Force, High Wycombe, 

Buckinghamshire,  

HP14 4UE. 

Supplier Address 
10 Bressenden Place, London, SW1E 

5DN, United Kingdom  

Postcode Postcode 

Telephone 07974622498 Telephone +44 1763 261222  

Email James.palfrey968@mod.gov.uk Email Alan.clarke@paconsulting.com 

Unit Identification 

Number (UIN) 
 F0717A 

Value Added Tax     

(VAT) Code 
GB 238 5350 57  

Resource Accounting 

Code (RAC) 
 NNB004   

Name of Requirement 

Holder’s Project Lead 

James Palfrey  

James.Palfrey968@mod.gov.uk 

 

  

Requirement Holder’s 

Secondary Contact 

Name 

Joe Salkeld 

 
Supplier Secondary 

Contact Name 
 

Requirement Holder’s 

Secondary Contact 

Role 

RAF Digital Services Technical 

Architect 
Supplier Secondary 

Contact Role 
 

Requirement Holder’s 

Secondary Contact 

Email 

Joe.Salkeld104@mod.gov.uk 
Supplier Secondary 

Contact Email 
 

 
 

Date that the Statement of 
Requirements was issued 

 28th March 
2024  

Deadline for Requirement Holder’s receipt of 
Supplier’s Call-Off Tender 

N/A 

 
 

1c. Statement of Requirements (SOR)  (This section 1c. to be completed in full OR a complete SOR to 

be attached in Appendix 7 of this document) 
Unique Order Number (defined by 
delivery team) 

 

SOR version issue number 20240314-RAF-SOR-v1 SOR dated 28th March 2024 

SOR title Appivate Software House 

 

Background/justification for Call-Off Contract 

The Command Plan commits RAF Digital to establishing Air's software delivery capability through Appivate; software 
that enhances the aviators ability to deliver air power.                                                                                                
The Appivate 5 year programme is concurrently: building the technology environment, establishing a high performing 
and blended Industry/Crown team and developing/maintaining new software products (applications) and services. 
Changing delivery partner mid way through the programme will significantly increase the risk of negatively impacting 
operational effectiveness, suffering programme delays and achieving less value for money. This would be caused by a 
loss of technical knowledge, disruption of a high performing team, loss of alignment on vision/purpose and the detailed 
understanding of successful software delivery in blended military/civilian teams that has been successfully established 
over the last 18 months.       

Description of Services to be provided under the Call-Off Contract  

See Appendix 8 Statement of Work 

Activities required to be undertaken under the Call-Off Contract 

tel:+441763261222
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See Appendix 8 Statement of Work 

Outputs to be provided under the Call-Off Contract 

See Appendix 8 Statement of Work 

Acceptance/rejection criteria / provisions  

See Appendix 8 Statement of Work 

Material KPIs / Critical Service Level Failure 

 
 
The following Material KPIs shall apply to this Call-Off Contract in accordance with Framework Schedule 4 (Framework 
Management): 

Material KPIs 

1.  Approval of x2 Sprint reports per month covering products and core activities 
2. GDS Compliant as determined by RAF (Where applicable & the DO directs) 

3. No greater than a 30% decrease to team velocity after sprint 3.  
4. DORA Metrics for the team reaches “Excellent” standard (only applicable following a 2 month baselining 

period) 
 

 

The following shall constitute a Critical Service Level Failure for the purposes of this Call-Off Contract in accordance with Call-Off 
Schedule 14 (Service Levels): 

Critical Service Level Failure 

N/A 

 

 
 The applicable Service Levels are as specified in Annex A to Part A of Call-Off Schedule 14 (Service Levels). 
 

List all Requirement Holder Assets applicable to the Services that shall be issued to the Supplier and returned to the Requirement 
Holder at termination of the Call-Off Contract 

See Appendix 7 Statement of Requirements 

Additional quality requirements & standards (in addition to any quality requirements & standards detailed in the addition to the Call-
off Schedules) 

From the Call-Off Start Date, the Supplier shall comply with the relevant (and current as of the Call-Off Start Date) Standards, 
including those referred to in Framework Schedule 1 (Specification).  
 
 

Project and risk management 

The Supplier shall appoint a Supplier’s Authorised Representative and the Requirement Holder shall appoint a Requirement 
Holder’s Authorised Representative, who unless otherwise stated in this Order Form shall each also act as Project Manager, for the 
purposes of this Contract through whom the provision of the Services and the Goods shall be managed day-to-day. 
 
Both Parties shall pro-actively manage risks attributed to them under the terms of this Call-Off Contract. The Supplier shall develop, 
operate, maintain and amend, as agreed with the Requirement Holder, processes for: (i) the identification and management of risks; 
(ii) the identification and management of issues; and (iii) monitoring and controlling project plans. 
 
 

Timescales (Prior to Further Competition enter anticipated dates. Following Further Competition update with actual dates) 

Call-Off Start Date 1st April 2024 

Call-Off Initial Period 4.25 months 

Call-Off Expiry Date 13th August 2024 

Call-Off Optional Extension 
Period 

2 months (Any future extensions will be in line with the Supplier DIPS Lot 2 rate-card as 
of 28 March 2024). 
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Minimum notice period prior to 
a Call-Off Optional Extension 
Period 

1 month 

 

SOR approved by  

(Name in capital letters) 
James Palfrey Telephone 07974622498 

Directorate / Division RAF Digital Email 
 

James.palfrey968@mod.gov.uk 

Organisation Role / Position Head of Appivate Date 28th March 2024 

Approver’s signature  James Palfrey 
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Original FBC Number 
(when known) 

Amendment FBC 
Number (if applicable) 

 IP-00005953 N/A 

 

 

1d. Key Deliverables Template 
 
Not used – See Appendix 8 Statement of Work  
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2. Call-Off Incorporated Terms  
The following documents are incorporated into this Call-Off Contract. Where numbers are missing those schedules are not being 
used in this Call-Off Contract. If the documents conflict, the following order of precedence applies: 
 
1 This Order Form including the General Conditions in section 2(b) and the Call-Off Special Terms in section 2(c). 

 
2 Joint Schedule 1 (Definitions) 

 
3 Any Statement(s) of Work (in the form of the template set out in Appendix 4 to this Framework Schedule 6 (Order Form 

Template, Statement of Requirements Template)) executed by the Requirement Holder and the Supplier with a corresponding 
Call-Off Contract reference 
 

4 The following Schedules in equal order of precedence:  

● Joint Schedules 

o Joint Schedule 2 (Variation Form) 

o Joint Schedule 3 (Insurance Requirements) 

o Joint Schedule 4 (Commercially Sensitive Information) 

o Joint Schedule 5 (Corporate Social Responsibility) 

 

● Call-Off Schedules 

o Call-Off Schedule 3 (Continuous Improvement) 

o Call-Off Schedule 5 (Pricing Details and Expenses Policy) 

o Call-Off Schedule 6 (Intellectual Property Rights and Additional Terms on Digital Deliverables) 

o Call-Off Schedule 9 (Security) 

o Call-Off Schedule 10 (Exit Management) 

o Call-Off Schedule 13 (Implementation Plan and Testing) 

o Call-Off Schedule 14 (Service Levels)  

o Call-Off Schedule 17 (MOD Terms)  

o Call-Off Schedule 25 (Ethical Walls Agreement)] 

o Call-Off Schedule 26 (Cyber)  

5 Core Terms (DIPS version)  

6 Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that offer a better commercial position for the 
Requirement Holder (as decided by the Requirement Holder and Commercial) take precedence over the documents above.  

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on the back of, added to this Order Form, 
or presented at the time of delivery. 
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2a. Strategy for procurement and evaluation 

Further competition  Competitive award 
criteria to be used for 
undertaking evaluation 
of proposal(s)  

 

Direct award  

 Weighting (Technical)  Weighting (Price)  

 

2b. General Conditions  
 
Additional Conditions: N/A 

 

 

2c. Call-Off Special Terms 

The following Special Terms are incorporated into this Call-Off Contract: 

None 

 

2d. Call-Off Charges 
Capped Time and Materials (CTM)  
Incremental Fixed Price  
Time and Materials (T&M)  
Fixed Price  

A combination of two or more of the above Charging methods  
  
  
T&S is applicable  
The Charging method will be Fixed price fore the duration of the contract and is incorporated into Call-Off Schedule 5 (Pricing 
Details and Expenses Policy). Thereis no T&S and any costs associated with the T&S should included in the supplier price. 
 
Where non-UK Supplier Staff (including Subcontractors) are used to provide any element of the Deliverables under this Call-Off 
Contract, the applicable rate card(s) shall be incorporated into Call-Off Schedule 5 (Pricing Details and Expenses Policy) and the 
Supplier shall charge the Requirement Holder a rate no greater than those set out in the applicable rate card for the Supplier Staff 
undertaking that element of work on the Deliverables. 
 
Reimbursable Expenses 
 
None 

 

2e. Payment Method 
The Authority shall pay the Contractor any sums due under such an invoice no later than a period of 30 days from the 
date on which the Authority has determined that the invoice is valid and undisputed. 
 
Requirement Holder’s Invoice Address 
MOD 
[PO Box 1680 
[London 
SW1P 1ZE 
Requirement Holder’s Authorised Representative 
James Palfrey 

James.palfrey968@mod.gov.uk 

 
Digital Services 

RAF Digital 

Air Command 

High Wycombe 

HP14 4UE  

mailto:James.palfrey968@mod.gov.uk
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Not used – See Appendix 8 – Statement of work 
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2g. Maximum Liability 
Maximum liability for general liabilities is 125% of the total contract value in accordance with the DIPS 
framework, however the Supplier’s liability for data breaches remains unlimited (no data handling is 
anticipated) and maximum liability for security breaches is capped at 300% of the total contract value. 

 
 

2h. Requirement Holder’s Environmental Policy 

The supplier will adhere to the Authority’s Environmental Policy. 

 
 

2i. Requirement Holder’s Security Policy  

The supplier shall adhere to MOD Security Policy JSP440. 
The supplier shall adhere to theSecurity Aspects Letter within Schedule 6 of this Order Form. 

 
 

2j. Progress Reports and meetings 
Progress Report Frequency Fortnightly reviews (Sprint 

reports) each calendar month 
Progress Meeting Frequency  Fortnightly reviews (Sprint 

reports) each calendar month 
 

 

 

2k. Quality Assurance Conditions  

According to the product or scope of the work to be carried out, the Supplier shall meet the following requirements: 

Allied Quality Assurance Publications (AQAP) 2110 – North Atlantic Treaty Organization (NATO) Quality Assurance 
Requirements for Design, Development and Production. 
 

Certificate of Conformity shall be provided in accordance with DEFCON 627 (Edn12/10). 

 

Deliverable Quality Plan requirements: 

DEFCON 602A (Edn 12/17) - Quality Assurance 
with Quality Plan 

 
DEFCON 602B (Edn 12/06) - Quality Assurance without 
Quality Plan  

 

AQAP 2105:2 – NATO Requirements for Deliverable Quality Plans   

Software Quality Assurance requirements  

Allied Quality Assurance Publications (AQAP) 2210 – North Atlantic Treaty Organization (NATO) Supplementary 
Software Quality Assurance Requirements to AQAP-2110 shall apply  

 

Air Environment Quality Assurance requirements  

Defence Standard (DEF STAN) 05-100 – Ministry of Defence Requirements for Certification for Aircraft Flight and 
Ground Running (Mandatory where flying and/or ground running of issued aircraft is a requirement of the Task) 

 

Relevant MAA Regulatory Publications (See attachment for details)  

Additional Quality Requirements (See attachment for details)  

Planned maintenance schedule requirement  

Not applicable  

 
 

2l. Key Staff 
 
Erik Else – Transformation Lead 
Weichern Ngian – Principal Product Lead 
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2m. Key Subcontractor(s) 

Accenture (UK) Limited 30 Fenchurch Street, London, EC3M 3BD 

 

 

2n. Commercially Sensitive Information 

Supplier pricing and commercial components  

 
 

2o. Cyber Essentials  
 
Cyber Essentials Scheme: The Requirement Holder requires the Supplier to have and maintain a Cyber Essentials Plus 
Certificate for the work undertaken under this Call-Off Contract, in accordance with Call-Off Schedule 26 (Cyber). 
 

 

 

2p. Implementation Plan  

The supplier will agree an implementation plan with the MOD within the first two weeks of the contract start 
date. 

 

 
 

3. Charges 

Estimated Contract Value (excluding VAT) for Call-Off Contract 

£4,166,666.67 
 

 
 

4. Additional Insurances 

Not applicable 

 
 

5. Guarantee 

Not applicable 

 
 

6. Social Value Commitment 

The Supplier agrees, in providing the Deliverables and performing its obligations under the Call-Off Contract, that it will comply with 
the social value commitments in Health and Wellbeing / Sub-criteria for MAC 7.2: Influencing support for health and wellbeing. 
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7. Requirement Holder Commercial Officer Authorisation 

Order Form approved by  

(Name in capital letters) 
Andrew Trinick Telephone  

Directorate / Division Air Commercial Email andrew.trinick668@mod.gov.uk 

Organisation Role / Position Head of Major Projects & RCO Date 28th March 2024 

Approver’s signature Andy Trinick 

 
 

8. Acknowledgement by Supplier 

Order Form acknowledged by  

(Name in capital letters) 
ALAN CLARKE Telephone +44(20) 73124676 

Supplier Name  
PA CONSULTING 

SERVICES LTD 
Email Alan.clarke@paconsulting.com 

Supplier Role / Position 
MEMBER OF PA’S 

MANAGEMENT BOARD 
Date 28 March 2024 

Approver’s signature A Clarke 

 
 

9. Final Administration 

On receipt of the Order Form acknowledgement from the Supplier, the Commercial Manager (who placed the order) must send an 
electronic copy of the acknowledged Order Form, together with any applicable Appendix 3 to this Schedule 6, directly to DIPS 
Professional Services Team at the following email address: ukstratcomdd-cm-cct-dips-mail@mod.gov.uk  

 

 
 
 

 

mailto:ukstratcomdd-cm-cct-dips-mail@mod.gov.uk
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Appendix 1 to Schedule 6 

DEFFORM 111 
(Edn 10/22) 

Appendix 1 - Addresses and Other Information 

 1. Commercial Officer 
Name:       
 
Address:       
 
 
Email:         
     
           

 8. Public Accounting Authority 
 
1.  Returns under DEFCON 694 (or SC equivalent) should be 
sent to DBS Finance ADMT – Assets In Industry 1, Level 4 
Piccadilly Gate, Store Street, Manchester, M1 2WD  
 44 (0) 161 233 5397 
 
2.  For all other enquiries contact DES Fin FA-AMET Policy, 
Level 4 Piccadilly Gate, Store Street, Manchester, M1 2WD   
 44 (0) 161 233 5394 

 

 

 2. Project Manager, Equipment Support Manager or PT 
Leader (from whom technical information is available) 
Name:       
 
Address      
 
 
Email:        

             

 9.  Consignment Instructions 
The items are to be consigned as follows: 
      

 

 

 3. Packaging Design Authority 
Organisation & point of contact: 
      
 
(Where no address is shown please contact the Project Team 
in Box 2)  
 
           

 10.  Transport. The appropriate Ministry of Defence 
Transport Offices are: 
A. DSCOM, DE&S, DSCOM, MoD Abbey Wood, Cedar 3c, 
Mail Point 3351, BRISTOL BS34 8JH                       
Air Freight Centre 
IMPORTS  030 679 81113 / 81114   Fax 0117 913 8943 
EXPORTS  030 679 81113 / 81114   Fax 0117 913 8943 
Surface Freight Centre 

IMPORTS  030 679 81129 / 81133 / 81138   Fax 
0117 913 8946 
EXPORTS  030 679 81129 / 81133 / 81138   Fax 0117 
913 8946 

 

  
 4. (a) Supply / Support Management Branch or Order 

Manager: 
Branch/Name:       
 
 
        
 
   (b) U.I.N.         

 B. JSCS 
 
JSCS Helpdesk No. 01869 256052 (select option 2, then 
option 3) 
JSCS Fax No. 01869 256837 
Users requiring an account to use the MOD Freight 
Collection Service should contact UKStratCom-DefSp-
RAMP@mod.gov.uk in the first instance. 

 

 

 5. Drawings/Specifications are available from 
      
 

 11. The Invoice Paying Authority 
Ministry of Defence   0151-242-2000 
DBS Finance 
Walker House, Exchange Flags Fax:  0151-242-2809 
Liverpool, L2 3YL                     Website is: 
https://www.gov.uk/government/organisations/ministry-of-
defence/about/procurement 

 

 
 6.  Intentionally Blank  12.  Forms and Documentation are available through *: 

Ministry of Defence, Forms and Pubs Commodity 
Management  
PO Box 2, Building C16, C Site 
Lower Arncott 
Bicester, OX25 1LP (Tel. 01869 256197 Fax: 01869 256824) 
Applications via fax or email:  
Leidos-FormsPublications@teamleidos.mod.uk 

 

 
 7. Quality Assurance Representative: 

      
Commercial staff are reminded that all Quality Assurance 
requirements should be listed under the General Contract 
Conditions.  
 
AQAPS and DEF STANs are available from UK Defence 
Standardization, for access to the documents and details of the 

 * NOTE 
1. Many DEFCONs and DEFFORMs can be obtained from 
the MOD Internet Site:  
https://www.kid.mod.uk/maincontent/business/commercial/in
dex.htm 
 

 

mailto:UKStratCom-DefSp-RAMP@mod.gov.uk
mailto:UKStratCom-DefSp-RAMP@mod.gov.uk
https://www.gov.uk/government/organisations/ministry-of-defence/about/procurement
https://www.gov.uk/government/organisations/ministry-of-defence/about/procurement
mailto:Leidos-FormsPublications@teamleidos.mod.uk
https://www.kid.mod.uk/maincontent/business/commercial/index.htm
https://www.kid.mod.uk/maincontent/business/commercial/index.htm
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helpdesk visit http://dstan.gateway.isg-r.r.mil.uk/index.html  
[intranet] or https://www.dstan.mod.uk/ [extranet, registration 
needed].  

2. If the required forms or documentation are not available on 
the MOD Internet site requests should be submitted through 
the Commercial Officer named in Section 1.   

 

 

http://dstan.gateway.isg-r.r.mil.uk/index.html
https://www.dstan.mod.uk/
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Appendix 2 to Schedule 6  

Appendix 2 – Supplier’s Quotation - Charges Summary  

5a. Manpower/Resources 

Broad 
Capability Area 

Number 

Grade Daily rate 
quoted at ITT 

Daily rate 
quoted for 
this task 

Reduction on 
original ITT 

rate 

No of 
Days 

Total 

                            

                            

                            

                            

                            

   

5b. Travel (Estimated expenditure on:) Unit cost Number of 
Journeys / Miles 

Total 

Rail                   

Motor Mileage 
(max 30p per mile incl VAT) 

30p max 

(incl VAT) 
            

Air                   

Sea                   

5c. Subsistence (Estimated expenditure on:) Unit cost Number of  
Night / Days 

Total 

Accommodation 
(max £100 per night incl VAT) 

                  

Meals (max £5 for lunch and/or 
£22.50 for an evening meal, 
including all drinks 

                  

Miscellaneous costs (please 
define below) 

                  

The above T&S costs relate to the period       to       

N/A – See Appendix 8 Supplier Statement of Work   

 
1. To:      
 
 

 
2. From:       
 
 

Date of tender submission: 
 
In response to the Order Form request for a quotation 
reference       

Dated        

  
*The work can be undertaken and our detailed response is attached.  
*We are unable to provide the resources/deliverables identified on this occasion.  
(* Check box as appropriate) 
 

Name: (Block Capitals)  Signed:   

Date:       

2.  Call-Off title:        

3. Supplier Unique Reference Number:        

4. Start Date:       Completion Date:       
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5d.Other Costs 
 

Subcontractor price 

Subcontractor Details 

 
      
      
 

 Materials 
 

      

 Other  
(Please provide details below) 

 

 Description Cost 
            
            

            

            
            

            
            

  

 
Total Charges for completion of Call-Off Contract 

Deliverables 

 
……………………….…………………….  (excl. VAT) 
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Appendix 4 (Template Statement of Work) 
 
1. Statement of Work (SOW) Details 
 
Upon execution, this SOW forms part of the Call-Off Contract (reference below). All capitalised 
terms in this SOW shall have the meanings set out in Joint Schedule 1 (Definitions) unless 
otherwise stated. 
 
The Parties may execute a SOW for any set of Deliverables required. For any ad-hoc 
Deliverables requirements, the Parties may agree and execute a separate SOW, or 
alternatively agree a Variation to an existing SOW. 
 
All SOWs must fall within the Specification and provisions of the Call-Off Contact. 
 
The details set out within this SOW apply only in relation to the Deliverables detailed herein 
and will not apply to any other SOWs executed or to be executed under this Call-Off Contract, 
unless otherwise agreed by the Parties in writing. 
 
 
Date of SOW: 
 
SOW Title: 
 
SOW Reference: 
 
Call-Off Contract Reference: 
 
Requirement Holder: 
 
Supplier: 
 
SOW Start Date: 
 
SOW End Date: 
 
Duration of SOW: 
 
Key Personnel (Requirement Holder): 
 
Key Personnel (Supplier): 
 
Subcontractors:
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2. Call-Off Contract Specification – Deliverables Context 
 
SOW Deliverables Background: [Insert details of which elements of the Deliverables this SOW will 
address] 
 
Delivery phase(s): [Insert item and nature of Delivery phase(s), for example, Discovery, Alpha, Beta 
or Live] 
 
Overview of Requirement: [Insert details including Release Type(s), for example Ad hoc, Inception, 
Calibration or Delivery] 
 
3. Requirement Holder Requirements – SOW Deliverables 
 
Outcome Description: 
 

Milestone Ref Milestone Description Acceptance Criteria Due Date 

MS01    

MS02    

 
Delivery Plan: 
 
Dependencies: 
 
Supplier Resource Plan: 
 
Security Applicable to SOW: 
 
The Supplier confirms that all Supplier Staff working on Requirement Holder Sites and on 
Requirement Holder Systems (as defined in Call-Off Schedule 6 (Intellectual Property Rights and 
Additional Terms on Digital Deliverables) and Deliverables, have completed Supplier Staff vetting in 
accordance with any applicable requirements in the Contract, including Paragraph 6 (Security of 
Supplier Staff) of Part B – Annex 1 (Baseline Security Requirements) of Call-Off Schedule 9 
(Security). 
 
[If different security requirements than those set out in the Contract apply under this SOW, these 
shall be detailed below and apply only to this SOW: 
 
[Insert different security requirements if necessary] ] 
 
 
SOW Standards: 
 
[Insert any specific Standards applicable to this SOW]  
 
Performance Management: 
 
[Insert details of Material KPIs that have a material impact on Contract performance] 
 
The following Material KPIs shall apply in accordance with Framework Schedule 4 (Framework 
Management): 
 

Material KPIs Target Measured by 
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[Insert Service Levels and/or KPIs – See Call-Off Schedule 14 (Service Levels)] 
 
Additional Requirements: 
 
Annex 1 – Where Annex 1 of Joint Schedule 11 (Processing Data) in the Call-Off Contract does not 
accurately reflect the data Processor / Controller arrangements applicable to this Statement of Work, 
the Parties shall comply with the revised Annex 1 attached to this Statement of Work. 
 
Key Supplier Staff: 
 

Key Role Key Staff Contract Details Employment / Engagement Route 
(incl. inside/outside IR35) 

    

    

    

    

 
SOW Reporting Requirements: 
 
Further to the Supplier providing the management information specified in Framework Schedule 5 
(Management Charges and Information), the Supplier shall also provide the following additional 
management information under and applicable to this SOW only: 
  

Ref. Type of Information Which Deliverables does this 
requirement apply to? 

Required regularity of 
Submission 

1. [insert] 

1.1 [insert] [insert] [insert] 

 
4. Charges 
 
Call Off Contract Charges: 
 
The applicable charging method(s) for this SOW is: 
 

• [Capped Time and Materials] 

• [Incremental Fixed Price] 

• [Time and Materials] 

• [Fixed Price] 

• [2 or more of the above charging methods] 
 

[Requirement Holder to select as appropriate for this SOW] 
 
The estimated maximum value of this SOW (irrespective of the selected charging method) is £[Insert 
detail]. 
 
Rate Cards Applicable: 
 
[Insert SOW applicable Supplier and Subcontractor rate cards from Call-Off Schedule 5 (Pricing 
Details and Expenses Policy), including details of any discounts that will be applied to the work 
undertaken under this SOW.] 
 
Reimbursable Expenses: 
 
[See Expenses Policy in Annex 1 to Call-Off Schedule 5 (Pricing Details and Expenses Policy) ] 
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[Reimbursable Expenses are capped at [£[Insert] [OR [Insert] percent ([X]%) of the Charges 
payable under this Statement of Work.] 
 
[None] 
 
[Requirement Holder to delete as appropriate for this SOW] 
 
 
5. Signatures and Approvals 
 
Agreement of this SOW 
 
BY SIGNING this Statement of Work, the Parties agree that it shall be incorporated into Appendix 3 
of the Order Form and incorporated into the Call-Off Contract and be legally binding on the Parties: 
 
For and on behalf of the Supplier 
 
Name: 

Title: 

Date: 

Signature: 

 
For and on behalf of the Requirement Holder 
 

Name: 

Title: 

Date: 

Signature: 

Appendix 5 

Confidentiality Undertaking 

Employee: 
 
Name of Employer: 
 
MOD Contract/Task No: 
 
Title: 
 
 
1. l, the above named employee, confirm that I am fully aware that, as part of my duties with my 

Employer in performing the above-named Contract, I shall receive confidential information of a 

sensitive nature (which may include particularly commercially sensitive information), whether 

documentary, electronic, aural or in any other form, belonging to or controlled by the Secretary of 

State for Defence or third parties. I may also become aware, as a result of my work in connection 

with the Contract, of other information concerning the business of the Secretary of State for Defence 

or third parties, which is by its nature confidential. 
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2. I am aware that I should not use or copy for purposes other than assisting my Employer in carrying 

out the Contract, or disclose to any person not authorised to receive the same, any information 

mentioned in paragraph 1 unless my Employer (whether through me or by alternative means) has 

obtained the consent of the Secretary of State for Defence. I understand that "disclose", in this 

context, includes informing other employees of my Employer who are not entitled to receive the 

information. 

 

3. Unless otherwise instructed by my Employer, if I have in the course of my employment received 

documents, software or other materials from the Secretary of State for Defence or other third party 

for the purposes of my duties under the above Contract then I shall promptly return them to the 

Secretary of State for Defence or third party (as the case may be) at the completion of the Contract 

via a representative of my Employer who is an authorised point of contact under the Contract and 

(in the case of information referred to under paragraph 1 above) is also authorised under paragraph 

2. Alternatively, at the option of the Secretary of State for Defence or the third party concerned, I 

shall arrange for their proper destruction and notify the above authorised point of contact under the 

Contract to supply a certificate of destruction to the Secretary of State for Defence. Where my 

Employer may legitimately retain materials to which this paragraph applies after the end of the 

Contract, I shall notify the authorised representative of my Employer to ensure that they are stored, 

and access is controlled in accordance with my Employer's rules concerning third party confidential 

information. 

 

4. I understand that any failure on my part to adhere to my obligations in respect of confidentiality 

may render me subject to disciplinary measures under the terms of my employment. 

 

Signed: 

 

Date: 
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Appendix 7 
 

Statement of Requirements 
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A.1.a APPIVATE Software House (DIPS Lot 2) 
 
Appivate is the RAF’s Software Factory. It originally started as a joint Astra and RAF Digital Services venture but as the concept of hybrid (Military, 
Civil Service & Industry Partner) agile teams developed, it quickly achieved endorsement by CAS to scale in order to meet the significant digital 
demand across the RAF. Its model is between 54 – 79% more cost effective to the public purse by having a joint Military, Civil Service and 
Industry Partner Agile Team inclusive of the roles commonly seen within a cross functional agile team such as Software Engineers, Designers, 
Delivery Managers etc. Appivate, through RAF Digital, seeks to maximise organisational flexibility & capabilities through the building of in-house 
software that creates operational value & maintains competitive advantage for the Royal Air Force. Appivate is a whole force team – combining the 
digital & technology expertise of industry partners with the operational & military insight of serving & civilian personnel. This enables Appivate to 
deliver mission ready software faster and a lower cost to the Authority. 
 
There is a requirement to provide a scalable mechanism by which new and existing Software Requirements can be taken through 4 key phases of 
its lifecycle; Onboarding, Development, Early Life Support, and Through Life Support. Appivate’s model has been proven to de-risk product 
delivery timelines by embedding service personnel at the heart of the development team. This provides the authority with digital agility through 
upskilling of service and civil service personnel should operational requirements arise. RAF Digital receives between 30-50 new requests each 
year through its front door for the delivery of a software solutions. 
 
 

Figure 1 – RAF Software Development Lifecycle 
 
 
Appivate has a target Capability Model which comprises a range of Product Services, supported by Product Capabilities (which apply across all 
Product Services) and underlying Enabling Capabilities. 
 
 

Figure 2 – Appivate Target Capability Model 
 
The above Operating Model describes the totality of the target Appivate organisation and capability including services delivered through 3rd party 
contracts outside the scope of this SOR and by military and civilian personnel.  
 
 
 
 
 
This SoR described the capability outcomes required by the authority for the following 6 key components of the Appivate capability: 
 

 SOW Capability Stream High Level Description 

1 
Core Appivate Capability 

This provides the minimum operating and management function required to sustain and manage 
Appivate as a military software capability. 

2 2 Medium Sized Software 
Development Product Teams 

The development of software applications through the Development Lifecycle (from Discovery up 
to and including Early Life Support (ELS)). 
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3 Skyforge The development, deployment and management of the Skforge developer services capability. 

4 
Live Service Support 

Provision of a through life support (TLS) capability for Appivate products deployed in the live 
(production) environment.  

5 
HR Hub Feature Development 

A small feature development capability for 6 months to build additional flows and features for the 
HR Hub Application. 

6 
Low Code DevOps Capability 

Provision of low code (PowerApps) capability to support and enhance existing RAF Digital low-
code suite of products. 

7 
RAF Digital Technology Strategy 

Develop and mature the RAF Digital Technology Strategy, support the establishment of 
programmes, projects and products which deliver against the strategy 

 
In this context, the authority requires information from suppliers for the following requirements: 
 

1. General Appivate Requirements.   
 

a. Onboarding / Offboarding. The supplier shall supply suitably qualified & experienced personnel (SQEP) to provide the capability 
outcomes required as set-out in this SOR. The authority retains the right to raise concerns with respect to the performance of the 
Supplier’s resources up to and including their removal from the project within a 2 week notice period. All personnel must at a minimum 
hold Baseline Personnel Security Standard (BPSS) and must be eligible for Security Clearance. (SC). A proportion (not more than 50% 
but not 0%) of requirement 1 (Core Capability) must be eligible to meet DV requirements. When an industry partner is Offboarded, a 
handover period dictated by the authority but not exceeding 2 weeks, must be conducted 

b. Appivate Ecosystem. All Software Engineering must take place on Appivate approved infrastructure. Personal and corporate IT is not 
permitted unless the authority gives permission. Design and Business based workflows can be carried out on either Appivate infrastructure 
or Corporate IT providing it is accredited up to OFFICIAL. The current ecosystem incorporates the following tooling: Google Workspace, 
Atlassian Suite, Github, O365, Mural, Slack, IntelliJ, Android Studio, Xcode, Visual Studio Code, Adobe Suite, Grafana, SonarQube, 
Cypress, Sketch, etc. 

c. The Defence Environment. The supplier must provide competence in and a good understanding of the Defence Environment (Ranks, 
Organisation structure, positions, and dependencies) and have a proven track record working within Defence.  

d. Military Software Factory. The commercial partner must have demonstratable experience of working with a Military Software Factory, 
with clear use cases of products that have been developed using a whole force team – combining the digital & technology expertise of 
industry partners with the operational & military insight of serving & civilian personnel. 

e. Working Hours. Business hours are Monday to Friday, 09:00 – 17:00 (excluding Bank and Public holidays). It is expected that by 
exception, the supplier may be asked to support out of hours work where necessary to support technical / business need. This will be 
agreed with the supplier in advance. It is also noted that at some point, Appivate products or stages in the Development Lifecycle may 
necessitate differing working hours (for example, extended support hours). This will be agreed between the Authority and the Supplier in 
advance, with appropriate contract amendments agreed as required. 

f. Working Location. The Supplier is required to co-locate with the Authority’s personnel in Stockenchurch, Buckinghamshire for a minimum 
10% of working time, equating to 2 days per month. 

g. Reporting & Documentation. The Supplier should be competent in Defence Writing and be able to communicate at the OF5 – OF6 level 
with ease. They will be required to produce Sprint Reports and other documentation in line with Agile Delivery practices. 
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h. Security Testing. The Supplier must provide access to on call, cost effective Penetration testing with an NCSC CREST Approved 
penetration testing organisation. This is anticipated to be between 8 - 12 times a year to be agreed with the Supplier as additional 
Statements of Work to the initial call-off contract. 

i. Training and Mentorship (social value). As more Military and Civil Service personnel are onboarded into the Appivate organisation, the 
Supplier is required to support on the job training and upskilling of Crown resources at a 1:1 ratio. It is expected that Appivate’s Military 
Team size will grow by between 27 – 47 Sp over the term of the requirement. 

 
 

 
2. Core Appivate Capability  

 
a. Capabilities. Appivate Core provides leadership and accountability for Appivate as well as providing enabling capabilities for delivery. 

These include leadership; governance; value realisation; engagement; change; continuous improvement; and delivery leadership across 
product, design and engineering. 

b. Supplier Integration. Appivate contains Product Squads resourced by multiple 3rd party suppliers. Appivate Core is expected to work 
across the entirety of Appivate with all partners to enable success. The authority welcomes views on the optimal commercial construct to 
enable this way of working. The supplier should enable management of up to 6 additional teams.  

 
3. 2x Medium Product Teams 

 
a. Product Services. The supplier is required to have the ability to stand up full-stack development Product Squads across a range of 

mobile and web technologies. 
b. Product Squads. At the current time, the authority requires the Supplier to provide two Custom Development Product Squads for medium 

sized products. Each squad should include the following capabilities: Delivery; Design; User Research / Service Design; Engineering. The 
authority welcomes views on squad size to align with industry good practice. The supplier is required to work as part of an integrated 
Crown and Supplier team.  

c. Capability. Product Squads are expected to be skilled both specifically related to their Product Service and to provide capability which is 
common across different Product Services. All Product Squads are expected to be skilled in: agile delivery; Cloud & DevOps (such as 
AWS and Azure); Quality Assurance and Design. The authority welcomes views on additional and future skills the team should develop. 

d. Custom Development Technologies. Given the day 1 requirement, Custom Development Product Squads are expected to work across 
services which include (but aren’t limited to) the following technologies: Web (Javascript, Typescript, Node.js, Java, REACT); Mobile 
(Android and iOS platforms to include Java, Kotlin and Swift); Data (aligned to the DDAP platform - AWS, SQL, Kasm, Tableau, Starburst, 
Immuta); Design (Sketch, Adobe Creative Cloud [excluding Adobe XD], Mural). 

e. Enabling functions: The supplier is required to provide appropriate Security (SAC), quality assurance (QA) and business 
analysis capability to enable the effective operating and delivery velocity of the product teams.  

f. Development Lifecycle. Product Squads are expected to exhibit DevOps principles. Therefore, Product Squads will own applications 
from Development, through Early Life Support and support delivery of minor enhancements. Once applications are live, Product Squads 
will provide Level 3 support during business hours as part of an integrated support model across the RAF and MOD. It is anticipated that 
some applications will reach a state of low/no change and may therefore be transitioned to a different support service at that point. 
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g. Innovation. The Supplier is expected demonstrate how product squads will bring continuous innovation to create business value on their 
products. They are to provide innovative solutions for automation to the business area they are developing, and where these become 
challenging, to escalate to the senior Appivate crown servant.  

h. Pod Sizing. Development pods are expected to be sized appropriately based on the scale of delivery. Diagram 3 provides an example of 
the roles that are expected to be filled as part of a development pod, but the authority welcomes views on how these will be resourced and 
scaled appropriately, in line to GDS delivery standards. It is noted that pods will contain a mix of military, civil servant and industry support, 
as SQEP arrives based on future upskilling within the team.   

 
 

Figure 3. Example of capabilities within a Medium Product Squad 
 
4. Skyforge 
 

a. SkyForge is an Appivate project to create a Software Development Platform that facilitates an enterprise scalable solution to provide the 
application delivery team with the tooling and capability to build software and data systems at OS and the delivery of NEXUS, SSP and the 
previous Wyvern projects. It is a foundational capability that distinctly enables the RAF in Agile Combat deployment. The implementation 
of SkyForge aligns with our organisation's strategic long-term vision. In an ever-evolving defence landscape, where agility, security, and 
efficiency are paramount, this initiative strategically positions Appivate to meet current and future challenges.  
 

b. SkyForge will equip Appivate with the essential tools and capabilities to build and manage software and data systems at the OFFICIAL-
SENSITIVE level. This enhanced operational capability empowers us to excel in Agile Combat Employment, ensuring that we are well-
prepared to respond swiftly to evolving threats. 
 

c. The supplier shall develop and support the following Skyforge capabilities: 
i. Integration to Cloud Platforms 
ii. Mobile Device Manager (MDM) / Unified Endpoint Manager (UEM)  
iii. Identity Provider (IdP) 
iv. SaaS Services 

1. Productivity Applications 
2. Security Tooling 
3. Antivirus 
4. Endpoint Detection & Response 
5. CASB 
6. Web Guard 
7. Protective Monitoring 

v. Continuous Integration/Continuous Delivery (CI/CD) pipeline - tooling supporting the automated security, quality, and usability 
testing, of Appivate produced software, including but not limited to: 

vi. Static Application Security Testing (SAST) 
vii. Dynamic Application Security Testing (DAST) 
viii. Automated frontend testing 
ix. Runners 
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x. Automated dependency update tooling 
 
5. Live Service Support Function 

 
The Authority requires the Supplier to provide a lean Live Service Support capability including: 

a. Incident Management and Resolution: Prompt response to incidents, outages, and service disruptions.  
b. Monitoring and Alerting: The monitoring of the health and performance of deployed services. This involves setting up monitoring 

tools, defining relevant metrics, and configuring alerts. 
c. Service Requests and Change Management: Service requests, such as user account provisioning, access permissions, and 

configuration changes. Change requests, ensuring that modifications to the service follow proper procedures and do not disrupt 
existing functionality. 

d. Security and Compliance: Ensuring security patches are applied, access controls are maintained, and audits are conducted. Regular 
vulnerability assessments and risk management. 

e. Release Management and Deployment: Coordination of the release process. This includes scheduling downtime (if necessary), 
deploying code, and verifying successful releases. Management of version control, rollback procedures, and ensure smooth 
transitions. 

f. Service Continuity and Disaster Recovery: Ensuring live services are resilient to failure. The design and test of disaster recovery 
plans, backup strategies, and failover mechanisms. Ensuring data integrity and minimize service downtime during unexpected events. 

g. User Communication and Support: Status updates during incidents, planned maintenance, and service disruptions. User support, 
addressing queries, providing guidance, and assisting with service-related issues. 

h. Continuous Improvement and Optimisation: Active seeking of opportunities to enhance service performance, reduce operational 
overhead, and optimize resource utilisation. Regular retrospectives and post-incident analyses contribute to continuous learning and 
improvement. 

 
6. HR Hub Feature Development 

 
a. HR HUB Product Squad. The Supplier is required to have the ability to stand up a small full-stack development Product Squad to 

continue the feature development of HR Hub and delivery the Pre & Post Deployment flows. The scope of support and delivery for HR 
Hub shall be 5 months from contract award. 

b. Capability. The HR Hub Product Squad are expected to be skilled in: Progressive Web application software development, agile 
delivery; Cloud & DevOps (such as AWS); Quality Assurance and Design, Business Analysis. 

c. Custom Development Technologies. The HR Hub Product Squad are expected to work across services which include the following 
technologies: Web (Javascript, Typescript, Node.js, Java, REACT); Design (Sketch, Adobe Creative Cloud [excluding Adobe XD], 
Mural). 

d. Enabling functions: The supplier is required to provide appropriate Security (SAC) and quality assurance (QA) capability to enable 
the effective operating and delivery velocity of the product teams.   

 
7. Low Code 

 
a. Product Services. The Supplier is required to have the ability to stand up Low Code development Product Squads across a range of 

Low Code technologies. The scope of support and delivery for Low Code applications shall be 12 months from contract award. The 



Framework Schedule 6 Order Form  

OFFICIAL SENSITIVE 

29 
 

supplier should be prepared to support an additional requirement from 12 – 18 months but this will be covered by an additional SoW & 
Uplift where required. 

b. Product Squads. At the current time, the authority requires the Supplier to provide a squad of sufficient size to deliver and support 3 
Low Code applications (NBIS, Aviation Workshop & PRAMA). Each squad should include the following capabilities: Delivery, Business 
Analysis & Engineering. The authority welcomes views on squad size to align with industry good practice. 

c. Capability. Product Squads are expected to be skilled both specifically related to their Product Service and to provide capability which 
is common across different Product Services. All Product Squads are expected to be skilled in: agile delivery; Low Code tech stacks; 
Quality Assurance and Design. 

d. Custom Development Technologies. Given the day 1 requirement, Custom Development Product Squads are expected to work 
across services which include (but aren’t limited to) the following technologies: Power Apps (PowerBI, Power Automate), MS 
DataVerse, Sharepoint, Dynamics 365. 

e. Enabling functions: The supplier is required to provide appropriate Security (SAC), quality assurance (QA) and business analysis 
capability to enable the effective operating and delivery velocity of the product teams.  

f. Development Lifecycle. Product Squads are expected to exhibit DevOps principles. Therefore, Product Squads will own applications 
from Development, through Early Life Support and support delivery of Minor enhancements. Once applications are live, Product 
Squads will provide Level 3 support during business hours as part of an integrated support model across the RAF and MOD. It is 
anticipated that some applications will reach a state of low/no change and may therefore be transitioned to a different support service 
at that point. 

g. Innovation. The Supplier is expected demonstrate how product squads will bring continuous innovation to create business value on 
their products. 

h. Pod Sizing. Development pods are expected to be sized appropriately based on the scale of delivery.  
 

8. RAF Digital Technology Strategy 
 

a. Strategy Development. The Supplier shall: 
i. Develop and mature the RAF Digital Technology Strategy, support the establishment of programmes, projects and products which 

deliver against the strategy.  
ii. Work with RAF Digital Technology Office teams to embed direction. 
iii. Lead and integrate the development of future strategy for emerging technology themes such as AI, Quantum Computing, Data 

Centric Security and Zero-Trust Architecture and inform strategic reviews. 
b. Engagement and Communications. The Supplier shall: 

i. Work with RAF senior leadership to share strategy, create support & buy-in, and gain feedback. 
ii. Facilitate workshops, user research, business analysis and engagement to support the development of Strategy. 
iii. Deliver presentations, events, meetings and conversations to drive organisation-wide support for the strategy and associated 

delivery. 
c. Platform Delivery Coherence. The Supplier shall: 

i. Develop target technology architecture for the RAF describing the future ecosystem of digital platforms and services and their 
operation.  

ii. Lead and cohere the delivery of platforms and foundational technology as directed by the strategy. 
iii. Support the translation of target architecture into solution-specific architecture and direction. Drive user adoption and project 

success through platform development. 
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9. Service Term. The Authority envisages an initial 18-month term of service for the scope above with an option to extend by 12 months. 

Defence Digital has directed, further work after the 18 month term should be competed however, the 12 month extension provides 
contingency should commercial resource be constrained.  
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Government Furnished Assets (GFA) 

 

Template of level of information required for different types of GFA, table as defined in Commercial Policy Statement of GFA (Version 3.0 dated 01 Feb 2019 

 Government 
Furnished Equipment 
(GFE) 

Government 
Furnished Resources 
(GFR) 

Government 
Furnished Information 
(GFI) 

Government 
Furnished Facilities 
(GFF) 

Description Skyforge Macbook M1 – 
M3 

Appropriate access to 
MoD & Supplier 
personal to make 
required decisions and 
conduct software 
delivery 

Access to the relevant 
policy and standards in 
support of achieving 
CATO 

n/a 

Quantity Up to 150    

Terms of Loan Items loaned to MOD 
Contractors  

   

Task n/a    

Date of Supply and 
Return 

Supply: Contract start 
date 
Return: Project 
completion 

   

Location of Supply Gauntlet Block, 1 site, 
Air Command 

   

Reporting Daily scrums    

Maintenance 
Responsibilities 

Software updates to be 
completed as soon as 
reasonably practicable. 
Hardware to be secured 
in accordance with 
JSP440 Leaflet 5B 
(PEDs) 

   

Replacement 
Responsibilities 

The Authority    
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 Government 
Furnished Equipment 
(GFE) 

Government 
Furnished Resources 
(GFR) 

Government 
Furnished Information 
(GFI) 

Government 
Furnished Facilities 
(GFF) 

Responsibility for 
Delivery / Collection 

The Contract project 
lead (Or a nominated 
representative) will be 
responsible for the 
return of all laptops. 

   

Packaging Issues Any peripherals (Mouse, 
laptop bags, headsets 
etc) are to be returned 
at the same time as 
laptops 

   

Disposal 
Arrangements 

n/a    

Warranties N/A    

Force Majeure / Relief / 
Compensation 

The contractor has no 
guarantee that laptops 
will be available for all 
personnel. Laptops will 
be supplied on a ‘need 
to have’ basis and 
dependent upon 
availability. The 
Contractor must make 
the Authority aware at 
the earliest opportunity if 
the number of issued 
laptops is insufficient to 
carry out the designated 
tasks. 
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Appendix 8 – SOW 
 

This Statement of Work (‘SOW’) is between the Ministry of Defence (the ‘Authority’) and PA Consulting Services Ltd, who are working 
alongside Accenture (UK) Limited as a key subcontractor and together form the Digital Allies Consortium, herein referenced to as (the 

‘Supplier’). The SOW outlines and authorises activities under this DIPS call off contract.    
 

Part 1: Requirement Outline  
 

SOW Title  Appivate Software Factory  

SOW Reference  001  

Work Start Date  2nd April 2024  

Work End Date  13th August 2024  

Pricing Methodology   Fixed Price for Fixed Outcomes (See Section 6 of 
Part 2)   

Security Clearance Levels 
Required  

A minimum of BPSS with eligibility for Security 
Check (‘SC’) Clearance   

Travel required  2 days per month co-location in Stockenchurch, 
Buckinghamshire   

Requirement raised by  James Palfrey  

Date raised  27 March 2024  

  
This Statement of Work is to provide a team of people to provide agile development teams and deliver the Standards of Performance 

(‘SOP’) outlined within the Statement of Requirement. 
The full Statement of Requirement was issued to the Supplier titled ‘20240314-RAF SOR_v1’ issued 28th March 2024 and included in this 

order form which shall form the basis of their response. 
 

Part 2: Contractor’s Proposal   
1. Solution   
 

In response to the Authority requirements, the Supplier’s solution is as follows:  
Core team – provision of the following capabilities:  

• Ownership and management of the continuous improvement and programme plan.  
• Appivate portfolio and people management capability.  
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• Provision of engineering, design, and delivery leadership capability.  
• Cross cutting security assurance coordination and delivery of plan to achieve Continuous Authority to Operate (CAtO) for 
Appivate.  
• Cross cutting Quality Assurance (QA) capability for Appivate products and services.  
• Generation and delivery of internal and external communications, engagement & events strategy for Appivate.  
• Provision of digital benefits and return on investment capability.  
•  

Medium product line – provision of a DevOps medium pod to support delivery across various technical capabilities as outlined in 
paragraph A.1.a.3 in the SoR.   
 

Small DevOps Pod – provision of a DevOps small pod to support delivery across various technical capabilities as outlined in paragraph 
A.1.a.3 in the SoR.  
 

Skyforge – development and support to the Skyforge development platform, as outlined in paragraph A.1.a.4 in the SoR.  
 

Live Support Function – Provision of a capability to support, sustain and deliver feature enhancement (where capacity allows) for the 
following products which are in Live; HR Hub, Henosis, NBIS, PRAMA, Aviation Workshop and Ballistic as outlined in paragraph A.1.a.5 in 
the SoR.  
 

HR Hub Feature Development – 1 small product team to support continuous feature development on HR Hub  
 

Digital Technology Strategy – working at the direction of the Authority, the Supplier team will support the following items (due to the 
reduced budget these items are not expected to complete in full and the Supplier will work with the Authority to prioritise):  

• Strategy Development  
o Develop and mature the RAF Digital Technology Strategy, support the establishment of programmes, projects and 
products which deliver against the strategy.  
o Work with RAF Digital Technology Office teams to embed direction.  
o Lead and integrate the development of future strategy for emerging technology themes such as AI, Quantum 
Computing, Data Centric Security and Zero-Trust Architecture and inform strategic reviews.  

• Engagement and Communications  
o Work with RAF senior leadership to share strategy, create support & buy-in, and gain feedback.   
o Facilitate workshops, user research, business analysis and engagement to support the development of Strategy.  
o Deliver presentations, events, meetings and conversations to drive organisation-wide support for the strategy and 
associated delivery.  

• Platform Delivery Coherence.   
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o Develop target technology architecture for the RAF describing the future ecosystem of digital platforms and services 
and their operation.   
o Lead and cohere the delivery of platforms and foundational technology as directed by the strategy.  
Support the translation of target architecture into solution-specific architecture and direction. Drive user adoption and 
project success through platform development.  

  
2. Out of Scope  
 

The following items are identified as out of scope, should the Authority wish to introduce these elements to scope, a variation will be required 
against this SOW or a new SOW.   

• Any live support needed outside of the hours of Monday to Friday 9AM to 5PM or on bank and public holidays.  
• The scope of one of the medium product lines as defined in Section A.1.a.3 of the SoR has been reduced to a Small DevOps 
pod to meet Authority budget and the sprint for the teams will need to be defined to accommodate this.  
• Penetration testing will be out of scope of this contract unless agreed with the Supplier as an additional Statements of Work 
to the initial call-off contract, as stated in Section A.1.a.1 of the SoR  
• For core Appivate, Level 1, 2, 3 and 4 product support as defined in the Through Life Support (TLS) Playbook   

o Level 1 support (basic help desk) is out of scope for all product lines  
o Level 4 support (external issues not supported by Appivate such as third-party dependencies) is monitored and 
tracked by the Supplier  
o HR Hub – Level 3 support will be provided by the delivery team on best endeavours basis only where capacity 
permits   
o Ballistic – Level 3 support will be provided by the delivery team on best endeavours basis only where capacity 
permits   
o Henosis – Level 3 support will be provided by the delivery team on best endeavours basis only where capacity 
permits  

o From 28th June 2024 the Digital Technology Strategy workstream will be out of scope  
 

• The requirement to scale up the teams by up to 6 additional teams is understood, however is out of scope for this SOW and 
will need to be priced and contracted separately if requested. 
  

3. Assumptions   
 

The Supplier has identified the following assumptions in Table 1 below to support the sizing of this SOW. Should any of these 
assumptions be identified as false, a variation will be required to this SOW.   
 

https://mcas-proxyweb.mcas.ms/certificate-checker?login=false&originalUrl=https%3A%2F%2Fdocs.google.com.mcas.ms%2Fpresentation%2Fd%2F1q8MMybJq8C2Jt_u0a84AmlUR32Wd35Yf%2Fedit%3Fusp%3Dsharing%26ouid%3D116442439439236880758%26rtpof%3Dtrue%26sd%3Dtrue%26McasTsid%3D20892&McasCSRF=346b89b239acd79bb46168f19511d9ff4d03cd701d19adfd560c3cce8e41b389
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Table 1 – Assumptions  

Reference  Assumption  Reference document if applicable  

1.  As a backlog for Product Line 1 and 2 has not yet 
been refined with the Supplier, the Supplier has 
estimated the development team sizes to be 
consistent with previous Appivate deliveries.   
When sprint planning, the Authority and the Supplier 
will work together to size the sprint appropriately to 
this capacity. Should additional capacity be required 
by the Authority a variation to request this capacity will 
be agreed between the Parties.   
  

n/a  

2.   The Live Support team to meet SOP 3 is based on the 
remediation definitions provided by the Authority. The 
Live Service Support Function requirements will be 
sized to this baseline and any increase or decrease 
will require variation.  

Appivate TLS Playbook  

3.  For training and mentorship this capacity will be 
considered in sprint planning ensuring all teams have 
appropriate availability to undertake this activity 
alongside product development and support without 
sacrificing delivery capacity. Where capacity cannot 
achieve both the Authority will be required to make a 
prioritisation decision and the Supplier will be relieved 
of any equivalent SoP penalty.   

N/A  

  
4. Dependencies   
 

The Supplier has identified the following third party and Authority dependencies in Table 2 below. Should these dependencies not be met, 
and this results in the Supplier’s inability to achieve the Standards of Performance (SOP) either wholly or in part, the Supplier will be granted 
relief on that SOP resulting in payments in full and, if required, the Authority will work with the Supplier to vary that SOP to make it achievable 
in future.  
 

https://mcas-proxyweb.mcas.ms/certificate-checker?login=false&originalUrl=https%3A%2F%2Fdocs.google.com.mcas.ms%2Fpresentation%2Fd%2F1q8MMybJq8C2Jt_u0a84AmlUR32Wd35Yf%2Fedit%3Fusp%3Dsharing%26ouid%3D116442439439236880758%26rtpof%3Dtrue%26sd%3Dtrue%26McasTsid%3D20892&McasCSRF=346b89b239acd79bb46168f19511d9ff4d03cd701d19adfd560c3cce8e41b389
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As the Parties refine the product backlog, further dependencies will be identified with the Authority through fortnightly Appivate programme 
boards and where relevant, the same relief stipulation above will also apply.    
 

Table 2 – Dependencies  

Reference  Dependency   Date Dependency 
to be met by  

Consequence if not met  

1.  Provision of appropriate 
Appivate approved 
infrastructure.  

From 
commencement of 
this SOW and where 
a new individual 
joins the team by 
giving 2 weeks’ 
notice to the 
Authority.  

Supplier personnel will be unable to support the delivery of the 
outcomes in this SOW and those outcomes will need to be 
revised until the infrastructure is provided.  

2.  Should the Authority wish to 
continue further delivery 
provided by the 
Supplier  beyond 5 (+2) 
months, the Authority should 
place a new SOW or 
variation to this SOW.  

From commence of 
the SOW to 5 (+2) 
months  

The existing capability may be rolled off the programme and 
placed on other client work.  

3.  Provision of all licensing 
required for the teams and 
products/platforms  

From commence of 
the SOW (at the 
point in time for 
when they become 
applicable)  

Elements of scope that require those licenses will need to be 
descoped/a variation to provide alternative routes.   

4.  The Supplier will provide a 
Service Continuity and 
Disaster Recovery plan 
within 45 working days of 
contract commencement, 
The Authority will be required 
to review and accept this 
plan, including key third party 

CA+45 days  The Supplier will not be able to meet SOR requirement 5(f).   
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and upstream 
dependencies.   

  
  
  
Standards of Performance (‘SOPs’) and milestones   
 
The Authority has provided SOPs outlined in Table 3 below, these are the outcomes on which the Supplier will be measured for payment   

Table 3 – Standards of Performance  

Ref  Requirement  Additional Information  Standard of Performance  Percentage of 
monthly 
milestone 
payment  

First month 
Payment due 
from   

1  Delivery of core 
programme 
capabilities  

• Ownership and 
management of the continuous 
improvement and transformation 
plan  

• Appivate portfolio and 
people management capability  

• Provision of engineering, 
design, and delivery leadership 
capability  

• Cross cutting security 
assurance coordination and 
delivery of plan to achieve 
continuous authority to operate 
(CATO) for Appivate.  

• Cross cutting Quality 
Assurance (QA) capability for 
Appivate products and 
services.  

• Generation and delivery of 
internal and external 
communications, engagement & 
events strategy for Appivate.  

• Provision of through Digital 
benefits and return on 
investment capability.   

Where external dependencies 
allow:  

• Approval of x2 Sprint 
reports per month, 
covering products and 
core activities  

15%  April 2024  
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2  Continuous provision 
of Scalable DevOps 
Pods  

Provision of DevOps pods to support 
delivery of:  

• X1 new medium Product 
lines across the various 
technical capabilities outlined in 
para A.1.a.3.  

• X1 new small Product line 
across the various technical 
capabilities outlined in para 
A.1.a.3.  

• X1 small product team to 
support continuous feature 
development on HR Hub (for 5 
months from contract award)  

Where external dependencies 
allow:  

• Average testable 
code coverage of 70%+  

• After the first sprint, a 
minimum of 1 
deployment of shippable 
software per week.   

• CSAT score of 
3.5+**  

• RAF approval of 
GDS compliance (Where 
applicable & the DO 
directs)  

• RAF approval of 
WCAG 2.1 compliance 
(Where applicable & the 
DO directs)  

• No greater than a 
30% decrease to team 
velocity after sprint 3.   

35%  April 2024  

3  Feature development 
and support of 
Skyforge  

The Supplier shall develop and support the 
Skyforge development platform. Discussion 
around scope is outlined in para A.1.a.4  

Where external dependencies 
allow and subject to agreement:  

• CSAT score of 
3.5+**  

• No greater than a 
30% decrease to team 
velocity after sprint 3.  

15%  April 2024  
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4  Live Support and 
minor feature 
enhancement of 
Operational Software  

Provision of ITSM capability to support, 
sustain and deliver feature enhancement 
(where capacity allows) for the following 
products; HR Hub, Henosis, NBIS, PRAMA, 
Aviation Workshop and Ballistic. Discussion 
around scope is outlined in para A.1.a.5.  

Generic support requirements as 
follows, specific agreement with 
RAF Business Areas will be 
defined via individual product 
TLMPs:   

• P1 Remediation time 
of < 24 hours  
P2 Remediation time of < 
3 days  
P3 – 4 Remediation time 
of 14 days  

• Average testable 
code coverage of 70%+  

• Change failure rate 
of 0 – 15%  

• Lead time for 
changes 1 month – 6 
months.   

• Mean time to 
Recovery of between 1 
to 34 Hours  

• Mean time between 
failures (MTBF) no 
greater than 15 hours 
within a 24-hour period.    

  
NB: Business hours for Supplier 
provided support services are Mon – 
Fri 0900-1700 excluding public 
holidays.   

25%  April 2024  

5  
  
RAF Digital 
Technology 
Strategy  

  

Strategy Development  

• Develop and mature the 
RAF Digital Technology 
Strategy, support the 
establishment of programmes, 
projects and products which 
deliver against the strategy.  

• Work with RAF Digital 
Technology Office teams to 
embed direction.  

Where external dependencies 
allow and subject to agreement:  

• Standard of 
performance must occur 
at a minimum of SFIA 5.  

• Monthly strategy 
reviews and approval 
from RAF Digital CDTO.  

5%  April 2024  
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• Lead and integrate the 
development of future strategy 
for emerging technology themes 
such as AI, Quantum 
Computing, Data Centric 
Security and Zero-Trust 
Architecture and inform strategic 
reviews.  

Engagement and Communications  

• Work with RAF senior 
leadership to share strategy, 
create support & buy-in, and 
gain feedback.   

• Facilitate workshops, user 
research, business analysis and 
engagement to support the 
development of Strategy.  

• Deliver presentations, 
events, meetings and 
conversations to drive 
organisation-wide support for 
the strategy and associated 
delivery.  

Platform Delivery Coherence   

• Develop target technology 
architecture for the RAF 
describing the future ecosystem 
of digital platforms and services 
and their operation.   

• Lead and cohere the 
delivery of platforms and 
foundational technology as 
directed by the strategy.  
Support the translation of target 
architecture into solution-
specific architecture and 
direction. Drive user adoption 
and project success through 
platform development.  
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6  Training & 
Mentorship of Crown 
Servants  

Provision of upskilling and mentorship to 
crown servants across all digital delivery 
disciplines, including but not limited to: 
Delivery Management, Security Assurance, 
Technical Engineering, UR Methods, UI/UX 
Design.   

Where external dependencies 
allow and subject to agreement:  

1. Approval of a 
Mentoring Plan for 
Military and Crown 
Servants within 6 weeks 
of contract award.  

5%  April 2024  

7  Continuous provision 
of Security Testing 
for new and existing 
solutions  

Provision of an appropriately sized capability 
to develop and implement an approach to 
achieve Continuous Authority to Operate 
(CATO) within Yr1 and Sy testing within Yr 1 
– 3. Provision of resource that is sufficiently 
knowledgeable to engage across the 
OF5/OF6 community appropriately.  

Where external dependencies 
allow:  

1. CATO is achieved 
within Yr1.  

N/A as due to revised 
budget and duration of 

the SOW, CAtO will 
not be achieved within 

the timescales, 
however the Supplier 
will work towards this 

goal  

N/A  

  
Except in the event where a SOP has not been achieved due to reasons outside of the Supplier’s control* and as a result relief is grant to 
the Supplier, where a SOP is not achieved within a month, the Authority will withhold the fees for that SOP until the Supplier demonstrates 
that it has been achieved. The fees will be apportioned through equal splits.   
 
*This includes where the Supplier is managing non-supplier personnel as part of the blended teams, and the performance of those 
persons impacts the Supplier’s ability to achieve the outcomes.  
 
Worked example:  
In the 4th month of the SOW, if the Supplier fails to achieve one of the three SOPs against SOP (4) RAF Digital Technology Strategy and 
that SOP has a monthly payment due of £100,000 the Authority will be able to withhold 33.3% of (4) amounts due, meaning £33,333 could 
be withheld that month and a payment of £67,666 will be paid to the Supplier. If on 5 th month of the SOW, the Supplier has taken steps to 
achieve the SOP and sign off has been provided by the Authority, the payment made by the Authority that month will be £100,000 plus the 
£33,333 from the previous month.   
 
Confirmation of Achievement  
The Authority and the Supplier will schedule a Contract Management and Collaboration (‘CMC’) meeting to take place no later than the 7th 
working day of the month, during that meeting, the Supplier will present evidence of meeting the SOP (or evidence of a relief event where 
applicable) and the Authority will provide confirmation of achievement to enable invoicing. Within 1 working day from the CMC, where 
confirmed, the Authority will provide written confirmation to the Supplier.   
 
Where confirmation of achievement is not provided, the Parties will:  
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1. Outline the reasons clearly as to why confirmation cannot be provided  
2. Where applicable, provide written confirmation for the SOPs that have been achieve  
3. Schedule a follow up meeting within 5 working days to reassess the confirmation (‘Supplementary CMC’)   
4. During the Supplementary CMC, the Supplier will provide updated evidence of meeting the SOP  
 

Within 1 working day from the Supplementary CMC, where confirmed, the Authority will provide written confirmation to the Supplier. If not 
confirmed, the payment for that SOP will be withheld until the following months CMC.   
 
**For CSAT Scores, as this is a subjective measure, this is dependent on the following:  

• The Supplier designs the surveys   
• The Supplier determines the recipients for the surveys   
• The Supplier determines when the survey is sent   
• The Supplier determines the minimum response rate per CSAT scores in advance of it being published   
• The CSAT scores must only reflect the Supplier’s performance   
 

Pricing schedule and parameters   
 

Table 4 below outlines the maximum Fixed Price monthly payment should Confirmation of Achievement be provided as prescribed in Section 
5 above. Pricing is exclusive of VAT which will be charged at the then prevailing rate.   
 

Table 4 – Pricing Schedule  

Month  Payment Amount (£)  Amount per SOP (£)  

April 2024  £833,333  1. £125,000  

2. £291,667  

3. £125,000  

4. £208,333  

5. £41,667  

6. £41,667  

May 2024  £833,333  1. £125,000  

2. £291,667  

3. £125,000  

4. £208,333  

5. £41,667  
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6. £41,667  

June 2024  £833,333  1. £125,000  

2. £291,667  

3. £125,000  

4. £208,333  

5. £41,667  

6. £41,667  

July 2024  £833,333  1. £125,000  

2. £291,667  

3. £125,000  

4. £208,333  

5. £41,667  

6. £41,667  

August 2024  £833,333  1. £125,000  

2. £291,667  

3. £125,000  

4. £208,333  

5. £41,667  

6. £41,667  

Total   £4,166,665 (ex VAT)  

  
  


