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The Supplier will ensure that any Supplier system which holds any protectively 

marked Buyer Data or other government data will comply with: 

⚫ the principles in the Security Policy Framework at 

https://www.gov.uk/government/publications/security-policy-

framework and the Government Security Classification policy at 

https://www.gov.uk/government/publications/government-security-

classifications 

⚫ guidance issued by the Centre for Protection of National 

Infrastructure on Risk Management at 

https://www.cpni.gov.uk/content/adopt-risk-management-approach 

and Accreditation of Information Systems at 

https://www.cpni.gov.uk/protection-sensitive-information-and-

assets  

⚫ the National Cyber Security Centre’s (NCSC) information risk 

management guidance, available at 

https://www.ncsc.gov.uk/guidance/risk-management-collection 

⚫ government best practice in the design and implementation of 

system components, including network principles, security design 

principles for digital services and the secure email blueprint, available 

at https://www.gov.uk/government/publications/technology-code-

of-practice/technology-code-of-practice 

⚫ the security requirements of cloud services using the NCSC Cloud 

Security Principles and accompanying guidance at 

https://www.ncsc.gov.uk/guidance/implementing-cloud-security-

principles  

 
Additional Security Requirements 
 
Not Used 
 
Processing personal data under or in connection with this contract 
 
Not Applicable 
 

(2.6) Exit Plan (where required) 
 
Not Applicable 

(2.7) Environmental Plan 
 
Not Applicable 
 

 










