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SCHEDULE 6.4 – DATA MIGRATION 

1. PURPOSE 

1.1 This Schedule sets out the responsibilities of the Supplier in respect of the Data Migration. 

2. GENERAL REQUIREMENTS 

2.1 The Supplier shall be responsible for the planning, design, and implementation of the Data 
Migration in accordance with Schedule 2.1 (Statement of Requirements), the Data Migration 
Strategy, the Data Migration Plans and this Agreement. 

2.2 The Supplier shall be responsible for ensuring all Data Migration activities meet with TfL 
data security standards and comply with Data Protection Laws and this Agreement.   

2.3 The Supplier shall not, in its delivery of its obligations in accordance with this Schedule, 
introduce any undue risk to the continuing operation and use of the Existing Service 
Systems and/or the Service System during the Transition Period. 

2.4 The Supplier shall notify TfL of its Data Manager in accordance with Schedule 9.2 (Key 
Personnel) as soon as practicable, and in any event prior to the Achievement of Milestone 
MS1, who shall be responsible for managing the Supplier's responsibilities in respect of 
Data Migration as set out in this Schedule. 

2.5 The Supplier shall design, build and implement a set of Data Migration Tools to support the 
delivery of the Data Migration in accordance with the Transition Plan. 

2.6 The Supplier shall provide, and provide access to TfL, the  secure store (temporary storage 
and link) to receive the extracted data from the Existing Service System.  

2.7 Without prejudice to the Supplier's Data Migration obligations set out in this Schedule, 
where reasonably requested, TfL shall cooperate with the Supplier to facilitate the 
performance of the Supplier's obligations set out in this Schedule. Such co-operation may 
include, but is not limited to: 

2.7.1 provision of relevant information held by TfL and which TfL is authorised to provide 
to the Supplier; 

2.7.2 supporting the development of the Data Migration Strategy, the Data Migration 
Plans and the Data Migration Designs by the Supplier; 

2.7.3 provision of reasonable access to TfL Personnel and the personnel of Other 
Suppliers; and 

2.7.4 attendance at meetings organised by the Supplier. 

2.8 TfL shall provide the Supplier with the Data Definition Specification prior to the Achievement 
of Milestone MS1 which shall detail the Operational Data held in the Existing Service 
Systems, any variances across the different systems for the same types of Operational Data 
and the agreed 'to-be' data model. 

3. SUPPLIER DOCUMENTATION 
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3.1 Within the timescales identified in Schedule 6.1 (Transition), the Supplier shall provide to TfL 
for Approval (and subsequently maintain) the proposed: 

3.1.1 Data Migration Strategy; 

3.1.2 Data Migration Plan;  

3.1.3 Data Migration Design. and 

3.1.4 Data Migration Reports 

Data Migration Strategy 

3.2 The Data Migration Strategy shall set out the Supplier's strategic approach for the delivery of 
the Data Migration, and shall detail as a minimum: 

3.2.1 the scope and objectives of the Data Migration to be undertaken (including, but not 
limited to, classification of the data to be migrated); 

3.2.2 the key deliverables and sequence of activities required to deliver the Data 
Migration (including specific reference to anticipated testing cycles); 

3.2.3 consideration of the potential approaches to the Data Migration (including any data 
cleansing and data validation processes) and conclusion on the proposed 
approach, identifying how this will ensure business processes will not be 
negatively affected; 

3.2.4 any Test Data and Test Environments required for the Data Migration and how 
these will be sufficed (including details of how the security of any sensitive data 
will be maintained); 

3.2.5 details of any tooling required (including, but limited to, for extraction, 
transformation and loading of data) and the means with which these will be built to 
deliver the Data Migration;  

3.2.6 details of any risks identified (including proposed mitigations), any assumptions 
made and any dependencies on TfL, the Former Supplier and the Other Suppliers; 
and 

3.2.7 Details of any data governance procedures and standards to be applied and 
followed as part of  delivering the Data Migration activities.  

Data Migration Plans 

3.3 Each Data Migration Plan shall: 

3.3.1 be based on the Data Migration principles set out in the Data Migration Strategy; 

3.3.2 set out the scope, methods, means and timing of all Data Migration activities 
owned by the Supplier in respect of the Transition Services; 

3.3.3 cover the entirety of the scope of Data Migration related to the Transition Services 
as outlined in the Data Migration Strategy; and 

3.3.4 in addition, detail as a minimum:  



 

TPH – LOT 1 – SCHEDULE 6.4 – DATA MIGRATION 
3 

(a) the scope and objectives of the Data Migration Plan; 

(b) how the extracted Operational Data will be securely stored and access to 
the store managed  

(c) the key deliverables and sequence of activities required to deliver the 
Data Migration; 

(d) the details of the Supplier Personnel who will carry out the Data 
Migration including their qualifications, experience and competence; 

(e) the scope and types of the Operational Data to be migrated; 

(f) any risks associated with the Data Migration Plan and how such risks will 
be managed;  

(g) any assumptions made by the Supplier; and 

(h) any dependencies of the Supplier on TfL and any Third Parties to deliver 
the Data Migration and how such dependencies will be managed. 

Data Migration Designs 

3.4 Each Data Migration Design shall: 

3.4.1 be based on the Data Definition Specification and the Data Migration principles set 
out in the Data Migration Strategy; 

3.4.2 cover the entirety of the scope of Data Migration related to the Transition Services 
as outlined in the Data Migration Strategy; 

3.4.3 set out the design of the Data Migration Tools; and 

3.4.4 in addition shall detail as a minimum:  

(a) the process and mechanism for how the Operational Data will be 
extracted from the Existing Service Systems; 

(b) the specification of how the Operational Data (along with associated 
attachments and/or documents) extracted from the Existing Service 
Systems will be transformed in preparation for loading into the Service 
System, including the definition of the Mapping Rules to be applied; 

(c) the process and mechanism for how the Operational Data will be loaded 
into the Service System; 

(d) the identification of any potential Operational Data which cannot be 
migrated without enrichment in order to be loaded into the Service 
System and a proposal for how this will be managed; 

(e) how the Operational Data will be validated to protect the integrity of the 
Operational Data and the operation of the Service System; 

(f) the methods and tools to be used to extract and verify data and define 
any Mapping Rules to be applied for transformation; 

(g) the methods and tools (including the proposed sequence) to be used to 
load data into the Service System; 
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(h) the measures and methods to be used to validate that the Data Migration 
has been completed successfully; 

(i) the process for how any errors occurred during the Data Migration will be 
identified, handled, and rectified; and 

(j) evidence that the design does not pose any adverse impact to: 

(i) the experience for Users of the Existing Service Systems and 
the Service System; 

(ii) the operation and general use of the Existing Service Systems 
and the Service System; 

(iii) the integrity of the Operational Data within the Existing Service 
Systems and the Service System; and 

(iv) the integrity of the Operational Data to be loaded into the 
Service System. 

Data Migration Reports 

3.5 Each Data Migration Report shall: 

3.5.1 be based on the Data Migration approach/activities set out in the Data Migration 
Strategy; 

3.5.2 cover the entirety of the scope of the Data Migration phases related to the 
Transition Services as outlined in the Data Migration Strategy and the Data 
Migration Plan; and  

3.5.3 in addition, where applicable, the Data Migration Reports shall include as a 
minimum: 

(a) a data comparison to validate that the migration is successful by means 
of comparing data, entity by entity, to ensure migration process has 
transferred the data correctly (“Data Reconciliation Report”).  

(b) a validation report to verify that source data is included for allocation 
rules and custom/business rules/calculation covering as a minimum data 
consistency, data format and range check (“Data Validation / Integrity 
Check Report”).  

The data validation will check for: 

i. the data supplied matches the migration specification;  

ii. the data conforms to the expected type of data for the field to be 
migrated; e.g. that date fields contain valid date data; and  

iii. uniqueness of record identifiers. 

(c) analysis of the quality of dataset in the source data and reports on quality 
of data/datasets covering completeness, consistency, accuracy, format 
and any wrong data to highlight the data quality issues in the source data 
(“Data Quality Report”). 

(d) insight to the data migration testing carried out in the target system.  
Tests (e.g. verification/validation using application, application level 
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validation/verification) that are carried out, scenario covered and 
outcome of the testing (“Data Migration Testing Reports”); and  

(e) an update on the status of tasks/activities and progress with different 
stages of migration process (“Migration Status reports”).  

 

4. TESTING 

4.1 The Supplier shall plan and execute Testing of the Data Migration and the Data Migration 
Tools in accordance with the timescales described in Schedule 6.1 (Transition) and the 
Testing Process described in Schedule 6.2 (Testing). 

5. REPORTS AND MEETINGS 

5.1 The Supplier shall report progress against each Data Migration Plan at Transition Group 
meetings in accordance with Schedule 8.1 (Governance). 
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