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ANNEX.E 
[bookmark: _heading=h.gjdgxs]Maintenance Procedures and Service Call Cover for Installed Systems 
[bookmark: _heading=h.30j0zll]Contract Reference: CCBO21A05

1. General Requirements. 
2. Planned Preventive Maintenance Procedures. 
3. Service Call Cover.  
4. Monthly Reporting.
5. 

CONTENTS

1.0 General Requirements. 

1.1 To maintain the installed electronic security systems in accordance with the schedules detailed out within the tender specification and manufactures recommendations.

1.2 To ensure the installed systems are operating to their optimum performance, and operational availability is above 95%. Any down time is limited to agreed response times for attending service calls logged for a reported fault.  In the event of a fault being reported, it was repaired in accordance with performance indicators detailed out within the tender specification and agreed response times for attending service calls.

1.3 Bring to the authorities’ attention any defects found, following a preventative maintenance inspection, or attendance to the site for a service call.

1.4 Ensure any technician who attend site is suitably trained to work on the systems.

1.5 Ensure any technician who attends site has appropriate tools and spare parts to rectify the reported fault.

1.6 The supplier is responsible for ensuring it has sufficiently trained staff with the appropriate security clearance to deliver the works detailed out in this agreement.

1.7 Maintenance inspections are carried out to an agreed planning schedule and in accordance with the tasking instructions.

1.8 The scope of works covers all the electronic security Wide Area Networks (WAN) and Local Area Networks within the buildings and Port Locations. 

1.9 The supplier must have suitably  trained IT and network technicians for servicing the WAN and LAN networks, and liaising with Home Office IT technicians for the Virtual Private Network ( VPN) which connects remote buildings to the central control systems within Lunar and Apollo Houses.   

1.10 Provide a 24/7 service call reporting centre for logging faults on the installed systems, this is to include facility to talk with a trained engineer who has knowledge of the installed equipment to discuss any reported faults to try and resolve the issue without the need for a service engineer to attend the site. 

1.11 The supplier is to appoint key personnel to manage the day-to-day running of the agreement to ensure compliance and a good working relationship exists.

1.12 [bookmark: _heading=h.1fob9te]Lot.1 Provide first line maintenance and service call cover for the Integrated Geneseys Security Manufacturing (ISM) security management systems installed in Croydon and West London. 

1.13 [bookmark: _heading=h.3znysh7]Lot.1 Engage with Integrated Security Manufacturing (ISM) and arrange for a sub contract to be put in place for 2nd line servicing and maintaining of the installed Geneseys security management systems (SMS). This is to include a full comprehensive cover for the hardware and application software. 

1.14 Lot.1 Engage with Zenitel and arrange for a sub contract to be put in place for 2nd line servicing and maintaining of the installed intercom system. This is to include a full comprehensive cover for the hardware and application software. 

1.15 Lot 4. Provide first line maintenance and service call cover for the Genetec CCTV management system installed at Dover eastern docks. 

1.16 Lot 4. Engage with Genetec and arrange for a sub contract to be put in place for software support for CCTV management system installed at Dover eastern docks. 

2.0 Planned Preventive Maintenance Procedures.

2.1 To undertake planned Preventive Maintenance inspections as detailed out within the following schedules. 

2.2 [bookmark: _heading=h.2et92p0]Annex F Planned Preventive Maintenance Procedures for Intruder Detection Systems (IDS). Lots 1 and 2

2.3 Annex G Planned Preventive Maintenance Procedures for Closed Circuit TV (CCTV) Lots 1, 2 and 4

2.4 Annex H Planned Preventive Maintenance Procedures for the Honeywell ProWatch Access Control System (AACS) Lot 3.



3.0 Service Call Cover.

3.1 Provide a 24/7 Helpdesk for logging service calls.

3.2 The help desk is to provide telephone support to the end user for resolving operating issues they have with the security systems, and where possible remove the requirement for sending a service engineer to site.

3.3  Undertake full risk assessment on the equipment to be maintained and ensure that appropriate procedures are put in place to ensure any engineer attending site complies with current health and safety regulations.

3.4 Agree with the authority a list of site-specific specialist equipment, which is over and above that what a service engineer would expect to carry with him for storing on site or at an agreed location to ensure any Technician attending site can repair a critical system failure. The authority will self-arbitrate where it believes the supplier is requesting the authority to hold equipment on site that it believes the supplier should be responsible for holding. The authority will be responsible for purchasing any critical spares to be held on site or at an agreed location.

3.5 On receipt of a service call request, provide the authority with a unique reference number that allows the authority to track the call with the supplier. The authority in turn will provide the supplier with an instruction to proceed via the issuing of a unique reference number.

3.6 [bookmark: _heading=h.tyjcwt]Provide a response on site within 4 hours following receipt of a service call request, for reported faults which need immediate action taken for resolution. Lots1,2, and 4. (Excluding Juxtaposed and Northern Europe Locations). 

3.7 Provide a response on site within 24 hours following receipt of a service call request, for reported faults which need immediate action taken for resolution. Juxtaposed and Northern Europe Locations. 

3.8 Provide a response on site within 24 hours (Mon to Friday normal working hours) following receipt of a service call request to attend the site. (or time after as indicated by the authority), for non-business critical reported faults. Lots1,2,3 and 4. (Excluding Juxtaposed and Northern Europe Locations). 

3.9 Any Technicians attending site must be sufficiently trained to work on the equipment and arrive with suitable hand tools to prevent the necessity to make return calls.

3.10 Technicians must arrive on site with appropriate service spare equipment to allow either a permanent or temporary repair to be made depending upon the specific fault being addressed.

3.11 The Technician attending site is to liaise with the Authority to advise on his estimated time of arrival. 

3.12 Before starting work on site, the technician is to advise the authority of his attendance.

3.13 Undertake health and safety risk assessment before commencing the works.

3.14 The Technician is to undertake any necessary repairs in a professional way and comply with any local instructions issued by the authority.  

3.15 On completion of the service call and before leaving the site, produce a service call report. The service call report is to clearly detail out works undertaken, and when appropriate detail out if further action is required and what that action is, the start time on site, completion time on site and hours spent on site. 

3.16 Before the Technician leaves the site, he is to advise the authority of the actions he has undertaken and enter details of attendance within the site logbook. When appropriate advice the authority on any outstanding faults that exist and obtain a signature from the authority on the service call report to confirm site attendance.   A copy of the report is to be given to the authority. 

3.17 Following a service call visit and when further action is required that either requires the authority to financially approve the expenditure or agree remedial action, the supplier is to provide the authority, within 2 working days a quotation or written report with recommendations when there is a critical system failure.  Within 5 working days a quotation or written report with recommendations for   all other faults.   







4.0 Monthly Reporting 

4.1 Planned Preventive Maintenance Inspections. 

4.1.1 Provide list of sites and dates for inspections due in the following month 
4.1.2 Provide full details of maintenance inspections completed within the preceding month, along with details of any faults found and remedial action required for resolution.
4.1.3 The report is to be submitted within 7 days following the end of a reporting month.

 
4.2 Service Call Cover 

4.2.1 Provide a monthly report that details out site by site;

· Service calls attended during the previous month 
· Where there is still an outstanding fault or issue on the service call attended
· Authorities unique reference number per service call attended  
· Date and time call received 
· Call out charge per service call attended
· Labour charge per service call attended 
· Costs for materials supplied per service call attended
· Total cost to be charged per site for attending service calls during that month
· The report is to be submitted within 7 days following the end of a reporting month
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