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1 Introduction
This document articulates the requirements to support the procurement for a replacement for the current Staff Plan System which provides roster capabilities and reporting functionality for the Home Care Service.
2 Business Requirement Overview
The Care4CE service provides home care services in particular for re-ablement clients but also for other groups e.g. clients just needing night visits. In addition the service may be extended to include other service areas with a home care element and therefore create greater efficiencies. 

The service has a number of carers who have a variety of work patterns and normally work within a specific location. Carers need to be matched with clients to try to ensure both a continuity of care (reducing the number of staff dealing with a particular client) and to reduce the travel time, thus ensuring that staff have a maximum amount of time with the clients. The system needs to support this through efficient and effective automated rostering and the maintenance of all client and carer information including through the use of mobile technologies.
Whilst currently the system used is not linked to other systems for casework management and charging in future this is something that the service will look to pursue to ensure greater efficiencies. In addition the service envisages staff will be more mobile and will not need to return an office location in order to do routine updates to the system.

The service is looking to move forward and utilise technology to support the aim of the service which is to spend the greatest amount of time with clients to maximise the success of the service and consequently improve outcomes for clients. They are therefore looking for a system that will support this aim which is reflected in the requirements documented below.
3 Requirement List

Unique Identification

Each requirement is allocated a unique number within each section.  During the life of the document some requirements will be retired and new ones introduced, numbers originally allocated to retired requirements will not be re-allocated to ensure an audit trail can be maintained.  

New requirements may be introduced within a section and not necessarily at the end of the section.  These will be allocated the next non-allocated number for that section, however for ease of reading it will mean that requirements will not always be listed in sequential order within a section e.g. a new requirement is allocated number ‘20’ but may not necessarily appear below requirement ‘19’.  It may, for ease of reading, be inserted between requirements ‘4’ and ‘5’.

Priorities

Note – not all requirements defined within the document are Mandatory. Any mandatory requirements are marked as “must”.  Where a requirements is marked “should” then it is not essential that this functionality is available immediately, however there is a desire to see this available at some point and suppliers will be asked to present a roadmap showing when this functionality will be available.  If the requirement is not planned this should be documented accordingly. Suppliers will be asked during any demonstrations to expand upon any additional capabilities offered by their product.

3.1  Staff Data 
	No.
	Category
	Requirement

	SD010
	Staff Information
	The system must record information on staff including but not limited to:

· Name

· Contact Details

· Skill set/training

· Shift pattern including areas assigned to

· Warnings/alerts - cannot give meds, not to lone work 

· Preferences

· Type of vehicle including engine size

· Risk assessment details

	SD020
	Staff Availability
	The system must be able to record details of leave, sickness, training days and any other non-carer days. These should be easily distinguishable e.g. by colour coding 

	SD030
	Hours Worked
	The system must be able to log all hours the staff have worked and automatically feed this to the payroll system for the calculation and payment of salaries

	SD040
	Expenses
	Any expenses claimed by staff must be able to be entered onto the system and should automatically feed through to payroll for expense claims. There should be workflow around this process to ensure any approvals for expenses are processed in a timely manner.

	SD050
	Millage Claims
	It should be possible to do automatic calculation of mileage and these amounts to provide an audit trail for claims and provide ability to match claims before submission for payment, this should include indication of where the pool car is used and therefore not include these in any potentially mileage claim. The solution should have the potential to link directly into payroll in the future for automation of claims. There should be workflow around this process to ensure any approvals for expenses are processed in a timely manner.

	SD060
	Pool Car
	Pool cars must be indicated on the system and have a list/rota to show when these are available so they can be allocated to staff as appropriate. 

Additionally where a staff member is allocated a pool car this must be indicated on the system and any millage for that day not submitted as an expense. 

	SD070
	Staff Work Area
	Solution must be capable of allowing staff to be allocated to a particular area or work type in order to ensure the appropriate staff are allocated to the correct client group. 


3.2 Client Data
	No.
	Category
	Requirement

	CD010
	Client Information
	Client details must include but not limited to the following:

· Name

· Contact details

· Next of kin or other relative/contact

· Doctor

· Social worker

· Any area reference

	CD020
	Referrals 
	For a referral the system must include but not be limited to:

· Referral method 

· Referral date

· Service required

· Flag for number of carers allowed to visit - this should produce a warning if the number is exceeded to allow manual intervention of scheduling

· Start/end date

· Service requirements

· Notes – free format field for any additional information

· Alerts for any extra information e.g. client has pets, needs medication, etc

· Any funding details where applicable

	CD030
	Automated Referrals
	The Solution should provide the capability to link with any Case Management product so that referrals can be automated and the information transferred seamlessly from one system to the other.

	CD040
	Initial Assessment
	Solution must be able to capture data from any initial assessment of the client and to link this information to the roster requirements to ensure the correct carer is assigned to the client.

	CD050
	Previous Client
	The solution must identify where a client has previously received a service and identify whether the requirements have changed and if so how these differ. 

	CD060
	Outcomes
	The solution must be able to record any outcomes that are set for a client and how the service delivered achieves these including:

· The anticipated end date

· The actual end date

· The care plan 

· Any deviation or additional services provided

· The final outcome of the service delivered

	CD050
	Client Charges
	The solution must identify where a service is chargeable and flag this to the service. A notification of the scheme of charges must be automatically issued to the client and/or their representative. Any charging for the service should have the ability to link into the appropriate financial systems to ensure invoicing is correct.

	CD060
	Case End 
	Solution should provide the capability to transfer client notes at the end of a case back into the Case Management System.

	CD070
	Key Data
	The Solution should be capable of capturing the following data on clients:

· Cases where there has been inappropriate care e.g. unsafe discharge

· Palliative care cases

· Cases where client has mental health issues


3.3 Roster Applications
	No.
	Category
	Requirement

	RA010
	Automated Rota

	Solution must be capable of scheduling appointments for clients automatically linked to the availability of staff, area of client, client needs, etc. Automated rotas should calculate the most cost effective travel route when allocating staff to ensure that the correct person is allocated and ensure maximum contact time available with clients.

	RA020
	Manual Rota
	Solution must allow the manual completion of rotas and the manual amendment of existing rotas. A prompt should appear to ensure travel time is calculated as part of the manual input. 

Where amendments have been made to the rota by manual intervention a history of these changes should exist within the system and a reason for the changes should be indicated.

	RA030
	Travel time
	Rotas must automatically include any travel time necessary to reach client locations and solution should indicate these separately from the actual contact time for each client.

	RA040
	Unallocated Cases
	Solution must indicate if there any client visits that have not been allocated to a carer so these can be allocated manually. Where possible the system should produce a list of suggested carers, and then if appropriate these alternatives can be accepted and scheduled accordingly.

	RA050
	Forward Planning
	Rotas must be capable of being set a minimum of two weeks in advance and must produce a warning if something changes which results in a previously scheduled visit become unscheduled. This warning should continue to be flagged until the rota is amended.

	RA060
	Rota Changes
	If any changes to the rota need are made on the day of a visit an alert must be sent immediately to the relevant carer’s mobile device. This should include an automated response when the carer views the changes to ensure they have received any revised instructions. 


3.4 Carer Interactions
	No.
	Category
	Requirement

	CI010
	Care Visits
	Carers must have the ability to automatically log the time a visit starts and ends for monitoring purposes and this should link to the rota screen and be able to be viewed both centrally and remotely. This should be by RFID technology or similar that will link a tag in the client home to a reader in a mobile device carried by the carer. The tag should be able to be read by any mobile device of that type to allow for multiple carers visiting the client and for ease of set up by admin staff.

	CI020
	Unattended Visit
	Where a carer does not attend for a scheduled visit the system must alert central staff and/or supervisors during normal hours and supervisors out of hours for health and safety purposes. This notification should be acknowledged by appropriate staff (central/supervisor) and any reason for the non-visit recorded for reporting purposes.

	CI030
	End times
	A warning must be issued centrally if the carer does not leave within a specified period of their due end time. Out of hours this should be issued to the supervisor on duty. A further alert should be issued within a specified time period if the original alert has not been acted upon

	CI040
	Mobile Access
	Carer must be able to access all rotas and associated notes via a mobile device. 

	CI050
	Remote Working
	Carers must be able to complete any notes via a mobile device and these should feed directly into the centrally held records. There should be both a pick list and free format text area for ease of use and speed of updating. Feedback will then be monitored centrally, any additional notes added and the data should be capable of being linked directly to any Case Management System.


3.5 System Views
	No.
	Category
	Requirement

	SV010
	Staff View
	Staff must be able to view a number of clients, staff and rotas and be able to do this simultaneously without any degradation to the performance of the system.

	SV020
	Groupings
	It must be possible to set staff, clients and associated rotas within specific groups or areas and to be able to view these groupings.

	SV030
	Rotas
	There must be a simple view for staff (centrally based, administrative, supervisors, etc.) to view the rota either on a PC, laptop or large screen which will allow all client visits to be shown on a single view. This will indicate which staff are visiting which clients and whether the visits have taken place or not. There should be a warning flag visible where the visit has not taken place or has exceeded expected time allocated.


3.6 Mobile Working

	No.
	Category
	Requirement

	MW010
	Mobile Devices
	There must be the ability for the service provider to provide mobile phones/devices that will enable staff to use whilst with clients or in other locations. These devices must connect to the Internet, the Home Care System and CEC network in order that staff can access any files, folders, emails, etc. In addition the devices should allow for the updating of the Home Care system in order to prevent double entry and to provide real time information on clients.

	MW020
	MDM
	The supplier must be able to deliver an MDM (subject to approval of CEC Security Team). This MDM must be able to be used on either phones supplied by CEC or by the supplier. The system must support the following applications as a minimum:
· MS Lync 2103

· Google Authenticator

· Adobe Acrobat

· AVAST Mobile Security

· MyCE Cheshire East App

· Zxing Barcode Scanner

· Polaris Office

	MW030
	Mobile Support
	Support for these devices and any associated network must be available 24/7, 365 in order to provide an “always available” service for care workers 

	MW040
	Upgrades
	The must be a plan to upgrade any phones provided on a regular basis (potentially every 2 years) in order to ensure that there is access to the latest devices and they remain as fault free as possible.

	MW050
	Network/Airtime Provision
	The supplier must specify which airtime provider they use for the provision and use of mobile devices and specify what downtime they have experienced over the last year and what provisions they have made to ensure a minimum disruption to care workers and clients.


3.7 Reporting

	No.
	Category
	Requirement

	RP010
	Standard Reports
	Solution must contain a number of reports as standard that can be easily produced by authorised staff and either printed from the system or downloaded to enable the report to be saved and/or emailed. These should include as a minimum:

· Length of time a client is in service

· Staff contact hours with a client versus the contract hours they should work
· Successful outcomes achieved with clients
· Point of referral of a client
· Date at which service felt client would cease with the service versus the actual end date

· Which GP surgery the client is from
· Details of training for staff including highlighting where any statutory training needs to be maintained

	RP020
	Non-Standard Reports
	Solution must provide the capability to provide easy to use and intuitive report writing facilities to enable the development of user designed reports. This should enable the reporting on any data held within the solution.

	RP030
	Chargeable Services
	Where a service is chargeable the system should be able to produce a report detailing charges and be able to link to any invoicing system for automated invoicing.

	RP040
	Report Functionality
	Reports must be able to be copied and amended as standard. In addition there should be the facility to manipulate reports in order to display data for any management reporting including the ability to produce graphs and charts of the data output from a report.

	RP050
	Report Format
	Solution must provide the capability to print or save reports in a standard format e.g. PDF, CSV, Text File. 

	RP060
	Accident Reporting
	The solution should have the capability to record accidents or incidents and should link this information through to the Authority’s corporate system to ensure health and Safety guidelines and regulations are adhered to.


3.8 Search
	No.
	Category
	Requirement

	SE010
	Search Criteria
	The solution must allow search on the following criteria as a minimum:

· Client name (either first name or surname)

· Client address

· Client reference number

· GP

· Social Worker

· Staff name

· Area 

· Date 

	SE020
	Search Detail
	The solution must allow detailed searches to be performed on particular areas of the system e.g. only search client information or rotas.


3.9 Support
	No.
	Category
	Requirement

	SU010
	Support
	Support for the system must be available 24/7 365 days 

	SU020
	Joint Support Package
	There will be some support provided to the Service by our ICT partner CoSocius. Therefore it is essential that the supplier works with them in order to provide a full package of support suitable for a service that is always available. The extent and nature of the support will be agreed and co-ordinated between the Service, CoSocius and the supplier.


3.10 Integration / Connectivity
	No.
	Category
	Requirement

	IC010
	Import / Export Data
	Solution should provide data import and export capabilities to ensure that data can be transferred to and from the Case Management system as a minimum and potentially other system that may be used across the Service.

	IC020
	GIS 
	Solution should provide GIS mapping capabilities to support identification of client properties particularly where these may be in remote locations. This function should be available on all platforms to ensure that carers can view this information on a mobile device.

	IC030
	LLPG
	The system must link with LLPG in order to provide consistent addressing  

	IC040
	Data Warehouse
	The system should have the potential to provide a feed to a corporate data warehouse. This feed should be automated via a standard format e.g. XML and be capable of either ad hoc or scheduled feeds. 


3.11 User Interface / Usability
	No.
	Category
	Requirement

	UC010
	Layout of user interface 
	The user interface of the solution must be laid out in a structured consistent manner, having terminology, options, buttons, colours and layouts that mirror their use throughout the solution regardless of the end point device.  

	UC020
	Contextual Help
	The solution must include context relevant help functionality.

	UC030
	Customised Help
	The solution must be capable of displaying, on request, help concerning content, process and forms. 

	UC040
	Error Handling


	System errors must provide a meaningful indication of the nature of the problem, an identifier for the error and any necessary event information and instructions of how to report the problem.


3.12 Access and Security
	No.
	Category
	Requirement

	AS010
	Security General
	The solution must provide the capability to restrict access to authorised users only. The solution must also have the ability to only present information based on the authorised users access requirements.

	AS020
	Role Based


	The solution must be able to assign and implement access to users via role based access.  Role based access will be used for all maintenance, administration and management capabilities of the solution.

	AS030
	Security Level


	The solution must be able to apply security (to restrict visibility or to update) to the following

· attribute / Field Level

· forms / Screens

· core Functional Areas 

	AS040
	Threats to Solution


	The solution must be designed in a manner that minimises the threat of:
· attack by software virus or malware

· unauthorised access to data

· external hacking

It must have robust mechanisms for protection against attacks affecting system integrity/availability. The solution’s functional security claims shall be formally and independently accredited.

	AS050
	Active Directory Support
	The solution should support delegation of authentication and access to MS Active Directory.

	AS060
	Password Persistence
	Where delegation to MS Active Directory of authentication and access is not possible, any passwords persisted by the solution will be stored in a manner that prevents them from being read, disclosed or otherwise compromised.

	AS070
	Password reset
	The solution’s appointed security supervisors / administrators must be able to issue new passwords in the event of users forgetting their passwords. Users must be prompted to change their password at regular intervals.

	AS080
	Security Controls
	Robust controls or counter measures must be provided by the system to ensure the confidentiality, integrity and availability of system data. 

	AS090
	Configuration Management
	The solution’s underlying operating system and software component platforms (i.e. Windows, SQL) must have their own current vendor security patches applied without causing disruption to the solution and without voiding the support arrangements.  


3.13 Data Management and Quality
	No.
	Category
	Requirement

	DM010
	Database Integrity
	The solution must protect the integrity of the data in the database. 



	DM020
	Data Management
	The solution must provide configurable data archiving, retention and purging capabilities.


3.14 Audit and Archiving
	No.
	Category
	Requirement

	AA010
	Auditing


	The solution must support non-repudiation auditing for the following:

· All (or specified only) data entry / updates (including date created, date last updated)

· Viewing of Information
· Changes to configuration/customisation

· Login / Logout – successful / unsuccessful

· Unauthorised access

The audit must capture:

· User Details

· Type of access (read, write, update, delete)

· IP Address 

· What area of the solution was accessed i.e. client, staff, roster, etc.

	AA020
	Audit Log Access
	The solution must allow view only access, to authorised role/users, to the audit log.

	AA030
	Archiving
	The solution must be capable of automated archiving. Archiving schedules may be set to default or amended by the system administrator to fit with any Service policy.

	AA040
	Archived Information
	Where information has been archived there should be the capability to view this information or to re-instate this into the live system where for example a client returns to the service.


3.15 Availability and Performance

	No.
	Category
	Requirement

	AP010
	Availability

	The solution should be available for 24 hour * 7 day operation. The solution must be robust and highly resilient and not subject to unreasonable constraints (e.g. the solution and/or associated components needs to be restarted daily/weekly).

	AP020
	Number of Users
	Solution must be able to support an unlimited number of users


	AP030
	Concurrent Transactions


	The solution must be able to support 'peaks' in concurrent transactions (where transactions equates to all activity within the solution e.g. setting up staff, clients, rotas, etc.  Please provide details of the minimum/maximum number of supported concurrent transactions based on previous implementations within similar sized organisations.  

	AP040
	System Support
	Support for the system should be available 24/7. If this is not practical the supplier must detail their current support package and advise how out of hours issues are dealt with. 

	AP050
	Upgrades
	The supplier must ensure upgrades are made available as soon as practicable possible taking into account the necessity for a system that needs to be “always on”. These upgrades must be scheduled with agreement to with the service to ensure minimum disruption.

	AP060
	Road Map
	The solution should be adaptable for future changes in the service particular where priorities may change. The supplier should be willing to share their current road map and be able to demonstrate how the system can maintain flexibility in the future


3.16 Standards and Compliance
	No.
	Category
	Requirement

	SC010
	Equality Act
	The solution must conform to the Equality Act 2012. 

	SC020
	Information Security
	The system/supplier must comply with a recognised Information Security Management System (i.e. ISO27001/2)

	SC030
	Data Processing Location
	The information commissioner’s Office states that data should only be hosted and processed within the EEA or a country considered safe by the ICO. The supplier must confirm that data will be hosted and processed within the EEA and if not, provide details of an alternative, stating how the alternative meets ICO guidelines. If Council data is to be transferred outside the EEA the Council will require the appropriate model clauses issued by the European Commission (decisions of adequacy) to be inserted into the Special Terms and Conditions in which case amendments to the Special Terms and Conditions will be made as appropriate. Please state where the data is to be held and why this country is considered safe.

	SC040
	Data Storage Location and Security
	The supplier must provide assurances that the physical location where the data is stored is secure and only accessible by authorised staff


Page | 3 
Care4CE – Home Care Roster
June 2014

