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SCHEDULE 2.1

SERVICES DESCRIPTION


Services Description
Definitions
In this schedule, unless otherwise provided or the context otherwise requires, capitalised expressions shall have the meanings set out in Schedule 1 (Definitions) or, where not defined therein, Schedule 2.1A (Services Description Definitions).
Introduction
[bookmark: _Ref39666043]The Services delivered through this Agreement shall deliver Data and Operational Intelligence to the following Users:
Internal Customer Users:
Corporate Users;
Operational Users; and
Major Projects Users.
External Users:
Road Users; and
Subscribing Third Party Users.
The Service Provider shall achieve the following Service Outcomes through delivery of the Services:
Informed Road Users: The Services will provide Users with Trusted Information about the Traffic Conditions and Events across the Strategic Road Network (SRN) that can affect the journeys of Road Users;
Reduced impact of Events: The Services will assess the impact of Planned Events and Unplanned Events and provide advice to Users that reduces the impact of Events on Road Users’ journeys;
Delivery of Data to Corporate Users to measure company performance: The Services will Collect the Data needed to support accurate measurement of the Customer’s Road Investment Strategy 2 (RIS 2) performance indicators;
Delivery of Data to support the Historical Data Service: The Services will Collect Traffic Data from across the network for ingestion by the Historical Data Service;
A modern IT platform: The Services will use a modern, scalable IT platform that is flexible and can be readily developed to meet the Customer’s future Traffic Data and Operational Intelligence needs; and
More efficient Services: The Services will be delivered with fewer Service Provider Personnel and at a lower cost than the services under the Existing Contract.
Services Description
This Schedule sets out the scope of the Services to be provided by the Service Provider.
The Service Provider shall provide the following implementation services and Operational Services to deliver the Service Outcomes:
Implementation services, comprising:
The Transition Services set out in paragraph 4 of this Schedule 2.1; and
The Transformation Services set out in paragraph 4 of this Schedule.
Operational Services, comprising:
S1 Disseminate Traffic Data Service;  
S2 Disseminate Event Data Service;
S3 Disseminate Operational Intelligence Service;
S4 Disseminate System Network and Asset Configuration Service; and
S5 IT Service Management.
The Operational Services apply post Transition and post Transformation although the requirements differ as set out in paragraph 5. The Operational Services are described below:
S1 Disseminate Traffic Data 
The Service Provider shall Disseminate Fixed On-network Traffic Sensors Data and In-vehicle On-network Traffic Sensor Data to Users.
The Disseminated Traffic Data shall undergo a process of Near Real-time and slow-time Validation, checking for the accuracy and consistency of the Data. The Traffic Data shall be published with a Validation Status.
S2 Disseminate Event Information 
The Service Provider shall Disseminate Events to Users on and off the NTIS Network to provide the reason for any Delays and/or Capacity Impacts on the NTIS Network.
The Disseminated Event Data shall undergo a process of Near Real-time Validation checking for the accuracy of the Location, timings and Event Impacts. The Event Data shall be published with a Validation Status.
S3 Disseminate Operational Intelligence
The Service Provider shall Disseminate Operational Intelligence on the NTIS Network to Users. 
The Disseminated Operational Intelligence shall identify Abnormal Events, measured Journey Times, Delays, Predicted Journey Times, Predicted Event Durations and Responses to return the SRN to Expected Traffic Conditions in the shortest possible timeframe. 
S4 Disseminate Network and Asset Model 
The Service Provider shall Disseminate current and historical road Network and Asset Model Data, Translations and VMS and Matrix Signal settings. 
S5 IT Service Management
The Service Provider shall operate the Service Provider Solution using the ITIL 4 practices of General Management, Service Management and Technology Management. 
Each of the implementation services and Operational Services has a different set of requirements to deliver the outputs that the Customer requires. Table 1 shows the functional hierarchy of requirements and demonstrates how each category and sub-category of requirements aligns to the implementation services and Operational Services.
Table 1: Operational Services to requirements mapping
	Customer Requirements
	Services

	Category
	Sub-category
	T1 Transition
	T2 Transformation
	S1 Disseminate Traffic Data
	S2 Disseminate Event Data
	S3 Disseminate Operational Intelligence
	S4 Disseminate Network and Asset Model
	S5 IT Service Management

	Transition
	T1 Transition Services Requirements
	
	
	
	
	
	
	

	Transformation
	T2 Transformation Services Requirements
	
	
	
	
	
	
	

	General
	C1 General Requirements
	
	
	
	
	
	
	

	Collect
	C2 Collect Traffic Data
	
	
	
	
	
	
	

	
	C3 Collect Event Data
	
	
	
	
	
	
	

	
	C4 Collect Asset Data
	
	
	
	
	
	
	

	
	C5 Collect and view Camera Images and Camera Streams
	
	
	
	
	
	
	

	Process
	C6 Translate and Aggregate Traffic Data and Event Data
	
	
	
	
	
	
	

	
	C7 Validate Data
	
	
	
	
	
	
	

	
	C8 Identify Abnormal Events
	
	
	
	
	
	
	

	
	C9 Calculate and Predict Event Impact
	
	
	
	
	
	
	

	
	C10 Recommend Event Response
	
	
	
	
	
	
	

	Disseminate
	C11 General Dissemination
	
	
	
	
	
	
	

	
	C12 Publish Data and Operational Intelligence
	
	
	
	
	
	
	

	
	C13 Present Data and Operational Intelligence
	
	
	
	
	
	
	

	Management 
	C14 General Management
	
	
	
	
	
	
	

	
	C15 Service Management
	
	
	
	
	
	
	

	
	C16 Technology Management
	
	
	
	
	
	
	



The Service Provider shall deliver the Transition Services and Transformation Services in accordance with the requirements in paragraph ‎4 of this Schedule.
The Service Provider shall deliver the Operational Services in accordance with the requirements in paragraphs ‎5 of this Schedule. 
The annexes to this Schedule 2.1 (Services Description) provide further requirements for delivery of the Operational Services, as referenced in this schedule and with which the Service Provider must comply, as follows: 
Table 1 of Annex 1: Data dissemination matrix; and
Table 1 and Table 2 of Annex 2: Data source logs.
[bookmark: _Ref40718580]Implementation Services Requirements
T1: Transition Services Requirements
These requirements apply to the Transition Phase.
	ID
	Requirement

	T1-001
	The Service Provider shall obtain, from the Customer, all Existing Assets and Information that the Customer has obtained from the Outgoing Service Provider which is necessary for the Service Provider to provide the Operational Services post Transition.

	T1-002
	The Service Provider shall appoint a dedicated project manager to manage provision of the Transition Services.

	T1-003
	The Service Provider shall appoint a specialist in human resources and the Employment Regulations to manage the completion of Relevant Transfers from the Outgoing Service Provider.

	T1-004
	During the Service Provider’s development of the Detailed Transition Plan, the Service Provider shall validate each aspect of the Outline Transition Plan with the Customer Relationship Manager and Outgoing Service Provider to assure that all aspects carried over to Detailed Transition Plan are valid and can be delivered within the timescales stated. 

	T1-005
	During the Service Provider’s delivery of the Transition Services, there shall be no disruption experienced by the Users of the Services. 

	T1-006
	During the Service Provider’s delivery of the Transition Services there shall be no corruption or loss of the Traffic Data, Event Data and Operational Intelligence previously Collected by the Outgoing Service Provider unless otherwise agreed with the Customer Relationship Manager. 

	T1-007
	The Service Provider shall provide Pre-Production Environments so that, if required, the Service Provider can alter or rebuild the parts of the Service Provider System that have been transferred from the Outgoing Service Provider. 

	T1-008
	The Service Provider shall design and implement updated or amended processes and procedures that improve collaboration and efficiency of communications between the Service Provider Personnel, and the Customer Staff residing in the National Traffic Information Centre (NTIC) and the Customer Contact Centre (CCC).

	T1-009
	The Service Provider shall design and implement updated or amended processes and procedures that improve collaboration and efficiency of communications between the Service Provider Personnel, and the Customer Staff residing in Regional Operations Centres (ROCs).

	T1-010
	The Service Provider shall communicate the Transition of the Services to Users in accordance with the communications strategy agreed with the Customer Relationship Manager.

	T1-011
	NOT USED



T2: Transformation Services Requirements
These requirements apply to the Transformation Phase
	ID
	Requirement

	T2-001
	The Service Provider shall provide the Transformation Services necessary for the Service Provider to provide the Operational Services post Transformation, as set out in paragraph 5 of this Schedule 2.1.

	T2-002
	The Service Provider shall appoint a dedicated project manager to manage provision of the Transformation Services.

	T2-003
	NOT USED

	T2-004
	The Service Provider shall identify and document Users’ needs for all Delivery Channels.

	T2-005
	In identifying Users’ needs for the Delivery Channels, the Service Provider shall consider all factors which can affect the Users’ experiences (including accessibility, Information content, presentation, response time, and Users’ goals). 

	T2-006
	The Service Provider shall design the Service Provider System to meet the identified needs of the Users.

	T2-007
	The Service Provider shall design the Service Provider System in accordance with the standards and policies listed in Schedule 2.3 (Standards).

	T2-008
	The Service Provider shall design the Service Provider System to minimise the total ongoing running cost of the Service Provider System, including operating and maintenance costs.

	T2-009
	The Service Provider shall design the Service Provider System to comply with the following Customer core non-functional requirements:
accelerated delivery components and any subsequent changes to components;
the volume of Data without degradation of the Services during peaks;
all concurrent Users without obvious degradation of the Services during peaks;
enhancement of components without disproportionate effort;
re-usability of components;
interoperability of components;
latency that is acceptable to Users;
maintainability of components without a disproportionate impact on other components;
monitoring and understanding of the status of the Service Provider System;
portability to alternative architectures or platforms;
recoverability in the event of Service Incidents and Problems;
resilience in the event of peaks in demand;
scalability without disproportionate effort to meet changing Customer requirements;
survivability in the event of disaster;
consistency of outputs; and
volumetrics specified in Annex 2.

	T2-010
	The Service Provider shall design the Cloud Service Models used in the Service Provider System to deliver a modern IT platform and more efficient Services.

	T2-011
	The Service Provider shall design the Cloud Service Deployment Models used in the Service Provider System to deliver a modern IT platform and more efficient Services.

	T2-012
	The Service Provider shall demonstrate to the Customer Relationship Manager how the Customer IT Strategy has been considered when designing the Service Provider System.

	T2-013
	The Service Provider shall design and implement changes in the organisation and management of the Service Provider Personnel to deliver the Operational Services post Transformation and to deliver the Service Outcomes.

	T2-014
	The Service Provider shall design and implement updated or amended processes and procedures that improve collaboration and efficiency of communications between the Service Provider Personnel and the Customer Staff residing in the National Traffic Information Centre (NTIC) and the Customer Contact Centre (CCC).

	T2-015
	The Service Provider shall design and implement updated or amended processes and procedures that improve collaboration and efficiency of communications between the Service Provider Personnel and the Customer Staff residing in Regional Operations Centres (ROCs).

	T2-016
	The Service Provider shall obtain telecommunications services to the parts of the Customer System that are not accessible via the internet from the National Roads Telecommunications Services (NRTS).

	T2-017
	Where applicable the Service Provider shall comply with the Code of Connection (CoCo) requirements defined in Schedule 2.3 (Standards).

	T2-018
	The Service Provider shall apply the Customer’s branding to all Delivery Channels within the Service Provider’s control in accordance with the Customer’s visual identity guidelines as set out in Schedule 2.3 (Standards).

	T2-019
	The Service Provider shall deploy the Operator Interface to all Operational Users from the Customer Staff requiring access, such Operational Users’ and their locations having been confirmed by the Customer Relationship Manager. 

	T2-020
	The Service Provider shall consult with the Customer’s business and operational IT teams and the Public Service Network (PSN) IT Communication provider on deploying the Operator Interface on personal computers forming part of the Customer System.

	T2-021
	The Service Provider shall Present Data, Information and Operational Intelligence using imperial units for distance (e.g. miles).

	T2-022
	The Service Provider shall Publish Data, Information and Operational Intelligence using the most appropriate units of time for the circumstances, consideration having been given to User needs.

	T2-023
	The Service Provider shall perform all internal Service Provider System calculations using metric units (e.g. kilometre, metre and seconds).

	T2-024
	The Service Provider shall communicate the Transformation of the Services to Users in accordance with the communications strategy agreed with the Customer Relationship Manager.

	T2-025
	The Service Provider shall plan and implement a cut-over from the Operational Services post Transition to the Operational Services post Transformation that minimises the disruption and costs incurred by Users.

	T2-025a
	The Service Provider shall provide the Customer Relationship Manager with relevant information about the Transformation and the Operational Services post Transformation to assist the Customer in satisfying the UK Cabinet Office’s assessment criteria for digital and technology expenditure (https://www.gov.uk/guidance/gds-spend-controls-pipeline-assessment-criteria).

	T2-026
	The Service Provider shall support the Customer’s development of a new Historical Data Service by providing bulk Data transfers when requested by the Customer Relationship Manager.

	T2-027
	The Service Provider shall decommission all infrastructure and systems made redundant during provision of the Transformation Services.

	T2-028
	The Service Provider will support and co-operate with the HEDNM project to help the HEDNM project team understand the NTIS Network Model use cases.



[bookmark: _Ref39669606]Operational Services Requirements
C1: General Requirements
These are the general requirements that define the solution to be delivered at and between each Milestone.


	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C1-001
	The Service Provider shall provide the Operational Services post Transition, as set out in this paragraph 5 of Schedule 2.1, from the ATP1 Milestone Date until the ATP3 Milestone Date unless otherwise agreed with the Customer Relationship Manager.
	Yes
	No

	C1-002
	The Service Provider shall provide the Operational Services post Transformation, as set out in this paragraph 5 of Schedule 2.1, from the ATP3 Milestone Date to the end the Term.
	No
	Yes



C2: Collect Traffic Data 
These are the requirements:
to Collect Traffic Data using Open Standards and defined formats; and
that enable Subscribing Third Party Users to send Traffic Data to the Service Provider System using standardised open formats and APIs to support the generation and Dissemination of Traffic Data and Operational Intelligence.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Service post Transformation

	C2-001
	The Service Provider shall Collect Traffic Data from the sources and at the frequencies shown in table 1 at Annex 2.
	Yes
	Yes

	C2-002
	The Service Provider shall (acting reasonably) agree with the Customer the Traffic Data items to be Collected using the Interface Specifications and Business Processes set out in table 1 at Annex 2.
	Yes
	Yes

	C2-003
	The Service Provider shall Collect additional quantities of Traffic Data on the NTIS Network using the interfaces defined in table 1 at Annex 2 as additional Data is made available.
	Yes
	Yes

	C2-004
	The Service Provider shall Collect all Fixed On-Network Traffic Sensors Data and In-vehicle On-network Traffic Sensors Data on the NTIS Network, handed over at the Transition from the Outgoing Service Provider.
	Yes
	No

	C2-005
	The Service Provider shall, as a minimum, Collect Data on Traffic Conditions from In-vehicle On-network Traffic Sensors Data sources on the NTIS Network using UK Government Open Standards Principles.
	No
	Yes

	C2-006
	The Service Provider shall Collect In-vehicle On-network Traffic Sensor Data at a spatial and temporal granularity that allows visualisation of the start and end of slow-moving traffic on the NTIS Network.
	No
	Yes

	C2-007
	The Service Provider shall Collect Fixed On-network Traffic Sensors Data at a spatial and temporal granularity that allows visualisation of the differential lane speeds and flows at the locations where Fixed On-network Traffic Sensors Data exists on the NTIS Network.
	No
	Yes

	C2-008
	The Service Provider shall support the Collection of Traffic Data on the NTIS Network using the latest version of the DATEX II standard.
	No
	Yes

	C2-009
	NOT USED
	NOT USED
	NOT USED

	C2-010
	The Service Provider shall automate the Collection of Traffic Data as set out in table 1 at Annex 2 to optimise the delivery of the Services.
	No
	Yes

	C2-011
	NOT USED
	NOT USED
	NOT USED



C3: Collect Event Data 
These are the requirements:
to Collect Event Data about On-network Events and Off-network Events that are expected to have or are having a Material Effect on the SRN. Event Data is used to identify Unplanned Events having a Material Effect on the SRN and to determine the cause of Delays compared to Expected Traffic Conditions on the SRN; and
that enable Subscribing Third Party Users to send Event Data to the Service Provider System using standardised open formats and APIs to support the generation and Dissemination of Operational Intelligence.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C3-001
	The Service Provider shall Collect Event Data and Event Updates from the sources and at the frequencies set out in table 1 at Annex 2.
	Yes
	Yes

	C3-002
	The Service Provider shall (acting reasonably) agree with the Customer the Event Data items to be Collected using the Interface Specifications and Business Processes set out in table 1 at Annex 2.
	Yes
	Yes

	C3-003
	The Service Provider shall Collect In-vehicle On-network Sensor Event Data and Event Updates to support identification and Validation of Current Events on the SRN.
	No
	Yes

	C3-004
	The Service Provider shall timestamp and version all Event Data and Event Updates to support Event Life Cycle Management.
	Yes
	Yes

	C3-005
	The Service Provider shall support the Collection of Event Data and Event Updates using the latest version of the DATEX II standard.
	No
	Yes

	C3-006
	The Service Provider shall automate the Collection of Event Data and Event Updates from the sources set out in set out in table 1 at Annex 2 to optimise the delivery of the Services.
	No
	Yes



C4: Collect Asset Data 
These are the requirements to Collect Network and Asset Model Data to support the Collection of Traffic Data, Event Data and Asset Status.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C4-001
	The Service Provider shall Collect Asset Data from the sources and at the frequencies set out in table 2 at Annex 2.
	Yes
	Yes

	C4-002
	The Service Provider shall (acting reasonably) agree with the Customer the Asset Data items to be Collected using the Interface Specifications and Business Processes set out in table 2 at Annex 2.
	Yes
	Yes

	C4-003
	The Service Provider shall Collect Location identifiers and operational status of all Collection Assets and Dissemination Assets on the NTIS Network as set out in table 1 at Annex 2.
	Yes
	Yes

	C4-004
	The Service Provider shall Collect Signage Reference Data from the Customer to configure the Service Provider System.
	Yes
	Yes

	C4-005
	The Service Provider shall Collect Asset Data to support Traffic Data and Event Data Translations between the Customer System and the Service Provider System.
	Yes
	Yes

	C4-006
	The Service Provider shall support the Collection of Asset Data using the latest version of the DATEX II standard.
	Yes
	Yes

	C4-007
	The Service Provider shall provide a mechanism to Collect Network and Asset Model Data via an API. 
	No
	Yes

	C4-008
	The Service Provider shall Collect Geographic Base Map Data from third parties as required to deliver the Operational Services.
	Yes
	Yes



C5: Collect and view Camera Images and Camera Streams 
These are the requirements to Collect Near Real-time Camera Images and view and control Camera Streams on the SRN to support Validation of Events.
	ID
	Requirement
	Applicability

	
	
	Operational Service post Transition
	Operational Service post Transformation

	C5-001
	The Service Provider shall Collect and view Camera Images from the sources and at the frequencies set out in table 1 at Annex 2.
	Yes
	Yes

	C5-002
	The Service Provider shall view and control all Camera Streams from the sources set out in table 1 at Annex 2.
	Yes
	Yes

	C5-003
	The Service Provider shall access live Camera Streams and Camera Images associated with the SRN from all existing and new roadside Locations when they become available in a manner that aligns with the CHARM architecture for video consuming systems.
	No
	Yes



C6: Translate and Aggregate Traffic Data and Event Data 
These are the requirements to:
Translate all Traffic Data and Events onto a common linear and/or spatial Location Referencing System;
Aggregate the Fixed On-network Traffic Sensors Data, In-vehicle On-network Traffic Sensors Data, Event Data and Asset Data to provide a single spatial and temporal view of the current Traffic Conditions on the NTIS Network to minimise Operational Users’ workload when making operational decisions; and 
Calculate useful measures to support the generation of Operational Intelligence for road network performance monitoring and Operational Users’ decision making.
	ID
	Requirement
	Applicability

	
	
	Operational Service post Transition
	Operational Service post Transformation

	C6-001
	The Service Provider shall Aggregate Traffic Data, Event Data and Responses to provide a combined view of current Traffic Conditions and recent historical Traffic Conditions on the NTIS Network.
	Yes
	Yes

	C6-002
	The Service Provider shall Translate the Locations of received Asset Data and Event Data on to the Network and Asset Model.
	Yes
	Yes

	C6-003
	The Service Provider shall generate a Network Model and Asset Model with a Geographic Coordinate System and referencing to a known Geodetic Datum.
	Yes
	Yes

	C6-003a
	The Service Provider shall use the Highways England Definitive Network Model (HEDNM) to support generation of the Network Model unless otherwise agreed with the Customer Relationship Manager.
	No
	Yes

	C6-004
	The Service Provider shall Calculate the Aggregated traffic speeds using all Traffic Data sources over one (1) minute intervals on all NTIS Network Links.
	Yes
	Yes

	C6-005
	The Service Provider shall Calculate Delays compared to Expected Traffic Conditions on all NTIS Network Links.
	Yes
	Yes

	C6-006
	The Service Provider shall Calculate Delays compared to Free-flow Traffic Conditions on all NTIS Network Links.
	Yes
	Yes

	C6-007
	The Service Provider shall Calculate Aggregated traffic flow over one (1)-minute intervals on all NTIS Network Links with sources of Fixed On-network Traffic Sensors Data.
	Yes
	Yes

	C6-008
	NOT USED
	NOT USED
	NOT USED

	C6-009
	The Service Provider shall Calculate the Aggregated expected traffic speeds on all NTIS Network Links.
	Yes
	Yes

	C6-010
	NOT USED
	NOT USED
	NOT USED

	C6-011
	NOT USED
	NOT USED
	NOT USED

	C6-012
	The Service Provider shall Calculate Aggregated traffic speeds at a spatial and temporal granularity that allows visualisation of the start and end of queues and stop-start traffic.
	Yes
	Yes

	C6-013
	The Service Provider shall Calculate all Data the Historical Data Service requires in accordance with table 1 at Annex 2.
	Yes
	No

	C6-014
	The Service Provider shall Calculate Expected Event Durations on Event Updates on the NTIS Network.
	Yes
	Yes

	C6-015
	The Service Provider shall record Actual Event Durations for Events on the NTIS Network.
	Yes
	Yes

	C6-016
	The Service Provider shall automatically Calculate and assign Event Severities to all Events using business logic agreed with the Customer Relationship Manager.
	Yes
	Yes

	C6-017
	The Service Provider shall automatically Calculate and assign tasks relating to Operational User actions in the Operator Interface.
	Yes
	Yes

	C6-018
	The Service Provider shall automatically Calculate and assign priorities to all Operational User tasks.
	Yes
	Yes

	C6-019
	The Service Provider shall store Translations, Network Model and Asset Model version history.
	No
	Yes

	C6-020
	The Service Provider shall provide a measure of the variability of traffic speeds on NTIS Network Links.
	No
	Yes



C7: Validate Data 
These are the requirements to deliver Trusted Data to Users by:
Validating the accuracy of Traffic Data;
Validating Event Locations, Event Durations, Event Types and Event Impacts; and
Validating the accuracy of Disseminated Responses. 
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C7-001
	The Service Provider shall Validate Current Traffic Data, Current Event Data and Responses.
	Yes
	Yes

	C7-002
	The Service Provider shall perform Validation on all Traffic Data and Event Data as it is received.
	Yes
	Yes

	C7-003
	The Service Provider shall Validate the accuracy and consistency of Collected Traffic Data.
	Yes
	Yes

	C7-004
	The Service Provider shall Validate Events on the SRN, unless received from a Trusted Source.
	Yes
	Yes

	C7-005
	The Service Provider shall, as a minimum, Validate Event Type, related cause, Locations, Event Duration and Capacity Impact with a Trusted Source.
	Yes
	Yes

	C7-006
	The Service Provider shall use the following Trusted Sources and others agreed with the Customer Relationship Manager:
Regional Operations Centres;
National Incident Liaison Officers;
National Network Managers;
Events identified from Validated Traffic Data sources; 
Camera Images; and 
Camera Streams.
	Yes
	Yes

	C7-007
	The Service Provider shall record the Validation Status of all Traffic Data, Events and Responses.
	Yes
	Yes

	C7-008
	The Service Provider shall use Traffic Data, Event Data, Camera Images and Camera Streams to support Validation.
	Yes
	Yes

	C7-009
	The Service Provider shall remotely control cameras on the SRN to support the Validation of Events by interfacing to the VIH as set out in table 1 at Annex 2.
	Yes
	No

	C7-010
	The Service Provider shall remotely control cameras on the SRN to support the Validation of Events by interfacing to the Customer’s camera system as set out in table 1 at Annex 2.
	No
	Yes

	C7-011
	The Service Provider shall classify all Events by Event Type.
	Yes
	Yes

	C7-012
	The Service Provider shall not allow duplicate Data to be entered into the Service Provider System.
	Yes
	Yes

	C7-013
	The Service Provider shall Validate Responses ensuring that the recommended and selected Response is displayed on the correct VMS and the message content is accurate.
	Yes
	Yes



C8: Identify Abnormal Events 
These are the requirements to utilise the Collected and Calculated Data to generate Operational Intelligence on the NTIS Network, identifying Abnormal Events with associated Event Types and Event Impact information. 
[bookmark: QuickMark]These include the requirements for timely Systematic identification and Dissemination of Un-validated and Validated Event Data supporting Road Users’ journey planning.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C8-001
	The Service Provider shall generate Traffic Alerts if the Current Traffic Data deviates from the Expected Traffic Conditions on the NTIS Network using business logic agreed with the Customer Relationship Manager.
	Yes
	Yes

	C8-002
	The Service Provider shall combine Traffic Alerts and Event Data to support the identification of the cause and impact of Abnormal Events, providing additional situational context information whilst delivering a single view of network conditions.
	Yes
	Yes

	C8-003
	The Service Provider shall utilise Traffic Data and Event Data to Validate the Locations, Event Types and Event Impacts of identified Abnormal Events.
	No
	Yes

	C8-004
	The Service Provider shall use In-vehicle On-network Sensors Event Data to identify Abnormal Events on the NTIS Network and to support Event Validation on the SRN.
	No
	Yes



C9: Calculate and Predict Event Impact 
These are the requirements to use Near Real-time and Historical Traffic Data and Event Data to measure Event Impacts in terms of Delays and Capacity Impacts as well as providing short term Predicted Journey Times on the NTIS Network.
	ID
	Requirement
	Applicability

	
	
	Operational Service post Transition
	Operational Service post Transformation

	C9-001
	The Service Provider shall Calculate Journey Times on the NTIS Network to support the Publication of Travel Times on VMS, Response evaluation and Road Users’ journey planning needs.
	Yes
	Yes

	C9-002
	The Service Provider shall Calculate Predicted Journey Times on the NTIS Network using, as a minimum, the combination of Traffic Data and Event Data to support the Publication of Travel Times on VMS, Response evaluation and Road Users’ journey planning needs.
	Yes
	Yes

	C9-003
	The Service Provider shall record actual Journey Times and Travel Times recorded across the NTIS Network to improve Journey Time Predictions.
	Yes
	Yes

	C9-004
	The Service Provider shall Calculate Predicted Event Durations including where applicable the time for the Current Traffic Data to return to the Expected Traffic Conditions on the SRN, to support operational decision making.
	Yes
	Yes

	C9-005
	The Service Provider shall record the actual Event Durations including where applicable the time the Traffic Data returned to the Expected Traffic Conditions to support improvements to Predictions.
	Yes
	Yes

	C9-006
	The Service Provider shall Calculate the Lane Capacity resulting from Current Events on the SRN.
	Yes
	Yes

	C9-007
	NOT USED
	NOT USED
	NOT USED



C10: Recommend Event Response
These are the requirements for the Service Provider System to identify, evaluate, recommend and Disseminate advice to Road Users in order to minimise Delays and return the SRN to Expected Traffic Conditions in the shortest possible timeframe. 
This includes the requirement to provide off-SRN journey times and diversions for lane and carriageway blocking events.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C10-001
	The Service Provider shall use the Collected Data and generated Operational Intelligence to Calculate Event Responses.
	Yes
	Yes

	C10-002
	The Service Provider shall Calculate Event Responses on the SRN using Response Logic agreed with the Customer Relationship Manager.
	Yes
	Yes

	C10-003
	The Service Provider shall use Current Journey Times and Predicted Journey Times when Calculating NTIS Network Responses for Events on the SRN.
	Yes
	Yes

	C10-004
	The Service Provider shall generate Responses with Diversions in the case of road closures.
	No
	Yes

	C10-005
	The Service Provider shall systematically implement the selected Response.
	No
	Yes

	C10-006
	The Service Provider shall generate Advice as a result of Events to reduce Event Impacts.
	Yes
	Yes

	C10-007
	The Service Provider shall generate Personalised Responses to Events based on Road Users’ declared origins and destinations.
	No
	Yes

	C10-008
	The Service Provider shall select the most appropriate Response for implementation based on the NTIS Network Traffic Conditions.
	Yes
	Yes

	C10-009
	The Service Provider shall undertake ongoing monitoring and refinement of the outputs from the Response Logic.
	Yes
	Yes

	C10-010
	The Service Provider shall evaluate the Responses upon changes to the Traffic Data and Event Data.
	Yes
	Yes

	C10-011
	The Service Provider shall review the Response Logic as a minimum monthly or at a frequency agreed with the Customer Relationship Manager to ensure that the Response Logic is kept up-to-date and faults are tracked and corrected.
	Yes
	Yes

	C10-012
	The Service Provider shall update the Response Logic to remove faults and implement improvements.
	Yes
	Yes

	C10-013
	The Service Provider shall generate Personalised VMS Responses to Events based on Road Users’ origins and destinations on the NTIS Network.
	No
	Yes



C11: General Dissemination
These are the general requirements to Publish and Present Traffic Data, Event Data, Asset Data and Operational Intelligence to Users in accordance with their needs, using open standards, defined formats, and accessible methods within specified timeframes.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C11-001
	The Service Provider shall as a minimum, Disseminate the Data and Operational Intelligence set out in table 1 at Annex 1.
	Yes
	Yes

	C11-002
	The Service Provider shall Disseminate Data and Operational Intelligence that is consistent across all Delivery Channels.
	Yes
	Yes

	C11-003
	NOT USED
	NOT USED 
	NOT USED 

	C11-004
	NOT USED
	NOT USED 
	NOT USED 

	C11-005
	NOT USED
	NOT USED 
	NOT USED 

	C11-006
	NOT USED
	NOT USED 
	NOT USED 

	C11-007
	NOT USED
	NOT USED 
	NOT USED 

	C11-008
	NOT USED
	NOT USED 
	NOT USED 

	C11-009
	The Service Provider shall Disseminate Data and Operational Intelligence to all Delivery Channels with the ability to filter it by User Defined Areas.
	Yes
	Yes

	C11-010
	The Service Provider shall Disseminate Data and Operational Intelligence to all Delivery Channels with the ability to filter it by Data Types.
	Yes
	Yes

	C11-011
	The Service Provider shall Disseminate Data and Operational Intelligence to all Delivery Channels with the ability to filter it by Customer Operating Areas.
	Yes
	Yes

	C11-012
	The Service Provider shall Disseminate Data and Operational Intelligence to all Delivery Channels with the ability to filter it by road names.
	Yes
	Yes

	C11-013
	The Service Provider shall Disseminate Data and Operational Intelligence to all Delivery Channels with the ability to filter it by Links.
	Yes
	Yes

	C11-014
	The Service Provider shall Disseminate Data and Operational Intelligence to all Delivery Channels and Users within one (1) minute of it being received in the Service Provider System.
	No
	Yes

	C11-015
	The Service Provider shall as a minimum Manually Exchange Event Data with the ROC, CCC and NILO.
	Yes
	Yes

	C11-016
	NOT USED
	NOT USED
	NOT USED

	C11-017
	NOT USED
	NOT USED
	NOT USED

	C11-018
	The Service Provider shall Present date and timestamps in local time zone format in accordance with ISO 8601.
	Yes
	Yes

	C11-019
	The Service Provider shall Publish date and timestamps in UTC with offset time zone format in accordance with ISO 8601.
	Yes
	Yes



[bookmark: _Hlk39494717]C12: Publish Data and Operational Intelligence 
These are the requirements to Publish Personalised Traffic Data, Event Data, Asset Data and Operational Intelligence to Users in accordance with their needs using open standards, defined formats and APIs, to Subscribing Third Party Users as well as to CHARM, to set messages on VMS.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C12-001
	The Service Provider shall Publish as a minimum all Data and Operational Intelligence as indicated in table 1 Annex 1 using an open source API to Subscribing Third Party Users using the latest version of the DATEX II standard and the UK Government Open Standards principles.
	Yes
	No

	C12-002
	The Service Provider shall Publish historical Data and Operational Intelligence to the Daily Aggregated Traffic Data Delivery Channel by six (6) am on the subsequent day.
	Yes
	No

	C12-003
	The Service Provider shall Publish historical Data and Operational Intelligence to the Daily Aggregated Traffic Data Delivery Channel five (5) days after its Receipt.
	Yes
	No

	C12-004
	The Service Provider shall Publish historical Data and Operational Intelligence to the Daily Aggregated Traffic Data Delivery Channel eight (8) days after its Receipt.
	Yes
	No

	C12-005
	The Service Provider shall Publish VMS setting requests to CHARM as set out in table 1 at Annex 2 and the working practices in Schedule 2.3 (Standards).
	Yes
	Yes

	C12-006
	The Service Provider shall Publish Current Events to CHARM as set out in table 1 at Annex 2 where CHARM is not already aware of the Event.
	No
	Yes

	C12-007
	The Service Provider shall exchange VMS setting requests to HETMS for display on VMS in pictorial and alpha numeric format as defined by the Customer Relationship Manager.
	Yes
	No

	C12-008
	The Service Provider shall exchange VMS sign setting requests with CHARM in accordance with table 1 at Annex 2.
	Yes
	Yes

	C12-009
	The Service Provider shall prioritise which VMS messages are published to each sign when multiple setting requests are made to the same sign at the same time. 
	Yes
	Yes

	C12-010
	The Service Provider System shall respond appropriately to VMS Asset Status messages when setting signs.
	Yes
	Yes

	C12-011
	The Service Provider shall allow Operational Users to select and set VMS messages.
	Yes
	Yes

	C12-012
	The Service Provider shall Disseminate any Validation inconsistencies in the Asset Data collected to the source at a frequency agreed with the Customer Relationship Manager.
	Yes
	Yes

	C12-013
	The Service Provider shall Disseminate any Traffic Data Validation failures. 
	Yes
	Yes

	C12-014
	NOT USED
	NOT USED 
	NOT USED 

	C12-015
	The Service Provider shall automate Publication of Operational Intelligence outputs to the CHARM interchange interface to optimise the delivery of the Services.
	No
	Yes

	C12-016
	The Service Provider shall Publish Data and Operational Intelligence Collected from In-vehicle On-network Sensors Data to Internal Customer Users every one (1) minute.
	Yes
	No

	C12-017
	The Service Provider shall Publish historical Data and Operational Intelligence to the Historical Data Service every one (1) day for Data collected in the previous day.
	Yes
	No

	C12-018
	The Service Provider shall Publish historical Data and Operational Intelligence to the Historical Data Service every one (1) day for Data collected in the previous eight (8) days.
	Yes
	No

	C12-019
	The Service Provider shall Publish historical Data and Operational Intelligence to the Historical Data Service every one (1) minute for Data collected in the previous minute.
	No
	Yes

	C12-020
	The Service Provider shall Publish historical Data and Operational Intelligence to the Historical Data Service every one (1) minute for Traffic Data that is up to eight (8) days old.
	No
	Yes

	C12-021
	The Service Provider shall provide a mechanism to bulk extract and make available all Service Provider System Data so that it can be stored in the Historical Data Service.
	Yes
	Yes

	C12-022
	The Service Provider shall Disseminate the Network Model and Asset Model including the road geometry and associated Translation tables to Subscribing Third Party Users so that they are able to match the Data to their mapping provider dataset with minimal errors.
	Yes
	Yes



C13: Present Data and Operational Intelligence 
These are the requirements to Present Personalised Traffic Data, Event Data, Asset Data and Operational Intelligence to Users in accordance with their needs on the Website, Apps and Operator Interface Delivery Channels.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C13-001
	The Service Provider shall Present Data and Operational Intelligence using open standards and accessible formats to support Operational Users’ decision making and Road Users’ journey planning.
	Yes
	Yes

	C13-002
	The Service Provider shall provide the functionality for Road Users to receive Personalised journey information including Event Data and Operational Intelligence as appropriate to meet Road Users’ needs via the Websites & Apps.
	Yes
	Yes

	C13-003
	The Service Provider shall Disseminate Data and Operational Intelligence via Websites & Apps that can be presented via a graphical map-based interface.
	Yes
	Yes

	C13-004
	The Service Provider shall Disseminate Personalised push notifications of Event Data and Operational Intelligence to Road Users.
	Yes
	Yes

	C13-005
	The Service Provider Website, Mobile Website and Mobile App shall support Road Users needs to define a Personalised route from their origin to their destination presenting, as a minimum, Events and Operational Intelligence on the NTIS Network.
	No
	Yes

	C13-006
	The Service Provider shall Disseminate Data, Information and Operational Intelligence via the Operator Interface.
	Yes
	Yes

	C13-007
	The Service Provider shall Disseminate Data, Information and Operational Intelligence to Internal Customer Users and External Users.
	Yes
	Yes

	C13-008
	The Service Provider shall provide an Operator Interface to visualise the implemented Response plans.
	Yes
	Yes

	C13-009
	The Service Provider shall provide an Operator Interface for the selection and editing of Response plans as is required to ensure quality of the Response outputs.
	Yes
	Yes

	C13-010
	The Service Provider shall provide an Operator Interface for monitoring and evaluating the impact of Events and implemented Responses.
	Yes
	Yes

	C13-011
	The Service Provider shall, as a minimum, provide an Operator Interface to support the Collection, viewing, editing, Validation and Dissemination of Event Data and Operational Intelligence.
	Yes
	Yes

	C13-012
	The Service Provider Operator Interface shall support configuration of Operational User-defined Journey Time Sections that display the Calculation of Current Journey Times and Predicted Journey Times using Events and Traffic Data on the NTIS Network.
	Yes
	Yes

	C13-013
	The Service Provider shall provide an Operator Interface to relay alerts, messages, questions, warnings and errors to Operational Users.
	Yes
	Yes

	C13-014
	NOT USED
	NOT USED
	NOT USED

	C13-015
	The Service Provider shall provide an Operator Interface that supports Operational Users’ Business Process workflows and identifies and prioritises tasks that need Operational User attention.
	Yes
	Yes

	C13-016
	The Service Provider shall Present a graphical view of the latest Traffic Conditions and Current Events on the NTIS Network via an Operator Interface.
	Yes
	Yes

	C13-017
	The Service Provider shall Present a graphical view of the recent history of Traffic Conditions and historical Events on the NTIS Network via an Operator Interface.
	Yes
	Yes

	C13-018
	The Service Provider shall Present a graphical view of short-term Predictions on the NTIS Network of up to 1 hour into the future including Current Events, Planned Events and Forecast Events via an Operator Interface.
	Yes
	Yes

	C13-019
	The Service Provider shall Disseminate Data, Information and Operational Intelligence on Events via an Operator Interface(s).
	Yes
	Yes

	C13-020
	The Service Provider shall Present a graphical representation of the Location of all Collection Assets on the NTIS Network on an Operator Interface.
	Yes
	Yes

	C13-021
	The Service Provider shall Present a graphical representation of the operational status of all the Collection Assets on the NTIS Network on an Operator Interface.
	Yes
	Yes

	C13-022
	The Service Provider shall Present a graphical representation of the Location of all the Dissemination Assets on the NTIS Network on an Operator Interface.
	Yes
	Yes

	C13-023
	The Service Provider shall Present a graphical representation of the operational status of all the Dissemination Assets on the NTIS Network on an Operator Interface.
	Yes
	Yes

	C13-024
	The Service Provider shall Present a graphical representation of the NTIS Network to the applicable Delivery Channels.
	Yes
	Yes



C14: General Management 
These are the requirements to carry out the ITIL 4 general management practices to deliver the Operational Services.
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C14-001
	The Service Provider shall undertake all the IT Service Management (ITSM) general management practices set out in the standards in paragraph 3.6.2 of Schedule 2.3 (Standards).
	Yes
	Yes

	C14-002
	The Service Provider’s Key Personnel for the delivery of the Operational Services shall be based in the United Kingdom. 
	Yes
	Yes

	C14-003
	The Service Provider shall have an appropriate number of suitably skilled and experienced Service Provider Personnel staff to operate the Service Provider Solution twenty-four (24) hours seven (7) days per week.
	Yes
	Yes

	C14-004
	The Service Provider Personnel shall be redeployed at the request of the Customer Relationship Manager in the case of immediate and/or exceptional issues as deemed by the Customer Relationship Manager to tasks which the Resource has been trained to perform.
	Yes
	Yes

	C14-005
	The Service Provider shall give access and notify Subscribing Third Party Users within two (2) working days of any Service Requests.
	Yes
	Yes

	C14-006
	The Service Provider shall provide training on all relevant applications, operations and associated functionality to all the Operational Users.
	Yes
	Yes

	C14-007
	The Service Provider shall provide training informed by a training needs analysis on the Service Provider System to support Operational Services post Transformation.
	Yes
	Yes

	C14-008
	The Service Provider shall provide refresher training with each upgrade or change to the Service Provider System or its functionality.
	Yes
	Yes

	C14-009
	The Service Provider shall provide documentation to accompany all training courses covering all relevant aspects of the course material.
	Yes
	Yes

	C14-010
	The Service Provider shall, to the extent possible, use a web-based dashboard to deliver the reports defined in Schedule 8.4 Annex 2.
	Yes
	Yes

	C14-011
	The Service Provider shall produce and maintain Knowledge Articles for the Service Provider Solution.
	Yes
	Yes

	C14-012
	The Service Provider shall provide details to the Customer Relationship Manager every month on the usage and uptake of the Delivery Channels, including the time of access and who the Users are.
	Yes
	Yes

	C14-013
	The Service Provider shall provide details to the Customer Relationship Manager every month on user satisfaction with each Delivery Channel in accordance with the GDS Service Manual.
	Yes
	Yes

	C14-014
	The Service Provider shall provide details to the Customer Relationship Manager every month on the cost per user of each Delivery Channel in accordance with the GDS Service Manual to support identification of value adding Delivery Channels.
	Yes
	Yes

	C14-015
	The Service Provider shall report every month the number of In-vehicle On-network Traffic Sensors Data values on NTIS Network Links that are identical in every one (1) minute period.
	No
	Yes

	C14-016
	The Service Provider shall provide a monthly report of the number of individual vehicles/devices reporting Traffic Data every hour of the day in the last month.
	No
	Yes

	C14-017
	Where the Service Provider Personnel maintains an operational presence in the NTOC, the Service Provider shall support the Customer’s tours and presentations of the NTOC and the Service Provider System to internal and external organisations, UK and foreign governments and any other body with a legitimate interest in the role of the Services. 
	Yes
	Yes

	C14-018
	The Service Provider shall provide a summary Management Information dashboard to the Customer Relationship Manager every month containing, as a minimum, information on:
Operational Services Delivery Channel usage; 
top 5 active Unplanned and Planned Events; with the greatest Event Severity and Delay;
number of active Responses;
number of vehicles travelling on the SRN; and
top 5 Major Service Incidents and Critical Service Incidents. 
	Yes
	Yes



C15: Service Management
These are the requirements to carry out the ITIL 4 Service Management practices to deliver the Operational Services. 
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C15-001
	The Service Provider shall undertake all the IT Service Management (ITSM) service management practices set out in the standards in paragraph 3.6.2 of Schedule 2.3 (Standards).
	Yes
	Yes

	C15-002
	The Operational Services shall be operational twenty four (24) / seven (7) every day of the year following the relevant Operational Services Commencement Date.
	Yes
	Yes

	C15-003
	The Service Provider shall Disseminate any Permitted Maintenance with at least seven (7) days advance notification via the Delivery Channels.
	Yes
	Yes

	C15-004
	The Service Provider shall provide a notification on the landing page of the Delivery Channels of any outage and direct Users to the Customer website or CCC.
	Yes
	Yes

	C15-005
	The Service Provider System shall broadcast a status upon shut down and/or re-start to all relevant Delivery Channels.
	Yes
	Yes

	C15-006
	Software application errors in the Service Provider System shall be logged through an agreed ITSM process that is controlled from receipt of the initial fault report to fix of the Software.
	Yes
	Yes

	C15-007
	The Service Provider System shall have a function that logs all commands generated by the software applications/modules and the Operational Users.
	Yes
	Yes

	C15-008
	The Service Provider shall automate monitoring of the Service Provider System to optimise the delivery of the Services.
	Yes
	Yes

	C15-009
	The Service Provider shall self-monitor its Services to support performance reporting as agreed between the Customer Relationship Manager and the Service Provider, including as set out in Schedule 2.2 (Performance Levels) of this Agreement.
	Yes
	Yes

	C15-010
	The Service Provider shall undertake IT Change Management in accordance with ITIL 4.
	Yes
	Yes

	[bookmark: _Hlk54086859]C15-011
	The Service Provider shall provide a UK-located Service Desk aligned to ITIL 4 practices, accessible as a minimum, via phone and e-mail, and which shall serve as a single point of contact for Internal Customer Users and External Users as well as Interfacing Third Parties for all IT Service Management queries relating to 1st, 2nd and 3rd line support of the Service Provider Solution.
	Yes
	No

	C15-012
	The Service Provider shall provide a UK located Service Desk aligned to ITIL 4 practices, accessible as a minimum, via phone, e-mail, website and via APIs which serves as a single point of contact for Internal Customer Users and External Users as well as Interfacing Third Parties for all IT Service Management queries relating to 1st, 2nd and 3rd line support of the Service Provider Solution.
	No
	Yes

	C15-013
	The Service Provider shall monitor and manage IT infrastructure and information assets.
	Yes
	Yes

	C15-014
	The Service Provider shall log Service Incidents and Problems and associated updates with the Service Desk.
	Yes
	Yes

	C15-015
	The Service Provider shall fulfil Data queries from the Performance, Analysis and Modelling Team data analysts.
	Yes
	Yes

	C15-016
	The Service Provider shall store and maintain records of all communications including, as a minimum, details and categorisation of what was received or sent, the Delivery Channel, the communications transmitted, the date and time of communications received or sent, and User details.
	Yes
	Yes

	C15-017
	The Service Provider shall store Data, Information and Operational Intelligence in persistent storage that allows for efficient retrieval to support Data analysis.
	Yes
	Yes

	C15-018
	The Service Provider shall incorporate functions that allow the Service Provider Systems or parts thereof to be closed down in a manner that is non-disruptive and allows staged clearance of Information messages disseminated to VMS.
	Yes
	Yes

	C15-019
	The Service Provider shall incorporate functions that allow the Service Provider Systems or parts thereof to be re-started in a manner that is non-disruptive and allows status Data to be collected from all relevant Interfacing Third Party systems and the Customer System so that Service Provider System can rapidly resume normal operation.
	Yes
	Yes

	C15-020
	The Service Provider shall provide Service Provider System configuration documentation and release notes for each release.
	Yes
	Yes

	C15-021
	The Service Provider shall use and maintain an NTIS Network and Asset Model.
	Yes
	Yes

	C15-022
	The Service shall update the Network and Asset Model at a frequency to meet the Performance Indicators defined in Schedule 2.2 (Performance Levels).
	Yes
	Yes

	C15-023
	The Service Provider shall update the Network and Asset Model and the associated Translations to external models following changes to the Service Provider System, NTIS Network or the Customer System at a frequency to meet the performance levels defined in Schedule 2.2 (Performance Levels).
	Yes
	Yes

	C15-024
	The Service Provider shall retire Delivery Channels and Data sources no longer specified in table 1 at Annex 1 for the post Transformation Service Provider Solution.
	Yes
	No

	C15-025
	The Service Provider System shall be resilient to multiple and cascading subsystem failures.
	Yes
	Yes

	C15-026
	The Service Provider shall provide a Disaster recovery site in accordance with Good Industry Practice to allow full recovery of the Services should the primary site fail.
	Yes
	No

	C15-027
	The Disaster recovery site shall be kept at a safe distance in accordance with Good Industry Practice to eliminate the risk of both sites being made unavailable at the same time due to any unforeseen Disaster.
	Yes
	No

	C15-028
	The Service Provider shall activate the Disaster recovery site within twelve (12) hours of the Disaster.
	Yes
	No

	C15-029
	The Service Provider shall take a full backup of the Database every twenty four (24) hours and send the backup off-site to ensure minimum Data loss.
	Yes
	No

	C15-030
	The Service Provider System backed up Data shall be made available to the Customer Relationship Manager on request.
	Yes
	Yes

	C15-031
	The Service Provider System shall a deliver a maximum Recovery Point Objective of one (1) hour.
	No
	Yes

	[bookmark: _Hlk54087259]C15-032
	[bookmark: _Hlk40706700][bookmark: _Hlk39675172][bookmark: _Hlk54087312]Where the Service Provider Personnel maintains an operational presence in the NTOC, the Service Provider shall make allowance for disasters that render the NTOC inaccessible including, as required, working from home and/or the Silver Command Rooms in the West Midlands ROC or South West ROC.
	Yes
	No

	C15-033
	The Service Provider shall develop, maintain and deliver a technology refresh plan for non-cloud located IT equipment. The plan shall be reviewed and submitted for approved by the CRM on at least an annual basis. 
	Yes
	Yes

	C15-034
	The Service Provider System shall be capable of ‘rolling back’ to a known working state should the introduction of an upgrade or enhancement be found to be causing Service Incidents and Problems in the Live Environment.
	Yes
	Yes

	C15-035
	The Service Provider shall employ Service Provider Personnel with appropriate information security management skills and experience to liaise with the Customer Relationship Manager on a regular basis.
	Yes
	Yes

	C15-036
	The Service Provider shall provide an access control mechanism whereby access to Service Provider System from the Customer System and Customer Staff is controlled.
	Yes
	Yes

	C15-037
	The Service Provider shall provide appropriate protection from unauthorised access to the Service Provider System.
	Yes
	Yes

	C15-038
	The Service Provider shall enable access to Disseminated Data and Operational Intelligence on the Delivery Channels accessed by Internal Customer Users and External Users using controlled access permissions.
	Yes
	Yes

	C15-039
	The Service Provider shall operate an IT Service Management toolset in delivery of its IT Service Management activities and provide access to the IT Service Management toolset to the Customer Relationship Manager.
	Yes
	Yes

	C15-040
	The Service Provider shall provide an up-to-date technology roadmap, as a minimum, every three (3) months for all Software used in the delivery of the Services over the Term.
	Yes
	Yes

	C15-041
	The Service Provider shall retain all Collected Data and generated Operational Intelligence for a minimum of thirteen (13) months for the Operational Services post Transformation as required to deliver the requirements and outcomes of this Agreement.
	No
	Yes

	C15-042
	The Service Provider shall agree Operational Level Agreements and service level agreements with the Customer Relationship Manager  for the reporting and management of Service Incidents and problems with the Customer System.
	Yes
	Yes

	C15-043
	The Service Provider shall support the Customer in responding to Users’ queries received via the Customer Contact Centre and relating to the Services.
	Yes
	Yes

	C15-044
	The Service Provider shall inform Subscribing Third Parties of outstanding Service Incidents and Problems within one (1) hour of occurrence.
	Yes
	Yes



C16: Technology Management
These are the requirements to carry out the ITIL 4 technology management practices to deliver the Operational Services. 
	ID
	Requirement
	Applicability

	
	
	Operational Services post Transition
	Operational Services post Transformation

	C16-001
	The Service Provider shall undertake all the IT Service Management (ITSM) technical management practices set out in the standards in paragraph 3.6.2 of Schedule 2.3 (Standards).
	Yes
	Yes

	C16-002
	The Service Provider shall provide Pre-Production Environments that simulate live functionality.
	Yes
	Yes

	C16-003
	The Service Provider shall maintain a minimum of three (3) Pre-production Environments, to support development, testing and training, that are distinct and separate from the Live Environment to support Service Provider Solution development before release into the Live Environment.
	Yes
	Yes

	C16-004
	The Service Provider shall conduct training in the Pre-production Environments and will not use the Live Environment or services for the conduct of training.
	Yes
	Yes

	C16-005
	The Service Provider Pre-production Environments shall be updated to represent the relevant elements of the Live Environment and shall include any test harnesses, simulators and hardware/or software updates required in accordance with the Test Strategy.
	Yes
	Yes

	C16-006
	The Service Provider Pre-production Environments shall use Good Industry Practice test automation tools to reduce the cost of testing defined in Schedule 6.3 (Testing Procedures).
	Yes
	Yes

	C16-007
	The Service Provider Pre-production Environments shall be correctly configured and available on an ongoing basis from the date of the first test for the testing defined in the Test Strategy.
	Yes
	Yes

	C16-008
	The Service Provider Pre-production Environments shall be maintained so as to generate consistent results from tests (in accordance with the Test Strategy) that will allow new outputs to be comparable to baseline results.
	Yes
	Yes

	C16-009
	The Service Provider shall provide Interfacing Third Parties access to the Pre-production Environments to support testing in accordance with Schedule 6.3 (Testing Procedures).
	Yes
	Yes

	C16-010
	The Service Provider shall achieve the Customers Code of Connection certification prior to achieving Transformation release (ATP2) Milestone in accordance with the Customer’s Code of Connection policy defined in MCH1514 and Schedule 6.3 (Testing Procedures).
	No
	Yes

	C16-011
	The Service Provider shall make available sufficient business and operational IT equipment (hardware and software), IT processing power, IT storage and IT bandwidth to deliver the Services.
	Yes
	Yes

	C16-012
	The Service Provider System shall accommodate the individual service demand for all the Delivery Channels and will be scalable to support additional concurrent users as required by the Customer Relationship Manager over the Term.
	Yes
	Yes

	C16-013
	The Service Provider shall provide a facility for Users to register their preferred Delivery Channel and content.
	Yes
	Yes

	C16-014
	The Service Provider shall use office productivity software that is compatible with the Customer’s preferred office productivity software from time to time (which is Microsoft Office 365 as at the Effective Date).
	Yes
	Yes

	C16-015
	The Service Provider will implement and deploy Software enhancements and fixes to the Service Provider System in accordance with ITIL 4.
	Yes
	Yes
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ANNEX 1
DATA DISSEMINATION MATRIX
Table 1. Data dissemination matrix
	Data Category
	Data Type
	Delivery Channels for the Operational Services post Transition
	Delivery Channels for the Operational Services post Transformation

	
	
	Email
	DATD
	Website 
	Mobile Website 
	Mobile App 
	Video Wall
	Operator Interface
	API Data Feed
	CHARM for display on VMS
	Historical Data Service
	Website
	Mobile Website
	Mobile App
	Video Wall
	Operator Interface
	API Data Feed
	CHARM for display on VMS & Operator Interface
	Historical Data Service

	Assets
	Bridge Locations
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No

	Assets
	Fixed On-network Traffic Sensors Data Locations
	No
	Yes
	No
	No
	No
	No
	Yes
	Yes
	No
	Yes
	No
	No
	No
	No
	Yes
	Yes
	No
	Yes

	Assets
	Geographical Base Maps
	No
	No
	Yes
	No
	Yes
	No
	Yes
	No
	No
	No
	Yes
	Yes
	Yes
	No
	Yes
	No
	No
	No

	Assets
	Markerpost Locations
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No

	Assets
	Matrix Signal Locations
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Assets
	Network Model Data
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Assets
	Network Model Data Translations
	No
	No
	No
	No
	No
	No
	No
	No
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	Yes

	Assets
	Road names and Locations
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Assets
	Fixed signage
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No

	Assets
	Structure Locations
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No

	Assets
	Tunnel Locations
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No

	Assets
	Direction
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Assets
	Junction names
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Assets
	Lane number
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Assets
	Location
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Assets
	Road name and number
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Assets
	VMS Locations
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Camera
	Camera Streams
	No
	No
	No
	No
	No
	Yes
	Yes
	No
	No
	No
	No
	No
	No
	Yes
	Yes
	No
	No
	No

	Camera
	Camera Images
	No
	No
	Yes
	Yes
	Yes
	No
	No
	No
	No
	No
	Yes
	Yes
	Yes
	No
	Yes
	No
	No
	No

	Events
	Abnormal Loads
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Lane Capacity
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Events
	Major Events
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Off-network Events
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Roadworks
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Severity
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Events
	Unplanned Events
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Events
	Validation Status
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Severe Weather Events
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Actual Duration
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Actual end date and time
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Actual start date and time
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Events
	Event description
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Events
	Event Types
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Events
	Expected Duration
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Events
	Traffic management arrangements by lane including the hard shoulder
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Operational Intelligence
	Current Journey Times
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Operational Intelligence
	Diversion
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Operational Intelligence
	Delays
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Operational Intelligence
	Predicted Journey Time
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Operational Intelligence
	Predicted Event Duration
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Operational Intelligence
	Actual Journey Time
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Operational Intelligence
	Actual Event Duration
	Yes
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	Operational Intelligence
	TV images
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No

	Traffic Data
	15-min Aggregated historical flow
	No
	No
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	No

	Traffic Data
	15-minute average historical speed
	No
	No
	No
	No
	No
	No
	No
	No
	No
	Yes
	No
	No
	No
	No
	No
	No
	No
	No

	Traffic Data
	1-minute Aggregated flows
	No
	Yes
	No
	No
	No
	No
	Yes
	Yes
	No
	Yes
	No
	No
	No
	No
	Yes
	Yes
	No
	Yes

	Traffic Data
	1-minute Aggregated traffic speeds
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	Traffic Data
	Traffic sensor flows
	No
	Yes
	No
	No
	No
	No
	Yes
	Yes
	No
	Yes
	No
	No
	No
	No
	No
	Yes
	No
	Yes

	Traffic Data
	Traffic sensor headway
	No
	Yes
	No
	No
	No
	No
	No
	Yes
	No
	Yes
	No
	No
	No
	No
	No
	Yes
	No
	Yes

	Traffic Data
	Traffic sensor occupancy
	No
	Yes
	No
	No
	No
	No
	No
	Yes
	No
	Yes
	No
	No
	No
	No
	No
	Yes
	No
	Yes

	Traffic Data
	Traffic sensor speeds
	No
	Yes
	No
	No
	No
	No
	Yes
	Yes
	No
	Yes
	No
	No
	No
	No
	No
	Yes
	No
	Yes

	VMS
	Campaign messages
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	VMS
	Closure messages
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	VMS
	Diversion messages
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	VMS
	Event messages
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	VMS
	Information messages
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes

	VMS
	Received Matrix Signal settings
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	VMS
	Received VMS Settings
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	No
	Yes

	VMS
	Travel Time messages
	No
	Yes
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	No
	Yes
	Yes
	Yes
	Yes




ANNEX 2
DATA SOURCE LOGS
Table 1. Traffic Data and Event Data source log
Volumetric information for each of these interfaces is available in the Data Hub (see Volumetrics V5.xlsx) 
	Data Collection Requirement
	Additional information

	Interface ID
	Data source
	Data Type
	Format
	Frequency
	Operational Services post Transition
	Operational Services post Transformation
	Requirement
	Interface type
	Interfacing system name
	Supplying organisation
	Transport and network interface
	Interface Specification

	1a
	NOMS
	Planned Roadworks Events, 
Planned Major Events
	Open source API (DATEX II)
	On-change
	Yes
	Yes
	C3. Collect Event Data
	Systematic
	Network Event Manager (NEM)
	Highways England
	TCP/IP
	NEMS Interface TDN

	3a
	ROC
	Unplanned Events, Roadworks Events Validation,
Abnormal Loads Validation, Severe Weather Events Validation, Major Events Validation
	Open source xml webservice API (DATEX II)
	On-change
	No
	Yes
	C3. Collect Event Data
	Systematic
	CHARM Interchange Interface
	Highways England
	TCP/IP
	CHARM Interchange Interface Design Document

	3b
	ROC
	Unplanned Events, Roadworks Events Validation,
Abnormal Loads Validation, Severe Weather Events Validation, Major Events Validation
	N/A
	On-change
	Yes
	Yes
	C3. Collect Event Data
	Manual Exchange
	Telephone
	Highways England
	Telephone
	N/A

	4
	SWIS
	Severe Weather Events
	Open source xml webservice API (DATEX II)
	On-change
	Yes
	Yes
	C3. Collect Event Data
	Systematic
	SWIS
	Highways England
	TCP/IP
	1. SWIS Generic ESS data supply Expectations
2. DATEXIISchema‌_2_0RC2‌_2_0_‌EssExtension‌_2_2
3. ESS data example
4. ESS MST example

	5
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED
	NOT USED

	6a
	MIDAS Gold
	Traffic Data
	Bespoke (binary NMCS2)
	Every minute
	Yes
	No
	C2. Collect Traffic Data
	Systematic
	MIDAS Gold
	Highways England
	TCP/IP
	FS006 NTIS Traffic Data Service Functional Specification

	6b
	MIDAS CHARM
	Traffic Data
	Open source xml (webservice API DATEX II)
	Every minute
	No
	Yes
	C2. Collect Traffic Data
	Systematic
	CHARM Interchange Interface
	Highways England
	TCP/IP
	CHARM Interchange Interface Design Document

	7
	TMU
	Traffic Data
	Bespoke (xml)
	Every 5 minutes
	Yes
	Yes
	C2. Collect Traffic Data
	Systematic
	TMU adapter
	Highways England
	TCP/IP
	Traffic Control Centre Instation Hardware & Software External Interface Definition - TMU

	8
	TAME
	Traffic Data
	Bespoke (txt/csv)
	Daily
	Yes
	Yes
	C2. Collect Traffic Data
	Systematic
	TAME adapter
	Highways England
	TCP/IP
	TCC-TAME-0001 TAME Interface Specification

	9a
	DBFO 
	Traffic Data
	Bespoke (xml, txt, csv, binary)
	Daily
	Yes
	Yes
	C2. Collect Traffic Data
	Manual Exchange
	N/A
	DBFO
	SMTP
	NIS TN 024 - DBFO Batch Data Collation and Processing Specification

	9b
	Local Authorities 
	Traffic Data
	Bespoke Email (xml, txt, csv, binary)
	Daily
	Yes
	Yes
	C2. Collect Traffic Data
	Manual Exchange
	N/A
	Local Authority
	SMTP
	NIS TN 024 - DBFO Batch Data Collation and Processing Specification

	10a
	In-vehicle On-network Traffic Sensors Data
	Traffic Data
	Bespoke (xml)
	Every minute
	Yes
	No
	C2. Collect Traffic Data
	Systematic
	INRIX API
	INRIX
	TCP/IP
	INRIX-NTIS System - Function Specification

	10b
	In-vehicle On-network Sensors Data
	Traffic Data,
Event Data
	Open source API xml/json (DATEX II)
	Every minute
	No
	Yes
	C2. Collect Traffic Data
	Systematic
	Open source API
	In-vehicle On-network Sensor Data partner
	TCP/IP
	to be confirmed by the Service Provider 

	10c
	In-vehicle On-network Traffic Sensors Data
	Traffic Data
	sftp (csv)
	Daily
	Yes
	Yes
	C2. Collect Traffic Data
	Systematic
	HATRIS
	Traffic-Master (Teletrac Navman) / FICT provider
	TCP/IP
	1. NIS EIDD HATRIS 001
2. TMT 035 - Specification for changes to the NTIS service to provide a validated historical traffic information service

	11a
	Video Information Highway (VIH)
	Camera Streams
	Bespoke
	Real-time
	Yes
	Yes
	C5. Collect Camera Images
C4. Collect Asset Data
	Systematic
	VIH
	Highways England
	TCP/IP
	MCE 2242 Video Information Highway Interface Specification

	11b
	Video Information Highway (VIH)
	Camera Images
	jpeg
	Every 30 Seconds
	Yes
	Yes
	C5. Collect Camera Images
C4. Collect Asset Data
	Systematic
	VIH
	Highways England
	TCP/IP
	Traffic Camera Service - Public User Interface

	11c
	Customer replacement Camera Streams system
	Camera Streams
	ONVIF profile s extension (DVNP)
	Real-time
	No
	Yes
	C5. Collect Camera Images
C4. Collect Asset Data
	Systematic
	CHARM Interchange Interface
	Highways England
	TCP/IP
	1. DVNP Interface Specification
2. HEVID ver 2

	11d
	Customer replacement Camera Images system
	Camera Images
	to be confirmed by the Service Provider through engagement with the Customer
	to be confirmed by the Service Provider through engagement with the Customer
	No
	Yes
	C5. Collect Camera Images
C4. Collect Asset Data
	Systematic
	to be confirmed by the Service Provider through engagement with the Customer
	Highways England
	to be confirmed by the Service Provider through engagement with the Customer
	to be confirmed by the Service Provider through engagement with the Customer



Table 2. Asset Data source log
Volumetric information for each of these interfaces is available in the Data Hub (see Volumetrics V5.xlsx)
	Data Collection Requirement
	Additional information

	Interface ID
	Data source
	Data Type
	Format
	Frequency
	Operational Services post Transition
	Operational Services post Transformation
	Requirement
	Interface type
	Interfacing system name
	Supplying organisation
	Transport and network interface
	Interface Specification

	1a
	NOMS
	Asset Data
	Open source API (DATEX II)
	On-change
	No
	Yes
	C4. Collect Asset Data
	Systematic
	Network Event Manager (NEM)
	Highways England
	TCP/IP
	NEMS Interface TDN

	1b
	NOMS
	Asset Data
	Email
	On-change
	Yes
	No
	C4. Collect Asset Data
	Manual Exchange
	Integrated Asset Management Information System (IAMIS)
	Highways England
	SMTP
	NEMS Interface TDN

	2a
	HETMS
	Dissemination Asset Locations,
Electronic Asset Locations
	Email
	On-change
	Yes
	No
	C4. Collect Asset Data
	Manual Exchange
	Site Data Access Database Export
	Highways England
	SMTP
	to be confirmed by the Service Provider

	2b
	CHARM
	Dissemination Asset Locations,
Electronic Asset Locations,
Civil Asset Locations
	Emails
	On-change
	Yes
	Yes
	C4. Collect Asset Data
	Manual Exchange
	Technology Data Load Service
	Highways England
	SMTP
	To be confirmed by the Service Provider through engagement with the Customer

	3a
	HETMS
	Matrix Signal settings,
 VMS settings
	NMCS2
	On-change
	Yes
	No
	C4. Collect Asset Data
	Systematic
	Site Data Service
	Highways England
	NMCS2
	NTIS-HATMS Gateway Service Functional Specification

	3b
	CHARM
	Matrix Signal settings,
 VMS settings
	Open source xml webservice API (DATEX II)
	On-change
	No
	Yes
	C4. Collect Asset Data
	Systematic
	CHARM Interchange Interface
	Highways England
	TCP/IP
	CHARM Interchange Interface Design Document

	11a
	Video Information Highway (VIH)
	Electronic Asset Locations
	Bespoke
	On-change
	Yes
	Yes
	C4. Collect Asset Data
	Systematic
	VIH
	Highways England
	TCP/IP
	MCE 2242 Video Information Highway Interface Specification

	11b
	Video Information Highway (VIH)
	Electronic Asset Locations
	jpeg
	On-change
	Yes
	Yes
	C4. Collect Asset Data
	Systematic
	VIH
	Highways England
	TCP/IP
	Traffic Camera Service - Public User Interface

	11c
	Customer replacement Camera Streams system
	Electronic Asset Locations
	ONVIF profile s extension (DVNP)
	On-change
	No
	Yes
	C4. Collect Asset Data
	Systematic
	CHARM Interchange Interface
	Highways England
	TCP/IP
	DVNP Interface Specification

	11d
	Customer replacement Camera Images system
	Electronic Asset Locations
	to be confirmed by the Service Provider
	to be confirmed by the Service Provider
	No
	Yes
	C4. Collect Asset Data
	Systematic
	to be confirmed by the Service Provider
	Highways England
	to be confirmed by the Service Provider
	to be confirmed by the Service Provider

	12
	HEDNM service
	Network Model
	Open source API
	to be confirmed by the Service Provider through engagement with the Customer
	No
	Yes
	C4. Collect Asset Data
	Systematic
	HEDNM
	Highways England
	to be confirmed by the Service Provider through engagement with the Customer
	to be confirmed by the Service Provider through engagement with the Customer



