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[bookmark: _heading=h.17dp8vu]Campaign Solutions 2 

[bookmark: _heading=h.3rdcrjn]Introduction to Terms and Conditions 

The Terms and Condition of the Campaign Solutions 2 framework agreement are provided in two legally binding contracts: 

· Framework Contract - this will be the overarching contract between CCS and the individual agencies successfully awarded a place on the Campaign Solutions 2 Framework Agreement.  
· Call-Off Contract - this provides the terms and conditions of the contract for clients appointing an agency through the framework agreement. 

Core Terms 
These are the main legal terms which apply to both the Framework Contract and the Call-Off contract. The Core Terms govern the agency’s relationship with CCS at framework level and with each client at call-off level.

The Core Terms are supplemented with a number of Schedules, comprising: 
•       	Framework schedules
•       	Joint schedules (for framework and call-off)  
•       	Call-off schedules

The Framework Contract 

This comprises:

· The Specification which sets out the range of campaign services to be provided through the Framework Agreement (Framework Schedule 1)
· The process clients must follow to appoint an agency (Framework Schedule 7 - Call-Off Award Procedure)
· The tender and rates submitted by the Agency in this tender process
· The Core Terms and Joint Schedules of the contract which apply to both the Framework and the Call-Off Contract as above
· Specific Framework Schedules relating to the framework contract between CCS and the Agency

The Call-Off Contract

Please note the Call-Off Contract should be read in conjunction with the Framework Contract. It is governed by the Core Terms as above and comprises: 

· Joint Schedules as in the Framework Contract 
· The Letter of Appointment template which is used to form the contract between the Client and the Agency and incorporates Joint and Call-Off Schedules plus any special terms  (Framework Schedule 6)
· Specific Call-Off Schedules relating to the contract between the Client and the Agency

The process

To appoint an agency through the framework, clients will follow the process outlined in the Schedule 7 of the Framework Contract. 

The Client will then use the Letter of Appointment template and incorporate the Joint and Call-Off Schedules in Framework Schedule 6 to form the Call-Off contract with the Agency. 

Clients will complete the Call-Off schedules to suit their individual brief and can omit Call-Off Schedules which are not relevant to the contract. The optional schedules are highlighted in yellow and can be amended by the client to suit the requirement.

[bookmark: _heading=h.26in1rg]There are optional Call-Off terms which will only apply to certain clients (MOD and HMRC) and clients subject to Scottish or Northern Ireland laws. These are available as separate documents and do not need to form part of the Call-Off Contract unless required, if they form part of the Call Off Contract, they will be legally binding. 

The contracts follow the Public Sector Contract which presents the terms and schedules in a modular format. We have brought elements together into single documents but have retained the numbering of the individual terms and schedules for wider consistency. This means the clause numbering is not consecutive.

[bookmark: _heading=h.lnxbz9]
Letter of Appointment Template and Call-Off Schedules (Framework Schedule 6)

Letter of Appointment

The Agency is one of a number of agencies appointed by the Crown Commercial Service (CCS) to the Framework Agreement and is therefore able to enter into this Call-Off Contract.

This Letter of Appointment is issued in accordance with the provisions of the Framework Contract RM6125 between CCS and the Agency, dated 7 September 2021 in relation to Lot 3.
Capitalised terms and expressions used in this letter have the same meanings as in the Call-Off Incorporated Terms unless the context otherwise requires.

Bespoke briefing templates for Lots 3 and 4 are available upon request from these agencies.

CALL-OFF LOT(S):

	Order Number:
	CCMA25A02

	From:
	Tag Europe Limited

	To:
	Cabinet Office


 
	Call-Off Start Date:
	Monday 17th November 2025

	Call-Off Expiry Date:
 
 
	Monday 16th November 2026

	Call-Off Initial Period:
	One (1) Year

	Call-Off Optional Extension Period:
	Two (2) Years, in yearly increments (1+1) for a total contract term of Three (3) Years (1+1+1)



 
	Deliverables required:
 
 
	Radio ‘Fillers’ are UK Government produced audio content assets, similar in format to paid adverts, for important public health, public welfare and safety messaging. The idea is that fillers may be chosen and aired free-of-charge at the discretion of radio stations, by filling any gaps in programming schedules. These Filler airtime spots are donated free-of-charge. GCS has a central fillers team on behalf of Government Departments to coordinate & maximise this free-of-charge radio airtime.
Radio stations are under no obligation to run Filler content, meaning scripting/messaging content that stations would like to use is crucial. So neutral content - not promoting activities of departments & ministers - and non-controversial messaging is important. To do this, and to compete with Charity sector fillers, government fillers are typically themed for public health, public welfare and general safety content, aimed at improving lives of citizens (examples include: Floods Action; Stop Smoking; Vaccinations; Drink Drive; Emergency Alerts).
The requirement is for a digital delivery service to distribute Radio Filler assets to a range of UK Commercial Radio media owners. The fillers must be delivered to radio broadcasters on behalf of all subscribing government departments, so they are potentially aired in any free of charge, donated airspace.
This is required as the Authority does not have the resource or capability to perform this in-house, and REDACTED TEXT under FOIA Section 43, Commercial Interests departments require the assets to be managed, sent to (and withdrawn from)  the full range of commercial radio broadcasters in the UK (and in addition, where possible community radio).
The Potential Provider shall store Radio Filler assets in their Digital Asset Management system, that can be requested for delivery to radio broadcasters by the Authority. 
The Potential Provider shall distribute Radio Fillers and related documentation to radio broadcasters (i.e. WAV audio files, copy instructions, Radiocentre clearance, Filler Information Sheet, and any others). If the Authority prefer, there should be the option for the Authority to be able to simply email the Radio Filler WAV files and documentation to the Potential Provider.
Apart from the normal industry-standard radio advert broadcast documentation, the Potential Provider will also be required to distribute a “Filler Information Sheet” – this is a one page document, provided by the Authority, promoting the Filler and its theme to broadcasters, and reasons why they should consider airing the Filler.
The current Filler station distribution list is as follows (but not limited to):
All UK commercial radio stations (around 400 individual stations in total) / any local community radio stations the Potential Provider may also be working with. 
A key difference to radio advertising is that Radio Fillers do not have any media plan. This is because by definition there is no airtime being bought. The provision of Fillers means working directly with radio stations’ internal traffic teams at the point of broadcast, who decide on programming and ultimately make the final decision on whether to use a Filler asset, as well as handle the withdrawal/deletion of one. 
Fillers are generally designed to be distributed widely, to as many UK-wide Radio Stations as possible, with a view to maximise the opportunities of generating free donated airspace. However sometimes there will be some instances where the Authority requires less than full-UK - these are typically a UK region “England/Wales/Scotland/N. Ireland area only” distribution. The Potential Provider should be able to select stations based on this requirement, again without a media plan as a guide. 
The Potential Provider shall securely store the Authority’s WAVs (radio/audio files) for an indefinite period, and offer the capability to download proxy files, should the Authority require a radio showreel, for example.
The Potential Provider must also have the capability of sending Radio Filler instructions to all UK broadcasters instructing them to withdraw/delete a Radio Filler. This could be at any point later in the life of the Radio Filler (notably, this is usually months or years later as opposed to much shorter airtime bursts typical of paid-media radio advertising.  Please note, this is quite different to the process as used for Radio Advertising (since radio advertising will have a defined airtime period and with that a concrete fixed end date is built in from the start). The Potential Provider should have the relevant expertise in providing similar services. 
The Potential Provider should be able to offer and host training on how to use any of its tools and services in order that the Authority can effectively carry out its work.



 
	Key Staff:
	For the Client:
REDACTED TEXT under FOIA Section 40, Personal Information

For the Agency: 
REDACTED TEXT under FOIA Section 40, Personal Information


	Guarantor(s)
	Not applicable


 
	Call-Off Contract Charges (including any applicable discount(s), but excluding VAT):
	[bookmark: _Toc435616682]£35,000.00 including extension options and excluding VAT.

	Liability
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	Additional Insurance Requirements
	No additional insurance requirements

	Client billing address for invoicing:
	REDACTED TEXT under FOIA Section 40, Personal Information



 
	Special Terms
	N/A


 
PROGRESS REPORT FREQUENCY
N/A

PROGRESS MEETING FREQUENCY
N/A

KEY SUBCONTRACTOR(S)
REDACTED TEXT under FOIA Section 40, Personal Information

COMMERCIALLY SENSITIVE INFORMATION
As per Joint schedule 4 

SOCIAL VALUE COMMITMENT
The Agency agrees, in providing the Deliverables and performing its obligations under the Call-Off Contract, that it will comply with the social value commitments in Call-Off Schedule 4 (Call-Off Proposal)

CALL-OFF INCORPORATED TERMS
The following documents are incorporated into this Call-Off Contract. Where numbers are missing we are not using those schedules. If the documents conflict, the following order of precedence applies:
1. This Letter of Appointment including the Call-Off Special Terms and Call-Off Special Schedules.
2. Joint Schedule 1 (Definitions and Interpretation) RM6125
3. The following Schedules in equal order of precedence:
· Joint Schedules for RM6125
· Joint Schedule 2 (Variation Form)
· Joint Schedule 3 (Insurance Requirements)
· Joint Schedule 4 (Commercially Sensitive Information)
· Joint Schedule 6 (Key Subcontractors)			
· Joint Schedule 10 (Rectification Plan) 			
· Joint Schedule 11 (Processing Data)	
· Call-Off Schedules for RM6125		
· Call-Off Schedule 1 (Transparency Reports)
· Call-Off Schedule 2 (Staff Transfer)
· Call-Off Schedule 3 (Continuous Improvement)
· [Call-Off Schedule 5 (Pricing Details)
· [Call-Off Schedule 8 (Business Continuity and Disaster Recovery)
· [Call-Off Schedule 15 (Call-Off Contract Management)		
· [Call-Off Schedule 20 (Call-Off Specification)			
· 			
4. CCS Core Terms

5.  Joint Schedule 5 (Corporate Social Responsibility) RM6125

6. Call-Off Schedule 4 (Proposal) as long as any parts of the Call-Off Proposal that offer a better commercial position for the Client (as decided by the Client) take precedence over the documents above.

No other Agency terms are part of the Call-Off Contract. That includes any terms written on the back of, or added to this Order Form, or presented at the time of delivery. For the avoidance of doubt, the relationship between the Parties is non-exclusive. The Client is entitled to appoint any other agency to perform services and produce goods which are the same or similar to the Deliverables.

FORMATION OF CALL-OFF CONTRACT
BY SIGNING AND RETURNING THIS LETTER OF APPOINTMENT (which may be done by electronic means) the Agency agrees to enter into a Call-Off Contract with the Client to provide the Deliverables in accordance with the terms of this letter and the Call-Off Incorporated Terms.
The Parties hereby acknowledge and agree that they have read this letter and the Call-Off Incorporated Terms. The Parties hereby acknowledge and agree that this Call-Off Contract shall be formed when the Client acknowledges (which may be done by electronic means) the receipt of the signed copy of this letter from the Agency within two (2) Working Days from such receipt.

	Signed - via Docusign


	Supplier

	REDACTED TEXT under FOIA Section 40, Personal Information


	Buyer

	REDACTED TEXT under FOIA Section 40, Personal Information





[bookmark: bookmark=id.1ksv4uv]ANNEX A
Agency Proposal
TAG SCOPE OF REQUIREMENTS 

REDACTED TEXT under FOIA Section 43, Commercial Interests
 
FILLER DELIVERY SLAs 
 
REDACTED TEXT under FOIA Section 43, Commercial Interests

DEDICATED RESOURCE 
 
Tag will continue to provide dedicated resource to ensure the Radio Fillers deliveries remain smooth, efficient and delivery on time. 

The following dedicated resource will remain supporting delivery of Cabinet Office Radio 
Fillers: 
 
· REDACTED TEXT under FOIA Section 40, Personal Information
· REDACTED TEXT under FOIA Section 40, Personal Information
· REDACTED TEXT under FOIA Section 40, Personal Information
 
 
REPORTING  
 
Tag will continue to provide key reporting to ensure delivery of Radio Fillers are tracked, ensuring expiry dates are monitored and updated.  
The below reporting document will be maintained and updated throughout the duration of the contract: 
REDACTED TEXT under FOIA Section 43, Commercial Interests

Annex B – NOT USED
Statement of Work
This Statement of Work is issued under and in accordance with the Call-Off Contract entered into between the parties dated [insert date of signature of Call-Off Contract.]
Any schedule attached to this Statement of Work will describe in detail the different types of Services to be provided under that Statement of Work. A schedule attached to this Statement of Work only applies to the relevant project to be delivered under that Statement of Work, and not to any other Statement of Work, or to the provision of the Services as a whole.
i) Where a Statement of Work would result in:
· a variation of the Services procured under this Call-Off Contract;
· an increase in the Charges agreed under this Call-Off Contract; or
· [bookmark: bookmark=id.44sinio][bookmark: bookmark=id.2jxsxqh]a change in the economic balance between the Parties to the detriment of the Client that is not provided for in this Call-Off Contract, the relevant term(s) will be will be dealt with as a proposed Variation to this Call-Off Contract in accordance with the Variation procedure set out in Clause 24.


	Project:
	Set out a short description of the Project.

	Project start Date
Notice period for cancellation
[Project Notice Period]:
	Set out the start date for this Project and its duration and the likely end date if known– state whether for a fixed term or an initial term and then rolling subject to notice.
Where the parties are agreeing a Project Notice Period for cancellation of Project, specify the notice period


	Overarching Brand/Campaign
	If this campaign is part of a wider overarching campaign, or uses specific Government owned brands (such as the GREAT Britain brand for example) please state them and what the relationship of this campaign will be to them.

	Deliverables
	Set out a description of the Deliverables to be supplied by the Agency for this Project.
State any specific activities agreed in the pitch that are to be delivered as part of this campaign.
Ensure you capture any work across distinct specialisms or channels, or example if you were working on an integrated campaign you may write:
· Creative for campaigns (service)
· Development and testing of creative propositions (deliverables)
· Creative assets for use on social media
· Delivery of creative assets for “Above the Line” media
· Seamless working with the client’s media buyer to deliver assets in the correct format to required deadlines
· PR
· PR strategy that compliments the “Above the Line” approach
· Development and delivery of PR hooks/stunts in agreement with the client
· Development of three Op eds, case studies and three feature articles
· Management of media at up to seven events, working with departmental press office
· Evaluation in accordance with the HMG evaluation Framework
 State if you require any specific requirements and ways of working such as third-party consents, licences, clearances that Agency needs to obtain and products or purchases.
State that Client’s use of the Deliverables will be “subject to any third-party usage rights which are notified to the Client in accordance with this Call-Off Contract “.

	Inclusion of Additional Schedules
	The following Schedules are incorporated into this Statement of Work
	Schedule Name
	Incorporated (Mark with ‘X’ if incorporated)

	Creative Advertising Services (online and/or offline)
	

	Social Media Services
	

	Public Relations
	

	Simple Software/website/app development
	

	Below the line/experiential
	




	Project Plan:
	Set out the timing of each phase of the project, any key dates and/ or delivery of the Services and/or the Deliverables (if known)

	Contract Charges:
	Set out the calculation of the Contract Charges [(including rules for the recovery of expenses)] payable to Agency for this Project e.g. details of any fixed price, time and materials in which case Agency’s Rate Card should be attached, together with invoice dates or milestones that trigger payment.
All rates should be less than the maximum rates set out in the Agency rate card submitted as part of the original framework evaluation as set out in Framework Schedule 3.
Set out any payment terms specific to the Project.
Examples of different wording for Contract Charges:
The Client shall pay the Agency the sum of £[...] for delivery of these Services, payable in monthly instalments. For the avoidance of doubt, the Contract Charges shall be inclusive of all third-party costs
OR
The Contract Charges shall be calculated using the hourly charge out rates shown in [the Agency’s rate card, [provided that the total Contract Charges shall not exceed £ [...].] For the avoidance of doubt, the Contract Charges shall inclusive of all third-party costs.

	Client Assets:
	Set out details of the materials or information to be provided to the Agency.

	International locations:
	If Services are to be supplied outside the UK, specify additional territories here

	Client Affiliates:
	If relevant, set out any Client Affiliates which will be using Deliverables

	Special Terms:
	Set out any special terms that are intended to take precedence over the Call-Off Terms and/or the Schedules to the Call-Off Terms such as, security requirements, warranties, specific insurance requirements, any specific data reporting requirements etc..

	Key Individuals:
	Set out details of the key personnel from the Agency for this Project if relevant.

	Authorised Agency Approver:
	Set out details of the person(s) who have the authority to agree day to day decisions on behalf of Agency for this project.

	Authorised Client Approver:
	Set out details of the person(s) who have the authority to agree day to day decisions on behalf of Client for this Project.



Signed by:……………………………..........				
by (print name):……………………………………….
As Agency Authorised Approver for and on behalf of
[Agency]							
Date……….....................................................................							
Signed by:………………………………………..........				
by (print name):……………………………………….
As Client Authorised Approver for and on behalf of
[Client]							
Date………...................................................................
 

[bookmark: _heading=h.gjdgxs]

Call-Off Schedule 1 (Transparency Reports)
1.1 The Agency recognises that the Client is subject to PPN 01/17 (Updates to transparency principles v1.1 (https://www.gov.uk/government/publications/procurement-policy-note-0117-update-to-transparency-principles). The Agency shall comply with the provisions of this Schedule in order to assist the Client with its compliance with its obligations under that PPN.

1.2	Without prejudice to the Agency’s reporting requirements set out in the Framework Contract, within three (3) Months of the Start Date the Agency shall submit to the Client for Approval (such Approval not to be unreasonably withheld or delayed) draft Transparency Reports consistent with the content requirements and format set out in the Annex of this Schedule.

1.3 If the Client rejects any proposed Transparency Report submitted by the Agency, the Agency shall submit a revised version of the relevant report for further Approval within five (5) days of receipt of any notice of rejection, taking account of any recommendations for revision and improvement to the report provided by the Client. If the Parties fail to agree on a draft Transparency Report the Client shall determine what should be included. Any other disagreement in connection with Transparency Reports shall be treated as a Dispute.

1.4 The Agency shall provide accurate and up-to-date versions of each Transparency Report to the Client at the frequency referred to in the Annex of this Schedule.

[bookmark: _heading=h.z337ya]

Annex A: List of Transparency Reports – NOT USED
	Title
	Content
	Format
	Frequency

	[Performance]                                                       
	 
[ ]
	 
[ ]
	 
[ ]

	[Order Contract Charges]
	 
[ ]
	 
[ ]
	 
[ ]

	[Key Subcontractors]
	 
[ ]
	 
[ ]
	 
[ ]

	[Technical]
	 
[ ]
	 
[ ]
	 
[ ]

	[Performance management]
	 
[ ]
	 
[ ]
	 
[ ]




Call-Off Schedule 2 (Staff Transfer)
Not Applicable

[bookmark: _heading=h.1tuee74]
Call-Off Schedule 3 (Continuous Improvement)
1. Client’s Rights
0.1 The Client and the Agency recognise that, where specified in Framework Schedule 4 (Framework Management), the Client may give CCS the right to enforce the Client's rights under this Schedule.
1. Agency’s Obligations
1.1 [bookmark: _heading=h.4du1wux]The Agency must, throughout the Contract Period, identify new or potential improvements to the provision of the Deliverables with a view to reducing the Client’s costs (including the Charges) and/or improving the quality and efficiency of the Deliverables and their supply to the Client.  
1.2 The Agency must adopt a policy of continuous improvement in relation to the Deliverables, which must include regular reviews with the Client of the Deliverables and the way it provides them, with a view to reducing the Client's costs (including the Charges) and/or improving the quality and efficiency of the Deliverables.  The Agency and the Client must provide each other with any information relevant to meeting this objective.
1.3 [bookmark: _heading=h.2szc72q]In addition to Paragraph 2.1, the Agency shall produce at the start of each Contract Year a plan for improving the provision of Deliverables and/or reducing the Charges (without adversely affecting the performance of this Contract) during that Contract Year ("Continuous Improvement Plan") for the Client's Approval.  The Continuous Improvement Plan must include, as a minimum, proposals:
1.3.1 identifying the emergence of relevant new and evolving technologies;
1.3.2 [bookmark: _heading=h.184mhaj]changes in business processes of the Agency or the Client and ways of working that would provide cost savings and/or enhanced benefits to the Client (such as methods of interaction, supply chain efficiencies, reduction in energy consumption and methods of sale);
1.3.3 new or potential improvements to the provision of the Deliverables including the quality, responsiveness, procedures, benchmarking methods, likely performance mechanisms and customer support services in relation to the Deliverables; and
1.3.4 measuring and reducing the sustainability impacts of the Agency's operations and supply-chains relating to the Deliverables, and identifying opportunities to assist the Client in meeting their sustainability objectives.
1.4 The initial Continuous Improvement Plan for the first (1st) Contract Year shall be submitted by the Agency to the Client for Approval within one hundred (100) Working Days of the first Order or six (6) Months following the Start Date, whichever is earlier.  
1.5 [bookmark: _heading=h.3s49zyc]The Client shall notify the Agency of its Approval or rejection of the proposed Continuous Improvement Plan or any updates to it within twenty (20) Working Days of receipt.  If it is rejected then the Agency shall, within ten (10) Working Days of receipt of notice of rejection, submit a revised Continuous Improvement Plan reflecting the changes required.  Once Approved, it becomes the Continuous Improvement Plan for the purposes of this Contract.
1.6 [bookmark: _heading=h.279ka65]The Agency must provide sufficient information with each suggested improvement to enable a decision on whether to implement it. The Agency shall provide any further information as requested.
1.7 If the Client wishes to incorporate any improvement into this Contract, it must request a Variation in accordance with the Variation Procedure and the Agency must implement such Variation at no additional cost to the Client or CCS.
1.8 Once the first Continuous Improvement Plan has been Approved in accordance with Paragraph 2.5:
1.8.1 the Agency shall use all reasonable endeavours to implement any agreed deliverables in accordance with the Continuous Improvement Plan; and
1.8.2 the Parties agree to meet as soon as reasonably possible following the start of each quarter (or as otherwise agreed between the Parties) to review the Agency's progress against the Continuous Improvement Plan.
1.9 The Agency shall update the Continuous Improvement Plan as and when required but at least once every Contract Year (after the first (1st) Contract Year) in accordance with the procedure and timescales set out in Paragraph 2.3.
1.10 All costs relating to the compilation or updating of the Continuous Improvement Plan and the costs arising from any improvement made pursuant to it and the costs of implementing any improvement, shall have no effect on and are included in the Charges.
1.11 Should the Agency's costs in providing the Deliverables to the Client be reduced as a result of any changes implemented, all of the cost savings shall be passed on to the Client by way of a consequential and immediate reduction in the Charges for the Deliverables.
1.12 If at any time during the Term the Agency reduces its Framework Prices for Deliverables provided in accordance with the terms of the Framework Contract, the Agency shall immediately reduce the Charges for the Deliverables under the Call-Off Contract by the same amount.  This obligation applies whether or not the Deliverables are offered in a catalogue provided under the Framework Contract.


[bookmark: _heading=h.meukdy]

[bookmark: _heading=h.36ei31r]
Call-Off Schedule 5 (Pricing Details)
[bookmark: _heading=h.4iylrwe]
REDACTED TEXT under FOIA Section 43, Commercial Interests

[bookmark: _heading=h.2y3w247]

Call-Off Schedule 8 (Business Continuity and Disaster Recovery)
1. Definitions
0.1 In this Schedule, the following words shall have the following meanings and they shall supplement Joint Schedule 1 (Definitions):
	"BCDR Plan"
	has the meaning given to it in Paragraph 2.2 of this Schedule;

	"Business Continuity Plan"
	has the meaning given to it in Paragraph 2.3.2 of this Schedule;

	"Disaster"
	[bookmark: _heading=h.1d96cc0]the occurrence of one or more events which, either separately or cumulatively, mean that the Deliverables, or a material part thereof will be unavailable (or could reasonably be anticipated to be unavailable);

	"Disaster Recovery Deliverables"
	the Deliverables embodied in the processes and procedures for restoring the provision of Deliverables following the occurrence of a Disaster;

	"Disaster Recovery Plan"
	has the meaning given to it in Paragraph 2.3.3 of this Schedule;

	"Disaster Recovery System"
	the system embodied in the processes and procedures for restoring the provision of Deliverables following the occurrence of a Disaster;

	"Related Agency"
	any person who provides Deliverables to the Client which are related to the Deliverables from time to time;

	"Review Report"
	has the meaning given to it in Paragraph 6.3 of this Schedule; and

	"Agency's Proposals"
	has the meaning given to it in Paragraph 6.3 of this Schedule;


1. BCDR Plan
1.1 [bookmark: _heading=h.1fob9te]The Client and the Agency recognise that, where specified in Schedule 4 (Framework Management), CCS shall have the right to enforce the Client's rights under this Schedule.
1.2 At least ninety (90) Working Days prior to the Start Date the Agency shall prepare and deliver to the Client for the Client’s written approval a plan (a “BCDR Plan”), which shall detail the processes and arrangements that the Agency shall follow to:
1.2.1 ensure continuity of the business processes and operations supported by the Services following any failure or disruption of any element of the Deliverables; and
1.2.2 the recovery of the Deliverables in the event of a Disaster
1.3 The BCDR Plan shall be divided into three sections:
1.3.1 [bookmark: _heading=h.3znysh7]Section 1 which shall set out general principles applicable to the BCDR Plan;
1.3.2 Section 2 which shall relate to business continuity (the "Business Continuity Plan"); and
1.3.3 [bookmark: _heading=h.tyjcwt]Section 3 which shall relate to disaster recovery (the "Disaster Recovery Plan").
1.4 [bookmark: _heading=h.3dy6vkm]Following receipt of the draft BCDR Plan from the Agency, the Parties shall use reasonable endeavours to agree the contents of the BCDR Plan. If the Parties are unable to agree the contents of the BCDR Plan within twenty (20) Working Days of its submission, then such Dispute shall be resolved in accordance with the Dispute Resolution Procedure.
2. [bookmark: _heading=h.1t3h5sf]General Principles of the BCDR Plan (Section 1)
2.1 Section 1 of the BCDR Plan shall:
2.1.1 set out how the business continuity and disaster recovery elements of the BCDR Plan link to each other;
2.1.2 provide details of how the invocation of any element of the BCDR Plan may impact upon the provision of the Deliverables and any goods and/or services provided to the Client by a Related Agency;
2.1.3 contain an obligation upon the Agency to liaise with the Client and any Related Agencies with respect to business continuity and disaster recovery;
2.1.4 detail how the BCDR Plan interoperates with any overarching disaster recovery or business continuity plan of the Client and any of its other Related Agency in each case as notified to the Agency by the Client from time to time;
2.1.5 contain a communication strategy including details of an incident and problem management service and advice and help desk facility which can be accessed via multiple channels;
2.1.6 contain a risk analysis, including:
(a) failure or disruption scenarios and assessments of likely frequency of occurrence;
(b) identification of any single points of failure within the provision of Deliverables and processes for managing those risks;
(c) identification of risks arising from the interaction of the provision of Deliverables with the goods and/or services provided by a Related Agency; and
(d) a business impact analysis of different anticipated failures or disruptions;
2.1.7 provide for documentation of processes, including business processes, and procedures;
2.1.8 set out key contact details for the Agency (and any Subcontractors) and for the Client;
2.1.9 identify the procedures for reverting to "normal service";
2.1.10 set out method(s) of recovering or updating data collected (or which ought to have been collected) during a failure or disruption to minimise data loss;
2.1.11 identify the responsibilities (if any) that the Client has agreed it will assume in the event of the invocation of the BCDR Plan; and
2.1.12 provide for the provision of technical assistance to key contacts at the Client as required by the Client to inform decisions in support of the Client’s business continuity plans.
2.2 The BCDR Plan shall be designed so as to ensure that:
2.2.1 the Deliverables are provided in accordance with this Contract at all times during and after the invocation of the BCDR Plan;
2.2.2 the adverse impact of any Disaster is minimised as far as reasonably possible;
2.2.3 it complies with the relevant provisions of ISO/IEC 27002; ISO22301/ISO22313   and all other industry standards from time to time in force; and
2.2.4 it details a process for the management of disaster recovery testing.
2.3 The BCDR Plan shall be upgradeable and sufficiently flexible to support any changes to the Deliverables and the business operations supported by the provision of Deliverables.
2.4 The Agency shall not be entitled to any relief from its obligations under the Performance Indicators (PI’s) or Service levels, or to any increase in the Charges to the extent that a Disaster occurs as a consequence of any breach by the Agency of this Contract.
3. Business Continuity (Section 2)
3.1 [bookmark: _heading=h.4d34og8]The Business Continuity Plan shall set out the arrangements that are to be invoked to ensure that the business processes facilitated by the provision of Deliverables remain supported and to ensure continuity of the business operations supported by the Services including:
3.1.1 the alternative processes, options and responsibilities that may be adopted in the event of a failure in or disruption to the provision of Deliverables; and
3.1.2 the steps to be taken by the Agency upon resumption of the provision of Deliverables in order to address the effect of the failure or disruption.
3.2 The Business Continuity Plan shall:
3.2.1 address the various possible levels of failures of or disruptions to the provision of Deliverables;
3.2.2 [bookmark: _heading=h.2s8eyo1]set out the goods and/or services to be provided and the steps to be taken to remedy the different levels of failures of and disruption to the Deliverables;
3.2.3 specify any applicable Performance Indicators with respect to the provision of the Business Continuity Services and details of any agreed relaxation to the Performance Indicators (PI’s) or Service Levels in respect of the provision of other Deliverables during any period of invocation of the Business Continuity Plan; and
3.2.4 set out the circumstances in which the Business Continuity Plan is invoked.
4. Disaster Recovery (Section 3)
4.1 [bookmark: _heading=h.3x8tuzt]The Disaster Recovery Plan (which shall be invoked only upon the occurrence of a Disaster) shall be designed to ensure that upon the occurrence of a Disaster the Agency ensures continuity of the business operations of the Client supported by the Services following any Disaster or during any period of service failure or disruption with, as far as reasonably possible, minimal adverse impact.
4.2 The Agency's BCDR Plan shall include an approach to business continuity and disaster recovery that addresses the following:
4.2.1 loss of access to the Client Premises;
4.2.2 loss of utilities to the Client Premises;
4.2.3 loss of the Agency's helpdesk or CAFM system;
4.2.4 loss of a Subcontractor;
4.2.5 emergency notification and escalation process;
4.2.6 contact lists;
4.2.7 staff training and awareness;
4.2.8 BCDR Plan testing;
4.2.9 post implementation review process;
4.2.10 any applicable Performance Indicators (PI’s) with respect to the provision of the disaster recovery services and details of any agreed relaxation to the Performance Indicators (PI’s) or Service Levels in respect of the provision of other Deliverables during any period of invocation of the Disaster Recovery Plan;
4.2.11 details of how the Agency shall ensure compliance with security standards ensuring that compliance is maintained for any period during which the Disaster Recovery Plan is invoked;
4.2.12 access controls to any disaster recovery sites used by the Agency in relation to its obligations pursuant to this Schedule; and
4.2.13 testing and management arrangements.
5. Review and changing the BCDR Plan
5.1 [bookmark: _heading=h.2ce457m]The Agency shall review the BCDR Plan:
5.1.1 on a regular basis and as a minimum once every six (6) Months;
5.1.2 [bookmark: _heading=h.rjefff]within three (3) calendar Months of the BCDR Plan (or any part) having been invoked pursuant to Paragraph 7; and
5.1.3 [bookmark: _heading=h.35nkun2]where the Client requests in writing any additional reviews (over and above those provided for in Paragraphs 6.1.1 and 6.1.2 of this Schedule) whereupon the Agency shall conduct such reviews in accordance with the Client’s written requirements. Prior to starting its review, the Agency shall provide an accurate written estimate of the total costs payable by the Client for the Client’s approval.  The costs of both Parties of any such additional reviews shall be met by the Client except that the Agency shall not be entitled to charge the Client for any costs that it may incur above any estimate without the Client’s prior written approval.
5.2 [bookmark: _heading=h.1ksv4uv]Each review of the BCDR Plan pursuant to Paragraph 6.1 shall assess its suitability having regard to any change to the Deliverables or any underlying business processes and operations facilitated by or supported by the Services which have taken place since the later of the original approval of the BCDR Plan or the last review of the BCDR Plan, and shall also have regard to any occurrence of any event since that date (or the likelihood of any such event taking place in the foreseeable future) which may increase the likelihood of the need to invoke the BCDR Plan. The review shall be completed by the Agency within such period as the Client shall reasonably require.  
5.3 The Agency shall, within twenty (20) Working Days of the conclusion of each such review of the BCDR Plan, provide to the Client a report (a "Review Report") setting out the Agency's proposals (the "Agency's Proposals") for addressing any changes in the risk profile and its proposals for amendments to the BCDR Plan.
5.4 [bookmark: _heading=h.2jxsxqh]Following receipt of the Review Report and the Agency’s Proposals, the Parties shall use reasonable endeavours to agree the Review Report and the Agency's Proposals. If the Parties are unable to agree Review Report and the Agency's Proposals within twenty (20) Working Days of its submission, then such Dispute shall be resolved in accordance with the Dispute Resolution Procedure.
5.5 The Agency shall as soon as is reasonably practicable after receiving the approval of the Agency's Proposals effect any change in its practices or procedures necessary so as to give effect to the Agency's Proposals. Any such change shall be at the Agency’s expense unless it can be reasonably shown that the changes are required because of a material change to the risk profile of the Deliverables.
6. [bookmark: _heading=h.3bj1y38]Testing the BCDR Plan
6.1 [bookmark: _heading=h.1qoc8b1]The Agency shall test the BCDR Plan:
6.1.1 regularly and in any event not less than once in every Contract Year;
6.1.2 in the event of any major reconfiguration of the Deliverables
6.1.3 at any time where the Client considers it necessary (acting in its sole discretion).  
6.2 [bookmark: _heading=h.1y810tw]If the Client requires an additional test of the BCDR Plan, it shall give the Agency written notice and the Agency shall conduct the test in accordance with the Client’s requirements and the relevant provisions of the BCDR Plan.  The Agency's costs of the additional test shall be borne by the Client unless the BCDR Plan fails the additional test in which case the Agency's costs of that failed test shall be borne by the Agency.
6.3 The Agency shall undertake and manage testing of the BCDR Plan in full consultation with and under the supervision of the Client and shall liaise with the Client in respect of the planning, performance, and review, of each test, and shall comply with the reasonable requirements of the Client.
6.4 The Agency shall ensure that any use by it or any Subcontractor of "live" data in such testing is first approved with the Client. Copies of live test data used in any such testing shall be (if so required by the Client) destroyed or returned to the Client on completion of the test.
6.5 The Agency shall, within twenty (20) Working Days of the conclusion of each test, provide to the Client a report setting out:
6.5.1 the outcome of the test;
6.5.2 any failures in the BCDR Plan (including the BCDR Plan's procedures) revealed by the test; and
6.5.3 the Agency's proposals for remedying any such failures.
6.6 [bookmark: _heading=h.4anzqyu]Following each test, the Agency shall take all measures requested by the Client to remedy any failures in the BCDR Plan and such remedial activity and re-testing shall be completed by the Agency, at its own cost, by the date reasonably required by the Client.
7. [bookmark: _heading=h.2pta16n]Invoking the BCDR Plan
7.1 In the event of a complete loss of service or in the event of a Disaster, the Agency shall immediately invoke the BCDR Plan (and shall inform the Client promptly of such invocation). In all other instances the Agency shall invoke or test the BCDR Plan only with the prior consent of the Client.
8. Circumstances beyond your control
8.1 The Agency shall not be entitled to relief under Clause 20 (Circumstances beyond your control) if it would not have been impacted by the Force Majeure Event had it not failed to comply with its obligations under this Schedule.


[bookmark: _heading=h.20xfydz][bookmark: _heading=h.1zpvhna]
Call-Off Schedule 15 (Call-Off Contract Management)
1.	Definitions
1.1	 In this Schedule, the following words shall have the following meanings and they shall supplement Joint Schedule 1 (Definitions):
	"Contract Manager"
	the manager appointed in accordance with paragraph 2.1 of this Schedule;


2.	Managing the contract
2.1	 The Agency and the Client shall each appoint a Contract Manager for the purposes of this Contract through whom the provision of the Deliverables shall be managed day-to-day.
2.2	 The Parties shall ensure that appropriate resource and expertise is made available to deliver the aims, objectives and specific provisions of the Contract. The Client will give the Agency instructions as to its requirements for the Deliverables.  These will be included in a Statement of Work and may include start and end dates for each stage of the proposed Deliverables.
2.3	During the Contract Period, the Agency will:
2.3.1	keep the Client fully informed as to the progress and status of all Deliverables, by preparing and submitting written reports at such intervals and in such format as is agreed by the Parties; and
2.3.2	promptly inform the Client of any actual or anticipated problems relating to provision of the Deliverables. Receipt of communication from the Agency by the Client does not absolve the Agency from its responsibilities, obligations or liabilities under the Contract.
2.4	During the Contract Period, the Parties’ respective Contract Managers will arrange and attend meetings to review the status and progress of the Deliverables and to seek to resolve any issues that have arisen. These meetings will be held at locations and intervals as agreed by the Parties.
2.5	Unless otherwise agreed in the Statement of Work, the Agency will produce contact reports providing each Party with a written record of matters of substance discussed at meetings or in telephone conversations between the parties within 3 Working Days of such discussions. If the Client does not question any of the subject matter of a contact report within 7 Working Days of its receipt, it will be taken to be a correct record of the meeting or telephone conversation.
3.	Approvals and Authority
3.1	For the purposes of this Contract, any reference to Client Approval means written approval in one of the following ways:
3.1.1	the Client issuing a purchase order bearing the signature of an Authorised Client Approver, or
3.1.2	e-mail from the individual business e-mail address of an Authorised Client Approver, or
3.1.3	the signature of an Authorised Client Approver on the Agency’s documentation.
3.2	Any reference to Agency Approval means written approval in one of the following ways:
3.2.1	e-mail from the individual business e-mail address of an Authorised Agency Approver, or
3.2.2	the signature of an Authorised Agency Approver on the Client’s documentation.
3.3	The Agency will seek the Client’s prior Approval of:
3.3.1	any estimates or quotations for any costs to be paid by the Client that are not agreed in a Statement of Work; and
3.3.2	any creative treatments, including but not limited to scripts, messaging, storyboards, copy, layouts, design, artwork, or proposed marketing activity.
3.4	The Agency will seek the Client’s prior Approval of any draft Deliverables. The Client’s Approval will be the Agency’s authority to proceed with the use of the relevant Deliverables.
3.5	If the Client does not approve of any matter requiring Approval, it must notify the Agency of its reasons for disapproval within 14 days of the Agency’s request.
3.6	If the Client delays approving or notifying the Agency as to its disapproval, the Agency will not be liable for any resulting delays or adverse impact caused to the delivery of the Statement of Work.
4.	Monitoring Campaign Performance
4.1	The Agency agrees to provide access to data and support for Audits undertaken by the Client and its Auditors under the CRTPA relating to campaign performance under the Contract during and after campaigns.
4.2	The Agency will fully comply with all remote access requests.
4.3	The Auditor may share data with relevant key stakeholders as necessary to complete the work. Where the Client carries out an Audit it will own the resulting report and may share non-sensitive outcomes as appropriate.
4.4	The Agency and the Client will agree a plan to address Audit findings to optimise campaign performance.
5.	Contract Risk Management
5.1	Both Parties will proactively manage risks attributed to them under the terms of this Contract.
5.2	The Agency will develop, operate, maintain and amend, as agreed with the Client, processes for:
5.2.1	the identification and management of risks;
5.2.2	the identification and management of issues; and
5.2.3	monitoring and controlling project plans.
6.	International Work
6.1	The management and process for Client billing under Statements of Work including international work is to be agreed prior to the commencement of the Statement of Work and set out in the Statement of Work or Letter of Appointment.
Annex: Contract Boards
The Parties agree to operate the following boards at the locations and at the frequencies set out below:
[Guidance note: Details of additional boards to be inserted.]
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1. PURPOSE
1.1 [bookmark: _heading=h.2et92p0]The Fillers Marketing service, part of Cabinet Office’s Central GCS (Government Communication Service) requires a digital asset delivery service to distribute Radio Filler assets to a range of commercial radio media owners, plus a digital archive (Digital Asset Management).
1.2 GCS will hereafter be referred as the Authority 
2. BACKGROUND TO THE CONTRACTING AUTHORITY
2.1 The Authority is part of the Cabinet Office, and supports the Prime Minister and ensures the effective running of government.
2.2 The Cabinet Office is also the corporate HQ for government, and takes the lead in certain critical policy areas.
3. BACKGROUND TO REQUIREMENT/OVERVIEW OF REQUIREMENT
3.1 [bookmark: _heading=h.eqgp1xvc8frw]Radio ‘Fillers’ are UK Government produced audio content assets, similar in format to paid adverts, for important public health, public welfare and safety messaging. The idea is that fillers may be chosen and aired free-of-charge at the discretion of radio stations, by filling any gaps in programming schedules. These Filler airtime spots are donated free-of-charge. GCS has a central fillers team on behalf of Government Departments to coordinate & maximise this free-of-charge radio airtime.
3.2 [bookmark: _heading=h.j8ilv8k6scna]Radio stations are under no obligation to run Filler content, meaning scripting/messaging content that stations would like to use is crucial. So neutral content - not promoting activities of departments & ministers - and non-controversial messaging is important. To do this, and to compete with Charity sector fillers, government fillers are typically themed for public health, public welfare and general safety content, aimed at improving lives of citizens (examples include: Floods Action; Stop Smoking; Vaccinations; Drink Drive; Emergency Alerts).
3.3 [bookmark: _heading=h.glh5sbihg1il]The requirement is for a digital delivery service to distribute Radio Filler assets to a range of UK Commercial Radio media owners. The fillers must be delivered to radio broadcasters on behalf of all subscribing government departments, so they are potentially aired in any free of charge, donated airspace.
3.4 This is required as the Authority does not have the resource or capability to perform this in-house, and our fee-paying departments require the assets to be managed, sent to (and withdrawn from) the full range of commercial radio broadcasters in the UK (and in addition, where possible community radio)
3.5 The Radio Filler assets provide broadcasters with important public service messages, and provides departments with a low-cost opportunity to promote and raise awareness of public welfare, safety and wellbeing messages, aimed at improving people’s lives.
The contract will be for 3 years
4. DEFINITIONS

	Expression or Acronym
	Definition

	GCS
	Government Communication Service / the client

	CO
	Cabinet Office (or the Contracting Authority)

	Radio Filler
	Similar in style and in length to a normal radio advert (10sec, 20sec, 30sec, 60sec durations), a Radio Filler contains public health, public welfare or safety related content, and are used by radio stations at their discretion to fill any gaps in airtime schedules. 



5. SCOPE OF REQUIREMENT
5.1 The following is within scope of this requirement;
5.1.1 Storing Radio Filler assets in a Digital Asset Management system
5.1.2 Distribution of new Radio Filler audio files directly to broadcasters (plus accompanying relevant airtime documentation).
5.1.3 Allowing broadcasters to access any historic Radio Fillers in the Digital Asset Management system
5.1.4 Account Management with a nominated Account Manager
5.1.5 Training (refer to 6.8)

6. THE REQUIREMENT
6.1 The Potential Provider shall store Radio Filler assets in their Digital Asset Management system, that can be requested for delivery to radio broadcasters by the Authority. 
6.2 The Potential Provider shall distribute Radio Fillers and related documentation to radio broadcasters (i.e. WAV audio files, copy instructions, Radiocentre clearance, Filler Information Sheet, and any others). If the Authority prefer, there should be the option for the Authority to be able to simply email the Radio Filler WAV files and documentation to the Potential Provider.
6.3 Apart from the normal industry-standard radio advert broadcast documentation, the Potential Provider will also be required to distribute a “Filler Information Sheet” – this is a one page document, provided by the Authority, promoting the Filler and its theme to broadcasters, and reasons why they should consider airing the Filler.
6.4 The current Filler station distribution list is as follows (but not limited to):
6.4.1 All UK commercial radio stations (around 400 individual stations in total) / any local community radio stations the Potential Provider may also be working with. 
6.5 A key difference to radio advertising is that Radio Fillers do not have any media plan. This is because by definition there is no airtime being bought. The provision of Fillers means working directly with radio stations’ internal traffic teams at the point of broadcast, who decide on programming and ultimately make the final decision on whether to use a Filler asset, as well as handle the withdrawal/deletion of one. 
6.6 Fillers are generally designed to be distributed widely, to as many UK-wide Radio Stations as possible, with a view to maximise the opportunities of generating free donated airspace. However sometimes there will be some instances where the Authority requires less than full-UK - these are typically a UK region “England/Wales/Scotland/N.Ireland area only” distribution. The Potential Provider should be able to select stations based on this requirement, again without a media plan as a guide. 
6.7 The Potential Provider shall securely store the Authority’s WAVs (radio/audio files) for an indefinite period, and offer the capability to download proxy files, should the Authority require a radio showreel, for example.
6.8 The Potential Provider must also have the capability of sending Radio Filler instructions to all UK broadcasters instructing them to withdraw/delete a Radio Filler. This could be at any point later in the life of the Radio Filler (notably, this is usually months or years later as opposed to much shorter airtime bursts typical of paid-media radio advertising.  Please note, this is quite different to the process as used for Radio Advertising (since radio advertising will have a defined airtime period and with that a concrete fixed end date is built in from the start). The Potential Provider should have the relevant expertise in providing similar services. 
6.9 The Potential Provider should be able to offer and host training on how to use any of its tools and services in order that the Authority can effectively carry out its work.
7. KEY MILESTONES AND DELIVERABLES
7.1 The following Contract milestones/deliverables shall apply:


	Milestone/Deliverable
	Description
	Timeframe and Delivery date

	1
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	2
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	3
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests



8. MANAGEMENT INFORMATION/REPORTING
8.1 The Authority would expect a reporting mechanism to view progress and final completion of Filler trafficking to stations, ideally including reporting data of actions, such as views or downloads. 
9. VOLUMES
9.1 REDACTED TEXT under FOIA Section 43, Commercial Interests
9.2 REDACTED TEXT under FOIA Section 43, Commercial Interests
9.3 As this is a call off contract with a zero-commitment value, annual volumes are not guaranteed
10. CONTINUOUS IMPROVEMENT
10.1 The Potential Provider will be expected to continually improve the way in which the required Services are to be delivered throughout the Contract duration.
10.2 The Potential Provider should propose new ways of working to the Authority during quarterly Contract review meetings wherever relevant. 
10.3 Changes to the way in which the Services are to be delivered must be brought to the Authority’s attention and agreed prior to any changes being implemented.
11. PRICE
11.1 The Authority requires a REDACTED TEXT under FOIA Section 43, Commercial Interests. The Authority requires a single fixed fee for:
11.1.1 REDACTED TEXT under FOIA Section 43, Commercial Interests
11.1.2 REDACTED TEXT under FOIA Section 43, Commercial Interests
11.1.3 REDACTED TEXT under FOIA Section 43, Commercial Interests
11.2 Prices are to be submitted via the e-Sourcing Suite [Attachment 4 – Price Schedule excluding VAT and including all other expenses relating to Contract delivery].
12. [bookmark: _heading=h.44sinio]STAFF AND CUSTOMER SERVICE
12.1 The Potential Provider shall ensure a sufficient level of resource throughout the duration of the Contract in order to consistently deliver a quality service.
12.2 The Potential Provider’s staff assigned to the Contract shall have the relevant qualifications and experience to deliver the Contract to the required standard. 
12.3 The Potential Provider shall ensure that staff understand the Authority’s vision and objectives, and will provide excellent customer service to the Authority throughout the duration of the Contract.  
12.4 The Potential Provider shall nominate a named individual Account Manager to manage the day to day business needs of the Authority, and to assist with any issues.
13. SERVICE LEVELS AND PERFORMANCE
13.1 The Authority will measure the quality of the Potential Provider’s delivery by:

	
	Service Area
	KPI/SLA description
	Target
	How measured

	1
	Delivery timescales
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	2
	Responsiveness/efficiency
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	3
	Management reporting
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	4
	Management reporting
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests



13.2 The Client will maintain a record of Agency’s adherence to the agreed service level and performance timelines. Any non-adherence will result in performance review meetings between the Client and the Agency, to provide an explanation as to why the service level agreement was not met. Improvement plans will also be established here.
13.3 [bookmark: _heading=h.xuygsx89d1jz]Where the Agency fails to provide a Service Improvement Plan or fails to deliver the agreed Service Improvement Plan to the required standard, the Client reserves the right to seek early termination of the contract in accordance with the procedures set out in the Terms and Conditions.
14. [bookmark: _heading=h.3j2qqm3] SECURITY AND CONFIDENTIALITY REQUIREMENTS
14.1 If reports are to be available via an online portal/website facility, the Potential Provider shall ensure the platform and accessibility is secure. Reports provided via email should also be provided securely in the required format.
14.2 ​​All materials will remain the property of the authority.


15. PAYMENT AND INVOICING
15.1 [bookmark: _heading=h.4i7ojhp]Billing and payment should be on a “pay as you go” basis, which is dependent on when the Authority requires Radio Filler assets to be delivered and what each order request comprises. 
15.2 [bookmark: _heading=h.uf4cfwplxa3z]Each asset delivery should be invoiced immediately, and will be paid using 1 x single Purchase Order number which the Authority will raise at the start of each Financial Year (or contract start).
15.3 Payment can only be made following satisfactory delivery of pre-agreed certified products and deliverables. 
15.4 Before payment can be considered, each invoice must include a detailed elemental breakdown of work completed and the associated costs, and must include:
15.4.1 Date of delivery order (in addition to invoice date)
15.4.2 Name and ID number of each Filler being delivered
15.4.3 Specific details of where broadcaster delivery is to (e.g. All UK radio stations)
15.5 Invoices should be submitted to:  REDACTED TEXT under FOIA Section 40, Personal Information 
15.6 Invoices must always contain a PO number otherwise that invoice will not be paid
16. CONTRACT MANAGEMENT 
16.1 The Potential Provider may be required to attend ad hoc meetings relating to their performance and how the contract is developing.
16.2 Attendance at these and quarterly Contract Review meetings shall be at the Potential Provider’s own expense.
17. [bookmark: _heading=h.2xcytpi] LOCATION

The location of the Services will be carried out at; REDACTED TEXT under FOIA Section 40, Personal Information.
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Joint Schedule 2 (Variation Form) – TO BE USED IF REQUIRED (POST CONTRACT)
This form is to be used in order to change a contract in accordance with Clause 24 (Changing the Contract)
	Contract Details

	This variation is between:
	[delete as applicable: CCS / Client] ("CCS” “the Client")
And
[insert name of Agency] ("the Agency")

	Contract name:
	[insert name of contract to be changed] (“the Contract”)

	Contract reference number:
	[insert contract reference number]

	Details of Proposed Variation

	Variation initiated by:
	[delete as applicable: CCS/Client/Agency]

	Variation number:
	[insert variation number]

	Date variation is raised:
	[insert date]

	Proposed variation
	

	Reason for the variation:
	[insert reason]

	An Impact Assessment shall be provided within:
	[insert number] days

	Impact of Variation

	Likely impact of the proposed variation:
	[Agency to insert assessment of impact]

	Outcome of Variation

	Contract variation:
	This Contract detailed above is varied as follows:
· [CCS/Client to insert original Clauses or Paragraphs to be varied and the changed clause]

	Financial variation:
	Original Contract Value:
	£ [insert amount]

	
	Additional cost due to variation:
	£ [insert amount]

	
	New Contract value:
	£ [insert amount]


1. This Variation must be agreed and signed by both Parties to the Contract and shall only be effective from the date it is signed by [delete as applicable: CCS / Client]
1. Words and expressions in this Variation shall have the meanings given to them in the Contract.
2. The Contract, including any previous Variations, shall remain effective and unaltered except as amended by this Variation.
Signed by an authorised signatory for and on behalf of the [delete as applicable: CCS / Client]
	Signature
	

	Date
	

	Name (in Capitals)
	

	Address
	

	
	


Signed by an authorised signatory to sign for and on behalf of the Agency
	Signature
	

	Date
	

	Name (in Capitals)
	

	Address
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Joint Schedule 3 (Insurance Requirements)
7. THE INSURANCE YOU NEED TO HAVE
7.1 The Agency shall take out and maintain, or procure the taking out and maintenance of the insurances as set out in the Annex to this Schedule, any additional insurances required under a Call-Off Contract (specified in the applicable Order Form) ("Additional Insurances") and any other insurances as may be required by applicable Law (together the “Insurances”).  The Agency shall ensure that each of the Insurances is effective no later than:
7.1.1 the Framework Start Date in respect of those Insurances set out in the Annex to this Schedule and those required by applicable Law; and
7.1.2 the Call-Off Contract Effective Date in respect of the Additional Insurances.
7.2 The Insurances shall be:
7.2.1 maintained in accordance with Good Industry Practice;
7.2.2 (so far as is reasonably practicable) on terms no less favourable than those generally available to a prudent contractor in respect of risks insured in the international insurance market from time to time;
7.2.3 taken out and maintained with insurers of good financial standing and good repute in the international insurance market; and
7.2.4 maintained for at least six (6) years after the End Date.
7.3 The Agency shall ensure that the public and products liability policy contain an indemnity to principals clause under which the Relevant Authority shall be indemnified in respect of claims made against the Relevant Authority in respect of death or bodily injury or third party property damage arising out of or in connection with the Deliverables and for which the Agency is legally liable.
8. HOW TO MANAGE THE INSURANCE
8.1 Without limiting the other provisions of this Contract, the Agency shall:
8.1.1 take or procure the taking of all reasonable risk management and risk control measures in relation to Deliverables as it would be reasonable to expect of a prudent contractor acting in accordance with Good Industry Practice, including the investigation and reports of relevant claims to insurers;
8.1.2 promptly notify the insurers in writing of any relevant material fact under any Insurances of which the Agency is or becomes aware; and
8.1.3 hold all policies in respect of the Insurances and cause any insurance broker effecting the Insurances to hold any insurance slips and other evidence of placing cover representing any of the Insurances to which it is a party.
9. WHAT HAPPENS IF YOU AREN’T INSURED?
9.1 The Agency shall not take any action or fail to take any action or (insofar as is reasonably within its power) permit anything to occur in relation to it which would entitle any insurer to refuse to pay any claim under any of the Insurances.
9.2 Where the Agency has failed to purchase or maintain any of the Insurances in full force and effect, the Relevant Authority may elect (but shall not be obliged) following written notice to the Agency to purchase the relevant Insurances and recover the reasonable premium and other reasonable costs incurred in connection therewith as a debt due from the Agency.
10. EVIDENCE OF INSURANCE YOU MUST PROVIDE
10.1 The Agency shall upon the Start Date and within 15 Working Days after the renewal of each of the Insurances, provide evidence, in a form satisfactory to the Relevant Authority, that the Insurances are in force and effect and meet in full the requirements of this Schedule.
11. MAKING SURE YOU ARE INSURED TO THE REQUIRED AMOUNT
11.1 The Agency shall ensure that any Insurances which are stated to have a minimum limit "in the aggregate" are maintained at all times for the minimum limit of indemnity specified in this Contract and if any claims are made which do not relate to this Contract, then the Agency shall notify the Relevant Authority and provide details of its proposed solution for maintaining the minimum limit of indemnity.
12. CANCELLED INSURANCE
12.1 The Agency shall notify the Relevant Authority in writing at least five (5) Working Days prior to the cancellation, suspension, termination or non-renewal of any of the Insurances.
12.2 The Agency shall ensure that nothing is done which would entitle the relevant insurer to cancel, rescind or suspend any insurance or cover, or to treat any insurance, cover or claim as voided in whole or part.  The Agency shall use all reasonable endeavours to notify the Relevant Authority (subject to third party confidentiality obligations) as soon as practicable when it becomes aware of any relevant fact, circumstance or matter which has caused, or is reasonably likely to provide grounds to, the relevant insurer to give notice to cancel, rescind, suspend or void any insurance, or any cover or claim under any insurance in whole or in part.
13. INSURANCE CLAIMS
13.1 The Agency shall promptly notify to insurers any matter arising from, or in relation to, the Deliverables, or each Contract for which it may be entitled to claim under any of the Insurances.  In the event that the Relevant Authority receives a claim relating to or arising out of a Contract or the Deliverables, the Agency shall co-operate with the Relevant Authority and assist it in dealing with such claims including without limitation providing information and documentation in a timely manner.
13.2 Except where the Relevant Authority is the claimant party, the Agency shall give the Relevant Authority notice within twenty (20) Working Days after any insurance claim in excess of 10% of the sum required to be insured pursuant to Paragraph 5.1 relating to or arising out of the provision of the Deliverables or this Contract on any of the Insurances or which, but for the application of the applicable policy excess, would be made on any of the Insurances and (if required by the Relevant Authority) full details of the incident giving rise to the claim.
13.3 Where any Insurance requires payment of a premium, the Agency shall be liable for and shall promptly pay such premium.
13.4 Where any Insurance is subject to an excess or deductible below which the indemnity from insurers is excluded, the Agency shall be liable for such excess or deductible.  The Agency shall not be entitled to recover from the Relevant Authority any sum paid by way of excess or deductible under the Insurances whether under the terms of this Contract or otherwise.
ANNEX: REQUIRED INSURANCES
The Agency shall hold the following standard insurance cover from the Framework Start Date in accordance with this Schedule:
1. professional indemnity insurance with cover (for a single event or a series of related events and in the aggregate) of not less than one million pounds (£1,000,000);
1. public liability insurance with cover (for a single event or a series of related events and in the aggregate) of not less than two million pounds (£2,000,000); and
2. employers’ liability insurance with cover (for a single event or a series of related events and in the aggregate) of not less than with a minimum limit of indemnity as required by Law.



Joint Schedule 4 (Commercially Sensitive Information)
1. What is the Commercially Sensitive Information?
0.1 In this Schedule the Parties have sought to identify the Agency's Confidential Information that is genuinely commercially sensitive and the disclosure of which would be the subject of an exemption under the FOIA and the EIRs.
0.2 Where possible, the Parties have sought to identify when any relevant Information will cease to fall into the category of Information to which this Schedule applies in the table below and in the Order Form (which shall be deemed incorporated into the table below).
0.3 Without prejudice to the Relevant Authority's obligation to disclose Information in accordance with FOIA or Clause 16 (When you can share information), the Relevant Authority will, in its sole discretion, acting reasonably, seek to apply the relevant exemption set out in the FOIA to the following Information:

	No.  
	Date  
	Item(s)  
	Duration of 
Confidentiality  

	01  
	18/11/2025  
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	02  
	18/11/2025  
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	03  
	18/11/2025  
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests

	04  
	18/11/2025  
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests 

	05  
	18/11/2025  
	REDACTED TEXT under FOIA Section 43, Commercial Interests
	REDACTED TEXT under FOIA Section 43, Commercial Interests





Joint Schedule 6 (Key Subcontractors)
1. Restrictions on certain subcontractors
0.1 The Agency is entitled to sub-contract its obligations under the Framework Contract to the Key Subcontractors set out in the Framework Award Form but this does not remove or reduce the Agency’s liability for its performance of the Contract.
0.2 The Agency is entitled to sub-contract its obligations under a Call-Off Contract to Key Subcontractors listed in the Framework Award Form who are specifically nominated in the Order Form but this does not remove or reduce the Agency’s liability for its performance of the Contract.
0.3 Where during the Contract Period the Agency wishes to enter into a new Key Sub-contract or replace a Key Subcontractor, it must obtain the prior written consent of CCS and the Client and the Agency shall, at the time of requesting such consent, provide CCS and the Client with the information detailed in Paragraph 1.4.  The decision of CCS and the Client to consent or not will not be unreasonably withheld or delayed.  Where CCS consents to the appointment of a new Key Subcontractor then they will be added to section 18 of the Framework Award Form.  Where the Client consents to the appointment of a new Key Subcontractor then they will be added to Key Subcontractor section of the Order Form.  CCS and the Client may reasonably withhold their consent to the appointment of a Key Subcontractor if it considers that:
0.3.1 the appointment of a proposed Key Subcontractor may prejudice the provision of the Deliverables or may be contrary to its interests;
0.3.2 the proposed Key Subcontractor is unreliable and/or has not provided reliable goods and or reasonable services to its other customers; and/or
0.3.3 the proposed Key Subcontractor employs unfit persons.
The Agency shall provide CCS and the Client with the following information in respect of the proposed Key Subcontractor:
0.3.4 the proposed Key Subcontractor’s name, registered office and company registration number;
0.3.5 the scope/description of any Deliverables to be provided by the proposed Key Subcontractor;
0.3.6 where the proposed Key Subcontractor is an Affiliate of the Agency, evidence that demonstrates to the reasonable satisfaction of the CCS and the Client that the proposed Key Sub-Contract has been agreed on "arm’s-length" terms;
0.3.7 for CCS, the Key Sub-Contract price expressed as a percentage of the total projected Framework Price over the Framework Contract Period;
0.3.8 for the Client, the Key Sub-Contract price expressed as a percentage of the total projected Charges over the Call Off Contract Period; and
0.3.9 (where applicable) Credit Rating Threshold (as defined in Joint Schedule 7 (Financial Distress)) of the Key Subcontractor.
0.4 If requested by CCS and/or the Client, within ten (10) Working Days of receipt of the information provided by the Agency pursuant to Paragraph 1.4, the Agency shall also provide:
0.4.1 a copy of the proposed Key Sub-Contract; and
0.4.2 any further information reasonably requested by CCS and/or the Client.
0.5 The Agency shall ensure that each new or replacement Key Sub-Contract shall include:
0.5.1 provisions which will enable the Agency to discharge its obligations under the Contracts including without limitation Call-Off Schedule 15 (Call Off Contract Management);
0.5.2 a right under CRTPA for CCS and the Client to enforce any provisions under the Key Sub-Contract which confer a benefit upon CCS and the Client respectively;
0.5.3 a provision enabling CCS and the Client to enforce the Key Sub-Contract as if it were the Agency;
0.5.4 a provision enabling the Agency to assign, novate or otherwise transfer any of its rights and/or obligations under the Key Sub-Contract to CCS and/or the Client;
0.5.5 obligations no less onerous on the Key Subcontractor than those imposed on the Agency under the Framework Contract in respect of:
(a) the data protection requirements set out in Clause 14 (Data protection);
(b) the confidentiality requirements set out in Clause 15 (What you must keep confidential);
(c) the FOIA and other access request requirements set out in Clause 16 (When you can share information);
(d) the obligation not to embarrass CCS or the Client or otherwise bring CCS or the Client into disrepute;
(e) the keeping of records in respect of the goods and/or services being provided under the Key Sub-Contract, including the maintenance of Open Book Data; and
(f) the conduct of audits set out in Clause 6 (Record keeping and reporting);
0.5.6 provisions enabling the Agency to terminate the Key Sub-Contract on notice on terms no more onerous on the Agency than those imposed on CCS and the Client under Clauses 10.4 (When CCS or the Client can end this contract) and 10.5 (What happens if the contract ends) of this Contract; and
a provision restricting the ability of the Key Subcontractor to sub-contract all or any part of the provision of the Deliverables provided to the Agency under the Key Sub-Contract without first seeking the written consent of CCS and the Client.

Joint Schedule 10 (Rectification Plan) - Only to be completed and used post-award if the supplier defaults on the contract.
	Request for [Revised] Rectification Plan

	Details of the Default:
	[Guidance: Explain the Default, with clear schedule and clause references as appropriate]

	Deadline for receiving the [Revised] Rectification Plan:
	[add date (minimum 10 days from request)]


	Signed by [CCS/Client]:
	
	Date:
	

	Agency [Revised] Rectification Plan

	Cause of the Default
	[add cause]

	Anticipated impact assessment:
	[add impact]

	Actual effect of Default:
	[add effect]

	Steps to be taken to rectification:
	Steps
	Timescale

	
	1.
	[date]

	
	2.
	[date]

	
	3.
	[date]

	
	4.
	[date]

	
	[…]
	[date]

	Timescale for complete Rectification of Default
	[X] Working Days

	Steps taken to prevent recurrence of Default
	Steps
	Timescale

	
	1.
	[date]

	
	2.
	[date]

	
	3.
	[date]

	
	4.
	[date]

	
	[…]
	[date]

	
Signed by the Agency:
	
	
Date:
	


	Review of Rectification Plan [CCS/Client]

	Outcome of review
	[Plan Accepted] [Plan Rejected] [Revised Plan Requested]

	Reasons for Rejection (if applicable)
	[add reasons]

	Signed by [CCS/Client]
	
	Date:
	





Joint Schedule 11 (Processing Data)

Definitions
1. In this Schedule, the following words shall have the following meanings and they shall supplement Joint Schedule 1 (Definitions):
	“Processor Personnel”
	all directors, officers, employees, agents, consultants and suppliers of the Processor and/or of any Subprocessor engaged in the performance of its obligations under a Contract; and

	"Supplier"
	means the Agency;



Status of the Controller
2. The Parties acknowledge that for the purposes of the Data Protection Legislation, the nature of the activity carried out by each of them in relation to their respective obligations under a Contract dictates the status of each party under the DPA 2018. A Party may act as:
(a) “Controller” in respect of the other Party who is “Processor”;
(b) “Processor” in respect of the other Party who is “Controller”;
(c) “Joint Controller” with the other Party;
(d) “Independent Controller” of the Personal Data where the other Party is also “Controller”,
in respect of certain Personal Data under a Contract and shall specify in Annex 1 (Processing Personal Data) which scenario they think shall apply in each situation.
Where one Party is Controller and the other Party its Processor
3. Where a Party is a Processor, the only Processing that it is authorised to do is listed in Annex 1 (Processing Personal Data) by the Controller.
4. The Processor shall notify the Controller immediately if it considers that any of the Controller’s instructions infringe the Data Protection Legislation.
5. The Processor shall provide all reasonable assistance to the Controller in the preparation of any Data Protection Impact Assessment prior to commencing any Processing.  Such assistance may, at the discretion of the Controller, include:
(a) a systematic description of the envisaged Processing and the purpose of the Processing;
(b) an assessment of the necessity and proportionality of the Processing in relation to the Deliverables;
(c) an assessment of the risks to the rights and freedoms of Data Subjects; and
(d) the measures envisaged to address the risks, including safeguards, security measures and mechanisms to ensure the protection of Personal Data.
6. [bookmark: bookmark=id.30j0zll]The Processor shall, in relation to any Personal Data Processed in connection with its obligations under the Contract:
(a) Process that Personal Data only in accordance with Annex 1 (Processing Personal Data), unless the Processor is required to do otherwise by Law. If it is so required the Processor shall notify the Controller before Processing the Personal Data unless prohibited by Law;
(b) ensure that it has in place Protective Measures, including in the case of the Supplier the measures set out in Clause 14.3 of the Core Terms, which the Controller may reasonably reject (but failure to reject shall not amount to approval by the Controller of the adequacy of the Protective Measures) having taken account of the:
(i) nature of the data to be protected;
(ii) harm that might result from a Personal Data Breach;
(iii) state of technological development; and
(iv) cost of implementing any measures;
(c) ensure that:
(i) the Processor Personnel do not Process Personal Data except in accordance with the Contract (and in particular Annex 1 (Processing Personal Data));
(ii) it takes all reasonable steps to ensure the reliability and integrity of any Processor Personnel who have access to the Personal Data and ensure that they:
(A) are aware of and comply with the Processor’s duties under this Joint Schedule 11, Clauses 14 (Data protection), 15 (What you must keep confidential) and 16 (When you can share information);
(B) are subject to appropriate confidentiality undertakings with the Processor or any Subprocessor;
(C) are informed of the confidential nature of the Personal Data and do not publish, disclose or divulge any of the Personal Data to any third party unless directed in writing to do so by the Controller or as otherwise permitted by the Contract; and
(D) have undergone adequate training in the use, care, protection and handling of Personal Data;
(d) [bookmark: bookmark=id.3nqndbk]not transfer Personal Data outside of the EU unless the prior written consent of the Controller has been obtained and the following conditions are fulfilled:
(i) the Controller or the Processor has provided appropriate safeguards in relation to the transfer (whether in accordance with UK GDPR Article 46 or LED Article 37) as determined by the Controller;
(ii) the Data Subject has enforceable rights and effective legal remedies;
(iii) the Processor complies with its obligations under the Data Protection Legislation by providing an adequate level of protection to any Personal Data that is transferred (or, if it is not so bound, uses its best endeavours to assist the Controller in meeting its obligations); and
(iv) [bookmark: bookmark=id.17dp8vu]the Processor complies with any reasonable instructions notified to it in advance by the Controller with respect to the Processing of the Personal Data; and
(e) [bookmark: bookmark=id.3rdcrjn]at the written direction of the Controller, delete or return Personal Data (and any copies of it) to the Controller on termination of the Contract unless the Processor is required by Law to retain the Personal Data.
7. Subject to paragraph 7 of this Joint Schedule 11, the Processor shall notify the Controller immediately if in relation to it Processing Personal Data under or in connection with the Contract it:
(a) receives a Data Subject Access Request (or purported Data Subject Access Request);
(b) receives a request to rectify, block or erase any Personal Data;
(c) receives any other request, complaint or communication relating to either Party's obligations under the Data Protection Legislation;
(d) receives any communication from the Information Commissioner or any other regulatory authority in connection with Personal Data Processed under the Contract;
(e) receives a request from any third Party for disclosure of Personal Data where compliance with such request is required or purported to be required by Law; or
(f) becomes aware of a Personal Data Breach.
8. The Processor’s obligation to notify under paragraph 6 of this Joint Schedule 11 shall include the provision of further information to the Controller, as details become available.
9. Taking into account the nature of the Processing, the Processor shall provide the Controller with assistance in relation to either Party's obligations under Data Protection Legislation and any complaint, communication or request made under paragraph 6 of this Joint Schedule 11 (and insofar as possible within the timescales reasonably required by the Controller) including by immediately providing:
(a) the Controller with full details and copies of the complaint, communication or request;
(b) such assistance as is reasonably requested by the Controller to enable it to comply with a Data Subject Access Request within the relevant timescales set out in the Data Protection Legislation;
(c) the Controller, at its request, with any Personal Data it holds in relation to a Data Subject;
(d) assistance as requested by the Controller following any Personal Data Breach; and/or
(e) assistance as requested by the Controller with respect to any request from the Information Commissioner’s Office, or any consultation by the Controller with the Information Commissioner's Office.
10. The Processor shall maintain complete and accurate records and information to demonstrate its compliance with this Joint Schedule 11. This requirement does not apply where the Processor employs fewer than 250 staff, unless:
(a) the Controller determines that the Processing is not occasional;
(b) the Controller determines the Processing includes special categories of data as referred to in Article 9(1) of the UK GDPR or Personal Data relating to criminal convictions and offences referred to in Article 10 of the UK GDPR; or
(c) [bookmark: bookmark=id.lnxbz9]the Controller determines that the Processing is likely to result in a risk to the rights and freedoms of Data Subjects.
11. The Processor shall allow for audits of its Data Processing activity by the Controller or the Controller’s designated auditor.
12. The Parties shall designate a Data Protection Officer if required by the Data Protection Legislation.
13. Before allowing any Subprocessor to Process any Personal Data related to the Contract, the Processor must:
(a) notify the Controller in writing of the intended Subprocessor and Processing;
(b) obtain the written consent of the Controller;
(c) enter into a written agreement with the Subprocessor which give effect to the terms set out in this Joint Schedule 11 such that they apply to the Subprocessor; and
(d) provide the Controller with such information regarding the Subprocessor as the Controller may reasonably require.
14. [bookmark: bookmark=id.35nkun2]The Processor shall remain fully liable for all acts or omissions of any of its Subprocessors.
15. The Relevant Authority may, at any time on not less than thirty (30) Working Days’ notice, revise this Joint Schedule 11 by replacing it with any applicable controller to processor standard clauses or similar terms forming part of an applicable certification scheme (which shall apply when incorporated by attachment to the Contract).
16. The Parties agree to take account of any guidance issued by the Information Commissioner’s Office. The Relevant Authority may on not less than thirty (30) Working Days’ notice to the Supplier amend the Contract to ensure that it complies with any guidance issued by the Information Commissioner’s Office.
Where the Parties are Joint Controllers of Personal Data
17. In the event that the Parties are Joint Controllers in respect of Personal Data under the Contract, the Parties shall implement paragraphs that are necessary to comply with UK GDPR Article 26 based on the terms set out in Annex 2 to this Joint Schedule 11.
Independent Controllers of Personal Data
18. With respect to Personal Data provided by one Party to another Party for which each Party acts as Controller but which is not under the Joint Control of the Parties, each Party undertakes to comply with the applicable Data Protection Legislation in respect of their Processing of such Personal Data as Controller.
19. Each Party shall Process the Personal Data in compliance with its obligations under the Data Protection Legislation and not do anything to cause the other Party to be in breach of it.
20. Where a Party has provided Personal Data to the other Party in accordance with paragraph 8 of this Joint Schedule 11 above, the recipient of the Personal Data will provide all such relevant documents and information relating to its data protection policies and procedures as the other Party may reasonably require.
21. The Parties shall be responsible for their own compliance with Articles 13 and 14 UK GDPR in respect of the Processing of Personal Data for the purposes of the Contract.
22. The Parties shall only provide Personal Data to each other:
(a) to the extent necessary to perform their respective obligations under the Contract;
(b) in compliance with the Data Protection Legislation (including by ensuring all required data privacy information has been given to affected Data Subjects to meet the requirements of Articles 13 and 14 of the UK GDPR); and
(c) where it has recorded it in Annex 1 (Processing Personal Data).
23. 	Taking into account the state of the art, the costs of implementation and the nature, scope, context and purposes of Processing as well as the risk of varying likelihood and severity for the rights and freedoms of natural persons, each Party shall, with respect to its Processing of Personal Data as Independent Controller, implement and maintain appropriate technical and organisational measures to ensure a level of security appropriate to that risk, including, as appropriate, the measures referred to in Article 32(1)(a), (b), (c) and (d) of the UK GDPR, and the measures shall, at a minimum, comply with the requirements of the Data Protection Legislation, including Article 32 of the UK GDPR.
24. A Party Processing Personal Data for the purposes of the Contract shall maintain a record of its Processing activities in accordance with Article 30 UK GDPR and shall make the record available to the other Party upon reasonable request.
25. Where a Party receives a request by any Data Subject to exercise any of their rights under the Data Protection Legislation in relation to the Personal Data provided to it by the other Party pursuant to the Contract (“Request Recipient”):
(a) the other Party shall provide any information and/or assistance as reasonably requested by the Request Recipient to help it respond to the request or correspondence, at the cost of the Request Recipient; or
(b) where the request or correspondence is directed to the other Party and/or relates to that other Party's Processing of the Personal Data, the Request Recipient will:
(i) promptly, and in any event within five (5) Working Days of receipt of the request or correspondence, inform the other Party that it has received the same and shall forward such request or correspondence to the other Party; and
(ii) provide any information and/or assistance as reasonably requested by the other Party to help it respond to the request or correspondence in the timeframes specified by Data Protection Legislation.
26. Each Party shall promptly notify the other Party upon it becoming aware of any Personal Data Breach relating to Personal Data provided by the other Party pursuant to the Contract and shall:
(a) do all such things as reasonably necessary to assist the other Party in mitigating the effects of the Personal Data Breach;
(b) implement any measures necessary to restore the security of any compromised Personal Data;
(c) work with the other Party to make any required notifications to the Information Commissioner’s Office and affected Data Subjects in accordance with the Data Protection Legislation (including the timeframes set out therein); and
(d) not do anything which may damage the reputation of the other Party or that Party's relationship with the relevant Data Subjects, save as required by Law.
27. Personal Data provided by one Party to the other Party may be used exclusively to exercise rights and obligations under the Contract as specified in Annex 1 (Processing Personal Data).
28. 	Personal Data shall not be retained or processed for longer than is necessary to perform each Party’s respective obligations under the Contract which is specified in Annex 1 (Processing Personal Data).
29. Notwithstanding the general application of paragraphs 2 to 16 of this Joint Schedule 11 to Personal Data, where the Supplier is required to exercise its regulatory and/or legal obligations in respect of Personal Data, it shall act as an Independent Controller of Personal Data in accordance with paragraphs 18 to 27 of this Joint Schedule 11.

Annex 1 - Processing Personal Data
This Annex shall be completed by the Controller, who may take account of the view of the Processors, however the final decision as to the content of this Annex shall be with the Relevant Authority at its absolute discretion.  
1.1.1.1 The contact details of the Relevant Authority’s Data Protection Officer are: REDACTED TEXT under FOIA Section 40, Personal Information
1.1.1.2 The contact details of the Supplier’s Data Protection Officer are: REDACTED TEXT under FOIA Section 40, Personal Information
1.1.1.3 The Processor shall comply with any further written instructions with respect to Processing by the Controller.
1.1.1.4 Any such further instructions shall be incorporated into this Annex.

	Description
	Details

	Identity of Controller for each Category of Personal Data
	The Relevant Authority is Controller and the Supplier is Processor
The Parties acknowledge that in accordance with paragraph 2 to paragraph 15 and for the purposes of the Data Protection Legislation, the Relevant Authority is the Controller and the Supplier is the Processor of the following Personal Data:
· name
· job title
· organisation/department
· job grade
· profession
· work telephone number
· work email address
· Their line-manager’s name and email address
· ethnicity


	Duration of the Processing
	For the duration of the contract

	Nature and purposes of the Processing
	The nature of the Processing means any operation such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction of data (whether or not by automated means) etc.
The purpose might include: employment processing, statutory obligation, recruitment assessment etc

	Type of Personal Data
	· name
· job title
· organisation/department
· job grade
· profession
· work telephone number
· work email address
· ethnicity


	Categories of Data Subject
	· Names of voiceover artistes from radio Filler recordings
· Names of agents of voiceover artistes from radio Filler recordings

	Plan for return and destruction of the data once the Processing is complete
UNLESS requirement under Union or Member State law to preserve that type of data
	The data is retained by TAG and their sub-contractor REDACTED TEXT under FOIA Section 43, Commercial Interests for as long as we hold the contract with TAG. If in the event the service was to move away to a different supplier, we can request all Fillers and related documentation, including the above personal data, is permanently deleted. 




Annex 2 - Joint Controller Agreement – NOT USED
1. Joint Controller Status and Allocation of Responsibilities
1.1	With respect to Personal Data under Joint Control of the Parties, the Parties envisage that they shall each be a Data Controller in respect of that Personal Data in accordance with the terms of this Annex 2 (Joint Controller Agreement) in replacement of paragraphs 2-15 of Joint Schedule 11 (Where one Party is Controller and the other Party is Processor) and paragraphs 7-27 of Joint Schedule 11 (Independent Controllers of Personal Data). Accordingly, the Parties each undertake to comply with the applicable Data Protection Legislation in respect of their Processing of such Personal Data as Data Controllers.
1.2 The Parties agree that the [Supplier/Relevant Authority]:
(a) is the exclusive point of contact for Data Subjects and is responsible for all steps necessary to comply with the UK GDPR regarding the exercise by Data Subjects of their rights under the UK GDPR;
(b) shall direct Data Subjects to its Data Protection Officer or suitable alternative in connection with the exercise of their rights as Data Subjects and for any enquiries concerning their Personal Data or privacy;
(c) is solely responsible for the Parties’ compliance with all duties to provide information to Data Subjects under Articles 13 and 14 of the UK GDPR;
(d) is responsible for obtaining the informed consent of Data Subjects, in accordance with the UK GDPR, for Processing in connection with the Deliverables where consent is the relevant legal basis for that Processing; and
(e) shall make available to Data Subjects the essence of this Annex (and notify them of any changes to it) concerning the allocation of responsibilities as Joint Controller and its role as exclusive point of contact, the Parties having used their best endeavours to agree the terms of that essence. This must be outlined in the [Supplier’s/Relevant Authority’s] privacy policy (which must be readily available by hyperlink or otherwise on all of its public facing services and marketing).
1.3 Notwithstanding the terms of clause 1.2, the Parties acknowledge that a Data Subject has the right to exercise their legal rights under the Data Protection Legislation as against the relevant Party as Controller.
2. Undertakings of both Parties
1.1.2.1 The Supplier and the Relevant Authority each undertake that they shall:
(a) report to the other Party every [x] months on:
(i) 	the volume of Data Subject Access Request (or purported Data Subject Access Requests) from Data Subjects (or third parties on their behalf);
(ii) 	the volume of requests from Data Subjects (or third parties on their behalf) to rectify, block or erase any Personal Data;
(iii) any other requests, complaints or communications from Data Subjects (or third parties on their behalf) relating to the other Party’s obligations under applicable Data Protection Legislation;
(iv) any communications from the Information Commissioner or any other regulatory authority in connection with Personal Data; and
(v) any requests from any third party for disclosure of Personal Data where compliance with such request is required or purported to be required by Law,
that it has received in relation to the subject matter of the Contract during that period;
(b) notify each other immediately if it receives any request, complaint or communication made as referred to in Clauses 2.1(a)(i) to (v);
(c) provide the other Party with full cooperation and assistance in relation to any request, complaint or communication made as referred to in Clauses 2.1(a)(iii) to (v) to enable the other Party to comply with the relevant timescales set out in the Data Protection Legislation;
(d) not disclose or transfer the Personal Data to any third party unless necessary for the provision of the Deliverables and, for any disclosure or transfer of Personal Data to any third party, (save where such disclosure or transfer is specifically authorised under the Contract or is required by Law) ensure consent has been obtained from the Data Subject prior to disclosing or transferring the Personal Data to the third party. For the avoidance of doubt, the third party to which Personal Data is transferred must be subject to equivalent obligations which are no less onerous than those set out in this Annex;
(e) request from the Data Subject only the minimum information necessary to provide the Deliverables and treat such extracted information as Confidential Information;
(f) ensure that at all times it has in place appropriate Protective Measures to guard against unauthorised or unlawful Processing of the Personal Data and/or accidental loss, destruction or damage to the Personal Data and unauthorised or unlawful disclosure of or access to the Personal Data;
(g) take all reasonable steps to ensure the reliability and integrity of any of its Personnel who have access to the Personal Data and ensure that its Personnel:
(i) are aware of and comply with their duties under this Annex 2 (Joint Controller Agreement) and those in respect of Confidential Information;
(ii) are informed of the confidential nature of the Personal Data, are subject to appropriate obligations of confidentiality and do not publish, disclose or divulge any of the Personal Data to any third party where the that Party would not be permitted to do so; and
(iii) have undergone adequate training in the use, care, protection and handling of personal data as required by the applicable Data Protection Legislation;
(h) ensure that it has in place Protective Measures as appropriate to protect against a Personal Data Breach having taken account of the:
(i) nature of the data to be protected;
(ii) harm that might result from a Personal Data Breach;
(iii) state of technological development; and
(iv) cost of implementing any measures;
(i) ensure that it has the capability (whether technological or otherwise), to the extent required by Data Protection Legislation, to provide or correct or delete at the request of a Data Subject all the Personal Data relating to that Data Subject that it holds; and
(j) ensure that it notifies the other Party as soon as it becomes aware of a Personal Data Breach.
1.1.2.2 Each Joint Controller shall use its reasonable endeavours to assist the other Controller to comply with any obligations under applicable Data Protection Legislation and shall not perform its obligations under this Annex in such a way as to cause the other Joint Controller to breach any of its obligations under applicable Data Protection Legislation to the extent it is aware, or ought reasonably to have been aware, that the same would be a breach of such obligations.
3. Data Protection Breach
1.1.3.1 Without prejudice to clause 3.2, each Party shall notify the other Party promptly and without undue delay, and in any event within 48 hours, upon becoming aware of any Personal Data Breach or circumstances that are likely to give rise to a Personal Data Breach, providing the other Party and its advisors with:
(a) sufficient information and in a timescale, which allows the other Party to meet any obligations to report a Personal Data Breach under the Data Protection Legislation; and
(b) all reasonable assistance, including:
(i) co-operation with the other Party and the Information Commissioner investigating the Personal Data Breach and its cause, containing and recovering the compromised Personal Data and compliance with the applicable guidance;
(ii) co-operation with the other Party including taking such reasonable steps as are directed by the other Party to assist in the investigation, mitigation and remediation of a Personal Data Breach;
(iii) co-ordination with the other Party regarding the management of public relations and public statements relating to the Personal Data Breach; and/or
(iv) providing the other Party and to the extent instructed by the other Party to do so, and/or the Information Commissioner investigating the Personal Data Breach, with complete information relating to the Personal Data Breach, including, without limitation, the information set out in Clause 3.2.
1.1.3.2 Each Party shall take all steps to restore, re-constitute and/or reconstruct any Personal Data where it has  lost, damaged, destroyed, altered or corrupted as a result of a Personal Data Breach as it was  that Party’s own data at its own cost with all possible speed and shall provide the other Party with all reasonable assistance in respect of any such Personal Data Breach, including providing the other Party, as soon as possible and within 48 hours of the Personal Data Breach relating to the Personal Data Breach, in particular:
(a) the nature of the Personal Data Breach;
(b) the nature of Personal Data affected;
(c) the categories and number of Data Subjects concerned;
(d) the name and contact details of the Supplier’s Data Protection Officer or other relevant contact from whom more information may be obtained;
(e) measures taken or proposed to be taken to address the Personal Data Breach; and
(f) describe the likely consequences of the Personal Data Breach.
4. Audit
1.1.4.1 The Supplier shall permit:	
(a) the Relevant Authority, or a third-party auditor acting under the Relevant Authority’s direction, to conduct, at the Relevant Authority’s cost, data privacy and security audits, assessments and inspections concerning the Supplier’s data security and privacy procedures relating to Personal Data, its compliance with this Annex 2 and the Data Protection Legislation; and/or
(b) the Relevant Authority, or a third-party auditor acting under the Relevant Authority’s direction, access to premises at which the Personal Data is accessible or at which it is able to inspect any relevant records, including the record maintained under Article 30 UK GDPR by the Supplier so far as relevant to the Contract, and procedures, including premises under the control of any third party appointed by the Supplier to assist in the provision of the Deliverables.

1.1.4.2 The Relevant Authority may, in its sole discretion, require the Supplier to provide evidence of the Supplier’s compliance with Clause 4.1 in lieu of conducting such an audit, assessment or inspection.
5. Impact Assessments
1.1.5.1 The Parties shall:
(a) provide all reasonable assistance to each other to prepare any Data Protection Impact Assessment as may be required (including provision of detailed information and assessments in relation to Processing operations, risks and measures); and

(b) maintain full and complete records of all Processing carried out in respect of the Personal Data in connection with the Contract, in accordance with the terms of Article 30 UK GDPR.
6. ICO Guidance
The Parties agree to take account of any guidance issued by the Information Commissioner and/or any relevant Central Government Body. The Relevant Authority may on not less than thirty (30) Working Days’ notice to the Supplier amend the Contract to ensure that it complies with any guidance issued by the Information Commissioner and/or any relevant Central Government Body.
7. Liabilities for Data Protection Breach
1.1.7.1 If financial penalties are imposed by the Information Commissioner on either the Relevant Authority or the Supplier for a Personal Data Breach ("Financial Penalties") then the following shall occur:
(a) if in the view of the Information Commissioner, the Relevant Authority is responsible for the Personal Data Breach, in that it is caused as a result of the actions or inaction of the Relevant Authority, its employees, agents, contractors (other than the Supplier) or systems and procedures controlled by the Relevant Authority, then the Relevant Authority shall be responsible for the payment of such Financial Penalties. In this case, the Relevant Authority will conduct an internal audit and engage at its reasonable cost when necessary, an independent third party to conduct an audit of any such Personal Data Breach. The Supplier shall provide to the Relevant Authority and its third party investigators and auditors, on request and at the Supplier's reasonable cost, full cooperation and access to conduct a thorough audit of such Personal Data Breach;
(b) if in the view of the Information Commissioner, the Supplier is responsible for the Personal Data Breach, in that it is not a Personal Data Breach that the Relevant Authority is responsible for, then the Supplier shall be responsible for the payment of these Financial Penalties. The Supplier will provide to the Relevant Authority and its auditors, on request and at the Supplier’s sole cost, full cooperation and access to conduct a thorough audit of such Personal Data Breach; or
(c) if no view as to responsibility is expressed by the Information Commissioner, then the Relevant Authority and the Supplier shall work together to investigate the relevant Personal Data Breach and allocate responsibility for any Financial Penalties as outlined above, or by agreement to split any financial penalties equally if no responsibility for the Personal Data Breach can be apportioned. In the event that the Parties do not agree such apportionment then such Dispute shall be referred to the Dispute Resolution Procedure set out in Clause 34 of the Core Terms (Resolving disputes).
1.1.7.2 If either the Relevant Authority or the Supplier is the defendant in a legal claim brought before a court of competent jurisdiction (“Court”) by a third party in respect of a Personal Data Breach, then unless the Parties otherwise agree, the Party that is determined by the final decision of the court to be responsible for the Personal Data Breach shall be liable for the losses arising from such Personal Data Breach. Where both Parties are liable, the liability will be apportioned between the Parties in accordance with the decision of the Court.  
1.1.7.3 In respect of any losses, cost claims or expenses incurred by either Party as a result of a Personal Data Breach (the “Claim Losses”):
(a) if the Relevant Authority is responsible for the relevant Personal Data Breach, then the Relevant Authority shall be responsible for the Claim Losses;
(b) if the Supplier is responsible for the relevant Personal Data Breach, then the Supplier shall be responsible for the Claim Losses: and
(c) if responsibility for the relevant Personal Data Breach is unclear, then the Relevant Authority and the Supplier shall be responsible for the Claim Losses equally.
1.1.7.4 Nothing in either clause 7.2 or clause 7.3 shall preclude the Relevant Authority and the Supplier reaching any other agreement, including by way of compromise with a third party complainant or claimant, as to the apportionment of financial responsibility for any Claim Losses as a result of a Personal Data Breach, having regard to all the circumstances of the Personal Data Breach and the legal and financial obligations of the Relevant Authority.


8. Termination
If the Supplier is in material Default under any of its obligations under this Annex 2 (Joint Controller Agreement), the Relevant Authority shall be entitled to terminate the Contract by issuing a Termination Notice to the Supplier in accordance with Clause 10 of the Core Terms (Ending the contract).
9. Sub-Processing
1.1.9.1 In respect of any Processing of Personal Data performed by a third party on behalf of a Party, that Party shall:
(a) carry out adequate due diligence on such third party to ensure that it is capable of providing the level of protection for the Personal Data as is required by the Contract, and provide evidence of such due diligence to the other Party where reasonably requested; and
(b) ensure that a suitable agreement is in place with the third party as required under applicable Data Protection Legislation.
10. Data Retention
The Parties agree to erase Personal Data from any computers, storage devices and storage media that are to be retained as soon as practicable after it has ceased to be necessary for them to retain such Personal Data under applicable Data Protection Legislation and their privacy policy (save to the extent (and for the limited period) that such information needs to be retained by the a Party for statutory compliance purposes or as otherwise required by the Contract), and taking all further actions as may be necessary to ensure its compliance with Data Protection Legislation and its privacy policy.
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