Andy Connelly

Navy Commercial

Leach Building

HMS Excellent

Whale Island

 Portsmouth

PO2 8BY

 Telephone: 03001552535

 Email: Andrew.connelly102@mod.gov.uk

8 January 2025

Dear Sir / Madam

**Invitation to Tender Reference** **713697455**

1. Royal Navy, as part of Ministry of Defence are running a further tender competition for ALBATROSS Evolve, under Crown Commercial Services framework RM6098 Lot 4. You are invited to tender in accordance with the attached documentation.
2. The [Statement of Requirements/Specification](#Specification) details what is required.
3. The [Pricing](#Pricing) Table details what prices are required. The total budget is £9,000,000.00 (excluding VAT), this is comprised of;

£4,435,000.00 for the initial equipment purchase.

£4,565,000.00 limit of liability for the optional requirements.

1. Tenders will be evaluated in accordance with the [Tender Evaluation Criteria](#Evaluation). This details how tenders will be assessed and scored for the Commercial, Financial and Technical responses in submitted tenders.
2. The resulting contract will be based on the framework Terms & Conditions, including the information provided on the [Draft Order Form](#OrderForm). As this is not a negotiated procurement, the Terms & Conditions cannot be amended following contract award.
3. You may raise questions about the tender and the requirement via the CCS eSourcing Suite. The deadline for asking questions is 14 January 2025. Please note that any questions raised, and the answers provided, may be shared with other interested suppliers.
4. Any questions about the Terms & Conditions must be raised during the questions period. Any proposed changes or any additional terms/documents that tenderers are requesting to include, must be identified in advance for Authority consideration and to ensure all tenderers are tendering on an equal basis.
5. You must submit your Tender via the CCS eSourcing Suite by 15:00 on 22 January 2025. You should allow sufficient time for submission as late tenders will not be accepted. Tender responses should answer all evaluation questions, include all completed documents and provide all requested prices.
6. The following documentation should be submitted:
* A Tenderers Response Form providing answers to all evaluation questions, the prices and signed documents.
* A completed Pricing Table.
* A copy of the email confirming the Cyber Risk level has been met.
1. The anticipated date for the contract award decision is 31 January 2024. Please note that this is an indicative date and may change.

Yours faithfully

**Andy Connelly**

Commercial Manager
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1. **Glossary**

|  |  |
| --- | --- |
| Agent | means Crown Commercial Service |
| Authority or Contracting Authority | means the Secretary of State for Defence of the United Kingdom of Great Britain and Northern Ireland, (referred to in this document as "the Authority"), acting as part of the Crown – also known as Ministry of Defence |
| Contract | means the contractually-binding terms and conditions set out in this ITT to be entered into between the Authority and the successful Tenderer at the conclusion of this Procurement; |
| eSourcing Suite | means the online tender management and administration system used by the Authority; |
| Evaluation Score | means the score achieved by a Tender at the conclusion of the Evaluation process; |
| Regulations | means the Public Contracts Regulations 2015 (<http://www.legislation.gov.uk/uksi/2015/102/contents/made> |
| Services | means the deliverables (goods and/or services) that may be provided by Suppliers, as set out in the Statement of Requirements/Specification; |
| Technical Evaluation | means the qualitative evaluation of a Tender undertaken during the Evaluation process; |
| Technical Score | means the score awarded to a Tenderer at the conclusion of the Technical Evaluation process; |
| Tender or Bid | means the Tenderer’s formal offer in response to the Invitation to Tender; |
| Tender Submission Deadline | means the time and date set for the latest uploading of Tenders. |
| Tenderer or Supplier | means a framework supplier submitting a proposal to this Procurement;  |
| You or Your | means mean the tenderers organisation, or the organisation the tenderers represent  |
| We, Us or Ours | means the Authority or Ministry of Defence |

1. **Introduction**
	1. This Procurement will establish a contract for the purchase of Services described in the Statement of Requirements/Specification.
	2. The resulting Contract will be for 14 months.
	3. The maximum contract value is £9,000,000.00.
	4. This resulting Contract will be between the successful Supplier and the Authority.
	5. This tender is being conducted under the Crown Commercial Service Technology Products and Associated Services 2 Framework Agreement (reference RM6098 - Lot 4) and it’s Terms and Conditions will govern any resultant Contract.
	6. Only those suppliers on the stated framework and lot can submit a tender in response to this requirement.
	7. The Authority is managing this Procurement in accordance with the Public Contracts Regulations 2015.

1. **Terms of Participation**
	1. You must comply with the rules in this Bid Pack and any other instructions given by us. You must also ensure members of your consortium (if relevant), group companies, subcontractors or advisers comply.
	2. You may Submit one bid.
	3. Your bid must remain valid for 90 days after the bid submission deadline.
	4. You must submit your bid in English and through the eSourcing Suite only.
	5. You are able to bid with named subcontractors to deliver parts of the requirements. You must tell us about any changes to subcontractors or you may be excluded from this competition.
	6. We may make enquiries. For example, where you either submit a bid:
* In your own name and or as a subcontractor and or as a member of a consortium connected with a separate bid.
* In your own name which is similar to a separate bid from another bidder within your group of companies.

 This is so we can be sure that your involvement doesn’t cause:

* Potential or actual conflicts of interest.
* Supplier capacity problems.
* Restrictions or distortions in competition.
	1. We may require you to amend or withdraw all or part of your bid if, in our reasonable opinion, any of the above issues have arisen or may arise.
	2. Only you or, as applicable, your subcontractors (as set out in your bid) or consortium members (if relevant) can provide services through the contract.
	3. You must not attempt to influence the contract award process. For example, you must not ever directly or indirectly:
* Collude with others over the content and submission of bids. However, you may work in good faith with a proposed partner, supplier, consortium member (if relevant) or provider of finance.
* Canvass our staff or advisors about this competition.
* Try to get information from any of our and/or Contracting Authority staff or advisors about another bidder or bid.
	1. You must ensure that no conflicts of interest exist between you and us / Contracting Authority. If you do not tell us about a known conflict, we may exclude you from the competition. We may also exclude you if a conflict cannot be dealt with in any other way.
	2. You must keep the contents of this Bid Pack confidential (including the fact that you have received it). This obligation does not apply to anything you have to do to submit a bid or comply with a legal obligation.
	3. You must not publicise the deliverables or the award of any contract unless the Contracting Authority has given written consent. For example, you are not allowed to make statements to the media about any bid or its contents.
	4. We reserve the right to:
* Waive or change the requirements of this Bid Pack without notice.
* Verify information, seek clarification or require evidence or further information about your bid
* Withdraw this Bid Pack at any time, or re-invite bids on the same or alternative basis.
* Choose not to award any contract or Lot as a result of the competition.
* Choose to award different Lots at different times.
* Make any changes to the timetable, structure or content of the competition.
	1. We reserve the right to exclude you if:
* You submit a non-compliant bid.
* Your bid contains false or misleading information.
* You fail to tell us of any change in the contracting arrangements between bid submission and award.
* You fix or adjust any element of the Tender by agreement or arrangement with any other person.
* The change in the contracting arrangements would result in a breach of procurement law.
* For any other reason provided in this Bid Pack.
* For any reason set out in the Public Contracts Regulations 2015.
	1. If a misrepresentation by you induces the Contracting Authority to enter into a contract with you, you may be excluded from bidding for contracts for three years, under regulation 57(8)(h)(i) of the PCR 2015 or sued by the Contracting Authority for damages, the Contracting Authority may rescind the contract under the Misrepresentation Act 1967.
	2. If fraud, or fraudulent intent, can be proved, you may be prosecuted and convicted of the offence of fraud by false representation under s.2 of the Fraud Act 2006, which can carry a sentence of up to 10 years or a fine (or both).
	3. If there is a conviction, then your organisation must be excluded from procurement for five years under reg. 57(1) of the PCR 2015 (subject to self-cleaning).
	4. We will not pay your bid costs for any reason.
	5. The Contracting Authority will not be liable:
* Where parts of the Bid Pack are not accurate, adequate or complete.
* For any written or verbal communications.
	1. You must carry out your own due diligence and rely on your own enquiries.
	2. This Bid Pack is not a commitment by the Contracting Authority to enter into a contract.
	3. The Bid Pack remains our property. You must use the Bid Pack only for this competition.
	4. You allow us to copy, amend and reproduce your bid so we can:
* Run the competition.
* Comply with law and guidance.
* Carry out our business.
	1. Our advisors, subcontractors and other government bodies can use your bid for the same purposes.
	2. We will not share any information from your bid which you have identified as being confidential or commercially sensitive with third parties, other than stakeholders in the competition. We may however share this information, but only in line with the Regulations, the Freedom of Information Act 2000 (FOIA) or any other law as applicable.
1. **Further Competition Timetable**
	1. The timetable below are intended timelines but, for a range of reasons, dates can change. We will tell you if and when timelines change.

|  |  |  |  |
| --- | --- | --- | --- |
| **Stage** | **Date and Time**  | **Responsibility** | **Submit to:** |
| Invitation to Tenderers Conference | Not Applicable to this procurement |  |  |
| Date for confirmation of attendance at Tenderers Conference | Not Applicable to this procurement |  |  |
| Final date forClarification Questions  | 14 January 2025  | Tenderers | CCS eSourcing Suite |
| Final Date for Requests for Extension to return date | 14 January 2025 | Tenderers | CCS eSourcing Suite |
| Authority issues Final Clarification Answers |  16 January 2025  | Authority | All Tenderers |
| Tender Return | 23 January 2025  | Tenderers | CCS eSourcing Suite |
| Tender Evaluation Commences | 24 January 2025  | Authority | N/A |

1. **Completing and Submitting a Tender**
	1. To participate in this competitive tendering exercise, Tenderers are required to submit a Tender which fully complies with the instructions in this Bid Pack.
	2. Your bid must be made by the organisation that will be responsible for providing the deliverables if your bid is successful.
	3. You must enter your bid into the e-Sourcing Suite. Only bids received through the e-Sourcing Suite will be accepted.
	4. Make sure you answer every question. Each question must be answered in its own right. You must not answer any of the questions by cross referencing other questions or other materials e.g. reports located on your website.
	5. Tenderers are strongly advised to read through all documentation first to ensure they understand how to submit a fully compliant Tender.
	6. It is the Tenderer’s responsibility to ensure that a fully compliant Tender is submitted.
	7. Tenderers must ensure that they are using the latest versions of this document, as the documentation may be updated from time to time.
	8. For technical guidance on how to complete questions and text fields, and how to upload any requested attachments please see CCS Supplier Guidance <https://crowncommercialservice.bravosolution.co.uk/web/login.html>
	9. Should any exclusions, assumptions, dependencies or caveats apply to your Tender or any of the goods and/or services that you would provide when delivering the requirements, these should be clearly indicated in the relevant areas of the Tender.

* 1. Submit your bid before the Bid Submission Deadline.
1. **Questions and Clarifications**
	1. If you have any questions you need to ask them as soon as possible after the procurement event is published as there is a deadline for submitting clarifications questions. This gives you the chance to check that you understand everything before you submit your bid.
	2. You need to send your questions through the eSourcing Suite. This is the only way we can communicate with bidders. Ensure your question is specific and clear and does not include your identity. This is because we publish all the questions and our responses to all bidders.
	3. If you feel that a particular question should not be published, you must tell us why when you ask the question. We will decide whether or not to publish the question and response.
	4. You can ask us questions about the competition but please do not attempt to ‘negotiate’ the terms. All contract awards will be subject to the terms and conditions identified in this Tender.
	5. The Authority reserves the right to contact Tenderers at any time for clarification on all or any part of their Tender during this Procurement and which is likely to require a prompt response.
2. **Tender Evaluation Summary**
	1. The Tender evaluation will assess the Most Economically Advantageous Tender (MEAT) to The Authority based on the following calculation:

 Highest Total Evaluation Score from the following evaluation elements:

Commercial Qualification – Pass/Fail only and not included in the total Evaluation Score.

Financial Price Score – Worth 70% of the total Evaluation Score.

Technical Quality Score (including Social Value) – Worth 30% of the total Evaluation Score.

* 1. The Technical Score will be added to the Financial Score to determine the “Evaluation Score” for each Tenderer. This will be calculated on a Technical/Financial split of 30%/70%.

*Example calculation, for information purposes only and based on financial score worth 50% and technical score worth 50% - figures for this procurement may differ.*

*In this example, Tenderer B has the highest total evaluation score and is the winning tenderer.*

|  |  |  |  |
| --- | --- | --- | --- |
| *Tenderer* | *Technical Score**(maximum 50)* | *Financial Score* *(maximum 50)* | *Evaluation Score* *(maximum 100)* |
| *Tenderer A* | *35* | *50* | *85* |
| *Tenderer B* | *45* | *45* | *90* |
| *Tenderer C* | *40* | *25* | *65* |

* 1. Any Tender which is considered non-compliant for any Commercial, Financial or Technical element or criteria will be excluded from the competition and not receive an Evaluation Score. If a tender is considered non-compliant in either the Commercial or Financial evaluations that tender may be excluded from the Technical evaluations and not receive any Technical scores or feedback.
	2. Scores will be rounded to two decimal places.
	3. In the event that multiple Tenderers achieve the exact same highest Evaluation Score, then the Tenderer with the lowest Total Price will be considered to be the Winning Tenderer. In the event that multiple Tenderers achieve the exact same highest Evaluation Score and have the exact same lowest Total Price, then The Authority reserves the right to request those, and only those, Tenderers to submit final and best Total Prices, with the lowest final and best Total Price considered to be the Winning Tenderer.
	4. Tenderers must provide relevant answers and documentation in response to all commercial qualification, financial and technical criteria/questions and submit everything through the Portal. Responses must remain as concise as possible and any supporting information must be relevant to the response. Any information which does not relate directly to the evaluation, including marketing material, will not be evaluated. Hyperlinks to documents or references to websites must not be used, unless these have been requested.
	5. Tenders will be evaluated based on the contents of their Tender response only.
	6. Tenderers should submit only one priced proposal. Where more than one price or set of prices is submitted, only the first submitted priced proposal will be accepted.
	7. Technical Evaluation will be undertaken independently from Commercial and Financial Evaluations. Technical evaluators will have no knowledge of associated prices. Tenderers must ensure that there are no prices shown within any technical criteria responses or supporting documents.
	8. Should any exclusions, assumptions, dependencies or caveats apply to your Tender or any of the goods and/or services that you would provide when delivering the requirements, these must be clearly indicated in the relevant areas of the Tender.
1. **Commercial Qualification Evaluation Criteria**
	1. The Commercial Qualification Evaluation will assess if all tendering and contractual requirements have been provided.
	2. A Tender will be considered non-compliant if:
* the Tender was not received by the due date and time.
* the full set of requirements cannot be delivered.
* any required delivery dates cannot be met.
* all Framework Terms & Conditions and have not been accepted.
* all required MOD Terms & Conditions and have not been accepted.
* any required documentation was not submitted.
* any prices have been included in the technical responses and the Authority considers that this has affected the evaluation process.
* more than one proposal has been submitted and the Authority considers that this has affected the evaluation process.
* the Social Value Commitments form does not include at least one commitment for each of the two Social Value criteria/themes.
	1. The Authority reserves the right to undertake due diligence checks and/or financial health checks of Tenderers as part of the Commercial Evaluation. If any of these checks raises concerns around the Tenderer or If a Parent Company or Bank guarantee is requested and is not provided, The Authority will consider the Tenderer non-compliant. If these checks are undertaken on the Winning Supplier during the standstill period prior to formal contract award, the Authority reserves the right to award the Contract to the next best placed Supplier or to cancel or re-run the procurement.
1. **Financial Price Evaluation Criteria**
	1. The Financial Evaluation will assess the Total Price the Tenderer has offered to deliver all the requirements set out in the Statement of Requirements/Specification.

* 1. Prices must be provided for each item listed in the Pricing Table. All prices submitted must be excluding VAT.
	2. The Total Price figure that will be used in the evaluation of Tenders shall be the total figure that is calculated from the prices Tenderers have provided for each item listed in the Pricing Tale, for the full maximum duration of the requirement, including any optional goods/services and periods.
	3. Tenderers are notified that when the contract is in place, payments for goods and/or services will be made after the goods and/or services have been fully delivered.
	4. A Tender will be considered non-compliant if:
* the Total Price is greater than the total available funding of £4,435,000.00 for the initial equipment purchase.
* the Tender does not indicate a Total Price.
* the Tender has not provided prices for all items in the Pricing Table.
* the Tender requires the Authority to provide additional resource (other than any identified in the Statement of Requirements), therefore the pricing does not cover all requirements.
	1. The Tenderer with the lowest total price (provided the tender is fully compliant) shall be awarded the maximum Financial Score available. The remaining Tenderers shall be awarded a percentage of the maximum Financial Score available, based on their price relative to the lowest price submitted.
	2. The calculation used is the following:

 Lowest Price from a compliant Tender x maximum Financial Score available

 Tenderers price

*Example calculation, for information purposes only and based on maximum Financial score of 50% and Technical score of 50% - figures for this procurement may differ.*

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ***Tenderer*** | ***Price Submitted*** | ***Score Calculation*** | ***Maximum Score Available*** | ***Financial Score Awarded*** |
| *Tenderer A* | *£1,000* | *(£1,000 / £1,000) x 50* | *50* | *50* |
| *Tenderer B* | *£1,100* | *(£1,000 / £1,100) x 50* | *50* | *45* |
| *Tenderer C* | *£2,000* | *(£1,000 / £2,000) x 50* | *50* | *25* |

1. **Technical Quality Evaluation Criteria**
	1. The Technical Evaluation will assess the Tender response to establish the level of confidence The Authority has that the Tenderer will be able meet and deliver all the requirements detailed in the Statement of Requirements/Specification.
	2. The points achieved will be multiplied by the corresponding weighting to provide an overall criteria mark.
	3. When the mark for each question has been determined they will be added together to provide a total mark for the Technical Evaluation.
	4. The evaluators are considered to be Subject Matter Experts (SME) on the Statement of Requirements/Specification. If an individual criteria is evaluated by more than the one SME, The Authority will review the points allocated by the individual evaluators before facilitating a group consensus meeting. During the meeting, evaluators will discuss their independent points until they reach a consensus regarding the points that should be attributed to each Tenderers answer to the question.
	5. The answer to each technical criteria should be no more than 750 words.
	6. Evaluators will assess each question individually and will not be expected to search for answers. Where a Tenderers answer to any technical criteria question is covered within a separately attached document, the text answer to that criteria question must clearly indicate the relevant part of the supporting document in which the answer can be found. Any documents that have not been referenced will be discounted during evaluation.
	7. Once all technical responses have been evaluated the individual marks attributed to each response, excluding any pass/fail criteria, will be added together to provide a total Technical Mark.
	8. A Tender will be considered non-compliant if:
* the Tender receives a fail on any pass/fail criteria.
* the Tenderer has self-certified that that they cannot meet any of individual pass/fail criteria.
* the Tender receives points which are below the threshold set for any individual criteria.
* the Tender receives a Total Technical Score below 60.
* the Tender receives a score of 0 on more than one of the three social value MAC criteria.
	1. The Technical evaluation questions/criteria that Tenderers should address within their Tender are:

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Figure** | **Criteria** | **Points Available** | **Minimum Threshold** | **Weight** | **Mark Available** |
| 1 | MAC3.5 - Explain how you will Demonstrate action to identify and manage cyber security risks in the delivery of the contract including in the supply chain | 0, 30, 70 or 100 | 0 | 5% | 5 |
| 2 | MAC4.2 - Explain how you will Influence staff, suppliers, customers and communities through the delivery of the contract to support environmental protection and improvement. | 0, 30, 70 or 100 | 0 | 5% | 5 |
| 3 | How will you ensure that goods are sourced directly from the original equipment manufacturer or through a minimal supply chain? | 0, 30, 70 or 100 | 30 | 30% | 30 |
| 4 | Explain how you will ensure that you will be able to deliver and support the quantity and range of equipment required over the full duration of the Contract | 0, 30, 70 or 100 | 30 | 20% | 20 |
| 5 | Explain what your process for managing orders would be and how you will ensure that deliveries would be made as quickly and efficiently as possible whilst meeting any maximum delivery timescales | 0, 30, 70 or 100 | 30 | 20% | 20 |
| 6 | Explain how you will ensure you are able to deliver to all required locations and what your process will be for arranging and completing deliveries | 0, 30, 70 or 100 | 30 | 20% | 20 |
|  |  |  |  | 100% | 100 |

* 1. The response to each criteria will be given points in accordance with the table below:

Criteria 1 to 6 will be scored in accordance with the following:

|  |  |  |  |
| --- | --- | --- | --- |
| 100 – High ConfidenceIn The Authority’s opinion the Tenderers response to the requirements or criteria being assessed: | 70 – Good ConfidenceIn The Authority’s opinion the Tenderers response to the requirements or criteria being assessed: | 30 – Moderate ConfidenceIn The Authority’s opinion the Tenderers response to the requirements or criteria being assessed: | 0 – Low ConfidenceIn The Authority’s opinion the Tenderers response to the requirements or criteria being assessed: |
| addresses and demonstrates a thorough understanding of all elements of the requirement or criteria, where applicable. | addresses and demonstrates a sufficient understanding of most of the requirement or criteria, where applicable. | addresses and demonstrates an understanding of some of the elements of the requirement or criteria, where applicable. | does not address or demonstrate an understanding of most or all of the requirement or criteria, where applicable. |
| provides a comprehensive, unambiguous and thorough explanation of how all of the requirement or criteria will be delivered, where applicable. | provides sufficient detail and explanation of how most of the requirement or criteria will be delivered, where applicable. | is weak in some areas and does not fully detail or explain how some elements of the requirement or criteria will be delivered, where applicable. | does not demonstrate the ability to deliver most or all of the requirement or criteria, where applicable. |
| details a thorough explanation of how the full volumes and timescales of the requirement or criteria will be met, where applicable. | shows sufficient ability to meet most of the volumes and timescales for the requirement or criteria, where applicable. | indicates that some of the volumes or timescales for the requirement or criteria will be met but may be lacking detail is some areas, where applicable. | does not show that most or all of the volumes or timescales of the requirement or criteria will be met, where applicable. |
| provides comprehensive details showing how all of the requirement or criteria will be managed with sufficient resource allocated and support provided for the full duration, where applicable. | provides sufficient information to show how most of the requirement or criteria will be managed with adequate resource allocated and support provided, where applicable. | provides details of how some of the requirement or criteria will be managed but leaves concerns about the resource and support provided, where applicable.. | does not provide details of how most or all of the requirement or criteria will be managed or that the required resource and support will be provided, where applicable. |
| comprehensively details how the requirement or criteria will be assured and how all quality or standards expected will be met in full, where applicable. | sufficiently details how most of the requirement or criteria will be assured and quality or standards expected will be met, where applicable.  | provides details of how some of the requirement or criteria will be assured but leaves doubt about quality or standards, where applicable. | does not demonstrate that most or all of the required standards or quality will be met, where applicable. |
| has comprehensively considered risks to delivery of the requirement or criteria and thoroughly explained how they will be eliminated or mitigated, where applicable.  | has considered risks to delivery of the requirement or criteria and adequately indicated how most will be eliminated or mitigated, where applicable.  | has considered risks to some of the requirement or criteria but leaves concerns that there are risks that have not been considered or may not be mitigated, where applicable.  | has identified and addressed few or no risks to delivery, where applicable. |

* 1. Social Value Overview (for criteria 1-2)

Social value has a lasting impact on individuals, communities, and the environment. Government has a huge opportunity and responsibility to maximise benefits effectively and comprehensively through its commercial activity. It cannot afford not to. A missed opportunity to deliver social value may lead to costs that the taxpayer has to absorb elsewhere through public procurement.

A competitive and diverse supply landscape can help to deliver innovation in public services, manage risk and provide greater value for taxpayers’ money.

As a result, the Social Value Model (SVM) has been created which details 5 Themes, 8 Policy Outcomes and 24 Model Award Criteria (MACs). The SVM MACs are questions which relate to Social Value. The use of the SVM is mandatory in all central government procurements using Public Contracts Regulations (PCR) 2015 and Defence and Security Public Contracts Regulations (DSPCR) 2011 above financial threshold and exempt procurements.

Defence is focusing on three, out of the five, priority Social Value themes that are most relevant for Defence:

* Tackling economic inequality.
* Fighting climate change; and
* Equal opportunity.

The Social Value Scoring Criteria is listed below. Please use this and the information provided within the SVM to compile your responses to the SVM MAC and Model Evaluation Question (MEQ) asked. In compiling your answer, please refer to the SVM Quick Reference Table. Under Model Response Guidance for tenderers and evaluators examples of types of evidence the tender evaluators are looking for can be found.

Alongside the Example Reporting Metrics, Social Value Key Performance Indicators (KPIs) may be used within this contract. KPIs will be generated from the Tenderer’s social value response it is therefore important that measurable commits are included in the response (both commitments against the reporting metrics and other metrics as may be appropriate. KPIs may be agreed between the parties and included in the contract at Contract Award.

The aim of the following SVM MACs is to understand the Tenderers Social Value Commitment that this procurement programme will provide within the geographical location(s) that is will be delivered from.

In your written response you should provide convincing arguments, including suitable evidence, of What your understanding of Social Value is, in relation to this procurement, and How you will instil confidence in the Authority in your ability to deliver against the Social Value requirements for this procurement.

A list of some of the key response documents that the Authority would expect you to provide are provided below. However, within the overall limit of pages you should supplement your written submission with other documents you consider will build confidence in your ability to maximise Social Value Commitments.

From the information that you provide, the evaluators will assess, qualitatively, your response, based on the information that you provide within your tender response.

Alongside their Commitments against the reporting metrics, the successful Tenderer’s method statement will form the basis of Key Performance Indicators and jointly managed throughout the life of the contract.

The Tenderers must ensure that they answer the SVM MACs asked. Any additional information which is not specific to the contract being procured will not be considered.

The Tenderers responses are to set out the additional Social Value benefits that they will deliver against the Policy Outcomes for this procurement. It is not sufficient to only reference/use to their Corporate Social Responsibility (CSR) and or Environmental, Social and Governance (ESG) documents.

Using a maximum of 750 words describe the commitment your organisation will make to ensure that opportunities under the contract deliver the Policy Outcome and Award Criteria. Please include:

* your ‘Method Statement,’ stating how you will achieve this and how your commitment meets the SVM Model Award Criteria (MAC), and
* a timed project plan and process, including how you will implement your commitment and by when
* how you will monitor, measure and report on your commitments/the impact of your proposals. You should include but not be limited to:

· timed action plan

· use of metrics

· tools/processes used to gather data

· reporting

· feedback and improvement

· transparency

* how you will influence your: staff, supply chains, 3rd party suppliers, customers, and communities through the delivery of the contract to support the Policy Outcome, e.g., engagement, co-design/creation, training, and education, partnering/collaborating, volunteering.

In complying your answer, please refer to the Social Value Model Quick Reference Table, under Model Response Guidance for tenderers and evaluators for examples of types of evidence the tender evaluators are looking for: The written submission should be in 11pt Arial to meet the response requirement.

For this procurement, the following SVM MAC have been selected as being appropriate.

|  |  |  |
| --- | --- | --- |
| **Model Award Criteria** | **Model Response Guidance for tenderers and evaluators***The award criteria (left) and sub-criteria (below) will be used to evaluate the response* | **Example Reporting Metrics***(proposals to be included in tender response)* |
| **Theme 2: Tackling economic inequality: Policy Outcome: Increase supply chain resilience and capacity** |
| MAC 3.5: Demonstrate action to identify and manage cyber security risks in the delivery of the contract including in the supply chain. | Activities that demonstrate and describe the tenderer’s existing or planned: ● Understanding of risks affecting the contract, including those affecting the market, industry, sector and country (of origin or of source), and to identify the risks and ways of mitigating and managing them. ● Measures to mitigate and manage cyber security risks within the supply chain relating to the contract, including: ○ engaging with the supply chain to identify and build resilience against cyber security risks ○ actions to be taken to actively raise cyber security awareness. ● Commitment to adopting the required technical standards and best practice as a basis for appropriate cyber security controls (appropriate to the contract and risk profile), such as: * the ‘10 Steps To Cyber Security’ advocated by the National Cyber Security Centre for establishing a cyber risk management regime.
* more stringent cyber security measures in the supply chain where necessary, such as Cyber Essentials and Cyber Essentials Plus certification, and having a specific cyber insurance policy for the contract.
* NCSC Cloud Security Guidance
* NCSC 14 Cloud Security Principles
* Technology Code of Practice
 | Number /Percentage of all companies in the supply chain under the contract:* with a current Cyber Essentials /Plus certification. [where relevant]
* to have adopted the National Cyber Security Centre’s 10 steps. [where relevant]
 |
| **Theme 3: Fighting Climate Change: Policy Outcome: Effective stewardship of the environment** |
| MAC 4.2 Influence staff, suppliers, customers and communities through the delivery of the contract to support environmental protection and improvement. | Activities that demonstrate and describe the tenderer’s existing or planned: ● Understanding of how to influence staff, suppliers, customers, communities and/or any other appropriate stakeholders through the delivery of the contract to support environmental protection and improvement. ● Activities to reconnect people with the environment and increase awareness of ways to protect and enhance it. Illustrative examples: * Engagement to raise awareness of the benefits of the environmental opportunities identified. ○ Co-design/creation. Working collaboratively to devise and deliver solutions to support environmental objectives.
* Training and education. Influencing behaviour to reduce waste and use resources more efficiently in the performance of the contract.
* Partnering/collaborating in engaging with the community in relation to the performance of the contract, to support environmental objectives.
* Volunteering opportunities for the contract workforce, e.g. undertaking activities that encourage direct positive impact.
 | Number of people-hours spent protecting and improving the environment under the contract.  |

Further Social Value Guidance can be found:

a) Social Value Model (SVM), Government Commercial Function, Edition 1.1 – 3 Dec 20 <https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/940827/Guide-to-using-the-Social-Value-Model-Edn-1.1-3-Dec-20.pdf>

b) Guide to Using the Social Value Model, Government Commercial Function, Edition 1.1 – 3 Dec 20 <https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/940826/Social-Value-Model-Edn-1.1-3-Dec-20.pdf>

c) Social Value Model Quick Reference Table, Government Commercial Function, Edition 1.1 – 3 Dec 20 <https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/940828/Social-Value-Model-Quick-Reference-Table-Edn-1.1-3-Dec-20.pdf>

* 1. Tenderers ‘Technical Score’ shall be calculated as a percentage of the maximum Technical Score available, based of the total Technical Marks received.

The calculation used is the following:

Tenderers Total Marks x maximum Technical Score available

 Total Marks Available

*Example calculation, for information purposes only and based on maximum Financial score of 50% and Technical score of 50% - figures for this procurement may differ.*

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ***Tenderer*** | ***Total Marks*** | ***Score Calculation*** | ***Maximum Score Available*** | ***Technical Score Awarded***  |
| *Tenderer A* | *70* | *(70 / 100) x 50* | *50* | *35* |
| *Tenderer B* | *90* | *(90 / 100) x 50* | *50* | *45* |
| *Tenderer C* | *80* | *(80 / 100) x 50* | *50* | *40* |

1. **Award Decision**
	1. Following evaluation of Tenders in accordance with the evaluation process set out in this ITT, the Tenderer which offers the most economically advantageous Tender may be awarded a Contract.
	2. The Tender which receives the highest Evaluation Score, which is calculated as the highest combined Technical Evaluation Score and Financial Evaluation Score (provided the tender is considered fully compliant in all evaluation areas) shall be considered the most economically advantageous Tender.

1. **Other Information**

12.1 Save as set out in PPN 01/22, the Authority will not be accepting Tenders that:

a. contain any Russian/Belarussian products and / or services; and/or

b. are linked to entities who are constituted or organised under the law of Russia or Belarus, or under the control (full or partial) of a Russian/Belarusian person or entity. Please note that this does not include companies:

(1) registered in the UK or in a country with which the UK has a relevant international agreement with reciprocal rights of access in the relevant field of public procurement; and / or

(2) which have significant business operations in the UK or in a country the UK has a relevant international agreement with reciprocal rights of access in the relevant field of public procurement.

Tenderers must confirm in writing that their Tender, including any element that may be provided by any part of the Contractor’s supply chain, does not contain any Russian/Belarusian products and/or services.

Tenderers must include provisions equivalent to those set out in this clause in all relevant Sub-Contracting Arrangements.

**Contract Documents**

Any contract resulting from this tender will be formed from the CCS Framework Order Form, Terms & Conditions and associated Schedules, including the Statement of Requirements/Specification and Pricing Table, incorporating prices submitted by the Winning Tenderer.

If, following the contract award decision, the Winning Tenderer does not agree to the Contract terms and sign the contract within 10 working days of issue (when the Contract has been drafted in accordance with the terms and information provided in this tender), the Authority reserves the right to terminate that contract award decision and award the Contract to the next best placed Tenderer or to cancel or re-run the procurement.

If the Winning Tenderer enters into the contract but is unable to deliver the requirements, the Authority reserves the right to terminate that Contract and award the Contract to the next best placed Tenderer or to cancel or re-run the procurement.

**IR35**

IR35 off payroll working rules are not expected to apply to this requirement as this is for procurements of goods.

**Modern Slavery**

A Modern Slavery Assessment has been raised and the risk is considered to be Very Low.

**Cyber Risk**

A Cyber Risk Assessment has been raised and the profile is Very Low. The reference is RAR-241022A03.

A Supplier Assurance Questionnaire does need to be completed.

Where a Supplier Assurance Questionnaire needs to be completed, Tenderers must complete and email this to UKStratComDD-CyDR-DCPP@mod.gov.uk who will confirm cyber risk compliance. A copy of the completed questionnaire and the compliance email should then be included as part of the tender submission.

If a Tenderers Supplier Assurance Questionnaire score does not meet the level set in the Cyber Risk Assessment, this does not prevent submission of a Tender. In those circumstances, a Cyber Implementation Plan should be completed as part of the tender submission, to demonstrate what actions will be taken to meet the required Cyber Risk level. Provided the actions and timescales were considered acceptable to The Authority, the Cyber Implementation Plan would then be included as a requirement in any resulting Contract.

Guidance of Cyber Implementations Plans can be found online at <https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1126692/20221219-CIP_Guidance.pdf>

**Statement of Requirements/Specification**

**Introduction**

ALBATROSS Evolve is being designed for the Underwater Battle Group (UWB) to ingest, store, communicate and make available ACINT data only together with a Catalogue Service that shows users what is currently available on the system for them to request downloads.  The design has been deliberately made to be scalable and modular. This is to be deployed and available at the specific sites in scope of this program.

**Requirement & Deliverables**

Requirement is in detail are outlined below:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **#**  | **Item**  | **Qty**  | **Detail/Justification**  | **Comments/ Amendment**  |
| 1  | UAD ALBATROSS Evolve UADs & 2 x Engineering Laptop | 21 | User Access Devices (UADs) that allows data IMPEX facility at each node via ECLPYT Drives + Keyboard & Mouse | See Specification Annex A |
| 2 | Engineering Laptops  | 2 | Eng Laptops for software upgrades | See Specification Annex B |
| 3a | ECLYPT Order 1a | 21 | Freedom Drives - ECLYPT Freedom USB 3.0 600 1TB (TS / Secret Data. Requires Sales Authorisation) FET-IL6-100050UM with rotating integral drive | ECLYPT products are a recognised and approved secure data hosting device – See details in Annex C |
| 3b | ECLYPT Order 1b | 1 | Cryptographic Kit - Viasat ECLYPT Universal Crypto Custodian Kit | See details in Annex C |
| 4a | ECLYPT Order 2a | 21 | Tokens and Token Interface Cables/Readers:* i-Button User Token Interface Cable USB
* i-Button User Token
* Dallas DS1971 i-Button (User Token)
* KeyStone User Token
* Holographic Serialised Tamper Evident Labels
 | See details in Annex C |
| 4b | ECLYPT Order 2c | 1 | Software Installation and User Guides | See details in Annex C |
| 4c | ECLYPT Order 2b | 21 | DARC-ssd 600 NVMe M.2 2280 1TB – Capacity = 1 TB | See details in Annex C |
| 5 | Vendor Build UAD | 1 | Build 21 x UAD (Physical install of Dark Drive - No Software/Microsoft Image) |  |
| 6 | Ancillary Cable List | 1 | 802 x LC/LC Fibre Optic Data Cables & RJ45/RJ45 Management Data Cables | See Specification Annex D |
| 7 | Media Converters | 5 | Two optical SFP modules at 100FX or Gigabit speeds | See Specification Annex E |
| 8 | Passive works | 4 | Procurement of a fire suppression system and adjustable rack mount rails | See Specification Annex F |
| 9 | FN-TRAN-LX | 82 | 1GE SFP LX transceiver module 1GE SFP LX transceiver module, 10km range, -40C to 85C, over SMF, for systems with SFP and SFP/SFP+ slots (Long Range Single Mode) | Fortinet item to ensure compatibility with Fortinet equipment plus 10 for Media Converter/Switch |
| 10 | FN-TRAN-SFP+SR | 401 | 10GE SFP+ transceiver module, short range 10GE SFP+ transceiver module, short range for systems with SFP+ and SFP/SFP+ slots (Multi-Mode) | Fortinet item to ensure compatibility with Fortinet equipment |
| 11 | FN-TRAN-SX | 125 | 1GE SFP SX transceiver module 1GE SFP SX transceiver module for systems with SFP and SFP/SFP+ slots (Short Range Multi-Range) | Fortinet item to ensure compatibility with Fortinet equipment plus 6 for Media Converter |
| 12 | FN-TRAN-SFP28-SR | 8 | 25 GE / 10 GE SFP28 transceiver module, short range 100m, LC connector, MMF, 850nm, 0°C to 70°C, for systems with SFP28 slots | Fortinet item to ensure compatibility with Fortinet equipment |
| 13 | FS-PSU-150 | 9 | FortiSwitch AC Power Supply AC power supply for FS-548D and FS-524D. Redundant power supply (power cord not included). | Fortinet item to ensure compatibility with Fortinet equipment |
| 14 | FS-624F | 2 | FortiSwitch-624F Layer 2/3 FortiGate switch controller compatible switch with 24x 5G RJ45 ports, 4x 25G SFP28 and MACSec | Fortinet item to ensure compatibility with Fortinet equipment |
| 15 | FC-10-624FN-247-02-60 | 2 | FortiSwitch-624F 5 Year FortiCare Premium Support | Fortinet item to ensure compatibility with Fortinet equipment |
| 16 | FS-1048E | 14 | FortiSwitch-1048E Layer 2/3 FortiGate switch controller compatible switch with 48 x GE/10GE SFP/SFP+ slots and 6 x 40GE QSFP+ or 4 x 100GE QSFP28. Dual AC power supplies | Fortinet item to ensure compatibility with Fortinet equipment |
| 17 | FC-10-1E48F-247-02-60 | 14 | FortiSwitch-1048E 5 Year FortiCare Premium Support | Fortinet item to ensure compatibility with Fortinet equipment |
| 18 | FMG-VM-10-UG | 2 | FortiManager - VM License Upgrade license for adding 10 Fortinet devices/Virtual Domains; allows for total of 2 GB/Day of Logs. | Fortinet item to ensure compatibility with Fortinet equipment |
| 19 | FC1-10-M3004-248-02-60 | 2 | FortiManager - VM FortiCare Premium Support 5 Year FortiCare Premium Support (1 - 10 devices/Virtual Domains) | Fortinet item to ensure compatibility with Fortinet equipment |
| 20 | Fortinet PS | 8 | Fortinet Professional Services (PS) | Fortinet item providing Fortinet qualified technical engineers |
| 21 | NetApp Licences (S Testbed) | 1 | NetApp capacity licence Red Testbed - 432TB | NetApp Licence item - Ref 20369868 |
| 22 | S Testbed (47 months support) | 1 | Licence Red Testbed 47 mths support | NetApp Support item - Ref 20369868 |
| 23 | NetApp SG1100 | 5 | NetApp SG1100 Hardware plus cables 100 x X800-42U-R6 | NetApp H/W item to ensure compatibility with NetApp equipment - Ref 20369868 |
| 24 | NetApp SG1100 (47 months support) | 5 | NetApp SG1100 47 months support | NetApp Support item - Ref 20369868 |
| 25 | NetApp SG5812 (22TB) | 24 | NetApp SG5812 (22TB) Hardware plus connectors/cables 96 x X6589-R6 & 96 x X66250-2  | NetApp H/W item - Ref 20369868 |
| 26 | Licence For SG5812 capacity | 24 | NetApp SG5812 capacity Licence - 6336TB | NetApp Licence item - Ref 20369868 |
| 27 | NetApp SG5812 (47 mths support) | 24 | NetApp SG5812 47 mths support | NetApp Support item - Ref 20369868 |
| 28 | NetApp DE460C (22TB) | 4 | NetApp DE460C (22TB) Hardware  | NetApp H/W item - Ref 20369868 |
| 29  | NetApp DE460C (22TB) |  4  | NetApp DE460C capacity Licence - 5280TB | NetApp Licence item - Ref 20369868 |
| 30 | NetApp DE460C (47 mths support) | 4 | NetApp DE460C 47 mths support | NetApp Support item - Ref 20369868 |
| 31 | NetApp SGF6112 (30TB) |  3  | NetApp SGF6112 (30TB) plus connectors/cables 24 x X6589-R6 & 24 x X66250-2 | NetApp H/W item – Ref 20369868 |
| 32 | Licence For SGF6112 capacity | 3 | NetApp SGF6112 capacity Licence - 2211TB | NetApp Licence item - Ref 20369868 |
| 33 | NetApp SGF6112 (47 mths support) | 3 | NetApp SGF6112 47 mths support | NetApp Support item - Ref 20369868 |
| 34 | NetApp PS | 60 | NetApp Professional Services (PS) includes ADMS Development Support/Configuration & Site Installs/Commissioning (£2,431/day) | NetApp Support item - Ref 20369868 |
| 35 | NetApp Training Units | 1000 | Each unit is £64.38 | NetApp item expiry 2 years from invoice date - Ref 20369868 |
| 36 | Extra Cables [1] | 2 | Extra Cable Set (128 x X800-42U-R6 & 33 x MAM1Q00A-QSA28 & 66 X X6589-R6 & 7 X X66250-5) | NetApp Spares item – Ref 20370114  |
| 37 | Extra Cables [2] | 2 | Extra Cable Set (66 X X6589-R6 & 66 X X66250-2) | NetApp Spares item |
| 38 | FRUs - SGF6112 SG5812 SG5712 | 1 | Field Repair Unit (1 x X5726A & 5 x X-00061-00 & 1 x E2800A-32GB & 1 x E-X574812A-SG & 1 x X-48895-00-R6 & 1 x SG5800A-64GB & 1 x X-26009-00 & 1 x X-26010-00 & 1 x X-26013-00 & 1 x X6566B-05-R6 & 1 x X1158A & 1 x X66130-2 & 1 x X66240A-05 & 1 x X5244A & 1 x X739A & 1 x E-X4902A & 1 x X4104A & 1 X E-X4901A) | NetApp Spares item – Ref 20366617 |
| 39 | FRUs - SG1000 - SG1100 | 1 | Field Repair Unit (5 x X1847-R6 & 1 x X6566B-05-R6 & 1 x X66200-2 & 1 x X739A & 1 x 4102A & 1 x H601S - Power Supply) | NetApp Spares item – Ref 20366646 |
| 40 | FS-600-PSU-350 | 5 | FortiSwitch AC Power Supply Spare AC power supply for FS-624F and FS-648F (power cord not included) | Fortinet item to ensure compatibility with Fortinet equipment |
| 41 | Generic Powerleads C13 to C14 (Length = 1m) | 80 | Needed for all NetApp/Fortinet Equipment includes spares (C14 PDU) – Assumption is that all NetApp Equipment in this BOM comes with C13 and C14 Powerleads | NetApp/Fortinet item to ensure compatibility with NetApp/Fortinet equipment |
| 42 | Generic Powerleads C13 to UK 3 Pin (Length = 1m) | 80 | Needed for all NetApp Equipment includes spares (3 Pin PDU) | NetApp item to ensure compatibility with NetApp equipment |
| 43 | Fortinet NDH Licence Extension |  1 | Extend the existing NDH license out to 2030 | Fortinet item to ensure compatibility with Fortinet equipment |

This requirement is to provide Albatross Evolve with the necessary hardware, cables, connectors and support required to complete the architectural design, implementation and commissioning of the remaining Edge Nodes and Backup Nodes. This capability will complement the existing Core Node Object Storage and ingest (ACINT data producer) and egress (ACINT data consumer/analyst) EDGE nodes to significantly improve the speed and dissemination of ACINT data for PED purposes.

Three existing sites have either been installed and configured, or are in the progress of being installed and configured:

* RNAS Culdrose (Small Node for data ingress)
* NDH, Corsham (Dual Resilient Core Node)
* DSTL (Small Node for Data egress)

The hardware, cables and connectors will be deployed to the seven remaining sites:

* NDH (Small Node for data egress)
* HMNB Clyde (Medium Node for data ingress)
* HMNB Portsmouth (Medium Node for data ingress)
* HMNB Devonport (Medium Node for data ingress)
* RAF St Mawgan (Backup Node)
* RAF St Mawgan (Small Node for data ingress)
* HMS Gannett (Deployable Node)

Spare equipment, cables and connector pool (initially held by Supplier, in bonded storage, for up to 12 months, and then shipped to the appropriate site by a secure MOD approved carrier to a contact and address provided by the MoD when the transfer of equipment instruction is received).

Support and Professional Services are detailed below.  The Contractor shall ensure all manufacturer standard support and warranty for the procured hardware has been secured and transferred to the Buyer. The Buyer shall be able to go directly to the manufacturers for product support. The Supplier will provide a single point of contact for coordination and act as an interface between the Buyer and manufacturers for on-boarding, warranty and support, where requested.

All required delivery addresses shall be provided to the winning tenderer after contract award.

**Timescales**

Subject to a contract being awarded before 31/01/25, then hardware will be required to be delivered by 15/03/25 and the transfer of legal ownership to MOD shall be complete by this date. All dry installations (equipment and cables fitted) to start after 15/02/25 and planned to be complete by 31/12/25.

**Authority Dependencies**

Where delivery or installation of equipment is reliant on information, support or site access being provided by the authority and the authority is unable to provide this by any agreed dates, revised dates for delivery or site access will be agreed between the authority and the supplier, for the specific deliverables that are affected by this.

**Optional Requirements**

There may also be a requirement to procure equipment on a ‘just-in-time’ basis to purchase any of the items in the pricing table, at the prices detailed under the ‘Year 2 Price (Up to 31st March 2026)’ column heading. This may be on an individual basis, if and when required, up to 31st March 2026. This would be in addition to the purchase of the core items.

**Locations**

Delivery Locations: All items initially delivered to Supplier and held for up to one year in bonded storage where required and shipped to site as directed by MOD. Items will then be required to be shipped to 7 sites (identified above) and this will be directed by the NDH facility located in Spring Park, ARK Data Centre Corsham. SN13 9GB.

**Governance**

The Supplier shall keep the Buyer up to date with the progress of all orders and installations. The supplier will also ensure any potential delays or issues are immediately notified to the Buyer. To ensure all manufacturer standard support and warranty for the procured hardware has been secured and transferred to the Buyer. Buyer shall be able to go directly to the manufacturers for product support. The Supplier will provide a single point of contact for coordination, where requested.

**Acceptance**

Not Applicable

**Performance Management**

|  |  |  |  |
| --- | --- | --- | --- |
| Service Level Performance Criterion | **Evidence of order placed with manufacturers by 14/02/25** | **Delivery of hardware ownership of all items transferred to MOD by 31/03/25** | **All support services/licences available for use by MOD by 31/03/25.** |
| Applicable Services | All  | All  | All  |
| Service Level Performance Measure | Number of days met after agreed date | Number of days met after agreed date | Number of days met after agreed date |
| Frequency of Measurement – Service Period | Monthly | Monthly | Monthly |
| Good Service Level | Early or on agreed date | Early or on agreed date | Early or on agreed date |
| Approaching Target Service Level | 1-7 calendar days after agreed date | 1-7 calendar days after agreed date | 1-7 calendar days after agreed date |
| Requires Improvement Service Level | 8-14 calendar days after agreed date | 8-14 calendar days after agreed date | 8-14 calendar days after agreed date |
| Inadequate Service Level  | 15 or more calendar days after agreed date | 15 or more calendar days after agreed date | 15 or more calendar days after agreed date |
| Service Credit for each Service Period | Good – No Service Credit to be appliedApproaching target – 1% Service Credit to be appliedRequires Improvement – 2 % Service Credit to be appliedInadequate – 3% Service Credit to be appliedDetermination of achievement of Service Level to be sole decision of the Buyer | Good – No Service Credit to be appliedApproaching target – 1% Service Credit to be appliedRequires Improvement – 2 % Service Credit to be appliedInadequate – 3% Service Credit to be appliedService credits will apply to total prices for all hardware items.Determination of achievement of Service Level to be sole decision of the Buyer | Good – No Service Credit to be appliedApproaching target – 1% Service Credit to be appliedRequires Improvement – 2 % Service Credit to be appliedInadequate – 3% Service Credit to be appliedService credits will apply to total prices for all support services/licences.Determination of achievement of Service Level to be sole decision of the Buyer |

For each Contract Year, the Service Credit Cap shall be set at 12%.

**Government Furnished Assets**

Not Applicable.

**Security**

Any support or installation engineers will be required to hold SC clearance to be approved access to MoD Corsham ARK, or any sites where hardware will be installed. Supplier must hold FSC/full List X status or will be able to obtain full List X status by Service Commencement Date. Supplier must also have in place a crypto custodian by Service Commencement Date.

**Personal Data**

No personal data will be supplied to the Supplier.

**Quality & Standards**

Not Applicable

**Health & Safety**

Supplier engineers will be required to undergo any site-specific H&S requirements (Site inductions, safety courses, etc) to be specified by each site.

**Environmental**

Not Applicable

**Implementation**

Not Applicable.

**Exit**

Not Applicable.

**Software**

Not Applicable.

**IPR or Other Rights**

Not Applicable.

**Acronyms**

Any acronyms or Capitalised Terms should be listed with a description of what they are.

ACINT – Acoustic Intelligence Data

AtT – Authority to Test

DSTL – Defence Science and Technology Laboratory

HMNB – His Majesty’s Naval Base

NDH – Navy Digital Hosting

OS – Operating System

PED – Production Exploitation Dissemination

RNAS – Royal Naval Air Station

UAD – User Access Device

**ANNEX A - UAD Specification**



|  |  |
| --- | --- |
| Display | 24" Minimum 1920x1080 (HD) Display |
| Power | UK Power cords |
| Networking | 1TB Ethernet |
| USB | High Performance USB-C Connection |
| Firewire | For ECLYPT Drives |

* + UAD fitted with MM NIC Card

**ANNEX B - LAPTOP Specification**

Panasonic TOUGHBOOK 55 mk3 HD 14" RUGGED WINDOWS 11 PRO NOTEBOOK WITH HD DISPLAY

Further details can be found here: [TOUGHBOOK 55 mk3 HD | Panasonic Connect](https://eu.connect.panasonic.com/gb/en/toughbook/toughbook-55-hd-series/toughbook-55-mk3-hd)

**ANNEX C – JSP491 Part 3 Lft8 ECLYPT FREEDOM HMG Crypto Key Specification & JSP491 Part 3 Lft15 ECLYPT DARC Specification**

|  |  |  |
| --- | --- | --- |
| Supplier | Details | Qty |
| ViaSat UK | ECLYPT FREEDOM Encrypted Portable DriveUSB 3.0 600 1TB (Requires Sales Authorisation) | 21 |
| ViaSat UK | Viasat Eclypt Universal Crypto Custodian Kit - Key Management Kit with Token Programmer CD, Keymat Token and Keymat Token Interface Cable | 1 |
| ViaSat UK | i-Button User Token Interface Cable USB (Stonewood USB i-Button Reader Adaptor) | 21 |
| ViaSat UK | i-Button User Token (Dallas DS1973 i-Button d Key Token) | 21 |
| ViaSat UK | Dallas DS1971 i-Button (User Token) | 21 |
| ViaSat UK | KeyStone User Token - Dual Authentication USB Keystone User Token HDD (FOR THE INTERNAL DRIVE) | 21 |
| ViaSat UK | Holographic Serialised Tamper Evident Labels | 21 |
| ViaSat UK | Software Installation CD and User Guide – ECLYPT FREEDOM DRIVE | 1 |
| ViaSat UK | Software Installation CD and User Guide – ECLYPT DARC DRIVE | 1 |
| ViaSat UK | ECLYPT DARC-SSD 600 NVMe M.2 2280 Capacity 1TB - Ext temp | 21 |

Note:

The following items are supplied by United Kingdom Key Production Authority (UKKPA):

* + User Token Data CD-ROM.
	+ Key Material CD-ROM.

**ANNEX D – ANCILLARY CABLE LIST**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Item ID | Description | Length (m) | Qty | Colour | Comments |
| D1 | Cable, Opt, OM4, 50µm, LC/LC | 0.5 | 105 | Black | 21 per Node (25%) x 20 |
| D2 | Cable, Opt, OM4, 50µm, LC/LC | 1.0 | 210 | Black | 21 per Node (50%) x 20 |
| D3 | Cable, Opt, OM4, 50µm, LC/LC | 2.0 | 105 | Black | 21 per Node (25%) x 20 |
| D4 | Cable, RJ45/RJ45 | 0.5 | 60 | Black |  |
| D5 | Cable, RJ45/RJ45 | 1.0 | 140 | Black | 2 per SG5712/SG1000 |
| D6 | Cable, RJ45/RJ45 | 2.0 | 60 | Black |  |
| D7 | Cable, Opt, OM4, 50µm, LC/LC | 0.5 | 10 | Pink |  |
| D8 | Cable, Opt, OM4, 50µm, LC/LC | 1.0 | 10 | Pink |  |
| D9 | Cable, Opt, OM4, 50µm, LC/LC | 2.0 | 10 | Pink |  |
| D10 | Cable, Opt, OM4, 50µm, LC/ST | 1.0 | 12 | Pink |  |
| D11 | Cable, Opt, OM4, 50µm, SC/ST | 1.0 | 12 | Pink |  |
| D12 | Cable, Opt, OM4, 50µm, SC/ST | 1.0 | 12 | Pink |  |
| D13 | Cable, Opt, OM4, 50µm, LC/ST | 2.0 | 12 | Pink |  |
| D14 | Cable, Opt, OM4, 50µm, SC/ST | 2.0 | 12 | Pink |  |
| D15 | Cable, Opt, OM4, 50µm, SC/ST | 2.0 | 12 | Pink |  |
| D16 | Cable, RJ45/RJ45 | 1.0 | 20 | Pink | 2 per SG5712/SG1000 |
|  |  | TOTAL | 802 |  |  |

**ANNEX E – MEDIA CONVERTERS**

Website: <https://www.cxr.com/en/produits/foc-15.html>

Part Number: **FOC-401-USFP-USFP (Further info in link above)**

Note: FOC-USFP-USFP is End of Life (EOL) replaced by FOC-401-USFP-USFP (Media converter with 2 SFP slot support: 100FX to 100FX and 1000SX/LX to 1000SX/LX, delivered w/o SFP module. Same speed on each port).

**ANNEX F – FIRE SUPPRESSION SYSTEM**

Website: [Redetec PF/RED/3.0](https://www.fireandsecurityonline.co.uk/shop/redetec-units/redetec-pf-red-3-0)

|  |  |
| --- | --- |
| Part Number | Quantity |
| Redetec PF/RED/3.0 | 4 |
| Redetec adjustable Rack-Mount Rail System 600-1000 | 4 |

**Further info in link above**

**Framework Schedule 6 (Order Form Template and Call-Off Schedules)**

**Order Form**

CALL-OFF REFERENCE: 713697455 – ALBATROSS Evolve

THE BUYER: Ministry of Defence

BUYER ADDRESS Navy Commercial, Leach Building, HMS Excellent,

 Portsmouth, PO2 8BY

THE SUPPLIER: To be confirmed

SUPPLIER ADDRESS: To be confirmed

REGISTRATION NUMBER: To be confirmed

DUNS NUMBER: To be confirmed

SID4GOV ID: To be confirmed

APPLICABLE FRAMEWORK CONTRACT

This Order Form is for the provision of the Call-Off Deliverables and dated To be confirmed.

It’s issued under the Framework Contract with the reference number RM6098 for the provision of Technology Products & Associated Service 2.

CALL-OFF LOT(S):

Lot 4 Information Assured Technology

CALL-OFF INCORPORATED TERMS

The following documents are incorporated into this Call-Off Contract. Where numbers are missing we are not using those schedules. If the documents conflict, the following order of precedence applies:

1. This Order Form including the Call-Off Special Terms and Call-Off Special Schedules.
2. Joint Schedule 1 (Definitions and Interpretation) RM6098
3. Framework Special Terms
4. The following Schedules in equal order of precedence:
* Joint Schedules for RM6098
	+ Joint Schedule 2 (Variation Form)
	+ Joint Schedule 3 (Insurance Requirements)
	+ Joint Schedule 4 (Commercially Sensitive Information)
	+ Joint Schedule 6 (Key Subcontractors)
	+ Joint Schedule 7 (Financial Difficulties)
	+ Joint Schedule 9 (Minimum Standards of Reliability)
	+ Joint Schedule 10 (Rectification Plan)
	+ Joint Schedule 11 (Processing Data)
	+ Joint Schedule 12 (Supply Chain Visibility)
* Call-Off Schedules for RM6098
	+ Call-Off Schedule 1 (Transparency Reports)
	+ Call-Off Schedule 2 (Staff Transfer)
	+ Call-Off Schedule 5 (Pricing Details)
	+ Call-Off Schedule 6 (ICT Services) including Annexes A to E
	+ Call-Off Schedule 8 (Business Continuity and Disaster Recovery)
	+ Call-Off Schedule 9 (Security)
	+ Call-Off Schedule 10 (Exit Management)
	+ Call-Off Schedule 11 (Installation Works)
	+ Call-Off Schedule 14 (Service Levels)
	+ Call-Off Schedule 17 (MOD Terms)
	+ Call-Off Schedule 20 (Call-Off Specification)
1. CCS Core Terms (version 3.0.11) as amended by the Framework Award Form
2. Joint Schedule 5 (Corporate Social Responsibility) RM6098
3. Call-Off Schedule 4 (Call-Off Tender) as long as any parts of the Call-Off Tender that offer a better commercial position for the Buyer (as decided by the Buyer) take precedence over the documents above.

No other Supplier terms are part of the Call-Off Contract. That includes any terms written on the back of, added to this Order Form, or presented at the time of delivery.

CALL-OFF SPECIAL TERMS

The following Special Terms are incorporated into this Call-Off Contract:

1 The Contractor shall, and shall procure that their Sub-contractors shall, notify the Authority in writing as soon as they become aware that:

a. the Contract Deliverables and/or Services contain any Russian/Belarussian products and/or services; or

b. that the Contractor or any part of the Contractor’s supply chain is linked to entities who are constituted or organised under the law of Russia or Belarus, or under the control (full or partial) of a Russian/Belarusian person or entity. Please note that this does not include companies:

(1) registered in the UK or in a country with which the UK has a relevant international agreement providing reciprocal rights of access in the relevant field of public procurement; and/or

(2) which have significant business operations in the UK or in a country with which the UK has a relevant international agreement providing reciprocal rights of access in the relevant field of public procurement.

2 The Contractor shall, and shall procure that their Sub-contractors shall, include in such notification (or as soon as reasonably practicable following the notification) full details of the Russian products, services and/or entities and shall provide all reasonable assistance to the Authority to understand the nature, scope and impact of any such products, services and/or entities on the provision of the Contract Deliverables and/or Services.

3 The Authority shall consider the notification and information provided by the Contractor and advise the Contractor in writing of any concerns the Authority may have and/or any action which the Authority will require the Contractor to take. The Contractor shall be required to submit a response to the concerns raised by the Authority, including any plans to mitigate those concerns, within 14 business days of receipt of the Authority’s written concerns, for the Authority’s consideration.

4 The Contractor shall include provisions equivalent to those set out in this clause in all relevant Sub-contracts.

Other

CALL-OFF START DATE:

To be confirmed

CALL-OFF EXPIRY DATE:

To be confirmed

CALL-OFF INITIAL PERIOD:

14 months

CALL-OFF DELIVERABLES

See Call Off Schedule 20 (Specification)

LOCATION FOR DELIVERY

As stated in Statement of Requirements/Specification

DATES FOR DELIVERY

To be confirmed

TESTING OF DELIVERABLES

None

WARRANTY PERIOD

The warranty period for the purposes of Clause 3.1.2 of the Core Terms shall be 1 year.

MAXIMUM LIABILITY

The limitation of liability for this Call-Off Contract is stated in Clause 11.2 of the Core Terms.

The Estimated Year 1 Charges used to calculate liability in the first Contract Year is To be confirmed

CALL-OFF CHARGES

See details in Call-Off Schedule 5 (Pricing Details)

REIMBURSABLE EXPENSES

None

PAYMENT METHOD

Payments to be made via CP&F/Exostar.

The process for Supplier on-boarding for CP&F shall include completing the full MOD registration process in Exostar.

An invoice shall only be valid if it has been submitted for the correct amount and tax treatment in Exostar.

The Supplier shall confirm the amount they consider to be due for payment, for any month or period, within 31 calendar days of the end of that month or period and shall submit invoices through CP&F/Exostar no later than 7 calendar days after that payment amount has been confirmed, unless otherwise agreed. All final amounts due under the contract must be confirmed by the Supplier within 31 calendar days of the end date of the contract, unless otherwise agreed.

BUYER’S INVOICE ADDRESS:

Navy Commercial, Leach Building, HMS Excellent, Portsmouth, PO2 8BY

BUYER’S AUTHORISED REPRESENTATIVE

To be confirmed

BUYER’S ENVIRONMENTAL POLICY

None

BUYER’S SECURITY POLICY

As Per Call-Off Schedule 17 (MOD Terms).

The Contractor shall ensure that they arrange for any relevant security clearances (including BPSS or SC) to be in place when their personnel are required deliver any goods or services on Authority sites.

If Contractor personnel are required to access any classified information at MOD sites or on a MOD provided laptop, they must ensure that this information remains at those sites or on that laptop, unless otherwise agreed and detailed on a Security Aspects Letter.

The Supplier and/or Supplier personnel shall return any Buyer Property (including passes and laptops) within 7 calendar days of a request from the Buyer, unless otherwise agreed. Where Supplier personnel still hold any Buyer Property which contains sensitive information (including passes and laptops), beyond the requested date of return, this may be considered a security breach.

SUPPLIER’S AUTHORISED REPRESENTATIVE

To be confirmed

The Supplier shall notify the Authority if their representative changes to allow any requests from the Authority to be dealt with promptly.

SUPPLIER’S CONTRACT MANAGER

To be confirmed

PROGRESS REPORT FREQUENCY

Detailed in Schedule 20 (Specification), if required

PROGRESS MEETING FREQUENCY

Detailed in Schedule 20 (Specification), if required

KEY STAFF

Not Applicable

KEY SUBCONTRACTOR(S)

To be confirmed

COMMERCIALLY SENSITIVE INFORMATION

To be confirmed

SERVICE CREDITS

Not Applicable

ADDITIONAL INSURANCES

Not Applicable

GUARANTEE

Not Applicable

SOCIAL VALUE COMMITMENT

The Supplier has stated they will deliver the following Social Value Commitments through the duration of the Contract:

|  |  |
| --- | --- |
| Suppliers’ Commitments: | Numeric Value |
| Commitment for MAC 3.5 | TBC |
| Commitment for MAC 4.2 | TBC |

The Authority shall be able to request that the supplier provide evidence that they are meeting these commitments. The supplier shall provide evidence of this within 10 working days. If the supplier is unable to provide sufficient evidence or is not meeting their commitments, the Authority reserves the right to deduct 5% of the next payment that becomes due for each week or portion of a week that passes before the supplier can evidence that those commitments are being met.

For each Contract Year, the Service Credit Cap shall be set at 12%.

**ANNEX 1 - DEFCONS & DEFFORMS**

The full text of Defence Conditions (DEFCONs) and Defence Forms (DEFFORMS) are available electronically via <https://www.gov.uk/guidance/knowledge-in-defence-kid>.

The following MOD DEFCONs and DEFFORMs form part of this contract:

|  |  |  |
| --- | --- | --- |
| **DEFCON No** | **Version** | **Description** |
| DEFCON 5J  | 18/11/2016 | Unique Identifiers |
| DEFCON 68 | 02/02/2017 | Supply Of Data For Hazardous Articles, Material and Substances |
| DEFCON 76 | 06/2021 | Contractors Personnel At Government Establishments |
| DEFCON 90 | 06/2021 | Copyright |
| DEFCON 117 | 07/2021 | Supply of Information for NATO Codification and Defence Inventory Introduction |
| DEFCON 129J | 18/11/2026 | The Use Of Electronic Business Delivery Form |
| DEFCON 520 | 08/2021 | Corrupt Gifts And Payments Of Commission |
| DEFCON 522 | 11/2021  | Payment And Recovery Of Sums Due |
| DEFCON 531 | 09/2021 | Disclosure Of Information  |
| DEFCON 532A | 09/2021 | Protection Of Personal Data |
| DEFCON 632 | 11/2021 | Third Party Intellectual Property Rights – Rights and Restrictions |
| DEFCON 656B | 08/2016 | Termination for Convenience – Over £5m |
| DEFCON 658 | 09/2021 | Cyber |
| DEFCON 659A | 09/2021 | Security Measures |
| DEFCON 660 | 12/2015 | Official Sensitive Security Requirements |
| DEFCON 670 | 02/2017 | Tax Compliance |
| DEFCON 694 | 07/2021 | Accounting For Property Of The Authority |
| DEFCON 703 | 06/2021 | Intellectual Property Rights - Vesting in the Authority |
| DEFCON 707 | 11/2022 | Rights in Technical Data  |

## ANNEX 1 TO SECTION 2: SERVICES LEVELS AND SERVICE CREDITS TABLE

As detailed in Schedule 20 (Specification) and also the following:

A date for delivery of goods or completion of each service will be stated in the contract or agreed between the Authority and the Contractor. Where this is not met by the Contractor, goods are not delivered or services are not completed, until after any stated or agreed date (unless the Authority accepts that circumstances were outside of the control of the Contractor), the Authority reserves the right to deduct 1% of the payment due for those goods or services for each week or portion of a week that passes before goods are delivered the services are completed.